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READ THIS FIRST

This manual contains instructions on the installation and operation of 4.3BSD UNIX on Integrated
Solutions, Inc. (ISI) computer systems and CPU boards. These systems and boards use the 68010 or 68020

processors and are available in two families:
o The Optimum serices, based on the LSI-11 bus (Q-bus).

« The Optimum V scries, based on the VMEbus. The Optimum V series includes Diskless and Cluster
Nodes.

Who Should Read This Guide?

You should read this manual if you are responsible for the installation or maintenance of your system.
Casual users (pcople who log in with uscr accounts to do normal work) do not ordinarily nced this manual,

This manual assumes familiarity with UNIX; it is not intended for first-time UNIX users.

What Does This Guide Cover?
This manual explains how to get started with UNIX, including
« Installing UNIX from 1ape (if necessary)
 Starting UNIX (‘‘booting’’)
« Optimizing UNIX for your applications
« Adding teﬁninals and users
e Setting up a network
» Troubleshooting

A separate publication, Field Upgrade Procedure, UNIX 4.2BSD 10 4.3BSD, describes the upgrade
procedure for existing 4.2BSD systems.

This manual contains eight sections and four appendices:
Section 1 provides introductory material on UNIX and system administration.
Section 2 tells how 1o turn on power for the system and log in.
Section 3 describes setting up the system for normal operation.
Section 4 tells how 1o alter the system for vour configuration.
Section 5 describes system network connections.

Section 6 describes setting up and operating a cluster network.
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Seétion 7 describes sctting up and operating a diskless network.

Section § describes day-t0-day maintenance and system operation procedures.
Appendix A tells how to install UNIX from a release tape.

Appendix B describes some hardware diagnostic programs.

Appcndix C is a configuration worksheet, where you can make notes on your system.

Appendix D provides space to insert any release notes for your system.

Some Naming Conventions for This Guide

This is a bricf glossary of references you will see in this manual:
ISI is Intcgrated Solutions, Inc.
Optimum System is the Optimum serics of ISI systems based on the LSI-11 bus (Q-bus).
Op>timum V System is the Optimum V scrics of ISI systems based on the VMEbus.

Optimum V WorkStation is the special graphics display system; largely the same as the Optimum V
System, but with a graphics subsystem (processor board, display memory board, high-resolution
monitor, keyboard, and mouse).

A node is any system in a local network with its own CPU board. For example, in a cluster network, the
server system and cach cluster are nodes.

A server node is the central node for a network of other nodes without disks of their own. For diskless
networks, the server node can be an Optimum System, an Optimum V System, or an Optimum V
WorkStation, and must have an Ethernct controller. For cluster networks, the server node must be an
Optimum V16 or V24 System/WorkStation.

A Cluster Node is a set of boards that occupy a portion of the card cage of a V16 or V24 system. The
cluster node may be a graphics node (WorkStation), or it may be a non-graphics node (Compute Node)
with two serial lines for terminal connections (console and Port 0).

A Cluster Compute Node is a cluster node without a graphics subsystem.
A Cluster WorkStation is a cluster node with a graphics subsystem,

A Diskless Node is a system with no disk of its own, connecting through an Ethernet network to a server
node. The diskless node may be a graphics node (WorkStation), or it may be a non-graphics node
(Compute Node).

A Diskless Compute Node is a diskless node without a graphics subsystem.
A Diskless WorkStation is a diskless node with a graphics subsystem.
A hostname is the official system name for any node, gencrally assigned with admin (8).

The word ‘‘system’’ applies generically 1o any of the following:
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e An Optimum System

¢ An Optimum V Systcm

« An Optimum V WorkStation (stand-alonc)

s An Optimum V Cluster Compute Node

» An Optimum V Cluster WorkStation (a graphics node)

» An Optimum V Diskless Compute Node

» An Optimum V Diskless WorkStation (a graphics nodc)

The server node of a cluster or diskless network (a server node is an Optimuny System, Optimum V
System, or Optimum V WorkStation)

Throughout this manual, you will sce these uscs of boldface and italics:
Boldface

« Scction headings.

» References to UNIX commands (tar (1) refers to the command tar; the *°(1)°” shows that you
can find a description of tar in "Section 1: Commands" of the UNIX 4.3BSD User's Reference

Manual (URM)).

» Commands that you type to UNIX exactly as printed (for example, “‘Enter {sck and press
RETURN"").

» Messages that UNIX prints on your screen (for cxample, login:),

o User account names (for example, the root login account, the group operator).
Italics

» Names of manual (for example, the Optimum V24 System Installation Manual).

» Names of files (for example, /etc/ipasswd).

» Parts of commands that you must replace with real values (for example, dev refers 1o a hardware
device; you must type the actual name of the device where you see dev).

When you see boldface and iralics mixed, as in this example:
Enter this command:
dev(0,0)vmunix

this means that you should replace dev with the name of a real UNIX device, and type the rest as shown.
For example:

sm(0,0)vmunix
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Related Documents
You should have thesc documents:
« The UNIX 4.3BSD Reference Set, seven volumes:
— UNIX User's Reference Manual (URM)
— UNIX User's Supplementary Documents (USD)
— UNIX Programmer’s Reference Manual (PRM) |
— UNIX Programmer’s Supplementary Documents, Volume 1 (PS1)
— UNIX Programmer’s Supplementary Documents, Volume 2 (PS2)
— UNIX System Manager's Manual (SMM)
— User Contributed Software (UCS)
« VI Reference Card for the vi (1) cditor
If you are upgrading an existing UNIX 4.2BSD system, you should also have this document:
» Field Upgrade Procedure, UNIX 4.2BSD to 4.3BSD
These manuals document the Optimum V series:
o Optimum V8 Sysitem/WorkStation Installation Manual
o Optimum V13/V16 Siie Preparation and Installation Manual
o Opiimum V24 System/WorkSiation Installation Manual
o VME-68KI10 Hardware Reference Manual
o VME-68K20 Hardware Reference Manual
o VME-HSMEM Hardware Reference Manual
o VME-HSMEM-8/4 Hardware Reference Manual
o VME-SCSI/U Host Adapter Hardware Reference Manual
o« VME-QIC2/X Hardware Reference Manual
o VME-TC50/X Hardware Reference Manual
VME-ICP16/8X Hardware Reference Manual

o VME Graphics Subsystem Hardware Reference Manual
o VME Color Graphics Subsysiem Hardware Reference Manual

There are many good introductory UNIX reference books. One such book, introducing the UNIX System
(McGilion and Morgan, 1983: McGraw-Hill), includes a section on system administration.

Copies of the above-mentioned manuals and UNIX book can be ordered through your local 1SI sales
office.

Vi
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SECTION 1: INTRODUCTION

If you have not yet done so, please read "Read This First" at the beginning of this guide.

This section describes the functions of a System Administrator and provides background knowledge on the
hardware and software that you will use.

This scction contains the following subscctions:
1.1 What Docs a System Administrator Do?
1.2 Introduction to Hardware

1.3 Introduction to Software

1.1 What Does a System Administrator Do?

The UNIX opcralmﬁ system requires attention if it is to run well. No two UNIX installations are exactly
alike; your system’s UNIX configuration is different from others,
A System Administrator has four principal dutics:

» Tc install UNIX on a computer system.

» To keep UNIX running on that system, adjusting UNIX as nccessary.

» Torecord changes to (and/or problems with) the system, keeping a log of activities.

« To back up the svsiem (save copies on tape) on a regular basis.

These cuties require familiarity with UNIX and with the hardware and software components of vour
computer system. "Related Documents” in "Read This First" suggests reading n:aterial concerning your
Optimum or Optimum V system. It also suggests some basic texts on UNIX geared for general knowledge.

To function as a Svstem Administrator, you must be able 1o perform these tasks:

» Log in to the system as superuser (see Section 1.3, "Introduction 1o Software™)
» Move easily through the UNIX file system

Edit files with a UNTX editor (vi (l):f, ex(1),ed (1))

Follow the procedures throughout this guide

Maeintain a system log (notebook)

1.2 Introduction to Hardware

As a System Administrator, vou do not have 1o handle much hardware directly, but vor do need to know
how UNIX ceals with the hardware. Figure 1-1 shows a block diagram of an Optimum or Optimum V

References of the form name (X) refer 1o a subsection named name in Section X of the UNLY 4.3BSD Reference Ser. Sectior 1,
€, a 2re in the URM volume, Sections 2, 3, 4, and 3 are in the PRM volume, and Section § is in the SMOV volume. See
"Relaied Documents” in "Read This First”.

1-1 Introduction 1-1
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CPU Memory Disk Tape
Central Bus (LSI-11 or VMEDbus)
Terminals Ethemet Others

" 0084-00

Figure 1-1. Block Diagram of an Optimum or Optimum V Systcm

Cheek your Installation Manual if you are interested in the physical connections. For now, consider these
componcnts in the way that UNIX sees them:

Central Bus (LSI-11 or VMEbus): The means by which other system components communicale with
each other. The bus is a sct of channels through which signals pass from board to beard. The
““backplanc’ is the rigid picce of hardware to which the boards physically attach; the “*bus’’ is the
format and design of signal arrangements on the backplane. ISI uses two different buses for two
scparate product lincs: the Optimum series of systems, based on the DEC LSI-11 bus (*‘Q-bus’),
and the Optimum V series, based on the VMEDbus.

CPU (cenrral processing unit): The ‘‘brain” of the system. The CPU exccutes UNIX commands.
Programmable Read-Only Memory (PROM) chips on the CPU cont2in a rudimentary monitor and
loading facility for UNIX. You use these PROMs, with a limited sct of commands, 10 bring up the
system and to execute the larger body of UNIX from disk or 1ape.

Memory: Volatile, fast-access storage for programs and data.

Disk: A magnetic storage medium for large amounts of data. UNIX refers to each disk as a separate
device, signified by two letters and a number (for example, “‘sm1°’’). The letters describe the model
and type of controller board that supports the disk: the number distnguishes one disk and/or
controller from another in the system. Each disk, in turn, holds seven or eight logical storage areas
called ‘‘parnitions,’” labeled a-g[h]. Do not confuse partitions with ‘‘cvlinders;”’ cylinders are
physical parts of the disk, while partitions arc larger arcas that include multiple cylinders.

Tape: A removeble magnetic storage medium for long-term storage or for transferring data between
systems. UNIX refers 10 each tap2 subsysiem (the tape drive and its controller) as a separate device,
signified by two letters and a number, as with disks (for example, “‘1s0™).

Terminals: A device humans use 10 communicate with UNIX. To UNIX, a terminal is simply a spacial
kind of file: UNIX writes to the file (things appear on your screen) and reads from the file (vou type
something on your keyboard). UNIX refers 10 these special files as “‘uys™™ (for example, 0],
ivC2, and so forth). You must tell UNIX what kind of terminal you are using, what setiings (baud
rale an¢ parity, for example) you have made on the terminal, and where you are plugging it into the
system.

Ethemne: and other davices: Each is a special case. The Etherne: board allows networking to other
sysiems (see Section 5.1). Other boards support terminal connections or line printers (see Section
3.4); the Optimum V WorkSiztion uses special boards for the graphics monitor.

1-2 ‘ Introduction 1-2
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Figure 1-2. Block Diagram of a Cluster Nodc Configuration

Figure 1-2 shows a block diagram of a Cluster Node configuration. A cluster configuration consists of a
server node that provides central disk storage and cluster nodes. The cluster nodes share a common sysiem
package with their associated server node.

Cluster nodes and server nodes are physically installed in the same card cage. By adding additional boards
10 an Optimum V16 or V24 System, you can create independent computer systeni-. cach with its own
memory, CPU, and peripherals, yet sharing common disk storage.

The server and cluster nodes communicate through the VMEbus. A UNIX device ‘‘driver’” supports this
communication and is named *‘VB™. When vou install a cluster node system, vou must include this driver
in the system configuration information.

ee "Section €: Setting Up Cluster Nodes" for the specific UNIX featurcs that support cluster nodes.

Cluster Nodes are similar 1o Diskless Nodes. The differance is that cluster nodes are conizined within 2
single card cage and communicate via a ‘‘shared memon” (VME-CMENM), whereas diskless nodes are

independant physical units that communicate via an Ethernet neiwork. Figure 1-3 shows a block diagram
of a2 Diskless Node configuration.

W)
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Figure 1-3. Block Diagram of a Diskless Node Configuration

The diskless node also uses a server node for disk storage. System administration tasks for cluster nodes
and diskless nodes are almost identical.

Any system that uses an ISI Ethernet board (VME-ECX) or Excelan Ethernet board (VME-EC or 1SEC)
can connect to a network. Any Optimum V (VMEbus-based) system that is on the network and has a disk
can act as a server node for diskless nodes. Several server nodes can co-exist on a network; each server
node can support one or more disklass nodes.

See "Section 7: Setting Up Diskless Nodes" for the specific UNIX features that support diskless nodes.

1.3 Introduction to Software

You should be familiar with the UNIX hierarchical file structure. A file’s full name pinpoints its location
in that structure. For example, the filename /usr/lib/aliases defines a file “‘aliases’’ in a directory “1ip,”
which in tumn is an entry in the directory “usr,”’ and “‘usr’’ siems from the “‘root’” directory (signified by

).

hier {7) shows the skeletal siructure of the UNI ,\ file system. Cluster and diskless networks rely on the
Transparent Remote File Systzm (TRFS) to share 2 sing
TRFS is an IST utility that allows access 1o ﬁlﬂs on othe

protocols.

file system among severzl nodes on the network.

le
r nodes through a user-transparsnt set of network

If you are confused by directories and filenames, sec "Read This First” for introductory documents on
UNIX.

An importznt file in the root direciory, /vmunix, contains the “‘kemel”” for the UNIX system. The kemnel
determines device configurations and other important system parameters. Secuon 4.2, "Configuring the
Kemel", provides instructions on taiioring the kernel to vour particular svstem

) Introduction 1-2
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The UNIX operating system, as shipped by ISI, consists of five major parts:

» A “‘miniroot’’ file system, used only when loading UNIX from a release tape.

» The root (**/") file system,

o The /usr file system.

« Optional graphics files.

« Stand-alone diagnostic programs, on a scparate tape.

To install or make changes to these and other system files, and to perform many of the sysiem administrator
functions such as adding new users to the system, you must have unlimited access to the entire system.
You do this by logging in to the systcm as root and giving the appropriate password. You sct the root
password as part of the first-time installation procedure. (See "Scction 2: Starting UNIX From Disk" or
"Appendix A: Starting UNIX From Tape".)

When you log in as root, you are now a superuser. This mcans that you have undeniable access to
cverything on the system. If you make an error (such as using the rm (1) command while you are in the
wrong directory) you can destroy the file system, in which casc you will have to re-instell the UNIX
softwarc from the rclease tape. While superuser, you must be careful 1o protect system files and/or files
containing work done by others. There arc three ways to protect both yourself and others:

» Follow procedures in this guide exactly.

« If you have any doubt, copy files onto tape before making changes.- Use the tar (1) or dump(8)
commands to copy files onto tape where they will be safe.

» Keep a complete log of everything you do in a notebook near the console.

W
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SECTION 2: STARTING UNIX FROM DISK

This section describes system startup and how to log in to UNIX. Your Installation Manual contains some
of this information; this section offers more detailed instructions on troubleshooting.

When you first use an Optimum or Optimum V system, you do not need to install UNIX. The disks
shipped from Integrated Solutions contain everything nccessary for UNIX to autoboot (begin operation

automatically).

If you do not have disks shipped from Integrated Solutions, or if you want to install UNIX from a release
tape for any other reason, turn to "Appendix A: Loading UNIX From Tape."

Use the procedures in this section to boot server nodes for cluster or diskless networks. See "Section 6:
Setting Up Cluster Nodes" or "Section 7: Setting Up Diskless Nodes" to boot other nodes on the network.

This scction contains the following subsections:
2.1 WhatlIs ““Bootstrapping?”’
Do You Have Everything You Need?

[
o

]
w

Booting the System

to
I

Shutting Down the System
How Does the Autoboot Work?

What to Do if the Autoboot Fails

1o

!J
[e NNV {1

2.1 What Is ““Bootstrapping?”’

‘‘Bootstrapping,”’ usually abbreviated 10 “‘booting,”’ means loading and starting the operating svstem {or
other program). UNIX does as much of the work as possible, essenually pulling itself up by its own
bootstraps. This feature, booting without the help of humans, is *‘autobooting.”

Your role in autobooting UNIX should be simple:
« Tum on power
» Give the current date and time

» Log in as superuser

2.2 Do You Have Everything You Need?

You must have a fully ins:zlled system, as described in the eppropriate Installation Manual. For cluster or
diskless natworks you must have a fully installed and configured scrver noda.

Tne boot procedurs in Section 2.3 assumes that you have a disk ready for UNTX autoboot. If the disk doss
not contain the proper files, UNTX will not autoboot. In this case, refer to Section 2.6, "What 10 Do if the
Autoboot Faiis.”

You must know the name of vour system’s boot disk: vou will nesd to use this name in commands vou
enter. Use Table 2-1 1o find the disk’s name. Enter this disk name on the configuration workshest in
Appendix C.

Starting UNIX From Disk 2-1
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Table 2-1. UNIX Disk Names
Disk Name | Device f Controller Name

Optimum V Systems and WorkStations
VDS106 5 Va-inch disks (SD-style) | sd
VED106 106 Mbyte formatied
VDS269 8-inch disks (SMD-style), | sm
VED269 269 Mbyte formatted
VDS418 9-inch disks (SMD-style), | sm
VED418 418 Mbyte formaticd
VDS494 8-inch disks (SMD-styie), | sm
VEDA4%4 494 Mbyte formatied

Optimum Systems

DS36 5 Va-inch disks, cl

ED36 36 Mbyte formatied

DS67 5 Va-inch disks, cl

ED67 67 Mbyte formatied

DS85 5 Va-inch disks, cl

ED8S5 85 Mbyte unformatted

DS140 S Va-inch disks, el

ED140 140 Mbyte unformatted

DS330 SMD-style disks, hp
ED330 330 Mbwte formatted

DS418 SMD-style disks, hp
ED418 418 Mbyte formaticd

DS474 SMD-styvie disks, hp
ED474 474 Mbyte unformatied

You should also have these materials on hand;

« The appropriate Installation Manual (for example, the Optimum V8 SystemiWorkStation Installation
Manual)

» The UNIX 4.3BSD Reference Set, seven volumes

L[]

to
8]
to

Starting UNIX From Disk



System Administrator Guide

2.3 Booting the System
If you encounter trouble during this boot procedure, refer to Section 2.6, "What to Do if the Autoboot

Fails."

SMM:1

For details of what happens in the following procedure, see Section 2.5, "How Docs the Autoboot Work?"

The following procedure, the UNIX Autoboot Procedure, describes the steps you take to autoboot UNIX.

UNIX Autoboot Procedure

ACTION

WHAT IT DOES

Step 1.

Turn ON power for the terminal (or
WorkStation monitor) connccted as
your system console.

Prepares the terminal to print boot messages.

Siep 2,

Turn ON sysiem power. Sece the
appropriate Installation Manual for
detailed power-up instructions.

Check that the DC ok indicator
lights up.

Provides power to the system and begins the
autoboot. The console should show the message

Initialize all memory ..

(Optimum V WorkStations do not display this
message.)

After a short wait (about ten scconds), this message
should appear on the console:

Integrated Solutions
VMEBUS(QBUS) 680XX prom-level boot:date

The colon (:) is a prompt from the UNIX PROMs
(see Section 1.23.

Step 3.

If you have booted UNIX
previously, and you know the root
password, g0 on to Siep 4 of this
procedure,

If this is the firs: time for booting
UNIX on this machine, you must
boot UNIX single-user and assign a
password to the root {*‘suparuser’”)
account. Enter

dev(0,0)vmunix
where dev is the 2-letter name for
vour boot disk. from Table 2-1.
rFollow the further instructions in
the column at right.

Boots UNIX in single-user mode.

The console now displays information about
available devices and file systems, beginning with

Integrated Solutions UNIX Release 4.0 #1:
(root@sysiem-name) daie

real mems= (physical memory)

avail mem= (memory available for user programs)

Using xx buffers containing ...

and ending with a single-user UNIY prompt (&5,
To set the root password, use the command

passwd root
ang follow the instructions of the command promps.
After setting the root password. enter the command
reboot

and rasume this procedurs with the next step.

(coniinucd or nex: page)

Starting UNIX From Disk
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UNIX Autoboot Procedure (continued)
ACTION WHAT IT DOES
Step 4. You have assigned, or alrecady Tells the PROMs to continue the autoboot, Entcring
know, the root password for this any other character interrupts the autoboot. After 15
system. The screen shows the scconds, the autoboot continues anyway, with this
message message:
Integrated Solutions : AUTOBOOT: dev(0,0)vmunix
NME
\ MEE;JS(I?%]SB( gf;gx?{ where dev is the name of the system’s boot disk (see
| promeievel boatdaie Table 2-1).
Enter the character ‘@ (SHIFT-2 Thc consolc. now displays 1nfor_ma.uon .aboul
. available devices and file systems, beginning with
on most terminals) and press
RETURN. Integrated Solutions UNIX Release 4.0 #n
(root@system-name) date
real mems= (physical memory)
avail mem= (memory availadle for user programs)
Using xx bulfers containing ...
and ending with
You have 60 second(s) to enter date/time:
Step 5. Enter the current date and time, in Tells UNIX what date and time it is. See date (1)
this format: for details on the entry format After one minute
- without an entry, UNIX assumes the last known date
yvmmddihmm : :
- and ume, and contnues the autobootl.
e exam;zle, to enter April 13, Afier displaying several more messages and checking
1987, at 2:30 p.m., enier - ‘ . =
file system consistency, the console shows this
8704151430 prompt:
and press RETURN. Integrated Solutions UNTX
(system-name) (terminal line) date
“login:
This is the UNIX login prompt. UNIX is now
running in multi-user mode.
Step 8. Log in as the superuser by entering Logs in 10 UNIX, giving access w0 a2 working C shell

t as your login mame. You
assigned the rooti password while in
single-vsar mode (see Sicp 3 of this
procedure).

(UNIX command processor). You can now issue

UNIX commands to the shell prompt. This is the
promp

UNIX mulduser prompt:

sysiem-nonie®

where system-rname is originally ““UNKNOWN"™,
You wxll assign the system name m a ]ater procedure.

—

Erd of proceaure

After 2 successful boot, you are ready to set up vour system for normal multiuser UNIX operation. Turn to
"Section 3: Setting Up Your Svszcm If vou are changing your hardware configuration, and need to adjust
UNIX for the new hardware, sze "Section 4: Configuring Your Svstem.”

o
>
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2.4 Shutting Down the System

CAUTION

Failure 10 shut down the system in an orderly fashion may result in Jost
data. In particular, if you simply turn off power without an orderly
shutdown you will possibly lose data.

If you are running multiuser UNIX, use the command shutdown (8) in the following procedure. If you are
running single-user UNIX (the console shows the single-user prompt (#)), skip to Step 2 of the following
procedure.

If your machine is a server for cluster or diskless network nodes, shut down the individual cluster or
diskless nodes with the procedures in "Section 6: Sctting Up Cluster Nodes" or in "Section 7: Setting Up
Diskless Nodes.” After shutting down any nodes that use this server, use the following UNIX Shutdown
Procedure for the server node.

Use the UNIX Shutdown Procedure outlined below to shut down the system.
NOTE
You must be logged in as superuser (root) at the system console before
"you can run this procedure.

UNIX Shutdown Procedure

ACTION WHAT IT DOES
Step 1. Enter this command at the sysiem Notifies users of shutdown, waits for the specified
console: time, and then kills 2l processes. When shutdown is
plete, the console shows the single-user prompt
shutdown +n Z:S)rrpl e, the consoie SIngie-user promp
where n is a time in minutes. . .
> CAUTION

If vou turn off your system at this point. ycu risk
losing data. You must finish all steps of this
procedure.
Siep 2. Enter these commands: Unmounts the file sysiems and updates the
superblock. This protects the disks from accidental

cd/
crasure when power goes off.
SYNCiSyNC <
umount -a Wait until the PROM prompt (:) appears.
reboot
Seep 3. Tumn OFF system power. See the Removes power from the system. The system is now
approprizie Inswallation Manual for oif.

specific power-down instructions.

Siep <. If the svstem will be off for soms Conserves power.
time, um OFF power 1o connected
devices, such as the svstem
consoie.

End of procedure

to
'
w
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2.5 How Does the Autoboot Work?
Suggested rcading:
| o “‘Fsck—The UNIX File System Check Program,”” UNIX 4.3BSD System Manager's Manual (SMM.:5)

» fsck (8)
« init(8)
o rc(8)
« reboot (8)

UNIX will try to autoboot under several conditions:
« Turning on systecm power (sec Section 2.3, "Booting the System™)
» Recovering from a system crash
« Receiving a reboot (8) command from the superuser
« Receiving a fastboot (8) command from the superuser

All of these, in one way or another, involve the rc (8) command file, a set of instructions that UNIX uses in
booting. As superuser, you can control the speed and caution of the boot process, ranging from a slow and
carcful boot to a fast boot that ignores possible damage to data on the disks.

Figure 2-1 shows a sample of a normal boot. This example uses an Optimum V8 System with Release 4.0
software and a VDS106 disk subsystem.

2-6 Starting UNIX From Disk 2-6
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Initialize all memory . .
(Integrated Solutions logo appears here)
Integrated Solutions

VMEBUS 68020 4.4/1 boot:Wed Apr 22 19:15:44 PDT 1987
: AUTOBOOT: sd(0,0)vmunix

Integrated Solutions UNIX Relcase 4.0 #1 (root@ UNKNOWN) Wed Apr 1 16:58:26 PST 1987

rcal  memory = 2.25M
available memory = 1.11M
using 90 buffers containing 0.23M of memory

SDO at address 0xf{ffe0/077777740 vector 0x78/0170 level 6
sd0 at SDO slave 0 78.36M (25x7x917) '
a:15884 b:33400 c:abdefg:160475 d:15884
¢:55936 {:38850 g:def:110775
TSO at address Oxff{550/077772520 vector 0x94/0224
ts0 at TSO slave 0O 1/4" QIC2 tape drive

EXO at address Oxff0000/077600000 vector 0x40/0100
ex0 at EXO0 slave 0 (08:00:14:20:02:72) BV 0.0
root on sd0z, dump on sd0b, args on sd0b, swap on sd0b

16.67MHz MC68020 CPU

CTC svstem clock

sd0: 11 remapped sectors

*=* WARNING: Should run interleaved swap with >= 2Mp ***
Automatic boot in progress...

Wed Apr 22 19:16:02 PDT 1987

You have 60 second(s) 10 enter date/time: 8704230933

Thu Apr 23 09:35:00 PDT 1987

/dev/sdQa: 261 files, 4116 used, 3305 free (73 frags, 404 blocks, 0.3% fragmentation)
/dev/sd0g: 3113 files, 30063 usad, 12524 free (132 frags, 3103 blocks, 0.3% fragmentation)
Thu Apr 23 09:36:33 PDT 1987
check quotas: done.

starting system logger.

stzring loczl daemons: bootd routed named umed sends
praserving editor files

clearing /tmp

stzndard dagmons: update cron accounung.

staring network daemons: ineld rwhod printer.

Thu Apr 23 09:36:38 PDT 1987

Integrated Solutions UNIX (UNKNOWN) (console) Thu Apr 23 09:37:03 PDT 1987

iogin:

a2

-

~1

Figure 2-1. Sample of a Normal Autoboot

Starting UNIX From Disk
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Autobooting follows the steps in Table 2-2.

Table 2-2. How the Autoboot Works

WHAT UNIX DOES - SEE...

The PROMs initialize all memory; this clears the computer memory in
preparation for loading a program (for example, UNIX) from disk or
upe., .
Thc_ PROMs load UNIX into memory and begin execution. This | reboot (8)
executes the kernel (/vmunix) and begins a consistency check of the file
systems. The console shows the known devices and their current
configurations.
In Figure 2-1, UNIX finds one disk sd0 and one tape drive ts0. sd0 has
seven partitions, lettered a-g. Note that partition ¢ actually refers to the
cntire disk, while partition g refers 1o partitions d, e, and f combined.
In practice, you ordinarily deal only with partitions a, b, and g.
UNIX prints some messages about system hardware. In Figure 2-1,
these messages

« Identify the CPU

» Show parity status

« Identify the system clock

» Warn vou to set up two swap devices (ignore this message)
UNIX executes the /etc/rc command file. rc(8)
rc begins by printing the message

Automatic boot in progress...
on the console.
rc prompts for the current date and time. After one minute with no | date (1)

entry, UNIX assumes the last known date and ume.

At this prompt, you can safely exit the rc script by entering two "C’s
(CTRL-C twice).

(continued or. next page
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Table 2-2. How the Autoboot Works (continued)

SMM:1

WHAT UNIX DOES

SEE...

rc runs the file system check procedure, /etcifsck -p. This prints
diagnostic messages on the console, then gives one of five results:

» Normal completion; rc prints the date and time and continues with
the autoboot.

 Restart; rc decides to reboot again from the beginning. This
happens when fsck fixed problems in the root (/) file system.

Automatic reboot failed... help! fsck encountered bad disk arcas,
and nceds your help in proceeding. Section 2.6, "What to Do if the
Autoboot Fails," covers this case.

« Reboot interrupted means that something caused fsck to stop
before finishing. This could happen if you scnt an interrupt signal
("C) from the console. You should restart the boot with reboot (8),
as described in Section 2.6.

» Unknown error in reboot means just what it says. You should run
fsck manually, as described in Section 2.6.

fsck (8)

rc calls thc commands swapon and mount to sct up the disks and file
systems for availability. Both of these commands rely on the file
fetclfstab for information on disk allocation. These calls should not
gonerate any messages on the console,

swapon (8)
mount (8)
fstab (5)

rc runs quotacheck (8) 10 see that the current file systems have not
overrun their allowed sizes (see Section 8.6, "Accounting”). This
generates a console message when the quota check is finished.

rc then runs quotaon(8) o turn on quotas for all file sysiems in
ietc/fstab that show quotas. quotaon should not print anything on the
console unless vou have set quotas in some file system; the ISI UNIX
release has quotas mmned off.

quotacheck (8)
quotaon (8)

i

re¢ executes the command fille feic/rc.docal. This file contains

commands that you use to customize UNIX 1o your site. The rc.local
file on your release tape and disk performs these functions:

e S2Is your system hosin arm to UNKNOWN, See Section 3.3,

"Initalizing Your Svstem,” 10 change this.

« builds 2 “'message of Lh" day’’ in /etc/imord to print for users when

3 can edit jercimoid 10 say whatever \u wani

nsures thai the frst line of Jeic-moid describes the

» 2 521 of daemons (proczssas that run in the background).

174}
i
7‘1

rc (8)
hostname (1)

daemons
svslogd (8)
routed (8C)
named (8C)
timed (§)
sendmail (8}

graphics
fontd (&)

(coriirued on rext page)
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Table 2-2. How the Autoboot Works (continued)

WHAT UNIX DOES L SEE...
rc clears the temporary file arca, /imp, after saving any /tmp files | ex(1)
dealing with editors. The editors (vi, ex, and ed) use /tmp to store
scratch copies of files being edited, and can use these scratch files 1o
reconstruct lost files if the editor or the system crashes,
rc starts up a set of standard daemons. update (8)
One of these dacmons, inetd (8), starts up additional dacmons. The file cron (8)

. .. - accton (8)
letclinetd.conf defines these additional network dacmons. )
rwhod (8)
Ipd (8)
inetd (8)

rc¢ finishes, and UNIX prints the current time. UNIX now prompts for
login. .

2.6 What to Do if the Autoboot Fails

Read this section if the procedure in Section 2.3, "Booting the System" did not reach a login prompt. For
difficuliies after the login prompt, after you have logged in as root, see "Section 3: Setting Up Your

System."

If the boot failed, find the appropriate symptom in Table 2-3.

Some difficuliies in booting a graphics workstation may be related to graphics hardware. See the
appropriate Insiallztion Manual for your workstation for instrucions on connecting a regular ASCII
terminal to the workstation for diagnostic purposes. You can then boot UNIX using the ASCII terminal.

2-10 Starting UNIX From Disk
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Table 2-3. Symptoms of Boot Failure

SYMPTOM

SOLUTION

The terminal docs not respond 1o
any typed commands. Pressing “C
(holding down thc CTRL key and
pressing ‘‘c’’) gels no response.

Check the Run and DMA lights on the front panel of your
system. If these lights are flickering, the system is in the
middle of some process. Wait for it to finish. (The file
system check can take several minutes to complete.) If it
does not finish in several minutes, press the RESET
button; this will restart the boot process.

CAUTION

Pressing RESET while the DMA light is
flickering may result in data loss.

You arc using the wrong RS232C cable for this terminal,
The console port, the “‘Port 0°’ line, and other serial ports
use ‘‘straight through' cables on non-graphic systems.
You might have a “‘twisted’’ or ‘‘null-modem’’ cable,
which would cause the terminal not to work.

Expansion ports (DZ or DH brcakouts) on Optimum (Q-
bus) systems require “‘twisted’” cables.

Check the original /nstallation Manual sent with your
system if you have any question as to what type of
connector or cable is used. See Section 3.4, "Sctiing Up
Terminals, Modems, and Printers,” for a description of
cables. Graphic systems use cables supplied with the
graphic terminal.

The terminal is not working properly. Check the baud rate
{see the Instaliation Manual for terminal baud rates). Turn
the terminal off, wait a2 few seconds, then wurn the terminal
on again. Press RETURN.

If this does not work, and you have another t2rminal, swap

erminals or swap lines 1o the other terminal. If vou are
booting a workstation, try using an ASCII termiral as
described in vour /nstallation Manual.

Finally, check the insiruction manual for the terminal.
Many terminals have keyv sequences for “‘kevboard loc Ls"
and other crippling comm.ands.

|
|
)

A physical connecton is loose somewherz. In this order,
check the rollowing:

» Connectons batveen tha terminal and the system
o Boards are correctly szated in the card cage.

o Connections on 2l} cables inside the system.

(coniinued on nex: page;
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Table 2-3. Symptoms of Boot Failure (continued)

SYMPTOM

SOLUTION

The boot stopped before reaching a
login prompt, and the console now
shows the PROM prompt (2).

Enter the character ‘@'’ (SHIFT-2 on most terminals)
and press RETURN. This may restart the autoboot.

If “@" does not work, restart the autoboot manually by
entering
dev(0,0)vmunix

where dev is the name of the boot disk (see Table 2-1).
vmunix is the file /vimunix, the default UNIX kernel. You
can use any other file name, if that file is a bootable kerncl.

If dev(0,0)vmunix returns a message like
unknown device, legal devices are:
{list of device names)

check that you are using the proper name for the boot
device.

The message
file "vmunix" not found

mecans that the disk does not contain the file necessary for
autobooting. You must boot off an alternate kernel.
You might try
dev(0,0)vmunix.C
where C would b_c Q10, V10, or V20. depending on your
system. Other possible kernel names arc
dev(0,0)vmunix.new
"‘dev(0,0)vmunix.old
dev(0,0)vmunix.orig
If vou cannot find a bootable kernel, install UNIX from a

release tape. Turn to "Appendix A: Loading UNIX From
Tape."

Nnromnr
‘ror‘

2fore reaching a
cnscle now
user  UNIX

The boot stopped
prompi, and the
single-u

~

acie
-

b..aIA

Shows

nn
iv

=)

1398

Enter reboot and press RETURN. This should restart the
autoboot. reboot (8) syncs the disk (updates the disk with
any recent changes) and brings the svsiem back to the

s A3
o oul

i

DRO\Ic for autoboot. When vou see the PPOM prompt
). follow the boot procedure in Secdon 2.3,

~

3 ~
(continued on nex: nagej

Starting UNIX From Disk

|3l

(]



System Administrator Guide

1o

SMM:1

Table 2-3. Symptoms of Boot Failure (continued)

SYMPTOM

SOLUTION

The message

WARNING: should run
interleaved swap with >= 2 Mb

appears on the console, followed
by the single-user UNIX prompt
#).

Ignore the waming message. Treat this symptom as the
symptom above, using the reboot (§) command.

If you have morc than onc disk, you should consider
setting up a swap arca on the second disk. See Section
4.3.2, "Optimizing Disk Efficiency."

A message similar 1o
parity error or power fail

appears on the console, and the
boot stops.

This usually means that a power surge or drop interrupted
the boot. Do nothing; UNIX will reboot automatically.

If UNIX docs not reboot automatically, usc
dev(0,0)vmunix

T

at the prompt, or
reboot

at the “*#”’ prompt.

The message
Reboot interrupted

appears on the console, followed
by the single-user UNIX prompt
#).

This mecans that something caused fsck(8), the automatic
file system check program, to stop before finishing. This
could happen if UNIX receives an interrupt signal ("C)
from the console. Restart the autoboot with reboot (8).

The message
Unknown error in reboot

appears on the console, followed
by the single-user UNIX prompt

deal with and
2 the next

fsck (8) encountercd something it could not
could not even identify. Run fsck manually;
symptom.

Automatic reboot failed... help!

eppea_s on the console, followed
ingiz-user UNIX prompt

fsck (8) encountered disk errors that it could not correct
automatically. Run fsck manualiy.

CAUTION

You are now on dangerous ground; you
! could dssirov dz'a on the disk. Read the
rest of this section carefully pefore doing

anyvthing else
i
| At the single-user UNIX prompt (%) enter fsck. fsck now
asks for decisions on cleaning up the disk. Tnese
decisions aiways require & yes Of no answer (2nter ¥ or n

| and press RETURN.

(coriinuss or nex: page;
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Table 2-3. Symptoms of Boot Failure (continued)

SYMPTOM

- SOLUTION

| the autoboo: procedura in Section 2.3.

fsck’s prompts are largely self-cxplanatory. fsck describes
the file system under question, and tells what it thinks is
wrong. It then asks for a decision. These decisions take
two basic forms (the actual wording varies, but you can
recognize the form):

« SALVAGE (RECONNECT, ADJUST, FIX, CLEAR)
actions—these correct errors in indexing and pointers
and such, things that you ordinarily do not sce.
Answer “‘yes’’ (y) to these questions.

» REMOVE actions—these arc the dangerous ones that
remove data from the disk. Answer ‘‘no’’ (n) to these
questions.

After running fsck, the console shows a single-user UNIX
prompt (#). Enter reboot and press return.

Follow the autoboot procedure until it comes to fsck again
(right after the date/time: prompt). fsck should then run
without errors and the boot will continue. In this case, you
can return 10 the normal autoboot procedure in Section 2.3.

If fsck prints more errors, again run fsck manually. Enter
fsck at the single-user UNIX prompt (#) and press
RETURN.

The goal is 10 temove as little data as possible from the
disk. Foliow this procedure:

1. Answer ves 10 all SALVAGE-form questions,

2. Answer yes to REMOVE-form questions at your
discretion. Be careful; you can destroy dawa with
these commands. Ii is usually safe 10 remove files
and directories for which you know you have
replacements on tape; you can fix these later by
installing from tape.

Restart the autoboot with reboot (8).

(93]

f the autoboot does not finish normally, run fsck

gzin with this same procedure.

I~
—

I Eventuzlly, fsck should aliow the boot to finish. Rewm to

-~
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SECTION 3: SETTING UP YOUR SYSTEM

‘This section tells how to set up the UNIX system for normal access and use.
You should already have completed the procedures in

« "Section 2: Starting UNIX From Disk"

or
» "Appendix A: Loading UNIX From Tape"

This means that you can now log in to the system as root, and that you have complete / and /usr file
systems mounted and ready. Check this by entering the df (1) command at the UNIX prompt (#). df
should show both file systems and any other file systems on the disk(s). The capacity column should show
all file systems partially filled (that is, greater than 0%).

This section contains the following subscctions:
3.1 What Needs Sctting Up?
3.2 Using admin (8) |
3.3 Initializing Your System
3.4 Seuing Up Terminals, Modems, and Printers
3.5 Seuing Up User Accounts
3.6 Seuing Up a Mail System
3.7 Seuing Up Uucp
3.8 Backing Up for Safery

3.1 What Needs Setting Up?
When using a sysiem shipped from Integrated Solutions, many of the following setup procedures are
unnecessary. Follow the procedures anyway; you may want to change the existing setups. For example,
you may want 1o add naw user accounts or redafine the erminal connactions.

If vou have inswizlled the UNIX svstem from a release 1ape, follow the procadures in this section 10
compiete UNIX installation.

a cluster or diskless netw o-k See” S cuon 6
Nodas" for proceduras 10 £aish setung up th

(D ..

« define natwork administration parameters (local, distribuied (TCP/IP}, or NFS (YP))

+ S¢i up communicauon lines (terminals, modems. and printers)

» serup user accounts (logins)

O
v
—
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Before continuing, turn to "Appendix C: Configuration Worksheet" and fill it out as best you can. The
procedures that follow will use this information.

When you set up your UNIX system, you will use an editor to modify files and add information. A display
editor such as vi decpends on having a terminal definition for it to operate properly.

If an editor does not give the expected display (for example, vi(1) runs in ‘‘open mode’’), sct the
environmental variable TERM to match the terminal that you are using. Enter

seteny TERM termtype

where termtype is the termceap (5) name for the terminal. If you arc using sh (1) rather than csh (1), use
TERM-=termtype; export TERM

1o sct the TERM variable in the Bourne shell. See Section 3.4.1, "Defining Terminal Lines."

3.2 Using admin (8)

The admin (8) program provides automatic tools for many system administration tasks. You should use
admin when possible, due to the complexity of many administration details. If you want to understand the
UNIX system better, the procedures in this Guide supply information on the workings of admin so that you
can see what is happening when admin executes.

The admin (8) program can help with these tasks:
« Initializing your system, setting up administrative conditions
« Adding or removing user accounts
» Setting up a network
o Setting up uwucp
« Installing or maintaining a prinier
« Installing cluster nodes
« Installing diskless nodes
CAUTION

Execute admin(8) while in single-user UNIX mode, with /usr
mounte¢. Some admin functons can cause problems while in
muliuser UNIX mode. For z cluster or diskless network, use admin
oniv on the server nods.

The foliowing procedure tells vou how 1o invoke the admin (§) administraiion program.

[
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Procedure to Use admin (8)

ACTION

WHAT IT DOES

CStep 1. Boot UNIX to single-user mode.

Brings the system to a safe condition for admin
operations. See Section 8.3, "When Do You Boot
Single-User?" 1o move between UNIX modes.

Booting to single-user mode is a precaution, 10
safeguard against interference from other users

during admin functions.

Step 2. Enter the command
mount

and check that the /usr file system
is mounted.

Checks that the /usr file system is mounted. If /usr is
not present, you must mount it with the mount (8)
command:

-mount /dev/devpart /usr

where devpart is the disk partition holding /usr. Do
not forget the /dev/ before devpar:.

For example, to mount the /usr file system on the g
partition of the second 269-Mbyte disk (VED269) of
an Optimum V24 systcm, enter

mount /dev/smlg /usr

Step 3. Enter the command
fetc/admin <-k>

The -h option runs admin in
“‘hardcopy’ mode. admin will
avoid reprinting menus, printing
only the appropriate prompt when a
selection is nccessary., Use this
option if the console is a hardcopy
or telenype device.

Invokes the admin (8) program.

The first time that you run admin you will" run
through an initalization procedure (see Section 3.3.4,
"Initializing With admin(8)"). You must complete
this initialization sequence before using admin.

Before admin offers its menu of administration
procedures, it checxs  some  administrative
parameters. admin checks for these valid data:

« hostname in /erc/re.local

o password administration mode (local, TCP/IP, or
Yellow Pages)

« various network-related files are present

ee Secton 3.3, "Initializing Your System”, for
further information on these parameters.

Erd of procecure

)
'
(V3]
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The admin administration program prints this menu:

ADMIN TOP LEVEL MENU

(A) Display/modify admin parameters

(B) User account maintenance
© Diskless/cluster installation and deletion
) Help

(Q or X)Exit from admin

Plcase enter letter for desired function:

Enter your choice by letter, with no carriage rewrn. The subsequent menus and prompts ask you for
specific information; in most cases, the prompts arc sclf-explanatory.

3.3 Initializing Your System

The admin (8) program scts up many operating parameters for you the first time that you run it. Before
running admin, have ready this information, as described in the following paragraphs:

» a hosmame (system name)
« aninternet neiwork address
« a password administration mode (local, TCP/IP, or YP)
3.1 Choosing a Hostname

The original IST UNIX release software does not define the svstem name.

The term ‘‘hostname’” refers 10 ihe name of the system, as set by admin (8). The term “‘node’” refers to
any system, workstation, cluster node, or diskless node on a network.

Choo“-’ a hostname for vour system (node). The hostname must be unique within vour intended loc al

network., Use 2 hostname that is fess than twelve (izracters long. Do not use spaces within hostnames:
i..s.-a,;, use underscoras to separate words. as in v24_name.

0 admin prompts. You might al

You will provide this ho s0
n me! for the system (see "Section 4 Commur ng

s
example, if vou configure 2

i
o
Y
(U —

use this hostmame elsewhere: for
Your Systam”).

et )

1
7_

2.3.2 Choosing a Netwo sdress

Choose an intemner address for vour svstem (node). If you will connact your node 10 more than one
network (thisis & 2

‘s

'2y’" node), you must choose a differsnt internet address for each network.

oy
[
pes
W
-
b2

The 23ls /e:c ‘fiosis defines internet addresses and hosmames: look in this file for examples of internet

where 2ach n is 2 decimal number 1-233.
The ﬁ..S of the four numbers in an internat adcress is the "network number”. If vou have ¢ local cluster

I A

4
network, for example, this number must be the same for all cluster nodas within a single card cage. A-
ate a) node, ccn Wung to more than one network, must use 2 different network number for each

32 Setting Up Your System >
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network.

As an example, if you arc sctting up a cluster network of three machines, you might choose the following
internet addresses:

1.0.0.1
1.0.0.2
1.0.0.3

If you want to connect the server node of this cluster network to a diskless network (a local Ethernet
network), you would give a dilferent network number to the diskless network:

2.0.0.1
2.0.0.2
2.0.0.3

This will work for installations where there is no connection to a public network such as ARPANET or
USENET. If your nodes will be hosis on a public nctwork, you must register with the public network
administrator 10 make certain that you do not choose a conflicting internet address. Contact the
administrator for your ARPANET or USENET ncws feed node.

Entcr the hostname and internet address in "Appendix C: Configuration Workshect" under ‘‘System
nzme.”’ If you are sctting up the server node of a cluster or diskless network, also write the hostname and
internet address in the *‘“Networks®’ section of the Configuration Worksheet. You will be configuring only
the server node at this time; to configure the cluster nodes, use the procedures in “Section 6: Seuing Up
Cluster Nodes."

3.3.3 Choosing a Password Administration Mode
Decide on the password administration mode for your node, {from among these three choices:

1. Local: this is an isolated node that does not depend upon any other network host for administrative
controi or maintenance. Changes 10 /eic/passwd have only local effects.

=

TCP/IP: this node may come under administrative control from another node on the nziwork.
admin will &y 10 keep user identifications unique among an identified set of nodes. Modifying files
on this node may affect other nodes on the network.

(O3]

YP: this node is part of an NFS (Network File System) Yellow Pages network. Adminismative
changes may affect all nodes sharing the same YP server.

1

If you are installing the node in an existing network environment, the choice should be predetermined by
the other nodes on the natwork. If vou are instaliing in a iresh environment, give some thought 10 your
ong-range network conflguration plans.

—

In the case of TCP/IP or YP adminiszaton, vou must have ready this informztion:

e 2 list of the other nodes (nostnames and internet addresses) participadng in this common
adminisiration.

» the name and zddress of the central password administrziion node on this network.

Setting Up Your System 3-5
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3.3.4 Initializing With admin (8)

You are now rcady to use admin(8) to initialize your system. Sce Section 3.2, "Using admin (8)," and
execute the admin program.

admin now prompts you for information. You will only have to enter this information once, the first time
you run admin. You can change this information later, using the “‘Display/Modify admin parameters’’
menu choice in admin.

System initialization follows the steps in Table 3-1. admin does not actually change system files until you
have completed the entire procedure; if you quit admin before performing all steps, the system will return
10 its previous state. When Table 3-1 refers to affected files, remember that admin does not actually write
the modifications until the procedure is complete. ‘

Table 3-1. admin System Initialization
What admin (8) Docs Affecied Files
Prints the message —

First-time admin initialization
This initialization occurs the first time you run admin. You must

complete this initialization sequence before using other admin
procedures.

If admin prints the message

--- Can’t locate filename ---
! this means that the admin temporary file arca
| fusrilibladminllocal-data

where admin does record-keeping, is corrupt. The best thing is to
remove the temporary file area and start from scratch with admin. Use
¢ command .

rm -r /usr/lib/admin/local-data
Cnecks that you are in sifgle-user mode. You cannot perform syster —
initalization in multiuser mode.
Prompts vou for a hostname. See Section 3.3.1, "Choosing a | /éic/hosis
Hesiname™. ‘ fetciredocal
lusrispooliuucp’*

—

Thnis must be 2 uvnicue hostnzme on vour local network. Enter a
i guestion mark (?) for nelD

! Prompis you for nemwork conrollers and interner addresses. See - jetclhosis
- Secton 2.3.2, "Choosing 2 Nerwork Address”. i retcirclocal
: If vou have no natwork connection 15, vou do not have to answer these

prompis. You must enter this information for each network controller

» Controller name (for example, ‘‘nw(0’’ or “*ttyh3"")

o Internet address (for example, ©°1.0.0.17)

» Destnauon intemet address, if the controller is 2 serial line

fter collecting this information, admin verifies it before contnuing.

(corzinued on nex: page) |

Yy,
1
(o))
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Table 3-1. admin System Initialization (continued)
What admin (8) Does Affected Files

Prompts for the password administration mode. See Section 3.3.3, | —
"Choosing a Password Administration Mode".

Choose onc of the following:
« Local
« TCP/TP

» Yellow Pages (you must have NFS)
Having collected the necessary information, admin performs these | /etc/hosts

initialization tasks: fetcirc.local
tusrispoolluucp

o Puts the hostname in /etc/rc.docal (hostname (1))
« Puts network controller configurations in /etc/re.local (ifconfig (8))
« Adds nctwork information to /etc/hosts (hosts (5))
« Scts up uucp directories and files
— Crealtes /usri/spoolluucp
— Creates configuration files in /usr/spooliuucp
e — Creates accounting files in /usr/spool

— Changes ownership (uucp) and group ownership (daemon) of
fusrispooliuucp '

3.4 Setting Up Terminals, Modems, and Printers

The procedures in Sections 3.4.1, 3.4.2, and 3.4.3 tell how 1o set up terminal lines and how 1o specify the
s. This inciudes connecting print device, like line printers or lette

type of davice connectad 10 these line
n .6 for information on making new devices.

guality printers. Rafer 10 Sectio
Table 3-2 shows the type of cable needed 1o connect between peripherals and ports. See the appropnate
Installauon Manual for more details.

0 & standard RS232C interface cabie (also called a ‘‘straight-through™ cable).

o RS232C interface cablz with pins 2 and 3, and § and 20 swepped (also calied &

j ,'? Other ,i Seriz! Ports .{
| Peripheral | Conscle Port i SerizlPors | on an Optional
| Device | crPort0 | (Opimum V) | Q-Bus Br"a}.ou’BO\
! Terminals | Standard ' Stendard I Twiste !
' Modems | Twisted i Twisted { Standard - i

Setting Up Your Syster
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« tset (1)
e ttys (5)

Define the system’s terminal lines in the file /etc/ttys. Use Table 3-3 to find the hardware connections; the
right side of the table shows how to name the terminal lines.

Table 3-3. Terminal Line Names for /etc/trys

Number
System " Controller of Lines Name

Optimum dh (ISDH) 16 ttyhX

(X is hex, 0-)

ttyviX for second DH

dz (ISDZ) 8 ty XX

(XX is decimal, 00-07)

Optimum V cp (VME-ICP8/X) 8 ttyhX

SystcmT (X is hex, 0-7, or 0-)

Do not use lines ttyh[8-f]; use

ttyiX for second VME-ICP8/X

ttyjX for third, ctc.

cp (VME-ICP16/X) 16 ttyhX

(X 1s hex, 0-)

Optimum V| ttyw 16 ttywX

WorkStation (X is hex, 0-f)

All std Console port:

console

(modems are controlled Dial-in lines (modems):
same as :erminals) ttydX

(X is hex, 0-f)

pty Pseudo-terminals (ptys):
ttypX, ptypX or

tygX, ptyaX

(X 1s hex, 0-f)

O an Opimum V242 serdal pon panel, ttyh0 acteally connects 10 the por: lzbeled **Por 1,” 2nd so on.

')
1
[>4]
&
4]
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Use the following procedure, the Procedure to Define Terminal Lines, to define the terminal lines.

Procedure to Define Terminal Lines

ACTION WHAT IT DOES
Siep 1. Edit the file /etc/itys. Defines terminal lines with this format:

tty getty type status comments
where
iy is the name for the line, from Table 3-3.

getty is the command to execute for the line,
usually a call to getty (8). This ficld is usually in
quotes, as it contains more than one word. When
calling getty, specify the baud rate for the line.

rype is the type of terminal usually connected to
the line, as defined in /etc/termeap (termcap (5)).
Some common types arc

» unknown when you do not know the terminal
type
vt100 for the DEC VT100 and emulators

« wyse30 for the Wyse 50

100 for the Freedom 100

» dialup for modems (ttydX)

network for pseudo-terminals (ttypX)

L

iswindow for the Optimum V WorkStation
monitor

siarus is one or more of the following:
» on to enable this ling
« off to disablc this line (the default)
« secure to allow root logins on this ling
«» desktop for an Optimum V WorkSiation

« window="command" 10 have init(8) exscute
the named command beiore siaring getty.
commen:s is 2 COMmMent sing that dascribes this
line.

Look in the file /ewc/urys for examples, ané see
trvs (3).

(continued on next page;

)
L
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Procedure to Define Terminal Lines (continued)
ACTION WHAT IT DOES
Step 2. Add lines or edit existing lines to Tailor the /etc/trys file to your site. /etc/ttys should
reflect your site’s terminal lines. alrcady contain line definitions; often all you need to
do is choose the line you want to enable, and remove
; the initial *‘#"’ character that comments the line.
Step 3. If you change /etc/ttys and want 10 Sends a hangup signal to init (§8), making init notice
implement the change immediately the change in /etc/ttys.
(for example, after cnabling or Kill -1 1
disabling a terminal line), cnter the
command also works.
# kill -HUP 1
Step 5. cd to /dev and check that each Gives UNIX a way of communicating with the
terminal line cnabled in /etc/irys tecrminal on that line,
has SSOCi it i . . .
/lda;v an associated special file in For example, if /etc/itys contains the line
ttyi5 "/etc/getty std.9600" vt100 on
/dev must contain the file
Idevityis
Files named /dev/uiyXX are special files; when UNIX
wriles 1o these files, it is actually writing o terminal
screens.
If /dev does not conuain the necessary tty files, see
Section 4.6, "Making New Devices in /dev.”
Step 6. Tumm 10 "Appendix C: Config- Updates the reference sheet.
uration Worksheet” and note any
changes.
End of procedure
2-10 Setting Up Your System 3-10
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3.4.2 Setting Up a Modem

Set up a modem just as a terminal. Note that in Table 3-3 dial-in lines have the name
ttydX

where X is a hexadecimal digit signifying the port used on the scrial controller.

Use these steps to set up a modem port:

1. Change the name of the /dev special file for that port. For cxﬁmp]c, for the ninth port (numbcred
from 0) of a VME-ICP16/X, change /devittyh8 to /deviitydS.

2. Add the modem port to the file /etc/ttys with a line
ttydX "/etc/getty std.baud" dialup on
where X is the port number and baud is the baud rate.
For exampile, for a 1200-baud modem on the twelfth port of a VME-ICP16/X, put
ttyda "/etc/getty std.1200" dialup on
in /etc/trys. Change /deviuyha (o /devittyda.

Use a "twisted" RS232C cable (‘‘straight’” on a Q-bus Optimum system breakout box) to connect the
modcm 1o the host port. Connect the modem to a phone line as instructed in the modem’s installation
manual.

When using a terminal and dialing in over the modzm line, check that the terminal and modem baud rate at
your end matches the baud rate at the host’s end.

3.4.3 Setting Up a Printer

You can connect a parallel printer or a serial printer to your svstem. The following Procedure 10 Connect a
Printer describes the necessary steps. If vou are connecting a parallel printer, skip Siep 1.

Paralle] printers connect 1o ISI svstems in two different ways:
+ On an Opimum system, you connect the parallel printer to the FRINTER port.

o On an Optimum V System or WorkStation, vou connect 2 parzllel printer to the special port on the
VME-ICP16/X (VME-ICP8/X) conuroller.

rinter does not have an entrv in /esc/nvs, you must configure the parallel prmtcr driver
’ temm”). See Ip {4 for 2 description of the parzallel

™

erizl printers connect 1o the system as serial devices, much like terminals, on an Opzmum or Crdmum V

C).
W

ine printer software system includes these files and com

The i
usriuchiipg spooling queus examination program
/-':r/w {Iprm  program 10 delete jobs from aqueus
fusriuch/ipr program 10 enter 2 job in a printer quaus
ieiciprintcap printer configuration 2 d capzability daiz base
fusriliv!ipd line printer daemon, scans spooling queusas
reicipe ing¢ printer conwol progran

rexcitosisipd  list of hosts allowed 10 use the printers

-11
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Procedure to Connect a Prinfer

ACTION

WHAT IT DOES

Step 1.

Skip this first step if you are
connecting a parallel printer.

Define the serial line as for a
terminal (sec Section 3.4.1) with
these exceptions in the file /etc/ttys:

» Disable the printer line by
specifying “‘off”’ in the status
ficld.

» Define the printer as a VT100
terminal type.

Scts up the printer with the necessary definitions for
UNIX to reach the printer. The printer is essentially
a disabled terminal; the ‘‘disabled’ status simply
means that getty (8) will not expect the printer to act
like a terminal. :

For example, to describe a 9600-baud printer on the
second port of a VME-ICP16/X controller, use

ttyhl “/etc/getty std.9600" vt100 off

The “‘vt100"" definition is a dummy; this is because
letciuys relies on termeap (5) for its definitions. You
define printers with printcap (5), as described in the
next siep.

Step 2.

Define the printer in the file
letciprintcap. The default
definition, Ip, alrcady in
letciprintcap, will work for some
printers.  See printcap (5) to define
other printers,.

Defines printer specifications so that UNIX can
format output. The /etc/printcap entry defines the
baud rate and other characteristics of the printer, and
assigns a name to the printer. Use this name 1o
specify  which /etc/printcap entry applics to the
printer; Ip is the default.

Sec also the ‘“‘Linc Printer Spooler Manual”
(SMM:6) in the UNIX Svstem: Manager's Manual.

Step 3.

Check that the /etc/rc command file
contains 2 command to start the
printer gueue daemon lpd. The
line in /e:c/rc should look like

/usr/lib/lpd &

Checks that /etc/rc initializes the printer daemon
when the sysiem boots. This dacmon should be
running at all umes.

(End of procecure)
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3.5 Setting Up User Accounts

Use the admin (8) program to add or change user information automatically. When you invoke admin (8)
have this information rcady:

» Account name (user’s login name). The login name should be at least six characters long, for security,
but you can use shorter names.

« Group number (the group to which the user belongs). Look in /etc/group for existing groups or to form
anew one.

« User’s real name.
« User’s home directory on this node (a fully-specified pathname).
« User’s preferred UNIX shell (usually /bin/csh).

» Uscr’s home node, where s/he receives mail (for local networks). This will not be necessary if this
nodc is under *‘local’’ admin (8) password administration.

admin follows the steps in Table 3-4 when adding a user account. If you terminate the admin session
before completing the procedure, the /etc/passwd file will remain untouched.

You might want 1o consider security and accounting nceds on your system before you sct up groups and
users. If you need to restrict access to certain files by group or if you need to track system usage by group
or department, you should scparate users into different groups. Remember that members of the same group
have access to all files created by that group, provided the group ‘‘read’” permission is enabled (sce
chmod (1)).

)
'

—
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Table 3-4, admin Adding User Accoums

What admin (8) Does

Affecied Files

Displays the top-level menu.
Choose item B, ‘‘User account maintenance.”’

Displays the user administration menu.
Choose itcm A, ‘‘Add a user account.”

Prompts you for information about the user.
Enter this information: -

» login account name
» group number

« rcal name

home directory on this node
« preferred shell

« home node, where mail should go (for “TCP/IP’’ and *‘YP”
password administration)

Gives the new user a login account. The syntax of & new /etc/passwd | letc/passwd
entry is this:
name.password:number :group:description:home:shell
where
name is the login account name.
password is the user’s encrypted password. admin provides an
initial value for this password; you should give this wemporary
password 10 the user and encourage him/her to run passwd (1) after ;
logging in.
ruxber is a unigue account number for this login. admin chooses
the naxt avzilable unigee nember on this node. Under “TCP/IP” or
“YP'' password adminisrauon, admin chooses @ unique number |
with respect to all nodes under common administration.
group is 2 group number, See group (3).
i 1
l . . o
. descripiior is a briel descripton of the user, for use by finger (1). In | i
i thiscase, this field is simply the user’s real name. i
. home is the user’s home directon ! 3
© shellis the shell used by UNIX when the vser logs in. Most £.3BSD
| usersprelor /binicsk ;'
i :
i Here is & sample /eicipasswd enmy: i
i‘ i :
i suzanne::23:10:Suzanne Koenig:/w/suzanne:/bin/csh ? '
t Creates the user's home direciory, as supplied to prompts above. : user’'s home
% admin also ch g own"smp of the directory to the user’'s account | directory
! - . [ . !
I 2nd installs defanl: 3 ns of .iegin, Jogou:, and .cxive files. | dogin i
| [ -
i . “logou:
i U oTheskre

¢ Up Your System
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admin (8) provides the new user with default 7.login, 7.logout, and 7.cshrc files. 1f you wish‘, you can
build ncw ones for your site and install them manually after running admin.

After installing .login, .logout, and .cshrc files, use chown (8) 1o give ownership to the user. This sets up
the environment for a new user at login, reducing the shock for a new user who is unfamiliar to UNIX,

The .Jogin file should contain commands to set up the terminal (for example, setenv TERM vt100), while
the .cshre file should hold C-shell commands (for example, alias commands (csh (1)).

Table 3-5 shows sample .login and .cshre files for new users. admin (8) provides different versions of
these files as the default.

The .login file executes once when the user logs in. The .cshre file exccutes every time a C-shell is
invoked. For example, if you exccute a -“‘shell’”” command in vi and want to have your familiar prompt
rather than the default **%”* C-shell prompt, you should place the set prompt command in .cshre.

Table 3-5. Sample .login and .cshrc Files

File Comments
# Sample .Jogin Comment (sce csh (1) for the following commands)
sct prompt="\l# " Numbers cach esh prompt for history commands
set history=20 : history will remember 20 commands
set path=(Spath “/bin) Adds 7bin 10 the command scarch path
set mail=60 Checks for new mail cvery minute (default 10 minutes)
et notify Lets you know immediately when jobs finish
et noclobber Helps protect files from accidental erasure
sctignoreeof Prevents accidental logout from stray signals
# Set terminal 1o vi100 Comment (replace vtJ00 with the terminal name)
set noglob Local disable of variable expansion, for next line
etterm=("tset -S -k 7v1100°) | Prompis user for termtype at each login, default vtJ00
i setenv TERM Sterm([1) Sets the environmental variable TERM
setenv TERMCAP Sterm[2] Sets the environmental variable TERMCAP
unset term noglob
= Execute at login Comment (these commands run ai login, befere first prompt)
echo Throws a blank linea (RETURN)
uptime Prints current time and system load
echo
; msgs -Ip Prints any system messages (mailed to msgs (1)) i
I echo i
. = Szmpie .cshre Comment (see ¢sh {1 for alias command) :
" zliag s "Is -F ! Friendlier Is (1) command
caliastm ‘rm - i Prevenis accideniz! ramoval of files i
i aliasmv 'mv -] : Szms :
 alias cp “ep -f’ i Same
alias pd pushd | Easiertotypz i
| &lias ppd pord i |
i elias m more 1 ;
| 2lias j jobs ‘
l? alias ¢ clear f |
i alias h histony | !

)
'

—

h
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3.6 Setting Up a Mail System

Electronic mail allows users to communicate with each other on a single node or across linked nodes. This
scction describes how to use the UNIX mail (binmail (1)) and Mail (mail (1)) commands. See Section 3.7,
"Setting Up Uucp,” for a description of nciworked mail systems (mailing between nodes).

The program /bin/mail (binmail (1)) invokes a simple mail facility, a holdover from Version 7 UNIX.
/bin/mail is indeed simple, and it runs quickly, but it has little power and the interface is terse at best. For
most purposes, use /usr/uch/Mail, which is linked to fusr/ucb/mail (mail (1)).

The environmental variable PATH determines which mail program exccutes when you enter the word mail
to a csh prompt. If the path has /usr/ucb before /bin, as Lhe default path does, UNIX uscs /usriucb/Mail.
To override this, use the alias command

alias mail /bin/mail
or simply specify /bin/mail when you want that program. Entering Mail will always invoke /usr/ucb/Mail.

The default UNIX autoboot starts the mail facilitics automatically. The default /etc/re file re (8) starts the
comsat (8C) dacmon (with the inetd (8) dacmon), and /etc/rc.local starts the sendmail (8) dacmon.

Unless sorhcthing breaks, administering the mail system simply means ensuring that uscrs know how to use

.it. One way that you can help is to give new users a 7.mailrc file, along with the .login and .cshre files.
admin (8) does not provide a default .mailrc file as it does the others. Table 3-6 shows a sample .mailrc
file.

Table 3-6. Sample .mailrc File

! File : Comments
# Sample .mailrc Comment (see mail for these commands)
ignore message-id Clears extraneous trash from mail headers

ignore received
ignore sender
ignore starus

ignors date i

set ask Prompts for a Subject: line when vou send mail
set autoprint Speeds up reading mail
set quiet Keeps screen uncluttered

2t EDITOR /fusrfuch/ex | Chooses an editor for the edit command in mail

L Di i

| set VISUAL just/vin/Ai Chooszs an editor for the visual command in mail

svsiem aliases (5) file, jusrlib mail-alicses. This file aliows us

cie &oup. ror exm:h n"meermﬂ may be an alizs thai inciud

nizin aliases: engineering may have the jusr/libimaziliciics

JRecse

: r of vour wasksi
10 mail 1o a Iist of other
.

4
weniv people. Alisses

7
t3)
L3
o
[
joi )

’

o
o ]
..1

of.

engineering: softeng hardeng techsupport
where softeng. hardeng. and techsupport are previousiv-defined zliases. aliases(3) explains the zalias
svstem.
ror further information on the mechanics of mail see the “‘Mail Reference Manual’’ and “*Sendmail
Inswiilation and Operaton Guide' (SNM:7j in the UNTX System Marazger's Marual.
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3.7 Setting Up Uucp

Uucp (UNIX-10-UNIX copy) transfers files between nodes over a phone line. Use this to copy data
between nodes or to connect the node 10 a distributed mail network.
For networking connections involving an Ethernet board, see "Section 5: Setting Up Your Network.”

To connect two UNIX nodes with a uucp link, one sitc must have an automatic call unit and the other must
have a dial-up linc with an auto-answer modem. It is best if both sites have both.

Uucp is complicated. The description in this section outlines only the bare bones of installing and
operating uucp. See ““Uucp Implementation Description” (SMM:9) in the UNIX System Manager's
Manual for more information.

Uucp software resides in threc major directories: /usr/bin (user commands), /usr/libluucp (system
commands), and /usr/spool/uucp (spooling arca). These commands are in /usr/bin:

lusribinluucp file-copy command
lusribin/uwx rcmote exccution command
lusribin/uusend binary file transfer using mail

lusrlbinfuuencode  binary file encoder (for uusend (1C))
lusribin/uudecode  binary file decoder (for uusend (1C))

fusribinfuulog scans session log files

lusrlbin/uusnap gives a snapshot (summary) of uucp activity
lusrlbinluupoll polls remote system until an answer is received
lusribin/uurame prints a list of known uucp hosts

lusribin/uug gives information about the queue

These are the important files and commands in /usr/lib/uucp:

lusrilib/uucpiL-devices list of dialers and hard-wired lines
fusrilibluucpiL-diaicodes  dialcode abbreviations

‘usriiib/uucp/L.ciliases hostname aliases

fusrilib uucpiL.omds commands remote sites may execute

fusriiip/uucpiL.svs systems 10 communicate with, how to connect, and when
fusrilib/uucp/ SEQF ssquance numbering conurol file
fusr/libluucp/USERFILE ~ remote site pathname access specifications
lusr/lib/uucpluucico uucp protocol daemon

fusrilid uucpiuuciean cleans up garbage nles in spool area

FUSTALD wnspiuxs: LLCp remote execution server

Tha ennnt - < —~Aer e " P Aiean <
in2 spoll lI‘: 2r2z conizins these in Jaleleicish t files and diracionies:

‘usr spool uusp C direciory
ST spoci-uucp'D direciory
usrispool wucp’X. c:re::c-'v
‘usr:spool: uucp’D.machine directory
fusrispeol uucp/D.machineX  directony
fusrispooluucp TAL. directory
fusr'sposl uucp/LOGFILE log file of uucp activity
‘usr'spooiiuucp SYSLOG log file of uucp file wansfers
Use the following procedure. the P. cedure o Set Up Uucp. 1o sot up uucp daia bases and adminisier the

uucp software., This pr cedure is very terse; again, refer to ‘“Uucp Implementation Description’ (SMM:G)
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in the UNIX System Manager's Manual for more information.

Procedure to Set Up Uucp

ACTION

WHAT IT DOES

Step 1. Check that these files exist:

lusrispoolluucp/D.node-name
lusrispool/uucp/D.node-nameX

where  ‘‘node-name’’  is  the
hostname of your node, as it will be
used in mail addresses.

Checks for spooling directories. admin (8) scts up

these two directories, with the proper name for your

node, during admin initialization. See Section 3.3,
"Initializing Your System."

If you have an autodialer on the
node, cdit these files:

Step 2.

{usrilibluucplL-devices
lusrilibluucplL-dialcodes
lusrllibluucplL.sys

““Uucp Implecmentation Descrip-
tion” gives the formats for these
files.

Allows dialing in 1o other nodes. L-devices lists
modem lines, L-dialcodes gives abbreviations for
phone numbers, and L.sys describes the nodes you
can dial into, complete with logins and passwords.

An additonal file, L.cmds, defines the commands that
may be executed by a remote host.

Use the commands

uucp (1C)
uusend (1C)
uux (1C)

to send and receive informaton
through uucp connections.

Step 3.

Activates the phonc lines and transfers files as
ordercd. Some sites specify certain times when they
are available, and you cannot dial in outside those
times.

Step 4. Send mail through uucp connec-
tons with the mail (1) command.

Stores outgoing mail, then dials in 1o other nodes and
delivers that mail. Also picks up incoming mail.

22 mailaddr (7) for the format of Make an entry in Jusrilib/croniab (sze cron(8)) 10
mail addresses through uucp autodial to the mail addresses at given times.
connections.

Step 5 Check vucp with the uulog (see Gives information on uucp use, indexed by nodes or
uucp (1C)) command. by users,

Step 6 AS Svstem Administrzator, Ciears old files cut of the /usr/spooi‘uucp dirzctories.
occasionzlly run the uuclean(§) These can get out of hand quickly if noi cleanad

command.

occ_sw“all_ .

try
i

ta,

ol procecure

3.8 Backing Up for Safety
2dures in this secuon,
the system in case of disastar.

" as describad

)
'
e
o0
[%2]
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-
=
o
j]
]

save z copy

: Configuration Workshest"

T- “"our Sysiem

- of the UNIX system on magnetic tzp:. Then you

in Section &.7, "Backing Up Your System.’

ges 10 the system configuradon.

with any han
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SECTION 4: CONFIGURING YOUR SYSTEM

This scction tells how to adjust the UNIX system for different devices. This includes adding peripheral
devices and changing the UNIX kernel.

If you are using a complete system shipped from Integrated Solutions, the system was completely
configured at the factory. Use this section only if you want Lo change that shipped configuration.

If vou started the UNIX system from a release tape, follow these procedures to configure the system.
This scction contains the following subscctions:

4.1 When to Change Your Configuration

4.2 Configuring the Kernel

4.3 Configuring Disks

4.4 Sclecting Tape Device Files

4.5 Changing Your Hardware Configuration

4.6 Making New Devices in /dev

4.1 When to Change Your Configuration
Reconfigure the system under these conditions:
» Loading a fresh version of UNIX from 1ape
» Adding user-written device drivers
« Optimizing the kamel for
o Changing hardware (adding or removing davices)
All of these follow a general procedure:

1. \Iaﬁ\.:A-“g 5 10 hardwzre or device software

10

Change the kerna! while saving the old kemal

2 n 3 - qosg el Py e 1w 3 - - H <
3. Reboot with the new kernel and check modified function:
<. Inswizll the new kemel
Neep z log of chznges 1o the svstem in "Appendix C: Configuraton Worksheet”

4.2 Configuring the Kernel

The “kernel™ is the core of the UNIX operating system. Without accurate information in the kemnel,
UNIX kas no way 10 communicate with you or with peripheral devices.

The kemel uvsually resides in the file /vmuniz. When the system boots, this file is the starting point for
UNIX's operaton.

The £33SD UNIX reizase tape 1.w udes a generic kernel with definitions for &ll boowble )
the system boots from this kemel, the zutoboot software determines which devices exist and acdvaiz the

2 i
associaed software driverss.
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4.2.1 Adding Your Own Device Drivers
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You can write your own drivers for devices other than those in the release kernel. This requires
proficiency in. the C language and experience with UNIX device drivers. Read Building Berkeley UNIX
Kernels with Conftg (SMM:2) and intro (4) for advice.

The following Procedure 10 Add Drivers 10 the Kerncl shows the gencral procedure for adding new drivers
to the kernel.

SmovmT — @

"Procedure to Add Drivers to the Kernel

ACTION WHAT IT DOES
Step 1. Edit the files Provides informat.on for the device. Scc the
Isysiconfifiles comments in the ites, and rcad Building Berkeley
- . " Kernels with Co SMM:2).
Isysiconfidevices.is68k UNIX Kernels with Config ( )
Step 2. Edit the file Dcfines routines for access to the device. Sce the
. i le itself.
Isyslis6Skiconf.c comments in the file itsc
(or, for source licensees:)
Isysiconf machinelconf.c
10 add appropriate entries to the
bdevsw and cdevsw tables.
Step 3. Put the device driver, with a name This is where config (8) expects to find device
of the form ‘‘dev.c’, in the drivers.
directory /xvs/is68kdev.
Step 4. Edit the file Defines the device driver for the kermel, so that
INIX se the device.
Isysiconf/SY'S_DIST UNIX can v v
where “SYS®’ is one of Look at the entries in the file, and read Building
o 'V Berkeley UNIX Kernels with Config (SMM:2).
o V20 for the VME-68K20
« V10 for the VME-68K10
» Q10 for the IS-68K (Q-bus)
to add the device driver.
Siep 3 Make a new kernel, as described in Implements the new device driver; you can now test
Secton <.2.3. the device and driver.
Siep 6. Tumm w0 "Appendix C: Confg- Updates the reference sheet
vraton “Worksheei” and note any
chanzes vou made.

Lo
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4.2.2 Optimizing Your Kernel for Efficiency

SMM:1

Usc this procedure to streamline the kernel for greater efficiency.

A generic release kernel comes with definitions for many devices. Eliminating unused devices decreases

the size of the kernel and allows UNIX to run faster.

Use the following Procedure to Optimize the Kernel 1o reconfigure the kernel for best performance.

Procedure to Optimize the Kernel

ACTION

WHAT IT DOES

Step 1. Edit the file
IsyslconfiSYS_DIST
where “‘SYS*’ is onc of
« V20 for the VME-68K20
« V10 for the VME-68K10
« (10 for the 1S-68K (Q-bus)

Locates the kernel definitions for what devices are in
the system, The generic distribution kernel from
Integrated Solutions dcfines all of the available
devices.

Step 2, Comment out any lines that do not
apply to your configuration. A
hash (#) at the beginning of a line
comments out the line.

Eliminates unnceded device definitions from the
kemnel. You should trim the definitions down to only
those used on your system.

Table 4-1 shows controller names and descriptions
for Optimum Systems. Table 4-2 shows controller
names and descriptions for Opumum V Systems and
Worl Stations.

Step 3. Change the *‘optons’” line(s), and
other configuraton definitions near
the top of the file, 10 reflect vour
configuration.

Assigns configuration variables and removes
unwanted options in the kernel. See Tables 4-1 and
4-2 for descriptions of options.

The server node for cluster or diskiess networks must
dzfine the maxusers ling by this formula:

maxusers is equal to Fusers + (6 x Fnodes)
where

fusers 1s the maximum number of vsers on the

- number of connected cluster or

For ‘example, a server node with eight users

’ .3 R 3 thr iaa weAnid Aalarnlae
{maximum} 2nd ured ciskless nodes would calculaie

(8§ + (6 x 3)), resulting in this config line:

maxusers 26

Swep 4. Mzke 2 new kamnel, as dascribed in
ecton £.2.2.

Implemenis the kemel changes. You now heve an
opumized. faster svsiem,

End o procecure

I
'
)
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Table 4-1. config Definitions for Optimum V Systems and WorkStations

X101

Variable Type Name Description
machine is68k The dcfault, always defined
cpu "M68020" VME-68K20
"M68010" VME-68K 10
ident "V20" VME-68K20
"V10" VME-68K10
timezone n Number of hours west of GMT
‘ dst Daylight Savings Time
maxusers n Number of users
options VBUS Always defined
GWS Graphics
INET Internct
TRFS Transparent Remote File System
APPLETALK ApplcTalk
DEBUGGER Kernel debugger
ENETFILTER Remote booting over Ethernet
QUOTA Quotas for file system usc
TCP_COMPAT_42 | Compatible with 4.2BSD TCP
UDP_COMPAT_42 | Compatible with 4.2BSD UDP
config vmunix The default, always defined
controller QBO at nexus ?
(main) The default, always defined
controller SD(0,1) VDS106
(disk)
SM{0,1,2) VDS269, VDS418, VDS494
SPO Spanned disk
LD{0,1} Optical disk
conmoller TS{0.1} VTS25/R, VISSO/R, VTISG250/R
(12p2) .
controlier CP{G,1; VME-ICP16/X, VME-ICP8/X
(serial)
conoller SX0 . VNE-FFP Fast Floating Point board !
F72) | |
i contolier | NW{0,1} VME-ECX !
(Zthemnat) :

. conmolier | V30 ,i
i {clusien) i ;
| pseudo-davice | ether .2t for TRFS !
| imp met IN[P for INET !
| loop me: loopback for INET

; ' opty { Psendo-terminals

' | rd i Remote disk

| B Serial line for INET

! VIV ! Grapaics

Configuring Your System
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Table 4-2. config Definitions for Optimum Systems

Variable Type Name Description
machine 1s68k The default, always defined
cpu "M68010" 1S-68K (Q-bus)
ident "Q10" 1S-68K (Q-bus)
timezone n Number of hours west of GMT
dst Daylight Savings Time
maxuscrs n Number of users
options QBUS Always defined
INET Internet
TRFS Transparcnt Remote File System
APPLETALK AppleTalk
DEBUGGER Kemel debugger
ENETFILTER Remote booting over Ethernet
QUOTA Quotas for file system use
TCP_COMPAT 42 | Compatible with 4.2BSD TCP
UDP_COMPAT_42 | Compatible with 4.2BSD UDP
config vmunix The dcfault, always defined
controller QB0 at nexus ?
(main) The default, always defined
controller EL{0,1) DS36, DS67, DS85, DS140
(disk) HP{0,1} DS33,DS418, DS474
SPO Spanned disk
controller TS{0,1) TS25, TS50
(lape)
conwolier DZ{0-7)} 1SDZ
(serial) DH{0-7) i ISDH |
{ conwroller | LP{0-3} | ISLP line printer board
| (printer) | ! :
t conoller SKO ISFFP Fast Floating Point board
| (FFP)
| conroller EX{0.1) ISEC
L (EthernaD) L{0.1; i Interlan Ethernet
. controller i 180 i IEEE-188 (HPIB)
. (ERPIB) l ‘
psaudo-davice | ether Ethemear for TRTS
i imp Internet INP for INET
j ! loep * Iniernai loopback for INET
‘ Doy ' Pseudo-ierminzls
' brd ! Remote disk
' ISR Serial line for INZET

Configuring Your System
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4.2.3 Making a New Kernel

You must create a new kernel when
» You have changed your hardware configuration
« You have changed files in /sys/conf '

In any case, you should already have edited the file /sys/confiSYS_DIST before reaching this procedure.
Use the following Procedure to Make a New Kemnel to create a new kernel from the /sys/conf files with

config (8).

Procedure to Make a New Kernel

ACTION WHAT IT DOES
Step 1. In the dircctory /sys/conf, create a Creates the configuration file that config (8) uses 10
(or edit an existing) config(8) build the new kerncl. The original distribution
configuration file, configuration files from IST have the namces
If you have completed the IsysiconfiV20_DIST
procedures in cither Section 4.2.1 IsysiconfiV10_DIST
or 422, you have alrcady IsysiconflQ10_DIST

1 i . . .
completed this stcp You can edit the appropriate file for your system, or

you can copy the original to a ncw file name and use
the new file as the configuration file.

Step 2. If you arc using a configuration file Creates—-a~directory_ in /sys.for-kemel files. This
with a name different from the d1rec10r\ aJrcaJv exists for the 18T distribution config
original IST distribution filzs, enter nles.

the command
= Wy T
. Y — \T)- ’
mkdir /sys/name V7 '
where name is the name of the
configuration file in /svs/conf.
Siep 3. Enter these commands: - Runs the config (8) program on the com’*gurauon fils.
See Building Berkeley UNIX Kerrels with Config
(SMM:2) for details on config op-vrauons.

cd /sys/conf
config -0 name

where neme is the name of th If you are a source customer, do not use the -0
nere name 1§ ne [

configuration file.
Step 4, Znter these commands: Generzies the rules for source code dependancies in
, the kernel files
cd /sys‘name
make depend config created the Afakeniie in this direciony in the
7 . lzstsiep

¢

(coriinued on nex: page)

o

) g\,V~ i
\/ \,0\\(' C C
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Procedure to Make a New Kernel (continued)

kernel with these commands:

mv /vmunix /vmunix.orig
mv /vmunix.new /vmunix

ACTION WHAT IT DOES
Step 5. Enter the command Creates a bootable kernel file named vmunix in the
S . . current directory. : '
make vmunix
Step 6. Enter the command Copies the new kernel to a file /vmunix.new in the
. . root directory (/).
cp vmunix /vmunix.new
CAUTION
Do not replace the old kernel until
you have tested the new one.

Step 7. Reboot  the sysiem  with  the Shuts down UNIX, bringing the system down 1o the
shutdown(8) and  reboot (8) boot PROMs. You can now reboot with the new
commands, as described in Scction kernel.

2.4, "Shutting Down the System."
Continue until the PROM prompt
(:) appears.
Step 8. Enter this command at the PROM Boots UNIX with the new kernel. Note that this boot
prompt (:): procedure is identical 1o the usual boot procedure
dev(0,0)vmunix.new except for specifying vmunix.new rather than vmunix
as the kernel.
where dev is the name of the
svstem’s boot disk.
Step 9. If the system boots, install the new Moves the new kerne! 10 /vmunix. UNIX will now.

use this kernel for autobooting.

Always save the previous kernel as a backup. Write
the name of the backup kemel in "Appendix C:
Configuraton Worksheet,” under “‘Comments.””

End of procedure

4.3 Configuring Disks

ere are four main reasons for changing the disk configuration:

» Adding z disk to the svsiem (or izking one away)

« Opumizing disk efficiency

I~
\
-
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4.3.1 Adding or Removing a Disk

When you add or remove a disk, you must make changes to some of the system files. See Section 4.5,
"Changing Your Hardware Configuration," for procedures that tell you which files must change when you
change hardware. '

After you add (or remove) a disk, you must decide how to allocate file systems across the new (or
remaining) disks. Section 4.3.2, "Optimizing Disk Efficiency," describes file system allocation.

You can also allocate file systems across physical disk boundaries. This type of disk allocation is called a
spanned disk and changes previous restrictions on file system size and file system location. (Prior versions
of UNIX restricted file systems 10 a single disk partition.) Section 4.3.3, "Creating a Spanncd Disk,"
describes how to sct up a spanned disk.

4.3.2 Optimizing Disk Efficiency

Every physical disk drive has seven or cight partitions, labeled a-gfh]. Typically, UNIX uses the partitions
in this way:

a: Holds the root (/) file system or a backup copy of it.
b: Holds a paging and swapping areca.

¢: A dummy partition; actually refers to the entire disk. Note that this includes all partitions (a- g[h])
plus scctor maps created by bad144 (8).

g: The largest area, contains the d, ¢, and f partitions, used for large file systems.

h: On larger drives, typically used for user files.
Assign file systems 10 these partitions in such a way as to balance system load and optimize speed.
To balance the disk load, you must allocate five areas across the available disk partitions:

1. The root (/) file system

2. The /tmp file sysiem

3. The iusrfile svstem

4. The user files (login accounts)

5. Paging activity

or

With one disk, vou hav
six total partitions znd

NS
"nd'»

¢ at least three pastitions (a. &, and g)
el

for allocation; with two disks you have a: least
on. Clearly, with one simali di L vou 1

al
must double up some of the areas in the list

Table 2-2 shows z suggestad division for disk ellocation with onz, two, or three disks.

Table 4-3. Example of Disk Allocation

A Number

Arcas | of Disks

! 1 % 2 : 3

| | Qa P(s I Q=
Lamp | Oa | la i la

‘usr I Og Oz i Og

usars f Og l ig 1. 2¢
i paging | Ob i Ob,1b : Ob.1b,2b

Use the following procedure. the Procedure to Change the Disk Configuration, to reapportion disk
esources.

4- Configuring Your System £-8
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Procedure to Change the Disk Configuration

ACTION

WHAT IT DOES

Step 1.

Edit the file /etc/fstab. In this file,
list the disk partitions you want to
use, and what file systems you want
10 mount on them. Table
4-3 suggests some file system
allocations.

See Step 4 10 add a sccond swap
space (a swap space on another
disk). Partition b on the first disk is
always assumed as a swap space
and necds no entry in /etc/fstab.

Assigns file systems to disk partitions. mount (8)
these file systems automatically with the mount -a
command.

Use this format for an fstab (5) entry:
devpart filesystem type options freq pass
where

devpart is the name of the disk partition, as defined
in the /dev directory. For example, the g partition
of a sccond SD disk in an Optimum V sysiem
would be /devisdl g.

filesystem is the file system that you want to mount
on this disk partition.

type is the type of file system, from these choices:
« 4.3 for a standard block special device
« nfs for remote disk access with NFS
« swap for a swap partition
« ignore for an unused fstab entry

options is is a comma-separated list of opuons, as
escribzed under fstab (5).

freg is the dump frequency, in days, for this file
system (see dump (8)).

pass is the order in which fsck (8) tests these file
systems.

For example, the fstab entry
/dev/sd0a / 43 rw 11

connacis the root file svsiem () w0 /devisdla. &
standard UNIX block device, in read/write mode.
dump (8) will recommend backups for this ile
sstem every day, and fsck (8) will check this iile

S
'stam before all others.

Configuring Your Systam =9
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Procedure to Change the Disk Configuration (continued)
ACTION WHAT IT DOES

Step 2. Enter these commands: Compares the expected disk configuration to the

o actual configuration. dmesg (8) shows what the
kernel thinks of as disk configuration, and
diskpart (8) shows the entry from /etc/disktab. The
where disktype is the type of the two should match, with diskpart showing one or two
system disk, from Table A-4. fewer cylinders than dmesg.

dmesg prints for cach disk drive the partition sizes
and a line of this form:

dmesg
diskpart -d diskrype

(sectorsitrack x rracksicylinder x #cylinders)

If diskpart shows scctor or track counts different
from dmesg, usc diskpart to change the entry in
letcidisktab. Sce disktab (5) and the comments in
letc/disktab for the format of disktab entrics.

diskpart should show ‘onc or two fewer cylinders
than dmesg. The cxtra cylinders shown by dmesg
contain bad block information. Sce bad144 (8).

Step 3. Check that all of the file systems Checks that everything is in place for UNIX to

referenced in  /etc/fstab alrcady implement your disk partitioning.
exist. . . .
If either of these checks fails, use the procedure in
o If fetc!fstab refers 10 a /mne file Section 4.3.4 to create a new file system.

system, for example, check that

. If you have only one disk, vou are now done with this
the root directory (/) has a ’ R ’

. .. rocedure.
directory munz in it. P
« If Jetc/fsiab refers to a partition
sdlg, for example, check that
there is a special file /devisdl g.

Step 4. If you want tc create a swap space efines a swap space on the second disk. UNIX wiil
on the second disk, continue with now mount this swap space as part of the autoboot
this procedure. Otherwise, stop (sec swapon (8)).
now. . . e

‘etcfsiab should look something like this:
Add this line to ferc/fsiab: ;
J /dev/sd0a / 4.3 rw 1 1

Zevpzr: ? swap /devisd0g /usr 4.3 rw,noquota 1 3
/devisdla /ump 4.3 rw 11
P 4

/devisdlg /u 4.3 rw 1 4
devzzre is the paruion of the /dev/sd1lb ? swap

secend disk for use 25 swap
space (for example. sd1b).
? is any choracier or swing,

JoemAmad bt s amace . Q11 ek s
1Zn0res DUt neldssary 10 nu 1he
i

‘flesvstem’ field of the fstab

(coniinued on nex: page)

”
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Procedure to Change the Disk Configuration (continued)

WHAT IT DOES

Activates all swap devices listed in /etc/fstab.
Without this line in /etc/rc.local, swapping and
paging occur on the default partition only.

ACTION
.Step 5. Add this line 1o /etc/rc.local:
swapon -a
Step 6. Enter the command
cd /usr/sys/conf

Edit the appropriate configuration
source file by finding the line

config vmunix
and replacing it with

config vmunix swap on
dev0b and devXpart

where dev is the device name, X is
the device number, and part is the
partition.

Defines the swap areas for UNIX. This information
is part of the kernel.

For example, to add the b partition on device number
2 for the gd disk of an Optimum V system, enter

config vmunix swap on gdOb and gd2b

Step 7. Remake the kemnel as described in
Scction 4.2.3.

Implements the change by providing a new kemel
with the new swap information. You do not need 10
change the config (8) configuration file for the kemnel.

End of procedure

I~

1
—
—
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4.3.3 Creating a Spanned Disk

By using a spanned disk, you can create a file system that is larger than a single physical disk, or that
combines partitions of multiple disks. Without spanned disks, a UNIX file system is limited to a single
disk partition. :

A spanncd disk is useful, for example, when you have several small partitions on two (or more) disk drives
and you want to combine these small partitions for one single file sysiem. Or, you might have a case where
even one large partition is not bxg cnough; you can add partitions from other drives until you reach the

desired size.
You can define up 1o four (4) spanned disks, spOc through sp3c.
You may not use a spanned disk under these conditions:

» The root file system (/) may not reside on a spanned disk.

» The swap arca may not reside on a spanned disk.

« You may not use the ¢ partition as part of any spanned disk. Instcad, if you want to use an entire disk
as part of a spanned disk, specify entrics for the g, b, d, ¢, f, ¢ (and, if available, k) partitions.

The following Procedure to Create Spanned Disks outlines the steps for dynamically allocating a spanned
disk. See sp (4]) for {urther details.

Procedure to Create Spanned Disks

ACTION WHAT IT DOES
Seep 1. Determine the (major,minor) pairs The (major,minor) entries you create in /etc/sp:ab tell

of each partition that makes up the the spanned disk driver how to configure the spanned
spanned disk. disks.
The major number refers 1o the To determine major and minor device numbers, use
controller type (see intro(4) ) for the command
the disk drive that vour system

G toour 5 Is -1 /devidevNp

uses.

"

as descriped in Section 4.3.2, "Opumizing Disk
ciency.

Tn2 miror number refers 10 the .
Effici
pariition number

s

The Is -1 command shows the major and minor

numbers for the device. For example, this command

shows the (mzjor.minor) pair (1,6) for the ¢ pa-tition
72 VDS105 disk:

# s -1 /devisdigz

[ . 1roor 1.6 Aug S 1986 /dav/sd0g
Siep 2 AGZ the spannad disk dascription 10 Tne - spannad cdisk, spOc, conmsists of drive 0,
ercispialb. For exzmple, the o partition g. and drive 1, partuon . Tne second
lines beiow describe 1two spanned spanned disk, splc, consists of drive 1, panitons g,
disks: ¢.and e.
splc ( (1.60.(1.13)) See diskpart(8) for informzdon on how to list
sple ( (1.8).(1.11).(1.12)) partition sizes on various disks.

(contiruec on nex: page)
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Procedure to Create Spanned Disks (continued)

ACTION

WHAT IT DOES

Step 3.

Edit the file /etc/fstab to assign file
systems to the spanned disk(s).

Associates the spanned disk with a file system, and
defines file sysiem parameters. See fstab (5) and
Section 4.3.2, "Optimizing Disk Efficiency."

For example, this fstab entry defines a spanned disk
holding the /usr filc system:

/dev/spOc /usr 4.3 rw 1 2

Step 4.

Enter these commands:

cd /dev
MAKEDEYV sp0 spl sp2 sp3

where  you  specify 10 the
MAKEDEV command only the
spanncd disks you have defined in
letcisprab.

Creates device special files in the /dev directory for
the spanned disk(s).

For morc information on /deviIMAKEDEV, scc
Scction 4.6, "Making New Devices in /dev.”

Step 5.

Manually invoke spconfig using
the -a option. Enter the command

letc/speonfig -a

This causes the system to recognize the spanned disk
configuration immediately.

Step 6.

Add a call to spconfig in /etc/rc
with a line of the form:

lete/speonfig -a

This causes the system to recognize the spanned disk
configuration during subscquent booct procedures.
Place this line before any references to mount (8) or
fsck (8).

Step 7.

Make a file system for this spanned
disk with the mkfs (8) command.

Daiines the file system for this disk. Ycu must use
the mkfs(8) command, as described in the sp (4])
man page, rather than the newfs (§) command.

You can now mount (§8) and use the new file system.

End of procedure

If you want to modify a spanned disk configuration, follow the steps showr: in the Procedure to Modify a
Spanned Disk.

All changes t¢ spanned disk configurations must b

Lamountac.

I~

1]
ot
(UF]
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Procedure to Modify a Spanned Disk
ACTION WHAT IT DOES

Step 1. If the spanned disk already has a Saves an existing file system. You can restore the
file system on it, dump (8) the file file sysiem to the reconfigured spanned disk after the
system to tape. end of this procedure,

See Section 8.7, "Backing Up Your System," for
instructions to dump (and later restore) the file
system.

Step 2, Boot UNIX to singlc-user mode. Prepares for changes to the spanned disk
Unmount all file sysiems with the configuration. You must be in single-user mode with
command the file systems unmounted.

umount -a

Step 3. Edit the file /etc/sptab. Change all Resets the spanned disk configuration,
(major,minor) pairs 10 0,0.

Step 4. Type the command Dcconfigures the existing spanned disk(s).

[etc/speonfig -a

Step 5. Edit the file /etc/sptab. Change all Defines the new spanned disk configuration.
(major,minor) pairs to match the
new configuration for the spanned
disk(s).

Siep 6. Type the command Configures the new spanned disk(s).

/etc/spconfig -a
Siep 7. If vou have changed the size of the Makes a new file system to fit the modified spanned

spanned disk, you must use the
mkfs (§) command 1o create a new
file system for the disk.

disk. You must use the mkfs(8) command, as
described in the sp (4I) man page, rather than the
newfs (§) command.

You can now mount (8) and use the new file sysiem.

End of procedure
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4.3.4 Adding a New File System

You may want to make a new file system when you find that some part of an existing file system is growing
beyond available space. For example, if you currently keep user accounts in the /usr file system, you may
want 1o create a /u file system on a second disk.

SMM:1

The following Procedure to Make a New File System assumes that you know what file system you want to
crcate and on what disk partition you want it.

Procedure to Make a New File System

ACTION WHAT IT DOES
Step 1. Enter the command Lists the contents of the /dev directory. Check that
the desired disk partition is one of the cntries in this
cd /dev; Is .
directory.
The entry should be of the form
devNp
where
dev is the name of the disk, from Table A-1
N is the device number (0 for the first disk, and so
on)
p is the partition, a letter a-h
If it is not there, use the MAKEDEV script to create
it. See Section 4.6, "Making New Devices in /dev.”
NOTE
SMD-type devices are numbered sm0,
sm2, sm4. and so on.
Step 2. Enter this command: Readies the disk partition for use with a file system
. . new{s (§) will print some information zbout ava 113‘:.3
newfs /devirdevpar: disknvpe o ) P '
wherea — -

For example, to creaiz a new file sysiem on the g
devpar: is the disk partition (for partition of the second 106-Mbyte disk (VED106) of
exzmple, sd0g). Do not ferget vour Opimum V systam, enter
the /dev/r befors devparr. (For o

P - S newfs /dev/rsdlg vedl06
an oimum System, with 2 Q-
ug, leave our the r.) NOTE
Cisknpe is L:x= e of disk. Use You must use mkfs (8) rather than newfs
e name rom the jernidisicab 10 configure 2 spanned disk. Sz2e sp (=il
enTy (for exampie, ved106) (s22
Table A-2)
(coriinued on nex: page)
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Procedure to Make a New File System (continued)

ACTION

WHAT IT DOES

Enter the command

Is -F dir

Step 3.

where dir is the directory in which
you want to put the file system.
For example, to list the /usr file
systcm, use

Is -F /

Shows the contents of the parent directory for the file
system. Check that the file system already exists in
this directory; you cannot mount a directory that does
not exist. The -F option to Is(1) prints a slash (/)
after directories in the list. Therefore, for a /mnt file
system, you should sce mnt/ in the root (/) directory.

If the desired directory does not exist, create it with
the mkdir (1) command.

Step 4. Enter this command:

mount /dev/devpart directory
where

devpart is the disk partition (for
example, sm2g). Do not forget
the /dev/ before devpart.

directory is the path to the head
of the file system (for example,
/mnt)

Mounts the file system on the requested directory.

For example, to mount the file systcm /u on the g
partition of the second 418-Mbyte (VED418) disk of
your Optimum V system, enter

mount /dev/sm2g /u

Edit the file /etc/fstab 10 assign the
file system to a disk partition.

Step 5.

Associales the file system with a disk partition, and
defines file sysiem parameters. See fstab (5) and
Section 4.3.2, "Optimizing Disk Efficiency.”

For example, this fstab entry defines a /usr file
system on the seventh (¢) partition of a VDS106 disk:

/dev/sd0g /usr 4.3 rw 12

Endofp

rocedure

4.4 Selecting Tape Device Files

Tape device special files reside in the directory /dev, with names of the form *ms*. However, the /deviiape

Gir

il
standard naming
tha !C\,»'.‘IC_DC. “«'

e
Airantler
aad w—l).

ectory providas a lzrger set of ape device special
convention (such as m0, rmil2, eic

- Civ
11 g

ucanussthes

Jiwamtam . . 3n=A
S jicasteicoged

[Zeviione
zeviigre

The tzpe davicas in .devizape 21 into three basic fam
o) Py . - . - . -

» ¢22 — conforms to QIC-2< format specifications
T? r - . e .- .= . -

e ¢/l — conforms o QIC-11 formai specifications

12 — the defauit format, se: by ISI1o0 QIC-2- for

Cn

he /devitape directory consist of descri

naﬂle Uev i
describes the func
logical-block-mode. non-rewinding device for the first 1
linked 10 /devimi< and /devinmi0.
2£-16 Configuring

dles, or vou can us2 the wider variety of tape des
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files. Tape device files are still avail through the
.) but the standard names are linked to tzpe devices in
1ces in
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rmat specifications

plive srrings connecied by underscores. Tne filename

tion of the tape device. For example, the tape dew..2 std_blk_norew 0 is the default,

ice happens to be

ks]

e drive (1s0j. This tape dev
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This is the syntax for filenames in the /dev/tape directory:
format_<feature_...>drive#
where
format is as defined in Table 4-4.,
feature is any of bk, chr, dens, {512, swap, or norew, as defined in Table 4-4.

drive# is the drive number, 0 for the first drive, 1 for the second, and so forth.

Table 4-4 shows the meanings for each string in the /devitape filenames. Table 4-5 shows the links
between /deviiape files and the older filenames in /dev.

Table 4-4. Filcname Strings for /dev/tape Tape Device Files
String Meaning I
blk Block mode. Data is written 1o and rcad from the tape in equal-sized blocks, defined by |
the wpe device block size. Each block is a separate read or write operation for the tape
drive. Every tape device must use either *‘blk’* mode or *‘chr’* mode.
chr Character (variable length) mode. Data is written 10 and read from the tape in records of
variable length. Each tape record begins with a definition of record length, allowing the
tape drive to read or write the entire record in onc operation. Every tape device must use
either ‘‘chr’’ mode or ‘‘blk’’ mode. '
ens Variable density mode. Half-inch tape drives ordinarily operate at 1600 bits per inch
(bpi). The ‘‘dens”” mode takes advantage of optional 3200/6250 bpi capabilities in some
lape drives. The desired density should be selected by a switch on the tape drive.

(Note: the UNIX 1ape driver does not currently support the ‘‘dens’” flag. The hardware
switch on the drive iwself is sufficient for selecting higher density operations.)

The 1ape drive will ransfer “‘raw®’ dara, stripped of the usual header znd format bytes. |
The block size on the wpe is dependent upon the block size used by the individual wpe ‘

i

controller.

i swap | Byte-swapping mods. In this mode, the ordar of upper and lower bytes is reversed. This
{ is for VAX compatibility.

norew ¢ Non-rewinding mode. In this mode, the tape drive will not rewind 2t the completion of 2 !
' ‘‘close’ operztion. The 1ape drive pointer will be positioned at the beginning of the naxt

record on the t2pe.
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Table 4-5, /devitape Links 1o /dev Filenames

/devl/tape Filename

/dev Filename

std_blk_0 mt0
std_chr 0 rmt0
std_blk_norew_0 nmt0
std_blk_norecw_0 mt4
std_chr_norew_0 nrmt0
std_chr_norew_0 rmi4
std_blk_swap_0 smi0
std_chr_swap_0 srmt0
std_blk_swap_norew_0 | snmt0
std_chr_swap_norew_0 { snrmt0

std_blk_dens_0 . mt8

std_chr_dens_0 rmt§
std_blk_dens_norew_0 mtl12
std_blk_dens_norcw_0 nmi8
std_chr_dens_norew_0 nrmi8
std_chr_dens_norew_0 rmt12

4.5 Changing Your Hardware Configuration

System Administrator Guide

Table 4-6 shows the files to change for each hardware change you can make to the system. Use these
general steps to change hardware:

1.

2

(O3]

KN

n

» N oo

2-18

Make software changes

Remake the kernel if necessary (see Section 4.2.3)

Make new special files in /dev if necessary (see Section 4.6)
Shut down the system with the shutdown (8) command
Change hardware

Reboot the svstem with autoboot

Check for proper function

Note changes in "Appendix C: Configuration Worksheet”

Configuring Your System
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Table 4-6. Files Affected by Hardware Change
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Device File Change
Disk IsyslconfISYS_DIST Add appropriate driver
(Only one driver if several
disks arc the same typc)
IsysiSYS_DIST/ For user-written drivers
/devidevpart One file for each partition
ldevirdevpart Raw file for each partition
letc/disktab Definitions of disks
letclfstab Allocate partitions
“letclsptab Allocate spanned-disk partitions
IsysiSYS_DIST/swapvmunix.c | Add sccond swap area
IsvsiSYS DIST/spconfig.c Allocate spanned-disk partitions
Tape IsystconfiSYS_DIST Add appropriate driver
Ideviiapel* /devimt?, | Files for various modes
Idevirmit?, ldevismt?, | (sec mtio (4))
Idevisrmt?, Idevinnu?, | Raw files for tape
/devinrmt?, ldevlsnmit?,
Idevisnrmt?
Terminals IsysiconfISYS _DIST Add driver for controller
(for example, for VME-ICP16/X)
letclttys Define each terminal line
fetcliermecap Definitions of terminal types
{devity?? Special files for terminals
Ethernet IsysiconflSY'S_DIST Add appropriate driver
/devipry? Pseudo-terminals for network
tdeviinp? Pseudo-terminals for network
letcire Start up network dacmons

leicire.local
letciineid.conf

More network daemons
Internet dazmons

Isxs conf!SYS_DIST
fercirc.docal

Add SKO 1o controllers
Start up jetcirpinit

Configuring Your System
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4.6 Makihg New Devices in /dev

Make new files in /dev under these conditions:

« Adding a disk or tape drive

« Changing modecl of disk or tape drive

« Adding a terminal controller

« Creating pseudo-terminals (pty)

« Creating graphics devices (ttyw)

System Administrator Guide

+» Creating devices for remote booting on Ethernet (enct)

» Adding a parallel printer

Make new device files with the MAKEDEV script in /dev. Use the following Procedure to Make New
Devices in /dev 1o make new devices files.

Procedure to Make New Devices in /dev

ACTION WHAT IT DOES
Siep 1. Enter the command Moves 1o the /dev directory.
cd /dev
Step 2. Use the Is (1) command to list the Avoids redundancy. If the files you necd are alrcady
D
special  files in  this  dircclory. there, stop this procedure now.
Check that the special files you
need (see Table 4-7) do not already
exist.
Step 3 Enter the command Makes the required special files
MAKEDEV nameN ... Usually a single MAKEDEV command will generate
wher several files. Table 4-7 shows the files generated by
18re = M
gach command.
-~ 1c } a ar £ t =3 a2 ""_‘l
;rtg:we';;btl‘zv‘n;me o the cevies, Not t Table 4-7 combines devices from 21} ISI
' T systﬂms You cannot make some of these devices on
N is the number of the device; vour system. To check which devices your system
ustally € for the first one. 1 for supports, read the comments in /dev/MAKEDEV
the second device of the same — . . - ’
2. 258 2 0n. SND.tvde disks For exampie, 10 make special files for two 105-NMbyvie
QS AT .“"“./ P IR disks znd one TS-11 tape drive on vour Opimum V
ere numberad 0 for the st one, cveram !
s . SvEtam., enter
2 for othe second SN De-nvpe ST T
davice, 4 for the third SMD-nvpe MAKEDEYV sd0 sél ts0
gevice, and so on
No:w that there is no space between
rame angd ,\r
Erntof procedure
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Table 4-7. Arguments to the MAKEDEV Command

Name for .
Device Type MAKEDEV Files Created
Standard console std console
devices drum drum
mem mem
null null
tyQ 1ty0
uy 1y
1y w teyw0, trywl
Disks SMD-type disks
on Optimum hp hp[0-7][a-h], rap{0-T}{a-h]
5Ys-inch disks
on Optimum cl el[0-T1{a-h], rel[0-T}[a-h]
SMD-type disks
on Optimum V | sm sm[0-71[a-h], rsm[0-7}[a-h]
5V-inch disks
on Optimum V | sd sd[0-7}[a-h], rsd[0-7][a-h]
Tape TS-11 emulation | s ri:{0,4,8,12], rmt[0,4,8,12],
nmt[0,8), nrmi[0,8]
non-swap devices, for half-inch
tape drives only, begin with s:
smt{0,4.8,12), srmu{0.4,8,12],
snmit[0,8], snrmi[0,8}
second unit increments numbers
by 1:
m[1.5,9.13), rmt{1,5,9,13],
, nm:{ 1,91, nrmi[1,9]
' ! and so on
» Terminzal | VAE-ICPS/™ cplC-3) 1rv[h-K3(0-1] |
| conirelers ’ (use only the first 2ight)
VME-ICP16/X cpl[0-3] try[h-k}{0-1]
ISDH dh try[h-k][0-1]
1ISDZ oV 1vi0-7310-73
! Graphics | WorkSition v | vw{2-f, fon
Psaudo- oIS pivil-2 U opnTperli0-f :
1erminais ) B D miperiiCen |
Ethernzt | Etnernet enzt) i ereri0-31a i
Peallel 1 ISPP ip - ip[0-T] i
| Printer | VME.ICPI6/8/X | cp D epl0-3] 5
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SECTION 5: SETTING UP YOUR NETWORK

UNIX 4.3BSD provides support for the Defense Advanced Rescarch Projects Agency (DARPA) standard
internct protocols IP, ICMP, TCP, and UDP. This section tells how to conncct to networks using an

Ethernct board.

If you are using a system shipped with an Ethernct board from Integrated Solutions, the system is alrcady
equipped for connection to a nctwork. You must set up some network data bascs, however, as described in

Section 5.3.

This section does not discuss nctwork connections involving tclephone lines. For information on uucp
connections over a modem, sce Scction 3.7, "Seuting Up Uucp.”

For information on the network for cluster nodes, see "Scction 6: Sctting Up Cluster Nodes." For
information on the network for diskless nodes, sce "Section 7: Sctiing Up Diskless Nodes."

This scction contains the following subscctions:
5.1 WhatIs a Network?
5.2 Configuring the Network

5.3 Scuing Up Network Data Bases

5.4 Routing and Gaieways

3.5 Seuing Up FTP

5.6 Using TRFS (Transpareni Remote File System)
5.7 Troubleshooting the Network

5.1 WhatIs a Network?
nq-—,las Ln—w are

An Ethernet board in your system lets you connect 1o local area networks through coaxjﬂ cab hat
attached 10 other Ethernet boards. These boards are also called *‘controller boards,”” *‘controlicrs.’
Through these contollers and networks you can log in to other systems and execute hmu d commands

tnere.

Differsnt natworks use differant “protocols,”” formats 'o- exchanging elecwonic informadon. Whan you
connedi & SYSI2m 10 2 Network. yYou mus: set up the connection for that natwork’s protocol. In each casa.
consuit the manuz! page for the approprizie neiwork in Sec*'o* < of the UNTX Prograrmmer's Reference
Manuzi (for exampiz. ip (4P) for Internat Protocol)

Using Integrar2d Solution’s transparem remote file system (TRFS). vou can access files and devices on
s2lectal remote syvsiems as easilv as on vour own., With need not log in to the other sysiams: all

ms T
iinked remote systems Opcr&te as Lhough mey are one big system. Sw Section 5.6 for a further discussion
TRFS.

h
v
—
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5.2 Configuring the Network

Suggested reading:

» intro (4N)
«inet (4F)

«ip (4P) «inetd (8)
stcp (4P)  eifconfig (8C)

System Administrator Guide

Configuring for a nctwork involves starting daemons and making sure that certain files are in place.

Use the following procedure, tl;c Procedure to Configure the System for the Network, to configure the
system for the network. ,

Procedure to Configure the System for the Network

ACTION

WHAT IT DOES

Step 1. Check the file /etc/re to check that
it includes commands to start the
following network dacmons:

Starts the nctwork softwarc. Thesc processes run
continually in the background.

Each command should be of the form

» inctd (8C) lete/netdaemon;
« rwhod (8C) ,
Step 2. Check the file feic/rc.local to sce Starts mail dacmons at autoboot. These processes

that it includes commands to start
ese network: mail daemons:

sendmail (8)

run continually in the background.
The commands should be of the form

if [ -f Jetc/routed ]; then

« routed (8C) letc/routed;
fi
and
if [ -f /usr/lib/sendmail }; then
(cd /usr/spool/mqueue; rm -f If*)
/usr/lib/sendmail -bd -q1h &
fi
Step 3. Check the file /esc/inetd.conf 10 see Starts site-specific netwerk daecmons. See inetd (8)
that it contains listings for these for the format of the /etc/inetd.conf file.
dazmons:

comsat (§C)
fingerd (§C}
fipd (3C)
hostnamed {(8C)
rexecd (8C)
ringind (8C)
rshd (8C)
telnetd (8C)

tfipg (8C)

(continued on nex: page;

thh
1
o
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Procedure to Configure the System for the Network (continued)

ACTION )

WHAT IT DOES

In /etc/rc.docal, check for a line
near the top of the file, of this form:

letc/ifconfig devN inet
‘hostname*

Step 4.

all on one line, for each of your
network controllers, where

dev is the Ethernct controller:

« nw for the VME-ECX con-
troller

ex for the Excelan controller

« il for the Interlan controller
« tty for a scrial line
N is the controller number:

.0 for the first controller of a
given type, 1 for the next,
and so on

« the port number (ttvxx), for a
serial line

‘hostname’ is the  word
‘‘hostname’’ in back-quotes

Checks for network controller  configuration.
admin (8) crecates this line in /etc/rc.local during
admin initialization,

ifconfig (8C) enables the Ethernet controller and
defines the network protocol. Sce ifconfig (8C) for
the options, which change for cach network.

This example configures a host named ‘‘v24server’”
with a VME-ECX board, using the arp (4) protocols
(default) and *‘trailer’” encapsulation:

fetc/ifconfig nwl inet ‘hostname*

Note that with UNIX 4.3BSD, you no longer need to
disable trailers undcer the arp protocols.

Siep 5. Check the /dev directory for
Ethernet files na mf*d enet{0-3]a. 1f
these files do t already exist,
create tham w Lh the commands

cd /dev
MAKEDEYV enet0

Checks for Ethernet devices for remotz booting.
admin (8) creatzs these devices during admin (8)
initalizaton. Do this only if yvou want 10 be able 10
boot other nodes over the network.

Siep 6. Use the procedure in Section 3.4.1,
“Defining Terminal Lines,” 10

dzfine 16 lines labeied ttyp/0-7].

Defines 16 pseudo-terminals of tvpe ‘‘nerwork.”’
available for network funciions. The daemons nead
these in order to operate with the nerwork.
You crezte the special files for these psau
in the next step of whis precedura. Tn
enties should be

Zo-tarming!
=3
12

sHR N

ttyp/C-7 none nerwork secure

{coriinue

don nexi page)

tn
'
(W3]
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Procedure to Configure the System for the Network (continued)

ACTION

WHAT IT DOES

Step 7.

Check the /dev directory for
pseudo-terminal  files  named
1yp[0-f] and peyp[0-f]. H these
files do not alrcady exist, create
them with the commands

cd /dev
MAKEDEV pty0

Creates 16 master-slave pairs of files for pscudo-
terminals. The master file is /dev/ptyp? and the slave
is /devittyp?.

If you ever get error messages saying that you do not
have enough plys, crecate 16 more with the commands

cd /dev

MAKEDEYV ptyl
Remember to add appropriate entrics in /etc/ttys. 1f
you nced more than 32 ptys, you must change the
kernel as described in "Section 4: Configuring Your
System.”

Step 8.

Check the file /sys/confISYS_DIST,
where “*SYS* is onc of

e 1720 for the VME-68K20
» V10 for the VME-68K10
» Q10 for the IS-68K (Q-bus)

to see that the Ethernet driver (nw,
ex, or il) for your system is defined.
Remake the kernzl (see Section
4.2.3) if necessary, if you change
this file.

Conlfigures the kernel for Ethernet operations.

If the necessary drivers are already in the kemnel, this
step is unnccessary.

Step 9.

Turn to "Appendix C: Config-
uration Worksheet" and note any
changes.

Updates the reference sheet.

(¥1]

.3 Setting Up Network Data Bases

Beiore vou proceed with this section, vou should have completed the system configuraton outlined in the

Ve an

TTmss scom A e, T Arye
owing procadurs, the Procadure 10 S

etting Up Your Network
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Procedure to Set Up Network Data Bases
ACTION WHAT IT DOES

Step 1. Edit the files /etc/hosts and Modifies the data bases to include local networks that
letcinerworks 10 add local nodes or arc not part of the internet.

networks 1o the distributed intemet See hosts(5) and networks(5) for entry formats.

Lists. Use other cntries in /etc/hosts and letc/networks as
examples.

Step 2. Edit the files /etclhosts.equiv and Identifies trusted hosts for your system. People from
{.rhosts to include the hostnames of these nodes, who have accounts on your sysicm as
‘““trusted hosts’’ on the nctwork. well, will be able to log in and exccute commands
Simply list the hostnames, one per through the network. Sce rshd (8C).
line.

Step 3. Edit the file /ewc/fipusers 10 deny Protects the system from unauthorized entry.
ftp access to named uscrs. This file
should always contain the accounts ftp involves setting up a public access arca for
root and uucp. anonymous logins. Scc ftpd (8C) and Sccuon 5.5,

"Setting Up ftp" for advice on how to sct up this arca
with restricted access.

End of procedure

5.4 Routing and Gateways

When connecting 1o non-local networks, you must set up routing information so that the *‘packets’™ of
information will travel cormrectly, A non-local network in this context means a connection between two
ervers, such as an Ethernet connection between a server for a cluster system and a server for a diskless
svstem. The connection between the cluster or diskless nodes and their respective servers is considered a
local network. '
In addidon, vour node may serve as z ‘‘gateway.”” a conduit between two separate networks. A cluster
server that COmmunicates 0 a larger network is the gateway benween the cluster network ang the larger

etwork. A gaieway node has some special configuration considerations.
5.4.1 Routing
UNIX can use two methods for routing between nion-local networks:

« routed (8C). the routing dzemon, can maintain the svstem routng ables. routed maintzins up-to-date

routing t2bies in a group of lozal arez networks. Usin g the jetcigareways file, routed can alse initzlize
stzdc routes 1o disint networks.
When routed st2is up (usually from /ercire.docal), it reads the file jeic/gareways and insizlls the rovtes

deinead there, then routed checks all jocal networks to se2 n‘ ey are already
routed finds another local routed. the wo cooperzie in maintzining & glotally comsisient view of
uting in the loca! environment. This view can extend to include remote sites also running a routed
(s-: routed (§C) .
« You can define a ‘‘wildcard™ route 10 a smart gateway and depend on the gaieway to provide ICMP
routing information which dynamically creates a routing data base. Define the wildcurd rovie by
adding an enuy of the form

lete/route add 0 smari-gaieway 1

1o jetcirzdocal . (Sea route (8C) for more information.)

n
"
n
th
’
thn
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The system will use the wildcard route as a last resort in routing packets to their destinations. If the
smart gateway succcssfully generates a routing message, the system lhcn adds that route to the routing

tables.

This approach has some advantages over routed in that it dynamically crcates a routing table entry;
however, the routing table entry is not dynamically modified if an alicrmate route for the same
destination is available. Because of this, should a smart gateway fail there is no way to maintain
routing service, except for manual alteration of the routing table entry.

In an environment that contains only bridges, which do not gencrate routing redirect messages, route is
not suitable.

The system always listens to, and processes, routing table redirect information, so it is possible to combine
both of the above facilities. You might use routed to maintain information about routes to geographically
local networks, while using the wildcard routing techniques for distant networks.

netstat (1) displays routing table contents as well as various routing statistics. For example,
netstat -r
displays the contents of the routing tables, while
netstat -s
shows the number of routing table entries created by the wildcard routing method described above.
5.4.2 Gateways

Gateway nodes handle a higher volume and wider variety of network operations than a simple network
ncd° A special kernel opuon, GATEWAY, configures a node to be used as a gateway. This option
rcreases the size of the routing hash tables in the kernel. Unless configured with that option, nodes with
onl} 2 single non-loopback interface never attempt to forward packets or to respond with ICMP error
messages to misdirected packets.
This change redu“ the problems that may occur when different nodes on a network disagree as 1o the
network numiber or broadeast address. UNIX £.3BSD machines that forward packets back through tha
same imer:ace on which they arived will >;nd ICMP redirects 0 the source host if it is on the same
network. This improves the interacien of gateway nodes with nodes that configure their routes via default
gateways and redirects. The generation of redirects may be disabled with the configuration option
IPSENDREDIRECTS=0 in environments where it may cause difficulties.

Locai area routing within a group of inmerconnacted Ethemnets and other such networks may be handled by
routed (8C). Gateways beiwzen the Arpanet or Milnet and one or more local natworks require &
additena! roudng protocol. the Exterior Gateway Protocol (EGP), to inform the core gateways of their
presence and 10 zoquire routing information from the core. If necessary, conwzct I1ST Customer Support for

Heeovile [Oxes

assisiance.

5.5 Sening Up fip

he ftpd (8C) sarver s.zpp s an anonymous ‘‘fip’ {*‘fiiz wansfer protocol’’) account. Becauss of the
inherent security uoble with such a facility, vou should read this section carefully if yvou consider
providing such & sarvic

Enable the anonymous account by creating a user ftp. When a client uses the anonymous account, a
chroot {Z) svsiem call by the server reswicts the cl ient from moving outside that part of the file
where the user fip home directory is located. Because of the chroot call, vou must insiall in the
directory certa;n pro~r3m< and ﬁies used 'm‘ L‘ne. server process. rurther, you must make cenzin that all
directories and execuiable imag

“nh
)
(o))
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The following procedure for directory setup preserves security:

#cd “ftp

# chmod 555 .; chown ftp .; chgrp ftp .

# mkdir bin etc pub

# chmod 555 bin etc; chown root bin etc

# chmod 777 pub; chown ftp pub

#cd bin

#cp /bin/sh /bin/ls .

#chmod 111 sh Is

#cd .Jetc

#cp /etc/passwd /etc/group .

# chmod 444 passwd group

When local users wish to place files in the anonymous arca, they must be placed in a subdirectory. In the
setup here, the subdirectory is Ftp/pub.

Another issue 10 consider is the copy of /etc/passwd placed here. Users who use the anonymous account
have rcad access to this file. They may then try to break the passwords of users on your node for further
access. A good choice of users to include in this copy of /etc/passwd might be root, daemon, uucp, and
the ftp uscr. All passwords here should probably be “***’.

Aside from the problems of directory modes and such, the {tp server may provide a loophole for interlopers

if certain user accounts are allowed. The file /etc/fipusers is checked on cach connection. If /etc/fipusers
contains the requested user name, the request for service is denied. This file should normally include these

accounts:

uucp
root

Accounts with nonstandard shells should be listed in this file. Accounts without passwords need not be
listed in this file; the fip server will not service these users.

5.6 Using TRFS (Transparent Remote File System)
The wansparent remote file system (TRFS) allows vou to access files on remote nodes as easily as on your
own node.
To use TRFS, put the sting /@svstem-name before the pathname of files, where system-name is the
hostname of the node vou want to access. For example, 10 sec the contents of the /usr directory on the
node linksystem, vou would enter

Is /@linksystem/usr
IRFS is a iransparen: opzrauon. Most UNIN commands function nermaliy with TRFS arguments: you

eed not change any existing programs or commands when using rem '11 s through TRTS.

~11 UNIX file protections still 2pply undar TRFS. Assign permissicns with chmod (1) as with local files

Sl

TRFS uses a special protocol designed by Integrated Solutions. Enable TRFS by including TRFS as an

option in the kernel configuration file (/sysiconf/SYS_DIST).

TRES requires login accounts with the same user identifications on all linked nodes. For this reason, the

letc/passwd file should be the same for all nodes on a TRFS link. There are two different ways of ensuring

this:

1. Always use admin (8) when adding or hon"irw user accounts, and define Lh= admin password

administration mode as “‘TCPIP.”’ See Section 3.3. "Initializing Your System." This means that all
changes to /ecc/passivd affect all other nodes U"ld..a the common password administraiion domair.

th
V
~1
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2. Link all of the password files over TRFS with the command
k In -s /@centralhost/etc/passwd Jetc/passwd

where centralhost is the main node for administration. When letcipasswd changes it will change on
all nodes on the TRFS link.

CAUTION

When you link password files in this manner, you can no longer use
vipw (8) to cdit /etc/passwd. Use admin (8), or use vi(1) directly.
When you use vi(l), the system should be in single-user mode;
otherwise you can wrcak havoc with the password file.

Use the method from item (2), above, to link other commonly shared files and directories between nodes.
For example, you can maintain a central library of programs on one node and link all others to that library.
This way, when users access files in a linked directory, they do not have to know that it is on a remote
node; the commands are the same as if the files were local.

Linking directories and files in this manner carrics two major advantages:
» Saves disk space. The file resides on only one node.

« Makes network-wide updates easy. When you change a linked file, it changes for all nodes on the
TRFS link.

5.7 Troubleshooting the Network

When you have a network, you will occasionally experience network problems. In many cases the cause
of network problems is simply a loose electrical connection 10 the network. On networks such as the
Ethernet a loose cable tap or misplaced power cable can result in severely deteriorated service. The
netstat (1) program can help track down hardware malfunctions. In particular, look at the -/ and -s options

in the manual page.
After you carefully check the physical connections to the networi, look at the software.
Check that the appropriate dasmons are running in the background. Section 5.2 lists the daemon processes
that should be running.
Check /dev to see that these files exist:

/devipryp[0-f]

/deviayp{0-1]
Creck the dle jere/roys for proper network dafinidons, as describad in Section 3.2,
L vou have checked the narwork connscions, the daemon proce ses, and the ,Jev files, and the natwork

i1 does mot operate, the problem should be referred 10 a qualified technician. ISI Cusiomer Support can

pro vide assisizn
Debug tools exist to help track down network problems. Most servers on the UNIX system accept a -d
opuon, which forces all sockets 1o be created with debugging turned on. The SO_DEBUG option may be
supplied before establishing a cornection on a socket, in which case the system will trzze all wraffic and
internal actions (such as timers expiring) in a circular irace buffer. You can then print this buffer with the
trpt (8C) command. Consul: the approprizale manual pages for more information.

n
]
[e0]
n
]
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SECTION 6: SETTING UP CLUSTER NODES

This scction gives procedures to set up and operatc a cluster node configuration. These special
configurations require

» A server node (an Optimum V16 or Optimum V24 System/WorkStation)

» One or more Cluster Nodes (a set of boards with associated cables)

» Identical UNIX release levels on the server and cluster nodes

« Graphics software installed on the server node (if any cluster node is a graphics WorkStation)

The Optimum V Cluster Node Installation/Configuration Manual gives details on how to sct up the
hardware for a cluster node.

This section contains the following subscctions:
6.1 WhatIs a Cluster Configuration?
6.2 Dircctory Links for Cluster Nodes
6.3 Configuring Cluster Nodes
6.4 Bootng Cluster Nodes
6.5 Shutting Down Cluster Nodes

6.6 Booting Single-User on Cluster Nodes

6.1 WhatIs a Cluster Configuration?

ection 1.2, "Introduction to Hardware," describes the phyvsical structure of a cluster configuration. For
system administration purposes, a cluster configuration is several nodes (individual systems) that sh:«rﬂ
common disk resource
A server node operates as any normal Optimum V System or WorkStation. The server node provides the
shared disk resource. The operating system is the same UNIX 4.3BSD used for other Systems and
WorkSiztions. The kernel must contain the V3 (VMEbus backplane) driver, the RD (remote disk) driver,
the TRES (Transparen: Remote File System) option, and the ENETFILTER option.

zach of the cluster nodes uses files on the server noda. Each cluster node has its own CPU, possibly
poci2l from the same UNIX kemnel as the server no . The server node and m associated cluster nodss
shzre z commoen isk and 2 common file system. ﬁ.'e that can be accessed from the server node can
also be accessed from any of the cluster nodes. subjec {10 standard UNIX protection mechanisms.

6.2 Directory Links for Cluster Nodes

All cluster nodes and the server node share a common file svstem. When you access a file from one node,

U’l"' is the same as accessing that file from any other node. However, some files are unique to each clusicr
node, and o the server node itself.

I Setting Up Ciuster Nodes 6-1
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The unique, node-specific files fall into two categories:
« Configuration or data base files that contain node-specific information

» Temporary files and log files, where two or more processes running under different kernels might try to
write simultaneously ,

The first case includes files such as /etc/ttys, which usually are different for each node on the network. The
second case includes the /tmp and /usr/tmp directories, where two processes on different kernels specify the
same name for a temporary file.,
For example, programs like sort (1) create temporary files to hold the sorted information. These files are
created in the /usr/tmp directory and have a name of the form /usr/tmp/stim$$, where $§ is expanded to
represent the current process 1D,
In single-processor systems, attaching the process ID to the temporary file name prevents collisions
between concurrent sorts because all process 1Ds are unique. On a cluster network, two processes with the
same 1D might exist, which would creale one temporary file rather than two scparate tecmporary files.
Thercfore, separate processors must have scparate temporary arcas.
The UNIX kernel solves this problem by providing naming conventions for node-specific files and
directories. The naming convention is based on the node hostname. The kernel provides unigue names by
expanding, or translating certain string variables when it evaluates the targets of symbolic links:

« $HOST translates to the hostname of the node from which the request originates, scrver or remote.

+ SRHOST translates to the hostname of the remote node from which the request originates. If the
request originates on the server node, SRHOST translates 1o a null string.

+ SREMOTE translates to the siring remote when interpreted on a remote node, and to a null string on
the server node.

+ SMACHINE translates to one of the following:
— Q10 {or an Optimum (Q-bus) sysiem
— V10 for an Optimum V system with a VME-68K10 CPU board
— V20 for an Optimum V system with 2 VME-68K20 CPU board

As an example, consider a symbolic link to the file test. SRHOST. When a command is issued on the server
node that refers to this symbolic link, it tries to access a file *‘test.””. A command issued from a cluster
node named cwsl tries to access a flle *“rest.owsl’

C

Through symbolic links, this procesc is transparent to the user. A file or directory name such as /eic/trys is
actuzally a symbolic iink to & fiz or mre\,wn name which has one o 11 ne siring variables embeddad, Tne
kemnel expands the string and accesses the comrect file for the requesting node.

ror exazmple, the following command links the cdirzciory /itmp 1c 2 directory name with the embedded

In -s /tmp.\SRHOST /tmp

(Note the backslash (\) precedes the dollar sign (S), which ‘‘escapss,’” or prevents shell interpreiziion.) On
2 network wah a server node named central and cluester worksr..uon nodes cwsl and ews2, a pathname t
includes /:mp will ranslate to
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« (on central) [.tmp.
» (on cwsl) ltmp.cwsl
« (on cws2) ltmp.cws2

Each of these /.tmp directories then contains files specific io its related node. The user simply types /tmp in
pathnames; the kernel handles the interpretation invisibly.

Specifying a file by its real name (for example, /etc/.tmp.cwsI) will always access that particular file.

When the admin (8) program configures a cluster nctwork it makes node-specific links for these files and
directories:

o /dev o letclitys o lusriliblmail

« letclfstab o letclutmp » lusrispoollmqueuc
e letcimotd o /tmp o Jusrispoolirvho

e /ctcipsdatabase  » lusrladm o lusritmp

e /etclre o lusrllibicrontab e /vmunix
o fetcirc.local :

Check your own UNIX installation for local programs that use temporary or log files. If any programs use
temporary or log files in areas other than those listed above, and these programs can run on more than one
processor simultancously, you must create a symbolic link either for the files or for the directory in which

they reside.
When you create node-specific symbolic links, you might want to make the “‘real’’ file or dircctory names
begin with a period:
/tmp --> [tmp.SRHOST
This way, the casual user will see only the link and not be confusad by a profusion of names like
/tmp.cwsl

/tmp.cws2
fimp.cws3 ...

since the 1s (1) command does not normally show filenames that begin with a period ().

6.2 Configuring Cluster Nodes

Configuring 2 cluster natwork involves four tasks:

2. Choosing a namwork addrass for the server node, which should aiready be done 2s shown in Section
D )
- 1 1 -
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4. Conifiguring the network with admin (8).

6.3.1 Allowing Swap Space for Cluster Nodes

Cluster nodes require swap space on the server node. The server node uses assigned disk partitions for

o flag s

swap space; the cluster nodes, having no disks of their own. use iles fc.- SWap sz

sra ¢¢
i

namsa’’ is the hostname
T NOC2S.

Cluster nodes use a file /usrispool/disklessiname.swap on the server node, w
of the clusier node. admin (8) creates the swap directory when coniiguring h.st

o

?\
)
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These files can be very large, up to 16.5 Mbytes apiece (16,500 Kbytes, as measured by the ls.(l) and df (1)
commands). When you configure the file systems for your network, you must allow enough space for these
files in the /usr partition.

Normally, the files are not that large. To see the actual size of the files, enter the command
Is -s /usr/spooldiskless/*.swap

The -s option to Is shows the size in blocks of the files. Do not use the -1 option to look at file size; this
gives a character count, an inaccurate measure in this case.

Enter the command
dar

to sec current disk usage. Check the “‘available’ (avail) column for the /usr file system. There should be
at least 5000 Kbytes available for each cluster node on the network. Section 4.3, "Configuring Disks," tclls
you how to change disk configuration if you nced to assign a larger partition for swap files. You can also
crcate a "spanned disk” and use partitions from scveral disks to crcate a very large (or simply more
cfficicnt) file system for the swap file arca.

If the /usr file system is not large enough to hold the swap files, you can cither use a symbolic link to put
the swap files in another file system or create a spanncd disk to enlarge the file system. For example, the
command

In -s /diskless/usr/spool/diskless /usr/spool/diskless

points to a directory in another area, a /diskless file system that you can create with the newfs (8) command
as described in Section 4.3.4, "Adding a New File System.” Mount (mount (8)) this file system on a
sufficiently large disk partition.

6.3.2 Choosing Names and Addresses for a Cluster Network

When vou configure a cluster network, vou assign a network address for the server node; admin ()
automatically creates addresses for cluster nodes based on this server address.

-

If you have not already donz so. complete the procedure in Section 3.3, "Inidalizing Your System." This
procedure assigns a name and internet address for the server node. You must complete this naming
procedure before installing cluster or diskless nodes.

Choose hostnames for each of the cluster nodes and write them down. Use hostnames with less than
twelve characters. Do not use spaces within hestnames; use underscores 1o separate words (for example,
cn_name). The hosmames must be unique within the network.

In "Arpandix C: Cornfl ron Workshesat,” in the area reserved for networks, enter this information:

o Sarver node’s hosiname

The procedure in Section 6.3.3, "Configuring the Network With admin (8)," will assign network addresses
for the cluster nodes. Enter this information in Appendix C when vou run the procedure.

A
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6.3.3 Configuring the Network With admin (8)

SMM:1

Use the following Procedure to Add a Cluster Node to the Network to configure the cluster network or to
add a cluster node to an existing network.

Procedure to Add a Cluster Node to the Network

ACTION WHAT IT DOES
Step 1. If you have not yect done so, Sets up the server for cluster operations. See Section
configure the server node with 3.3, "Initializing Your System.”
admin (8).
Step 2. Enter the command Invokes the administration program.
fetc/admin
Step 3. Select option C at the top menu of Sclects operations dealing with local (diskless or
the admin (8) program. cluster) networks.
Step 4. Sclect option B from the next Selects adding a cluster node to the network, admin
menu. now prompts for the name of the cluster node, and
whether or not this is a graphics node. Sce Table 6-1
for further details on admin operations.
End of procedure
@Y\g ”‘0-0\*} tp
( y.,AVf‘)[\,g_vr .{:Ov\ kj\bo
g 0 L
7\ ! 0 ”Q@Qd A
Ul |
e
8 (\ 0.0 2b /
S s
K?\ 0.0 100
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Table 6-1. admin Adding a Cluster Node

What admin (8) Docs

Affected Files

Prints the top-level menu. Select item C, ‘‘Diskless/Cluster installation
and deletion.””

Prints the diskless/cluster menu. Select item B, ‘*Add a cluster node.”’

Prompts for the name of the cluster node. Enter a name, with the same
restrictions on length and characters as for the server node name.

Prompts for graphics configuration of the cluster node. If this is a
Cluster WorkStation (graphics), answer y; if this is a Cluster Compute
Node (non-graphics), answer n.,

Prints the cluster node name and internet address, formatted as for the
file /eic/hosts. You should write this information in "Appendix C:
Configuration Worksheet."

admin chooses an intcrnet address for this cluster node. admin
chooses a unique address, based on the intemet address for the vb0
VMEDbus backplane network controller on the scrver node.

If you accept the information printed by admin, press <return> (o
continue the procedure. If you want to abort admin, press "C (CTRL-
C) 10 prevent any changes to system files.

Writes the cluster node name and internet address to /etc/hosts.

leiclhosts

Creates the swap directory /usr/spoolidiskiess, if it does not already
exist.

lusrispoolldiskiess

Creates various ‘‘hidden’’ files and directories for the cluster node.
See Section 6.2, "Directory Links for Cluster Nodes."

/dev

letclfsiab
fetc/mord
fetc/psdatabase
letcirc
letclre.local
letclins
letciurmp

/tmp

lusriadm
lusrilib/crontab
fusr/iib/mail
lusrispoolimgucue
lusrispooi:rwro
usrizmp

o) Sae
SYIIURIX
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6.4 Booting Cluster Nodes

Boot the server node as any other Optimum V System or WorkStation using the procedures in "Section 2:
Starting UNIX from Disk." Once the server node is running, boot the cluster nodes one at a time.

SMM:1

Booting a Cluster Workstation (a graphics node) requires graphics software on the server node. If the
server is a WorkStation, this software is already in place. Graphics software is on the standard 1SI UNIX
4.2/3BSD release tape from Release 3.05 onward. Contact 1SI Customer Support if you do not have the
nccessary graphics software.

Use the following procedﬁrc, the Procedure to Boot a Cluster Node, to boot a cluster node. Figure 6-1
shows a sample of a normal cluster node boot.

Procedure to Boot a Cluster Node

ACTION WHAT IT DOES

Step 1. Boot the server node, if it is not yct You cannot boot cluster nodes without a functioning
running. Continue the boot to server node. Booting the server node also provides
multiuser UNIX. power to the cluster nodes.

Use the procedures in "Scction 2: Starting UNIX
from Disk" to boot the server node.

Step 2. Check that the server node has files Checks for /dev files 10 support remote booﬁng.
of the name These files must exist in the /dev directory.

/devienet[0-3])a If they are not there, create them with the procedure
in Section 4.6, "Making New Devices in /dev."

Step 3. Enter the command Checks that the boot dasmon, /etc/booid, is running

. . in the background. If it is not, enter the command
ps -aux | grep bootd =
fetc/bootd &
and check that the file /etc/rc.local to see that it has a
command to siart the dacmon.
Step 4. Enter the command Checks for leftover processes from the last boot of
ps -aux | grep '@-rame’ Ihi‘s cluster node.l You c’ann‘ot bogt if these processes
exist. See Section 6.5, "Shuting Down Cluster
where name is the hostmame of the Nodes," to remove these processes.
cluster node you want to boot, and mceme e - e e cmmiing
'@-name’ is enclosed by single These prgvessvs -o'wq. o-n- se:_\ er noa:> that ‘s;.1\'1\',\,
quotes (apostrophes). r°"uesL from c.h%mer nodes. ;11..‘\-"\‘3 cute entrely in
; T kemel mode, with no associated vser.

Step 3 Turn on power for the cluster Powers up the console (moniior).
nods’s conscle (or monitor If ths
clusier node is 2 WerkSiatdon).

Sten 6 Press RETURN on the consols Displays the PROM prompt for ihz cluster node.
kevboard, Wait for the PROM You can now enier commands 10 the ciusier node’s
prompt (:). CPU PROMS.

(coniinuecd on nex: page)
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Procedure to Boot a Cluster Node (cbnrinued)
ACTION WHAT IT DOES
Step 7. Enter the character ‘@’ (SHIFT-2 Boots the cluster node through ‘the VMEbus
on most terminals) and press backplane driver (vb) from the server node’s disk.
RETURN.

After a successful boot, the console shows the
single-uscr UNIX prompt (#).

If the “@" boot does not work, you can boot
manually from the PROMs. Enter the command

- vb(0,0)server:kernel HOST=hostname
SERVER=server

all on one line, where

server 1s the hostname of the server node. Note
that this appcars twice in the boot string.

kernel is the name of the kernel for booting. This
is usually /vmunix.

hostname is the hostname of this cluster node.

For cxample, this command boots a cluster node
named cws1 from a server named v24:

vb(0.0)v24:/ymunix HOST=cwsl SERVER=v24

Step 8. Entcr the command Tells UNIX what ume it is. See date (1) for details
on the entry format.

date yvimmddhhmm

where yymmddhhmm is today’s

date.
Step 9. Enter 2 "D (CTRL-D; hold down Boots to muluuser UNIX using the shell script
the CTRL key and press D). fetcl.rc.local.name, where name is the hosmame of

the cluster node.
After displaying several messages, the monitor shows
this prompt:

1S68K 4.3 BSD (hostname)

login:

where fostname is the hostname of this node. This is
tha UNIX login prompt.

D
]

(&)
@«
S

Log in 2s the suparuser by entenng Logs in to UNIX, giving access 10 a2 working C shell
root as vour login name. (UNIX command processor). YOU Can now issue
UNIX commands to the shell prompt (5).

L

1]

The root password is the same for
all nodes on the loczal cluster Note that a Cluster WorkStation (grzphics node)
nerwork: you must use the szme requirss graphics software on the server node. See
password as for the server node. the comment at the beginning of this subsection.

End of procedure
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You cannot turn off power to a cluster node without also turning off power to the server node, and vice
versa. Therefore, if you want 1o leave the server node operating, you can only bring the cluster node down
1o a PROM prompt and tu-n off the console (or WorkStation monitor).

The shutdown procedure differs depending on your current condition:
» If you arc running mulduser UNIX, begin with Siep I in the following procedure.

« If you are running single-user UNIX (the command line shows the single-user prompt (#)), skip to Step
2 of the following procedure.

« 1f the cluster node has crashed, skip to Step 4 of the following procedure before rebooting.

Use the following procedure, the Procedure to Shut Down a Cluster Node, to shut down a cluster node.

Procedure to Shut Down a Cluster Node
ACTION WHAT IT DOES
Step 1. Enter this command: Notifies users of shutdown, waits for the specificd
time, and then kills all processes. When shutdown is
complete, the monitor shows the singlc-user prompt

shutdown +n

where n 1s a time in minutes. @h.
CAUTION
If you turn off your sysiem at this
point, you risk losing data. You
must finish all steps of this
procedure.
Step 2. Enter the command Updates the superbiock and brings the cluster node 0
PRON 3.
reboot the PROM prompt (2)
Wait until the PROM prompt (:) appears.
Step 3. Turn OFF power fnr the cluster Powers down the console for this node. The cluster
console (or WorkStation monitor). node is now "‘off,”’ though the CPU is still active.
Step 4. At the server node, enter the Displays all processes running on the server node that
command are associated with the cluster node. These processes

ps-aux | grep ’@-name’ are now useless, and will interfere with any efforts to
reboot the cluster node.
where name is the hesmame of the
cluster node vou just shut down,
and *@-name’ is enclosed by single
cuotes (anestrophes).
Siep 5. Eater the command

killpg -9 pid

If this command shows no processes on e server
node vou are now finished with this procedure.

Kilis the named process and &ll other processes in the
process group. See killpg (€) for more details on this
command.

where pid is any one of the process

IDs dispiaved in Srep 4.

End of procedure
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Initialize all memory ..
Cluster Node 1
(Integrated Solutions logo appears here)

Integrated Solutions
VMEBUS 68020 4.4/1 boot:Wed Apr 22 19:15:44 PDT 1987

‘@
327872+39808+108684 start 0x800

Integrated Solutions UNIX Release 4.0 #1 (root@ UNKNOWN) Wed Apr 1 16:58:26 PST 1987
real  memory = 2.00M

available memory = 1.11M

detached memory = 0.12M at 0x1c0000

using 90 buffers containing 0.17M of memory

VBQ at addrcss 0xf00000/074000000 ** no vector
vb0 at VBO slave 0 (60.123.0.0.0.0) 0.50M @ 0xf00000

root on rd0a, dump on rdOb, args on rdOb, swap on rdle

16.67 MC68020 CPU
Parity Enabled
***% WARNING: should run interleaved swap with >= 2 Mb ***

o
T

Figure 6-1. Sample of a Normal Cluster Node Boot

6.5 Shutting Down Cluster Nodes

To shut down a cluster network, first shut down the individual cluster nodes, then shut down the server

node with the procedure in Section 2.4, "Shutting Down the System."

CAUTION
Failure 1o shut down the system in an orderly fashion may result in lost

¢atz. In pardcular, simply turning off power without an orderly
shutdown will probably result in data loss.
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Table 6-3. Moving Between UNIX Modces on Cluster Nodes
Want: PROM Single-User UNIX Multiuser UNIX
system-name #
Now: o (or $, %, login:)
PROM Enter the character ““@"’, | Follow the procedure in
: as described in Secction | Section 6.4, "Booling
. 6.4, "Booting Cluster | Cluster Nodes."
Nodes." 1f this does not
work, use the command
vb(0,0)server:kernel
HOST=hostname
SERVER=server
all on one line, as
described in the same
scction.
Single-User Enter Enter a "D (CTRL-D; hold
UNIX down the CTRL key and
# # reboot press D) to force a quick
Wait  for the PROM switch to multiuscr.
prompt 0 appear. For a full reboot, enter the
CAUTION comman:
Pushing RESET crashes reboot
all nodes in 11‘13, cabinet and boot from the PROM
down to their PROM oo
. . prompt as described above
prompts, but this can write in this tabla.
bad data to the server
node’s disks, even with a
sync (8) first. Always run
fsck (8) on the server node
: after a RESET.
Multiuser Use the procedure in | Use the shutdown(8)
UNIX Section 6.5, "Shuting | command as described in
system-name # Down Cluster Nodes," | Section 6.5, "Shutling
or S until the PROM prompt | Down Cluster Nodes."

or %
or login:

appears (after Step 2).
See CAUTION above.

This informs others of the
shutdown, sends warning
messagas, then  boots
down 1o single-user,

6-12
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6.6 Bootmg Smgle User on Cluster Nodes

. Issuing PROM commands (Section 6.6.1)

. Run‘ning diagnostics (Section 6.6.2)
Table 6-2 shows the UNIX modes and their purposes.

Table 6-2. UNIX Opcration Modes for Cluster Nodes

Prompt

Mode

Purpose

PROM

Communicating with the bootstrap PROMs on the
CPU (see Section 1.2) for

» booting UNIX (Section 6.4)
« using PROM commands (Scction 6.6.1)

« stand-alone diagnostics (Section 6.6.2)

#

Single-user

Issuing commands as root with no other users logged

SMM:1

Cluster nodes use the same UNIX modes as normal Systems or WorkStations. Boot the cluster node lo
* multiuser UNIX for normal operation. Other modes are useful for '

UNIX in. Uscful for changing hardware configurations.
system-name # | Multiuser Multiuser UNIX operation. This is the normal mode
or $ UNIX for the system; normal booting tries to reach this
or % level.
or login:

Table 6-3 shows how to move from any mode to any other mode. Find the mode you are in
across to the column for the mode you want.

Setting Up Cluster Nodes
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6.6.1 Using Commands at the Cluster Node PROM Prompt
The PROM prompt (:) gives access 10 the CPU PROMs. Al this prompt you can use the commands in

Table 64. :
Table 6-4. Commands at the Cluster Node PROM Prompt
Command What It Docs
@ Boots the cluster node to single-user UNIX, using the kernel

6-1

L.vmunix.§HOST on the server node.

Toggles interrupt enabling by the monitor. Entering ! cnables
interrupts; entering ! again disables them.

vb(0,m)source:filename

Loads and starts execution of a filc on a device, where

vb is the VMEDbus backplane driver, which actually accesses the
boot disk on the server node. Commands at a cluster node
PROM prompt can access only the boot disk.

m is the device “‘minor’’ number, the partition number on the
boot disk.

source is the hostname of the node where the desired kernel
resides.

filename is the path to the file you want to exccute on disk.
For example, you could issue this command:
vb(0.0)v24server:stand/V20/mmu

to execute the file /stand/V'20/mmu on the a (first, numbered from
zero) partition of the boot disk on a server node named v24server.

If you want 1o go directly to a block instead of a partition, you can
specify a number followed by *‘b’’. For exampl:,

sd(0.10b)

In some applications, it may be desirable to load 2 program without |

automatically beginning its execution. Preceding the load siring
with “*<” causes the file 10 be loaded and a starting address to be
prinied. Then conwol is returned to the PROM monitor. The
program can then be started by typing a **>"" followed by the

SPELTUIRG SIarung a0aress.

i
i
1
|
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Table 6-4. Commands at the Cluster Node PROM Prompt (continued)

Command

What It Does

% address [value]

$ address [value]

# address [value]

Opens/modifies location as a byte where address is the hexadecimal
address for that memory location and /{value] is the optional new
hexadecimal value to write at address.

Opens/modifics location as a word where address is the
hexadecimal address for that memory location and [valuej is the
optional new hexadecimal value to write at address.

Opens/modifies location as a longword where address is the
hexadecimal address for that memory location and [value] is the
optional new hexadecimal value to write at address.

You can use these commands in two ways:
by entering the address in hex

$11r520

or by entering the address in hex with a new value for that
address

$111520 123456

If you specify the value, the location is written 1o without ever
cing read.

When you type % and the hexadecimal address of a memory
location, the system appends a vertical bar (I) followed by the
current byte value at that address and waits for you to enter the
hexadecimal address of the new location.

When vyou type S and the hexadecimal address of a memory
location, the system appends a colon (:) followed by the current
word value at that address and weaits for you to enter the
hexadecimal address of the new location.

When you type # and the hexadecimal address of a memony

location, the system appends a semi-colon (;) followed by the
current word value at that address and waits for vou to enter the
exadecimal address of the new location.
For example, entering
S200
might display

200:68AC _

where "_" represents the cursor location.
If vou dc¢ not type in 2 new value and vou press RETURN, the

~

location remains unmodifed.

{continued or nexi page)
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Table 6-4. Commands at the Cluster Node PROM Prompt (continued)

Command

What It Docs

If you type in a new hex valuc following the displayed hex vatue
200:68AC 68AF

and press RETURN, the new value is written to the current
location, and the colon (;) prompt appears.

I you type in a new hex value following the displayed value
200:68AC 68AF

and press LINE FEED, the new value is written to the current
location and the next location is opened, rather than returning to the

PROM monitor prompt (3).

If you type in a new hex value following the displayed value and
follow it with a backslash (V),

200:68AC 68AF\
the new value is written to the current location and the previous
locaton is openced, rather than returning to the PROM monitor
prompt (3).
Opening a non-existent mcemory location with interrupts enabled

will cause the sysiem to continuously attempt to access the non-
existent location, causing rap errors.

> address

Begins execution at a hex address.

If vou enter the "greater than" sign (>) and an address in hex,
execution immediately begins at that address. For cexample,
entering

>6SAC

begins execution at 68AC.

Puts the CPU into transparent mode. Characters from the console
are mansmitted to the second serial port and characters from the
second serial port are directed te the console port.

T AITS trorm ceavaer - A . e e H badelaS e
£xis wensparent mode and rziums you w the PROM monior
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6.6.2 Running Diagn()st_ics on Cluster Nodes

Two hardware diagnostic programs are useful for cluster nodes:
1. mmu to test the Memory Management Unit on the CPU
2. mem 10 lest main memory

Use these diagnostic programs only if you suspect hardware failures, For example, run diagnostics in
response to these symptoms:

« Cluster node will not boot
«» Cluster node crashes frequently

Since cluster nodes cannot execule programs from a tape drive, you must install the diagnostic programs on
the server node’s boot disk. See Section B.2.2, "Running Diagnostics From UNIX,"” for instructions to
install diagnostic programs on the scrver node.

Use the following Procedure to Load Diagnostics on a Clustier Node to run hardware diagnostics.

6-16 ettine Un Cluster Nodes 6-1A
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Procedure to Load Diagnostics on a Cluster Node

ACTION

WHAT IT DOES

Step 1. Check that the monitor displays the Checks for the right mode for diagnostics.
PROM prompt (:).
Step 2. Enter this command: Loads the program and begins ecxecution. For
vb(0,0)server:stand/SYSitest example, to execute the mmu test enter
vb(0,0)v24server:stand/V20/mmu
where
. where v24server is the hostname of the server node.
‘b. s lhc. VMEbus backplanc This cluster node has a VME-68K20 CPU board.
driver, which actually accesses .. A
. The (0,0) refers to the first partition of the first disk
the boot disk on the server node.
(numbered from 0, remcmber), also known as
server is the hostname of the partition a, holding the root (/) file system.
server nade The console should now display this message:
i?pi),ls your system type (CPU Type RETURN to start at Oxwww
. V20 for the VME-68K20 If' the command docs not work, check that t_hc
dircctory /stand on the scrver node contains
« V10 for the VME-68K10 diagnostic programs. If the directories /stand/V20,
/stand/V10, and /stand/(Q10 do not exist, you must
» Q10 for the IS-68K (Q-bus) install them {rom the diagnostic tape. Sce Section
test is the diagnostic test, either B.2.2, "Running Diagnostics From UNIX."
e Mmu Oor
s mem
Step 3. Press RETURN., Starts the test.
Step 4. Follow  the  insuructions in Runs the diagnostc test. The tests themselves are
"Appendix B: Using Diagnostic idenucal in procedure 1o those run on the server node
Programs” to execute the diag- or any other node.
nosiuc test. See either
Sectien B.3, "Using mmu" or
Section B.4, "Using mem"
Erd of procedure
6-17 Setting Up Cluster Nodas 6-17






SECTION 7: SETTING UP DISKLESS NODES

This section gives procedures to set up and operate a diskless node configuration. These special
configurations require

« At lcast one server sysicm (any Optimum System, Optimum V System, or Optimum V WorkStation)
with an Integrated Solutions VME-ECX Ethemet controller or an Excclan Ethernet controlier (Interlan
will not work)

» One or more Diskless Nodes (speciat systems with an Ethernet controller and no disk drives)
« Identical UNIX rclease levels on the server and diskless nodes
« Graphics softwarc installed on the server node (if any diskless node is a graphics WorkStation)

The Optimum V Diskless Node Installation/Configuration Manual gives details on how 1o set up the
hardware of a diskless node.

This section contains the following subsections:
7.1 What Is a Diskless Configuration?
7.2 Directory Links for Diskless Nodes

7.3 Configuring Diskless Nodes

~1

I

Booting Diskless Nodes
Shutting Down Diskless Node

Booting Single-User on Diskless Nodes

~] 1
[e NNV ]

7.1 What Is a Diskless Configuration?

ecton 1.2, "Introduction to Hardware," dascribas the physical structure of a diskless configuration. For
system admxmbtrauon purposes, a m;lJess conﬁ guration is several nodes (individual systems) shuring
common disk resources.

]

zny normmal Optimum or Opumum V systam. The operating s >t°m is the sama
or other Svsiems and \\ ‘orkStations. The kemnzl must contzin the
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an accommodaie severz) server nodes. Tnz boot procedurs in Section 7.4, "Booting

Ces D

A single nziwork
Diskless Nodes,” describes how 1o specify 2 particular server node w hen booung a diskless node.

All diskless nodss and the server node share e common file system. When vou access z file from one node.
that is the same as aw.smg that file from zny other node. However, some files are unique 1o each diskless
node, and 1o the sarve e itself

~1
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The unique, node-specific files fall into two categories:
« Configuration or data base files that contain node-specific information

« Temporary files and log files, where two or more processes running under different kernels might try to
write simultancously

The first case includes files such as /etc/ttys, which usually are different for cach node on the network. The
second case includes the /tmp and /usr/tmp dircctories, where two processcs on different kernels specify the
same name for a temporary file, .

For example, programs like sort (1) create temporary files to hold the sorted information. These files are
created in the fusr/tmp dircctory and have a name of the form /usritmp/stm$$, where §§ is expanded to
represent the current process ID.

In single-processor systems, attaching the process ID to the temporary file name prevents collisions
between concurrent sorts because all process IDs are unique. On a diskless server’s file system, two
processes with the same ID might exist, which would create one temporary file rather than two scparate
temporary files. Therclore, separate processors must have scparaie temporary arcas.

The UNIX kernel solves this problem by providing naming conventions for node-specific files and
dircctorics. The naming convention is based on the node hostname. The kernel provides unique names by
cxpanding, or translating certain string variables when it evaluates the targets of symbolic links:

« SHOST translates to the hostname of the node from which the request originates, server or remote.

« SRHOST translates 1o the hostname of the remote node from ‘which the request originates. - 1f -the -
request originates on the server node, SRHOST translates 10 a null string.

o SREMOTE translates to the string remote when interpreted on a remote node, and to a null string on
the server node.

o SMACHINE translates to one of the fcllowing:
— Q10 for an Optimum (Q-bus) system
— V10 for an Opumum V system with a VME-6SK10 CPU board
— V20 for an Optimum V system with 2 VME-68K20 CPU board

As an example, consider a symbolic link to the file test. SRHOST. When a command is issued on the server
node that refers to this symbolic link, it tries to access a file “‘test.”’. A command issued from a diskless
node named dwsl wrizs 10 access a file ‘“tesidwsi .

'mbolic links, this process is wansparent 10 the user. A file or directory name such as /etc/invs is
ic link to a file or directory name which has one of the swring variables embedded. The
nds the sting and accesses the corract dle for the reguasting node.

ror example, the jfollowing command links the directory /tmp 1o 2 directory name with the embeddad

In -s /tmp.\SRHOST /tmp

dollar sign (S}, which ‘“‘escapes,’” or prevents shell interpreration.} On

(Note the backslash (\) precedes th
@ central and diskless nodes dwsl and dws2, a pathname that inciudeas

& n2work with a server node nam
/tmp will translate 1o

o

(¢

~1
o
~)
'
to
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« (on central) {.tmp.
e (on dwsl) l.tmp.dwsl
 (on dws2) ltmp.dws2

- Each of these /.ump directories then contains files specific to its related node. The user simply types /tmp in
pathnamecs; the kernel handles the interpretation invisibly.

Specifying a file by its full name (for example, /etc/.tmp.dwsl) will always access that particular file.

When the admin (8) program configures a server node for a diskless network, it makes node-specific links
for these files and dircctories:

o /dev o /ctclitys o lusriliblmail

e /etcifstab o letclutmp « lusrispoolimqucue
o letc/imotd o ltmp o lusrispoolirwho

e letcipsdatabase e lusrladm o lusritmp

e leicirc o /usrlliblcrontab o /vinunix

e letcire.local

Check your own UNIX installation for local programs that use temporary or log files. If any programs usc
temporary or log files in areas other than those listed above, and these programs can run on more than onc
processor simultaneously, you must create a symbolic link either for the files or for the directory in which
they reside.

When you create node-specific symbolic links, you might want to make the *‘real’’ file or directory names
begin with a period:

/tmp --> /tmp.SRHOST
This way, the casual user will see only the link and not be confused by a profusion of names like

/tmp.dws]
ltmp.dws2
ftmp.awss ...

since the Is (1) command does not normally show filenames that begin with a pariod {.).

2. h ngarnam2 znd network 2ddrass for each diskless noda.

o

2twork with admin (8).

7.3.1 Allowing Swap Space for Diskless Nodes

Diskless nodes require swap space on the server node. The server node uses assigned disk partitions for

swa ce: the diskless nodes, having no disks of their own, use files for swap space.

n Nz
S

Diskless nodes use 2 file /usrispoolidisklessiname.swap on the server node, where ‘‘name’” is the hostname
the diskiess node. admin (8) creates the swap directory when configuring diskless nodes.

v
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These files can be very large, up to 16.5 Mbytes apiece (16,500 Kbytes, as measured by the Is (1) and df (1)
commands). When you configure the file systems for your network, you must allow enough space for these
files in the /usr partition,

Normally, the files are not that large. To see the actual size of the files, enter the command

Is s /usr/spooVdiskless/*.swap

The -s option to Is shows the size in blocks of the files. Do not use the -1 option to look at file size; this
gives a character count, an inaccurate measure in this case.

Enter the command

df
to sce current disk usage. Check the “‘available’ (avail) column for the /usr file system. There should be
at least 5000 Kbytes available for each diskless node on the network, Secction 4.3, "Configuring Disks,"
tells you how to change disk configuration if you need to assign a larger partition for swap files. You can
also crcate a "spanned disk” and use partitions from several disks to crcate a very large (or simply more
cfficicnt) file system for the swap file arca.

If the /usr file system is not large cnough to hold the swap files, you can cither usc a symbolic link to put

the swap files in another file system or create a spanned disk to cnlarge the file system. For example, the
command

In -s /d1skless/usr/spool/dmkless /usr/spool/diskless

p01ms to a dxrevtory in another area, a /diskless file S) stem that you can create with the newfs (8) command
as described -in Section 4.3.4, "Adding a New File System.” Mount (mount (8)) this file system on a
sufficiently large disk partition,

7.3.2 Choosing Names and Addresses for a Diskless Network

When vou configure a dlsLless network, you assign a network address for the server node during admin (§)
initialization. Then, when adding each diskless node 1o the network, vou must provide an iniernet address
for the disxless node.

If yvou have not already done so, complate the procedure in Section 3.3, "Initalizing Your System." This
procedure assigns a name and internet address for the server nods. You must complete this naming
procedure before installing diskless nodes.

Choose hosmames for ezch of the diskless nodes and write them down. Use hosrnamns with less than
vwelve characiers. Dx, not use spaces within hosmames: use underscorss to separate words (for exampie,
st a

¢l_name). Tne hosinames must b2 unigue within the neiwork.

Choose an internat address for this Ciskizss node. The file jercikosis cafines intermet addresses and
ace } e o Wie el e . < v ccas Tae AP o o P Ric 1. -
hosmamas: look in this flle for examples of intemnet zddresses. Network addresses have this format
n.rL.nrn
where eachnisa mal number 1.252
The nrst of the four numbers in an internat addrass is the “‘nerwork numbar.”” You should use e same

1
sreme=lr v - =T S bt
netwerk number as the Ethemnet controller of the server node.

Ir. "Appendix C: Configuraton Worksheet,” in the area reserved for networks, enter this information:

e Hostname and intemet address of each diskiess node

72 Seuing Up Diskless Nodes i



System Administrator Guide . . SMM:1

7.3.3 Configuring the Network With admin .(8)

Use the following Procedure 1o Add a Diskless Node to the Network to configure the diskless network or to
add a diskless node to an existing network. ’
Procedure to Add a Diskless Node to the Network

ACTION WHAT IT DOES

Step 1. {f you have not yet done so, Sets up the server for diskless operations. See
configure the scrver node with Section 3.3, "Inidalizing Your System."
admin (8).

Step 2. Enter the command Invokes the administration program.
/etc/admin

Step 3. Sclect option C at the top menu of Sclects operations dealing with local (diskless or
the admin (8) program. cluster) networks.

Step 4. Sclect option A from the next Selects adding a diskless node to the network.
menu. admin now prompts for the¢ name and internet

address of the diskless node, and whether or not this
is a graphics node. See Table 7-1 for further details
on admin opcrations.

End of procedure

-5 Setting Up Diskless Nodes
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Table 7-1. admin Adding a Diskless Node

What admin (8) Does

Affected Files

Prints the top-level menu. Select item C, *‘Diskless/Cluster installation
and deletion.”

Prints the diskless/cluster menu. Sclect item A, ‘“Add -a diskless
node.”’

Prompts for the name of the diskless node. Enter a name, with the
same restrictions on length and characters as for the server node name.

Prompts for the internet address of the diskless node. Sce Section
7.3.2, "Choosing Names and Addresses for a Diskless Network,"” to
determine an internet address.

Prompts for graphics configuration of the diskless node. If this is a
Diskless WorkStation (graphics), answer y; if this is a Diskless
Compute Node (non-graphics), answer n.

Prints the diskless node name and interncet address, formatted as for the
filc /etc/hosts. You should write this information in "Appendix C:
Configuration Worksheet," -

If you accept the information printed by admin, press <rcturn> 1o
continue the procedure. If you want to abort admin, press “C (CTRL-
C) to prevent any changes to system files.

Writes the diskiess node name and internct address o /etc/hosts. - -

letclhosts

Creates the swap directory /usr/spoolidiskless, if it does not already
exist.

lusrispoolldiskiess

Creates various ‘‘hidden’ files and directories for the diskless node.
Sez Section 7.2, "Directory Links for Diskless Nodes."

P
Lo
BRI

ldev

letclfsiab
letcimotd
letc/psdatabase
letcirc
letcirc.local
leicliys
fetclurmp

/tmp

lusriadm
Jusriiib/croniab
‘usrilibimail
‘usr. spoclimaueus |
jusrispoolirwho |
(usriimp

It d
U lX
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7.4 Booting Diskless Nodes

Boot the server node as any other Optimum or Optimum V system using the procedures in "Scction 2:
Starting UNIX from Disk." Once the server node is running, boot the diskless nodes one at a time.

SMM:1

Booting a Diskless WorkStation (a graphics node) requires graphics software on the server node. 1f the
server is a WorkStation, this software is already in place. Graphics softwarc is on the standard IST UNIX
4.2/3BSD rclease tape from Relcase 3.05 onward. Contact 1SI Customer Support if you do not have the
necessary softwarc release.

Use the following proccdufc, the Procedure to Boot a Diskless Node, to boot a diskless node. Figure 7-1
shows a sample of a normal diskless node boot.

Procedure to Boot a Diskless Node

ACTION

WHAT IT DOES

Step 1.

Boot the server node, if it is not yet
running, Continue the boot 1o
multiuser UNIX.

You cannot boot diskless nodes without a functioning
scrver node.

Usc the procedures in "Scction 2: Starting UNIX
from Disk" 10 boot the server node.

Step

Check that the server node has files
of the name

/devienet[0-3]a

Checks for /dev files 10 support remote booting.
Thesc files must exist in the /dev directory.

If they are not there, create them with the procedure
in Scction 4.6, "Making New Devices in /dev."

Step 3. Enter the command Checks that the boot dacmon, /etc/bootd, is running
, in the background. If it is not, enter the command
ps -aux | grep bootd =
letc/bootd &
and check that the file /etc/re.local to see that it has a
command to start the daemon.
Step 4, Enter the command Checks for leftover processes from the last boct of

ps -aux | grep '@-rame’

whers rname is the hosmeme of the
diskless node you want 1o boot, and
‘@-name’ is enclosed by single

guots (2positcphas).

this diskless node. You cannot boor if these
processas exist  See Section 7.3, "Shutting Down
Diskless Nodas,” to remove these processss.

These processes occur on server nodes that service
requests from diskless nodes. They execute entrely

tn
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Procedure to Boot a Diskless Node (continued)

ACTION

WHAT IT DOES

Enter the character “‘@*’ (SHIFT-2
on most terminals) and press
RETURN.

Step 7.

Bools the diskless node through the Ethernet driver
(ex or nw) from the server node’s disk.

After a successful boot, the console shows the
single-user UNIX prompt (#).

e “@’’ command broadcasts a request from the
diskless nodc over the Ethemnet; any server node on
the network that is configured to support this diskless
node can respond. If two or more servers respond,
the first to respond becomes the server for this
diskless node.

If the ““@"" boot does not work, or if you want to
name a specific server node, you can boot manually
from the PROMs. Enter the command

dev(0,0)kernelhost:kernel HOST=hostname
SERVER=server

all on one line, where

dev is the Ethernct controller on the diskless node, . .
cither

» nw for the VME-ECX board, or
» ex for the Excelan Ethernet board

kernelhost is the. node from which you want to use
the specified kemnel. Note that this is usually. but
not necessarily, the same hostname as server.

kernel is the name of the kernz! for booting. This

is useally vmunix,
hostname is the hostname of this diskless node.
server 1S the hostname of the server node.

ro °xamolﬂ this command boots a diskless nod
named dwsl, w:r = VMZ-ECX Eiherne: conroliar,
from e server nods namsd central:

nwi0,0 centralivmunix HOST=Ew

date symmZgdnnmm

where yvmemddnamm is today’s
éaze.

(continrued or nex: page)
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Procedure to Boot a Diskless Node (continued)

ACTION . . WHAT IT DOES
Step 9. Enter a “D (CTRL-D; hold down Boots to multiuser UNIX using the shell script
the CTRL key and press D). letcl.rc.local.name, where name is the hostname of
the diskless node.
After displaying several messages, the monitor shows
this prompt:
IS68K 4.3 BSD (hostname)
login:
where hostname is the hostname of this node. This is
the UNIX login prompt.
Step 10. Log in as the superuser by entering Logs in to UNIX, giving access to a working C shell

root as your login name. (UNIX command processor). You can now issuc

The root password is the same for UNIX commands to the shell prompt (#).

all nodes on the local diskless Note that a Diskless WorkStation (graphics node)
network; you must use the same requires graphics software on the server node. Sce
password as for the server node. the comment at the beginning of this subscction.

End of procedure

Initalize all memory . .
(Integrated Solutions logo appears here)

Integrated Solutions
VMEBUS 68020 4.4/1 boot:Wed Apr 22 19:13:22 PDT 1987
'@

327872+39808+10858+4 stzrt 0x800

Integrated Solutions UNIX Release 4.0 #1 (root@UNKNOWN) Wed Apr 1 16:58:26 PST 1987

real mem = 2.00M

avail mem = 1.26M i

derzched memory = 0,12M a1 0x1e0000
i

13

Yo~ L A T Y
vsing &< puffers containing G.1

o0t on smQz, cump on smOb. args on smOb, swap on smOb

of memory

156.67 MC68020 CPU i
Paminy enabie !

=== WARNING: should run interleaved swap with >=2 Mp >~ !

Figure 7-1. Sample of 2 Normal Diskless Node Boot
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7.5 Shutting Down Diskless Nodes

To shut down a diskless network, first shut down the individual diskless nodes, then shut down the server
node with the procedure in Section 2.4, "Shutting Down the System."

CAUTION

Failure 1o shut down the system in an orderly fashion may result in lost
data. In particular, simply turning off power without an orderly
shutdown will probably result in data loss.

The shutdown procedure differs depending on your current condition:
« If you are running multiuser UNIX, begin with Step 1 in the following procedure.

« If you arc running single-user UNIX (the command line shows the single-user prompt (#)), skip to Step
2 of the following procedure.

« If the diskless node has crashed, skip to Step 4 of the following procedure before rebooting.

Usc the following procedure, the Procedure to Shut Down a Diskless Node, to shut down a diskless nodc.

Procedure to Shut Down a Diskless Node
ACTION WHAT IT DOES
Siep 1. Enter this command:. .~ . Notifies-uscrs -of -shutdown, waits for the specified
time, and then kills all processes. When shutdown is
complele, the monitor shows the single-user prompt
where n 1s a time in minutes. #).

shutdown +n

CAUTION
If you turn off your system at this point,
vou risk losing data. You must finish .l
steps of this procedure.

Siep 2 Enter the command Updates the superblock and brings the diskless node
e PROM prompt (:).
reboot to the PROM promp: (2)
Wait until the PROM prompt (:) appears.
Step 3. Turn OFF power for the diskless Removes power from the diskless node. The diskless
node. node is now off.

.....

Tumm off powszr for the console (or WorkStatics

mOoniiort 23 . 2il

{CORIinued on nex: page:
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Procedure to Shut Down a Diskless Node (continued)

ACTION WHAT IT DOES
Step 4. At the server node, enter the Displays all processcs running on the server node that
command arc associated with the diskless node. These

ps -aux | grep ’'@-name’

where name is the hostname of the
diskless node you just shut down,
and ’*@-name’ is enclosed by single
quotes (apostrophes).

processes arc now useless, and will interfere with any
cfforts to reboot the diskless node.

If this command shows no processes on the server
node you are now finished with this procedure.

Step 5. Enter the command
Killpg -9 pid

where pid is any onc of the process
1Ds displayed in Step 4.

Kills the named process and all other processes in the
process group. Sec killpg (8) for more details on this
command. '

End of procedure

7.6 Booting Single-User on Diskless Nodes

Diskless nodes use the same UNIX modes as normal Systems or WorkStations. Boot the diskless node to
multiuser UNIX for normal operation. Other modes are useful for

s Issuing PROM commands (Section 7.6.1)

» Running diagnostics (Section 7.6.2)

Table 7-2 shows the UNIX modes and their purposes.

Table 7-2. UNIX Operation Modes for Diskless Nodes

i Prompt | Mode |

Purposz :

| PROM
|
|
|

icaung with the UNIX bootsirap PROMS on
the CPU (sz2 Section 1.2) for

« booting UNIX (Section 7.4)

Commun

» using PROM commands (Secdon 7.6.1)

nd-zlone diagnostics (Secton 7.6.2)

"

| Issuing commands as root with no other users iogged !
¢ in, Useful for changing hardwere configuratons "
Ssierm-nome ~ Mulduser UNIX operation. This is the normal mode |
cor S | for the sysiem: nommal bootng mes to reach this |
or % i level
or login: ! i

2Cross 10 the column for the mode you want.

-3 shows how to move from any mods 1o any other mode. Find the mode vou are in and read

7-11 Seuing Up Diskless Node 7-11
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Table 7-3. Moving Between UNIX Modes on Diskless Nodes
Want: PROM Single-User UNIX Multiuser UNIX
system-name #
Now: : # (or $, %, login:)
PROM Enter the character “@’’, | Follow the procedure in
: as described in Scction | Section 7.4, "Booting
7.4, "Booting Diskless | Diskless Nodes."
. Nodes." If this does not
work, or if you want to
name a specific server
node, use the command
dev(0,0)kernelhost:kernel
HOST=hostname
SERVER=server
all on onec linc, as
described in the same
section.
Single-User Enter Enter a "D (CTRL-D; hold
UNIX # reboot down the CTRL key and
# press D) to force a quick
Wait- - for--- the ~PROM “switch to multiuser.
prompt 10 appear. For a full reboot, enter the
CAUTION command
Pushing RESET can crash reboot
the system down Lo th and boot from the PROM
PROM prompt, but this o -
can write bad data 1o the prompt as described above
. e in this table.
server node’s disks, even
with a sync(8) first.
Alwayvs run fsck (8) on the
( server node after a
RESET.
Multiuser Use the procedure in | Use the shutdown(§)
UNIX | Section 7.3, "Shutting | command as described in
! sysiem-name £ i Down Diskless Nodes,” | Secicn 7.3, Shuning |
Por S 3f undl the PROM prompt i Down Diskless Nodss!'
or % it eppears (2fter Step 2). | This informs others of the |
or login: ' See CAUTION 2hove, | shuidown, sends warning ,
; ! messages, than  bools
5 : dowr. to single-user. |
-1z Setting Up Diskless Nodes 7-12




System Administrator Guide : SMM:1

7.6.1 Using Commands at the Diskless Node PROM Prompt

The PROM prompt (:) gives access to the CPU PROMs. At this prompt you can usc the commands in
Table 74.

Table 7-4. Commands at the Diskless Node PROM Prompt

Command What It Does

@ Boots the diskless node to single-user UNIX, using the kernel
. lvmunix.$HOST on the server node.

The “@"’ command broadcasts a request from the diskless node
over the Ethernet; any server node on the network that is configured
to support this diskless node can respond. If two or more servers
respond, the first to respond becomes the server for this diskless
node.

! Toggles interrupt cnabling. Entering ! enables monitor interrupts;
entering ! again disables them.

dev(0,m)source:filename Loads and starts execution of a file on a device, where

dev is cither
« nw for the VME-ECX Ethernct board, or
« ex for the Excelan Ethernet board

which acwally accesses the boot disk on the server node.
Commands at a diskless node PROM prompt can access only the

boot disk.

m is the device ‘‘minor’’ number, the partition number on the
boot disk.

source is the hositname of the node where the desired kemnel
resides.

Jilerame is the path to the file you want to execuie on disk. i

For example, you could issue this command:

nw(0,0)v24server:stand/V20/mmu
i 10 exscute the file /s1andV20/mmu on tie a
' zero) paTudon boot disk on a s2rver node named vidserver !

cf the
with a2 VAME-ZCX Ethernat conim Iler.

-

In some applications, it may be dasirable to load a program without ;
oaTly )

automatically beginning i execution. Preceding the load swming |
; with *'<’” causes the file 10 b° loaded and a2 st2niing aaeue $ 10 D2 |
i printed. Then conwol is reiwrmad 1 the PROM meoeniior. The |

r
program can then be started by yping 2 > IOHOV\ 2d by e

~1
L

b

(V3)
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Table 7-4. Commands at the Diskless Node PROM Prompt (continued)
"~ Command ‘ What It Does

% address [value] Opens/modifies location as a byte where address is the hexadecimal
-address for that memory location and [value] is the optional new
hexadecimal value to write at address.

$ address [value] Opens/modifies location as a word where address is the
hexadecimal address for that memory location and [value] is the
optional new hexadecimal value to write at address.

# address [value] Opens/modifies location as a longword where address is the
hexadecimal address for that memory location and [value] is the
optional new hexadecimal value to write at address.

You can use these commands in two ways:
by entering the address in hex

$IT520

or by entering the address in hex with a new value f{or that
address

SI1520 123456

If you specify the value, the location is written to without ever
being recad. -

When you type % and the ‘hexadecimal address of a memory
location, the system appends a bar () followed by the current byte
value at that address and waits for you to enter the hexadecimal
value of the new location.

When vou tyvpe S and the hexadecimal address of a memory
location, the sysiem appends a colon (:) followed by the current
word value ai that address and waits for you to enter the
hexadecimal value of the new location. ’

When you type # and the hexadecimal address of a memory
location, the system appends a semi-colon (;) followed by the
current word value at that address and waiws for you to enter the |
| hexadecimal value of the new location.

Tor example. entaring

whare "_" represents the cursor iocaton. i

c?
oJ
23

If you do not ivpe in 2 new value and vou press RETURN,
i location remains unmodined. |

i (contirnucc Or nex: pagei

~1
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Table 7-4. Commands at the Diskless Node PROM Prompt (continued)

Command What It Does
If you type in a new hex value following the displayed hex value
200:68AC 68AF
and press RETURN, the new value is writlen in the current
location, and the colon (:) prompt appears.
.If you type in a new hex value following the displayed value
200:68AC 68AF
and press LINE FEED, the new value is written to the current
locauon and the next location is opencd, rather than returning to the
PROM prompt (:).
If you type in a new hex value following the displayed value and
follow it with a backslash (\),
200:68AC 68AF \
the new value is written to the current location and the previous
location is opened, rather than returning to the PROM prompt (2).
Opening a non-cxistent memory location with interrupts cnabled
will cause the system (o continuously attempt to access the non-
existent location, causing Lrap errors.
> address Begins execution at a hex address.

If you enter the "greater than” sign (>) and an address in hex, you
will immediately begin execution at that address. For example,
entering

begins execuuon at 68AC.

Puts the CPU into transparent mod2. Charactars from the conscle
are transmitted to the second serial port and characters from the
second serial port are directed to the console port.

A

Tyire < 15 qmA mamyeme 3 ISR
| ZXits ransparani mode and rélums 0 IS mOnIicr prompt (1L

A L en tha seancmarant oA
CiG2 (110 ng mansparent siace.
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7.6.2 Running Diagnostics on Diskless Nodes
Two hardware diagnostic programs are uscful for diskless nodes:
1. mmu to test the Memory Management Unit on the CPU

2. mem to lest main memory
-Use these diagnostic programs only if you suspect hardware failures. For example, run diagnostics in
response to these symptoms:

« Diskless node will not boot

«» Diskless node crashes frequently

Since diskless nodes cannot exccute programs from a tape drive, you must install the diagnostic programs
on the server node’s boot disk (or on the boot disk of any diskless server node on the local network). See
Section B.2.2, "Running Diagnostics From UNIX," for instructions to install diagnostic programs on the

scrver node.

Use the following Procedure to Load Diagnostics on a Diskless Node to run hardware diagnostics.

~.1
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Procedure to Load Diagnostics on a Diskless Node

ACTION

WHAT IT DOES

Check that the monitor displays the
PROM prompt (2).

Step 1.

Checks for the right mode for diagnostics.

Enter this command:
dev(0,0)server:stand/SYS/test

Step 2.

where
dev is cither

e nw for the VME-ECX

Ethernet board, or

« ex for the Excelan Ethernet
board

which actually accesses the boot
disk on the server node.

server is the hostname of the
node where the desired test
resides.

SYS is your system type (CPU
type):

o V20 for the VME-68K20

¢ V10 for the VME-68K10

e Q10 for the IS-68K (Q-bus)
tesi is the diagnostic 1est, either

e mmu or

e« mMem

Loads the program and begins execution. For
cxample, to execute the mmu test through a VME-
ECX Ethernet controller, on a diskless node with a
VME-68K20 CPU board, enter

nw(0,0)v24server:stand/V20/mmu

where v24server is the hostname of the server node.
This diskless node has a VME-68K20 CPU board.
The (0,0) refers to the first partition of the first disk
(numbered from 0, remember), also known as
partition a, holding the root (/} file system.

The console should now display this message:
Type RETURN to start at Oxwwiw

If the command doecs not work, check that the
directory /stand on the server node contains
diagnostic programs. If the directories /stand/V20,
Istand/V10, and /stand/Q10 do not exist, you must
install them from the diagnostic tape. See Section
B.2.2, "Running Diagnostics From UNIX

Press RETURN.

Starts the test.

Follow the instructions in
"Appendix B: Using Diagnestc

- " . . ..
Frograms’ 10 execule the aiag-

Runs the diagnostic test. The tests themselves are
identcal in procedure 10 1hos2 Tun On tiie server nods
or zny other nods.

ZNZGT DroleEQUTE
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SECTION 8: DAY-TO-DAY OPERATIONS

This section gives procedures for daily operation and maintenance of the UNIX system.
This section contains the following subsections:

8.1 What Is UNIX Maintenance?

8.2 Recovcring From Crashes

8.3 When Do You Boot Single-User?

8.4 Using Commands at thc PROM Prompt

8.5 Monitoring Your Systcm

8.6 Accounting

8.7 Backing Up Your System

8.1 What Is UNIX Maintenance?
After booting the system and sztting it up, the System Administrator’s daily duties include:
« Troubleshooting—fixing problems such as system crashes and corrupted file systems
» Monitoring—checking various parts of UNIX to make sure that everything is running well
» Accounting—keeping track of users, making sure that they follow any rules for this site (such as disk
quotas)
+ Backing up—copying disk contents onto wapz for safe storage, and restoring files from these backup
tapes

8.2 Recovering From Crashes

If the system crashes, it will ordinarily reboot automatically to multiuser operation. If the boot halts and
gives the single-user prompi (5, oy entzring reboot for & fresh start. If the boot halis and gives the PROM
prompt (1), use the procedure in Sacton 2.3, "Booting eSysxem

Use fsck (8) w ciean up the disks efter a crash: se2 Secuon 2.5, "What to Do if the Autoboot rails.

17z clusier node crashes, sze Secdon 6.5, "Shuttng Down Cluster Nodes." If & diskiess node crashas, se2
Section 7.5, "Shutdng Down Diskiess Nodes.”

CUnder some CIfCUMSIERCas VOU mEY WERD 10 iniarmupi the 2uioboor in order 1o execuis commands at ths
single-user UNIX prompt (%) or ai thz PROM prompt (1), For example, the diagnosic programs in
Appandix B raquire the PROM prompt. See Section 8.3 for single-user and PROM boots.

¥

and prints a terse hardware diagnostic messzge on the sysiem console, ook up th
tha UNIX Programmer’s Refercrce Aanual (PRM), Section 4. For example, if &

sdn: lost interrupt.

appaars, lock 21 sd {4).
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UNIX saves these hardware diagnostic messages in a file /usr/admi/messages. See Appendix B for
diagnostic programs to correct hardware errors.

When the system crashes voluntarily it prints on the console a message of the form

panic: message

UNIX dumps a core image then triggers an automatic reboot, as described in "Section 2: Starting UNIX
From Disk." If fsck (8) finds no faults, the system resumes multiuser operation.

One common cause of a panic crash is hardware failure. Table 8-1 shows some common panic crash

messages with explanations.

Table 8-1. Panic Crash Messages

Crash Message

What It Means

panic: 10 errin push
hard IO err in swap

The system encountered an error trying to write 10

the paging device, or an error in rcading critical
information from a disk drive. Fix the disk if it is
broken or unrcliable.,

panic: timeout table overfiow

The timeout table ran out of ecntrics. A minor
problem; rebooting usually fixes it.

panic: trap typen

where z is a number 0-13 -

The system encountercd an unexpected trap. The
trap types arc

0 Resct 7 TRAPV instruction
2 Bus error 8 Privilege violation

3 Address error 9 Trace

4 Illegal instruction 10 Line 1010 emulation
S Zero divide 11 Line 1111 emulation

6 CHK instructic:.

panic: init died

The system initialization progran:. init(8), has died,
so no new users can log in. Rebooting is the onlv
repair for this, so the svstem reboots.

Day-to-Day Operations
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8.3 When Do You Boot Single-User?

The system can operate in three modes, each with a different prompt. Table 8-2 shows these modes. For
cluster nodes see Section 6.6, "Booting Single-User on Cluster Nodes." For diskless nodes see Section 7.6,
"Booting Single-User on Diskless Nodes."

Table 8-2. UNIX Opcration Modes

Prompt Mode Purpose
: : PROM Communicating with the UNIX boot-
strap PROMs on the CPU (sce Section
1.2) for

» installing  UNIX from tape
(Appendix A)

« booting UNIX (Scction 2)

« stand-alonc diagnostics (Appendix

B)
» using PROM commands (Section
8.4)
# Single-user | Issuing commands as root with no
UNIX other users logged in. Useful for

o mounting and unmounting file
systems (mount (8))

« checking the disks (fsck (8))

» backing up the file sysiems
(Section 8.7)

©svsiem-rame 7 Mulduser Muliuser UNTX operation. This is the
or S UNIX normal  mcde for  the  sysiem:
o % autobooting tries to reach this level.

Boot o the single-u

1T iinivta
=

§

= eha DDA memmmme < e
2001 W0 the PROM promzt (o vse the s
— s - 4
ot

Py
3OUTas ko thon gl
SQUrCS SLNIr LNEh vmunx

NA1y ~mem atzA yyma otk -n-;o\: - . b - O r
Y ! S o a1 d —me—— e S211a Al Am Az 1 vy A Rl aTad AT AT ST TR 4
10U can alse use e PROM prompor o issue commands in Secuon &4, "Using Commands 21 the PROM
T

feble 8-3 shows how to move from any mode 1o any other mods. Find the mode vou are in and read

w)

O'O
(V3]
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Table 8-3. Moving Between UNIX Modes

en  boots
1 Y . M

! dowr to singl

“Want: . Aulti N
ant PROM : Single-User UNIX Multiuser UNIX
_ system-name #
Now: : # (or §, %, login:)
PROM Enter Enter the “@’’ character
: . for a full autoboot. Or
t dev(0,0)ymunix shortcut by booting to
where dev is the name of | single-user (sec this table)
the system’s boot disk. and from single-user to
multiuser (sec this table).
CAUTION
This method bypasses disk
checks; do this only after a
graceful shutdown.
Single-User Enter Enter
;‘JND‘ # umount -a; reboot # reboot
Wait for the PROM to perform a full reboot.
prompt 1o appear. After Entering a "D (CTRL-D;
ten seconds with no entry, .
o : R S hold down the CTRL key |-
the system will autoboot.
and press D) forces a
CAUTION ‘ quick switch 10 multiuser.
Pushing RESET can crash CAUTION
the system down to the I e Al
PROM prompt, but this This fn.ct.hod b)"passvs disk
| . checks; do this only after a
 can thrash the disks, even
. o graceful shutdown,
with a sync(8) first =
Always run fsck (§) after a
| RESET.
i Muliuser b Use the procedure in | Use the shutdown(8)
UNIX Section 4, "Shutting | command as described in
System-name # Down the Svstem," until | Section 2.4, "Shutting
cer 8 © the PROM prompt appears | Down the System." This
L or Ge (afier Siep 2). informs others of the
. or zin: : ; . hutdown, sends waming
cor login " Se2 CAUTION zbove. SDULIOWR, SenGs Wwaming

messages, th
S
S

i

A
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8.4 Using Commands at the PROM Prompt

The PROM prompt (:) gives access to the CPU PROMs. At this prompt you can use the commands in
Table 8-4. For PROM commands on cluster nodes, see Section 6.6, "Booting Single-User on Cluster
Nodes." For PROM commands on diskless nodes, see Section 7.6, "Booting Single-User on Diskless
Nodes." '

Table §-4. Commands at the PROM Prompt

Command . - What It Docs
@ Boots the system to multiuser UNIX, using the kernel /vmunix on
- the default boot disk drive.
!t Toggles interrupt enabling. Entering ! cuables interrupts; entering !

again disables.
dev(M m)filename Loads and starts execution of a file on a device, where

dev is the device name (e.g., sd, ts)

M is the device number (e.g., 0 for the first such device, 1 for the
second)

m is the device ‘‘minor’” number, usually
« for disks, the partition number
« for tapes, the file number on the tape

Jilename is the path to the file you want 1o excecute on disk. There
1S o filename when yvou specify a tape device.

For example, you could issuc these commands:

ts(0.8)
sdi(l.6)stand/bad144

o execute the eighth file cn a tape or to execute the file
stardibadl<4+ on the g (7th, numbered from zero) paruion of an SD ¢
disk. !

If you want to go directly to a block instead of a partition, you can
specify a number followed by “‘b’’. For example,

é ' 5d(0.10b)

in v~
= SIS &
. e b

" O

o
]

o
w
89
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Table 8-4. Commands at the PROM Prompt (continued) ..

Command

What It Does

% address [value]

$ address [valuc]

# address [value]

Opens/modifies location as a byte where address is the hexadecimal
address for that memory location and {value] is the optional new
hexadecimal value to write at address. Table 8-5 shows memory
locations for Optimum V system board addresses. Table 8-6 shows
memory locations for Optimum system board addresses.

Opens/modifics location as a word where address is the
hexadecimal address for that memory location and [value] is the
optional new hexadecimal value to write at address.

Opens/modifies location as a longword where address is the
hexadecimal address for that memory location and [value] is the
optional new hexadecimal value to write at address.

You can use these commands in two ways:
by entering the address in hex

SI1520
or by entering the address in hex with a new value for that
address

- $fff520 123456

If you specify the value, the location is written to without ever
being read.

When you type % and the hexadecimal address of a memory
location, the systcm appends a bar () followed by the current byte
value at that address and waits for you to enter the hexadecimal
value of the new location.

When you tvpe S and the hexadecimal address of a memory
locauon, the sysiem appends a colon (0) followed by the curmrent
word value &t that address and waixs for vou to enter the
exadecimal value of the new location.

When you type # and the hexadecimal address of a memory
focation, the sysiem appends a semi-colon (;) followed by the
current word value 2t that address and waits for you 1o enter the
h

hexadazimal vaiue of the new location.

where reprasanis the cursor locauon.

-
1285

If vou do not tvp2 in a new value and vou press RETURN, the
location remains unmodified.

{coniinued orn nexi page)
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Tablé 8-4, Commands at the PROM Prompt (continued)

Command

What It Does

If you type in a new hex valuc following the displayed hex value
200:68AC 68AF

and press RETURN, the new value is written to the current
location, and the colon (¢) prompt appears.

If you type in a new hex value following the displayed value
200:68AC 68AF

and press LINE FEED, the new value is writien to the current
location and the next location is opened, rather than returning to the
PROM prompt ().

If you type in a new hex value following the displayed value and
follow it with a backslash (V),

200:68AC G8AF \

the new value is written to the current location and the previous
location is opened, rather than returning to the PROM prompt (:).

Opening a non-existent memory location with interrupts enabled
will cause the system to continuously attempt to access the non-
existent location, causing trap €Irors.

> address

Begins execution at a hex address.

If you enter the “greater than” sign (>) and an address in hex,
execution begins immediately at that address. For example,
entering

>68AC

execution begins immediately at 68AC.

are wansmitted 10 the second serial port and characters from the
second serial port are directed to the console port.

Puts the CPU into transparent mode. Characters from the console |

i Exiis wensparent mode and returns 10 the monitor prompt.

Day-to-Day Operations
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Table §-5. Optimum V System Board Addresses in Memory'r

Function | Device Board Default Alternate
Tape ts VME-QIC2/R - {ff550 fff520
Disk sd VME-SCSI fiffe0 ff{ffo

sm VME-SMD 0 in short 0200, 0400, 0600

1/0 space

Secrial cp VME-ICP16/X {520 {1560, 1580, f{f5a0, {{f5c0
Ports ’
Ethernct | ex Excelan ff0000 {e0000,{10100, fc0100

nw VME-ECX 80000
Other £p Graphics—GIPﬁ ffc000 8000, {14000, £f0000, fec000

Graphics—Display | ¢00000 d00009, c00000, bOG000, al0000
Memory
sky VME-FFP 8100 {8110, {8120, {8130, {18140

Table §-6. Optimum System Board Addresses in l\fIc:mor)"r

Function | Device Board Default Allernate
Tape 15 1S-QIC2 3{£550 3{{520
Disk cl RL101 31900 3{1910
hp RL101 3ffdc0 | 3ffccO
rx RX02 3ffe78 3ffe68
Serial dh ISDH 3fe010 | 3fe020, 3fe030, 3fe(40, 3{c050,
Ports 3{e060, 3{e070, 3{c080
dm ISDH 3ff140 3ff148, 31150, 3158, 3ff16t
3{f168, 3{f170, 3178
dl ISDH 3ffd40 3ffd48, 3{fd50. 3ffd5S, 3fid¢ " .
(DL emulation) 3{d68, 3f{d70. 3f{d78
dz 1SDZ 3fe008 3fe010, 3{2018, 3fe020, 3feQ28.
3fe030. 3fe038. 3fe(40
Ethernet | ex Excelan i 3fe800 | 3{2810, 32820, 32830
il Interlan 3fe800 3{e810, 3fe820
Other Ip ISLP 3fff4c
I sky 1 IS-F7P 32280

All memery adcresses are hexadecimal numbers. On Optimum V systems with 68010 CPUs memeory adéresses stait with

ins

" Addresses for GIP and Display Memeny are maiched pair.

§-8
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8.5 Monitoring Your System

Table 8-7 shows the tasks to perform at various intervals.

8-9

Table 8-7. Maintenance Tasks

Interval

Task

Why

Daily

dump w

Shows the file sysicms that should be dumped.
dump (8) uses fstab (5) and /etc/dumpdates o kecp
track of this.

See Scction 8.7, "Backing Up Your System," for a
morce thorough system of daily backups (the ‘*Towers
of Hanoi’’ schedule).

Wecekly

df

quot

fsck -p

Is -rt /tmp

dump lun

df (1) shows the current capacity of each file system.
Check that none are getting too full. For a cluster or
diskless network, check that the /usr file system has
cnough room for swap files.

quot (8) checks the amount of disk space taken up by
each user. Use this command only when using
system accounting (sce Section 8.6, "Accounting”).

Checks the file systems for trash. Boot down to
single-user to do this (see Section 8.3). If fsck shows
problems, run fsck manually (se¢ Section 2.6).

Check the /imp dircctory with Is -rt and remove any
ancient files that are just taking up disk space.
Autobooting does this automatically.

Runs a “‘level 17’ dump(8) of the seclected file
system (see Section 8.7). This saves all files changed
since the last level 1 dump. Do this for all filc
svstems.

Monthiy |

dump Qun

uuclean

Runs a level 0 dump (8) of the selected file sysiem
(see Section §.7). Do this for all iile sysiems.

Cleans the /usr/spool/uucp arca.

Day-to-Day Operations
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8.5.1 Monitoring System Files

Table 8-8 shows system files that require periodic attention or that contain definitions specific to your site.

Table 8-8. Files to Be Maintained

File Function
letclfstad how disk partitions arc used
letcldiskiab | disk partition sizes
letcisptab spanned-disk configurations
letciprintcap printer data base
letclgettytab terminal type definitions
letclremote hostnames and phone numbers of remote systems for tip(1)
letclgroup group memberships
letcimotd message of the day
letcIpasswd password file; each account has a line
letcire.local local system restart script; runs reboot; starts dacmons
letclhosts hostname data basc
letcinetworks nctwork name data base
letcl/services nectwork services data base
letclhosts.equiv ““trusted’” hosts for remote logins
l.rhosts ““trusted’’ hosts for remote root access
letclhost.Ipd | hosts with remote access to local printers
letciirys | defines terminal lines
lusriliblcrontab commands that are run periodically
lusrllibimailialiases mail forwarding and distribution groups
lusriadmlacct raw process account data
‘usriadmimessages system error log
fusriadmishuidownlog | log of system reboots
!usriadm/wimp login session accounting

8.5.2 Monitoring for Performance

ddition to the regimen in Table 8-7, you can monitor the system’s activity with an eye 10 improving
penormanw.
Use the ymstat (1) and ps (1) commands to show CPU and memory activity. Ideally, there should be

o faw blocked (b) jobs

If the SysiZmiis ount of acuve IO S may

U c
:ov}\e" { ;. I:’ :_.e vireal memory is a u\= theA th“ Dagl
.3

amount of fres 1 mamory dropping be low a mr:snml nd i“
Runnirw \'mstat(l) vhen the svstem is bus '(t\pc vmstat 1 for a running display of everything) can show
' job dismibutions. If many processes az biocked (b), then the disk
sub>}>wm is overloa"a* or imbzlanced. If overal non-DMA devices or open teletype lines are “‘ringing.”™
Or user programs are doing high-spead non-buffered input/output, than the system time may be high (60-70
percent or higher.

r
EJ
[:‘
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I3
174)
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=
o
A
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You can often pin down the cause of high system time by checking for excessive context switching (cs),
interrupt activity (in), or system call activity (sy). Large systems may average about 60 context switches
and interrupts per second and about 90 system calls per second.

1f the system has a heavy load, or if you have little memory for your load (2M is little in most any case),
then the system may be forced 1o page/swap. This causes a noticcable reduction in system performance
and lengthy pauscs (sometimes more than 5 seconds) when interactive jobs such as editors swap out. If
you cxpect to be in a memory-poor environment for an extended period you might consider

administratively limiting system load.

8.6 Accounting

UNIX optionally records two kinds of accounting information: connect time accounting and process
resource accounting. The file /usr/adm/wimp holds connect time information; process this information with
ac(8). The file /usrladm/acct holds process time data; use sa (8) to look at this information.

When charging for computing time, usc the information provided by these commands. A convenient way
1o do this is to give commands to the clock daemon cron (8) 10 be exccuted every day at a specified time.,
Do this by adding lines to /usr/lib/crontab, sce cron (8) for details.

You can also set disk quotas for individual users with the quotaon(§) command. See quotaon (8) and
edquota (8) for details.

8.7 Backing Up Your System

‘‘Backing up’’ means putting copies of disk files onto magnetic tape for safe storage. Do this periodically
by the schedule described in Section &.3.

The -n option of dump (§) notifies people from the group operator when it needs atiention. Add users to
operator in the file /etc/group (see group (5)). root should be a member of operator.

In a cluster or diskless network only the server node can parformi dumps.

One good method for keeping safe backups on tape is the “‘“Towers of Hanoi’” dump sequence. Thisis a
series of daily, weekly, and monthly dumps that ensurss recent backups for all files.

Keep these backup iapes as long as you can before reusing them. Table 8-9 shows the Towers of Hanoi
dump schedule. Table §-10 shows a sample dump log with this schedule.
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Table 8-9. Towers of Hanoi Dump Schedule

" Period " Level , Explanation

Daily 3,2,5, 4‘ Each day, run a dump (8) of all file systems. The first day,
7,6,9,8 run a “‘level 3’ dump, the next day a level 2 dump, and so
9,.9,.. forth following the scquence at left. This saves the files

changed ecach day.

Stop the daily sequence when you do a weekly (Ievel 1) dump,
and restart on the next day at level 3 again.

Wecekly 1 Each week, run a level 1 dump of all file systcms. This saves
all files changed since the last level 1 dump. Restart the daily
sequence at Ievel 3.

Monthly | 0 Each month, run a level 0 dump of all file systems. This
makes a complete copy of cvery file on the system.

Table 8-10. Sample Dump Log for Towers of Hanoi Schedule

Tape Label | Level Date Who | Size
FULL 0 Nov 24,1986 | cf 137K
Dailyl 3 Nov 28,1986 | cf 29K
Daily2 2 Nov 29,1986 | km 34K
Daily3 5 Nov 30, 1986 | km 19K
Daily4 4 Dec 1,1986 | km 22K
WEEK 1 Dec 2,1986 | kh 40K
Daily5s 3 Dcc4,1986 | km 15K
Daily6 2 Dec 5,1986 | cf 25K
Daily7 5 Dec 6,1986 | cf 15K
Daiiv8 4 Dec 7,1986 | km 19K
WEEK?2 1 Dec 9,1986 | kh 118K
Daily9 3 Dec 11,1986 | km 15K
Daily10 2 Dec 12,1986 | km 26K
Dezilyl 5 Dec 15,1986 | km 14K
WEEK3 1 Dec 17,1986 | kh 71K
Daily2 3 Dec 18,1986 | kh 13K
FULL 0 Dec 22,1986 | kh 135K

ws how to run & dump (§;. The Procedure to Resiore Files From

The Procedurs 10 Dump 2 File System sho
files from 2z dump tzpe.

& Dump Tepe shows how 10 ramieve
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Procedure to Dump a File System

ACTION

WHAT IT DOES

Step 1.

Boot down 10 single-user UNIX
(the # prompt). Sce Scction 8.3.

Forces all other users off the system. Running dumps
while people are modifying the file system can cause
all sorts of crrors. Dumps are safest while in single-
uscr mode.

Step 2.

Prepare a tape for the dump. Use
either a blank tape or onc with
unnceded contents.

Label the tape with today’s date,
the level of dump, and the file
system you are dumping. If the
dump will take more than onc tape,
number the tapes.

Prepares the tape for dumping and for archival
storage. Make sure the label is legible; dump tapes
do no good if you cannot find the one you need.

The dump may require more than one tape. If so, the
dump program will print this information when you
begin the dump.

Step 3.

Load the 1ape in the tape drive. If
necessary, usc the command

mt rewind

to rewind the tape.

Recadies the tape for the dump.

If the system has more than one tape drive, use the -f
opuon for mt(1) and dump(8) to specily another
tape drive. The default is drive 0.

For example, to rewind a tape on drive 1, enter

mt -f /dev/rmtl3 rewind

Step 4.

“‘Retension’ the tape with the
command

mt reten

Winds the tape all the way forward and all the way
back. This smooths out reel tension for the tape,
lowering the chances of tape failure during the dumr.

1f the dump requires more than one tape, retension .
of the tapes now.

Step 5.

Enter the command
dump nun /dev/rdev

whers
n is the level number of the
dump.
dev is the disk partition holding
the file svstem for dumping. Do

Executes the dump. dump will print many messages
on the console, including notification when the dump
is complete.

For example, to dump (at level 0) the /u file system
on the g partition of a CDC Wren 86 disk on an
Optimum V systecm, enter

dump Oun /dev/rsd0g

not forgat the /dev/r before dev.

Day-10-Day Operations
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Procedure to Restore Files From a Dump Tape
ACTION WHAT IT DOES
Step 1. Load the tape in the tape drive. If Readies the tape for restoring.
necessary, use the command .
) If the system has more than one tape drive, use the -f
mt rewind option for mt (1) and restore (8) to specify another
. ive. Th is drive 0.
to rewind the tape. tape drive. The default is drive O
_For example, to rewind a tape on drive 1, enter
mt -f /dev/rmtl3 rewind
Step 2. Enter the command Extracts the named files or dircctories from the dump
. restor hould prin name of cach fil
restore xv filel file2 ... }ape re-;t(.) ¢ (8) should print the cas
1t restores 1t.
where filel file2 is - . .
J . Y a space See restore (8) for details on this command.
scparated list of the files you want
to extract from the dump tape. Use restore rv with caution, and only under these
circumstances:
If you want 1o restore a complete :
dircctory and all files and o Writing to a new file system (created with
subdirectories under it, enter the- newfs (8)
command .
« Making incremental restores after a full level O
restore xvh directory _restore
where directory is the pathname of
the dircctory.
If you want to restore the entire file
system, enter the command
restore rv
Step 3. After  finishing &t restore Removes the system file used for incremental restore
commands enter the command passes.
rm /restoresymtab
Step 4. Enter the command Rewinds the tape.
mt rewind
Siep 5. emove the 1ape and stord it. Saves the tape {or later restores if necessary.

Erd of procedure
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APPENDIX A: LOADING UNIX FROM TAPE

This appendix tells how to install UNIX onto the systcm from a rclcase tape.

If you are using a system shipped complcte from Integrated Solutions, do not use these procedures. The
system is fully installed and ready to boot from disk. Turn to "Section 2: Starting UNIX From Disk."

If you want to install UNIX on a cluster or diskless network use these procedures to install the server node.
After fully installing the server node turn to "Section 6: Setting Up Cluster Nodes" or "Scction 7: Setting

Up Diskless Nodes."

This appendix contains the following subscctions:
A.1 Why Should You Boot From Tapc?
A.2 Do You Have Everything You Need?
A.3 Booting the Miniroot File System
A4 Booting the Complete Root File System
A.5 What Now?

A.1 Why Should You Boot From Tape?

‘‘Bootstrapping,”” usually abbreviated to ‘‘booting,”” means loading and cxeculing a system program
(usually the operating system, UNIX). With UNIX, full opcration means that the system has a fully
installed file system and a working shell (command processor).

With UNIX installed on disk, the system will be able to “‘autoboot,”” to boot itself without help. Your task
is to install UNIX on disk so that it can do so.

[

Use the procedures in this appendix w ins:all UNIX under these conditions:
» Installing UNIX on a fresh disk.
« Some accident, such as a power failure, destroyed data on the disk and UNIX will not boot.
NOTE
You can repair most disk dameage without re-insizlling UNIX. Sez

Seciion 2.6 and Appendix B.

A-1 Loading UNIX From Tape A-l
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A.2 Do You Have Everything You Need?

You should have a fully installed Optimum or Optinium V system, as described in the appropriate
Installation Manual:

« All boards plugged into the card cage

« At least one disk connected

» A connected tape drive '

» A terminal (or workstation monitor) connected to the console line

« System plugged into an AC wall outlet
You should know the revision level of the PROMs on your CPU board. In Step 4 of the Procedure to Load
and Boot the Miniroot File System, you will need 10 know if your PROM revision level is above or below
Revision 4.0. The PROM displays its revision Ievel in a message to the console (or WorkStation monitor)
during a boot. Look for a linc of this form:

VMEBUS(QBUS) 680XX prom-level boot:date
If you are in doubt, look on the board and read the revision level from a sticker on the PROM.
Find the name of the system’s boot disk in Table A-1.

Table A-1. UNIX Disk Names

Product Name | Decvice | Conuroller Name
Opumum V Systems and WorkStations

VDS106 5 Y-inch disks (SD-style) sd

VEDI106 106 Mbytes formatted

VDS139 S Ye-inch disks (embedded SCSI) | gd

VED139 139 Mbyies formatted

VDS269 §-inch disks (SMD-style), sm

VED269 269 Mbytes formatted

VDS218 S-inch disks (SMD-style), sm

VEDZ18 218 Mbytes formaned

VDS494 8-inch disks (SMD-style), sm

VED494 494 Mbytes formatted

Optmum Systems

| DS36 | 5 “-inch disks, Ll
P ED36 | 36 Mpvies formatued 4
. DS&7 | 5 Yt-inch disks. bel i
| EDG7 | 67 Nfies formaned ' |
| DSSs3 {3 Ye-inch disks, {el !
[ EDS3 ‘ §3 Mbyies formaued l E
| DS120 | S Ye-inch disks, el
| ED140 | 140 Mbyvies formarted ;
{ DS230 ! SNID-styie Cisis, | hp
{ ED230 ' 330 Mbytes iormatied [
| DS274 | SMD-stvie disics, )
| ED274 ! 474 Mbuvies formaned !

A-2 Loading UNIX From Tape A-2
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Find the name of the system’s tape drive in Table A-2.
Table A-2. UNIX Tape Drive Names
Device Name

Optimum V Systems and WorkStations:
All tape drives (except embedded SCSI) | ts

Embedded SCSI a
Optimum Systems:
TS-11 tape drives 1S

Enter the PROM revision level, disk name(s), and tape drive name(s) in "Appendix C: Configuration
Worksheet." Fill in the rest of Appendix C 1o the best of your knowledge. This will serve as an easy
refercnce in later procedures.

Have these materials on hand:

» The appropriate Installation Manual (for example, the Optimum V24 System/WorkStation Installation
Manual)

« The UNIX 4.3BSD Refcrence Sct, seven volumes
» The ISI UNIX Release 4.0 release tapes (two tapes)
Table A-3 shows the format of the release tapes for Intcgrated Solutions Release 4.0 of UNIX.

All release tapes contain the files nccessary 1o boot either an Optimum System or an Optimum V System or
WorkStation, )
The release tapes includes graphics software (files 14 and 13, tape 2, in Table A-3). If you 4o not have a
graphics workstation, you do not need this software. The scrver node for a Cluster or Diskless
WorkStation does need this software.,

The release consists of two 1/4-inch cartridge tapes or two 1/2-inch reel-to-reel tapes. Note that this does
not include the diagnostic tape, which is a separate 1ape for diagnostic purposes only.

)

Loading UNIX From Tape A-
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Table A-3. Format.of the Release 4.0 Release Tapes
File
1/4-Inch 1/2-Inch
Tape Tape Contents Description
(tape 1)0-8  (tape 1)0-8 | miniroot the “‘miniroot” file system, with install software
9 9 | root dump (8) of root (/) filc system
10 10 | kernels tar (1) of kerncls for the root file system
11 11 | bin tar of /usr/bin
12 12 | ucb tar of /usrluch
13 13 | doc tar of /usr/doc
14 14 | man tar of /usr/man
15 15 | games tar of /usr/games
16 16 | new tar of /usrinew
17 17 | old tar of /usriold
(tape 2)0 (tape 2)0 | sys tar of /usrlsys
1 1} lib tar of /usr/lib
2 2 | etc tar of /usrletc
3 3 | dict tar of /usridict
4 4 | include tar of /usrlinclude
5 5 | bench tar of /usr/bench
6 6 | adm tar of /usriadm
7 7 | spool tar of /usr/spool
8 8 | guest tar of /usr/guest
9 9 | hosts tar of /usrihosis
10 10 | local tar of /usrilocal
11 11 | msgs tar of /usrimsgs
12 12 | preserve tar of /usr/preserve
13 13 | pub tar of /usripub
14 14 | tmp tar of /usr/imp
15 15 | graphl tar of graphics files in root file system
16 16 | graph2 tar of graphics files in jusr ille s )Sl
17 17 | X tar of X window system files
18 18 | UPDATE | tar of UPDATE script

A.3 Booting the Miniroot File System

Sooting UNIX is & two-stage pro
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Procedure to Load and Boot the Miniroot File System

ACTION WHAT IT DOES
Step 1. Turn ON power for the terminal Prepares the terminal to print boot messages.
connected as the system console (or :
the WorkStation monitor).
Step 2. Turn the system power ON. Provides power to the system. After a short wait, this
Check that the DC ok indicator message should appecar on the console:
lights up. ' Integrated Solutions
VMEBUS(QBUS) 680XX prom-level boot:date
The colon () is a prompt from the UNIX PROMs
(sce Scction 1.2, "Introduction to Hardware").
Step 3. Put the first of the two rclease tapes Prepares the tape.
into the tape drive.
Step 4. Enter this command: Begins installation of the miniroot from the release
5@ tape. For example, on an Optimum V system with a
VME-68K20 CPU, cnter
cxactly as shown. ts@
Tt.‘c @’ nouticn will not work This invokes a program called the Miniroot Installer.
with older PROM lcvels on the The console should print
CPU board. Sce the information at
right. Xx+xxx+xxx start at Oxan
--- System-type PROM-level Miniroot Installer ---
PROMSs previous to PROM Revision 4.(! will not
execute the (s@ command. See Section A.2, "Do
You Have Everything You Need?" 10 determine your
PROM revision. If you have a pre-4.0 PROM, you
must issug a different command, based on vour CPU
board:
VME-68K20: t5(C,0)
VME-68K10: 15(0,3)
1S-68K (Q-bus) 15(0.2:
(coniinued on nex: page)
A-3 Loading UNIX From Tape A-Z
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Procedure to Load and Boot the Miniroot File System (continued)
ACTION WHAT IT DOES
Siep 5. Accept the defaults by pressing
rcturn  or answer no to specify
another partition.
Step 6. Enter the following response to the Copies the miniroot to disk and boots the miniroot.
Miniroot Installer’s prompt: This command copics the miniroot to partition 1, also
devin,1) " known as partition b, of the chosen disk. Remember
’ that partition numbers, like file numbers on the
where release tape, start at 0.
dev is the name of the disk, from For cxample, for an Optimum V system with one
Table A-1 SMD disk, enter
n is the number of the disk drive sm(0,1)
(0 for the ﬁ.r Sl’ dl.Sk drive, 1 for During a bricf wait, you should see and hear the tape
the second disk drive, and so on) . .
moving. The system now boots on the miniroot,
NOTE ending with the single-user UNIX prompt (#):
SMD-type (“‘sm’’) disks arc Xxx+xxx+xxx start at Oxwww
numbered 0 for the first one, Integrated Solutions UNIX Release 4.0 #n
2 for the second SMD-type (root@system-name) date
device, 4 for the third real mem = xxx ‘
SMD-type device, and so avail mem = yyy
on. (information about devices)
CTC System Clock (or LTC)
You arc now in UNIX, booted from miniroot.
Step 7. Continue to the next section, and Completes the installation of UNIX, as described in

execute the UNIX install script.

the next section.

End of procedure

A.4 Booting the Complete Root File System

ASrae vimer £ 11 t 1 - 1 . ari~ally ot

Alter booung from miniroot, the instzll seript is automatically staried

—s e I

iable A-L shows the disk rypes for all disks used with Integraied Sclutons VMEbus Sysizms. Do not
confuss this with the disk "names” in Table A-1. "RLL ancoded” means thzt the Opuimum V sysim uses
=T it . Fom ~ 1A ~ - e am Ao AT

RUD LENZiN LMl €1C0aIng 10 V121G & higher iormated CEDalIny
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Table A-4. Disk Types for VMEbus Systems

Disk Name Disk Type
CDC Swallow PASN2 | vds418
ved418
swallow
CDC Wren 36 wren36
RLL encoded wren36L
CDC Wren 86 vds85
ved85
wreng6
wren86n
RLL encoded vds106
ved106
: wren86L
CDC94161-9 cdcl148
Fujitsu M2243 m2243
RLL cncoded m2243L
Fujitsu M2312 m2312
Fujitsu M2246SA fuj134
Fujitsu M2284 m2284
Maxtor 1065 max1065
RLL encoded mux1065L
Maxtor 1085 max1085
RLL encoded max1085L
Maxtor 1140 max1140
RLL encoded max1140L
Micropolis 1375 I mic139 !
| NEC 23352 | nec
Northern Telecom ‘ vds269
Mereury 8212X733 | ved269
| northtel
Northem Telecom P ovds494
Mercury 8312/56 | ved494
Priam 807 | priam
{ Tecstor 332 | tecstor |
' Toshibz MR 36F | 10586 i
' RLL encoded L tosSSL |
Toshibz MK 13673 105120 i
Veriex 170 L overiexii0
RLL encoded . vertex170L
Verax 183 veriex183
RL encodad i vertex183L

i
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Use the following Procedure to Boot from the Root File System to install the root (/) and /usr file systems,
“and to reboot from the new root kernel. o

Procedure to Boot from the Root File System

ACTION WHAT IT DOES
Step 1. After completing the. previous The screen should show a message about the
procedure, you should now be in installation, beginning with the line
the install script. , 5
P ===4.3BSD UNIX INSTALL==
and concluding with this prompt:
Do you want to continue with the installation? [y]:
Step 2. Provide information to the install Assists the install script in making the correct
script prompts. installation for your system. The install script
follows the steps in the remainder of this procedure.
When the install script is finished, you can reboot the
system automatically, or exit the script and remain in
the miniroot shcll.  Unless you have special
configuration concerns, you should perform the
reboot.
Step 3. The insall script prints this prompt: Allows you to immediately exit the install script if
. . desired. Press RETURN 10 continue  with the
Do you want to continue with . .
: . inswallation.
the installation? [v]:
Step 4. The install script prints this prompt: Prompis for the disk device name for the boot disk.
. . UNIX rovides a2  dcfault  value  {rom
Please enter the disk device _ provides @ -« ; .
name [devV): autoconfiguration information. If this value is
o correct, simly press RETURN,
where devN 15 a default value. L
If you want 10 supply another value, from the choices
in Tabic A-1, enter the value and press RETURN,
Step 5 The install script prints this prompt: Prompts for the wape device name of the tapz drive.
. UNIX rovides the default value from
Please enter the tape drive aulo%mﬁ szrationbinformationb -
name [devN]: coniig ’
where dev/V is & default value.
Step 6. The instzll script priats this prompt: Prompts for seiing up spaniisks. Answering “‘yves”’
WS VOu 10 set up as many as four sgparate
Do you want to set up any allo S You 1o set up a m y as fou _\np at
PRSP - spandisks. If vou answer “‘no’’. skip 10 Stzp 10,
spandisks? [vi: -
fcoriirued onnes: page)
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Procedure to Boot from the Root File System (continued)

ACTION

WHAT IT DOES

Step 7.

The instail script prints the prompt:

Which spandisk partition do
you want to set up? [spOcl:

Prompts for the first spandisk partition to be created.
Allowable partitions are spOc, splc, sp2¢, and sp3c.
You may cnter any of thesc partitions or press
RETURN to accept the default.

Step 8.

The install script prints this prompt:

Available partitions and sizes:
partition size partition size
partition size partition size

Remember that partitions d, e,
and f make up partitioning so
they are mutually exclusive on
any particular disk. ’

Please  enter all desired
partitions on a single line...

where partition is devNpart, dev is
disk device, N is disk number and
part is the partition letter.

Prompts for the list of disk partitions to be used in
creating the designated spandisk.  Available
partitions and their sizes arc listed along with the
prompt. Partition g is actually the combination of
partitions d, e, and f so you cannot usc partition g on
any disk where partitions d, ¢, and f arc already used.
To use an ecntire disk, specify partitions devNa,
devNb, devNg. Include partition devNh if applicable.

Step 9.

The install script prints this prompt:

Which spandisk partition do
you want to set up? [nonel:

Allows vou to sct up other spandisks. Press
RETURN 1o continue with the instuallation process.
Steps 8 and 9 may be repeated for the three
addiuonal spandisks if desired.

Step 10.

The install script prints this prompt:

Will you be installing the /usr
file system now? [y):

Prompts for installation of the /usr file system. You
should answer “‘ves’ (y) if you have a disk partition
ready for the /usr file system.

Answer “‘no’” (n) if vou must prepare 2 disk partition
before installing the /usr file system.

See the procedure in Step 30 for instructions to use
the /installusr and /installgraphics scripts.

Siep 11 The inst=li script prints this prompt: Prompts for ramoval of possibly extraneous
. . directories and kernels.
Do you want to remove the
kernels and Kernel configura- The release tapes includes configuration files for ail
tion directories for akernate IST svsizms. You may cniv n2ed the coniguraicn
configurations? {v]: fies for vour own svsiam. If so, answear “fyes’ (V)i 10
this gueslion
Servers for disklass or cluster nodes should retain ine
coniguration files, since they may neel 10 provida
kernels for the individual nodss.
tcorinued on next page)
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Procedure to Boot from the Root File System (continued)

WHAT IT DOES

Step 12.

The install script prints this prompt:

Do you want /usr/doc (approx.
6450 kbytes) installed? [y]:

The default is to install the files.

Step 13.

The install script prints this prompt:

[usr/games
kbytes)

Do you want
(approx. 2150
installed? [v]:

The default is to install the files.

Siep 14.

The install script prints this prompt:

Do you want /usr/man (approx.
3300 kbytes) installed? [v]:

The default is o install the files.

Step 15.

The install script prints this prompt:

Do you want the graphics files
extracted from the tape? [yl

Prompts for graphics software extraction. Answering
“‘yes’ (y) to this question mecans that the install
script will install graphics software onto your systcm,
All WorkStations and servers for graphics cluster or
disklcss nodes should do this.

Step 16.

The install script prints this prompt:

Is . the console
workstation? [v]:

a graphics

This question appears only if you answered ‘‘yes’’
(y) to the question above. Answering “‘yes’” (y) to
this question causcs the install script to alter the file
fetc/ivs 1o accommodate the workstation monitor.

Step 17.

The install script prints this prompt:

Do you want to install the X
windows files? [v]:

The default is to install the files.

Step 18.

The install script prints the prompt:

Usr files are about N kbytes.
Available disk partitions are:
pariision  size

pariition  size

Enter the disk partition to
install /usr onto [devNpar:}:

Prompts for placement of the /usr file system. The
normal placement, the default here, is on the first
partition of the list of partitions large enough: for the
files.

; :
(coniirues on next pags!
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Procedure to Boot from the Root File System (continued)

ACTION

WHAT IT DOES

Step 19.

The install script prints the
message: e

System configuration is S§YS.
(This is not alterable.)

Disk Drive name is diskdev.
Tape drive name is tapedev.
Making spandisks: partition ...
Installing /usr file system on
devNpart.

Removing alternate kernels
and Kernel configurations:
response

Installing /usr/doc: response
Installing /usr/games: response
Installing /usr/man: response
Installing graphics files:
response

Console is graphics worksta-
tion: response

Installing X windows: response
Is this setup correct? [v]:

response is the information you entered to earlier
prompts. If you answered no to the installing /usr
prompt, the remaining message lines are not printed.

Step 20.

The install script makes tape
devices on the miniroot.

Makes devices required by the remainder of the
scripts.

Step 21.

The inswll script creates a root
directory.

Provides an empty root file system f{or the contents of
the rclease tape. The install script creates the file
system and checks it with fsck (8).

The install script installs the root
iile svstem.

Extracts the root file system from the release tape and
installs it on your system. The install script checks
the new file svsiem again with fsck (8).

The install script creates devices in
the /dev directory.

Provides disk and wape devices. For workstations,
this step also provides the graphics console device.

(continued or nex: page;

Loading UNIX From Tape A-1



SMM:1 System Administrator Guide
Procedure to Boot from the Root File System (continued)
ACTION WHAT IT DOES

Step 24. The install script cdits the file Configures /eic/fstab for your system. Sec fstab (5)
/etclfstab to match this configura- for dewail on /etc/fstab entries.
ton. If you sce an crror message at this point, you should

edit /erclfstab manually after the end of this
procedure.

Step 25. The install script creates a /usr Provides an empty /usr file system for the contents of
directory. the rclease tapes. The install script creates the file

system and checks it with fsck (8).

Step 26. The install script installs the /Jusr Extracts the /usr file system from the relcase tapes
file system. and installs it on your systcm.

The /usr file sysicm is split across the two rclease
tapes. When the script has extracted everything from
the first tape, it will prompt you to change tapes.

Step 27. The install script installs graphics Extracts graphics files from the release tape.
software, if you requested it in Step
8.

Step 28. The install script prints this prompt: Assigns the root password. Writc it down

somewhere safe. Bacause the root login account has
Set root password L : - )
New password: unlimited access 10 UlC' cqurc system, ‘)ou must
prolect that access by assigning a root password and
Type a new password in response by keeping knowledge of the password limited.
to the prompts.

Step 29. The install script finishes by Finishes the instatiation and prepares for reboot.
refvlr}dmg the release Lape and Unless you have special configuration requirements
prinung a prompt 0 reboot the ) ]
cvsiem that would prevent a reboot, you should now r.cbom
o ’ the system. Simply press RETURN at the final install

script prompt. If vou nead to make a special disk
configuration for /usr, do it here and run /installusr
and /installgraphics.
(con:inucd or next page;
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Procedure to Boot from the Root File System (continued)
ACTION WHAT IT DOES
Step 30. If you did not install the /usr file Installs the /usr files system from the rclease tapes.
system from tape, you must preparc
a disk partition now, and extract the
{usr file system.,

To install the /usr file system, use the /installusr
script:

1. Create or configure a disk partition for the /usr
file system.

2. mount(8) the file system.

3. Inscrt the first of the two release tapes into the
tape drive.

4, Enter the command
/installusr

5. Follow the instructions of the script. The
instructions are the same as previously
described in this procedure.

If you want graphics files as wecll, use the
linstallgraphics script:

1. Check that the /usr file system is installed and
mounted.

IS

Inscrt the second of the two release tapes into
the tape drive.

3. Enter the command
/installgraphics

Follow the instrucuions of the script. The
instructions are the same as previously
described in this procedure.

I

(continued on next page)

1
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Procedure to Boot from the Root File System (continued)
ACTION WHAT IT DOES
Step 31. After running the install script, Boots UNIX from the kernel file /vmunix in the root
reboot the system. Enter this file system. For cxample, for an Optimum V
command at the PROM prompt (:): WorkStation with a VDS269 disk subsystem, enter

dev(n,0)vmunix sm(0,0)vmunix
where , These messages should appear:
dev is the name of the disk, from xxx+xoc+xxx start at Oxwww
Table A-1 Integrated Solutions UNIX Release 4.0 #n

(root@system-name) date
real mems= (physical memory)
avail mem= (memory for user files)
Using xx buffers containing . . .
(information about devices)

n is the number of the disk

root on devlla, dump on devOb,
args on dev0b, swap on dev(b

CTC System Clock (or LTC)

#

You are now running single-uscr UNIX off the
installed root file system. Continue to Section A.5 10
finish installing the sofiware,

End of procedure
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A.5 What Now?

Use the following procedure, Lhe Procedure to Clean Up After Installmg UNIX, to clean up loose ends
from the installation procedure in the previous section.

After booting from the root file system (dev(0,0)vmunix) the console now shows the single-user UNIX

SMM:1

prompt (#).
Procedure to Clean Up After Inétulling UNIX
ACTION WHAT IT DOES
Step 1. Enter the command chmod (1) scts protections and permissions for the

chmod 755 / /usr

root (/) and /usr directories. The mode 755 denies
wrile permission 1o cveryone but root, but opens the
dircctories for reading and scarching by anyone.

Step 2.

Check that the /dev dircctory
contains special files for all of the
devices attached to the system.

Checks for proper configuration.

Sce Scction 4.6, "Making New Devices in /dev," (o
add deviccs.

Step 3.

Turn to "Appendix C: Config-
uration Worksheet" and write down
any changes.

Updates the reference sheet.

End of procedure

You have now installed UNIX. Rcboot the system with reboot (8) and continue to "Section 3: Setung Up
Your System

A-15
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APPENDIX B: USING DIAGNOSTIC PROGRAMS

Use these diagnostic programs to test the CPU, the memory board, and the disks.

For more information on repairing disk blocks, see ISI Technical Bulletin 001, “‘Disk Bad Tracks and
Blocks.”

This appendix contains the following subsections:
B.1 When to Run Diagnostics ‘
B.2 Running the Diagnostics
B.3 Using copy
B4 Using mmu
BS Using mem
B.6 Using dma
B.7 Using bad144
B.8 Using diskformat
B.9 Using gdbad

B.1 When to Run Diagnostics

Use these diagnostic programs only if you suspect hardware failures. For example, run dizgnostics in
response 10 these symptoms:

« Svstem will not boot
« Disk errors that fsck (8) carnot correct

» System crashes {requently

B.2 Running the Diagnostics

The diagnost he 1 ated Solutions dizgnostic release tape. separate from the sizndard
irecdy from the tape if, for example, you have peen unzdie
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the PROM

’/)

ics in ‘‘sizng-alon2’’ mode. This msans that the console displav
' to rezch the PROM prompi.

To run diagnostics on a ch.s:er or diskless node, you must first insizll the diagnostic programs on the
server's UNIX iile svstem. Seze Section B.2.2, "Running Diagnostics from UNIX." To run dizgnosiics on

a2 cluster node se2 Secuon 6. 6 "‘Booting Sin g -User on Cluster Nodes." To run diagnostics on z diskiess

node ses Seciion 7.6, "Booting Single-User on Diskless Nodes." The only diagnostic tesis approprizie 10
these nodes are mmu and mem.
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B.2.1 Running Diagnostics From Tape

Use the Procedure to Run Diagnostic Programs From Tape to load a diagnostic program from the
diagnostic tape and exccute the program.

Procedure to Load Diagnostic Programs From Tape

ACTION WHAT IT DOES
Step 1. Check that the console displays the Checks for the right mode for diagnostics.
PROM prompt (2).
Step 2. Enter this command: ) Loads the diagnostic interface from the tape. This
(5@ ‘‘Diagnostics Executive’’ is a menu from which you
choose the program you need.
cxactly as shown. The “@™ notation works with CPU boards with

PROM Revision 4.0 or highcr. Sce Section A.2, "Do
You Have Everything You Need?" to determine your
PROM revision.

If the ‘@’ notation docs not work, or you have pre-
4.0 PROMs, usc onc of the following commands,
based on your CPU board:

« VME-68K20: ts(0,0)
« VME-GSK10: ts(0,3)
o IS-68K (Q-bus): ts(0,2

The screen should now show a menu of diagnostic
programs.

Standalone Diagnostic Main Menu

--- <8YS TYPE> <VERSION> Siandalcne
Diagnostics Executive ---

2)copy b)tadled c)diskformat d) mmu

e) mem f)dma g) gdbad

Enter letter of desired test [a-g]:

<CNTL>-D exits to boot prompt {rom the menu level
<CNTL>-D exits to the menu from a diagnostic

Step 2 Select 2 program from the menu. Loads the program from tape and bazing execution.
EZnter the letter {or the program and
oress RETURN.
Erdof procedure
B-2 Using Diagrostic Programs B-2
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B.2.2 Runnmg Diagnostics From UNIX

You can load diagnostic programs from the dlagnosnc tape to the UNIX file systcm The diagnostics can be
booted from disk rather than tape. Use this method under either of these circumstances:

» You will run diagnostics on a cluster or diskless node. These nodes cannot load diagnostics from the
tape drive,
« You will be running the diagnostics often.

Use the following Procedure to Install Diagnostics in UNIX to extract diagnostic programs from the
diagnostic wpe and install them in the UNIX file system. Perform this procedure on the server node of a
cluster or diskless network.

Procedure to Install Diagnostics in UNIX

ACTION WHAT IT DOES
Step 1. Boot the system to single-user or Prepares the system for tape transfer. You cannot
multiuser UNIX, install diagnostic programs in the UNIX file syslcm
from the PROM prompt.
Step 2. Enter these commands: Positions the 1ape for extraction of the programs.

The mt fsf command winds the tape past the

mt rew .. )
mt fsf 10 PROM-executable programs at the beginning of ‘the
tape.
Step 3. Enter the commands: Extracts the diagnostic programs f{rom the tape,

installing them in the directory /usr/stand. This
command extracts programs for all ISI products; in
the next step, you can remove thosc programs that do
not apply to your system.

Step 4. Enter the command: Lists the contents of the /usr/stand directory. These
s subdirectories contain the diagnostic programs
appropriate to different ISI systems, where

fusristand/V20 is for the VME-68K20 CFU

iusristandiVI10 is for the VME-68K10 CPU

lusristand/Q10 is for the IS-68K CPU (Q-bus)
NOTE

cd /usr/stand
tar xv

For the server node of a cluster or
diskless network, vou shouid leave
these extra directories in place, so
that other nodas can acczss the
cizgnosucs for their own CPUs.

At thig t_"ne, if vou choosz to do 30, YOu ¢2n r2move
the directorizs that do not 2pply to your system. Us2
the command

rm -r gir! dir2

where dir] and dir2 are the unneeded directories.

(coniirued on nex: page)
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Procedure to Install Diagnostics in UNIX (continued)
ACTION ‘ WHAT IT DOES
Step 5. To execute a program in this Loads a selected program and begins exccution.

directory, boot to the PROM
prompt and enter the command

dev(0,6)stand/SYS/test
where

dev is the name of the disk drive,
from Table A-1

SYS is your system type, onc of
» V20 for the VME-68K20
» V10 for the VME-68K10
e Q10 for the IS-68K (Q-bus)

test is the name of the diagnostic
lest

To execute these programs from cluster or diskless
nodes, sce Section 6.6, "Booting Single-User on
Cluster Nodes," and Section 7.6, "Booting Single-
Uscr on Diskless Nodes."

CAUTION

Execute diagnostic programs in this
directory from the PROM prompt
only. DO NOT exccute these
programs from single-user nor
multiuser UNIX.

For example, to cxecute the diskformat program on
an Optimum V WorkStation with a VME-68K20
board and a VDS418 disk drive, enter '

: sm(0,6)stand/V20/diskformat

(The *“:”” is the PROM prompt.) The (0,0) refers to
the first parition of the first SMD-style disk
(numbered from 0, remember), also known as
partition a, holding the root (/) file system.

End of procedure

4
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Usmg copy

The standalone copy program is typically used to copy files from tape 1o disk. Copy prompts for the
* FROM device and the TO device and copies all blocks until EOF is reached.

- After loadmg this test and beginning execution, the screen displays

--- <SYS TYPE> <VERSIONS> Standalone Copy ---

From: <Source Device>
TO: <Destination Device>

B.4 Using mmu

Test the CPU before testing the memory, as CPU errors may causc random crrors in the memory tcsts
mmu is a memory management unit test that tests only the CPU.

After loading this test and beginning execution, the screen displays

--- <SYS TYPE> <VERSION> Standalone MMU Diagnostics ---

Test Functionality

a) PTP

b) TBUF_SYS

c) TBUF_SYS

d) ALL

(Enter letter of functiona'1y):

Enter c. mmu now displays

Tests available:

a) Pauems

b) Walk

c) Ping-pong

d) Uniqueness

z) All tests

Enter letter of desired test (H for Help, X for region redefinition):

Seizct Option z, which will promp:

i Repeat count in decimal (0 forever :
Verbose {non:

Enter 1 (only one lap is necessary), The svstem will then dispiay
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Lap 1

Pattern test - segment register
Walking test - segment register
Ping-pong test - segment register
Uniqueness test - scgment register
Pattern test - page register
Walking test - page register
Ping-pong test - page register
Uniqueness test - page register

This takes about four minutes. You can rcturn to the stand-alone PROM prompt by pressing x twice. If
you sce errors, please try the test again, record all messages on the screen, and contact your distributor or
Customer Support at Integrated Solutions.
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B.5 Using mem
If mmu shows no errors, run mem to check the memory. When this test has been loaded, the screen
displays

--- <SYS TYPE> <VERSION> Standalone Memory Diagnostics ---

Test region definition:
Test all memory (default *yes’):

Answer y, and the system will respond

| Enter number of memory banks in decimal (1 to 2047; 0 for autosizing):

Entering an incorrect number generates a TRAP ERROR; reboot and restart the program. Select automatic
sizing; the system will then tell how many banks it found and display

Found X memory banks

Verbose? (default no):

Test as a Byte? (default no):
Test as a Short? (default yes):
Test as a Long? (default no):
Test with parity? (default no):

Use the default (press RETURN).

Tests Available

a) Patterns

b) Walk

¢) Ping-pong

d) Exec

¢) Uniqueness

z) All tests

Enter letter of desired test CH’ for Help, *X’ for region redefinition):

uniqueness opton. It takes about on¢-and-one-half minutes per lap and should be run for
sicp the test, hit the x key once; this returns 1o the “‘test all memony™ section of the
er x r2iumns 1o the PROM prompr (). Repon errors as describaed above.

1ne oiher cpuions are for lengthy Integrated Solutions testing only: ignore them.

~1
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B.6 Using dma
This test generates random length DMA transfers through any memory range desired.
CAUTION

This is a data destructive test! It will overwrite data in the specified
test region.

When the dma diagnostic has been loaded, the console displays

--- <SYS TYPE> <VERSION> Standalone DMA Test ---

device:

Enter the device name, dev(m,0) where dev is the name of the device you want to test and 1 is the device
number (starting from 0).

| Block size (default 512 bytes):

Select the default (press RETURN).

l Number of blocks (default 1000):

Select the default (enter RETURNY).

| Start of buffer area (NO DEFAULT):

Enter 0x20000(h) fo: the bezinning test area.

| End of buffer area (N\O DEFAULT): ‘

Enter the hex veiuve for the high end of memory. For example, enter 0x200000 for 2 Mbytes of totzl
memory. The buffer must be at least two umes the number of bytes to be read.

| Number of laps (0 means forever: 1 default):

Enter the default (press RETURN),

Done DMA Test: <resulicave givern>
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B.7 Using bad144

The bad144 program builds a table of disk bad blocks and their replacements for use by the remaining
stand-alone programs and by UNIX 4.3BSD.

bad144 implements a software remapping of bad blocks and is independent of the hardware remapping of
bad tracks implemented on any disk controller. A maximum of 126 bad blocks per logical disk can be
mapped out by bad144. bad144 is not a disk formatting program; it assumes that the disk has already been
formatted.

Unlike the other diagnostic programs, bad 144 is available at the UNIX level as described in bad144(8).
The UNIX level version of the program is designed for looking at the bad block table on the disk and not
remapping bad blocks. Use the stand-alone version, as described here, for that,

If you arc using a systcm shipped complete from Integrated Solutions, you should not run bad144 (or any
of the other stand-alone programs) now unless you have encountered disk problems.

After loading bad 144 the console displays

--- <SYS TYPE> <VERSION> Standalone Badl44 Program ---

device:

Enter the device name, dev(m,0) where dev is the name of the disk and m is the disk number (starting from
0).

bad144 now prompts with

Options are
1) Display current bad block information
2) Add bad blocks
3) Do read of disk
4) Do write/read/verify of disk
(this option destrovs disk contents)
5) Clear 2ll bad block informaton
(this option may cause bad blocks to appear’ on disk)
6) Do read/write/read/secior of disk
Enter number of desired option or (CR) to stop:

Select Option 1 o display the current bad block informadon. This produces output like

n=16570. cn=1

)

8, tin=1.sa=12

n

Tr2 numha=g a-s
4AiC HLiawtid T

esn  Phvsical secior number
scn  Cylinder number
s Track number

N ector number within the cyvlinder/track

Record this information.

After formattng 2 disk, run Opuon 4. Running Opticn 4 on a disk that has not been freshly formarted is
fine with bad144, but will destroy the data or tha: disk! Be very careful about using Option 4. Run Opticn
3 if you do not want 10 risk losing data.

Using Diagnostic Programs B-9

t
o



SMM:1 System Administrator Guide

Once you have decided to run the write/read verify, the dialogue might proceed as follows:

WARNING: this test destroys disk contents
" Do you want to proceed? (yorn) y

Starting block (default 1):

Ending block (default end of disk):
Number of laps (0 or CR means forever): 6
begin lap 1

<running count of disk blocks>

end lap 1

checked blocks 1 through 131630

0 bad blocks this lap

0 bad blocks on disk

begin lap 6

<running count of disk blocks>
end lap 6

checked blocks 1 through 131630
0 bad blocks this lap

2 bad blocks on disk

The lap on which bad144 found the two bad blocks is not shown; in the process of finding bad blocks,
bad144 produces a multitude of disk error messages, which would be tiresome to reproduce here.

In this example we have run six laps of bad144. That is because bad144 writes six different patterns to the
disk. Six laps can take a long tme on a large disk; depending on the type of disk, bad144 tvpicaliy can
write and verify from 7000 to 14000 blocks per minute. (Speeds can excaed 30000 blocizs per minute on
the read-only test.) Verify the entirc disk, unless you have reason 1o suspect trouble in a5 wrticular arca.

Sometimes it will secm obvious from the number of soft errors on a block that the block is marginal, but
not quite bad enough for bad144 to identify. It is possible to force the prog-am to accept this block as bad.
use Option 2. The program will respond

L Enter bad block number, or (CR) if all have been entered l

nter the number of the marginal block. The program will keep asking for more blocks until it receives a

are garmiace rau
bare carriage retum.

The final opton is primearily useful if vou have made an exror in using Option 2; it wipes all the bad block

INIormaton rom tha disk and allows vou to swart over
-
CAUTION
A
I

Ii vou have had bzé dlocks on the disk, have bzen running UNIX. and

then use Opton £ to cleer the bad block informaicen and Option 2 10

re-enter the bad block numbers, you will not necessarily get the same
repiacement blocks: the datz, therefore, may be gardled.
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B.8 Using diskformat

Be sure to use the proper version of diskformat for your system. The diskformat for Optimum systems is
not the same as the diskformat for Optimum V systems.

Use this program to
« reformat your disk

« display parameler and defect lists
CAUTION

Try 10 correct problems with bad144 before reformatting your disk.
Reformatting wipes out all data on the disk.

If you must reformat, first save users’ files on tape. You can then restore these files after reformatting and
rebuilding UNIX on the disk.

Table B-1 shows characteristics for EL disks (Optimum systems). Table B-2 shows characteristics for SD
disks, while Table B-3 shows characteristics for SMD disks.

Table B-1. Parameters for EL Disk Drives with diskformat

Number of | Number of | Formatting
Disk Heads Cylinders Constant

DS140/ED140 15 918 7395
DS418/ED418 24 711 —
DS474/ED474 20 | 842 —
Fujiisu M2243 11 | 754 32F1
CDC Wren 36 5 697 22B8
CDC Wren 86 9 918 4395
Maxtor 1065 | 7 ! 918 3395
Vertex 170 7 987 33DA
Vertex 183 7 1166 348D

Table B-2. Parameters for SD Disk Drives with diskformat
| Number of E Number of | Formatting
i Cvlinders | Consiant

f el

! Disk Haads

T VDsss : c : G18 2303 |
I VDS1058 ! ¢ ; 918 23038 4
Fufitse M2223 RLL encodad ii f 732 3271
. CDC Wren 36 R 3 897 223§ |
' RLL encoded ! s 67 ! 2238

| Maxior 1053 7 018 3305

I RLL encoded ! 7 918 3383

! Maxtor 1120 S & o018 7393

| RLL encoded Y 0is | 7305

1 Vertex 170 x 7 987 33DA

. RLL encoded 7 887 33DA

, Veriex 185 : 7 1166 | 348D

RLL encoded i 7 1166 | 328D
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Table B-3. Parameters for SMD Disk Drives with diskformat

SMD-type Number of | Numberof | Sectors | Cylinder Size of Interleave
Disk Heads Cylinders [Track Skew Gapl Gap?2 Factor
VDS269 12 1332 33 0 16 16 1
VDS418 24 711 48 0 16 16 1
VDS494 12 1439 56 0 12 12 1
CDCPA1A3 16 1024 80 0 16 16 1
CDC 9720 10 1217 48 0 16 16 1
Fujitsu Eagle 20 842 44 0 16 16 1
Fujitsu M2312 7 589 32 0 16 16 1
Fujitsu M2333 10 823 64 0 16 32 1
Priam 807 11 1552 32 0 16 16 1
NEC 2352 19 760 56 0 16 16 1
Usc these procedures to reformat disks with diskformat:
» Procedure to Reformat EL Disks with diskformat
« Procedure to Reformat SD Disks with diskformat
« Procedure to Reformat SMD Disks with diskformat
Procedure to Reformat EL Disks with diskformat
ACTION WHAT IT DOES
Step 1. Shut down the sysiemn and twrn Turns off the system. Sce Scction 2.4, "Shutling
power OFF. Down The System.”
Step 2. Remove the RL101 I..sk Controller Enables disk formauing. This hardware swiich
board. Set DIP SW 1 to the ON prevents accidental formatting of the disk.
position. Replace the RL101 Disk
Controller board.
Siep 3. Turn ON power 10 the svstem, and Display the PROM prompt for loading diagnostic
press RESET to gei the PROM e og'
prompt (:).
(cortinued on next page)
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EL Disks with diskformat (cominued)

ACTION

WHAT IT DOES

Step 4. Load the diskformat program.

Starts the program. See Section B.2 for ways to load
diskformat. Check that you are using the

- diskformat version for Optimum systems.

The console now displays
--- <SYS TYPE> <VERSION> Standalone Diskformat ---

Functions available:
a) Format Disk
b) Display Paramater and Defect list
Enter letter of desired function CH’ for Help):

Step 6.

Enter the lJetter a and press

RETURN.

Selects Option a from the menu, to format the disk.
The console now displays Entering H simply reprints
the menu. To exit the program press "D (CNTL-D).

diskformat now prompts for a description of ‘the
disk.

Step 7.

Enter this  information to
diskformat’s prompts:

» Controller number (0 or 1)

¢ Drive numbcr (remember that
the first disk is 0)

« Number of heads (sec Table
B-1)

» Number of cylinders (see Table
B-1)

Describes the disk for diskformat. diskformat now
displays the estimated time it will take to complete
the formatting. It also displays a ‘‘formatling
constant’’ for your approval:

formatting constant = xxx OK?

where xxx is the formatting constant computed by
diskformat based on the information you just
cntered.

Step 8.

Check that diskformat’s
formauing constant matches the
one in Table B-1 for the disk. If it
does, enter the letter y and press
RETURN.

Begins reformating the disk. diskformat displays
the current cylinder being formatied.

When diskformat finishes with the disk, it displays
the initial menu again. Choose an option, or press "D
to quit.

Step 9.

After formauing the disks, turn
OFF power 10 the svstem. Remove
the RL.101 Disk Controlier board.
S2: DIP SW 1o OF~ position.

the

i

-

~

oz
RV

¥

Disables disk formzuing. This hardware switch
prevents accidental reformatting of the disk.

Thma eha DT 1 tel- SRS | DA
Reaplace the 101 Disk Conroller

[022Y
4N

Uy

[
O

. Brings the system back up with the ciean Gisk(s.

" If you reformaited the disk that conizins the UNIX

booistrap code, vou must now insizll UNIX from 2
reiease tape. See Appendix Al

estore user files saved on tape before running
ciskformat.

ErZ of procedure
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Proéedure to Reformat SD Disks with diskformat
ACTION WHAT IT DOES
Step 1. Shut down the system and turn Turns off the system. Sec Scction 2.4, "Shutting
‘ power OFF. Down The System.” ’

Step 2. Remove the VME-SCSI Host

: - Adapter board. Sct Bit4 of SW1 to
the ON position. Replace the
VME-SCSI Host Adapter board.

Enables disk formatting. This hardware switch
prevents accidental formatting of the disk.

Step 3. Turn ON power to the system, and
press RESET to get the PROM

prompt (3).

Displays the PROM prompt for loading diagnostic
programs.

Step 4. Load the diskformat program.

Starts the program. Sec Section B.2 for wayvs to load
diskformat.

The console now displays

--- <SYS TYPE> <VERSIONs> Standalone Diskformat ---

Select drive type to be formatted:
a) sd
b) sm
c) gd
d) rf

NOTE: VME diskformat offers options for gd
(cmbedded SCSI disk drives) and rf (ESDI disk
drives) that are currently unsupported.

Step5. Enter the number 1 and press
RETURN.

Sclects formatting for an SD-type drive. The console
now shows

Functions available:
a) Format Disk
b) Display Parameter and Defect List
Enter letter of desired function (‘H’ for help):

Step 6. Enter the letter a and press
RETURN.

Selects Option a from the menu, to format the disk.
Entering H simply reprints the menu. To exit the
program press "D (CNTL-D).

diskformat now prompis for a description of the
disk.

(CORNUnuUcs QX nexi psge,
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Procedure to Reformat SD Disks with diskformat (continued)

ACTION WHAT IT DOES
Step 7. Enter  this information 10 Describes the disk for diskformat. diskformat now
diskformat’s prompts: ~ displays the estimated time it will take to complete
« Drive number (remember that the forr‘r}auinz,t. It also .displays a ‘‘formatting
the first disk is 0) constant’’ for your approval:
. Number of heads (see Table formatting constant = xxx OK?
B-2) ‘ where xxx is the formatting constant computed by
« Number of cylinders (see Table diskformat bascd on the information you just
enlered.
B-2)
Step 8. Check that diskformat’s Begins reformatting the disk. diskformat displays
formatting constant matches the the current cylinder being formatted.
onc in Table B-2 for the disk. If it When diskformat finishes with the disk, it displays
docs, enter the fetter y and press the initial menu again. Choose an option, or press "D
RETURN. . ) ) ’
to quit.
Step 9. After formatiing the disks, turn Disables disk formatting. This hardware . switch
OFF power o the systecm. Remove prevents accidental reformatting of the disk.
. the VME-SCSI Host Adapter
board. Set Bit 4 of SW1 to the
OFF position. Replace the VME-
SCSI Host Adapter board.
Siep 10. Turn ON power to the system. Brings the sy<tem back up with the clean disk(s).

You can now use the reformaticd
disk.

If you reformatted the disk that contains the UNIX
bootstrap code, you must now install UNIX from a
relcase tape. Sce Appendix A.

Restore user files saved on tuzpe before running
diskformat.

End of procedure
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Procedure to Reformat SMD Disks with diskformat

ACTION

WHAT IT DOES

Step 1. Boot to the PROM prompt ().

Displays the PROM prompt for loading diagnostic
programs. Sce Scction 8.3, "When Do You Boot
Single-Uscer," for instructions to move between
UNIX modcs.

Step 2. Load the diskformat program.

Starts the program. Sce Scction B.2 for ways to load
diskformat.

The console now displays

.- <SYS TYPE> <VERSION> Standalone Diskformat ---

Sclect drive type to be formatted:
1) sd
2) sm
c) gd
d) rf

NOTE: VME diskformat offers options for gd
(ecmbedded SCSI disk drives) and rf (ESDI disk
drives) that are currently unsupported.

Step 3. Enter the number 2 and press
RETURN.

Sclects formatting for an SMD-type drive. The
console now displays

Functions available:
a) Format Disk
b) Read UIB
c) Modify UIB
Enter letter of desired function (‘H’ for help):

Step4. Emter the letter a and press
RETURN.

Sclects Option a from e menu, to format the disk.
Entering H simply reprints the menu. Entering b
prints the User Interface Elock, coniaining the
current disk parameters. To cxit the program press
"D (CNTL-D).

diskformat now prompts for a descripuon of the
disk.

(continued on nex: page)
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Procedure to Reformat SMD Disks with diskformat (continued)

_ACTION

WHAT IT DOES

Step 5. Enter  this. information to
diskformat’s prompts:

» Drive number (rcmcmber that
the first disk is 0)

» Start head volume O (enter 0)

« Number of heads volume O (sce
Table B-3)

» Start head volume 1 (enter )

o Number of heads volume 1
(cnier 0) ™,

« Number of cylinders (see Table
B-3)

« Number of seclors per track
(sec Table B-3)

« Amount of cylinder skew (see
Table B-3)

» Size of gap 1 (sce Table B-3)
« Size of gap 2 (see Table B-3)

» Sector Interleave Factor (see
Table B-3)

Describes the disk for diskformat. diskformat now
displays the estimated time it will take to complete
the formatting.

““Volumes’’ refer to splitting your physical disk into
two logical disks. If you have not done this, answer
0 to all questions concerning ‘‘volume 1.’

diskformat displays the current cylinder being
formatted.

When diskformat finishes with the disk, it displays
the initial menu again. Choosc an option, or press "D
10 quit.

If you reformatted the disk that contains the UNIX
bootstrap code, you must now install UNIX from a
release tape. Sec Appendix A.

Restore user files saved on tape before running
diskformat.

End of procedure

B.9 Using gdbad

The gdbad program maps bad tracks to the bad tracks table. It is used for SCSI disks only. After you
select this diagnostic, you are prompted to enter the controller number, target device number, and logical

unit number (lun).
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Use this worksheet (o note your system configuration and any changes you make,

APPENDIX C: CONFIGURATION WORKSHEET

Item | Information Example
System name cnter:  hostname: central24
Model enter:  type of system: Optimum V24S
PROMs enter:  revision level: Revision 4.0
enter;  model: VDS106
41 | cmer: name (Table A-1): sd0
enter:  type (Table A-4): vds106
cnter:  kernel driver: SDO
Disks enter:  model: VEDI106
yp | cnter:  mame (Table A-1): sdl
“ | enter:  type (Table A-4): ved106
enter:  kernel driver: SDO
other under Comments
enter:  model: 2" Flashback
#1 | enter:  name (Table A-2): 1s0
enter:  kernel driver: TS0
Tape enter: model: 1" CDC 6250
#2 | enter:  name (Table A-2): 151
enter:  kernel driver: TS1
other under Comments
enter model: VME-ICPI6/N
4y | nter name (Table £-3): epd
enter:  number of ports: 16
enter cernel driver: CPO
Serial
ports enter model: VME-ICPS/X
2n | €O name (Table £-3): epl
enier: number of pors: §
enter kernal driver: CP1
oifher under Comments
(CORIURUES Gn REXI D.
C-1 Configuration Worksheet
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Configuration Worksheet (continued)
Item ~ Information - Example
enter:  model: Racal-Vadic
#1 enter:  baud rate: 1200
enter:  port: uyda
Modems enter:  model:
#2 enter:  baud rate:
enter:  port:
other under Comments
Software ISI relcase 4.0
(I){:lcascd (circle)  disk 1/4"tape 1/2"tape V4" tape
Installed center:  date: (first boot)
cnicr: who: (your namc)
Ethernet (circle) nonc VME-ECX Interlan Excelan serial VME-ECX
Networks describe:  List networks conncected; give hostname and Diskless network:
address of your system. For diskless or central24 89.0.1.96
cluster nctworks list hostnames and wsl - 89.0.1.97
ws2  89.0.1.98
addresses of all nodes.
Comments:

Configuration Workshee



APPENDIX D: RELEASE NOTES

Please insert behind this page any releasc notes that you receive for your system.

D-1 Release Notes







pon Integrated Solutions

'DOCUMENTATION COMMENTS

AN NBI
COMPANY

Please take a minute to comment on the accuracy and completencss of this manual. Your assistance will help us
to better identify and respond 1o specific documentation issues. If necessary, you may attach an additional page
with comments. Thank you in advance for your cooperation.

I Manual Title:  4.3BSD System Administrator’'s Guide Part Number: 490197 Rev. C |
Name: Title:

Company: Phone:  ( )

Address:

City: State: Zip Code:

1. Picase rate this manual for the following:

Poor Fair Good Exccllent
Clarity o D O O
Completeness ] O ] ]
Organization 0 O m| ]
Technical Content/Accuracy ] 0 0 O
Readability a O ] O

Please comment:

2. Does this manual contain enough examples and figures?
Yes O Nod
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