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Preface

Who is This Book For?
This book is intended for the general VM/SP user. It contains information
describing the interactive facilities of VM/SP and includes examples showing you
how to use VM/SP.

How is This Book Organized?
This book contains four parts, plus appendices.

“Part 1: Getting to Know VM/SP” contains sections that describe, in general terms,
the CMS facilities and the CP and CMS commands that you can use to control your
virtual machine. If you are an experienced programmer who has used interactive
terminal systems before, you may be able to refer directly to the VM/SP CMS
Command Reference book to find specific details about CMS commands that are
summarized in this part. Otherwise, you may need to refer to later sections of this
publication to gain a broader background in using CMS.

The topics discussed in Part 1 are:

¢ Introduction to VM/SP

¢ VM/SP Environments and Mode Switching
e CMS File System

¢ Using the Shared File System

¢ Storing Your Files on Minidisks

e What You Can Do with CMS Commands
e Using the HELP Facility.

“Part 2: Working with VM/SP” discusses the procedures to be followed for
performing routine CMS tasks.

The topics discussed in Part 2 are:

e Editing Your Files

¢ Using Real Printers, Punches, Readers and Tapes
¢ Communicating with Other Computer Users

¢ Looking at VM/SP Through Windows

Using the CMS Batch Facility.

“Part 3: Learning To Use Execs” gives detailed information on creating exec
procedures to use with CMS.

The topics discussed in Part 3 are:

Introduction to the Exec Processors

Creating System Product Interpreter Execs

Creating a PROFILE EXEC

Commands Used with System Product Interpreter Execs.

“Part 4: Tailoring Your System” contains information on how to use the various
functions of VM/SP to customize your virtual machine.
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The topics discussed in Part 4 are:

¢ Customizing Full-Screen CMS
¢ Tailoring the HELP Facility.

“Appendix A: Summary of CMS Commands” briefly describes the commands
available in the CMS command environment. Special CMS commands that can be
used from a full-screen environment are listed in a separate table in this section.

“Appendix B: Summary of CP Commands” describes the CP command privilege
classes and summarizes the commands available for general users in the CP
command environment.

“Appendix C: Considerations for Full-Screen CMS and Windowing” provides a
basic overview of windowing and full-screen CMS functions. It also gives some
specific information regarding CP, CMS, System Product Editor, and application
interactions with windowing and full-screen CMS.

The “Glossary of Terms and Abbreviations” lists and defines terms used in this
manual.
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Part 1: Getting to Know VM/SP

Learning how to use CMS is not an end in itself; you have specific tasks to do, and
you need to use the computer to perform them. The information contained in Part 1
of the VM/SP CMS User’s Guide is organized to help you quickly familiarize
yourself with VM/SP, so that you can learn how to take advantage of VM/SP to
simplify your work.

Chapter 1: Introduction to VM/SP introduces you to VM/SP and its conversational
component, CMS. It should help you to get a picture of how you, at a terminal, use
and interact with the system.

Chapter 2: VM/SP Environments and Mode Switching. During a terminal session,
commands and requests that you enter are processed by different parts of the system.
This chapter describes how and when you can communicate with these different
programs.

Chapter 3: CMS File System. Data and programs that you create are stored in files.
These files are stored in Shared File System (SFS) directories or on minidisks. This
chapter introduces you to the creation and handling of CMS files.

Chapter 4: Using the Shared File System provides details on the functions you can
perform and the commands available to you when you store your files in a Shared
File System (SFS) file pool.

Chapter 5: Storing Your Files on Minidisks provides details on how to manage files
stored on minidisks.

Chapter 6: What You Can Do with CMS Commands contains a sampling of
commands in various functional areas to give you a general idea of the kinds of
things you can do and the commands available to help you do them.

Chapter 7: Using the HELP Facility. The CMS HELP facility provides an online
display of documentation and an online list of tasks that guide you to the
appropriate HELP file for the command or commands. This chapter describes the
HELP facility and shows you how to use HELP to assist you in performing CMS
tasks.

Part 1: Getting to Know VM/SP 1
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Introduction

( Chapter 1. Introduction to VM/SP

Virtual Machine/System Product (VM/SP) is a program product that controls virtual
machines. A virtual machine is the functional equivalent of a real computer that you
control from your terminal, using a command language of verbs and nouns.

The command languages correspond to the components of VM/SP. CP (Control
Program) controls the resources of the real machine; that is, the physical machine in
your computer room. CP also manages the communications among virtual machines
and between a virtual machine and the real system. CMS (Conversational Monitor
System) is the operating system that runs under CP; it can simulate many of the
functions of OS (Operating System) and DOS (Disk Operating System), so that you
can run many OS and DOS programs in a conversational environment.

Although this publication is primarily concerned with using CMS, it also contains
examples of CP commands with which you, as a CMS user, should be familiar.

How You Communicate With VM/SP

When you are running your virtual machine under VM/SP, each command, or
request for work, that you enter on your terminal is processed as it is entered;
usually, you enter one command at a time and commands are processed in the order
that you enter them.

You can enter CP commands from either the CP or CMS environment, but you
cannot enter CMS commands while in the CP environment. The concept of
environments in VM/SP is discussed in Chapter 2, “VM/SP Environments and Mode
Switching.”

After you have typed or keyed in the line you wish to enter, you press the Return or
ENTER key on the keyboard. When you press this key, the line you have entered is
passed to the command environment you want to have process it. If you press this
key without entering any data, you have entered a null line. Null lines sometimes
have special meanings in VM/SP.

If you make a mistake entering a command, VM/SP tells you what your mistake
was, and you must enter the line again. The examples in this publication assume
that the commands are correctly entered.

You can enter commands using any combination of uppercase and lowercase
characters; VM/SP translates your input to uppercase. Examples in this publication
show all user-entered input lines in blue type; system responses are shown in black
type.

CP Command Language
You use CP commands to communicate with the control program. CP commands
control the devices attached to your virtual machine and their characteristics.

Allocating Space: For example, if you want to increase the virtual address space

assigned to your virtual machine, use the CP command DEFINE. CP takes care of
the space allocation for you and then lets your virtual machine use it.

Chapter 1. Introduction to VM/SP 3
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Receiving Messages: Or if, for example, you are receiving printed output at your
terminal and do not want to be interrupted by messages from other VM/SP users,
you can use the CP command SET MSG OFF to refuse messages, because it is CP
that handles communication among virtual machines. The CP QUERY SET
command displays the status of the CP SET MSG function and other CP SET
command functions.

Sending Messages: CP commands let you send messages to the system operator
and to other users, or modify the configuration of devices in your virtual machine.
CP commands are available to all virtual machines using VM/SP. You can enter
these commands when you are in the virtual machine environment using CMS (or
some other operating system) in your virtual machine.

The CP commands and command privilege classes (not all commands are available
to all users) are listed in Appendix B, “Summary of CP Commands.” The CP
Commands applicable to the general user are discussed in detail in the VM/SP CP
General User Command Reference. However, because many CP commands are used
with CMS commands, some of the CP commands you will most frequently use are
discussed in this publication, in the context of their usefulness for a CMS
application.

CMS Command Language

The CMS command language lets you create, modify, and debug problem or
application programs and, in general, manipulate data files. Your CMS files are
stored within directories, groups of related files that are organized hierarchically, or
on minidisks.

Many OS language processors are executed under CMS: the assembler, VS BASIC,
OS FORTRAN, VS FORTRAN, OS/VS COBOL, and OS PL/I Optimizing and
Checkout Compilers. In addition, the DOS/VS COBOL, DOS PL/I, and VS APL
Program Products are supported. You can find a comprehensive list of language
processors that are executed under CMS and relevant publications in the VM/SP
Introduction book. CMS executes the assembler and the compilers when you invoke
them with CMS commands.

Using XEDIT, the Editor: When you enter the XEDIT command, you invoke the
System Product Editor to create, modify, or manipulate CMS files. Once the
VM/SP System Product Editor has been invoked, you may execute XEDIT
subcommands and use the System Product Interpreter or EXEC 2 macro facility.
The System Product Interpreter, CMS EXEC interpreter, and the EXEC 2
interpreter provide execution procedures consisting of CP and CMS commands; they
also provide the conditional execution capability of a macro language. A macro
language is a facility that lets you simplify your work by expanding the basic
subcommand language, eliminating repetitive tasks, and much more.

Using Virtual Devices: Other CMS commands allow you to read cards from a
virtual card reader, punch cards to a virtual card punch, and print records on a
virtual printer. Many commands are provided to help you manipulate your
directories, minidisks, and files.

Storing Files: You can take advantage of two methods for storing your files; you
can store them in a file pool or on minidisks. A file pool is a large amount of
DASD (direct access storage device) space containing the files for many users.
Within a file pool, you are assigned an individual file space in which you can
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organize your files. The part of CMS that manages file pools is called the Shared
File System (SFS).

If you wish, you can store files on minidisks, which are areas of DASD assigned to
individual users.

When you store files in a file pool, you will be able to perform the same functions
that you can by using minidisks. In addition, because of the way SFS handles file
spaces, you will be able to better organize your files and easily share them with
others.

Depending on your system configuration, you may have the option to use both
methods of storing files. You could store those files that you may want to share in
your SFS file space; other files could be stored on minidisks.

Using Full-Screen CMS: CMS also allows you to use windowing commands and
full-screen CMS to help you manage the data on your physical screen. When you
set full-screen on, you can type commands from almost anywhere on the physical
screen. Full-screen CMS also allows you to scroll forward and backward through
your CMS session to see commands you entered previously and CMS responses to
those commands.

Using HELP: You use the HELP command to display information on how to use
CP commands and CMS commands, subcommands, and EXECs, and explanations
of CP and CMS messages. You can issue the HELP command when a brief
explanation of syntax, a parameter, or function is sufficient, thereby avoiding
interrupting your terminal session to refer to a manual.

Using CP from CMS: You can also enter CP commands from within the CMS
virtual machine environment.

Using Non-English Languages: If your VM/SP system supports a language other
than English, you can receive messages, view productivity aid panels (like the
FILELIST screen), and enter various CMS commands in that language.

You can use the QUERY LANGLIST command to find out the languages that your
virtual machine supports. You can also find out what language environment you are
currently working in with two QUERY commands:

1. The QUERY CPLANG command tells you the language environment for CP.

2. The QUERY LANGUAGE command tells you the language environment for
CMS.

VM/SP allows you to change the language you are working in without having to
quit your session. The SET LANGUAGE command automatically gets all the
information you need to interact with VM/SP in another language. SET
LANGUAGE also allows you to add language information for applications.

Refer to the VM/SP CMS Command Reference for more detailed information about
the SET LANGUAGE, QUERY LANGLIST, and QUERY LANGUAGE
commands. Refer to the VM/SP CP General User Command Reference for
information on the QUERY CPLANG command.

If you want to know more about the languages available on your VM/SP system,
contact your system administrator.
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What You Must Know to Use VM/SP

Before using CP and CMS, you should know:

1. How to operate your terminal
2. Your user ID (user identification) and password.

The Terminal: Your Virtual Console

There are many types of terminals you can use as a VM/SP virtual console. Before
you can conveniently use any of the commands and facilities described in this

. publication, you have to familiarize yourself with the terminal you are using.

Generally, you can find information about the type of terminal you are using and
how to use it with VM/SP in the VM/SP Terminal Reference. If your terminal is a
3767, you also need the IBM 3767 Communication Terminal Operator’s Guide,
GA18-2000.

In this publication, examples and usage notes assume that you are using a display
terminal (such as a 3277). If you are using a typewriter style terminal (such as a
2741) consult “Logical Line Editing Symbols” in the VM/SP CP General User
Command Reference for a discussion of special techniques that you can use to
communicate with VM/SP.

Your User ID and Password: Keys into the System

Your user ID identifies your virtual machine to VM/SP and allows you to gain
access to the system. Your password functions as a protective device ensuring that
only those allowed can use your virtual machine. The user ID and password are
usually defined by the system programmer for your installation.

Beginning Your Terminal Session

To establish contact with VM/SP, you switch on the terminal device and VM/SP
responds with a logo and some form of the message:

to let you know that VM/SP is running and that you can use it. If you do not
receive the “VIRTUAL MACHINE/SYSTEM PRODUCT” message, see the
VM|SP Terminal Reference for specific directions.

Note: If your terminal is not a 3270-type, use the LOGON procedures described in
the section entitled “Logon Exceptions” on page 8.

Logging On at a 3270-Type Terminal

If you are using a 3270-type terminal, you may log on directly from the logo screen.

In the following figure, notice that below the actual VM/SP logo on the logo screen
are two lines instructing you to fill in your user ID and password. Following these

instructions are three input lines labeled USERID, PASSWORD, and COMMAND.

The cursor is placed at the input line for USERID.
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Figure 1. Sample of VM/SP Logo on a 3270-Type Terminal

You may type your user ID and password in the USERID and PASSWORD input
areas and press ENTER. If all of the information is entered correctly, the logo is
cleared from the screen, no further prompts will appear, and you will be logged on
to the system. If an invalid user ID or password is entered, the logo is cleared from
the screen, and the following message and prompt will appear:

If you enter only your PASSWORD in the input area, or if your USERID, as
entered, contains one or more blanks (for example, V MUSERI1), the following erro
message will be issued, followed by the LOGON prompts: '

Chapter 1. Introduction to VM/SP 7



Introduction

You may also enter your user ID in the USERID input area, without your password
or enter the LOGON command, followed by your user ID, in the COMMAND
input area. The following prompt will appear:

If you have entered the information correctly, the logo is cleared from the screen and
you will be logged on to the system.

Logon Exceptions

Getting Into CMS

If your terminal is not a 3270-type, and the VM/SP logo screen is displayed, you can
now press the ENTER key (or equivalent) on your terminal to clear the display.
Now, enter your first command to identify yourself to VM/SP, the CP LOGON
command. If your user ID is TIGER, then you type:

logon tiger

and press the ENTER key. You only need to type L, because L is short for
LOGON.

If VM/SP accepts your user ID, it responds by asking you for your password:

Now, carefully type your password, and press the ENTER key. You may not see
your password as you type it. This is a security measure; it prevents others from
learning your password. If you receive the message:

followed by:

you will have to start over, beginning with the CP LOGON command. You will
also receive a prompting message to help you restart if you make a mistake in
entering other LOGON information.

After a successful LOGON, your next step is to load CMS in your virtual machine
using the CP IPL command. IPL stands for Initial Program Load,

ipl cms

where “cms” is assumed to be the saved system name for your installation’s CMS.
VM/SP responds by displaying a message such as:
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to indicate that the IPL command executed successfully. Press the ENTER key
again. VM responds with a message. The last line, known as the ready message,
may look like this:

At this point you have loaded CMS, and you can now enter both CP and CMS
commands.

Your user ID may be set up for an automatic IPL, so that you receive a message,
indicating that you are in the CMS command environment, without having to issue
the IPL command.

Many of the commands you enter work with data files. Typically, those commands
operate within your file space. If you receive the following message at LOGON
time,

the server that manages your file pool is not available. At this point, you must wait
until the file pool becomes available to complete your work. You can periodically
try to access your top directory to determine the status of your file pool. You will
see how to do this in Chapter 4, “Using the Shared File System.” Your top
directory is the directory assigned to you by the system administrator at the time you
are enrolled in a file pool.

If you are enrolled in another file pool, or if you have access to minidisk storage,
you can use these alternative storage methods until your primary file pool becomes
available.

If your files are stored on minidisks and this is the first time you are using a new
minidisk, you may receive the following message:

At this point, you must “format” the minidisk, that is, prepare it for use with CMS
files. See the section entitled “Formatting Minidisks” on page 128.

Ending Your Terminal Session

To end your terminal session, use the CP LOGOFF command. Enter:
logoff

and press the ENTER key, or just enter:

log

and press the ENTER key, because LOG is short for LOGOFF.
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At times you may be running a long program under one user ID and wish to use
your terminal for some other work. Then, you can disconnect your terminal using
the CP command DISCONN:

#cp disconn

or

#cp disconn hold

Your virtual machine continues to run while disconnected. Disconnected virtual
machines are automatically logged off after 15 minutes if a CP READ or VM
READ status is pending, that is, if the machine is waiting for you to enter a
response. If you want your virtual machine to be logged off the system 15 minutes
after your program has finished executing, issue SET AUTOREAD ON.
AUTOREAD ON is the default for some terminal types; see the VM/SP CMS
Command Reference for a description of the SET AUTOREAD command. Refer to
the VM/SP Terminal Reference information on specific terminal types and how to
reconnect to your virtual machine.

If you want to regain terminal control of your virtual machine after disconnecting,
log on as you would to begin your terminal session. Your virtual machine is placed
in the CP environment, and to resume its execution, you use the CP command
BEGIN. You should not disconnect your virtual machine if a program requires an

- operator response, because the console read request cannot be satisfied.

Entering Commands

To enter a command from a display terminal when you use it as a virtual machine
console under VM/SP, type the command and press the ENTER key. Since the
keyboard is never locked during the execution of a command or program, you can
enter successive commands without waiting for the completion of the previous
command. This stacking function can be combined with the other methods of
stacking lines, such as using the logical line end symbol (#) to stack several
commands. To stack commands with the logical line end symbol, type the
commands on the command line, separate them with #’s, but do not press ENTER
until you have typed all the commands you want done at one time. For example,
you might enter the following commands:

cp query time # cp query reader all # receive

First the system will display the time, then the contents of your virtual reader, and
then will read in the first file in your virtual reader.

If, however, you enter more lines than your terminal can accommodate, you receive
the status message NOT ACCEPTED and you must wait until the buffer is cleared
before you can enter the line.

You will find, as you become accustomed to using a 3270, that the #CP function is
very useful. The #CP function allows you to pass a command to the control
program immediately, bypassing any processing by the virtual machine (CMS). The
#CP function can be used in any VM/SP environment, and you can enter it even
when a program is executing. You do not have to interrupt a program’s execution to
enter a command such as:

#cp query reader all

to display the contents of your reader, or:
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#cp spool printer class s

to spool your virtual printer.

RETRIEVE Function

One of the most common user difficulties is typing errors. The RETRIEVE function
provides a convenient and time-saving method of correcting errors without retyping
the entire input. You can use this function by defining a program function (PF) key
for it, using a command such as:

set pf6 retrieve

If you define a PF key for the RETRIEVE function, VM/SP remembers input lines
entered at the terminal. When you press the PF key, VM/SP redisplays the latest
input line in the input area, so that you can modify and reenter the data. This
allows you to correct errors, change your input, or repeatedly reissue a command.

VM/SP actually remembers several input lines. The number of lines remembered
depends on the length of the lines; VM/SP remembers more short lines than long
lines, but it can always remember at least one full input line. Duplicate input lines
(lines that are the same as the previous input) are not remembered because it is not
useful to remember the same line twice. For security reasons, input lines that are
not displayed at the terminal, such as passwords, are never remembered.

You can set two PF keys for the RETRIEVE command— one to retrieve in a
FORWARD direction, and one to retrieve in a BACKWARD (the default)
direction. When you first press the RETRIEVE BACKWARD program function
key, VM/SP displays the latest input line. If you press the RETRIEVE
BACKWARD key again, VM/SP displays the previous input line. As the key is
pressed, VM/SP steps back through the input lines, displaying them one at a time.
When VM/SP reaches the oldest line that it has remembered, it cycles back to the
latest one again. When an input line is entered, VM/SP resets itself so that the
RETRIEVE program function key starts with the latest input line.

You can also set a PF key to RETRIEVE FORWARD. For example, if you are
using the RETRIEVE BACKWARD PF key to find a line of input, and you
inadvertently pass over that line, you can press RETRIEVE FORWARD. The
search will change directions, allowing you to recover the line you just passed,
without having to cycle back through all of the older lines to get to the latest one
again.

If you are using full-screen CMS, you will not need to define PF keys for the
RETRIEVE function, since the default setting for CMS PF6 is RETRIEVE. (In
full-screen CMS, the RETRIEVE function only works in a backward direction.)
Full-screen CMS also provides you with another method of retrieving commands
that you previously entered. Simply scroll your screen back to a command you wish
to reenter, position the cursor over the command, update any portion of the
command if necessary, and press ENTER. The (updated) command will be
reentered.
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Setting Program Function Keys

If there are commands that you use frequently, you can set the program function
(PF) keys on your terminal to execute them. Although there is one set of function
keys (1 through 24) on your terminal, these keys can have different settings in
various environments.

For example, when you first LOGON, you might set your PF keys to perform
certain functions. Then, when you enter different CMS environments, your PF keys
may have entirely different settings. Chapter 11, “Looking at VM/SP Through
Windows,” provides details on PF keys in full-screen CMS and in the WM
environment. The remainder of this section will concentrate on setting PF keys for
use when full-screen CMS is set off.

Some examples of commands you might wish to catalog on your CP and CMS PF
keys are:

#CP QUERY READER ALL
#CP QUERY PRINTER ALL
QUERY ACCESSED

To set function keys 1, 2, and 3 to perform these command functions, enter:

cp set pfl immed "#cp query reader all
cp set pf2 immed "#cp query printer all
cp set pf3 immed query accessed

Note: When you want to execute a #CP function with a PF key, or you want a PF

key to execute a series of commands, you must use the logical escape symbol (*)
when you enter the SET command.

You can change a PF key setting any time during a terminal session, according to
your needs. This example shows how you can change the setting of the PF5 key:

cp set pf5 immed xedit test file"#bo"#input line"#file
sets the PFS key as:
XEDIT TEST FILE#BO#INPUT LINE#FILE

Then, when you press PF5, VM/SP will XEDIT the file TEST FILE, input the word
“line”, and write the file to file mode A.

Note: Throughout this book, you may see references to the term file mode A. This
term is used to refer to a Shared File System (SFS) directory or to a minidisk that is
accessed with a file mode of A. You may also see references to A-disk, which is
another term sometimes used to refer to the directory or minidisk accessed with a file
mode of A.

You can also set all of your program function keys in your PROFILE EXEC so
they are set each time you load CMS. To change the setting of the PFS5 key in your
PROFILE EXEC, you could add to your PROFILE EXEC the line:

CP SET PF5 IMMED XEDIT TEST FILE #BO# INPUT LINE #FILE
Then, the next time you load CMS, the PF5 key will be set to perform this function.

In this instance, you would not need to include the logical escape characters because
the command was entered from a file.

12 VM/SP CMS User’s Guide

\\ﬂk



%\ 5
\\\‘ P

Introduction

The above examples use the IMMED operand of the SET command, which specifies
that the function is performed as soon as you press the PF key. You can also set a
key so that it is delayed; that is, the command or data line is placed in the user input
area. Then, you must press the ENTER key to execute the command. You may
modify the line before you enter it. This is the default setting (DELAY) for program
function keys.

For example, you might set a key as:
QUERY ACCESSED Xx@

When you press this PF key, the command is placed in the user input area, with the
cursor positioned following the “@” logical character delete symbol; you can enter
the mode letter of the directory or minidisk you are querying before you press the
ENTER key to execute the command. If you enter “A”, the “X” is deleted, and the
resulting command as seen by CMS is QUERY ACCESSED A. For more
information on using the logical character delete symbol, refer to “Logical Line
Editing Symbols” in the VM/SP CP General User Command Reference.

For more details on setting PF keys, see the VM/SP CP General User Command
Reference and the VM/[SP Terminal Reference.

Using Full-Screen CMS

Another way to facilitate your work is to use full-screen CMS. You can do this by
entering on the command line, SET FULLSCREEN ON or by putting this
command in your PROFILE EXEC. Your system administrator may also put this
command in your system profile (SYSPROF) EXEC. In this case, you will
automatically be in full-screen CMS when you IPL CMS. For more information on
SYSPROF, refer to VM/SP Administration.

You can take advantage of full-screen CMS capabilities to perform several functions
such as entering commands from almost anywhere on your physical screen and
displaying messages and other information in windows on your screen.

For more information on how to use full-screen CMS and windowing support, see
Chapter 11, “Looking at VM/SP through Windows.”

Display Screen Characteristics

Messages

During a CP or CMS session (other than an edit session) messages and warnings
from the system operator or other users are highlighted. This distinguishes these
messages from other output and lessens the possibility of important messages being
lost or ignored.

A major feature of a 3270 display screen is the screen status area, which indicates, at
all times that you are logged on, the current operating condition your virtual
machine is in. Understanding the status conditions can help you use CMS on a 3270
more effectively.
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VM Status Notices

The screen status area indicates one of the following conditions:

CP READ
This status notice is the first one you see; it indicates that the terminal is
waiting for a line to be read by the control program. You can enter only CP
commands when the screen status area indicates a CP READ.

VM READ
This status notice indicates that your terminal is waiting for a line to be issued
to your virtual machine; you may be in the CMS environment, in the edit
environment, or you may be executing a program or an exec that has issued a
read to the console. Following is an example of this status notice:

Figure 2. Sample Status Notice in VM

While in VM READ, you can pass null lines or Immediate commands to
CMS. This procedure is particularly useful when you wish to stop execution of
an exec that is issuing VM READ:s to the terminal. You can type HI for Halt
Immediate or HX for Halt Execution and have it passed to CMS without
being read and interpreted as data by the EXEC. At the VM READ, use the
cursor movement key to move the cursor back one space from its current
position at the command line. (This results in the cursor being positioned in
the lower right corner of the screen, three lines up from the bottom). Press the
ENTER key. If your cursor is not returned to the command line (for example,
when using VTAM), use the cursor movement key to move the cursor back to
the command line. Your terminal will remain in VM READ status. At this
point, you can enter HI, HX, or any Immediate command, or if you wish to
resume execution of the exec, enter the next line of data.

Refer to the VM/SP CMS Command Reference for more information on using
HI or HX.
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. RUNNING
( This status notice indicates that your virtual machine is operating. Once you
- have loaded CMS and are using the CMS environment, this status is almost
continually in effect, even when you are not currently executing a command or
program.

You can alter the way this works by using the AUTOREAD function of the
SET command. When the AUTOREAD setting is OFF, (the default for
display terminals), your terminal displays a RUNNING

status after the execution of each CMS command. If you want the terminal to
be in a VM READ status following each command, enter:

set autoread on

The ON setting is the default for typewriter terminals, because a read on a
typewriter terminal must be accompanied by the unlocking of the keyboard.

The advantage of keeping your virtual machine in a running status even when

¢ it is not actually executing a program is that it makes your terminal ready to
receive messages. If your terminal is waiting for a read, either from CP or
from the virtual machine, and if a user or a program sends a message to your
virtual console, then the message is not displayed until you use the ENTER
key to enter a command or null line. When your machine is in a running
status, the terminal console is always ready to accept messages.

MORE...
This status notice indicates that your display screen is full, but that there is
more data to be displayed. This message, in addition to indicating that there is
more data, gives you a chance to freeze your screen’s current display so you
can continue to examine it, if necessary.

When you see the screen is in a MORE... status, you can either:

¢ Press the Clear, Cancel, or PA2 keys to clear the screen and see the next
screen, or

e Press the ENTER key to put the screen in HOLDING status.

If you do not do either, then after 60 seconds, the screen is cleared and the
next screen is displayed.

HOLDING
This status notice indicates that you have pressed the ENTER key to freeze the
screen. You must use the Cancel, Clear, or PA2 keys to erase this screen and
- go on to the next display.

A holding status also results if you have received a message that appeared on
this screen. When the screen becomes full, it does not automatically pass to
the next display after 60 seconds, but waits until you specifically clear the
screen. (This feature ensures that any important messages you receive are not
lost.)

NOT ACCEPTED
This status notice indicates that you are trying to enter a command line but the
terminal buffer is full and cannot accept it. This message is also issued when
you attempt to use the 3270 COPY function and a printer is either not
available or not ready.
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Full-Screen CMS Status Notices
Once you enter the command SET FULLSCREEN ON, the following status notices
are displayed:

Executing a command
This status notice indicates that the system is processing your command.

Enter your response in vscreen 'vname'
This status notice indicates that the system is waiting for your reply to a
request.

Note: In this message, 'vname' will be replaced by the name of the virtual
screen in which you are to enter your response.

Scroll for more information in vscreen 'vname'
This status notice indicates that the system is waiting for you to scroll forward
a window that is connected to the specified virtual screen.

Note: In this message, 'vname' will be replaced by the name of a virtual
screen.

Enter a command or press a PF or PA key
This status notice indicates that the system is waiting to process your next
input. See the following example:

Figure 3. Sample Status Notice in Full-Screen CMS

Note: If you set autoread on, you will see the status notice “Enter your
response in vscreen CMS” following each command.

Whenever there is a conflict between status notices, the highest priority status notice

will be displayed. In the previous list, the status notices are listed in order of
priority, from highest to lowest.
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s ~ For more information on full-screen CMS, refer to Chapter 11, “Looking at VM/SP
( ) Through Windows.”

Additional Display Screen Capabilities
Both extended highlighting and the seven-color feature are available on the 3279
Models 2 and 3. If you are using 3278 Model 2, 3, 4, or 5, the options for both
features will be accepted. However, only the highlight feature is available.

The CP SCREEN command (with its operands) allows you to chose one of three
highlighting features (blinking, underscore, or reverse video) and one of seven
different colors (red, green, blue, pink, turquoise, yellow, or white) for each screen
area.

If you want the input area to be turquoise without highlighting, you should enter:
screen inarea turquoise none

Or, if you want the input area pink and the status area yellow with the blinking
highlight, you should enter:

screen inarea pink statarea yellow blink

The CP QUERY SCREEN command displays the color and extended highlight
values currently in effect. For more details on the CP SCREEN command, see the
VM/|SP CP General User Command Reference and for more details on the terminal
display areas, see the VM/SP Terminal Reference.

You can tailor your XEDIT screen colors with the XEDIT subcommand SET
COLOR. Refer to the VM/SP System Product Editor Command and Macro
Reference for a description of the SET COLOR XEDIT subcommand.

When you are using CMS windowing support, you can tailor your screen for color,
extended highlighting, Programmable Symbol Sets (PSS), character attributes, and
Double-Byte Character Sets (DBCS). For more information, refer to the VM/SP
System Product Editor Command and Macro Reference and the VM/SP CMS
Command Reference.

How VM/SP Responds to Your Commands
CP and CMS respond differently to different types of requests. All CMS command
responses (and all responses to CP commands that are entered from the CMS
environment) are followed by the CMS ready message. The form of the ready
message can vary, because it can be changed using the SET command. The long
form of the ready message is:

If you have issued the command:

set rdymsg smsg

meaning, set the ready message to the short form, the ready message looks like:
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When you enter a command incorrectly, you receive a message describing the error.
The ready message contains the last 5 digits (4 digits for a negative return code)
from the command. For example:

indicates that the return code from the command was 28.

A ready message from the command may contain a negative return code; for
example:

indicates that the return code from the command was -1.

Some Sample CP and CMS Command Responses
If you enter a CP or CMS command that requests information about your virtual
machine, the response should be the information requested. For example, if you
enter the command:

query reader all

CP responds by showing you the contents of your reader:

Similarly, if you issue the CMS command:
listfile * assemble c

you might receive the following information:

If you enter a CP command to alter your virtual machine configuration or the status
of your spool files, CP responds by telling you that the task is accomplished. The
response to:

purge reader all

might be:
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Some CP commands, those that alter some of the characteristics of your virtual
machine, give you no response at all. If you enter:

spool e class x hold

you receive no response from CP.

Certain CMS commands may issue prompting messages, to request you to enter
more information. The SORT command, which sorts CMS files, is an example. If
you enter:

sort in file al out file al

you are prompted with the message:

and you can then specify which fields you wish the input records to be sorted on.

Working with CMS

If you have just logged on for the first time, and you want to try a few CMS
commands, enter:

query accessed

After you enter the command, you will see a response similar to the following:

Check to see if the listing for file mode A shows DIR in the Vdev column. If so, you
are enrolled in a Shared File System (SFS) file pool, and your system administrator
has set up an SFS top directory for you. In SFS, you will have a file space to store
your files. Your file space, along with the file spaces of many other users, will reside
in a file pool. It is easy to share files with users who belong to your file pool, as well
as users in other file pools.

If, instead, the display shows 191 in the Vdev column, your files are stored on a 191
minidisk.

Depending on your installation and on your needs as a user, you may complete your
work with CMS using either the Shared File System, minidisks, or a combination of
both. Unless otherwise stated, the term CMS file refers to a file that can be stored
in a directory or on a minidisk.

In a situation where you can use both SFS and minidisks, you can choose which files
you might wish to share or organize hierarchically and store these files in an SFS file
pool; other files could be stored on your minidisks. At any time, you could move
files from a minidisk to SFS by using the COPYFILE command. For details on
how to do this, see to Chapter 4, “Using the Shared File System.”
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Whether your files are stored in an SFS file pool or on minidisks, CMS commands
will generally work the same.

You will also be able to use the System Product Editor to create and modify files.
For example, you can use the XEDIT command to create a file named PARTY
SUPPLIES. Enter:

xedit party supplies
The display will look like Figure 4.

Figure 4. Sample XEDIT Screen

On the command line (next to the arrow) type INPUT and press the ENTER key.
The file is placed in input mode. The cursor is placed automatically on the first line
in the input zone, where you enter your data. You are writing input lines that are
eventually going to be written onto file mode A.

Enter the following data:

balloons
cake
party hats
ice cream
guests
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Figure 5. Sample XEDIT Screen in INPUT Mode
Now, press the ENTER key, the screen moves up so that you can enter more data.

When you are finished entering data, press the ENTER key again to return to edit
mode.

To keep this file in permanent storage, you type FILE on the command line and
press the ENTER key. You should see a message that looks something like this:

Even though the file has disappeared from your screen, the editor has saved it.

Let’s check and see if the file was really saved. We will use the LISTFILE command
to list the files on file mode A with the file name of PARTY. Enter:

listfile party

you should see the following:

Request a display of the file, using the TYPE command. Enter:
type party supplies
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You should see the following:

Because you really do not need this file, you can erase it from your permanent
storage using the ERASE command. Enter:

erase party supplies

When you receive the ready message (Ready;), you know that the file was erased.
You can check to see if it really was erased. Use the LISTFILE command again to
list the files on file mode A with the file name of PARTY. Because you just erased
the file, you will receive the following message:

Most CMS commands create or reference files, which are stored within your file
space in an SFS file pool or on minidisks. These commands are as easy to use as the
commands shown above.

Storing Your Files |

You will be using CMS on a virtual machine. A virtual machine is similar to a real
machine in that it has access to direct access storage device (DASD) storage. This
storage is either within a Shared File System file pool or on a minidisk.

A storage group is a subset of minidisks within an SFS file pool. Within a storage
group, potential space is allocated for a user. This individual allocation of space is
called a user’s file space. In each user’s file space, individual files are organized in
hierarchical structures called directories. File spaces can contain CMS files or CMS
simulations of OS data sets.

A minidisk is a location on a real DASD that has been allocated for storage of a
user’s files. Minidisks can also be formatted for use as an OS or DOS disk.

For CMS applications, it does not matter whether your files are stored within a file
space or on a minidisk. Regardless of the location of your data, CMS commands
will generally function the same.

If you use SFS, your files will be stored in a file space allocated for you by your
system administrator. For information on the size of your SFS file space, you can
use the QUERY LIMITS command. (See QUERY LIMITS in the CMS Command
Reference.) :

To share SFS files, you grant other users authority to the files or directories of your
choice. They do not need to link to your minidisks to share your files.
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Accessing Your Directories or Minidisks

When you use the Shared File System, the directories within your file space are
usually accessed so that you can manipulate them using CMS commands. By
accessing directories and establishing a file mode letter for them, you can also save
time typing many commands. If a command accepts a file mode, you can simply
specify the file mode, rather than the entire directory name, to execute the command.

If your files are stored on minidisks, which are portions of a physical volume defined
using CP, you must link to the minidisks before you can access them. For
information on how to link to minidisks refer to Chapter 5, “Storing Your Files on
Minidisks.”

By accessing your directories or minidisks and establishing file mode letters for them,
you can control:

¢ The command search order for programs executing in your virtual machine
(Refer to Chapter 3, “CMS File System” for further information on CMS
command search order.)

¢ Which directories or minidisks are to contain the new files that you create.

If you want to know which file modes (directories or minidisks) you currently have
access to, enter:

query accessed

You will see a display like this:

The Mode column indicates the mode letter used to access the directory or minidisk.

Stat gives the status of the directory or minidisk: R/W (read/write) or R/O
(read-only). When a directory is accessed, the status of the directory is determined
by its ownership:

¢ If the user is the directory owner, then the directory is accessed as read/write,
unless the directory is accessed as an extension of the file mode. (Different rules
apply for extensions. These conditions are discussed in Chapter 3, “CMS File
System”™).

¢ If the user is not the owner of the directory, the directory is always accessed as
read-only, regardless of whether or not the user has read or write authority on
the directory.

Files displays the number of entries in the directory or the number of files on a
minidisk. This total can include subdirectories, revoked or erased aliases, and files.
(These terms will be discussed in Chapter 4, “Using the Shared File System.”)

The Vdev column displays DIR for directories or the virtual address for minidisks.
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Label|Directory shows the complete name of the directory or the label assigned to

‘the minidisk when it was formatted. (In the following example, VMSYSU is the file

pool name, and VMUSER is the directory.)

Suppose you are authorized to access another directory, and VMSYSU:JACK. was
its name. To access it with a file mode of B, you would enter:

access vmsysu:jack. b

Similarly, if your files are stored on minidisks and you had linked to minidisk 194,
you could access it with a file mode of B by entering:

access 194 b

Releasing Directories or Minidisks

Console Output

When you no longer need a directory or minidisk that you temporarily accessed, you
can release it. Enter the CMS RELEASE command:

release b

When you want to assign a currently active mode letter to another directory or
minidisk, enter the ACCESS command to reassign that mode letter. It is not
necessary to release an accessed directory or minidisk before accessing another with
the same mode.

When you logoff, any directories or minidisks that you temporarily accessed are
automatically released. For further information on accessing and releasing
directories, refer to Chapter 4, “Using the Shared File System.”

If you are expériencing poor response time and have many directories or minidisks
accessed that you do not need, you may want to release some of these directories or
minidisks.

When you use a 3270 terminal as your virtual machine console, you do not
ordinarily retain a console log, as you do on a typewriter terminal. There are many
circumstances in which you may want a printed record of your console output. It
could be to obtain a copy of program-generated output, or to retain a record of CP
and/or CMS commands that resulted in an error condition. There are two
techniques you can use in VM/SP to obtain hard copy representations of display
terminal sessions: spooling console output and the 3270 copy function.

Spooling Console Output

The CP SPOOL command provides the CONSOLE operand, which lets you begin
and end console spooling. Enter

spool console start
when you want to begin recording your terminal session, and
spool console stop

when you have finished. In between, you can periodically close the console file to
release for printing whatever has been spooled thus far:

spool console close

Other operands that you can enter are the same as you might specify for any printer
file, such as CLASS, COPY, CONT, and HOLD.
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An alternate technique is to spool your console to your own virtual reader:

spool console start * class a

Then, when you close the console file, instead of being released to the CP printer
spool file queue, it is routed to your virtual reader, and you can load it onto file
mode A as a CMS file. You would do this by receiving the console file using the
RDRLIST command. (For more information on the RDRLIST command, see
“Receiving a File” on page 215.) You can then use the editor to examine it (or to
delete sections you do not need) and use the PRINT command to obtain a printed

copy.

If you are using full-screen CMS, you will need to use logfiles to spool information
from your terminal. When you set full-screen on, by default, messages and warnings
are logged for you. Messages are logged to a file with the file name and file type of
MESSAGE LOGFILE; warnings are logged to WARNING LOGFILE.

If you wish, you can create a log of your CMS output or other output. To do this,
after you are in full-screen CMS, enter the command SET LOGFILE CMS ON.
Your output is then sent to a file with the file name and file type of CMS
LOGFILE. Later, you could XEDIT or print this file to obtain a hard copy of the
work you completed. See the VM/SP CMS Command Reference for more
information on the SET LOGFILE command.

Copying Your Screen

If you are using a 3270 display terminal, and you have a 3284, 3286, 3287, 3288, or
3289 printer, you copy the entire screen display currently appearing on the screen.
To copy the screen, you have to assign the copying function to a program function
key, with the SET command:

set pf9 copy

Note: The PF key copy function is not available if the printers are dedicated (not to
be shared among users).

Then, whenever you want to copy a screen display, you can press the PF9 key (or
whichever key you set). The display is printed on any 3270 display printer that you
specified using the SET PFnn COPY command. If, when you press the PF key, the
screen status area indicates NOT ACCEPTED, it means that the printer is either not
ready or not available. When you press the PF key and receive no response, it means
that the screen has been copied.

There is a print matrix available to the 3274 and 3276 user that allows control of the
display to printer operations. In addition, a local print key is provided on the
display terminal that is used for copy operations.

Figure 6 on page 26 is an example of a 3270 screen display that could be copied on
the printer. When you use the copy function to copy a screen, all 24 lines of the
display screen are copied; the screen status area (indicated as RUNNING in

Figure 6) is blank if the 3270 is locally attached. If the 3270 is remotely attached,
the entire screen including the screen status area, is copied. You can use the user
input area of your screen to key in comments, or your name or user ID, if several
users are spooling copy files.
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Figure 6. 3270 Screen Display
For more information about copying screens in XEDIT, see the COPYKEY option
of the SET PF command in the VM/SP System Product Editor Command and Macro
Reference.
If you are using full-screen CMS, you copy your screen with the PUT SCREEN P
command. This command sends a copy of your physical screen to a CMS file which
you can later XEDIT or print. See the VM/SP CMS Command Reference for more ~
information.
\‘\,
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Chapter 2. VM/SP Environments and Mode Switching

When you are using VM/SP, your virtual machine can be in one of two possible
environments, the control program (CP) environment or the virtual machine
environment, which may be CMS. The CMS environment has several
subenvironments, sometimes called modes. Each environment or subenvironment
accepts particular commands or subcommands, and each environment has its own
entry and exit paths, responses and error messages. If you have a good
understanding of how the VM/SP environments are related, you can learn to quickly
change environments and efficiently use your virtual machine.

This chapter introduces the CP and CMS environments that you use and describes:

¢ Entry and exit paths
e Command subsets that are valid as input.

Figure 7 summarizes the VM/SP command environments and lists the commands
and terminal paths that let you go from one environment to another.

Any “Class Any”
CP Command

LOGON

> CP Environment!

q2

CMS Subset -

Any CMS Subset Command
Any CP Command
HX

RETURN
# CP Command Line

Any CP Cc d

IPL C
BEGIN
EXTERNAL

CMS Environment
Any CMS Command
XEDIT Environment

Any CP Command
XEDIT fn ft__“l -
Execute any OS or Any XEDIT Subcommand

CMS Program [ FILE or QUIT

SET DOS ON —— Any XEDIT Macro
# CP Command Line CMS
INPUT
CMS/DOS Environment Input Mode

Any CMS Command

Any CMS/DOS Command
Any CP Command
Execute any DOS Program
# CP Command

Any Input Line Carriage
Return or Null Line

Notes:

! The CP environment may be entered from any other environment
by using your terminal’s break key (BRKKEY).

Program Execution

2 Any CP command that is valid for your privilege class. A CP command
can be entered at any time; if you are not in the CP environment,

HX or (Abend)

(Address Stop) the command must be prefixed by # CP.

3 The BEGIN command returns your virtual machine to the environment
it was in when CP was entered. For example:

@ If you were in edit or input mode, the current line pointer
remains unchanged.

@ If you were executing a program, execution resumes at the
instruction address indicated in the PSW.

Figure 7. VM/SP Environments and Mode Switching

With the exception of input mode in the edit environment, you can always determine
which environment your virtual machine is in by pressing the Return or ENTER key
on a null line. The responses you receive and the environments they indicate, are:
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Response Environment
CP CP
CMS CMS

CMS (DOS ON)  CMS/DOS
CMS SUBSET  CMS Subset

CP Environment

Once you log on to VM/SP, your virtual machine is in the CP environment. In this
environment, you can enter any CP command that is valid for your privilege class.
This publication assumes that you are a general, or class G, user. You can find
information about the commands in the VM/SP CP General User Command
Reference.

Only CP commands are valid terminal input in the CP environment. You can,
however, preface a CP command with the characters CP or #CP, followed by one or
more blanks, although it is not necessary. These functions are described in “The
CMS Environment” on page 29.

You can enter CP commands from other VM/SP environments. There may be times
during your terminal session when you want to enter the CP environment to enter
one or more CP commands. You can do this from any other environment by doing
either of two things:

1. Enter the command:
#cp

2. Use your terminal’s Attention key (PA1 or equivalent). On a 2741 terminal, you
usually press the Attention key twice, quickly, to enter the CP environment.

The following message indicates that your virtual machine is in the CP environment:

After entering whatever CP commands you need to use, you return your virtual
machine to the environment or mode that it came from by entering the CP
command

begin
which begins execution of your virtual machine.

Note: Once you set full-screen CMS on, the PA1 key no longer serves as an
Attention key but performs a windowing function. If you want to use an Attention
key to enter the CP environment, you will need to set another key to the attention
function. When you set full-screen CMS off, the CP TERMINAL BRKKEY
remains as NONE. To reset it to PA1 (the default setting), use the CP TERMINAL
command. For more information, see the BRKKEY option of the CP TERMINAL
command in the VM/SP CP General User Command Reference.
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The CMS Environment

You enter the CMS environment from CP by entering the IPL command, which
loads CMS into your virtual storage area. If you are planning to use CMS for your
entire terminal session, you should not have to IPL again unless a program failure
forces you into the CP environment.

When you enter the IPL command, specify the named system CMS at your
installation. For example:

ipl cms

When your virtual machine is in the CMS environment, you can enter any CMS
command and any of the CP commands that are valid for your user privilege class.
You can also execute many of your own OS or DOS programs. For more
information, see the VM/SP Application Development Guide for CM S book.

You can enter CP commands from CMS in any of the following ways:

¢ Using the implied CP function of CMS (See Note.)
¢ With the CP command
e With the #CP function.

Note: For the most part, you can enter any CP command directly from the CMS
environment. This implied CP function is controlled by an operand of the CMS
SET command, IMPCP. You can determine whether the implied CP function is in
effect for your virtual machine by entering the command:

query impcp

If the response is:

you can change it by entering:
set impcp on

When the implied CP function is set off, you must use either the CP command or
the #CP function to enter CP commands from the CMS environment. CP
commands that you execute in EXEC procedures should be prefaced by the CP
command, regardless of the implied CP setting. An example of using the CP
command is:

cp close punch

When you enter CP commands from the CMS environment either implicitly or with
the CP command, you receive, in addition to the CP response (if any), the CMS
ready message. If you use the #CP function, discussed next, you do not receive the
ready message.

You can preface any CP command with the characters #CP, followed by one or
more blanks. When you enter a CP command this way, the command is
immediately processed by CP; it is as if your virtual machine were actually in the CP
environment.
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Protected Application Environment

A protected application environment provides special enhancements to prevent users
with no need to interact with CP from accidentally entering the CP environment.

When you are operating in a protected application environment:
e Pressing the Attention key will not cause you to enter CP mode.
¢ The terminal break key is set to NONE.

e CP attempts to initiate an automatic re-IPL upon encountering an error that
causes CMS to abnormally end (abend).

A protected application environment is entered by using the CONCEAL option of
the SET command or the directory OPTION control statement. Your system
administrator sets the directory OPTION control statement so that you would be
placed in a protected application at LOGON time. You can use the CONCEAL
option of the SET command to enter a protected application at any time during
your terminal session.

To issue SET CONCEAL, you would simply enter:
set conceal on

Either way a protected application is entered, the terminal break key will always be
set to NONE. SET CONCEAL OFF returns the break key to its default setting of
PALl, for local, remote, and VM/VTAM 3270 graphics terminals.

For more information on the SET CONCEAL command, see the VM/SP CP
General User Command Reference.

XEDIT and CMS Subset

30 VM/SP CMS User’s

The System Product Editor is a VM/SP facility that lets you create and modify data
files that reside on minidisks or Shared File System directories. The editor
environment, more commonly called the edit environment, is entered when you enter
the CMS command XEDIT, specifying the identification of a data file you want to
create or modify. Complete information about the System Product Editor, invoked
via the XEDIT command, is found in the VM/SP System Product Editor Command
and Macro Reference and the VM|SP System Product Editor User’s Guide. For
introductory tutorial information about editing, see the VM/SP CMS Primer. For
example

xedit party supplies
is the command you would use to enter the edit environment to either create a file

called PARTY SUPPLIES or to make changes to a file that already exists under that
name.

When you enter the edit environment, your virtual machine is automatically in edit
mode, where you can enter XEDIT subcommands, CMS commands, or CP
commands. After you enter the XEDIT subcommand

input

data lines that you enter are considered input to the file. To return to edit mode,
you must enter a null line.

If you enter the XEDIT subcommand
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cms

the editor responds

and your virtual machine is in CMS subset mode. At this point, you can enter any
CMS command that is allowed in CMS subset mode. Commands that execute in the
user area are not allowed in the CMS subset environment. You can also enter CP
commands. To return to edit mode, you use the special CMS subset command,
RETURN. If you enter the Immediate command HX, your editing session
abnormally terminates and your virtual machine returns to the CMS environment.

For more information on CMS subset, see the VM/SP Application Development
Guide for CMS.

When you are finished with an edit session, you return to the CMS environment by
issuing the FILE subcommand, which indicates that all modifications or data
insertions that you have made should be written onto a minidisk or Shared File
System directory. Otherwise, you can enter the subcommand QUIT, which tells the
editor not to save any modifications or insertions made since the last time the file
was written.

If you are a VSE user, the CMS/DOS environment provides you with all the CMS
interactive functions and facilities, as well as special CMS/DOS commands that
simulate VSE functions. The CMS/DOS environment becomes active when you
enter the command:

set dos on

When your virtual machine is in the CMS/DOS environment you can enter any
command that would be valid in the CMS environment, including the facilities of
XEDIT, DEBUG, and EXEC. You cannot enter CMS commands or program
modules that load and/or execute programs using OS macros or functions.

The following commands are provided in CMS/DOS to test and develop DOS
programs, and to provide access to VSE libraries:

ASSGN DOSPLI LISTIO
CATCHECK DSERV OPTION
DLBL ESERV PSERV
DOSLIB FETCH RSERV
DOSLKED FCOBOL SSERV

Your virtual machine leaves the CMS/DOS environment when you enter the
command:

set dos off

If you reload CMS (with an IPL command) during a terminal session, you must also
reenter the SET DOS ON command to return to the CMS/DOS environment. For
more information about the CMS/DOS environment, see the VM/SP Application
Development Guide for CMS.
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Interrupting Program Execution

When you are executing a program under CMS or executing a CMS command, your
virtual machine is not available for you to enter commands. There are, however,
ways that you can interrupt a program and halt its execution: temporarily, (in which
case you can resume its execution), or permanently (in which case your virtual
machine returns to the CMS environment). In both cases, you interrupt execution
by creating an attention interruption, which may take two forms:

* An attention interruption to your virtual machine operating system
¢ An attention interruption to the control program.

Using the Attention Key

Attention interrupts result in what are known as VM or CP “reads” being presented
to your virtual console. The two keys on your 3270 keyboard that signal
interruptions are the PA1 key -- REQ key on a 3278 Model 2A -- and the ENTER
key. Throughout this publication, interruption signaling has been described in terms
of the Attention key.

You can enter the CP environment by pressing the PA1 key. Whenever you press
this key, your virtual machine is placed in a CP READ status, and you can enter
any CP command. From the CP environment, you must enter the CP command
BEGIN to resume execution of your virtual machine. On a typewriter terminal, the
keyboard unlocks when a read occurs. :

Whether you have to press the Attention key once or twice depends on the terminal
mode setting in effect for your virtual machine. This setting is controlled by the CP
TERMINAL command:

terminal mode vm

The setting VM is the default for virtual machines; you do not need to specify it.
The VM setting indicates that one depression of the Attention key sends an
interruption to your virtual machine, and that two depressions result in an
interruption to CP.

The CP setting for terminal mode, which is the default for the system operator,
indicates that one depression of the Attention key results in an intérruption to CP.
If you are using your virtual machine to run an operating system other than CMS,
you might wish to use this setting. Enter the command:

terminal mode cp

Note: Once you set full-screen CMS on, the PA1 key no longer serves as an
Attention key but performs a windowing function. If you want to use a break key,
you will need to set another key to the attention function. When you set full-screen
CMS off, the CP TERMINAL BRKKEY remains as NONE. To reset it to PA1l
(the default setting), enter the CP TERMINAL command.

Interrupting Your Programs

On a typewriter terminal, the Attention key, pressed once, causes a virtual machine
interruption (if the terminal mode is set to VM); you must use it when you want to
enter an Immediate command, such as HT or HX. On a display terminal, you can
enter these commands whenever your virtual machine is in a running status, without
having to signal an interruption before you enter the command.
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Sometimes, however, if your terminal is rapidly displaying output you must wait
until the screen is full and the screen status area indicates a MORE... status before
you attempt to enter the HT or HX command.

The ENTER key can also be used as an interruption signaling key. If you press it
once when your virtual machine is running, you will place your virtual machine in
the VM READ status, so you can enter a command.

While in VM READ, you can pass null lines or Immediate commands to CMS.
This procedure is particularly useful when you wish to stop execution of an Exec
that is issuing VM READs to the terminal. You can type HI or HX and have it
passed to CMS without being read and interpreted as data by the Exec. At the VM
READ, use the cursor movement key to move the cursor back one space from its
current position at the command line. (This results in the cursor being positioned in
the lower right corner of the screen, three lines up from the bottom). Press the
ENTER key. If your cursor is not returned to the command line (for example, when
using VTAM), use the cursor movement key to move the cursor back to the
command line. Your terminal will remain in VM READ status. At this point, you
enter HI, HX, or any Immediate command, or if you wish to resume execution of
the exec, enter the next line of data.

If you are in either line mode or full-screen CMS and wish to interrupt execution of
an exec issuing a read (indicated by a VM READ status in line mode or Enter your
response in vscreen CMS in full-screen CMS), type any Immediate command
prefixed by a #. Instead of being passed to the exec, your command will be
interpreted immediately. For instance, to halt interpretation of the exec, you would
type #HI.

When you are entering an Immediate command prefixed by #, nothing else may be
entered along with the Immediate command. For example, if you type ABCD#HI
(where ABCD is any data) then ABCD will be passed to the exec and HI will be
placed in the console stack. The HI Immediate command will not be executed (not
even when the exec issues another read). If you type HI#ABCD, then HI will be
passed to the exec and ABCD will be placed on the console stack.

Note: The Immediate command HT is the only exception to this rule. You are
permitted to follow a line of data with #HT. For example, if you enter ABCD#HT
in response to a read by an exec, then the HT command will be executed first and
ABCD will be passed to the exec.

Virtual Machine Interruptions

While a command or program is executing, if you press the ENTER key on a 3270
(or the Attention key once on a 2741), you create a virtual machine interruption.

Halting Screen Displays

When your terminal is displaying successive screens of output from a program or a
CMS command, use the HT or HX Immediate commands to halt the display or the
execution of the command, respectively. If your terminal is writing the information
at a very rapid rate, you can have difficulty entering the HT or HX command. In
these circumstances, press the ENTER key twice to force your terminal to a CP
READ status. Then, you use either the CP REQUEST or ATTN command to
signal a virtual machine read. When the screen status area indicates VM READ,
you enter HX or HT. The program halts execution, your terminal accepts an input
line, and you can:
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Control Program
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¢ Terminate the execution of the program by issuing an Immediate command to
halt execution:

hx
The HX command causes the program to abnormally terminate (abend).

Note: If you get no response after using the HX command, you should enter
#CP, and then enter IPL CMS to reload CMS. After you receive the VM
READ status in the lower-right corner of your screen, press the enter key once
more.

e Enter a CMS command. The command is stacked in a console stack ana is
processed by CMS when your program is finished executing and the next virtual
machine read occurs. For example:

print abc Tisting
After you enter this line, the program resumes execution.

¢ If the program is directing output to your terminal and you wish only to halt the
terminal display, use the Immediate command:

ht

The program resumes execution. Terminal output can also be immediately
suppressed when you enter a command by placing #HT after the command. For
example, you would enter

tape dump #ht

to suppress output from the TAPE DUMP command. The logical line end
character (#) lets the Immediate command HT be accepted; program execution
proceeds without typing.

You can, if you want, cause another interruption and request that typing be
resumed by entering the RT (resume typing) command:

rt

¢ Enter a null line; your program continues execution. The null line is stacked in
the console stack and read by CMS as a stacked command.

HX, HT, and RT are three of the CMS Immediate commands. They are immediate
because they are executed as soon as they are entered. Unlike other commands, they
are not stacked in the console stack. You can only enter an Immediate command
following an attention interruption.

Immediate commands that are entered while a command or program is running (the
status is not VM READ or Enter your response in vscreen CMS) should not be
prefixed with #. If they are, they will not be executed at the time they are entered.
Instead, they will be executed when the next read is issued.

Interruptions

You can interrupt a program and directly enter the CP environment by pressing the
PA1 key on a 3270 or by pressing the Attention key twice, quickly, on a 2741.
Then, you can enter any CP command. To resume the execution of the program,
enter the CP command:

begin

If your terminal is operating with the terminal mode set to CP, pressing the
Attention key once places your virtual machine in the CP environment.
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Note: Remember that in full-screen CMS mode, PA1 pops the WM window. If you
wish to override this default setting, use the BRKKEY option of the CP
TERMINAL command. When you set full-screen CMS off, the CP TERMINAL
BRKKEY remains as NONE. To reset it to PA1 (the default setting), use the CP
TERMINAL command. For more information, see the VM/SP CP General User
Command Reference.

Address Stops and Breakpoints
You can halt program execution after an instruction at a particular address with the
CP PER command. Entering the command

per i r 20lea

causes program execution to halt after the instruction at location X'201EA'. A
program may also be interrupted by an instruction address stop, which you
specifically set by the CP command ADSTOP. For example, if you issue the
command:

adstop 20lea

an address stop is set at virtual storage location X'201EA'. When your program
reaches this address during its execution, it is interrupted and your virtual machine is
placed in the CP environment, where you can enter any CP command, including
another ADSTOP command, before resuming the execution of your program with
the CP command BEGIN.

Using the 3270 Text Feature

If you have a 3277 or 3278 display station equipped with the Data Analysis Text
keyboard, you can key in, as well as display, all of the special text characters. For a
description of these characters, see the VM/SP Terminal Reference. These characters
are in addition to those available with standard EBCDIC 3270 terminals. If you
have a suitably equipped printer attached to your 3270, you can use the SET PFnn
COPY function to obtain a printed copy of the screen.

Note: This procedure for obtaining a printed copy of your screen pertains to
sessions when you are not using full-screen CMS. See “Copying Your Screen” on
page 25 for information on how to copy your screen in full-screen CMS.

When you want to activate the text feature, and use the special characters, enter the
command:

terminal text on

The TERMINAL TEXT ON command automatically forces the TERMINAL APL
OFF command. Now, you can use any of the special characters when you enter,
change, or locate text lines in a file.

You leave the special text environment by entering the command:

terminal text off
See the VM/SP CMS Command Reference and VM/SP System Product Editor

Command and Macro Reference for more information on using the SET TEXT
commands to select appropriate translation tables for special characters.
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If you do not have the appropriate text hardware feature on your 3270, but attempt
to display a file that contains the characters, the characters appear as blanks on a
3277, and as hyphens on a 3276 and a 3278.

If you inadvertently enter the TERMINAL TEXT ON command while using a
terminal that does not have the text capability, you must do the following to return
to regular operating procedures:

1. Press the PA1 key to enter the CP environment.
2. Enter, in uppercase letters only, the command:

TERMINAL TEXT OFF

Notes:

1. The 3270 text hardware feature is activated by a key, not a switch. Each time
you press the TEXT On/Off key, you reverse its setting. If your terminal has a
red light on the text keyboard, it will be illuminated when the text feature is on.

2. Compound characters, such as a character/-backspace/-character combination,
are still entered and displayed as three characters. The screen position occupied
by the backspace character appears as a blank because the character (X'16') is
nondisplayable. For information on displaying nondisplayable characters, see
the description of the NONDISP commands in the VM/SP CMS Command
Reference and VM/[SP System Product Editor Command and Macro Reference.
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Chapter 3. CMS File System

The file is the essential unit of data in CMS. Files in CMS are unique and cannot
be read or written using other operating systems. When you create a file in CMS,
you name it using a file identifier. The file identifier consists of three fields:

File name (fn)
* File Type (ft)
e File Mode (fm) or Directory Name (dirname).

When you use CMS commands and programs to modify, update, or reference files,
you must identify the file by using these fields. Some CMS commands allow you to
enter only the file name, or the file name and file type; others require you to enter
the file mode or directory name as well. This chapter contains information about
the things you must consider when you give your CMS files their identifiers and
notes on the file system commands that create and modify CMS files.

There are two ways to manage files. Your files can be stored within a Shared File
System (SFS) file space or on minidisks. Depending on your system configuration,
you may have the option to use both methods of storing files. In this situation, you
could store those files that you may want to share in your SFS file space; other files
could be stored on minidisks.

This chapter provides general information on how to manage your CMS files
whether they reside in SFS directories, minidisks or both. In fact, the term CMS file
refers to a file that can be stored in a directory or on a minidisk. Chapter 4, “Using
the Shared File System,” provides further information on managing your files in
SFS. For specific minidisk information, refer to Chapter 5, “Storing Your Files on
Minidisks.”

CMS File Formats

The CMS file management routines write CMS files in fixed physical blocks,
regardless of whether they have fixed- or variable-length records. For most of your
CMS applications, you never need to specify either a logical record length and
record format or block size when you create a CMS file.

When you create a file using one of the CMS editors, the file has certain default
characteristics, based on its file type. The special file types recognized by the editor,
and their applications, are discussed in “What Are Reserved File Types?” on

page 40.

How CMS Files Get Their Names

When you create a CMS file, you can give it any file name and file type you wish.
The rules for forming file names and file types are:

* The file name and file type can each be from one to eight characters.

e The valid characters are A-Z, a-z, 0-9, §, #, @, +, - (hyphen), : (colon), and _
(underscore).
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Note: Lowercase letters within a file ID are valid for use within the CMS file
system. However, some CMS commands do not support file IDs that contain
lowercase letters.

When you enter a command into the VM/SP system, VM/SP translates your input
line by either the user-defined input table or by the uppercase table. See the CMS
SET INPUT command in the VM/SP CMS Command Reference. If you do not
have an input table, you can just enter the command in lowercase and VM/SP
translates your input line into uppercase characters.

Note: When defining input characters be sure that you will not end up with a file
ID containing invalid characters.

The # and @ characters are line editing symbols in VM/SP; when you use them to
identify a file, you must precede them with the logical escape symbol (*). See the
VM/|SP CP General User Command Reference for a list of logical line editing
symbols.

The third field in the file identifier is either the file mode (fm) or the directory name
(dirname). The first character of a directory name must be a letter (A-Z) and the
remaining can be A-Z and 0-9. Lowercase letters are allowed, as they are translated
to uppercase. You will learn more about directory names in Chapter 4, “Using the
Shared File System.” Also, the VM/SP CMS Command Reference provides more
information.

The file mode indicates the file mode letter (A-Z) currently assigned to the SFS
directory or minidisk where you want the file to reside. When you use the editor to
create a file, and you do not specify this field, the file you create is written to the
directory or minidisk accessed with a file mode of A.

The file mode letter, for any file, can change during a terminal session. Suppose
when you log on, your top directory is accessed with a file mode of A. (Your top
directory is the directory assigned to you by the SFS administrator at the time you
are enrolled in a file pool.) A file in that directory named SPECIAL EVENTS
would have a file identifier of:

SPECIAL EVENTS A
If, however, you later access another directory or minidisk with a file mode of A,

and access your top directory with a file mode of B, then the SPECIAL EVENTS
file will have a file identifier of:

SPECIAL EVENTS B

Duplicate File Names or File Types

On a given directory or minidisk, you can give the same file name to as many files as
you want, providing you assign them different file types. Or you can create many
files with the same file type but different file names. But you cannot have files with
the same file name and file type on one minidisk or in one directory. That is, you
could not have two files named COST ESTIMATE on file mode A.

For the most part, file names that you choose for your files have no special
significance to CMS. If, however, you choose a name that is the same as the name
of a CMS command, and the file that you assign this name to is an executable
module or exec procedure, then you may encounter difficulty if you try to execute
the CMS command whose name you duplicated.
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For an explanation of how CMS identifies a command name, see “CMS Command
Search Order” later in this chapter.

Using Asterisks (*) and Percent Signs (%) in File IDs

Some CMS commands that manipulate files allow you to enter the file name and/or
file type fields as an asterisk (*), indicating that all files of the specified file name/file
type are to be modified. Following is a list of some of these commands:

COPYFILE  RENAME FILELIST
ERASE TAPE DUMP  LISTFILE

For example, if you enter

erase * test a

all files with a file type of TEST on file mode A are erased.

Several commands let you perform operations on a group of files that have a file
name or file type that begin with the same character string. These commands are
shown in the following list:

LISTFILE CREATE LOCK GRANT AUTHORITY CREATE ALIAS
FILELIST DELETE LOCK REVOKE AUTHORITY

For example,

listfile t* assemble

produces a list of all files on file mode A with file names beginning with the letter T
and having the file type of ASSEMBLE. The command

listfile tr* a*

produces a list of all files on file mode A with file names beginning with the letters
TR and having file types beginning with the letter A.

These same commands allow you to use the percent sign (%) as a place holder to
mean any single character. For example, if you enter

listfile %%% stock

you will see a list of all the files on file mode A whose file name is three characters
in length and whose file type is STOCK.

Tistfile t%% cat

produces a list of all the files on file mode A with a three-character file name
beginning with the letter T and having a file type of CAT, such as:

top cat
the cat
tom cat

Equal Signs in Output File IDs

The COMPARE, COPYFILE, RENAME, RECEIVE, and CREATE ALIAS
commands let you enter output file identifiers as equal signs (=), to indicate that it
is the same as the corresponding input file identifier. For example:

copyfile myprog assemble b = = a

copies the file MYPROG ASSEMBLE from file mode B to file mode A, and uses
the same file name and file type as specified in the input file ID for those positions
in the output file ID.

Similarly, if you enter the command
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rename temp * b perm = =

all files with a file name of TEMP are renamed to have file names of PERM; the
existing file types of the files remain unchanged.

What Are Reserved File Types?

For the purposes of most CMS commands, the file type field is used merely as an
identifier. Some file types, though, have special uses in CMS; these are known as
reserved file types.

Nothing prevents you from assigning any of the reserved file types to files that are
not being used for the specific CMS function usually associated with that file type.

Some reserved file types also have special significance to the System Product Editor.
When you use the XEDIT command to create a file with a reserved file type, the
editor assumes various default characteristics for the file, such as record length and
format, tab settings, translation to uppercase, truncation column, and so on.

File Types for CMS Commands

Reserved file types sometimes indicate how the file is used in CMS: the file type
ASSEMBLE, for example, indicates that the file is to be used as input to the
assembler; the file type TEXT indicates that the file is in relocatable object form,
and so on. Many CMS commands assume input files of particular file types, and
require you to enter only the file name on the command line. For example, if you
enter

synonym test

CMS searches for a file with a file type of SYNONYM and a file name of TEST. A
file named TEST that has any other file type is ignored.

Some CMS commands create files of particular file types, using the file name you
enter on the command line. The language processors do this as well; if you are
recompiling a source file, but wish to save previous output files, you should rename
them before executing the command.

Table 1 on page 41 lists the file types used by CMS commands and describes how
they are used.

In addition to these CMS file types, there are special file types reserved for use by
the language processors, which are IBM licensed programs. These file types, and the
commands that use them, are:

File Types Commands

COBOL, SYMDMP, TESTCOB COBOL, FCOBOL, TESTCOB
FORTRAN, FREEFORT, FTnn001, FORTRAN, FORTGI, FORTHX,
TESTFORT GOFORT, TESTFORT

PLI, PLIOPT DOSPLI, PLIC, PLICR, PLIOPT
RPGII RPGII

VSBASIC, VSBDATA VSBASIC

For details on how to use these file types, consult the documentation for the
appropriate licensed program.
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Table 1 (Page 1 of 6). File Types Used by CMS Commands

File Type Command Comments

AMSERV AMSERV Contains VSAM access method services control
statements executed with the AMSERYV command.

ASM3705 ASM3705 Used by system programmers to generate the

GEN3705 3704/3705 control program.

ASSEMBLE ASSEMBLE Contains source statements for assembler language
programs.

AUTOSAVE XEDIT Contains an automatically saved copy of the edited
file.

AUXxxxx UPDATE Points to files that contain UPDATE control
statements for multiple updates.

CNTRL UPDATE Lists files that either contain UPDATE control
statements or point to additional files.

COPY MACLIB Can contain COPY control statements and macros or
copy files to be added to MACLIBs.

CSLCNTRL CSLGEN Contains control information for building a callable
services library (CSL). This control file indicates the
routine names, TEXT files, template files, and other
CSL control files that are to be used in building the
library.

Note: CSLCNTRL is a default file type; a different
file type may be specified by the user on the CSLGEN
command and in the CSL control files.
CSLLIB CSLGEN Contains a callable services library (CSL), generated
CSLLIST by CSLGEN, for use on DASD.
RTNLOAD

CSLSEG CSLGEN Contains a callable services library (CSL), generated
CSLLIST by CSLGEN, for use in a logical saved segment.
RTNLOAD

DIRECT DIRECT Contains entries for the VM/SP user directory file.
The system programmer controls this file.

DCSSMAP LANGGEN Shows the location of each application text deck that
was loaded into the discontiguous saved segment.

EXEC EXEC Can contain sequences of CMS or user-written

GEN3705 commands, with execution control statements.
_ LISTFILE

EXPAND EXPAND Contains a list of control sections and the size of the
expansion.

GCS EXEC Can contain sequences of GCS or user-written
commands, with execution control statements.

GLOBALV DEFAULTS Contains variables used by GLOBALV.

GLOBALV
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Table 1 (Page 2 of 6). File Types Used by CMS Commands

File Type Command Comments

GROUP GROUP Contains entries for the following data blocks used to
describe a GCS virtual machine group:
CONFIGURATION, SEGMENT, and
AUTHUSERS.

HELPABBR HELP Contains descriptive information for the following:

HELPAVS CP, CMS, IPCS, TSAF, and AVS commands; CMS

HELPCMS macros; CMS routines; messages; REXX, EXEC 2,

HELPCMSQ and exec statements; CMS editor and System Product

HELPCMSS Editor subcommands; and menu, task, and command

HELPCP abbreviation lists. Information is also provided for

HELPCPOT the SQL/Data System Program Product (5688-004)

HELPCPQU and the Remote Spooling Communications Subsystem

HELPCPSE (RSCS) Networking Program Product (5664-188

HELPEDIT Version 2.3) if they are installed on your system.

HELPEXC2 Note: The HELP facility allows you to create HELP

HELPEXEC e Lo )
files on a minidisk or within any accessed Shared File

HELPGROU .
System (SFS) directory. However, the HELP system

HELPHELP disk cannot be replaced by an SFS directory in a file

HELPIPCS

HELPMACR pool.

HELPMENU

HELPMSG

HELPPREF

HELPPVM

HELPQUER

HELPREXX

HELPROUT

HELPRSCS

HELPSET

HELPSQLD

HELPSRPI

HELPTASK

HELPTSAF

HELPXEDI
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Table 1 (Page 3 of 6). File Types Used by CMS Commands

File Type Command Comments

SHLPABBR HELPCONV Contains descriptive information for the following:

SHLPAVS CP, CMS, IPCS, TSAF, and AVS commands; CMS

SHLPCMS macros; CMS routines; messages; REXX, EXEC 2,

SHLPCMSQ and exec statements; CMS editor and System Product

SHLPCMSS Editor subcommands; and menu, task, and command

SHLPCP abbreviation lists. Information is also provided for

SHLPCPOT the SQL/Data System Program Product (5688-004)

SHLPCPQU and the Remote Spooling Communications Subsystem

SHLPCPSE (RSCS) Networking Program Product (5664-188

SHLPEDIT Version 2.3) if they are installed on your system.

SHLPEXC2 Note: The HELP facility allows you to create HELP

SHLPEXEC L L )
files on a minidisk or within any accessed Shared File

SHLPGROU .

System (SFS) directory. However, the HELP system

SHLPHELP disk cannot be replaced b, SFS directory in a fil

SHLPIPCS p y an irectory in a file

SHLPMACR pool.

SHLPMENU

SHLPMSG

SHLPPREF

SHLPPVM

SHLPQUER

SHLPREXX

SHLPROUT

$HLPRSCS

SHLPSET

SHLPSQLD

SHLPSRPI

SHLPTASK

SHLPTSAF

SHLPXEDI

LANGGCTL | LANGGEN The control file used by LANGGEN.

LANGMAP LANGMERG Shows where language information is stored within a
text deck.

LANGMCTL | LANGMERG The control file used by LANGMERG.

LIST38PP PRINT Is a file that is suitable for printing on a 3800 Model
3 page printer. The PRINT command assumes that
the file contains a carriage control character in
column one and also assumes the OVERSIZE option.

LIST3800 PRINT Is a file that is suitable for printing on a 3800 printer.
The PRINT command assumes that the file contains a
carriage control character in column one and a TRC
(Table Reference Character) in column two.

LIST3820 PRINT Is a file that is suitable for printing on a 3820 page

printer. The PRINT command assumes that the file
contains a carriage control character in column one
and also assumes the OVERSIZE option.
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Table 1 (Page 4 of 6). File Types Used by CMS Commands

File Type Command Comments

LISTCPDS PRINT Is a file that is suitable for printing on a page printer.
The PRINT command assumes that the file contains a
carriage control character in column one and also
assumes the OVERSIZE option.

LISTING AMSERV Listings are produced by the assembler, the language

ASSEMBLE processors, and the AMSERV, GENMSG, and
ASM3705 LOADLIB commands.

COBOL

DOSPLI

FCOBOL

GENMSG

LOADLIB

PLIOPT

PRINT

LKEDIT LKED Contains the printer output from the LINK EDIT of
a CMS text file or OS object module.

LOADLIB FILEDEF Is a library created by the LKED command or the

GLOBAL LOADLIB utility command. The GLOBAL or
LKED FILEDEF command identifies the libraries that
LOADLIB should be searched for program execution.
NUCXLOAD NUCXLOAD loads a member of a CMS LOADLIB
OSRUN library or an OS module library. OSRUN executes a
QUERY member of a CMS LOADLIB library or an OS
ZAP module library. Query indicates the libraries that
were affected by the GLOBAL command. ZAP
modifies an existing LOADLIB member.

LOGFILE SET LOGFILE Contains a log of information written to a virtual
screen.

LSEG SEGGEN Contains records defining the contents of a logical
segment.

LSEGMAP SEGGEN Shows the name, starting address, minidisk mode, and
other information about each object in a logical
segment. Created by the SEGGEN command for
each logical segment in a physical segment.

MACLIB GLOBAL Library members contain macro definitions or copy

MACLIB files; the MACLIB command creates the library, and

MACLIST ‘lists, adds, deletes, or replaces members. The
GLOBAL command identifies which macro libraries
should be searched during an assembly or
compilation. The MACLIST command lists all
members in a specified MACLIB which can edit and
enter commands from the list.

MACRO MACLIB Contains macro definitions to be added to a CMS
macro library (MACLIB).
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Table 1 (Page 5 of 6). File Types Used by CMS Commands

File Type Command Comments
MAP INCLUDE Maps created by the LOAD and INCLUDE
LOAD commands indicate entry point locations; the
MACLIB MACLIB, TXTLIB, and TAPE commands produce
TAPE MAP files.
TXTLIB
MODULE GENMOD module files created by the GENMOD command are
LOADMOD nonrelocatable executable programs. The
MODMAP LOADMOD command loads a module file for
NUCXLOAD execution; the MODMAP command displays a map
of entry point locations. NUCXLOAD loads a
module into free storage and defines it as a nucleus
extension.
NAMES NAMEFIND Contains information regarding users with whom you
NAMES communicate.

NETLOG RECEIVE Contains records that log the transmission of files sent
SENDFILE by or received by you.

NOTEBOOK | RECEIVE Contains notes sent to you or sent by you to other
SENDFILE users.

PSEG SEGGEN Contains records defining the logical segments to be
contained in a physical segment.

PSEGMAP SEGGEN Shows the starting address and name of the logical
segments in the physical segment. Created by the
SEGGEN command for each physical segment built.

SYNONYM SYNONYM Contains a table of synonyms for CMS commands
and user-written exec and module files.

TEMPLATE CSLGEN Contains the template information used by CSLGEN
to create callable services libraries (CSLs). Template
files define the type, length, and usage of each
parameter expected by a CSL routine.

Note: TEMPLATE is a default file type; a different
file type may be specified by the user in CSL control
files.

TEXT ASSEMBLE TEXT files contain relocatable object code created by

INCLUDE the assembler and compilers. The LOAD and

LOAD INCLUDE commands load them into storage for

TXTLIB execution. The TXTLIB command manipulates
libraries of TEXT files.

TXTLIB GLOBAL Library members contain relocatable object code.

TXTLIB The TXTLIB command creates the library and lists or
deletes existing members. The GLOBAL command
identifies TXTLIBs to search.

TXTxxxxx GENMSG Contains the object code for language files (message

CONVERT COMMANDS repositories).
UPDATE UPDATE Contains UPDATE control statements for single

updates applied to source programs.
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Table 1 (Page 6 of 6). File Types Used by CMS Commands

File Type Command Comments

UPDLOG UPDATE Contains a record of additions, deletions, or changes
made with the UPDATE command.

UPDTxxxx UPDATE Contains UPDATE control statements for multilevel
updates.

XEDIT XEDIT Can contain sequences of XEDIT subcommands or
user-written commands, with execution control
statements.

ZAP ZAP Contains control records for the ZAP and ZAPTEXT

ZAPTEXT commands, which are used by system support
personnel.

Output Files: TEXT and LISTING

Output files from the assembler and the language processors are logically related to
the source programs by their file names. Some of these files are permanent and
some are temporary. For example, if you enter the command

assemble myfile

CMS locates a file named MYFILE with a file type of ASSEMBLE and the system
assembler assembles it. If the file is on file mode A, then when the assembler
completes execution, the permanent files you have are:

MYFILE ASSEMBLE Al
MYFILE TEXT Al
MYFILE LISTING Al

where the TEXT file contains the object code resulting from the assembly, and the
LISTING file contains the program listing generated by the assembly. If any TEXT
or LISTING file with the same name previously existed, it is erased. The source
input file, MYFILE ASSEMBLE Al, is neither erased nor changed.

Because these files are CMS files, you can use the editor to examine or modify their
contents. If you want a printed copy of a LISTING file, you can use the PRINT
command to print it. If you want to examine a TEXT file, you can use the TYPE or
PRINT command specifying the HEX option.

Note: If a TEXT file contains control characters meaningful to the terminal, the
lines in the file may not be displayed in their true form. Therefore, it is suggested
you do not use the editor for TEXT files because the results are unpredictable.
Instead, use the TYPE or PRINT commands with the HEX option to display TEXT
decks. Use ZAPTEXT to modify the TEXT decks.

File Types for Temporary Files

The file types of files created by the assembler and language processors for use as
temporary workfiles are:

Table 2. File Types for Temporary Work Files

SYSUT1 SYS001 SYS004
SYSUT2 SYS002 SYS005
SYSUT3 SYS003 SYS006
SYSUT4
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CMS handles all SYSUTx and SYSO00x files as temporary files.

The CMS AMSERYV command, executing VSAM utility functions, uses two
workfiles that have file types of LDTFDI1 and LDTFDI2.

The CMS SET LANGUAGE command creates a temporary file with a file name of
SET$TEMP and a file type of TEXT. This file is created when making user
language additions to the message repository, user parser table, or synonym table.

Space is allocated for temporary files on an as-needed basis. They are erased when
processing is complete. If a program you are executing is terminated before
completion, these workfiles can remain on your minidisk or Shared File System

directory. You can erase them.

The CMSUT! file name or file type is used by CMS commands that create files.

The CMSUTI] file is used as a workfile and is erased when processing is complete.
When a command fails to complete execution properly, the CMSUT1 file may not
be erased. CMSUT! files are reserved for system usage, and use of these files may

cause unpredictable results.

Note: CMSUT!]1 files should not be shared.

The commands, and the file names or file types they assign to files they create, are

listed as follows:

Command

AMSERV

CONVERT COMMANDS

COPYFILE
DISK LOAD
DOSLIB
EDIT
ESERV
EXECUPDT
EXPAND
HELP
HELPCONV
INCLUDE
LANGMERG
LOAD
MACLIB
READCARD
RECEIVE
SENDFILE
TAPE LOAD
UPDATE
XEDIT
ZAPTEXT

File Name

fn (file name supplied on the AMSERV command)
COMMANDS

COPYFILE

DISK

libname (file name of the CMS/DOS phase library)
EDIT

fn (file name of the ESERY file)
X$EUPDS$X

CMSUT! (filetype=TEXT)

HELP

HELPCONV

DMSLDR

‘Application ID’NLS

DMSLDR

DMSLBM

READCARD

RECEIVE

SENDFILE

TAPE

fn (the file name of the UPDATE file)
XEDTEMP

CMSUT!1 (filetype=TXTLIB)

Note: CONVERT COMMANDS also produces temporary CMSUT?2 files with a
file name of COMMANDS. LANGMERG produces temporary CMSUT? files with
the a file name composed of the application ID followed by a one-to-five character
language id. ESERV produces temporary CMSUT?2 files with a file name of the

ESERY file.

Chapter 3. CMS File System 47



CMS File System

File Types for Documentation

There are two CMS reserved file types for which the System Product Editor accepts
(by default) uppercase and lowercase input data. These are MEMO and SCRIPT.

¢ You can use MEMO files to document program notes or to write reports

e The SCRIPT file type is used by the SCRIPT command. This command invokes
a text processor that is part of the IBM Document Composition Facility
program product.

File Mode Letters and Numbers

The file mode field of a CMS file identifier has two characters: the file mode letter
and the file mode number.

* The file mode letter is established by the ACCESS command and specifies the
directory or minidisk where a file resides: A through Z.

¢ The file mode number is a number from 0 to 6, which you can assign to the file
when you create it or rename it; if you do not specify it, the value defaults to 1.

How you use file mode letters depends on how your files are stored and how you
want to use them. For most of the reading and writing you do of files, you use your
directory or minidisk accessed with a file mode of A. File mode A typically has
read/write status.

You may access other directories or minidisks in read-only or read/write status.
Remember, to access a directory, you must either be the owner of it or be granted
authority to it by the owner. To access a minidisk, you must first be linked to it.
(For information on linking to minidisks, refer to Chapter 5, “Storing Your Files on
Minidisks.”)

You load CMS with the IPL command. At this point, if you are enrolled in an SFS
file pool, your top directory is accessed with a file mode of A. If your files are
stored on minidisks, you may instead have a minidisk at virtual address 191 accessed
as your “A-disk.”

It is possible that you could be enrolled in a file pool and also be able to use
minidisk storage. In this case, if your top directory is accessed with a file mode of A
and the file server is down, CMS will try to access your 191 minidisk with a file
mode of A. If you do not have a 191 minidisk, you will need to wait for the file
server to become available in order to continue your work.

Also, during CMS initialization, the minidisks that control your virtual machine are
accessed. Your minidisk at address 190 (the system disk) is accessed with a file
mode of S; the minidisk at 19E is accessed as an extension of file mode S, with a file
mode letter of Y. File mode S and file mode Y are accessed for only S2 and Y2
files. This is because these are the only files on the file mode S and file mode Y that
you, as a user, can see. Therefore, the access commands for these file modes are:

access 190 S/S * * S2
access 19E Y/S * * Y2

In addition, if you have a minidisk defined at address 192, it is accessed for you as
file mode D. If the 192 minidisk has not been formatted, CMS will do it
automatically and label the minidisk SCRTCH.
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The actual letters you assign to any other minidisk or SFS directory (and you may
reassign the letters A, D, and Y), is arbitrary; but it does determine the CMS search
order, which is the order of file modes CMS searches when it is looking for a file.
The order of search (when all file modes are being searched) is alphabetical: A
through Z. If you have duplicate file identifiers on different file modes, you should
check your search order before entering commands against that file name to be sure
that you will get the file you want. You can find out the current search order by
entering the command

query search

You can also access file modes as logical extensions of other file modes; for example:

access 235 b/a

The “B/A” indicates that file mode B is to be a read-only extension of file mode A;
file mode A is considered the “parent” of file mode B. A file mode may have many
extensions, but only one level of extension is allowed.

How Extensions Are Used

If you have a minidisk accessed as an extension of a file mode, the extension is
automatically read-only, and you cannot write on it. Therefore, you might access a
minidisk as its own extension to protect the files on it from being accidentally
overwritten.

For example:
access 235 b/b

If your files are stored in an SFS file pool, accessing a directory as read-only restricts
writing to files in that directory for all commands that use file modes, even if you
have write authority to specific files. The only exceptions to this are COPYFILE,
XEDIT, and CREATE ALIAS. With these three commands, you will be able to
write to a file if you have authority to do so.

To protect a file in an SFS directory from being overwritten, you may want to create
a lock. A SHARE lock will allow the owner, as well as other users, only the ability
to read the file. To change the file, the owner must enter the DELETE LOCK
command. For detailed information on locking files, see Chapter 4, “Using the
Shared File System.”

Another use of file extensions is to extend the CMS search order. If you enter a
command request to read a file, for example:

type alpha plan

CMS searches file mode A for the file named ALPHA PLAN and if it does not find
it, searches any extensions to file mode A. If you have a file named ALPHA PLAN
on file mode B but have not accessed it as an extension of file mode A, CMS will
not find the file, and you will have to reenter the command:

type alpha plan b

Some commands, however, handle file mode extensions differently. The TYPE
command defaults to a file mode of A. Therefore, in the example above, when you
did not specify a file mode, CMS would search only file mode A and all extensions

of file mode A. See the VM/SP CMS Command Reference for information on the
search order for specific commands.
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Note that if you specify a file mode of asterisk (*) or if a particular command TN
defaults to a file mode of asterisk, CMS uses the standard search order (A through
Z, without regard to any extensions you have defined). For example, if a certain file
was on your file mode W, which you had previously defined as an extension of file
mode A (W/A), CMS would alphabetically search file mode A, followed by file
mode B, and any remaining file modes until it reached file mode W where the file
would be found.

The same applies for commands that search for a file based on a default file type,
such as the LOAD command, which defaults to a file type of TEXT. Because these
commands usually have a default file mode of asterisk, CMS would use the standard
search order.

Additionally, for some CMS commands that read and write a file, if you enter the
command and the file to be read is on an extension of a file mode having read/write
status, the output file is written to the parent read/write file mode. The COPYFILE
command is a good example of this type of command. If you have a file named :
FINAL LIST on file mode B extension of a read/write file mode A, and if you want \
to make a copy of the file with a different name, enter

copyfile final list a final newlist a

after the command is completed, the copy is written onto file mode A. The file on
file mode B remains unchanged.

Accessing and Releasing Read-Only Extensions
When you access a file mode as a read-only extension, it remains an extension of the
parent file mode as long as both file modes are still accessed. If either is released, ‘
the relationship is terminated. o

If the parent file mode is released, the extension remains accessed and you may still
read files on it. If you access another directory or minidisk at the file mode letter of
the original parent file mode, the parent/extension relationship remains in effect.

If you release a read-only extension and access another directory or minidisk with
the same file mode letter, it is not an extension of the original parent file mode
unless you access it as such. For example, if you enter

access 198 c/a '
release c
access 199 c

file mode C (virtual address 199) is not an extension of file mode A

When To Specify File Mode Letters: Reading Files
When you request CMS to access a file, you have to identify it so that CMS can
locate it for you. The commands that expect files of particular file types (reserved file
types) let you enter only the file name of the file when you enter the command.
When you execute any of these commands or execute a module or exec file, CMS
uses the standard search order to search all of your accessed file modes (directories
and minidisks) to locate the file. Some CMS commands that perform this type of
search are:

AMSERV GLOBAL MODMAP
ASSEMBLE LOAD RUN
DOSLIB LOADMOD TXTLIB
EXEC MACLIB

oo
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Some CMS commands require you to enter the file name and file type to identify a
file. You may specify the file mode letter; if you do not specify the file mode, CMS
searches only file mode A and its extensions when it looks for the file. If you do
specify a file mode letter, the file mode you specify and its extensions are searched
for the file. Some commands you can use this way are:

FILEDEF SYNONYM UPDATE
PRINT TAPE
PUNCH TYPE

For the STATE command, if you specify the file name, file type and file mode, CMS
searched the specified disk and its extensions. If no file mode is specified, CMS
searches all accessed disks in CMS search order.

There are some CMS commands that do not search extensions of file modes when
looking for files. They include:

CREATE ALIAS
CREATE LOCK
DELETE LOCK
ERASE

FILELIST

GRANT AUTHORITY
LISTFILE

QUERY ALIAS
QUERY AUTHORITY
QUERY LOCK
RELOCATE
RENAME

REVOKE AUTHORITY

You must explicitly enter the file mode if you want to use these commands to
process files that are on extensions. Note that ERASE and RENAME only operate
on file modes accessed as read/write if a file mode letter is used. If a directory name
is specified instead of a file mode letter, you can ERASE a file regardless of how the
directory is accessed.

The following commands search every accessed file mode, regardless of whether they
have read-only status or read/write status.

NAMES
NAMEFIND

Using Asterisks and Equal Signs

For some CMS commands, if you specify the file mode of a file as an asterisk, it
indicates that you either do not know or do not care what file mode the file is on
and you want CMS to locate it for you. For example, if you enter

listfile myfile test *
the LISTFILE command responds by listing all files named MYFILE TEST on your
accessed file modes. When you specify an asterisk for the file mode of the

COPYFILE, ERASE, or RENAME commands, CMS locates all copies of the
specified file. For example,

rename temp sort * good sort =

Chapter 3. CMS File System 51



CMS File System

renames all files named TEMP SORT to GOOD SORT on all of your accessed file
modes having a read/write status. An equal sign (=) is valid in output file IDs for N
the RENAME and COPYFILE commands. “\,/

For some commands, when you specify an asterisk for the file mode of a file, CMS
stops searching as soon as it finds the first copy of the file. For example:

type myfile assemble *

If there are files named MYFILE ASSEMBLE on file mode A and file mode C, then
only the copy on file mode A is displayed. The commands that perform this type of

search are:

COMPARE PUNCH SYNONYM
DISK DUMP RUN TAPE DUMP
FILEDEF SORT TYPE
PRINT STATE XEDIT

For the COMPARE, COPYFILE, RENAME, and SORT commands, you must ’i/
always specify a file mode letter, even if it is specified as an asterisk.

The CREATE ALIAS and RELOCATE commands require an output file mode or a
directory identifier, dirid. For more information on the syntax of these commands,
see Chapter 4, “Using the Shared File System.”

When To Specify File Mode Letters: Writing Files
When you enter a CMS command that writes a file, and you specify the output file
mode, CMS writes the file onto the directory or minidisk accessed with that file
mode. Some of the commands that require you to specify the output file mode are: e

COPYFILE
RENAME
SORT

Some of the commands that let you specify the output file mode, but do not require
it, are:

FILEDEF TAPE LOAD
GENMOD TAPPDS ~
READCARD UPDATE

When you do not specify the file mode on these commands, CMS writes the output
files onto file mode A.

Some CMS commands that create files always write them onto file mode A. The
LOAD and INCLUDE commands write a file named LOAD MAP AS5. The
LISTFILE command creates a file named CMS EXEC on file mode A.

Other commands that do not allow you to specify the file mode write output files
either:

¢ To the file mode from which the input file was read, or
e To file mode A, if the file was read from a read-only file mode.

o
These commands are: Qﬁ\
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AMSERV
MACLIB
TXTLIB
UPDATE

The SORT command also functions this way if you specify the output file mode as
an asterisk (*).

In addition, many of the language processors, when creating work files and
permanent files, write onto the first file mode in your search order having a
read/write status, if they cannot write on the source file’s file mode or its parent.

How File Mode Numbers Are Used

Every CMS file, regardless of whether it resides in a file space or on a minidisk, has
a file mode number associated with it. The file mode number is established when the
file is created. All CMS mechanisms that create files (such as the XEDIT command,
the FSnnnn macros, or the COPYFILE command) let you specify a file mode
number. If you do not specify a file mode number, CMS assigns a default file mode
number of 1.

You can change a file mode number using any CMS command that changes or
rewrites a file.

Note: When changing a file name with the RENAME command, these rules
concerning file mode numbers apply:

¢ If you use RENAME on an alias, only the file name and file type of the alias
are changed; you cannot change the file mode number of the alias.

¢ If you use RENAME on a base file, you can change the file mode number of the
base file, which in turn will cause the file mode number of each alias to the file
to be altered.

To change the file mode number of your files, you can use COPYFILE with the
REPLACE option:

copyfile temp script al = = a@ (replace
If you use COPYFILE with the REPLACE option to change the file mode number

of a base file, the file mode number of all aliases to that base file will also be
changed.

If you use COPYFILE with the REPLACE option on an alias, the file mode number
of its base file and all other aliases to its base file (including the one specified in the
command) are changed.

You can change the file mode number of a file you are editing by entering the
XEDIT subcommand:

====> ffile temp script a0

Here, also, any changes to the file mode number of a base file or an alias results in
the same change to all related aliases and the base file.

Other commands used to change file mode numbers are covered in the following
section, “Commands Used to Change File Mode Numbers.”

In SFS, you use the ACCESS command to access entire directories. For example,
the following command is valid:
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access .payroll b/a

You cannot define a subset of files in a directory using the ACCESS command the
same way you can with minidisks (see “File Mode Letters and Numbers” on
page 48).

The proper way to access a subset of files is to create a subdirectory with those files
in it, and then access the subdirectory. You will see how to do this in
Chapter 4, “Using the Shared File System.”

Although you cannot access a subset of a directory, you can use the file mode
numbers in other CMS commands that operate on files in a file space. For example,
to list only those files in an accessed directory that have a file mode of B2, you can
enter:

filelist * * b2

Similarly, you can use file mode numbers to copy a subset of files:

copyfile * * b4 = = a4

So, while file mode numbers are not useful accessing subsets of directories, they are
useful for identifying subsets of files in many other CMS commands.

File Mode Numbers in SFS
Following is a description of file mode numbers 0 through 6 for Shared File System
(SFS) directories. If your files are stored on minidisks, see the next section, “File
Mode Numbers for Minidisks.”

File Mode Number 0
File mode number 0 has no special meaning for SFS. In a minidisk environment,
file mode number 0 is used to make files private. Because all SFS files are private
unless you explicitly grant authority to someone for the file, file mode A0 is not
meaningful for SFS files. If you do use file mode number 0, SFS treats the file as
though it had a file mode number of 1.

Note that if you grant read authority on a directory that contains files with a file
mode number of 0, the files are not entirely private because other users to whom you
have granted authority can see the names of the files. By granting someone read
authority on a directory, you grant them authority to see every file name in the
directory regardless of the file mode. If you do not want users to see the file names,
either revoke authority for the directory, or move the files into some other directory.

File Mode Number 1
File mode number 1 is used for reading and writing files. It is the default file mode
number.

File Mode Number 2
SFS treats file mode number 2 the same as file mode number 1.

File Mode Number 3
Files with a file mode number of 3 are erased after they are read. If you create a file
with a file mode number of 3 and then request that it be printed, the file is printed,
and then erased. You can use this file mode number when writing a program or
exec procedure to create files which you do not want to retain in your file space.
You can create the files, print them, and not have to worry about erasing them later.

54 VM/SP CMS User’s Guide

A



CMS File System

The language processors and some CMS commands create work files and give these
work files a file mode number of 3.

Note: A file mode number of 3 should not be used in the file ID when naming an
exec; depending on what commands are executed within the exec, an exec with a file
mode number of 3 may be erased before it completes execution.

File Mode Number 4
Files with a file mode number of 4 are stored in the SFS file pool in OS simulated
data set format. These files are created by OS macros in programs running in CMS.
You specify that a file created by a program is to have OS simulated data set format
by specifying a file mode number of 4 when you enter the FILEDEF command for
the output file. If you do not specify a file mode number of 4, the output file is
created in CMS format.

You can find more information about OS simulated data sets in the VM/SP
Application Development Guide for CMS.

Note: There are no file mode numbers reserved for DOS or VSAM data sets,
because CMS does not simulate these file organizations.

File Mode Number 5

File mode number 5 is used for reading and writing files, as is file mode number 1.

File Mode Number 6

SFS treats this file mode number the same as file mode number 1.

File mode numbers 7 through 9 are reserved for IBM use.

File Mode Numbers for Minidisks
If your files are stored on minidisks, file mode numbers 0 through 6 will have the
following meanings:

File Mode Number 0
A file mode number of 0 assigned to a file makes that file private. No other user
may access it unless they have read/write access to your minidisk. Under normal
circumstances, if someone has a read-only link to your minidisk and requests a list of
all the files on your minidisk, the files with a file mode number of 0 are not listed.

The DDR command lets you copy from one minidisk to another, and therefore, the
file mode number O files. Use a read share password to protect minidisks with
private files when using ACCESS.

File Mode Number 1
File mode number 1 is used for reading and writing files. It is the default file mode
number.

File Mode Number 2
File mode number 2 is essentially the same, for the purposes of reading and writing
files, as file mode number 1. Usually a file mode number of 2 is assigned to files
that are shared by users who link to a common minidisk, like the system disk.
Because you can access a minidisk and specify which files on that minidisk you want
to access, files with a file mode number of 2 provide a convenient subset of all files
on a minidisk. For example, if you enter the command:

access 489 e/a * * e2
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you can only read files with a file mode number of 2 on the minidisk at virtual
address 489. N

File Mode Number 3

Files with a file mode number of 3 are erased after they are read. If you create a file
with a file mode number of 3 and then request that it be printed, the file is printed,
and then erased. You can use this file mode number if you write a program or exec
procedure that creates files that you do not want to maintain copies of on your
minidisks. You can create the file, print it, and not have to worry about erasing it
later.

The language processors and some CMS commands create work files and give these
work files a file mode number of 3.

Note: A file mode number of 3 should not be used for execs. Depending on what
commands are entered within it, an exec with a file mode number of 3 may be erased
before it completes execution.

File Mode Number 4

Files with a file mode number of 4 are in OS simulated data set format. These files
are created by OS macros in programs running in CMS. You specify that a file
created by a program is to have OS simulated data set format by specifying a file
mode number of 4 when you enter the FILEDEF command for the output file. If
you do not specify a file mode number of 4, the output file is created in CMS
format.

You can find more details about OS simulated data sets in VM/SP Application ,
Development Guide for CMS. f/

Note: There are no file mode numbers reserved for DOS or VSAM data sets,
because CMS does not simulate these file organizations.

File Mode Number 5

This file mode number is the same, for purposes of reading and writing, as file mode

number 1. You can assign a file mode number of 5 to files that you want to

maintain as logical groups, so that you can manipulate them in groups. For

example, you can reserve the file mode number of 5 for all files that you are

retaining for a certain period of time; then, when you want to erase them, you could e
enter the command: \

erase * * ab

File Mode Number 6

The file mode number 6 indicates that the update-in-place attribute of a CMS file is
in effect. This means that the existing records of a file are written back to their
previous location on the minidisk rather than in a new slot. This only applies to
files located on 512-, 1K-, 2K-, or 4K-byte block formatted minidisks. To take
advantage of the update-in-place capability, the FSWRITE macro must be used,
whether explicitly by the user or implicitly by the system.

o
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Warning: It is possible to destroy the integrity of a minidisk if all of the following

(\ conditions are true:

e Updates were made to a file mode number 6 file that altered either the number
or length of the records in the file.

* One or more output files remain open on the same minidisk.

e A system crash or CMS re-IPL occurs.

Note: For a variable format file, update-in-place applies only if a record is replaced
by a record of the same length.

File mode numbers 7 through 9 are reserved for IBM use.

Commands Used to Change File Mode Numbers
You can assign file mode numbers when you use the following commands:

{ COPYFILE
DLBL,

FILEDEF
GENMOD

READCARD

RECEIVE

| RENAME

SORT

XEDIT

You can assign a file mode number when you create a new file
with the COPYFILE command.

When you assign file definitions to files for programs or CMS
command functions, you can specify a file mode number.

You can specify a file mode number with the GENMOD
command. To change the file mode number of an existing
module file, use the COPYFILE command.

You can assign a file mode number when you specify a file
identifier with the READCARD command or on a READ
control card.

You can assign a file mode number when receiving a file from
your virtual reader.

You can use RENAME to change the file mode number of a
base file, which will cause the file mode number of all aliases
to the base file to be changed.

For example, if you rename the base file TEST RESULTS:
rename test results al = = a2

all aliases to the base file TEST RESULTS now have a file
mode number of 2.

If you use RENAME on an alias, only the file name and file
type of the alias may be changed; you cannot change the file
mode number of the alias.

You can specify file mode numbers for the input and/or output
file IDs with the SORT command.

You can assign a file mode number when you create a file with
the System Product Editor. To change the file mode number
of an existing file, use the RENAME or COPYFILE
commands, or use the SET FMODE subcommand when you
are in the edit environment.
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Managing Your File Space

This section discusses how you can manage your SFS file space and determine its
limits. If your files are stored on minidisks, see the following section, “Managing
Your Minidisks.”

In the beginning of this chapter, we discussed that a file space is an allocation of
space within a file pool where you can store files. File spaces are not infinite but
contain a certain amount of space that your system administrator allocates to you.
When your user ID was added to a file pool, the system administrator also allotted
you a certain amount of space. If necessary, you can ask your system administrator
to change your space allocation.

At any time, you can determine the amount of space you have used and how much
more is available. To determine what proportion of your file space you have used,
you would enter the QUERY LIMITS command:

query Timits *

Your output will look like this:

The first column shows your user ID (yourid in this example). The column labeled
Storage Group shows the storage group within your file pool where your system
administrator has assigned you.

The third and fourth columns contain information regarding the size of the file
space. The third column shows that you have been allocated 1000 4K block units.
The 4K Blocks Committed column shows that of the 1000 4K blocks you were
allocated, you have used 820, which is 82% of the total.

The column labeled Threshold shows when you will receive a warning from the
system informing you that your file space is almost full. The default threshold is
90%. When your file space is 90% full, you will receive a warning. If you wish to
change the threshold, you can do so by issuing the SET THRESHOLD command.
For details on the SET THRESHOLD command, see the VM/SP CMS Command
Reference.

If, while using CMS, your file space becomes 100% full, you will receive an error
message. At this point, you can use the FILELIST command to list the files in your
file space, then use the DISCARD command to erase any unwanted files.

If you cannot erase any of the files in your file space, there are several alternate
recovery paths you can take:

1. If you are able to store any of your files on minidisks, you may be able to use
the COPYFILE command to move files from your file space to a read/write
minidisk. After copying the files, erase the original copy in your file space.

2. If you do not have any read/write minidisks in your virtual machine, you may be
able to transfer some of your files to another user, using either the SENDFILE,
PUNCH or DISK commands. When the files have been read into the other
user’s file space, you can erase them from your file space. )
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3. You may contact your file system administrator to request that more storage be
added to your file space.

Managing Your Minidisks

The number of files you can write on a minidisk depends on both the size of the
minidisk and the size of the files that it contains. You can find out how much space
is being used on a minidisk by using the QUERY DISK command. For example, to
see how much space is on a minidisk with a file mode of A, you would enter:

query disk a

The response may be something like this:

The first column, LABEL, shows the label assigned to the disk when it was
formatted. VDEYV is the virtual device address. M is the access mode letter. The
next column, STAT, indicates whether disk status is read/write or read-only.

Next, CYL is the number of cylinders available on the disk. The TYPE column
shows the device type of the disk. The BLKSIZE is the CMS disk block size when
the minidisk was formatted. The FILES column shows the number of CMS files on
the disk.

BLKS USED indicates the number of CMS disk blocks in use. The percentage of
blocks in use is also displayed. The BLKS LEFT column indicates the number of
disk blocks left. The last column, BLK TOTAL, contains the total number of disk
blocks.

When a minidisk is becoming full, you should erase whatever files you no longer
need, or dump to tape files that you need to keep but do not need to keep active on
the minidisk.

When you are executing a command or program that creates and stores a file, and
the minidisk becomes full in the process, you will receive an error message. You
must then try to clear some space on the minidisk before you can attempt to execute
the command or program again. To avoid the delays that such situations cause, you
should try to maintain an awareness of the usage of your minidisks. If you cannot
erase any more files from your minidisks, you should contact installation support
personnel about obtaining additional read/write minidisk space.

Note: For more information on minidisks, see Chapter 5, “Storing Your Files on
Minidisks.”

CMS Command Search Order

When you enter a command in the CMS environment, CMS must locate the
command to execute it. If you have execs in storage or on an accessed file mode, or
if you have module files in a saved segment or on any of your accessed file modes,
CMS treats them as commands; they are known as user-written commands.
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As soon as the command name is found, the search stops and the command is
executed. The list below outlines the search order followed each time you specify a
command name:

1. Search for an exec with the specified command name.

2. Search for a translation or synonym for the specified command name. If one is
found, repeat Step 1 to search for an exec, using the translation or synonym.

3. Search for a CMS command with the specified command name.

4. Search for a translation or synonym for the specified command name. If one is
found, repeat Step 3 to search for a command, using the translation or synonym.

5. Pass the command to CP for execution.

For example, if you enter the command:
x sauces cookbook

CMS would complete the following search:

1. First, CMS searches for X EXEC. For this example, assume that an X EXEC
would not be found.

2. CMS then searches the translation and synonym tables and finds that X is a
synonym for XEDIT. Then, CMS repeats Step 1, searching for XEDIT EXEC.
Again, assume that an XEDIT EXEC would not be found.

3. Next, CMS searches for a CMS command with the name X. It would not be
found.

4. CMS again searches the translation and synonym tables and finds that X is a
synonym for XEDIT. Then, CMS repeats Step 3, searching for XEDIT. The
XEDIT command would be found and executed. As a result, you would be able
to XEDIT the file SAUCES COOKBOOK.

For more information on the CMS command search order, see the VM/SP CMS
Command Reference.

CMS Command Execution Characteristics

Following is an alphabetical list of the CMS commands that require special
consideration when invoked from a user program. For example, a program running
in the user area (the storage available to the user) cannot call a CMS command that
also runs in the user area. To avoid conflicts with non-relocatable CMS commands,
you should ensure that your user programs are relocatable.

Any commands that are listed in the VM/SP CMS Command Reference but are not
in this table, are nucleus resident and will not interfere with the execution of a user

program.

The Code column indicates the execution characteristics of the command.
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Table 3. CMS Command Execution Characteristics

Code Meaning

E Indicates that this command is an exec. It may execute one or more
CMS commands that run in the user free storage or transient areas.
(The transient area is the storage area used for temporary storage of
programs or routines.)

T Indicates that this command executes in the transient area.

U Indicates that this command executes in the user free storage or
program area. All OS free storage pointers are reset.

Command Code Command Code Command Code
ALIALIST E FCOBOL E OSRUN 18)
AMSERV U FILELIST E PEEK E
ASSEMBLE U FORMAT U PSERV U
ASSGN T GENDIRT T PUNCH T
AUTHLIST E GENMSG U RDR T
CATCHECK U GLOBAL T RDRLIST E
CMSBATCH U HELPCONV T READCARD T
CMSSERYV E IOCP U RECEIVE E
COMPARE T LABELDEF T RESERVE T
CONVERT COMMANDS E LANGGEN E RSERV U
CSLGEN E LANGMERG E RUN E
CSLLIST E LISTDS U SENDFILE E
DDR U LISTIO T SETPRT T
DEFAULTS E LKED U SORT U
DIRLIST E LOADLIB U SSERV U
DISCARD E MACLIB U SVCTRACE T
DOSLIB U MACLIST E SYNONYM T
DOSLKED U MODMAP T TAPE T
DOSPLI E MOREHELP E TAPEMAC U
DSERV U MOVEFILE U TAPPDS U
EDIT E NAMES E TELL E
ESERV E NOTE E TXTLIB U
EXECMAP T NUCXDROP T TYPE T
EXECUPDT E OPTION T UPDATE U

Displaying a List of Your CMS Files

Use the FILELIST command to display information about your CMS files. If your
files are stored in a Shared File System (SFS) file pool, you can use FILELIST for
files in accessed directories.

In a full-screen environment, FILELIST provides you with the same information as
the LISTFILE command, but also lets you edit files and enter commands from the
list. You can enter XEDIT subcommands to manipulate the list itself.

When using SFS, there are several options of the FILELIST command. The default

FILELIST screen is the FILELIST STATS screen. The FILELIST STATS screen
follows:
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SFS also provides you with SHARE and SEARCH options of FILELIST to display
different FILELIST screens to see other information about your files and directories.
Each screen provides you with a set of PF keys to enter commands or get more
information. See Chapter 4, “Using the Shared File System,” for a description of
the various options of FILELIST and examples using these options.

Finding Files in Your FILELIST List

If you have many files in your list, the list may take up more than one screen. To e
find files in your FILELIST list, you can do any of the following: \

1. Scroll through the list using the PF keys.
Key Function

PF7 Scrolls backward one screen.
PF8 Scrolls forward one screen.

L

Use any of the appropriate PF keys to sort the displayed output. (See Chapter
4, “Using the Shared File System,” for information on the PF key definitions for
the STATS, SHARE, and SEARCH options of FILELIST.)

3. Use the XEDIT subcommand LOCATE if you know the file name and/or file
type of the file that you are looking for. You enter the LOCATE command at
the bottom of the screen and then press the ENTER key. For example:

====> locate/banana data/ (

If BANANA DATA is located, the line containing it becomes the first line on
the screen.
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4. Rearrange the list by entering one of the following synonyms on the command
line:
SNAME Sorts the list alphabetically by file name, file type, and file mode.
STYPE  Sorts the list alphabetically by file type, file name, and file mode.
SDIR Sorts the list by directory name, file name, and file type.
SMODE Sorts the list by file mode, file name, and file type.
SRECF  Sorts the list by record format, file name, file type, and file mode.

SLREC  Sorts the list by logical record length and then by size (greatest to
least).

SSIZE Sorts the list by number of blocks and number of records (greatest to
least).

SDATE  Sorts the list by year, month, day, and time (most recent to oldest).

Using FILELIST to List Some of Your Files
FILELIST lets you obtain various lists of your files and subdirectories (lower-level
directories). We will discuss subdirectories in Chapter 4, “Using the Shared File
System.” You can ask for a list of files or subdirectories that have the same file
name or file type or all of the ones that begin with a certain letter. The abbreviation
for FILELIST is FILEL. Following are various ways that you might use the

FILELIST command:

filelist Displays a list of the files and subdirectories on file mode A.

filelist * * b Displays a list of the files and subdirectories on file mode B.

filelist bear * Displays a list of the files on file mode A with a file name of
BEAR.

filelist * data Displays a list of files on file mode A with DATA as the file
type.

filelist * * al Displays a list of the files with a file mode number 1 on file
mode A.

Erasing Files from FILELIST
Use the DISCARD command to erase a file or subdirectory that is displayed in the
list. DISCARD is equivalent to the CMS command ERASE. DISCARD can either
be entered in the command area of the line that describes the file you want
discarded, or it can be entered from the command line (at the bottom of the screen).
DISCARD can only be used while in FILELIST, DIRLIST, RDRLIST, MACLIST,
and PEEK command environments.

Listing Your Files with the LISTFILE Command

You can use the LISTFILE command to list information about your CMS files.
For example, entering:

listfile * data
lists the files on file mode A with the file type of DATA. For example:
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If you want more information than just the file IDs, you can use one of the options
for LISTFILE. For example, when you enter:

listfile * data (share

Your output will look like this:

In addition to the file name, file type, and file mode, this display shows you the
owner of the file, whether it is a base file or an alias, and what type of authority you
have to the file (read or write). This will be explained in detail in Chapter 4, “Using
the Shared File System.”

Like FILELIST, the LISTFILE command has various options that allow you to
display different information about your files and directories. For more
information, see the LISTFILE command in the VM/SP CMS Command Reference.

As with the FILELIST command, you can vary what you list with the LISTFILE
command. Remember you only need to enter L, the minimum truncation for
LISTFILE. There are various ways that you might use the LISTFILE command:

Tistfile Lists the files on file mode A.

listfile * * b Lists the files on file mode B.

listfile bear * Lists the files on file mode A with a file name of BEAR.
listfile * data Lists the files on file mode A with DATA as a file type.
listfile * * al Lists the files with a file mode number 1 on file mode A.

Comparing Contents of Files

To compare the contents of two files to see if they are identical, use the COMPARE
command. For example:

compare labor stat al Tabor stat bl

Any records in these files that do not match are displayed at your terminal. The
format of the COMPARE command is found in the VM/SP CMS Command
Reference.
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Copying Files

The COPYFILE command copies a file from one directory to another, from one
minidisk to another, or between directories and minidisks.

For example,

copyfile linda assemble b pat assemble a
would create a copy of the LINDA ASSEMBLE file, name it PAT ASSEMBLE,
and store it on file mode A.

Note: If you wish to copy a file into a file that already exists in a directory, and you
want to use the REPLACE option, you need write authority to the existing file.

If you wish to copy a file into a directory by creating a new file, you need write
authority to the directory in which you are creating the file.

Renaming Files

You can change the file identifier of a file with the RENAME command. For
example,

rename test file al good file al

You can use RENAME on a base file (not on an alias) to modify file mode
numbers. For example,

rename news report al = = a2

changes the file mode number of the base file NEWS REPORT, along with the file
mode numbers of all aliases to that file to 2.

You cannot use the RENAME command to move a file from one minidisk or
directory to another. (You can, however, use the COPYFILE command to copy a
file from one directory or minidisk to another.)

If your files are stored in an SFS file pool, you can use the RELOCATE command
to move a file from one directory to another. See the RELOCATE command in the
VM|SP CMS Command Reference for details.

You can also rename a file in another user’s directory if the user has granted you
write authority to the file and to the directory.

Changing the Record Format of a File

Files can either have fixed- or variable-length record formats. You can change the
record format of a file with the COPYFILE command and the RECFM option;

copyfile data file a (recfm f Trecl 130

converts the file DATA FILE Al to fixed-length 130-character records.

If you want to keep the original file intact, you can specify an output file id, for
example:

copyfile data file a fixdata file a (recfm f Trecl 130

The file FIXDATA FILE A contains the converted records.
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If the records in a file being copied are variable-length, each output record is padded
with blanks to the specified record length. If any records are longer than the record 7
length, they are truncated. N/

~

When you convert files from fixed-length records to variable-length records, you can
specify the COPYFILE TRUNC option to ensure that all trailing blanks are
truncated:

copyfile data file a (recfm v trunc

If you specify the COPYFILE LRECL option and RECFM V, the LRECL option is
ignored and the output record length is taken from the longest record in the input
file.

When you convert a file from variable-length to fixed-length records, you may also
specify a fill character to be used for padding instead of a blank. If you specify:

copyfile short recs a (recfm f fill *

then each record in the file SHORT RECS is padded with asterisks to the record
length. Assuming that SHORT RECS originally was a variable-length file, the ~
record length is taken from the longest existing record. Note that if SHORT RECS

is already fixed-length, it is not altered.

Similarly, when you are converting back to variable-length a file that was padded
with a character other than a blank, you must specify the FILL option to indicate
the pad character, so that character is truncated.

Using Synonyms

By using the SYNONYM and the SET ABBREV commands, you can control what
command names, synonyms, or truncations are valid in CMS. For example, you
could create a file named MYSYN SYNONYM that contains the following records:

PRINT PRT 1
RELEASE LETGO 4
FILELIST FL 2

The first column specifies an existing CMS command, module, or exec name. The
second column specifies the alternate name or synonym that you want to use. The
third column is a count field that indicates the minimum number of characters of the .
synonym that can be used to truncate the name. Using this file, after you enter the

command:

synonym mysyn

you can use PRT, LETGO, and FL in place of the corresponding CMS command
names. Also, if the ABBREYV function is in effect, (it is the default; you can make
sure it is in effect by issuing the command SET ABBREV ON), you can truncate
any of your synonyms to the minimum number of characters specified in the count
field of the record (that is, you could enter P for PRINT and LETG for RELEASE).
To invoke your synonym table at the beginning of every terminal session, enter the
SYNONYM MYSYN command (or your own synonym table name) into your
PROFILE EXEC.
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Notes:

1. An exec procedure having a synonym defined for it can be invoked by its
synonym if implied EXEC (IMPEX) function is on. However, within an exec
procedure, only the exec file name can be used. A synonym for an exec is not
recognized within an exec because the synonym tables are not searched during
exec processing.

2. You cannot define translations or translation synonyms using the SYNONYM
command. Translations must be defined in the Definition Language for
Command Syntax (DLCS) file. You can truncate any translation or translation
synonym to the minimum number of characters specified in the count field of
the record if you entered SET ABBREV ON. See the VM/SP Application
Development Guide for CMS book for more information about DLCS.

3. If either TAPE or VMFPLC2 is a synonym of the other, the synonym may not
be used to call that function from within an exec. You may use any name other
than TAPE or VMFPLC2 as a synonym of the other function. For example,
from within an exec, TAPE is not a valid synonym for VMFPLC2; TAP,
however, would be valid.

Using Translations

Once you have defined translations and translation synonyms for commands in your
DLCS file, you can use the SET TRANSLATE command to control whether or not
they are recognized by CMS. The SET ABBREYV command controls whether or not
the abbreviations of these translations will be recognized.

Note: The translation synonyms defined in a DLCS file are synonyms of command
name translations. Do not confuse them with synonyms defined with the
SYNONYM command. In the following paragraphs, the term translation is used to
mean both the command name translations and translation synonyms defined in
DLCS. The term synonym refers to synonyms defined with the SYNONYM
command and abbreviations of system language command names.

When you enter a command in CMS, the command name you use and all of the
keywords in it must be in the same language. If you use a translation of the
command name, all of the keywords you use with that command will be translated.
If you specify a synonym for a command name, the keywords will not be translated.
Therefore, you must specify them so that the command will recognize them.

It is possible for the translation of a command or keyword to be the same as the
original command or keyword. If the command name you specify is the same as the
original command, but you specify keywords for that command in a different
language, CMS would determine which language to use upon encountering the first
keyword that is different. The subsequent keywords must be in the same language
as the first keyword to be successfully translated.

There are ways you can code programs and execs so that you can choose whether or
not to allow translations. CMS only recognizes translations for commands entered
from the command line or those invoked with the System Product Interpreter
command search function (ADDRESS CMS) or the equivalent search function in
EXEC 2 (&PRESUME &SUBCOMMAND CMS).

CMS does not translate your command name or keywords if you SET
TRANSLATE OFF. Also, a command will not be translated if it is invoked from
another program using the search hierarchy for SVC 202 or using the System
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Product Interpreter SVC 202 search hierarchy (ADDRESS COMMAND) or the
equivalent search function in EXEC 2 (& PRESUME &COMMAND CMS). Refer
to VM/SP Application Development Guide for CMS for further details on the CMS
command search function for translations.

For more details of how CMS uses the translation and synonym tables to find
commands, see the VM/SP CMS Command Reference.
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. Chapter 4. Using the Shared File System
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What is the Shared File System?

The Shared File System (SFS) helps you manage and store your CMS files. Files

you create reside in a file pool, a large amount of DASD space containing the files
for many users. You will be enrolled in a file pool, and given a file space within it,
where you can store your files.

There are two ways you can become enrolled in a file pool. You may be enrolled,
along with other users, by an ENROLL PUBLIC command. In this case, you will
have the authority to read from, write to, or lock the files and directories for which
you are authorized. However, you will not have space to create files of your own.
You may also be enrolled in a file pool by name. Here, you may have space
allocated specifically for your use. Your system administrator is responsible for
enrolling you in a file pool. This chapter assumes you are enrolled in a file pool by
name.

Within your SFS file space you can organize your files into directories. A directory
is a group of files. SFS directories can be arranged to form a hierarchy in which one
directory can contain one or more subdirectories as well as files. Within a directory
you can store closely related files. For example, you could create a directory to
store all the files for a particular project. You can then define subdirectories beneath
that directory to contain files related to major parts of the project. SFS lets you
define up to eight levels of subdirectories.

Suppose there is a file pool named BOOKPOOL, which was created for and is
shared by a group of writers. You and other writers have a file space in the
BOOKPOOL file pool. Your file space could contain chapters of your book and
any other research you are working on. You could set up directories in the
BOOKPOOL file pool that organize your book files.

Your top directory, the directory from which all files and subdirectories will branch,
could contain files such as letters and memos, as well as a NOVEL directory. You
might wish to create more subdirectories of the NOVEL directory to organize files
dealing with the major parts of the project such as the setting, the plot, or the
ending. If you wanted, you could create even more subdirectories to organize
individual chapters of the book.

Figure 9 on page 70 shows how this might look:
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MEMO PUBLISHER
LETTER TOMOM
NOVEL

BOOKPOOL:VMUSER.

LOVELY MAIDEN
oLD CASTLE

SETTING
PLOT

ENDING

BOOKPOOL:VMUSER.NOVEL

7

NASTY VILLAIN
BRAVE CAPTAIN

BOOKPOOL:VMUSER.NOVEL.SETTING BOO KPOOL:VMUSER.NOVEL.PLOT

CLIFF HANGER
FIRST KISS

BOOKPOOL:VMUSER.NOVEL.ENDING

Figure 9. Sample Hierarchical Directory

Now that you understand how files and directories can be organized, you need to
know how they are shared between users.

To share files or directories, you simply grant other users authority to them. You
can choose to grant authority on one or more individual files, or you can grant

authority on all the files currently in a directory. You can also grant users authority

to a directory only, and not to the files it contains.

You have the option of letting other users write to these files or directories or
granting them read authority only. As the owner of the files and directories, you
can also choose to revoke the authorities you have granted.

This chapter provides information on how to manage the files and directories you
store within an SFS file pool. Depending on your system configuration, your files
can be stored on minidisks rather than in an SFS file pool. If this is the case, you
may want to skip this chapter and instead see Chapter 5, “Storing Your Files on
Minidisks,” for additional information on how to manage your CMS files on
minidisks.

With certain system configurations, you may have the option to store files both on
minidisks and in SFS file pools. In this case, you can decide which files you want
stored on minidisks, and which you want stored (and shared) in SFS file pools.
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Getting Started

To use directories and share files, you need to be enrolled in a file pool and be given
a file space. Only a system administrator can do this. When the administrator
assigns you a file space within a file pool, SFS automatically defines one directory
within that file space. This directory is called your top directory because under it
you can create a hierarchy of subdirectories in which to arrange your files.

The name of the top directory is always the same as your user ID. It cannot be
changed. If, for example, your user ID is HENRY and you become enrolled in a
file pool, HENRY. would be the name of your top directory. Notice the period after
the top directory name. In SFS, the period is used to indicate a directory; here the
top directory belongs to the user ID HENRY. In the following examples, yourid is
shown. When you enter each command, of course, your user ID will replace yourid.

Before you begin the exercises in this chapter, you will need to determine if you are
enrolled in a file pool. If you do not know, see your system administrator now, and
obtain your file pool ID. You may be enrolled in the IBM-supplied VMSYSU file
pool or another file pool supplied by your system administrator. The file pool
identifier VMSYSU appears in the examples. If this is not the file pool you are
enrolled in, you will see your file pool identifier in place of VMSYSU when
comparing your screen to these examples. Regardless of which file pool you are
enrolled in, you can use the examples in this chapter.

Once you are enrolled, you should determine whether or not your top directory is
accessed as A. To find out, enter the QUERY ACCESSED command. QUERY
ACCESSED will show you the modes for all the directories and minidisks you have
accessed. Enter:

query accessed
You will see a display similar to one of the following two samples. If your top

directory has been accessed with a file mode of A, you will see a display similar to
this:

The first line of the display shows the virtual device (Vdev) is DIR. This means that
a directory (your top directory) is accessed with a file mode of A. The string
VMSYSU:yourid. tells you the complete name of your top directory. It shows that
your user ID is assigned to the VMSYSU file pool.

If your top directory is not accessed as A, you will see a display similar to this:

In this case, to complete the examples in this chapter, enter the following commands,
substituting your file pool ID:
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set filepool filepoolid: P
access . a

The SET FILEPOOL command establishes the name of your default file pool. The

file pool may be VMSYSU, the file pool shipped with your system, or any other file

pool to which you are assigned. In subsequent commands, you will not need to type
the file pool ID. Unless you specify a different file pool, SFS will use the default file
pool ID you specified on the SET FILEPOOL command.

The ACCESS command accesses your top directory with a file mode of A. The .
(period) is an abbreviation of your top directory, which is your user ID. Whenever
you are referring to yourid., you can substitute a . instead. Commands that default
to file mode A take input from or send output to your top directory. For example,
if you send a file to another user and do not specifically state the file mode of the
file, SENDFILE defaults to file mode A. If the file is not located in the directory
you have accessed with a file mode of A, you get an error message telling you that
the file was not found.

If you did not have your top directory accessed as A, you may want to add the two
commands in the previous example to your PROFILE EXEC on your 191 minidisk.
Otherwise, if you log off the system, and later log back on, you will have to reenter
the commands, because they are not saved after a terminal session.

Note: Depending on your installation, you are enrolled in a file pool, use minidisk
storage, or have the capability to use both. If you have space in a file pool and no
minidisk storage, your top directory is accessed with a file mode of A. If you have
minidisk storage and no file pool space, your 191 minidisk is accessed with a file
mode of A. If you have both space in a file pool and minidisk storage, one of the
following statements is true:

* Your top directory is accessed with a file mode of A. Your minidisk storage is
not automatically accessed. This minidisk storage, which is at virtual address
191 or any other available virtual address, is accessed with the file mode of your
choice when you want to use it.

¢ Your 191 minidisk is accessed with a file mode of A. If you want to use your
file pool storage, you can enter the SET FILEPOOL and ACCESS commands to
access it with the file mode letter of your choice. /

If you want to change the default, see your system administrator.

Organizing Your Files

SFS lets you keep your files organized because you can place groups of related files
in their own directories. Your directories are arranged hierarchically. Your top
directory is always the:first level; subdirectories of your top directory branch out to
a lower level. Both the top directory and subdirectories can contain CMS files.

For example, assume that Tony, a manager of a maintenance department, keeps
employee records in a set of CMS files. The manager might create a directory for
each employee. If his file space is in the POOLQ file pool, his directory structure
might look like this:

A
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MEMO TOBOSS
NEW CONTRACT
OoLD STUFF
MYPRINT EXEC
PATTI
ﬁ /——NICK
TONYJR ™~
COURTNEY \
POOLQ:TONY.
EDUCAT DATA EDUCAT DATA EDUCAT DATA EDUCAT DATA
WORK DATA WORK DATA WORK DATA WORK DATA
EVAL SCRIPT EVAL SCRIPT EVAL SCRIPT EVAL SCRIPT
ASSIGN INFO ASSIGN INFO ASSIGN INFO ASSIGN INFO
POOLQ:TONY.PATTI POOLQ:TONY.NICK POOLQ:TONY.COURTNEY POOLQ:TONY.TONYJR

Figure 10. Another Sample Directory

The first four items in Tony’s top directory are CMS files. His top directory also
contains four subdirectories, one for each of his employees. The subdirectory for
each employee contains four files.

Tony can use the same file identifier, such as EDUCAT DATA, for each of his
employees because the files are in different subdirectories. The name

EDUCAT DATA POOLQ:TONY.COURTNEY

is the complete name of the EDUCAT DATA file in Tony’s COURTNEY
directory. The name

EDUCAT DATA POOLQ:TONY.NICK
is the complete name of the EDUCAT DATA file in the .NICK directory.

Working with Directories

Before you begin working with SFS directories, you will need to understand how to
specify the names of your directories within commands and how to list the contents
of your directories. This section explains these topics and includes exercises using
the SFS directories and files provided with your system.

Using the Abbreviated Form of Your Top Directory

In the previous example, Tony could refer to any directory by using the file pool
identifier (POOLQ:), followed by the name of his top directory (TONY.), followed
by the name of the other directories. The file pool identifier (filepoolid) must always
be followed by a colon (:). Directory names must be separated by periods.

To refer to the .NICK directory in a command, Tony could specify the following
directory name (dirname for short):
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POOLQ: TONY.NICK PN

If POOLQ is Tony’s default file pool, he can omit it from the directory name and
refer to the directory as follows:

TONY.NICK

SFS will assume that the TONY.NICK directory is located within Tony’s default file
pool, POOLQ.

Tony can also omit his user ID from the directory name because your top directory
is always the same as your user ID. He must, however, be sure to retain the period
to indicate his top directory. Therefore, Tony could simply refer to the .NICK
directory in a command as follows:

.NICK
In executing a command, SFS would begin with Tony’s top directory (designated by

the period) and move down one level to the .NICK directory. Notice that there is e
not a space between the period and the word NICK. |

Accessing Another User’s Directory

After your system administrator has set up the SFS files and directories that were
shipped with your system, you will have automatic read authority to the files and
directories that are owned by the MAINT user ID. Usually, other users will need to
grant you authority on a directory or a file before you can access or use it.

Before you can work with the MAINT. top directory and its subdirectories, you

must access it. You can access the MAINT. top directory is any available file mode ‘
letter. Your top directory is accessed with a file mode of A. Access the MAINT. o
top directory with a file mode of B.

A sample format of the ACCESS command follows:

access filepoolid:userid. fm

The MAINT user ID is assigned to the VMSYSU file pool; if VMSYSU is also your

default file pool, you do not need to specify the file pool ID. Because MAINT is the

name of a top directory, be sure to follow it with a period. Leave a blank space 4
before the file mode letter, B. To access the top directory owned by the MAINT ‘
user ID as B, enter:

access maint. b

In cases where you are not sure if a user is enrolled in your file pool, you can use the
QUERY FILEPOOL command. For more information on QUERY FILEPOOL,
see the VM/SP CMS Command Reference.

Although you have now accessed another user’s directory, your hierarchy of
directories is not affected. That is, this directory becomes part of your CMS search
order but is not part of your directory structure. Your directory structure will
remain the same until you create new directories of your own.

To verify that the directory was accessed, enter the following command: ,
query accessed (f
AN

After you enter the command, your screen will look something like this:
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You will notice the MAINT. directory is accessed with a file mode of B.

The MAINT. directory only remains accessed for the duration of your CMS session;
a LOGOFF command will automatically release it. If you wish to release a
directory at any time during your CMS session, you can do so by entering the
RELEASE command. For more information on the RELEASE command, see the
VM[SP CMS Command Reference.

Specifying a Directory Identifier

You need to refer to directories often when using CMS commands. When you use
commands that accept a directory identifier, a dirid, you can reference a directory
several ways. A directory identifier can be a complete directory name, such as a file
pool identifier followed by the name of a directory. (For example,
VMSYSU:MAINT.) It could be an abbreviated form of the directory, as we
discussed in “Using the Abbreviated Form of Your Top Directory” on page 73.

Because some directory names can be quite long, it could be tedious to have to type
(or remember) the directory name each time you wanted to enter a command. For
this reason, there are shorter methods of identifying the directory or subdirectory,
One such method is plus (+) and minus (-) file mode notation, and another is the
use of file mode letters.

SFS commands that accept a directory identifier accept plus (+) and minus (-) file
mode letter notation as an abbreviated way of referring to a directory. Rather than
typing out the entire directory name, you can use the plus sign (+) to move down
one level lower in the hierarchy and the minus sign (-) to move up one level. You
will find this short-cut syntax particularly helpful in writing execs. To learn about
plus and minus notation, see the VM/SP CMS Command Reference.

You can also use file mode letters to refer to accessed directories in commands that
accept a directory identifier. This chapter provides examples of the use of the file
mode letter as an abbreviated form of the directory identifier.

Following is a list of commands that accept directory identifiers:

ACCESS CSLLIST QUERY AUTHORITY
ALJALIST DELETE LOCK QUERY LOCK
AUTHLIST DIRLIST RELEASE

CREATE ALIAS DISCARD RELOCATE

CREATE DIRECTORY ERASE RENAME

CREATE LOCK GRANT AUTHORITY REVOKE AUTHORITY
CREATE NAMEDEF LISTDIR RTNLOAD

CSLGEN QUERY ALIAS

Note: There are some rules to remember about the use of file mode numbers when
specifying a file mode as a directory identifier. Generally, you do not want to use
file mode numbers unless you are strictly specifying a file or set of files. Since file
mode numbers are attributes of files, and not SFS directories or minidisks, you
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cannot specify file mode numbers on commands that operate on an entire minidisk
or SFS directory. For example, do not use file mode numbers on such commands as
ACCESS, which requires a directory identifier, dirid, unless you are specifying a file
or set of files. The same is true for the commands FORMAT, RELOCATE,
DIRLIST, and RELEASE, which are also discussed in this chapter.

Listing the Structure of a Directory with DIRLIST

You can use the DIRLIST command to see what the MAINT. top directory
contains. DIRLIST is a very useful command because it lets you easily see the “big
picture” of what subdirectories are contained within a directory. A sample format of
the DIRLIST command follows:

dirlist dirid

If you do not specify a directory identifier when entering the DIRLIST command,
your top directory is assumed.

Because you accessed MAINT. with a file mode of B, CMS finds the correct
directory and performs the DIRLIST command when you simply specify the file
mode letter. Enter:

dirlist b

Your screen will look like this:

Figure 11. Entering the DIRLIST Command

With DIRLIST, directories are listed in a full-screen display similar to the output
you receive when you enter the FILELIST or RDRLIST commands.

The first column of the display, labeled Cmd, is where you can enter commands to
be executed against any of the directories listed. The Fm column indicates the file
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mode letter you used to access the directory. The column labeled Directory Name
lists the complete name of the directory.

The DIRLIST command lists the directory you specify plus all its subdirectories.
DIRLIST displays these directories whether or not they are accessed. To list only
accessed directories, use the ACCESSED option of the DIRLIST command. See the
VM|SP CMS Command Reference for more information.

You can tell whether a directory is accessed by referring to the column labeled Fm.
If the column displays a file mode letter, then the directory listed on that line is
accessed with the file mode letter shown. If the line shows a dash (—) in the Fm
column, then that directory has not yet been accessed. You must access a directory
to make it part of the CMS search order.

Accessing a directory also lets you refer to the directory by its file mode letter (for
those commands that only accept file modes). Check to see if the command you
want to use is in the list of commands in the section “Specifying a Directory
Identifier.” If it is not, then the command will only accept file modes. If this is the
case, you must first access the directory to make it part of the CMS search order.

If you have authority to subdirectories under another user’s top directory, but do not
remember their names, you can use the DIRLIST command to display a list of all
subdirectories to which you have authority. Use the same command format, except
substitute the userid of the other user for the dirid.

Using the DIRLIST PF Keys

From the DIRLIST display, you can use your PF keys to obtain additional
information for any of the directories listed.

Following is a list of the DIRLIST PF keys and their meanings:

Table 4 (Page 1 of 2). DIRLIST PF Keys

Key Meaning Usage

PF1 Help Use PF1 to display the main HELP menu.

PF2 Refresh When you press PF2, the screen display is refreshed. The results of any
recent commands are shown.

PF3 Quit This key lets you quit from the DIRLIST environment and remove the
displayed output from your screen.

PF4 Sort (fm) The PF4 key sorts the output currently displayed on your screen
alphabetically by file mode.

PFS5 Sort (dir) The PF5 key sorts the output currently displayed on your screen
alphabetically by directory name.

PF6 Auth Pressing the PF6 key executes the AUTHLIST command. You will see
your authority to the directory that is on the line where your cursor is
placed when you press PF6. Also, if you are the owner of the directory,
you will see a list of users who have been granted read or write authority.
(See “Using AUTHLIST” on page 112 for more information.)

PF7 Backward This key scrolls the DIRLIST display backward one screen.

PF8 Forward This key scrolls the DIRLIST display forward one screen.
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Table 4 (Page 2 of 2). DIRLIST PF Keys

Key Meaning Usage

PF9 Undefined

PF10 Undefined

PF11 Filelist Pressing the PF11 key brings you into a FILELIST display of the files or
directories contained in the directory indicated (the directory on the line
where your cursor is currently located.)

PF12 Cursor This key causes the cursor to move from the file area to the command line.

If the cursor is on the command line, it moves to its previous location in
the file area.

You can use these PF keys to find useful information about directories and files.
For now, press PF3 to quit the DIRLIST display.

Using the LISTDIR Command

You can also list the structure of a directory by using the LISTDIR command.
LISTDIR provides the same information as DIRLIST, but while DIRLIST provides
a full-screen display, the output from LISTDIR appears in line-mode format. A
sample format of the LISTDIR command follows:

listdir dirid
Like DIRLIST, the easiest way to enter the LISTDIR command is to type the

command followed by the file mode. For example, to list the structure of the
MAINT. top directory, enter:

listdir b

Your screen will display the following information:

LISTDIR displays the same information as DIRLIST. The column labeled Fm
shows the file mode letter where the directory is accessed, and the column labeled
Directory Name shows the complete name of the directory.

If you are enrolled in VMSYSU you will be given read authority to the
IBM-supplied files and directories owned by the MAINT user ID. You will be able
to see a list of the directories using DIRLIST or LISTDIR. You can see a list of the
files and directories using FILELIST or LISTFILE. You can see the actual contents
of the files using XEDIT.

In the previous examples, we used DIRLIST and LISTDIR to list the structure of
another user’s top directory. Both DIRLIST and LISTDIR are also useful to see all
of the directories below your own top directory. If you specify either command
without a directory identifier, the command will default to your top directory and
list all the subdirectories it contains.
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Creating a Directory

Now that we have seen how to access and list the structure of existing directories, let
us create a new directory. To create a directory of your own, use the CREATE
DIRECTORY command. A sample format of the command follows:

create directory dirid

Remember, you will always have a top directory whose name is the same as your
user ID, followed by a period. Any new directories you create will be subdirectories
of your top directory. You cannot change the name of your top directory, and you
cannot create new directories that are the same level as your top directory.

For example, to create the directories shown in Figure 10 on page 73, Tony would
have used the following series of commands:

create directory .patti
create directory .tonyjr
create directory .courtney
create directory .nick

In the first command, the period specifies Tony’s top directory. Therefore, the
command actually tells SFS to create a directory below Tony’s top directory, with
the name PATTI. The subsequent commands set up the . TONYJR, .COURTNEY,
and .NICK directories.

To create a directory of your own, enter the following command:
create directory .party

This command will create a directory called .PARTY below your top directory. The
following diagram represents your directory structure after this command:

PARTY —
VMSYSU:yourid. (A) |

VMSYSU:yourid.PARTY

Figure 12. The .PARTY Directory

To create another directory called .PARTY.FOOD below the .PARTY directory,
enter:

create directory .party.food

This diagram represents your directory structure now:
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PARTY
VMSYSU:yourid. (A) )

FOOD —

VMSYSU:yourid.PARTY

VMSYSU:yourid.PARTY.FOOD

Figure 13. The .PARTY.FOOD Directory

The .PARTY directory is a subdirectory of your top directory; the . PARTY.FOOD
directory is a subdirectory of the .PARTY directory.

To see a list of all of your directories, use the DIRLIST command with the name of
your top directory or the file mode of your top directory. If you do not specify a
directory identifier, DIRLIST defaults to your top directory and lists all the
subdirectories it contains. Enter:

dirlist

Your screen will appear as follows:
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PARTY. L
PARTY.FOOD

Figure 14. Using DIRLIST to List All Directories
Press PF3 to quit the DIRLIST display.

The .PARTY and .PARTY.FOOD directories and any other directories you create
will remain in your hierarchy until you explicitly erase them using the ERASE
command. For more information on erasing directories, see the VM/SP CMS
Command Reference.

Putting Files Into a Directory

Although you have just created the .PARTY and .PARTY.FOOD directories, they
do not contain any files. You will now want to add files to your directories. You
can do this by copying existing files into the directory and by creating new files.

Copying Files to a Directory

One of the ways you can put existing files into a directory is by copying existing files
using the COPYFILE command. First, access the .PARTY directory you just
created. Enter the QUERY ACCESSED command to determine which file modes
you have used:

query accessed

Your screen will display information similar to this:
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You used file mode A to access your top directory and file mode B to access the
MAINT. top directory. File modes S and Y were assigned to access some of the
disks that control your virtual machine. Choose file mode D to access the .PARTY
directory. Enter:

access .party d

This command will access the .PARTY directory, which is one level below your top
directory, with a file mode of D. To check that the directory has been accessed, you
could enter the DIRLIST command. In the column labeled Fm, you would see the
file mode letter D.

Now, you are ready to use the COPYFILE command. A sample format of the
command follows: ‘

copyfile fnl ftl fml fn2 ft2 fm2

The first file name, file type, and file mode refer to the original file you are copying;
the second file name, file type, and file mode refer to the copy you wish to create.

The MAINT. top directory (accessed with a file mode of B) contains the files
INVITE SCRIPT and CAKE SCRIPT. You can copy the INVITE SCRIPT and
CAKE SCRIPT files into your .PARTY directory. Keep the same file names and
file types. Enter the following commands, pressing ENTER after each one:

=d

d

copyfile invite script b
copyfile cake script b =

The following diagram represents your directory structure now:

PARTY —
VMSYSU:yourid. (A) l

INVITE SCRIPT
CAKE SCRIPT

FOOD —
VMSYSU:yourid.PARTY (D) l

VMSYSU:yourid. PARTY.FOOD

Figure 15. Files Within the .PARTY Directory

You can use the COPYFILE command to copy files from one directory to another,
as we did in this example, or to copy files from a minidisk to a directory (or vice
versa). You simply need to know the file mode of the directory or minidisk where
the file is located and the file mode of the destination directory or minidisk.
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Creating Files with XEDIT

l

| Another way to add files to your directories is to create new files using XEDIT.

| Once you have accessed a directory, you can simply use the file mode to create new
| files in that directory.

| For example, to create a file called FUNTIMES SCRIPT within the .PARTY
| directory (accessed as D), you would enter the command, XEDIT FUNTIMES
| SCRIPT D.

| If you need more information on using XEDIT to create files, see Chapter 8,
l “Editing Your Files.”

Renaming Your Files and Directories

I

| In Chapter 3, “CMS File System,” we briefly discussed how to rename CMS files.
| You can use the RENAME command to rename your own files. You can also

| rename a file in another user’s directory if you have write authority to the base file
| (the original file) and the directory where the file resides. (We will discuss write

| authority to files and directories later in this chapter.) Also, you can use the

| RENAME command to rename a directory.

| To rename your own files, use the RENAME command as follows:
| ~rename fnl ftl dirid fn2 ft2 dirid
| To rename a file, specify the original file name, original file type and the directory

| identifier followed by the new file name and new file type. Repeat the directory
| identifier.

| Note: If you are renaming a file in another user’s directory, you must use the
| directory name, not the file mode, when using the RENAME command.

| You can only rename files within the same directory. You cannot specify a new

| directory name because it is not possible to use the RENAME command to move

| files to other directories. If you wish to move files between directories, you can do

| so with the RELOCATE command, which we will discuss in the section, “Relocating
| Your Files and Directories.”

| To rename the INVITE SCRIPT file (in your .PARTY directory—accessed as D) to
| GUESTS SCRIPT, enter the following command:

| rename invite script d guests script d

| If you wish to rename a directory, use the following format:

| rename diridl dirid2
Simply specify the original directory identifier and the new directory identifier. You
can use the RENAME command to rename directories; however, you cannot use

I
I
| RENAME to move a directory to another parent directory. Also, you cannot
| rename directories you do not own.

| Rename your .PARTY.FOOD directory to . PARTY.TREATS by entering the
| following command:

| rename .party.food .party.treats
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You could not rename the PARTY.TREATS directory to make it a subdirectory of
your top directory. That is, you cannot enter this command:

rename .party.food .treats

If you want to relocate your files or directories, see the following section for
information on how to do so.

Relocating Your Files and Directories

If you do not wish to create new files in your directories, you can relocate files from
other directories by using the RELOCATE command. A sample format of the
RELOCATE command follows:

relocate [fn ft] diridl TO dirid2

To relocate a file, you specify the file name and file type, followed by the name of
the directory where the file is currently located (dirid1), the word TO, and the name
of the destination directory (dirid2).

For example, you can relocate the CAKE SCRIPT file, which is currently in your
PARTY directory, to your PARTY.TREATS directory. The easiest way to
relocate files is to access the directories and use file modes. At this point, enter:

dirlist

You previously accessed the .PARTY directory as D, so you can use E to access the
PARTY.TREATS directory.

Currently, the DIRLIST display is on your screen. Move your cursor to the Cmd
column on the line across from the listing for the
VMSYSU:yourid. PARTY.TREATS directory. Enter:

access/ e

Be sure to leave a space after the slash. This is a short-cut method of specifying the
directory name when you access a directory from DIRLIST.

You can enter several commands from the Cmd area of DIRLIST. The same is true
of the FILELIST screen display. See the descriptions of DIRLIST and FILELIST
in the VM/SP CMS Command Reference for information on the commands that can
be entered from their screen displays.

Press PF3 to remove the DIRLIST display from your screen.

Both directories are now accessed and you can use file mode letters to relocate the
CAKE SCRIPT file. Enter:

relocate cake script d to e

RELO is short for RELOCATE. Once you have entered this command, the CAKE
SCRIPT file will be in the .PARTY.TREATS directory. CAKE SCRIPT

yourid. PARTY.TREATS is the long version of the new name of the file. (It is now

located in the .PARTY.TREATS directory, a subdirectory of .PARTY, which is a
subdirectory of your top directory).

The following diagram shows your directory structure now:
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PARTY —
VMSYSU:yourid. (A) |

GUESTS SCRIPT

TREATS —

VMSYSU:yourid.PARTY (D)

CAKE SCRIPT

VMSYSU:yourid. PARTY.TREATS (E)

Figure 16. Moving a File to the .PARTY.TREATS Directory
You can also use the RELOCATE command to relocate an entire directory and all
the files it contains. To do so, you would simply specify the current directory name,

followed by the word TO, and the destination directory name.

Create a new directory under the .PARTY directory:

create directory .party.favors

The following diagram represents your directory structure now:

PARTY —
VMSYSU:yourid. (A) |

GUESTS SCRIPT

TREATS —

L FAVORS
| VMSYSU:yourid.PARTY (D)

CAKE SCRIPT

VMSYSU:yourid. PARTY.FAVORS VMSYSU:yourid. PARTY.TREATS (E)

Figure 17. Creating the .PARTY.FAVORS Directory
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You can relocate the PARTY.FAVORS directory to make it a subdirectory of the
PARTY.TREATS directory. Because you have not yet accessed the new directory,
you must relocate it by using the directory name. Enter:

relocate .party.favors to .party.treats

Your directory structure now looks like this:

PARTY —
VMSYSU:yourid. (A) I

GUESTS SCRIPT

TREATS —
VMSYSU:yourid. PARTY (D) '

CAKE SCRIPT

FAVORS —]
VMSYSU:yourid. PARTY.TREATS (E) |

VMSYSU:yourid. PARTY.TREATS.FAVORS

Figure 18. Relocating the . PARTY.FAVORS Directory

Once you have entered this command, the PARTY.FAVORS directory and any files
it contains (currently none) would be relocated to below the . PARTY.TREATS
directory. It would now be the . PARTY.TREATS.FAVORS directory because it is
one level below the .PARTY.TREATS directory.

Create one more directory below the .PARTY.FAVORS directory:
create directory .party.treats.favors.games

To check that the commands worked, enter:
dirlist

With no specified directory identifier, the DIRLIST will default to your top
directory and list all the directories below it. The output will look like this:
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Figure 19. Listing All Your Directories

You now have your top directoi‘y (accessed as A), your .PARTY directory (accessed
as D), your .PARTY.TREATS directory (accessed as E), your

PARTY.TREATS.FAVORS directory (not yet accessed), and your
PARTY.TREATS.FAVORS.GAMES directory (not yet accessed).

Unlike COPYFILE, which creates a duplicate copy of the file in a new location,
RELOCATE moves the file from one place to another. However, any aliases or
authorities you may have created earlier are unchanged. Later in this chapter, we

will discuss aliases and authorities, and you will see why this can be important for
your work.

When you are using the RELOCATE command, remember that you cannot relocate

a file or directory to another user’s file space or to another file pool. Also, to
relocate a file or directory, you must be the owner.

Press PF3 to remove the DIRLIST display from your screen.

Erasing a Directory

there are any) in the directory. If you wish to keep the files, but erase the directory,

you must first relocate these files to another directory. The RELOCATE command

|

| When you erase a directory, you must first determine what to do with the files (if
|

|

| is detailed in the next section.

A sample format of the ERASE command follows:
erase fn ft dirid (nofiles
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The NOFILES option of the ERASE command tells CMS that you have emptied
the directory of all files and aliases before entering the command. (You will learn
about aliases later.) NOFILES is the default for the ERASE command.

If you wish to erase not only the directory but also the file(s) it contains, specify the
FILES option when using the ERASE command. If FILES is not specified and the
directory contains one or more files, the erase is not performed. Additionally, if any
subdirectories branch from the directory, the directory is not erased.

Navigating Through Your Directories

You can use the options of the FILELIST command and the PF keys that appear on
your screen to navigate through your directories and see the files they contain.
Before you begin, copy some additional files from the MAINT. top directory to your
.PARTY and .PARTY.TREATS directories. Enter the following commands:

copy theme script b
copy music script b
copy drink script b
copy cookies script b

o aao

(¢}

The diagram that follows represents your directory structure now:
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PARTY —

VMSYSU:yourid. (A)

—

GUESTS SCRIPT
THEME SCRIPT
MUSIC  SCRIPT

TREATS —

VMSYSU:yourid.PARTY (D) l

CAKE SCRIPT
DRINK  SCRIPT
COOKIES SCRIPT

FAVORS

VMSYSU:yourid.PARTY.TRE

ATS (E) \

GAMES —
VMSYSU:yourid. PARTY.TREATS.FAVORS |

VMSYSU.yourid. PARTY.TREATS.FAVORS.GAMES

Figure 20. Copying More Files to .PARTY and .PARTY.TREATS

Once again, DIRLIST is a good starting point for working with your files. Enter:

dirlist

To see a FILELIST display of the .PARTY.TREATS directory, position your cursor
on the line for .PARTY.TREATS and press PF11.

Your screen will look like this:
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Figure 21. Using PF11 from DIRLIST

This display is called the FILELIST STATS screen. It shows a listing of all the files
contained in the directory and a listing of all the subdirectories that are one level
below the PARTY.TREATS directory.

The first column in the FILELIST display, labeled Cmd, is where you would enter
commands for a specific file or directory listed. The next two columns show the file
name and file type for files. Names of subdirectories are also listed in the Filename
column, but the Filetype column is blank.

The column labeled Fm shows the file mode where the parent directory (the
directory name listed at the top of the screen) is accessed.

The next column shows the Format. For files, this column will show an F for fixed
format files; variable format files will be indicated by a V. Directories are indicated
by DIR.

The columns, Lrecl, Records, and Blocks, carry information on the size of the files
shown. Listings for directories show a dash (—) in the columns for Lrecl, Records,
and Blocks.

The Date, and Time columns show when files were last updated. For directories,
these columns show when the directories were created.

FILELIST shows you that the . PARTY.TREATS directory contains the files CAKE
SCRIPT, DRINK SCRIPT, and COOKIES SCRIPT, and the
PARTY.TREATS.FAVORS directory (a subdirectory of the . PARTY.TREATS
directory).
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The .PARTY.TREATS.FAVORS directory is shown with file mode E, the file mode
of the parent directory (PARTY.TREATS). Notice that subdirectories do not have
file mode numbers.

To see what the . PARTY.TREATS.FAVORS directory contains, you can move one
level further down and display another FILELIST screen. Move your cursor to the
line for the FAVORS directory and press PF11. Your screen will look like this:

Figure 22. Using PF11 from FILELIST

The PARTY.TREATS.FAVORS directory contains the
PARTY.TREATS.FAVORS.GAMES subdirectory. Now the
.PARTY.TREATS.FAVORS directory is the parent directory. Notice the message
at the bottom of the screen. Because you have not yet accessed it, FILELIST
temporarily accesses the .PARTY.TREATS.FAVORS directory with the first
available file mode letter, starting at the end of the alphabet (Z).

The . PARTY.TREATS.FAVORS.GAMES directory is shown here with a file mode
of Z (the file mode of its parent). Because FILELIST temporarily accesses
subdirectories that are not already accessed, if the .GAMES directory contained any
files, you could use PF11 to move further down the directory structure and list them.

Move your cursor to the line for the . PARTY.TREATS.FAVORS.GAMES
directory and press PF11. Because the directory does not contain any files, you will
see the following message at the bottom of your screen:

At this point, press PF3 to return to the original FILELIST screen.
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You can always tell where you are in the hierarchy by referring to the line of the
FILELIST screen labeled Directory. Currently, this line shows the following:

This means that the files (and directories) you are viewing are in the
.PARTY.TREATS directory, a subdirectory of the .PARTY directory. .PARTY is,
in turn, a subdirectory of your top directory (indicated by your user ID). VMSYSU
is the name of your file pool.

On the FILELIST screen, you have several PF keys to provide you with information
about the files and directories listed:

| Table 5. FILELIST STATS PF Keys

| | Key

Meaning

Usage

| PF4

| | PF5

| | PFé

| | PF9

PF10

PF11

Cancel

Sort(dir)

Sort(size)

FL /n

Share

XED/FILEL When you press PF11, if your cursor is located on a file, PF11 will XEDIT

The PF4 key lets you exit all the way out of FILELIST, regardless of
where you are within FILELIST and how many times you pressed PF11 to
enter new displays.

The PFS5 key sorts the output currently displayed on your screen.
Directories are listed alphabetically, followed by files, which are listed by
date and time.

When you press PF6, the items shown in the FILELIST display will be
sorted by block size, from largest to smallest.

When you place your cursor next to a file and press PF9, your screen
displays a list of all files with that same file name and any other file type
and file mode.

Pressing the PF10 key is the same as entering the FILELIST command
with the SHARE option. A new FILELIST display is shown providing
more data and another set of PF keys. You can press PF10 again to
toggle back to the FILELIST STATS screen. The FILELIST SHARE
screen and PF keys are discussed later.

the file. If your cursor is on a directory, PF11 will show a FILELIST
display of the files within that directory. You can press PF3 to return to
the FILELIST STATS screen.

You can press PF10 to display the FILELIST SHARE screen. This screen shows
more information about your files. PF10 is a toggle key. If you press it repeatedly,
you will toggle between the FILELIST STATS screen (the default FILELIST screen)
and the FILELIST SHARE screen.

Press PF10 now. Your screen will look like this:
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" oyourid  FILELIST A@ 'V 149 Trunc=149- Size=4 Lme-'l Co1=1 Mtwla ik
Directory = VMSYSU:yourid.PARTY.TREATS = ' : :
Cmd *Filename Filetype Fm Owner . Type

COOKIES - SCRIPT.  El yourid  BASE .
DRINK - SCRIPT: El yourid . -BASE.
... FAVORS . _E yourid DIR
_ CAKE  SCRIPT El youmd BASE.

SR S 1 - B
o E

B Sort(dir) 6= Auth

1=Help 2= Refresh 3= Quit 4= Cancel : r
- 11= XED/FILEL 12= Cursor

- 7= Backward 8= Forward 9= Alias 10= Stats

CEmmmo

Figure 23. The FILELIST SHARE Screen

Like the FILELIST STATS screen, the FILELIST SHARE screen contains a line
labeled Directory, which shows you exactly where you are in the hierarchy. The
screen also contains columns labeled Cmd, Filename, Filetype, and Fm, which
contain the same information as on the FILELIST STATS screen.

The SHARE display also contains a column labeled Owner, which lists the owner of
each file or directory displayed.

The next column, labeled Type, shows the type of item displayed, such as directory,
minidisk, base file, alias, erased, or revoked. We will discuss base files and aliases in
the section “Creating Aliases to Files” on page 95. For more information on erased
and revoked files and aliases, see “Erasing Your Base Files” on page 105 and
“Revoking Authority” on page 110.

The last two columns indicate whether you have read or write authority on each file
or directory displayed. An X indicates that you have authority; a dash (-) means
that you do not.

A quick way to bring up the FILELIST SHARE screen is to enter the FILELIST
command with the SHARE option. See the VM/SP CMS Command Reference for
more information.

The FILELIST SHARE screen also contains several PF keys to provide information
on the data displayed. While some of these keys are the same as those on the

- FILELIST STATS screen, you will also be able to use these keys:
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Usage

Pressing the PF6 key executes the AUTHLIST command and displays the
authority you have on the file or directory where your cursor is located. If
you are the owner, it also lists information on any authority you have
granted to other users. The AUTHLIST command is discussed in detail
later.

When you press PF9, you will execute the ALIALIST command and see
information regarding the file where the cursor is located. If the file is a
base file that you own, you will see a list of users who have an alias to it.
If the file is a base file that someone else owns, you will see a list of your
aliases to it. If the file is an alias, you will see the owner of the base file.
The ALIALIST command is discussed in detail later.

Pressing PF10 is the same as entering the FILELIST command with the
STATS option. Your screen will display a new screen showing more data
about your files and directories.

Table 6. FILELIST SHARE PF Keys
Key Meaning

PF6 Auth

PF9 Alias

PF10 Stats

Press PF10 to toggle back to the FILELIST STATS screen. Then, press PF3 to exit

from the FILELIST STATS screen and return to the DIRLIST screen. Press PF3
one more time to remove the DIRLIST display from your screen.

Sharing Files

You can share your files with other users by:

¢ Accessing directories
¢ Creating aliases
¢ Granting authority

We have already discussed accessing other users’ directories to share files. This
section will discuss sharing files by creating aliases and granting authority.

Whenever you store your files in an SFS file pool, you have the option to share any

of your

files or directories with other users or to share none at all.

To determine who is connected to your file pool, you can use the QUERY
FILEPOOL CONNECT command. A sample format of the command follows:

query filepool connect for userid

Specify

a user ID or nickname to determine if a specific user is enrolled. For

example, to determine if Mary is connected to the VMSYSU file pool, you could

specify:

query filepool connect for mary
Your output might look like this:

To see a list of all the users currently connected to your file pool, enter:

query filepool connect for all
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This chapter provides information on how to share files with users enrolled in your
file pool. However, you can also use the QUERY FILEPOOL CONNECT
command to determine which users are connected to other file pools. (See “Sharing
Files with Users on Other Systems” on page 126. For more information, see the
VM/|SP CMS Command Reference.

Creating Aliases to Files

When you create a file, this original file is known as a base file. Later, you can
create an alias to the file and place it in another directory. The alias simply serves
as a pointer to the base file; the base file does not move, and you are not creating a
copy of it.

Aliases allow you to reference a single file in more than one directory, or more than
once in one directory. Aliases also let two different users reference the same file
using different names.

When entering most CMS commands, you do not need to be concerned with
whether a file is a base file or an alias. All CMS commands will work on the file
name you specify, regardless of whether it is a base file or an alias.

You can create an alias to your own file if you want to point to the same
information from two directories, or from two different places within the same
directory. For example, assume that Jim is the owner of a file called PRICE LIST.
PRICE LIST is within the directory Jim uses for the files for Project Al. When Jim
is assigned a second project, he creates a separate directory to contain files for the
new project.

If Jim needs to use the same pricing information for both Project Al and his new
project, Project EZ, he may find it useful to create an alias for PRICE LIST in the
new directory. He can name the file EZ PRICES in the new directory. EZ PRICES
is then an alias to the base file, PRICE LIST. If he wanted to XEDIT the price
information, he could specify either name. The advantage to making an alias to the
base file, instead of a copy of the file, is that he could make changes to either file,
and the change would be reflected in both files.

An alias does not have to be created from a base file; you can create an alias to an
alias. Once Jim creates the alias EZ PRICES, he can create an alias to EZ PRICES
if he needs the same information for a third project.

Aliases are most useful when sharing files. The other user can erase, rename, or
relocate aliases to your file without affecting your base file. Also, if you change the
name of your base file, a user who has an alias to it will still be able to share the file.
CMS will automatically update the pointer so that the alias still refers to the same
base file.

For example, Terry and Mike are working together on a project. Mike has created a
file called LOTS TODO. Terry needs to share the file and would like to have her
own pointer to it. There are two ways Terry and Mike can accomplish this:

¢ Mike can grant Terry read or write authority on the LOTS TODO file. Terry
could then create an alias to the file in one of her own directories. She could
call it MIKE JOBS. Then every time she wanted to work with the file, she
could XEDIT her alias MIKE JOBS. While Terry would have the alias called
MIKE JOBS, the base file, LOTS TODO, is still owned by Mike.
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e Terry could grant Mike write authority on one of her directories, and Mike
could create an alias for Terry within that directory. He could create for her an
alias called TERRY JOBS as a pointer to the LOTS TODO file. When Terry
wanted to work with the file, she would XEDIT her alias, TERRY JOBS.

Either way, once Terry has an alias to the file, she and Mike would be able to
XEDIT the same information.

Creating an Alias to Your Own File

Previously, you used the COPYFILE command to copy the files GUESTS SCRIPT,
THEME SCRIPT, and MUSIC SCRIPT from the MAINT. directory to the
.PARTY directory that you created and accessed with a file mode of D.

Suppose you also wanted to group your GUESTS SCRIPT file in the directory with
the files for your party favors. You can create an alias for the GUESTS SCRIPT
file in the PARTY.TREATS.FAVORS directory by using the CREATE ALIAS
command.

A sample format of the CREATE ALIAS command follows:
create alias fnl ftl diridl fn2 ft2 dirid2

The first file name, file type, and directory identifier refer to the source file (the base
file or the alias you would like to create an alias to); the second file name, file type,
and directory identifier refer to the alias you wish to create.

Note: When specifying the directory identifier for the alias you are creating, you
cannot specify a different file mode number; the alias always has the same file mode
number as the base file. Any change to the file mode number of the base file results
in the same change to all the aliases to the file.

As we discussed previously, a directory identifier can be a directory name, file mode,
or any other way of referring to the specific directory. One of the easiest ways to
use many commands is to access the directories and use file mode letters.

Previously, you accessed directories with the file mode letters A, B, D, and E. (If
you were not sure which file modes you had used, you could enter the QUERY
ACCESSED command to check). Access the PARTY.TREATS.FAVORS directory
with a file mode of F:

access .party.treats.favors f

Because your .PARTY directory is already accessed as D, you are ready to create
the alias. You can choose whether to use the same file name and file type for the
alias and base file. For this example, use the same name as your base file in your
PARTY directory for the alias you are creating in your
PARTY.TREATS.FAVORS directory:

create alias guests script d == f

To check to see that the CREATE ALIAS command worked, do a FILELIST of all
of your directories, beginning with your top directory, to look for occurrences of the
GUESTS SCRIPT file. You can do this by using the SEARCH option of the
FILELIST command. Enter:

filelist guests script a (search

This command example tells SFS to display every occurrence of the GUESTS
SCRIPT file in any directory, beginning with your top directory (accessed with a file
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mode of A). You must give the command a starting point to search from. In this
case, you start from your top directory, so that the search will begin at the top
directory and search all of its subdirectories.

The FILELIST command will search only the files in your own directory structure.
Any minidisk files you have will not be searched. It will also not find files you have

in other user’s directories.

Your output will look like this:

Figure 24. The FILELIST SEARCH Screen

The FILELIST SEARCH screen contains a column labeled Cmd, where you can
enter commands to be executed on particular files displayed. The next columns
show the Filename and Filetype for each file. The Fm column shows the file mode
letter where the file resides (the file mode letter you used to access the directory
containing that file). The last column contains the entire directory name.

Note: If you see a dash (—) in the Fm column of any of the displayed files, the file
contained on that line resides in a directory that is not accessed. You can still
XEDIT the file from this screen by pressing the PF11 key; CMS temporarily accesses
the directory containing the file for the duration of the XEDIT session.

GUESTS SCRIPT appears in your .PARTY directory (currently accessed as D) and
your .PARTY.TREATS.FAVORS directory (currently accessed as F). Press PF3 to
quit the FILELIST display.

In the previous example, you were searching for the occurrence of a specific file. To

list all of your files in a specific directory, you would replace the file name and file
type with asterisks and specify the file mode letter you used to access that directory.
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Therefore, FILELIST * * D would list all of your files in the .PARTY directory
(accessed as D) and will also list the names of any subdirectories of the . PARTY [ :
directory, such as the PARTY.TREATS directory. RN

e

To list all of your files, in all of your directories, enter this command:
filelist * * a (search

This command will begin with your top directory (accessed as A) and list the files in
the top directory and each directory below.

Your output will look like this:

Figure 25. Using FILELIST SEARCH to List All Your Files

The FILELIST SEARCH screen contains several PF keys to determine information

about the data on your screen. While some of these keys are the same as those on
the FILELIST STATS or FILELIST SHARE screens, FILELIST SEARCH also
provides you with these keys:

Table 7 (Page 1 of 2).

FILELIST SEARCH PF Keys

Key Meaning

Usage

PF4 Dirlist

PF5 Sort(name)

PF10 Filelist

The PF4 key lets you enter the DIRLIST command for the directory on
the line where your cursor is located.

The PF5 key sorts the output currently displayed on your screen
alphabetically by file name and file type.

When you press PF10, the directory where your cursor is located is
temporarily accessed (if it is not already accessed), and you will see a
FILELIST display of all the files in the directory.
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Table 7 (Page 2 of 2). FILELIST SEARCH PF Keys

Key Meaning Usage

PF11 XEDIT PF11 will let you XEDIT the file on the line where your cursor is located
when you press the key. You can still XEDIT a file residing in a directory
that is not accessed; CMS gives you temporary access for the duration of
the XEDIT session.

Press PF3 to quit the FILELIST SEARCH display.

Creating an Alias to Another User’s File
If you have authority to another user’s file, there are several reasons you may find it
useful to create an alias to the file. As we discussed earlier, an alias provides
another way of referencing information in a file.

For example, the MAINT. top directory contains the MAINT.SAMPLE
subdirectory. Within the MAINT.SAMPLE subdirectory is a file called GIFTS
SCRIPT. You have been granted read authority to this file. If you have read
authority to the MAINT.SAMPLE directory, you could access the directory to see
what the GIFTS SCRIPT file contains. However, instead of accessing the entire
directory, you may find it easier and quicker to create an alias to the specific file you
want to use.

Another reason you may want to create an alias to another user’s file is that this lets
you place the alias wherever you like within your own directory structure. For
example, because you already have a directory of party favors (your
.PARTY.TREATS.FAVORS directory), you could create the alias in that directory.
Otherwise, if you accessed the entire MAINT.SAMPLE directory, you would have
to work with the directory structure the owner had organized.

An additional reason you may find it useful to create an alias to another user’s file is
in a situation where you have authority to a file, but not to the directory in which
the file resides. In this case, you will not be able to access the directory and
establish a file mode for it. Therefore, you would not be able to use any of the
commands that require file modes, such as XEDIT, FILELIST, and COPYFILE.
The CREATE ALIAS command would then provide you with the means to
reference the information in the file through one of your own directories.

Even if you have write authority to a directory where a file resides, you may not be
able to work with the file you need. This is because SFS accesses other users’
directories as read-only. Many commands that require file modes will only work on
your own directories, where access is read/write. To use those commands, you must
create an alias in your own directory and access the directory as read/write. (SFS
functions this way so that programs and execs written before Release 6 will operate
correctly.)

Note: Remember, you cannot share files across file pools. If you want to create an
alias to another user’s file, that user must be in your file pool.

Following is a list of commands that can be used to modify the directory regardless
of whether directory access is read/write or read-only. If you wish to use a
command that writes to a file and the command is not in this list, you should create
an alias in your own directory for the file you wish to work with.
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COPYFILE ERASE* o~
CREATE ALIAS RELOCATE o
CREATE DIRECTORY RENAME* S
DISCARD* XEDIT

*You must use the dirname with the command if using it on a read-only directory.

Create an alias to the GIFTS SCRIPT file in the MAINT.SAMPLE directory and
put it in your PARTY.TREATS.FAVORS directory, which you previously accessed
with a file mode of F. Give your alias the name PRIZES SCRIPT:

create alias gifts script maint.sample prizes script f

After you enter the CREATE ALIAS command, you have a pointer to the data in

the GIFTS SCRIPT file, but the actual data still resides in the MAINT.SAMPLE

directory. After the owner of the GIFTS SCRIPT file updates and stores the file,

you will be able to see the updated information through your alias, PRIZES

SCRIPT.

To see that the CREATE ALIAS command worked, do a FILELIST on your
PARTY.TREATS.FAVORS directory to see all the files it contains:

filelist * * f

The asterisks indicate that you wish to list all the files, regardless of file name and
file type.

Your output will look like this:

Figure 26. Listing All the Files in a Directory

o

Move your cursor to the line for the PRIZES SCRIPT file, and press PF11 to
XEDIT the file. Your screen will look like this:
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PRIZES SCRIPT _ F1 V 132 Trunc=132 Size=6 Line=9~ccnw1;kﬁ1te=a- :

Warning: Not authorized to Tock file PRIZES SCRIPT F1
=%==;~ *** Topngi ]e*** S : | ’ | - ; e :
e I+ ‘:.+. SR SR, N ".2'”!’_,4..,,_, B I N B D cieBein S+, 6 N .;‘,7; &

Figure 27. Using PF11 to XEDIT a File

Notice the message at the top of the screen, warning you that you are not authorized
to lock the file. File locking will be discussed later. You can view the contents of
the PRIZES SCRIPT file, but you cannot change them because you only have read
authority to the base file. If you had write authority and were able to make changes

to your alias, the owner of the file and other users who had authority to the base file
would see your changes through their files.

Press PF3 to quit from the PRIZES SCRIPT file. You will be returned to the
FILELIST STATS screen.

You can also find out information about the GIFTS SCRIPT base file from the
FILELIST SHARE screen. Move your cursor to the entry for the PRIZES SCRIPT

file, and press PF10 to display the FILELIST SHARE screen. Your screen will look
like this:
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Figure 28. Using PF10 for Information on Aliases

You can see that the PRIZES SCRIPT file is an alias to which you have read
authority. The user ID MAINT is listed in the column labelled Owner because
MAINT owns the base file.

Press PF10 to toggle back to the FILELIST STATS display. Press PF3 to remove
the FILELIST display from your screen.

Using the QUERY ALIAS Command
The QUERY ALIJAS command is useful for determining who has created aliases to
your file. If you are the owner of a base file, and you enter the QUERY ALIAS
command on that base file, you will see a list of the users who have an alias to your
file and the number of aliases they have. Also, if the aliases reside in one of your
own directories or in another user’s directory to which you have read authority,
QUERY ALIAS will show you the file name and file type of each alias.

If you enter the QUERY ALIAS command on a base file that another user owns,
you will see the names of any aliases you have to that base file.

If you enter the QUERY ALIAS command on an alias, you will see who owns the
base file. If you own or have read or write authority to the directory where the base
file resides, you will also be able to see the name of the base file.

You can enter the QUERY ALIAS command from the command line. A sample
format of the command follows:
query alias fn ft dirid

The file name, file type and directory identifier specify the file you wish to query. If
you do not specify a directory identifier, the command will default to the directory
accessed as A.
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In the previous exercises, you created an alias, GUESTS SCRIPT, in your
.PARTY.TREATS.FAVORS directory. The base file, with the same name, is
located in your .PARTY directory. Enter the QUERY ALIAS command on the
base file:

query alias guests script .party

Your screen will look like this:

tory = VMSYSU:yourid.PARTY = S
me Filetype Fm T Userid  Num Filename Filetype Dir
. SCRIPT D1 B yourid 1 GUESTS SCRIPT .PA

The QUERY ALIAS display shows you have an alias to the GUESTS SCRIPT base
file (the base file is indicated by a B in the fourth column), and that the alias is
located in your .PARTY.TREATS.FAVORS directory.

Your user ID is shown in the Userid column because you are the owner of the alias.
The Num column indicates the number of aliases to the file by the user. The file
name and file type of your alias, GUESTS SCRIPT, are shown to the right, as well
as .PARTY.TREATS.FAVORS, the directory name of the directory where the alias
resides.

You could also have entered the QUERY ALIAS command on your alias in the
.PARTY.TREATS.FAVORS directory. To do so, you would enter:

query alias guests script .party.treats.favors

This command would show you that GUESTS SCRIPT is an alias and that the base
file by the same name resides in the PARTY directory. You would be able to see
the name of the directory where the base file resides because it is your own
directory—you automatically have read and write authority to it.

If you entered a QUERY ALIAS command on an alias, and the base file resided in
a directory to which you do not have any authority, you would not be able to see
the file name, file type, or directory name of the base file.

There is also another way to determine who has an alias to a file. You can use one
of the PF keys that appears on both the FILELIST SHARE and SEARCH screens
to enter the ALIALIST command.

For example, to see if there are any aliases to the GUESTS SCRIPT file in your
PARTY directory, enter:

filelist guests script d (share

Your screen will look like this:
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As you can see, the information you receive from ALIALIST is similar to the
information you received from the QUERY ALIAS command. The first column,
Userid shows the user ID of anyone with an alias to the file. Here, it shows your
user ID because you have an alias to GUESTS SCRIPT.

The Num column shows how many aliases the user has—in this case 1. The next two
columns show the file name and file type of the alias, GUESTS SCRIPT. The final
column shows the directory where the alias resides—your
.PARTY.TREATS.FAVORS directory.

If another user has an alias to your file that resides in a directory to which you do
not have authority, you would see only the user ID and the number of aliases; the
directory name would not appear. For example, if Jay had two aliases to your
GUESTS SCRIPT in his PEOPLE directory (to which you do not have authority),
you would only see one listing with his user ID, and the number 2.

The ALIALIST display provides the following PF keys to let you sort the entries
shown on your screen:

Table 8. ALIALIST PF Keys

Key Meaning Usage

PF4 Sort(type) The PF4 key sorts the files displayed, first by file type, then by file name.

PFS Sort(name) PFS5 sorts the files displayed, first by file name, then by file type.

PF6 Sort(dir) PF6 sorts the display alphabetically, first by directory name, then by file
name, then by file type.

PF9 S(user) PF9 sorts the display alphabetically by user ID.

Press PF3 to return to the original FILELIST screen. Press PF3 again to quit
FILELIST.

Note: If you find the SHARE or SEARCH options of FILELIST to be more
helpful for your work, you can set up either as the default FILELIST display. For
more information on how to do this, see the DEFAULTS command in the VM/SP
CMS Command Reference.

Erasing Your Base Files

When you erase a base file, users with an alias to it will see that the status of the file
is changed when they use such commands as FILELIST or QUERY ALIAS. The
same is true, of course, if other users erase base files to which you have an alias.

For example, assume that you have an alias to CURTISJ's file, PALS SCRIPT.
Your alias is called FRIENDS SCRIPT and is in a directory you have accessed as P.
If Jay erases the base file, when you entered the command FILELIST * * P
(SHARE, your screen would look like this:
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Figure 31. Erased Indicator on the FILELIST SHARE Screen

You would see “ERASED” in the column labelled Type. This tells you that the
owner, CURTISJ, has erased the base file for your FRIENDS SCRIPT alias.

If, instead of entering the FILELIST command, you had entered the QUERY
ALIAS command on your alias, FRIENDS SCRIPT, your screen would look like
this:

There is an E in the Type column to indicate that the base file for the FRIENDS
SCRIPT alias has been erased, and the file name, file type, and directory name for
the base file are not shown, even if you have authority to the directory where the
base file previously resided.

In either case, when you see that the PALS SCRIPT base file no longer exists, your
alias to it is no longer valid. You can use the ERASE command to remove the
reference to the erased file. For more information on erasing files, see the ERASE
command in the VM/SP CMS Command Reference.
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| Authorizing Others to Access Your Files and Directories

| Users can share your files or directories if you grant them authority to do so. You
| can grant another user read or write authority on any of your base files or

| directories; other users can also choose to share any of their files or directories with
| you.

| When you create a file or subdirectory in one of your own directories, you are the
| owner of the new file or directory. As the owner, you automatically have the

| authority to read from or write to the file or directory, rename it, or relocate it.

| You can erase any of your directories, and you can create or erase files within

l directories you own. You cannot erase, rename, or relocate your top directory.

| You can grant other users read or write authority to your directories or to any of the
| base files in your directories. Also, if you grant a user authority to an alias of a base
| file you own, you are, in reality, granting authority to the base file. To grant

| authority on files and directories that you own, use the GRANT AUTHORITY

| command. You can grant either read or write authority. When you grant authority,
| the default is read authority. Write authority always implies read authority.

| Other users cannot read or modify your files or directories, unless you authorize
| them to do so. If you no longer want to share a file or directory, you can revoke the
| authority you have granted.

| It is important to remember that only the person who owns a file or directory can

| grant a user authority on it. (The only exception to this is that an SFS

| administrator can grant authority to another user. See “Administrator Authority”

| on page 108 for more information.) If, for example, you grant authority on one of
| your files to a user named Bill, he cannot grant that authority to someone else.

| You can avoid confusion about authorization if you keep these rules in mind:

| 1. An authority on a file does not imply you have any authority on the directory
| where the file resides.

| 2. An authority on a directory does not imply that you have any authority on any
| file within the directory.

| 3. Only the person who owns the file or directory can grant and revoke authority
l on it.

Read Authority on a File
Read authority on a file means that the user can read, but not change, the contents
of the file. If you give read authority to another user, that user can make a copy of
the file, print it, browse through it, define aliases for it, and create a SHARE lock
for it. (We will discuss locking later in this chapter.) If that user tries to write to
the file, however, SFS prevents the write and returns an error message.

Read Authority on a Directory
Read authority on a directory means that the user can read the names of objects
within the directory (base files, aliases, and subdirectories). This might lead you to
believe that the person can read the contents of all the files within the directory, but
this is not the case.

| While it is convenient to think of directories as containing files, all they really
| contain are the names of files and subdirectories. When considering authorizations,
| think of directories and files as separate entities.
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When you have read authority on a directory, you do not have read authority on a
set of files. All you can do is see the names of its base files and aliases and the
names of its subdirectories. (Only file names and directory names for that
immediate level are shown—items at deeper levels of the hierarchy are not shown
unless you also have authority to a lower-level directory.)

Read authority to a directory does not let you rename or relocate any base files or
aliases within the directory. Only the owner of the directory is allowed these
functions. Also, read authority lets you lock the directory in SHARE mode only.

Write Authority on a File
Write authority on a file means you can modify the file or erase it. However, you
cannot modify or erase any other files within the directory without authority on each
individual file.

If you have write authority on a file, you can lock the file in any mode
(EXCLUSIVE, UPDATE, or SHARE).

Write Authority on a Directory
Write authority on a directory gives the grantee a fair amount of authority over the
contents of the directory. If you are granted write authority on another user’s
directory, you can see the names of objects within the directory (which is implied
with read authority). Also, you can create aliases or new files in that directory.
However, you cannot read the contents of any files unless you have read authority
on the file, and you cannot change, erase or rename any file unless you have write
authority on the file.

While you can create new files in the directory, the directory owner is considered the
owner of any files you create in their directory. You automatically have write
authority to files you create, but you cannot grant authority to other users. Only the
owner of the file can do so.

With write authority on a directory, you can also create an alias in that directory to
one of your own base files or to a base file of another user. Although you still own
the base file, the other user would have the authority to use the alias and erase it at
any time.

If you have write authority to individual files within the directory, you can modify
them. If you have write authority on both the directory and an individual file, you
can erase or rename the file.

You cannot delete another user’s directory to which you have write authority, nor
can you rename or relocate it or create or delete subdirectories to the directory.
However, you can lock the directory in any mode (EXCLUSIVE, UPDATE, or
SHARE).

Administrator Authority
The Shared File System administrator is the person responsible for generating file
pools and managing their operation and use. An SFS administrator can do anything
to a base file, alias, or directory that the owner can do, such as:

® Create files and directories
e FErase, rename, relocate, and copy files and directories

¢ Grant authority
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¢ Revoke authority
e Create locks
¢ Delete locks

The administrator can only do things that the owner can do, unless he or she
performs additional tasks first. For example, the administrator cannot create an
alias for a user if that user does not already have authority on the base file.
However, the administrator can grant that authority and then create the alias.

To determine who has administrator authority in your file pool, you can enter the
ADMINISTRATOR parameter of the QUERY ENROLL command. For more
information, see the VM/SP CMS Command Reference.

Granting Authority

To grant another user read and/or write authority on one of your files, use the
GRANT AUTHORITY command. A sample format of the command follows:

grant authority [fn ft] dirid TO userid
or
grant authority [fn ft] dirid TO PUBLIC

If you wish to grant another user authority to a file, you would specify the file name,
file type, and directory identifier. If you wish to grant authority on the entire
directory, you would specify only a directory identifier. The word TO is shown in
capital letters because it must be included in the command. Following the word TO,
you would specify the user ID or nickname of the person or persons to whom you
wish to grant authority.

If you wish to grant authority to everyone with access to your file pool, replace
userid with PUBLIC.

To specify what type of authority you want to grant, you follow the GRANT
AUTHORITY command with the options READ or WRITE. Read authority is the
default.

Craig is working on a project with Debbie. She needs to modify his file, SPECIAL
PROJECT file, which is in a directory Craig has accessed as Q. He could grant her
write authority to that file as follows:

grant authority special project q to debbie (write

After Craig entered this command, Debbie would have read and write authority to
the SPECIAL PROJECT file.

If Debbie does not have authority to the directory on which the file resides, to access
the file, she could create an alias to it, then XEDIT the alias.

As the owner of the file, Craig can revoke the authority he has granted at any time

by using the REVOKE AUTHORITY command. For more information on
REVOKE AUTHORITY, see the following section.
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Revoking Authority

If you no longer want another user to have authority to one of your files or
directories, you can revoke the authority you granted previously with the REVOKE
AUTHORITY command.

A sample format of the REVOKE AUTHORITY command follows:
revoke authority [fn ft] dirid FROM userid

To revoke authority on a file, specify the file name, file type, and directory identifier,
followed by the word FROM, and the user ID; to revoke authority on a specific
directory, specify the directory identifier, followed by FROM, and the user ID.

For example, if Craig later decided he no longer wanted to share the SPECIAL
PROJECT file with Debbie, he could revoke her authority to the file by specifying
the following command:

revoke authority special project q from debbie

If Craig wanted to revoke write authority from Debbie, but let her continue to read
the SPECIAL PROJECT file, he could use the KEEPREAD option of the
REVOKE AUTHORITY command:

revoke authority special project q from debbie (keep

KEEP is short for KEEPREAD. This command specifies that Debbie’s authority
should be changed from write (which Craig originally granted) to read.

Use the PUBLIC parameter of the REVOKE AUTHORITY command to revoke
PUBLIC authority you granted earlier. You cannot revoke authority individually if
you used PUBLIC to GRANT AUTHORITY. Similarly, the PUBLIC parameter
will not revoke individual authority that you granted.

You can revoke authority individually if you grant authority individually. The ALL
parameter revokes PUBLIC authority as well as individual authorities that you may
have granted.

When you revoke another user’s authority to one of your files, the user will see that
the status of the file is changed when they enter the FILELIST or QUERY
AUTHORITY commands. The same is true, of course, if other users revoke your
authority on a file.

For example, assume that Mark granted you read authority to his COOKING
HINTS file. At that time, you created an alias to the file called CHEF TIPS and
placed the alias in your directory accessed with a file mode of M.

If Mark decides he no longer wants you to be able to read the file and revokes your
authority, when you enter FILELIST * * M (SHARE, your screen would look like
this:
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Figure 32. Revoked Indicator on the FILELIST SHARE Screen

The word REVOKED in the column labelled Type tells you that the owner,
MARKD, has revoked your authority to the base file for your CHEF TIPS alias.

If, instead of entering the FILELIST command, you had entered the QUERY
AUTHORITY command on your alias, CHEF TIPS, your screen would look like
this:

The word REVOKED in the Type column indicates that your authority to the base
file for the CHEF TIPS alias has been revoked. The file name, file type, and
directory name for the base file are not shown, even if you still maintain authority to
the directory where it resides.

In either case, when you see that you no longer have authority to the COOKING
HINTS file, your alias to it is no longer valid. You can use the ERASE command
to remove the reference to the revoked file. :

Note: An external security manager is a program that either augments or
completely replaces the authorization checking done by file pool server processing.
If there is an external security manager active on your system, the GRANT and
REVOKE AUTHORITY commands you need to enter may be different from the
commands discussed in the previous sections. You will need to refer to the external
security manager documentation for the actual commands you would use to grant or
revoke authority. Check with your system administrator to see if you have an
external security manager active on your system.

Chapter 4. Using the Shared File System 111



|
|
|
l
I
|

Shared File System

Determining Who Has Authority on a File or Directory

Using AUTHLIST

To determine what authority has been granted on a file or directory, you can enter
the QUERY AUTHORITY command. If you are the owner of a file or directory,
QUERY AUTHORITY will show you a list of user IDs (including your own) for
users who have authority to your file or directory and will show what type of
authority you have granted each user.

You can also enter the QUERY AUTHORITY command if you are not the owner
of a file or directory. Here, the command output would show only the authority you
have been granted to the specific file or directory.

A sample format of the command follows:

query authority [fn ft] dirid

To determine who has authority on a specific file or files, specify the file name and
file type, and the directory to be queried. To determine the authorities granted on a
directory, specify only the directory identifier.

To determine if any other user has authority to the CAKE SCRIPT file in your
PARTY.TREATS directory (currently accessed as E), enter:

query authority cake script e

Your output will look like this:

The QUERY AUTHORITY display shows that the file has the file name and file
type CAKE SCRIPT, and a file mode of E. Your user ID is listed under the
Grantee column and both R for read authority and W for write authority are marked
with an “X.” Because you are the owner of the CAKE SCRIPT file, you
automatically have read and write authority to it. You did not grant anyone else
authority on the file, so no other user IDs are listed.

Although you originally used the COPYFILE command to copy the CAKE SCRIPT
file from the MAINT. top directory (to which you had read authority), the MAINT
user ID does not maintain any authority on the new file. New files created using
COPYFILE have none of the authorities or aliases associated with the original file.
When you copied the CAKE SCRIPT file to your own directory, you became the
owner of the new file.

Another way to find out information on authorizations for a file or directory is by
using PF keys on the DIRLIST and FILELIST screen to enter the AUTHLIST
command. As discussed in “Navigating Through Your Directories” on page 88, you
can display the FILELIST STATS screen and then press PF10 to display the
SHARE screen, or you can specify the SHARE option of FILELIST to display the
SHARE screen directly.

For example, assume that you had previously granted authority on the COOKIES
SCRIPT file in your .PARTY.TREATS directory (accessed as E) to MAINT and to
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RALPHW. To determine whether you gave each user read or write authority to the
file, you could use the AUTHLIST command.

First, you could enter:

filelist cookies script e (share

Your screen would look like this:

Figure 33. Using the PF Keys on the FILELIST SHARE Screen
Position your cursor on the line for the COOKIES SCRIPT file and press PF6.

Your screen would look like this:
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Figure 34. Entering the AUTHLIST Command

The information you receive from the AUTHLIST command is similar to the kind
of information you received when you entered the QUERY AUTHORITY
command.

The first line of the display will show:

This is the complete name for your COOKIES SCRIPT file. Under the column
labeled Grantee, your user ID is listed, along with the MAINT and RALPHW user
IDs. There is an X in the columns labeled R and W to indicate that you have read
and write authority to the base file. MAINT has read authority only, while
RALPHW has both read and write authority.

Note: Remember that the file pool administrator will also have authority to your
files and directories. However, his or her user ID will not appear in the output of
the QUERY AUTHORITY or AUTHLIST commands.

The AUTHLIST display contains the following PF keys that you can use to sort the
information displayed on your screen:

114 VM/SP CMS User’s Guide

A



Shared File System

Table 9. AUTHLIST PF Keys

Key Meaning Usage
PF4 S(Grantee) PF4 sorts the files displayed alphabetically by grantee.
PF5 Sort(W) When you press PF5, grantees with write authority to the file are listed

alphabetically, then other grantees are listed alphabetically.

Press PF3 to return to the FILELIST display.

Note: If the QUERY AUTHORITY or AUTHLIST command output shows XP or
-P in the Read or Write column, the file shown is protected by an external security
manager that is active on your system. Here, you will need to enter special external
security manager commands to determine who has authority to the file. Contact
your system administrator to obtain these commands.

Determining Ownership of a File or Directory
The FILELIST SHARE screen is also quite useful for determining the owner of a
file. When you enter the FILELIST command with the SHARE option, the
FILELIST display shows a column labeled Owner. You can use this information to
determine the owner of a specific file. You can also use the SHARE option of the
FILELIST command (or LISTFILE command) to determine the owners of any files
or subdirectories contained within any directory.

The FILELIST SHARE display for the COOKIES SCRIPT file is currently
displayed on your screen. As you can see, your user ID is listed in the column
labelled Owner. Press PF3 to quit the FILELIST screen.

If you had a directory accessed with a file mode of T that contained several base
files and aliases, you could determine the owner of any file by entering the
command:

filelist * * t (share

Your output would look like this:
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Figure 35. Determining the Owner of a File

The Owner column shows you the owner of each base file, alias, or directory.

Using Aliases to Share Files
Sometimes you may want to share a file with other users, but you may not want
them to know the file by its original name. For example, Dave has a program
entitled AUTO4 ASSEMBLE, but he would like others to know it as SAMPLE
ASSEMBLE.

There are a few ways Dave could do this. One way is for him to create a
subdirectory and grant read authority on it to others. This subdirectory could
contain only the file Dave wants to share with other users. To do this, Dave might
enter commands such as these:

create directory .programs
grant authority .programs to mydept (read

MYDEPT, in this example, could be a group identifier. Dave could put the
nickname MYDEPT in his userid NAMES file to include the nicknames or user IDs
of all those with whom he wishes to share the file. By using MYDEPT in the:
GRANT AUTHORITY command, Dave can grant read authority to the entire
group using a single command.

Next, he could grant all the people within the MYDEPT group read authority on
AUTO4 ASSEMBLE. (Assume that the file resides in a directory called
.ASSEMBLER.SOURCE.)

grant authority auto4 assemble .assembler.source to mydept (read

Finally, he could create an alias named SAMPLE ASSEMBLE in the shared
.PROGRAMS subdirectory he created:
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create alias auto4 assemble .assembler.source sample = .programs

Once Dave had completed these steps, all the users to whom he granted authority
would know the file as SAMPLE ASSEMBLE. They would have access only to
Dave’s PROGRAMS subdirectory, where he would have placed the SAMPLE
ASSEMBLE alias. They would not know that the base file was AUTO4
ASSEMBLE nor would they have any authority on anything in Dave’s
ASSEMBLER.SOURCE directory.

Dave could have reversed the order of the GRANT AUTHORITY and CREATE
ALIAS commands and still have achieved the same result. He could have first
created the alias, and then granted authority on it or the base file.

Granting authority on an alias is the same as granting authority on the base file.
Therefore, if Dave erases the alias, none of the authorizations on the base file would
disappear, even if he had used the alias name on the GRANT AUTHORITY
command.

If another user listed the contents of the . PROGRAMS directory between the
CREATE ALIAS and GRANT AUTHORITY commands, he or she would be able
to see the alias name, but would not be able to access the base file.

Another way to share a file is to have the users grant you write authority on one of
their directories. This would let you create an alias for your file in their directories.
You can also use the COPYFILE or XEDIT commands to create a base file in the
other user’s directory.

In this example, assume Dave already granted the users read authority on the file.
Now, he can enter a CREATE ALIAS command to create an alias in each of their
directories. For example, he might enter commands similar to the following:

create alias auto4 assemble .assembler.source sample
create alias autod4 assemble .assembler.source sample
create alias autod4 assemble .assembler.source sample
create alias auto4 assemble .assembler.source sample

Jjones.programs
bill.shared
mary.toolstuff.programs
tim.languages.assemble

These commands would create the alias SAMPLE ASSEMBLE in each of their
directories (in Jones’ . PROGRAMS directory, in Bill's .SHARED directory, in
Mary’s . TOOLSTUFF.PROGRAMS directory, and in Tim’s
.LANGUAGES.ASSEMBLE directory).

This technique for sharing files is useful when you are sharing with a few users. If
you were sharing files with many users it would be impractical to have to enter a
separate CREATE ALIAS command for each user. The following section, will
explain ways to share a file with many users.

Creating a Bulletin Board or Shared Disk

If you want to create a “bulletin board” of files that are available to a group, you
can do so by granting write authority on a directory. For example, suppose a user
named Eric was coordinating shared files in your department. Your department
writes programs that are used by everyone enrolled in the file pool.

To let everyone easily use the files, Eric might create a directory and grant write
authority on that directory to every member of your department. Eric could also
grant read authority on that directory to everyone else enrolled in the file pool so
that everyone can view the programs your department writes.
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Your department members could create aliases in Eric’s directory whenever they
created a new file or program they wished to share with the file pool users. At that
time, they would also grant read authority on the base file to everyone in the file
pool.

File pool users could periodically review the directory for new additions. To do this,
they could add an ACCESS command for Eric’s directory to their PROFILE
EXECs. They could then occasionally enter a FILELIST for Eric’s directory, and
sort the listings by date to see what was new.

For example, suppose Eric wants to create a programming tools disk called
VMTOOLS to contain short-cut programs and productivity aids for use by everyone
in the file pool. First, he would create a directory:

create directory design:eric.vmtools

Next, Eric would enter the NAMES command:

names toolprog

For the nickname TOOLPROG, he would list those people who were authorized to
write and distribute tools. To grant this group of people write authority on the
VMTOOLS directory, Eric would enter the following command:

grant authority .vmtools to toolprog (write

Eric would then grant read authority on the directory to everyone in the file pool:
grant authority .vmtools to public (read

The GRANT AUTHORITY command with the PUBLIC parameter lets you grant
authority to each user assigned to your file pool.

That is all Eric needs to do. His involvement in maintaining the VMTOOLS is over.
Whenever a programmer develops a tool, the programmer would just grant read
authority on the EXEC or MODULE to PUBLIC, and would create an alias in
Eric’'s VMTOOLS directory.

Suppose Denny wants to make the new tool PROJTRAK MODULE (which is in his
.GOODSTUFF directory) available to everyone. He would enter the command:

grant authority projtrak module .goodstuff to public (read
create alias projtrak module .goodstuff = = eric.vmtools

This would give all the users in the file pool read authority to the new tool,
PROJTRAK MODULE, in Denny’s .GOODSTUFF directory and would create an
alias for PROJTRAK MODULE in Eric’'s VMTOOLS directory.

To access the currently updated list of tools, users would add this ACCESS
command to their PROFILE EXECs:
access design:eric.vmtools g

This command would let them access Eric’'s .VMTOOLS directory each time they
logon. Whenever users want to review what’s available, they would enter:

filelist * * g
This would show them a FILELIST display of the . VMTOOLS directory so that
they would know if a new program was added.

To run the PROJTRAK program, a user would enter:
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proj tr'ak‘

There is another way to do this that would let Eric have more control over what the
user community sees. In this variation, Eric could have his programmers create files
instead of aliases in his directory. That would make Eric the owner of the base files.
Once the programmers create a file in Eric’s directory, they would be unable to grant
any authority on that file. Eric would be the only one who could grant read
authority on those files to the user community.

You may find this technique useful for organizing shared disk files created before
VM/SP Release 6, such as tools disks, forum disks, and bulletin board disks.

For huge forum disks that contain several files on any given topic, you might
consider creating a subdirectory on each topic. When a user enters a FILELIST on
the higher level directory, all the user will see is a list of subdirectories, each
containing files devoted to a particular topic. This technique protects users from
being overwhelmed by hundreds of unrelated files.

The Transparent Services Access Facility (TSAF) is a component of VM/SP that
handles communication between systems by letting APPC/VM paths span multiple
VM systems. TSAF lets a source program connect to a target program by specifying
a name that the target has made known, instead of specifying a user ID and node
ID. A collection is a group of up to eight VM/SP systems that can share resources.

If you are participating in a TSAF collection, you could ask your system
administrator to make this kind of shared data available to everyone in the
collection by entering the ENROLL PUBLIC command. This would let anyone in
the collection enter an ACCESS command for the directory and have access to the
tools. For more information about sharing data in a TSAF collection, see the
VM/|SP CMS Shared File System Administration book.

Locking Files and Directories

To share files and directories between users, you need to understand how CMS
handles the simultaneous use of shared files. Also, you will need to know how to
ensure that you and another user do not simultaneously edit a file and accidentally
overwrite changes.

Whenever you are actively reading or writing a file or directory, CMS acquires a
lock for the file or directory. This particular lock is called an implicit lock. An
implicit lock allows multiple readers and only one writer to use a file or directory.
CMS acquires and frees implicit locks automatically. They are usually short-term
locks. If a user tries to read or write to a file or directory, SFS first checks to see -
whether it is locked before allowing access. '

While SFS automatically acquires and releases implicit locks, there are situations in
which you may want to purposely lock a file or directory with an explicit lock. For
example, you may want to perform a series of tasks on a file and do not want
anyone manipulating the file for a certain period of time. CMS provides you with a
means of explicitly locking files for the duration of your CMS session, or until you
further specify you want them unlocked.

Explicit locks are useful when you want to control the activity on your files or
directories without revoking authority. For example, suppose Dr. Roman is
performing various tasks (such as editing, renaming, and so on) on a file called
MEDICAL HISTORY that many other doctors have access to, and he does not
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want them to see the file until he has completed his work. Dr. Roman can create a
lock which will prevent other users from reading or modifying the file until he

deletes the lock.

He would specify this type of explicit lock using the CREATE LOCK command
with the appropriate options. A sample format of the CREATE LOCK command

follows:

create lock [fn ft] dirid share|exclusive|update session|lasting

To lock a file, specify the file name, file type, and directory identifier; to lock a
directory, specify the directory identifier only.

You can create an EXCLUSIVE, SHARE, or UPDATE lock on a file or directory.
Also, you must specify the duration of the lock: SESSION or LASTING. The
following table describes the meaning of each lock as it pertains to a file or

directory:

File

Directory

Share

Exclusive

Update

Other users can read the file while you
are reading it. No one, including the
person who issued the lock, can update
the file until it is unlocked. Also, they
cannot rename, relocate, or erase the
file. A SHARE lock on a base file also
prevents other users from issuing an
EXCLUSIVE lock on the file’s parent
directory.

Other users cannot read or change the
file. An EXCLUSIVE lock on a base
file also prevents anyone from issuing
any type of lock (SHARE,
EXCLUSIVE, or UPDATE) on the
file’s parent directory.

Other users may read the file while you
are reading or updating it. They cannot
rename, relocate, or erase the file. An
UPDATE lock on a base file also
prevents anyone from issuing any type
of lock (SHARE, EXCLUSIVE, or
UPDATE) on the file’s parent
directory.

Other users and the person who locked the
directory can read from files in the directory
(if they are authorized for the files). No users
(including the issuer of the lock) may update
any files or subdirectories in the directory.
Nor can they create, erase, rename, or
relocate any base files, aliases, or
subdirectories until the directory is unlocked.
Also, a SHARE lock prevents anyone from
issuing an EXCLUSIVE or UPDATE lock
on any base file, alias, or subdirectory within
the directory.

Other users cannot read from or write to any
of the base files or aliases in the directory.
Also, they may not create, delete, rename, or
relocate any base files or aliases until the
directory is unlocked. They can manipulate
the contents of subdirectories if they are
authorized to do so.

The person who locked the directory may
read from or write to any files for which he
or she is authorized. Other users may only
read files in the directory; they cannot write
to the files (even if they have write authority
to them). Nor can they create, delete,
rename, or relocate any base file, alias, or
subdirectory in the directory. Also, they may
not lock the directory in any mode; base files,
aliases, or subdirectories can be locked in
SHARE mode only.

The lock that Dr. Roman would create for our previous example would be:
create Tock medical history a exclusive lasting

Dr. Roman has just created an EXCLUSIVE lock to prevent others from reading or
writing to the MEDICAL HISTORY file contained in directory A. Because he

120 VM/SP CMS User’s Guide




Shared File System

specified a LASTING lock, the lock will remain until he issues a command to delete
it. A LASTING lock lasts across CMS sessions, and can be removed only with a
DELETE LOCK command. The DELETE LOCK command is discussed in the
section “Deleting Explicit Locks.”

The alternative to the LASTING lock is the SESSION lock. A SESSION lock is
removed when the DELETE LOCK command is entered, or when the CMS session
is terminated, whichever comes first.

If you have read authority to a file or directory, you can only create a SHARE lock
on that file or directory. If you have write authority, you can issue any type of lock
(SHARE, EXCLUSIVE, or UPDATE) on the file or directory.

Note: If you create a lock on an alias, it is the same as locking the base file—the
owner of the base file and other users with aliases to the file will be affected by the
lock.

To allow others to read a file while you are updating it, you can create an UPDATE
lock on the file or on the directory where the file resides.

For example, if Stan shared with other users a file called BRUSHING TIPS in his
.DENTAL.HYGIENE directory, he could create an UPDATE lock on the file for
the duration of his CMS session. To do so he would enter the following command:

create lock brushing tips .dental.hygiene update session

After he enters this command, Anne, who shares the file with Stan, would be able to
read the file but not write to it. To read the file, she could use the TYPE command.
She could also use the NOLOCK option of the XEDIT command to view the
contents of the file. She could not, however, enter the XEDIT commands SAVE or
FILE, to store an updated copy of the file.

When you use XEDIT with the default LOCK option, you do not need to
specifically create and delete a lock; XEDIT will take care of this for you. When
you use XEDIT with the LOCK option, an UPDATE SESSION lock is
automatically placed on your file. It is only when you specify the NOLOCK option
of XEDIT that you need to be concerned with creating and deleting locks on files
and directories. The NOLOCK option of XEDIT should only be used when you are
not going to make any changes to the file, or if you are going to save your changes
under a different name.

Once Stan completes his work with the file, he can use the DELETE LOCK
command to remove the lock. Because he specified a SESSION lock, if he does not
delete the lock, it will automatically be removed when he ends his CMS session.

Another way to lock a file or directory is to create a SHARE lock. With a SHARE

lock, users with write authority could XEDIT the file with the NOLOCK option, but
they would be unable to enter SAVE or FILE. Not even the person who creates the

lock can update the file.
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Deleting Explicit Locks

Use the DELETE LOCK command to delete explicit locks placed on files or
directories with the CREATE LOCK command. A sample format for the DELETE
LOCK command follows:

delete lock [fn ft] dirid

If Stan wanted to delete the UPDATE SESSION lock he placed on the BRUSHING
TIPS file, he would enter the following command:

delete Tock brushing tips a

To delete a lock on a directory, you specify the name of the directory to be
unlocked, instead of the file name, file type and directory identifier.

Using the SET FILEWAIT Command

If you want your program to continue waiting for a file or directory that is implicitly
locked, you can use the SET FILEWAIT command. A sample format of the
command follows:

set filewait {ON | OFF}

If you use SET FILEWAIT ON, this means you do not want a request to fail
because you cannot obtain immediate control of a file. The request will wait until
the required files become available or until you re-IPL or logoff. For example, at
the end of the day you could choose to start a program and disconnect your virtual
machine.

If you do not wish to wait for an implicitly locked file or directory, use SET
FILEWAIT OFF. This means that requests will fail immediately if a file or
directory is not available.

If the file or directory is explicitly locked, you will not wait, regardless of the SET
FILEWAIT setting.

Determining If a File or Directory is Locked

There will be times while using CMS commands when you may receive a message
stating that the file or directory you want to work with is locked. You will need to
find out who created the lock, so that you can get that person to delete or change
the lock and allow you to read or write to the file. The next sections show you how
to find explicit or implicit locks on files and directories.

Finding an Explicit Lock

The QUERY LOCK command displays the type of explicit lock and the user who
created the lock on a file or directory. A sample format of the QUERY LOCK
command follows:

query lock [fn ft] dirid

To query the lock for a file, you would specify the file name and file type, and the
directory identifier. To query the lock for a directory, specify only the directory
identifier.

For example, suppose you are responsible for keeping track of system problems that
affect your department. For this purpose, you have created a file called PROBLEM
LOG in your .PROBLEMS directory.
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To let the other members of your department log a description of any system
problems they experience, you have given each member write access to the
PROBLEM LOG file. Before editing PROBLEM LOG to update the problems
listed, you could enter the following command to determine if any other user has
locked the file for editing:

query lock problem log .problems

Your output might look like this:

As you can see, Ellen has entered an update lock for the file. Therefore, you should
wait until Ellen completes her editing and unlocks the file before you try to edit it.

Finding an Implicit Lock

Because implicit locks are short term, the QUERY LOCK command does not
display information about them. Even if it did so, the information might be invalid
by the time the output was displayed. To check for implicit locks:

1. Issue the command SET FILEWAIT ON.

This command tells CMS to wait for the file or directory to become free if a
lock conflict occurs.

2. Reenter the command that was causing the lock problem.

If the command succeeds, the implicit lock was just freed. Enter SET
FILEWAIT OFF and continue your work.

If the command fails and produces an error message, another user may have just
acquired an explicit lock. Otherwise, the file or directory may have been erased,
or your authority to it may have been revoked.

3. If the command execution time is lengthy, ask another user to enter the QUERY
FILEPOOL CONFLICT command for you.

For example, if the user CROCKETD suspected there was an implicit lock on the
file he wants to access, he would ask another user to enter the following command:

query filepool conflict crocketd poolq:

The result would look like this:

The first two columns show the most important information: who is requesting the
lock and who is holding the lock. CROCKETD, along with two other users, is
waiting for SMITH. The other users are in the queue ahead of CROCKETD.
When SMITH frees the lock, BRISEED will be the next user in line for the file.

The third column, Wait, indicates the wait state of the Holder. In this example,
each of the users is waiting for a lock to be freed. The Lock column indicates the
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type of resource for which the Requestor has requested a lock. The Lock Type
column displays the type of lock that the Requestor wants placed on the resource.

Note: The QUERY FILEPOOL CONFLICT command does not show conflicts
caused by explicit locks because CMS never waits for an explicit lock, even if
FILEWAIT is on.

Once you find out who is holding the lock, you can call or send that user a message
to see when he or she will be done. If you choose not to continue waiting, enter:
#cp ipl cms

When you IPL CMS, SFS realizes that you have ended your CMS session and stops
waiting to process your command. During CMS initialization, FILEWAIT is
automatically reset to OFF.

Determining How Much of Your File Space You Have Used

As we discussed earlier, your SFS files are stored in a file space. A file space
contains a certain amount of space that your system administrator allocated to you
when your user ID was added to a file pool.

At any time, you can determine what proportion of your file space you have used by
entering the QUERY LIMITS command. For more information on QUERY
LIMITS, see Chapter 3, “CMS File System” or see the description of the QUERY
LIMITS command in the VM/SP CMS Command Reference.

Application Considerations

The following considerations should be taken into account when using applications
to operate in an SFS environment. For information on writing applications, see the
VM|SP Application Development Guide for CMS.

¢ Many system facilities and applications, such as the DASD Dump Restore
Service Program (DDR), use CMS files. These files, like any other CMS files,
can reside in an SFS directory or minidisk. However, before sharing these files
with other users (or before using the files of others), you should be aware of the
implications of doing so. For example, if you grant authority to another user,
and that user locks the file, the facility may not be able to use the file. The
same is true if another user grants you authority and later revokes the file. In
these cases, the facility may receive a non-zero return code and terminate
because it cannot use a file it needs.

e If you are running an application program and it fails, it could be a result of
accessing directories in multiple file pools in read/write mode. Some
applications try to write to more than one file mode. If those file modes are
associated with directories in different file pools, the program may fail.
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Using Multiple File Pools

I

| It is possible for you to be enrolled in more than one file pool. If this is the case,

| when you log on, you will have a top directory in each file pool. Of these multiple
| file pools, one of them will be the default. Use the QUERY FILEPOOL

| PRIMARY command to find out your default file pool. Generally, the default file
| pool is accessed with a file mode of A. You can access your file space in the other
| file pool by explicitly naming the file pool ID on any command that accepts a

| directory identifier.

| For example, for user Alyson to create a directory named NEWDIR in the file pool
l DEVELOP, which is not her default file pool, she would enter:

| create directory develop:alyson.newdir

l If Alyson wanted to make the directory part of her CMS search order, she could do
| so by accessing the directory:

| access develop:alyson.newdir w

| Such ACCESS commands could be in her PROFILE EXEC so that the directory in
| the DEVELOP file pool is automatically accessed each time Alyson logs on.

If file mode A is a minidisk rather than a directory, you should decide which file
pool will be your default file pool. You would then use the SET FILEPOOL
command in your PROFILE EXEC to make that file pool the default. Directories
in your secondary file pools could also be accessed in your PROFILE EXEC.

Suppose that Sue is enrolled in three file pools: DEVELI1, PUBS, and CTEST. Her
file mode A is a minidisk. She wants to make DEVELI her default file pool and
have her top directory within DEVELL accessed as file mode B. The other two top
directories she wants accessed as file modes O and P. In her PROFILE EXEC she
would enter:

set filepool devell:
access . b

access pubs:. o
access ctest:. p

| Because your top directory name is always the same as your user ID, Sue can
| abbreviate the commands by omitting her user ID. CMS will assume she wants to
| access the top directories.

| After these commands are executed, if Sue enters a command and omits the file pool
| ID, CMS will use DEVELI1 as the default.

| To change the default file pool during a CMS session, enter the SET FILEPOOL
| command again. For example, to temporarily change her default to CTEST, Sue
| would enter the following command:

|

set filepool ctest:

| To reset the default, Sue would enter SET FILEPOOL again:
| set filepool devell:

| Note: If you wish to reset the default file pool to the one that was specified at the
| last logon or re-IPL, enter the following command:

| set filepool primary
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PRIMARY is a keyword. It means the default file pool in effect at the time of IPL.

Note: Although you can be enrolled in more than one file pool, you cannot write to
more than one file pool at the same time.

Sharing Files with Users on Other Systems

’

SFS lets you share your files with users on other systems. For example, you can
share files with users in another building or in another town or state.

To share files owned by another user in a different file pool or on a different system
in the same TSAF collection, call the system administrator at the other location and
ask to be enrolled in the other user’s file pool. Then, the other user could grant you
authority on the files you need to share. To access the files you own on your file
pool, that user could, in turn, request enrollment in your file pool.

To enable you to share files with users on a different system and not within the same
TSAF collection, your system administrator will need to use APPC/VM VTAM
Support (AVS). For more information, see the VM Connectivity Planning,
Administration, and Operation book.
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, Chapter 5. Storing Your Files on Minidisks

|
|
|
l
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[

You will be using CMS on a virtual machine. A virtual machine is similar to a real
machine in that it has access to disk storage. This disk storage can be either a
directory (within a Shared File System file space) or a minidisk. This chapter
contains information specific to minidisks. If your files are stored in a Shared File
System (SFS) file space, see Chapter 4, “Using the Shared File System” for
information on how to manage your files.

Minidisks and How They Are Defined

A minidisk is a location on a real direct access storage device (DASD) which has
been allocated for storage of a user’s files. Minidisks can also be formatted for use
as an OS or DOS disk.

For CMS applications, you never have to be concerned with the location of your
data on minidisks; when you use minidisks, they are, for practical purposes,
functionally the same as real disks.

You can have two types of minidisks, permanent and temporary.

Permanent minidisks  last across terminal sessions (logons); they are defined in the
VM/SP directory entry for your virtual machine.

Temporary minidisks are automatically destroyed at logoff. Temporary minidisks
are those you define for your own virtual machine using the
CP DEFINE command, or those attached to your virtual
machine by the system operator.

Both permanent and temporary minidisks can be attached to your machine during a
terminal session.

Defining Temporary Minidisks

If you use minidisks to store your files, from time to time you may find it necessary
to define a temporary minidisk. Using the CP DEFINE command, you can attach a
temporary minidisk to your virtual machine for the duration of a terminal session.
The following command allocates a 10-cylinder temporary minidisk from a 3330
device and assigns it a virtual address of 291:

define t3330 as 291 cyl 10

When you define a minidisk, you can choose any valid address that is not already
assigned to a device in your virtual machine. Valid addresses for minidisks are:

* 0001 through FFFF for a 370/XA virtual machine
e 001 through SFF for a System/370 virtual machine in basic control mode
* 001 through FFF for a System/370 virtual machine in extended control mode.
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Formatting Minidisks

Before you can use any new minidisk, you must format it. This applies to new
minidisks that have been assigned to you and to temporary minidisks that you have
allocated with the CP DEFINE command. When you enter the FORMAT
command, you must use the virtual address you have defined for the minidisk and
assign a CMS mode letter, for example:

format 291 ¢

CMS then prompts you with the following message:

You respond:
1

CMS then asks you to assign a label for the minidisk, which can be anything you
choose. Labels can have a maximum of 6 characters. When the message:

is displayed, you respond by supplying a minidisk label. For example, if this is a
temporary minidisk, you might enter:

scrtch

CMS then erasres all the files on that minidisk, if any existed, formats it for your use,
and displays the following messages:

The FORMAT command should only be used to format CMS minidisks, that is,
minidisks you are going to use to contain CMS files. In addition, this command
gives you a choice of physical disk block size as an option. See the VM/SP CMS
Command Reference for more information.

»Sharing Minidisks: Linking

If your files are stored on minidisks, you will need to link to other users minidisks in
order to share files. This section contains the information you will need in order to
create temporary or permanent links to other minidisks.

Note: If your files are stored in the Shared File System, you will be able to share
files with other users without linking. For more information, see Chapter 4, “Using
the Shared File System.”

Since only one user can own a minidisk, and there are many occasions that require
users to share data or programs, VM/SP lets you share minidisks, on either a
permanent or temporary basis, by “linking”.
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Permanent links can be established for you in your VM/SP directory entry. These
minidisks are then a part of your virtual machine configuration every time you log
on. You can also have another user’s minidisk temporarily added to your

~configuration by using the CP LINK command. For example, if you have a

program that uses data that resides on a minidisk identified in user ID DATA's
configuration as a 194, and you know that the password assigned to this minidisk is
GO, you could enter the command:

link to data 194 as 198 r pass= go

DATA'’s 194 minidisk is then added to your virtual machine configuration at virtual
address 198.

Notes:

1. The password cannot be entered on the command line if the password
suppression facility was specified when your system was installed.

2. If RACF/VM is installed on your system and is in effect, the procedure for
linking may be changed somewhat. For additional information, see your system
administrator.

The “R” in the command indicates the access mode; in this case, it tells CP that you
only want to read files from this minidisk and you will not write to it. If you try to
enter this command when someone already has write access to that minidisk, you
will not be able to establish the link. If you want to link to DATA in any event,
you can reenter the LINK command using the access mode RR:

link data 194 198 rr go

The keywords “TO,” “AS,” and “PASS=" are optional; you do not have to specify
them.

Note: As with the previously entered command, the password cannot be entered on
the command line if you specified the password suppression facility.

However, note that using the RR access lets one user read a minidisk while another
is updating it at the same time. This can produce unpredictable resulits.

You can also use the CP LINK command to link to your own minidisks. For
example, if you log on and discover that another user has access to one of your
minidisks, you will be given read-only access, even if it is a read/write minidisk. You
can request the other user to detach your minidisk from his virtual machine, and
after he has done so, you can establish the link:

Tink * 191 191

When you link to your own minidisks, you can specify the user ID as *, and you do
not need to specify the access mode or a password.

See “Minidisk File Directories” on page 130 for information on determining if other
users have read/write access to your minidisks. You can find more information
about the CP LINK command and CP access modes in the VM/SP CP General User
Command Reference.
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Linking to Your Minidisks

Because minidisks are portions of a physical volume that is defined using CP, they

must be linked using the CP LINK command. Once minidisks are linked, they can
be accessed. See Chapter 3, “The CMS File System,” for information on accessing
and releasing your minidisks.

Detaching Minidisks .

When you no longer need minidisks in your virtual machine configuration, use the
CP command DETACH to disconnect them from your virtual machine:

detach 194
detach 291

Minidisk File Directories

Each minidisk has a master file directory that contains entries for each of the CMS
| files on that minidisk. (The directories discussed in this section are not to be
| confused with those pertaining to the Shared File System.) 'When you access a
minidisk, information from the master file directory is brought into virtual storage
and written into a user file directory. The user file directory has an entry for each
file that you can access. If you have accessed a minidisk specifying only particular
files, then the user file directory contains entries only for those files.

If you have read/write access to a minidisk, then each time you save the file, the user
file directory and master file directory are updated to reflect the current status of the
minidisk. If you have read/write access to a minidisk and the FSCLOSE macro is
issued, the user file directory is updated. When there are no open files on the
minidisk, the master file directory is updated to reflect the current status of the files.
If you have read-only access to a minidisk, then you cannot update the master file
directory or user file directory. If you access a read-only minidisk while another user
is writing files onto it, you may need to periodically reenter the ACCESS command
for the minidisk to obtain a fresh copy of the master file directory.

Warning: You should never attempt to write on a minidisk at the same time as
another user. CMS does not protect a user from loss of data on a minidisk when
multiple users have write access to it.

You can use the CP command QUERY LINKS to determine if other users have
links to any minidisks you want to access. See the VM/SP CP General User
Command Reference for more information. If you are using the Shared File System,
files can be locked and unlocked to prevent simultaneous updates. For more
information, see Chapter 4, “Using the Shared File System.”

The user file directory remains in virtual storage until you enter the RELEASE
command specifying the mode letter or virtual address of the minidisk.

If you detach a minidisk (with the CP DETACH command) without releasing it,
CMS does not know that the minidisk is no longer part of your virtual machine.
When you attempt to read or write a file on the minidisk, CMS assumes that it is
still active (because the user file directory is still in storage) and encounters an error
when it tries to read or write the file.
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A similar situation occurs if you detach a minidisk and then add a new minidisk to
your virtual machine using the same virtual address as the minidisk you detached.
For example, if you enter the following sequence of commands:

Tink userl 191 195 rr rpass
access 195 d

detach 195

link user2 193 195 rr rpass
listfile * * d

the LISTFILE command produces a list of the files on USER1’s 191 minidisk; if you
attempt to read one of these files, you receive an error message. You must enter the
ACCESS command to obtain a copy of the master file directory for USER2’s 193
minidisk.

The entries in the master file directory are sorted alphanumerically by file name and
file type, to facilitate the CMS search for particular files. When you are updating
minidisks, the entries in the user file directory and master file directory tend to
become unsorted as files are created, updated, and erased. When you use the
RELEASE command to release a read/write minidisk, the entries are sorted and the
master file directory is rewritten.
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(  Chapter 6. What You Can Do with CMS Commands

This chapter provides an overview of the kinds of tasks you can perform in CMS
and the appropriate commands necessary to perform each of them.

The chapter is organized by task, covering such topics as beginning and ending your
terminal session, requesting information, and moving files. Under each task, there is
a short discussion of some of the types of things you can do. This is followed by a
table containing a list of specific tasks, commands you would use to perform those
tasks, and chapters that contain information on the specific commands mentioned.

The commands are not presented in their entirety, nor is a complete selection of
commands represented. The purpose of this chapter is to provide you with an
understanding of the kinds of commands available to you, so that when you need to
. perform a particular task using CMS, you may have an idea of whether it can be
( done, and know what command to reference for details.

For a complete list of the CP commands available, see Table 23, and for CMS
commands, see Table 20 and Table 21.

Beginning and Ending Your Terminal Session
Your terminal session starts when you logon (with CP LOGON) and ends when you
logoff (CP LOGOFF). When you know that you are only going to be away from
your terminal for a short while, you can disconnect (CP DISCONN). When you

[ : reconnect (with CP LOGON) the status of your virtual machine is the same as you
left it.
Task Command(s) Description
Begin your terminal session CP LOGON Chapter 1
End your terminal session CP LOGOFF Chapter 1
CP DISCONN Chapter 1

1 The command formats and usage notes for the commands DISCONN, LOGOFF,
L and LOGON, are found in the VM/SP CP General User Command Reference.
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Tailoring Your System

At the start of every terminal session, you can automatically customize your system
with the commands invoked by your PROFILE EXEC. Your PROFILE EXEC can
include commands to set your program function (PF) keys, access directories and
minidisks, and access your synonym table. For example, you may wish to set up a
PF key for the RETRIEVE function to provide you with a quick method of
correcting errors without rekeying an entire line of input. Once you have assigned
the RETRIEVE function to a PF key, when you press the key, the system retrieves
the line you previously entered.

You may also tailor your system by using full-screen CMS. If you enter SET
FULLSCREEN ON at the beginning of your terminal session, or if the command is
in your PROFILE EXEC, CMS is in a window and can take advantage of
full-screen capabilities. In full-screen CMS, messages and other information are
accessed through windows on your physical screen. When you are using full-screen
CMS, you would not need to set a PF key for the RETRIEVE function because the
default setting for CMSPF 6 is RETRIEVE.

Your system administrator also tailors your terminal session by making changes to
your system profile. These changes would immediately be in effect each time you
IPL CMS. For more information about the system profile function, see VM/SP
Application Development Guide for CMS.

You can also write your own EXEC to execute a series of commands. You could
then invoke the EXEC from your PROFILE EXEC.

Another way you could customize your system is by specifying the language you
wish to use for entering commands and receiving messages.

When you are communicating with others on your computer, use the NAMES
command to assign nicknames. The nicknames can be used with the SENDFILE
and TELL commands because both commands reference your NAMES file. By
setting up nicknames, you can tailor your system to let you send messages and notes
much more quickly.

Action Command(s) Description
Set your program function (PF) keys CP SET PFnn Chapter 1
Assign a PF key to retrieve previously CP SET PFnn RETRIEVE Chapter 1
entered lines

Keep information about others with whom NAMES Chapter 10
you communicate

Specify defaults for the commands: DEFAULTS Chapter 10
DIRLIST, DISK, FILELIST, NOTE, PEEK,

READCARD, RDRLIST, RECEIVE,

SENDFILE, and TELL

Assign synonyms for system and your own SYNONYM Chapter 3
commands

Tailor your System at the start of every System Product Editor and the Chapter 15
session using your PROFILE EXEC System Product Interpreter

Write your own command that executes System Product Editor and the Chapter 14
several commands or programs System Product Interpreter
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Action Command(s) Description
Make execs storage resident EXECLOAD Chapter 15
Access execs in a saved segment SET INSTSEG Chapter 16
Specify a language for entering CMS SET LANGUAGE Chapter 1
commands and receiving system messages
Specify your default file pool SET FILEPOOL Chapter 4
Change your warning threshold for space SET THRESHOLD Chapter 4
usage
Specify whether programs should wait for SET FILEWAIT Chapter 4
input from locked files or directories
Invoke full-screen CMS SET FULLSCREEN ON Chapter 11
Display information in windows POP WINDOW Chapter 11
DROP WINDOW
Customize full-screen CMS DEFINE WINDOW Chapter 17
DEFINE VSCREEN
POSITION WINDOW
SIZE WINDOW
MAXIMIZE WINDOW
RESTORE WINDOW

The CP SET command format and usage notes are found in the VM/SP CP General
User Command Reference. The command formats and usage notes for the following

CMS commands are found in the VM/SP CMS Command Reference:

DEFAULTS

DEFINE VSCREEN

DEFINE WINDOW
DROP WINDOW
EXECLOAD

MAXIMIZE WINDOW

NAMES
POP WINDOW

POSITION WINDOW
RESTORE WINDOW

SET FILEPOOL
SET FILEWAIT

SET FULLSCREEN ON

SET LANGUAGE
SET THRESHOLD
SIZE WINDOW
SYNONYM
XEDIT
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Requesting Information
You can use CP and CMS commands to inquire about your terminal, virtual
machine, SFS directories, minidisks, data files, members of a CMS library, and other

users.
Inquiring about: Command(s) Description
Terminal characteristics CP QUERY SCREEN Chapter 1
CP QUERY SET Chapter 1
Languages that are currently active in your CP QUERY CPLANG Chapter 1
virtual machine QUERY LANGUAGE
Languages that are available for your virtual QUERY LANGLIST Chapter 1
machine
Files in directories or on minidisks FILELIST Chapter 3,4
LISTFILE Chapter 3,4
Files in your reader RDRLIST Chapter 10
CP QUERY RDR ALL Chapter 1,10
Directories DIRLIST Chapter 4
LISTDIR
Shared files QUERY ALIAS, (ALIALIST Chapter 4
when in FILELIST) Chapter 4
QUERY AUTHORITY,
(AUTHLIST when in DIRLIST
or FILELIST)
Your spool files CP QUERY FILES Chapter 10
Your minidisks QUERY DISK Chapter 3
Your directories QUERY LIMITS Chapter 4
Your accessed file modes QUERY ACCESSED Chapter 4
Your virtual machine IDENTIFY Chapter 16
Your print files CP QUERY PRINTER Chapter 9
Your reader, printer, and punch CP QUERY UR Chapter 9
Locked files or directories QUERY LOCK Chapter 4
QUERY FILEPOOL Chapter 4
CONFLICT
Other users CP QUERY user ID Chapter 10
Storage resident execs EXECMAP Chapter 15

The command format and usage notes for the CP QUERY command are found in
the VM/SP CP General User Command Reference. Command formats and usage
notes for the following CMS commands are found in the VM/SP CMS Command

Reference.

DIRLIST EXECMAP
FILELIST IDENTIFY
LISTDIR LISTFILE
QUERY RDRLIST
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You can use CP and CMS commands to send files, notes and messages to one or

more users on your system or a system attached to yours through the Remote
Spooling Communications Subsystem (RSCS) network. The NOTE, SENDFILE,
and TELL commands reference your userid NAMES file. The names file, created
with the NAMES command, contains a collection of information about other

computer users with whom you communicate.

CMS Commands

Action Commands Description
Creating Names file NAMES Chapter 10
Sending files SENDFILE Chapter 10
Sending messages TELL Chapter 10
Sending notes NOTE and SENDFILE Chapter 10

o

-

Following are CMS commands:

NAMES
NOTE
SENDFILE
TELL

Their command formats and usage notes are documented in the VM/SP CMS

Command Reference.
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Controlling Terminal Output
VM/SP lets you control your terminal output. You can refuse messages with the CP
SET MSG command. If you only want to see the short form of the CMS ready
message, set this with the CMS SET RDYMSG command.

The CP SCREEN command lets you select colors and extended highlighting on
certain 3279 models.

If your program is directing output to your terminal, you can halt the terminal
display with the HT Immediate command, and later resume terminal display with
the RT Immediate command.

Action Command(s) Description
Alter any extended color or highlighting CP SCREEN Chapter 1
definitions

Control whether or not you receive messages CP SET Chapter 1
Indicate the type of CMS ready message that SET RDYMSG Chapter 1
you want

Suppress terminal output HT Immediate command Chapter 2
Resume terminal output that was previously RT Immediate command Chapter 2

suppressed through HT

The CP command formats are:

SCREEN
SET

These formats are documented in the VM/SP CP General User Command Reference.
The CMS command command formats are:

HT (Immediate command)
RT (Immediate command)
SET

They are documented in the VM/SP CMS Command Reference.
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Sharing Minidisks

VM/SP lets you share minidisks on either a permanent or temporary basis. You can
add another user’s minidisk to your configuration with the CP LINK command.
When you no longer need a minidisk that you have linked to or have temporarily
accessed, you can release it with the CMS RELEASE command. When you no
longer need a minidisk in your virtual machine configuration, you can disconnect it
with the CP DETACH command.

Action Command(s) Description

Establish a link to a minidisk CP LINK Chapter 1
ACCESS Chapter 1

Release a minidisk RELEASE Chapter 1
CP DETACH Chapter 1

The formats and usage notes for the following CP commands:

DETACH
LINK

are found in the VM/SP CP General User Command Reference.

The formats and usage notes for the following CMS commands:

ACCESS
RELEASE

are found in the VM/SP CMS Command Reference.
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Sharing Your Files and Directories
If your files are stored in a Shared File System (SFS) file pool, you will be able to
share individual files or directories (groups of related files) with other users. SFS lets
you grant other users read or write authority to any of your files or directories.

Action Command(s) Description
Access a directory ACCESS Chapter 4
Create a directory CREATE DIRECTORY Chapter 4
List your directories DIRLIST Chapter 4
LISTDIR
List your files or determine the owner of a FILELIST Chapter 4
file LISTFILE
Create an alias to a file CREATE ALIAS Chapter 4
Determine who has aliases to a specific file, QUERY ALIAS, (ALIALIST when Chapter 4
or determine the base file for a specific alias in FILELIST)
Grant another user read or write authority to =~ GRANT AUTHORITY Chapter 4-
a file or directory
Determine who has authority to read or writet  QUERY AUTHORITY, Chapter 4
to a specific file or directory (AUTHLIST when in DIRLIST or
FILELIST)
Lock a file or directory against simultaneous CREATE LOCK Chapter 4
updates
Determine if a file or directory is locked QUERY LOCK Chapter 4
Revoke read or write authority to a file or REVOKE AUTHORITY Chapter 4

directory from a user

The CMS commands

ACCESS
CREATE ALIAS

CREATE DIRECTORY

CREATE LOCK
DIRLIST
FILELIST

GRANT AUTHORITY
LISTDIR
LISTFILE

QUERY ALIAS
QUERY AUTHORITY
QUERY LOCK

REVOKE AUTHORITY

are found in the VM/SP CMS Command Reference.
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What You Can Do to the Files in Your Virtual Reader
CMS and CP commands allow you to look at, get rid of, keep, load into your
directory or onto minidisks and reorder the files in your virtual reader.

Action Command(s) Description
Display a list of your reader files RDRLIST Chapter 10
Look at a file PEEK Chapter 10
Load the file into your directory or onto RECEIVE Chapter 10
your minidisk
Purge a file DISCARD (when in PEEK or Chapter 10
RDRLIST)
CP PURGE Chapter 10
Transfer a file to (or from) the reader queue CP TRANSFER Chapter 10
of another user
Alter the external attributes of a file CP CHANGE Chapter 9
Change the order of the files CP ORDER Chapter 9

The CMS commands

DISCARD
PEEK

RECEIVE
RDRLIST

are found in the VM/SP CMS Command Reference.

The CP commands:

CHANGE
ORDER
PURGE
TRANSFER

are documented in the VM/SP CP General User Command Reference.
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Receiving or Loading Files into Your Directory or onto Your Minidisk
Files that are in your reader or on a tape can be loaded into your directory or onto
your minidisk.

Retrieving Files From ... Command(s) Description

Your virtual reader RECEIVE Chapter 10

A tape TAPE LOAD Chapter 9
FILEDEF and MOVEFILE Chapter 9

Command formats and usage notes for the following CMS Commands are found in
the VM/SP CMS Command Reference.

FILEDEF
MOVEFILE
RECEIVE
TAPE LOAD

| Erasing Files From Your Directory or Minidisk

| When you no longer need a file you can erase or discard it from your Shared File

| System (SFS) directory or minidisk. You can use the ERASE command when you
| want to erase all the files with a particular file mode letter and number or the files
| with the same file name or file type. You can also use ERASE to erase an entire

| directory.

| You can use the DISCARD command when in FILELIST to erase files. You can
| also use DISCARD from PEEK and RDRLIST environments; this is discussed
| under “What You Can Do to the Files in Your Virtual Reader.”

| The FORMAT command erases all files on a particular minidisk. (The ERASE
| option of the ACCESS command also erases all the files on the specified minidisk
| without the need to reformat the entire minidisk.)

| Action ‘ Command(s) Description
| Erase files ERASE Chapter 1
| Erase directories ERASE Chapter 4
| Erase files or directories from FILELIST DISCARD Chapter 3
| Erase directories from DIRLIST DISCARD Chapter 4
| Erase all files on a particular minidisk FORMAT Chapter 5

| The VM/SP CMS Command Reference contains information on the following CMS
| commands that erase files and directories:

ACCESS
DISCARD
ERASE
FORMAT
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Creating and Modifying Files

Action

The System Product Editor, invoked with the XEDIT command, lets you
interactively make changes, additions, or deletions to your CMS files. The
UPDATE command and the XEDIT command with the UPDATE option let you
modify a source program without affecting the original.

Command(s) Description

Edit a file

Moving Files

XEDIT Chapter 8

The command formats and usage notes for the UPDATE and XEDIT commands
are documented in the VM/SP CMS Command Reference.

CMS commands let you move a file or copies of a file from one place to another:
from one minidisk to another; from one Shared File System (SFS) directory to
another; to or from a tape to a minidisk; or from your directory or minidisk to the
virtual reader of another user. Some commands, such as the TAPE command, move
a copy of the file to another location. Other commands, such as the CP
TRANSFER command, move (not copy) files.

Action Command(s) Description
Move files from your virtual reader to the reader CP TRANSFER Chapter 10
of another virtual machine

Copy a CMS file from one directory or minidisk to = COPYFILE Chapter 3
another directory or minidisk

Dump contents of a minidisk onto tape, restore DDR Chapter 9
such files to the minidisk

Move files from tapes to minidisk, minidisk to tape = TAPE Chapter 9
Move files from one SFS directory to another RELOCATE Chapter 4
Move files from your directory or minidisk to the SENDFILE Chapter 10
reader of another (or your own) virtual machine

Move files from your virtual reader into your RECEIVE Chapter 10
directory or onto your read/write minidisk

Move files from any device supported by VM/SP MOVEFILE Chapter 9
to another.

The CP TRANSFER command format and usage notes are found in the VM/SP CP
General User Command Reference.

The formats and usage notes for the following CMS commands

DDR
RECEIVE
RELOCATE
SENDFILE
TAPE

are found in the VM/SP CMS Command Reference.
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HELP Facility

Chapter 7. Using the HELP Facility

The VM/SP HELP facility can assist you in your work by letting you conveniently
display information about commands you may wish to use or to display explanatory
information on system messages.

This chapter gives you a general understanding of the structure and function of the
VM/SP HELP facility. It will get you started using HELP and give you some
examples to practice with. If you need specific information on the format and
syntax of HELP and related commands, see the VM/SP CMS Command Reference.

The HELP facility has the following components:

HELP
Component
AVS

CMS

CMSQUERY

CMSSET
CpP
CPOTHER
CPQUERY
CPSET
EDIT
EXEC
EXEC2
IPCS
MACRO
PVM

QUERY
REXX
ROUTINE
RSCS

SET
SQLDS

SRPI
TSAF
XEDIT

Description

APPC/VM VTAM Support commands

Conversational Monitor System commands

CMS QUERY command options

CMS SET command options

Control Program commands

CP commands for other than general users (privileged commands)
CP QUERY command options

CP SET command options

EDIT subcommands

EXEC statements

EXEC 2 statements

Interactive Problem Control System commands (includes GCS)
CMS assembler language macros

VM/Pass-Through Facility (5748-RC1) (only if you have this
installed on your system.)

XEDIT QUERY command options

System Product Interpreter statements

CMS routines from the Callable Services Library (CSL)

Remote Spooling Communications Subsystem Networking
(5664-188) program product (only if you have this installed on your
system.)

XEDIT SET command options

SQL/Data System Program Product (5688-004) (only if you have
this installed on your system.)

Server-Requester Programming Interface subcommands
Transparent Services Access Facility

XEDIT subcommands

The HELP facility is used on 3270-type terminals in display mode. It can also be
used on line-oriented terminals. All the information about commands and messages
is contained in files called HELP files. In display mode, HELP uses the System
Product Editor to display these files. In line-mode, the HELP facility types the
HELP file to your screen one line at a time.

When you access the HELP facility, HELP will EXECLOAD the HELPXED
XEDIT macro if it has not been loaded. Loading this file into storage improves the
performance of the HELP command. If you occasionally use HELP, you may want
to EXECDROP the HELPXED XEDIT macro to release the storage. See the
VM[SP CMS Command Reference for more information.
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HELP files usually appear on your screen in mixed case. However, in some
installations, lowercase characters are reserved for displaying special alphabets. In
this case, HELP files are displayed in uppercase. For more details, see the VM/SP
Installation Guide.

As you work through the examples in this chapter and use HELP, you may need to
refer to the “DETAIL HELP” section in Chapter 18, “Tailoring the HELP Facility,”
to understand the format boxes in the command HELP files.

You may notice when you perform certain tasks within the HELP facility that your
PF key listing at the bottom of the screen is covered by a message. If this occurs,
simply press ENTER to refresh the screen.

Getting HELP on Commands

To understand the HELP facility, it is best to look first at its structure and second at
how it functions.

There are two different types of HELP files, information files and selection files.
Information files contain information about commands and messages. Selection files
display menus that let you select the appropriate information file. This section
explains the use of information files. See “Menus” on page 151 for an explanation
of selection files.

The HELP facility provides various ways of getting information for a command,
depending on your level of expertise and the amount of detail you require for a
particular task. Commands can contain three layers of information: BRIEF,
DETAIL, and RELATED. Each layer displays a unique level of HELP.

You can display any of the three available layers by specifying the corresponding
layering options: BRIEF, DETAIL, or RELATED. You may specify only one
layering option at a time. However, once you have requested one layer of HELP on
a specified command, you may toggle (switch) between the other layers available for
that command. See “Toggling” on page 154 for more information on how to toggle
between layers of HELP.

BRIEF is the default option, meaning that if you do not specify a layering option,
the BRIEF layer of HELP is displayed if it exists. If BRIEF HELP is not available
for a certain command, DETAIL HELP is displayed. The following sections
provide more information on the three layers of command HELP.

Note: The examples used within this chapter include the component name (CP,
CMS, REXX, and so forth). However, if you are requesting HELP for a command
in CP or CMS, you do not need to specify the component name. For example, to
request HELP on the CMS command SENDFILE, you could simply specify HELP
SENDFILE. For components other than CP or CMS (REXX, EXEC, TSAF, and
so forth), you must specify the component name for HELP to locate the proper
command information. For example, to get help on the REXX instruction,
TRACE, you would need to specify HELP REXX TRACE.
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BRIEF HELP

HELP Facility

BRIEF is the first of three layers of HELP and is available for many commands.
BRIEF HELP displays a short description of the requested command, its basic
syntax (command without options), an example, and, if applicable, a message telling
you that either more or related information is available.

If you are in full-screen CMS and request BRIEF HELP, your screen shows the
HELP command you entered and just below it, displays the BRIEF HELP
information in a window that is displayed on your screen. If you are not in
full-screen CMS, your entire screen displays the BRIEF HELP information.

The following example shows how your screen would look if you requested BRIEF
HELP for the SENDFILE command in full-screen CMS.

If you are not currently in full-screen CMS, enter the command SET
FULLSCREEN ON. Then, enter:

help cms sendfile (brief

The following screen is displayed:

Figure 36. Sample of BRIEF HELP for the SENDFILE Command

Because the remainder of the examples in this chapter will not be done in full-screen
CMS, press PF3 to quit the HELP screen. Then enter the command SET
FULLSCREEN OFF before proceeding with the next example.
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DETAIL HELP

Subsetting Options

The DETAIL layer of HELP presents a complete description of the command, the ’\/

command format, an explanation of its parameters and options, usage notes, and
error information. DETAIL HELP provides information similar to the information
you would find listed in the VM/SP CMS Command Reference.

The DETAIL layer of HELP has seven subsetting options: DESCRIPT, FORMAT,
PARMS, OPTIONS, NOTES, ERRORS, and ALL. By specifying subsetting
options, you can display one or more particular sections of the DETAIL HELP.
ALL is the default option, meaning that the entire DETAIL HELP is displayed. It
is possible to change the default option, but if you do so, you will need to specify
ALL as the subsetting option to display the entire DETAIL layer. See the
DEFAULTS command in the VM/SP CMS Command Reference for more
information. The VM/SP CMS Command Reference also contains a complete
description of the subsetting options.

For example, to display the entire DETAIL layer of the SENDFILE command in \
the CMS environment, you would enter:

help cms sendfile (detail

Let’s display just the usage notes in that same file. Enter:
help cms sendfile (notes

The following screen is then displayed:
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RELATED HELP

HELP Facility

The RELATED layer of HELP is a multipurpose layer. RELATED HELP makes
you aware of commands that are similar to the presently displayed HELP file,
making it easier for you to decide which command to use. For example, if you want
to remove a file from your readerlist and, after reading HELP ERASE, you realize
that ERASE is not the correct command, the RELATED layer of the ERASE
command lets you easily access the HELP file for the correct command,
DISCARD.

When you request RELATED HELP on the SET or QUERY commands, the screen
lists and briefly describes all the SET and QUERY operands available for the system
component. You could directly access HELP information on any of the displayed
operands from these menu screens by positioning the cursor on a particular operand
and pressing ENTER.<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>