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HP-3000 COMPUTER NETWORK MANAGEMENT

Haye Swart Ir ,Information Manager Thomassen &
Drijver - Verblifa N.V. Deventer The Netherlands

ABSTRACT:

Management, organization and control of a network of 8 HP-3000
minicomputers located at 7 different locations within the
Netherlands and Belgium, serving 10 different production plants. The
network operates ‘in a decentralized environment with central control
and development. It supports on a highly interactive way the day to
day operations and it is used for (central) batch processing as
well. This paper deals with the functional and technical control of
the application systems ,the hardware at the different locations and
the organisational consequences of same. It goes into the back-up
and security measures and the way the internal usage charges and
resource utilization is administrated.

INTRODUCTION:

- company overview

THOMASSEN & DRIJVER -VERBLIFA N.V,,TDV is a major Benelux
manufacturer in the packaging field. The main products are
tinplate containers and glassclosures for the beer and
beverages, food and non-food markets. Besides it manufactures
steel drums and pails as well as all types of plastic
containers and vending machine cups. TDV is a daughter of the
Continental Can Corporation, the packaging division of the
Continental Group Inc. Stamford,USA. The headoffice of TDV is
located in Deventer the Netherlands with a fiscal Belgium
headoffice near Antwerp.TDV has 9 production plants within the
Benelux and a Deventer based machine shop. Its personnel
numbers over 5800, while net sales in 1981 passed the 1
billion dutch guilders mark.

- network (plan) 1976-1982

In 1976 a plan was approved to gradually install a
minicomputernetwork with roughly as main objectives:

to replace the central batch processing and the decentral
magnetic ledger processing,

to introduce where practical interactive processing
throughout the company as a whole ,and

to decentralize responsibility for non-redundant input.

A network concept was chosen instead of a mainframe concept,
because it would allow to store and handle bulkdata at the
place of origin.In addition we would have a gradual hardware
expansion(sliding investment)and we did not have to close



our shop because of a gigantic conversion effort. As a
matter of fact the old batch processor will be released for
retirement in the first quarter of 1983.

result: We have more than benefited from the new
improvements in hardware and software during the
birtheycle.We installed for instance last may the HP- 3000-
64 instead of the originally planned two HP-3000-III
computers. For 4 years we had nearly time to do more than
necessary maintenance on existing systems because we were
always busy redesigning the old batch systems for the new
environment.

- typical decentral operation

The raw materials and finished goods movements are monitored
by computer from planning into production (orders),quality
control and warehouses.Storage locations are registrated
with aid of printed barcode labels. Personnel attendance is
monitored by timereporting terminals at the plant entrances.
This provides input to the personnel -and the payroll
systems. Furthermore data input preparation is done locally
for all other central or decentral systems, such as
financial reporting.

Typical hardware configuration: HP-3000-III with tape and 1
MB internal- and 120/240 MB external - memory, 35-40
video-,printer-,barcodereader-, timereporting -terminals,
DS-3000, INFORM-3000 and future MM-3000 software.

- strategies

The philosophy behind the automation within TDV can be
summarized as follows:

.high user involvement,therefore users responsibility
.uniform systems,but with a local face .onetime input of
data,but simplicity above (super) integration .no local
EDP groups,but user friendly retrieval tools

The result of above strategy is that development time tends
to become relatively long. However, the degree of user's

acceptance is high. Quick short haul successes occur very
seldom.

ORGANISATION AND CONTROL

- strategic planning

strategic committee The company has formed a strategic
committee that advises the board in all matters concerning
information processing ing. EDP is a major part of this.
This committee is formed by line- and staff-managers at one
level below the board. Chairman is boardmember and V.P
Finance and Administration. It convenes at a two to three
month interval.



The major tasks of this group are to set rules,to initiate
and review (middle) long term planning for investments and
application development. It channels decisions thru the
lineorganization and forms a possible sounding board for
unsatisfied or impatient users.

result: The automation is an integral part of the
organisation. It allows EDP to enforce for users impopular
decisions. It enforces EDP at the other hand to make more
elaborate groundwork before decisions can be made.

project organization

project groups For all automation projects larger or smaller
project teams are formed.They are composed of users and the
necessary specialists,including one systems designer. The
latter on his turn is EDP internal projectleader of a team
of analysts and programmers. The projectgroup is lead in
all instances by a user, preferable from the TDV line
organization.

result: Users in the group are forced to take responsibility
for the system concepts. They are however seldom made
sufficiently free from other duties.

steering committee Two steering committees are in operation
to monitor the different major projects. The fixed members
are chosen from the strategic committee. The
systemsdevelopment manager is permanent member., Depending of
the project a different user manager is added. The steering
group takes decisions towards the project group involved and
prepares decisions to be taken by the strategic committee.
It reports in the latter about progress.

result: Projectprogress is greatly enhanced since this
committees are placed between projectgroups and strategic
committee.

(application) systems organization

systems controllers As soon as an application system is
implemented and accepted by the user, the functional control
of that system is put into their hands. Somebody within the
user organization is made responsible. He guides the users
how to work with the system, teaches its (im)possibilities
and prepares user documentation. All contacts concerning
this system with EDP such as requests for change(development
group) and processing requests(data centre/network) are
approved and channeled thru him. He contineously needs to
evaluate the cost/benefit and the appropriateness to the
organization. Yearly he prepares together with EDP the
budgets for the next year. Monthly he receives an account of
the actual cost breakdown.

data controllers In a decentralized environment with
different computers on which run "cloned systems with local
faces" ,it is man- datory to install only one system
controller per system to prevent divergence.It is physical
impossible for him to have a daily control over the
processing at the different locations. He therefore



delegates part of his respon- sibilities to a local data
controller. He in fact has the EDP processing contacts and
guides the local users.

result: Correct use of a system is made a user
responsibility For every system there is only one focalpoint
between EDP and the users. There are many focalpoints with
different attitudes and background. System control is an
additional task and does not always gets the attention it
deserves.

- network organization

network controller He istthe "geographically stretched"
datacentre manager. His main task is to maintain an optimal
functioning network He acts in case of failures and/or
breakdown of any component within the network. He is
responsible for adequate backup and recovery procedures. He
is functional responsible for the local network
coordinators.

network coordinators There is no need for local
computeroperators, but at every location with a computer, a
network coordinator is appointed. This coordinator is
responsible for operational tasks. such as physical security
measures, file reorganisations. He at the same time supports
the local datacontrollers and the users on technical matters
concerning the hardware. He reports hierarchical to line
management,but for the for the network tasks functionally to
the networkcontroller.

result: The network is centrally controlled by decentral
non-EDP personnel, so a responsibility of the plant
management. It is found sometimes difficult to convince
local management for the need, but in practice it proves
them to be an absolute necessity. The organisation structure
from the outside looks "non- transparent", but it proofs to
be very "user friendly".

- software control

The software control is centralized in the Technical Support
Group.They support the network organization as a whole.They
alone have SM capabilities and are responsible for
datasecurity. They prepare users UDC's and install or change
(on systemscontrollers request) user passwords.

result: Network security is brought down to a small group of
centrally controlled people.

SECURITY AND BACK-UP

- account structures There are some basic rules applied to
TDV's account structure,such as:

. do not allow application production from the systems
account . allow in the production accounts data files
only . put locked programs into one separate group in



the sysaccount . donot allow development people to the
production accounts. . provide for a separate
development account . have a separate "play account" for
the software group . and allow
non-production/development personnel on a harmless "demo
account" only

interactive systems There are only a few large accounts
within the computer systems. Every systems controller has
access to his particular part of the account. He controls
his users and the facilities they are entitled to. The
systems manager e.g.also accountmanager, translates this
into UDC's at logon time. By means of this UDC the user can
choose from a menu of programs he is allowed to use.

batch systems With exception of the development computer,all
(production) jobstreams for all computers in the network are
made by the schedulingsection of the central datacentre.
Operators and networkcontrollers (or in special cases users)
have an execution capability only.

result: User capabilities within the accounts are" program
defined" therefor no file- or data element-locks are
necessary. The necessary separation of functions is
achieved. The accountstructure is not very transparant, but
probably an optimum between processing and datasecurity is
reached.

systems back-up and recovery

systemdumps Besides the normal generation procedures for
application systems in the batch environment, every night
short sysdumps and every week total sysdumps are made of all
on-line files at all locations. The tapes are stored in
fireproof vaults near the computer and at least once a week
in a vault at a location separated from the computer.

manual datalogging Recovery is done from dump and renewed
manual input. There is not provided for automatic logging.
All input documents are filed for at least one week, besides
in some instances a simple sequence store of specific input.

result: Simple backup and recovery procedure,without
complicated resource(overhead) intensive programs. Users
responsiblity for "manual" logging is necessary and not
always proven to be watertight.

hardware back-up

datacom fallback The datacom installation at the central
site is equiped with a Racal Tester. This allows the network
controller to determine at failures the actual source,wether
it had to be the computer,modem or the leased line. In the
latter case an alternate dial-up connection to the central
site is always standby.

computer back-up The central site development computer is a
general standby in case of a computerbreakdown for more than
24-48 hours. Every decentral site can be connected by a
standby multiplexor to the development computer for 8



predetermined crucial terminals in the plant. For the
centralcomputer it is assumed that inp's and peripheral
devices can be rearranged. In the event of a real disaster
in which both the central and the development computer
brteak down,we will have a problem that can be felt for
weeks to come.

result: Cumbersome procedures and constructions are made
which have to be tested. It gives users management and the

automation manager a feeling of security at the expense of
the conscience of the software specialists.

RESOURCE UTILIZATION CHARGES AND ADMINISTRATION

-.capital investments capital investments are budgetted and
made by the EDP department.lLine management has approval
authority on users requests for hardware expansion
e.g.terminals,disks a.s.o. All costs such as
depreciation,maintenance, insurance of hardware are incurred
by EDP. The total EDP costs (budgets) must balance against
the (internal) EDP charges to the users.

variable charges The network as a whole including
lines,datacom and com- puters up and thru the (async)
terminal ports are con- sidered to be one source of costs in
the costprice of the unitoperation. Charged are actual unit
operations such as CPU sec.,spool lines,disk and tape I/0's
which are on a weighted basis converted to "Computer Units"
(CE's).

fixed charges Terminals are purchased by EDP and leased on a
fixed monthly basis to the users. The latter have to account
for that in their costbudgets.

result: The users get billed there own unit operations,which
can be billed,regardless on which computer they are made.
EDP is free to alter the hardware configurations at the
locations.Users are not always costconscious enough about
their hardware demands from the EDP departement.

- monthly EDP accounting

Once a week the logfiles of every computer within the
network is decentrally condensed and stored. Once a month
this information is processed centrally. Some of the
information stored per job and session is:

time in/out,computer,account,user,device no, appl. system
code,tape/disk I/0's,spoollines, CPU sec.

computer utilization It is obvious that from this detail
information several reports can be made such as computer
utilization per system, unit operations per system per
computer, elapsed time, terminal utilization per device port
ete.



billings The invoice is prepared on the basis of :
computer/account/user" converted to "systemcode /client”.
Costreporting is per system and per department. In the same
invoice project development costs and testing CE's are
merged.

result: The system responsible sytems controller and the
budget responsible user receive all information necessary to
at least monitor and/or influence costs/benefits. The
network controller assesses the usage of "his" computer and
the terminals within "his" location.

RESUME

Within Thomassen & Drijver - Verblifa the automation is a very
user controlled activity. This is proven to be very effective to
achieve full supported user oriented systems. In such an
environment it is necessary to have an organisation in which
responsibilities are defined and controlled and where the
necessary security steps are provoked. A fulltime professional EDP

auditor within our company scrutinizes all our actions, even this
paper.



MANAGING JOBS AND OPERATING IN A UNIVERSITY COMPUTING CENTER.
G.-P. Raabe, G.-F. Rueck, R. Knott

Universitaet Passau, Rechenzentrum
Postfach 2540, D-8390 Passau, Fed.Rep. of Germany

INTRODUCTION

The University of Passau is the youngest University in Germany, it started by the winterse-
mester 1978/79. So it is the latest and as it looks like the last foundation of a new university
in Germany. At present the university of Passau has about 1800 students and four faculties:
Theology, Law, Humanities, and Economics. A Faculty for Mathematics and Informatics will
start with research and lectures by the end of next year.

The computing center serves as a central service department for the whole university and at
present runs a HP 3000/1ll.

Due to the variety of usage of the computer by students and research staff it has become
more and more necessary to have a betier means for managing batch jobs and the operating.
What we need is the possibility to impose several rules on the processing of jobs.

So we planned and wrote some programs which are started by the operator service program
called OPSER. This program has to run on the operator’s console and serves for system
supervision. OPSER gets information about other programs and system status from other
programs, such as BATMAN, which inspects appropriate system tables. OPSER handles a
variety of commands which are forwarded to MPE or to subsystems. As a speciality all
commands, also MPE commands, may be abbreviated to any degree, the abbreviation only
must be unigue in that context.

OPSER starts other programs as son-processes: These are BATMAN, HAMMER and plan-
ned are several spool-processes.

BATMAN and UBATCH

BATMAN manages all batchjobs by collecting them, classifying them into queues, starting
them for execution and keeping track of them until execution will be terminated success-
fully.

Users create batchjobs by writing a control sequence as usual under MPE. These files may
be EDIT/3000 keep-files or QEDIT-files. The new command SUBMIT staris the program
UBATCH. UBATCH corresponds with BATMAN by Message-Files. AllUBATCH-processes
write their needs for service into a single MSG-file, which is read by BATMAN. When an
UBATCH process, associated with anindividual user, requests for service BATMAN creates
a special Job-File into which UBATCH copies the job-sequence. UBATCH checks all
job-commands for correctness. The coordination between BATMAN and each UBATCH
process is maintained in the direction from BATMAN to UBATCH by individual MSG-Files, for
each UBATCH-process one, which are established by UBATCH.

After UBATCH closed the jobfile it can only be accessed by BATMAN. A user may obtain
information about his jobs and their status by the command LISTJOBS. This command gives

information only about his own jobs, resp. about all jobs according to his capabilities. With
the command CANCEL a user may abort his jobs.

BATMAN manages several queues:. up to 10 freely defined and 3 standard queues which
exists allways. These 3 standard queues are:

AFTER:

Jobs which are to be executed after a certain time. defined by a timestamp with
date, hour, minute.



DEPENDENCY:
The user defines a dependency counter in the range of 0 to 127. The dependency
counter must be managed by the user himself. Only jobs with a dependency
counter equal to 0 will be executed. This is a mechanism for planning and mana-
ging a series of jobs with interdependencies.

READY:
Into this queue all jobs are classified for which no suited freely defined queue
could be found. (e. g. requiring Mag Tape when no such access is allowed). Jobs
in the READY queue must be explicitely waked up for execution, either by the
user or by the operator.

DEFINED QUEVUES:
With the program QDEFINE up to ten queues may be established with the following

parameters:

CPU-time : min - max

Printed Lines : .max

Operator-Action! YES/NO (e.g. REPLY for Mag Tape Access)

Schedule : YES/NO (NO means that no more jobs will be accepted for this
queue; queue closed).

Run : YES/NO. (YES says that the jobs from this queue will be exe-
cuted. NO says that jobs are only collected into this queue).

Max-Jobs : max. number of jobs from this queue which are allowed to run

at the same time.

According to the parameters of the queues and according to the attributes of a job BATMAN
decides about the classification of each job.
The attributes for a job are set up in this sequence:

1. Standard Attributes
2. Parameters from the JOB-card.
3. Parameters of the SUBMIT-command.

Jobs may have the following attributes:

CPU = CPU-time in seconds (or unlimited).

AFTER = date, time of day

DEPENDENCY = 0...127

OPERATOR = YES/NO

RESTART = YES/NO (it necessary arestartis managed by BATMAN)

UNIQUE = YES/NO (if YES any other jobs of the same user must not run at
the same time; e.g. when the access to data files is EXC.)

PRIORITY = 0...127, with 0 highest. (These priorities will only have effect

(planned) on jobs from the same user, no influence on the overall exe-
cution.)

According to the queue parameters BATMAN selects jobs for execution and starts them by
the sequence

STREAMS ON
STREAM job-file
STREAMS OFF

BATMAN knows all jobs it started. If anybody would succeed in streaming a job with the
MPE-stream-command within this small window beiween STREAMS ON and OFF, BATMAN
will find a job in the system tables he did not know and all these jobs will be kicked out by
BATMAN.

Every 0.5 sec ( may be changed easily) BATMAN looks for job requests in the MSG-File.
After n1 such cycles (normaln1 = 120 or 1 min.) the queues are inspected. After nZ cycles
the AFTER queue will also be inspected.

From the CPU~time demand a priority is derived which in each queue defines the order in
which jobs become candidates for execution.

Atter successful execution the jobs will be removed from the queue and the jobfiles will be
purged.
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OPSER

As mentioned above OPSER runs as the operators session and starts all other processes. It
forwards commands to several subsystems and to MPE. Via speciali commands OPSER acts
on BATMAN: aborting jobs, putting jobs to higher priority, suspending and continuing jobs.
To a certain extend the parameters of the queues may be modified. Changing the number of
maxjobs, setting the RUN and SCHEDULE parameters.

A new SHOWJOB command gives more and better readable information, such as CPU-Time
consumed by a job or session. The list is sorted first sessions then jobs and in each group
sorted by number. Also a new SHOWOUT command produces a more informative listing of
spooled output.

OPSER will act on the planned Spoolers,too, for aborting, putting forth, suspending, and
continuing output and for managing the devices.

Another feature is a modified WELCOME, which reads the welcome messages from files. So
these texts can be better prepared and often used texts may be keptin files.

HAMMER

This program is also started by OPSER as a son—-process. The HAMMER aborts all sessions
and/or jobs at a specified time. With the EXCLUDE or INCLUDE lists this may be restricted to
specified groups, which are defined by ldev—-numbers or by user.acct, whereby wild card
characters are allowed. It is planned to provide these features by a OPSER procedure.

CONCLUSION

The programs are written in PASCAL 3000 with the exception of a few SPL routines and the
HAMMER which was written in FORTRAN about 1 1/2 years ago, when PASCAL 3000 was not
available. At present the system is in the test phase andit is planned to get it released for
final usage by october/november of this year.
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Low-Budget Site Renovation by Wayne E. Holt
Director of Computer Services
Union College

Introduction

The Union College Computer Center was established in 1962

to service the needs of the students, the faculty, and the
administration. During the 20 years of its existance, it

has grown and expanded in a relatively unplanned manner.

While the intentions of those responsible for each phase of
growth were reasonable, the end result over time has produced

a facility with noticeable problems in physical site security,
office work flow, and general working c¢onditions. The problems
would have been exacerbated by the acquisition of three new
mini-computers unless immediate steps were taken to provide the

proper environment.

The situation at Union is not unusual for the industry.
Whether large or small, new or old, it seems that many sites
suffer from the malady of poor planning. When this problem
is recognized, there is usually a further problem: namely,
that of little or no budget to accomplish improvements.

This paper will outline the issues used to evaluate the

Union College site with regard to changes in layout for work
flow improvement, increased site security, better utilization
of existing space, and adequacy of air and power suppligs for
new and existing computers. A limiting factor in the evalu-
ation was the budget for such rennovation. Hence, the thrust
of the paper will be to emphasize what can be done with a
minimal budget.
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The problems in the Union Computer Center can be broken into

two general areas; that is, those of the actual layout, ie.
arrangement of walls and doors, and those of the environment,
ie. the power and air. The former can lead to serious personnel

problems, while the latter can cause difficulties with the

various computer vendors.

The attached diagram "A" shows the layout of the Center as it
appears before the renovation, while diagram "B" details the
current configuration. Various elements have been noted in
order to assist in following the textual discussion.

The Center is located in an older building, ofiginally used as
an engineering laboratory. Thus, all interior walls are of
sheetrock construction, and are not load-bearing. This fact
(one common to many small shops) means that decisions to move
walls are primarily restrained by cost only.

Structural Problems

Like most older shops, Union's was layed out with a distinct
operations area separate from systems and programming. The
times changed, but the facilities did not. The following
problems are representative of those almost any shop might
encounter:

o Growth in systems and programming overflowed into operations.
Walls were not changed to account for this, resulting in
wasted space and decreased security of output listings (A3).
Further, the two entrances (Al)(A2) confused the public,
since it was difficult to determine where someone would
be located.

o The traffic pattern through data entry (AL) included activity
not at all related to operations, but rather to offices
located beyond this "bottleneck".
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o There were no windows in the facility, even though the
original structure contained them.

o Each desk had a phone, but with a unique number, and no
central intercom or switch unit. This coupled with the
layout, made it very difficult for internal or external
communications.

o Since all of the chaff producing peripheral equipment, such
as printers, bursters, and decollaters, were located near
the main equipment frequernt media problems on both tape
and disc would occur.

Figure B shows the results of moving a minimum number of walls:

o All access to the Center is controlled through one point,
where a receptionist can direct the flow of visitors (Bl).
This also allows the other old entrance to be used as an
office, and the duties of that receptionist to be re-assigned.

o The new location of Keyentry (B2) prevents unnecessary
traffic from passing through. The output bins for Staff(B3)
also mean better flow control. The service window (B4)
provides access to the public who need operations assistance
without creating traffic inside the shop.

o The new offices(B5)(B6)(B7) provide better working space
for programmers.

o The new Print Room (B8) isolates all chaff-producing
equipment from the computers, and the bins and lockers (B9)
prompt distribution of output in a secure manner.

o The new Lobby (B10) provides good access to-view:the
computing facility for public relations purposes, but
still provides as good security as before.

o The removal of two closets allowed the creation of an
interior passageway (B11l), thus uniting the two halves of
the staff. This provided an enormous moral boost, as well
as sloving a long existant problem: in Winter, all access
from one side of the shop to the other was via the main
public corridor, which was unheated.

o A window was re-opened in a lounge area, and all coffeg
dispensers and other refreshments were moved to this single
location. This, too, improved moral considerably.
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The total cost for this renovation, including materials and
labor, was $US 12,000. The sum is so small only because extreme
care was taken to minimize wall removal and construction.

The cost of output bins was minimized by ordering stock items,
rather than having custom installation. The impact of the cost
was softened by having the work done over time in pieces. Thus,
steady, affordable progress was the result.

Environmental Problems

As computer systems mature, growth tends to occur in an ad-hoc
fashion. A disc drive, a printer - surely this would not bother
the environment of the center?

0f course, the answer is yes, it will.

"Creeping consumption” is a plague that afflicts most computer
sites, especially in the mini-compuer environment. Power is
usually provided for in the best manner, although even this is
not always true. Most systems actually use less»power than
the rated consumptionj; thus, most sites have buiit-in slack if
the original power supply met power specifications for the
original equipment.

This is less true of the air handling equipmént. Problems with
inadequate air are frequently manifested in unusual hardware
failures, typically intermitant in nature. Rarely does the
problem reach up and slap you with an alarm bell. Most sites
measure temperature and humidity close to the air handling unit
rather than around the equipment or below the floor where the
air is drawn up into the computer.
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The situation at Union was typical. Over the years, equipment
changes had placed a "rated" 90Kva load on a 75Kva isolation
transformer. Worse yet, the main campus feed was loaded with
heavy compressors and other equipment that caused "brownouts"
for the Center, resulting in frequent computer halts.

The original plan for air handling called for two units, each
with two compressors. The full original load only required

two of the four compressors, so the site was considered fully
redundant. However, over the years the equipment changed - three
compressors were eventually needed to handle the load. That
meant that if a compressor failed, the unit had to be taken down
to fix it, thus rendering both compressors in the unit inoperable.
So, with only two compressors left, the computer had to shut

down.

Because of the growth in the number of computers, Union was able
to solve these problems as part of the "growth" budget, rather
than as a special problem. The most noteworthy aspect of the
effort to improve the environment was the discovery that new
technology has driven the cost of "conditioned" power down to
levels affordable by sites that have mini-computers. Good quality
motor generators or magnetic power management devices can be
purchased for $US 10,000 to $US 15,000.

With the change in computer technology, it is becoming clear

that the simple isolation transformer is inadequate. Sites should
better protect the new generation of mini's and resist following
the "plug it into the wall" syndrome. If your power supply is

not adequate, it will cause untold problems for future maintenance.
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Conclusions

Many sites are content to suffer with "minor" problems in

-~ the -layout of their shop, their power supply, and air supply.

It is usually felt that change will be expensive and hard to
justify. However, sites can be renovated at a minimum cost
if management is willing to tackle the problem in a reasonable

way.

The environment affects the way in which people work; better
productivity usually results when people are more comfortable
with where and how they work. Even if a renovation project
must be developed in stages because of costs, it can still
pay off if each step results in improvements.

The key is planning.
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LOCAL AREA NETWORKING: A TUTORIAL OVERVIEW

Paul T. Antony
Hewlett-Packard

Business Computer Group
19447 Pruneridge Avenue
Cupertino, California 95014

ABSTRACT

Although Local Area Networking technology is still at an early
stage, it is already enjoying rapid growth. Computing environments
increasingly require the interworking of many different data
processing devices, each with its own degree of intelligence, each
with its own advantages in terms of functionality and cost, each
capable of operating more or less independently of any other system
component, and, increasingly often, each supplied from a different
source in order to take advantage of the rapid developments in
information processing technology. Providing such an environment
through integration within a local area network will offer the users
of mini computer based systems new power and versatility, with which
they will be able to offer a real price/performance challenge to
traditional mainframe based systems. An integrated system based on
a LAN also offers the hope of a smoother path for upgrading overall
systems capability through replacement of individual functional
units as newer and more powerful facilities become available.

This paper provides a tutorial introduction to Local Area
Networking concepts (broadband, baseband, etc.) and will illuminate
some of the important issues and challenges related to local area
communications networks.
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Few areas in the data communications world have seen as much recent
technological innovation and new commercial offerings, as the area of
Local Area Networking.

As the cost of individual processing components falls, organizations
are aquiring greater numbers of separate ''specialized" computer-based
systems. Each system focused on meeting user needs for higher worker
productivity, better computer accessibility, and faster responsiveness.
This in turn is leading to a greater awareness (at both the individual
and organizational level) of the benefits of convenient interconnection
of systems to achieve coordinated access both to common resources (such
as databases, analysis programs, development tools, and office style
memos and reports) and to sophisticated or specialized (and often
expensive) resources, such as high speed printers, large plotters, etc.

A local area network is a data communications system that can be
used to provide the level of interconnection described above. Some
general characteristics of this type of network are:

o SINGLE ORGANIZATION OWNERSHIP - LAN’s are usually wholly owned
by a single organization, with gateways to allow communications
to other organizations.

o LIMITED GEOGRAPHICAL COVERAGE - Distances can vary from a few
hundred feet to several miles. Generally, LAN’s span less than
two kilometers.

o FLEXIBLE TOPOLOGY - You can readily modify a network as the
organization expands. You can attach, disconnect, and delete
stations without operational changes.

o HIGH DATA RATES - One megabit/sec or higher. Usually, near
10 megabits/sec. To allow fast, multiple station access with
transparent network operation.

o LOW TRANSMISSION ERROR - Networks realiably accomodate heavy
data transmission traffic. Should an error occur, a network
station can detect it and institute a recovery.

o SUPPORT LARGE NUMBER OF USERS - LAN’s can support hundreds of
users and are not constrained by organizational growth.

o ECONOMICAL CONNECTION - Connection cost should not exceed 10 to
20 per cent of station equipment cost.

o RELIABLITY AND HIGH AVAILABILITY - Networks can remain
unaffected by individual failures or removals for service.

There are a broad spectrum of LAN products available, and finding
the one that best suits your particular needs can be difficult. In
practice, LAN’s fall into three distinct cost/performance categories:



1) Low cost, low performance systems using twisted wire pairs as
the transmission medium.

2) Medium cost, medium performance systems using shielded BASEBAND
coaxial cable as the transmission medium.

3) High cost, high performance systems using shielded BROADBAND
coaxial cable as the transmission medium.

Anticipated use will determine which network type best matches your
application requirements. For example, some applications such as office
automation, entail text editing and file processing, which can occur at
adequate rates over short (room) connection distances using low cost
desktop computers. On the other hand, general purpose data and message
communication applications, with or without office automation, demand
more expensive minicomputers interconnected over relatively long (floor)
distances. Finally, for very high speed, complex engineering and
scientific computations, you might need costly superminicomputers
interconnected to nodes scattered throughout one or more buildings.

Whatever the application, you must evaluate several key LAN
technology factors:

- Geographical layout (2.0 km or less, in most cases)

- Transmission topology (bus or ring)

- Transmission medium (twisted wire pair, baseband coaxial cable or
broadband coaxial cable)

- Operation type (asynchronous or synchronous)

- Maximum data rate (0.1M to 50M bps)

- Traffic load utilization (bursty or regulated)

- Maximum number nodes (computers and/or intelligent workstations)

- Maximum and minimum node to node separation

- Maximum number of data channels

- Transmission delay restrictions (bounded/deterministic, or
unbounded/probabilistic)

- Access control scheme (token passing or collision sense multiple
access with either collision avoidance or collision detection)

- Software requirements

- Maintenance, test and error detection/correction

- Safety conditions (cable flammability, radiated interference, and
grounding rules)

- Interactions or gateways with other local networks, as well as
long haul networks.

You must define your application thoroughly and select the products
that will meet your present needs, and allow you to plan for future
growth.
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LOCAL AREA NETWORK TOPOLOGIES
A) STAR

A star network consists of a central node to which each of the host
system devices are connected. The central node acts as a routing switch
for data arriving at the central node from each of the host connections.

A star network simplifies access control and routing decisions
required within attached hosts. However, throughput performance and
reliablility of the entire network relies on the operation of the
central node.

B) RING

A ring topology seeks to eliminate the dependency on a central,
controlling node of the star network without sacrificing the relative
simplicity of the other nodes.

In a ring network a single communications path is shared amongst,
all attached nodes. This path is unidirectional and provides for the
transfer of discrete packets of data. Each packet of data is injected
into the ring from one node to the next in a predefined direction. There
are no routing decisions to be made in this topology. The sending node
simply transmits its message towards its next neighbor node in the ring
and the message then passes round the ring until it reaches the node for
which it was intended.

Each node acts as a regenerative repeater of receiving packets,
generally introducing one or more bits of delay as it does so. The only
routing requirement made of each node is that it be able to recognize
those messages that are intended for it, by examination of the node
address contained in each data packet. Then, dependent on the control
strategy and implementation, the receiving node may remove the packet
from the ring or pass the packet on back to the transmitting node with
an acknowledgement field marked to indic¢ate whether or not the packet
was accepted. In this case, the original transmitting node removes the
packet from the ring.

The inherent weakness in this structure is that the transmission
path relies not only on the integrity of the tranmission medium, but
also on that of the ring interface which is an active component of the
network. A failure in either of these two areas could paralyze the
entire network. Recently, techniques have been devised which detect
repeater failures and switch those units out, while allowing the
remainder of the network to function normally.

C) LOOP

Loops are essentially ring style networks with centralized control.
The topology of a loop is identical to that of a ring but a polling
technique is generally used to provide the appropriate degree of access
control.
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D) BUS

The bus or broadcast network structure is conceptully simpler than
that of the ring. The basic structure is linear and derives essentially
from traditional computer architecture of input/output channels.

The bus medium itself is passive and allows bidirectional transfer
of messages. Like the ring, the bus structure does not require any of
the attached nodes to make routing decisions. A message simply flows
away from the originating node in both directions towards the ends of
the bus. The intended destination node must be able to recognize
messages that are intended for it and then read the message as it passes
by .

Each node is attached to the bus medium in a ’T’ fashion so that
the message signal continues to propagate down the bus whatever the
action in or by the attached nodes; there is therefore no requirement
for a bus node to absorb and regenerate the message, and no modification
or delay is imposed on the information in transit.

It is this intrinsic feature of the bus topology which offers the
great attraction of simplicity and ’fail safe’ operation.

In practice, most LAN’s employ the serial BUS topoplogy, with a few
manufacturers prefering the RING topology for higher transfer speeds.
They are used primarily because they utilize decentralized or distributed
control. In contrast to the centralized approach of the STAR and LOOP
topologies.

NETWORK ACCESS METHODS

Currently, two dominant but widely varying network access control
schemes have proved successful: carrier sense multiple access with
collision detection (CSMA/CD) and token passing.

Although used predominantly in ring networks, token passing also
finds use in some bus networks. By design only the node that holds the
token at any time can transmit on the network; therefore, no access
control conflicts can arise.

In a ring network, a message token passes from node to node in one
direction during the idle network periods. Under strict timing rules,
any node wanting network access must acquire the token within a defined
interval by altering one of the token’s bits on the fly. This node then
transmits its message.

Additionally, in ring networks, the sending node also serves as the
receiving node for token acknowledgement purposes and recreates the
token for recirculation to furnish network access to other nodes.

In bus networks, the token goes from node to node in predetermined
fashion. Each node knowing from which node a message comes from and
where it is going.

Token passing is highly deterministic and predictable. One can
calculate the maximum delay that a station will encounter in gaining
network access (this is not possible with CSMA methods, whose channel
access times fluctuate randomly).
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Another token passing advantage stems from the high transmission
efficiency acheived for varied message/packet sizes and data rates.
Other key advantages include guaranteed maximum access times to
accomodate real time applications, reliable operation under all load
conditions and media independence without collision detection
mechanisms.

However, tokens travel only in one direction in a ring network, if
a node misses a token, it must wait until the token makes a complete
ring revolution. Additionally, a break in the enclosed ring opens the
circuit and destroys the token. The asynchronous operation of token
passing can allow message tokens to get lost, destroyed, or degraded in
a distributed control topology. Furthermore, strict timing requirements
translate into design complexity.

Just as token passing dominates in control accessing ring networks,
the Carrier Sense Multiple Access with Collision Detection (CSMA/CD)
method governs virtually all bus networks. It ‘involves two major
operational rules. First when the bus or data channel is busy --
attending to a nodes’s message transmission needs -- all other nodes
must wait until the channel clears before trying to send their own
messages. Then, multiple nodes might attempt to transmit simultaneously,
resulting in message interference or collision. To avoid this situation,
the second rule stipulates that these nodes stop transmitting and wait
for varying delay times before transmitting again.

This access method’s chief advantages lie in 1) its s1mp11c1ty -
reflected in lower costs per node because the scheme needs no complex or
expensive priority access circuits, and 2) its variable length message
handling efficiency - more than 99 percent of all messages get through
in bursty or intermittent applications (such as office automation).
Conversely, for heavy traffic applications such as busy data or
reservation processing systems, CSMA/CD incurs higher message collision
levels, longer access delays and reduced thoughput as maximum node to
node distance increases (for a given data rate). Moreover, it doesn’t
suit real time needs because no priority mechanism exists: Messages with
different degrees of importance compete equally for bus access. In the
ultimate worst lockout condition, a node’s message continually collides
with those of competing nodes and never gains bus access.

Several bus networks do not use the collision detection aspect of
CSMA/CD because their lightly loaded applications result in extremely
low collision rates. Using collision avoidance instead, these networks
save cost and complexity in their bus interface boards.

In collision avoidance, message collisions get detected by the
sending and receiving nodes’ circuits. In a common detection technique,
the receiving node delivers an acknowledgement signal back to the
sender. Should the sender not receive the acknowledgement, it usually
retransmits until successful.
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TRANSMISSION MEDIA

As mentioned earlier, transmission media vary from low cost twisted
pair, to expensive fiber optic cable. In some applications, even low
cost telephone or ac-power wiring prove adequate. But the systems
that use such wiring can be complex, expensive, and offer limited
performance. For example, digital PBX systems use telephone wires for
both voice and data switching, but their high cost ($100,000 or more),
low data rates (56K bps) and centralized control limit their usefulness
in most local networks -- except for large busy corporations.

Other applications employ shielded twisted pair wiring. This
inexpensive, easily installed medium effectively ties together limited
numbers of microcomputers (normally under 100) operating at moderate
speeds (250K to 2M bps) over distances to several thousand feet.

Although currently exhibiting the highest transmission medium price
fiber optics possesses inherent point to point performance capabilities
that outclass all other transmission media. Its key characteristics
include virtually unlimited bandwidth, high gigabit per second data
transmission speeds, insensitivity to electromagnetic interference,
complete electrical ground isolation between transmitter and receiver,
high voltage isolation, nonelectronic radiation, small size and light
weight. Despite these impressive properties, though, fiber optics is
still too costly for multitapped connections.

Compared with low cost twisted pair wiring, shielded coax1al
cable’s moderate cost, high performance, ready availability, easy
configurability and wide bandwidth make it the most popular transmission
medium for interconnecting local networks. Because it maintains low
level capacitance in lengths to several miles, coax allows high megabit
per second data rates without signal regeneration, echoes or distortion.
These features reflect a field proven technology with more than 20 years
of use in data communication networks and CATV applications.

Two major types of coax exist, baseband and broadband. Physically,
and in price, they differ only slightly. Connections to baseband coax
can be made two ways -- inline and via a clamping tap. When a clamping
tap is used, systems can be easily and quickly connected to or
disconnected from a baseband coax at any location without disturbing
network operations. To make an inline connection to baseband coax, one
must shut down the network in order to sever the cable -- or else attach
to the end of a cable segment.

Currently, connections to broadband coax must be inline. Therefore,
one should plan ahead by installing extra interface units. Otherwise,
the cable must be cut while making new connections, resulting in segment
shutdown. .

Broadband’s principle advantage lies in its immense information
handling capacity: One braodband cabled local network accomodates many
thousands of connected nodes, handling nearly all the word, data, voice,
video, and image communications generated by a busy high traffic system.
These communications might include broadcast and closed circuit TV,
video surveillance, telephone calls, facsimile, word messages, and data
transactions.
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However, broadband has two major shortcomings. In addition to
requiring network and station interfaces, it uses expensive fixed
frequency or frequency agile modems costing $500 to $1200. Not only
does this double the broadband interface cost, but tunable RF modems
prove difficult to check, maintain, and adjust because they are usually
installed behind walls and above ceilings. They also limit the
broadband coax’s data throughput.

The second major shortcoming centers on the need for incorporating
a central transmission or head end in a single cable network. This
facility acts as the network’s technical control center. It filters
incoming RF signals from multidropped sending nodes and retransmits them
at higher frequencies to receiving nodes. This central transmission
facility represents a point that, if it fails, can deactivate the entire
network. .

Overall a baseband network exhibits a considerably lower price tag
both in network startup and in network interface costs, than a broadband
network.

FUTURE ISSUES FOR LOCAL AREA NETWORKS

NETWORK MANAGEMENT - As larger numbers of systems connect to the LAN,
having the tools to allow effective resource management and
planning will become increasingly important.

SECURITY - Most organizations want to protect the confidentiality of
traffic flowing over the network. In some ways a LAN provides more
security than conventional office communications, such as phone or
interoffice mail. Converting voice and paper information to
electronic signals makes them less accessible to the ordinary
office worker. On the other hand, a communications network is a
powerful tool in the hands of a sophisticated information thief or
saboteur.

TECHNOLOGY IMPROVEMENTS - The encapsulation of LAN communication systems
onto VLSI silicon chips will contribute significantly to the
promotion and general acceptance of LAN facilities. THe VLSI will
1) reduce the LAN component prices and 2) enforce a level of
LAN standardization through market volume. }

STANDARDIZATION - ANSI? ISO? IEEE? XEROX "ETHERNET"? Ring or Bus... or
both? Broadband and baseband standards... how compatible? The
number of organizations involved in working with LAN specifications
is large and their interests and motivations are diverse.

BRIDGES AND GATEWAYS - The creation and use of LAN facilities will
demand the development of mechanisms to 1) interconnect various
LAN’s to each other and 2) interconnect LAN’s to long haul networks
to allow long distance informational exchange and resource sharing.
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SUMMARY

The creation and effective implementation of a local area network
is the key to unlock the full potential of the "information age". A LAN
should be used to bind the distributed systems within an organization
into a unified resource. The effectiveness of this total resource will
then be measured by added capability and the degree of coherence that it
achieves. This is turn will depend on the care and foresight put into
the design of the network and the development of standards for
interworking of systems at all levels.
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LOCAL AREA NETWORKING SIMPLIFIED
WITH A DATA PABX

By C. H. "Bill" Skaug

Micom Systems is a rapidly growing manufacturer of data
communications equipment for minicomputer users. Two years
ago, when the company was less than a third of its present
size, we met our data processing requirements by using
service bureaus. Today, we have six in-house systems in a
local network, another system on order, and we still use
outside services.

Soon after we began installing our in-house systems, we
recognized the need for local networking. We chose a data
PABX approach, and time has shown that it was the right
choice, as the system has easily grown to accommodate more
machines and users. We think our experiences are typical of
many growing organizations, and of other computer users with
dynamically changing systems.

We also believe that our evolution into local networking--from
dial-up lines, to data concentrators, to dedicated in-house
links, to a data PABX, and finally to multiple interlinked
local nets--is typical of the  direction others will take
over the next several years, in spite of many glamorous
alternatives.

Beginning with dial-up access

Starting in 1980, we used two major computing services, Xerox
Computer Services and General Electric Information Services
Company (GEISCO). Xerox supplied standard "canned" business
applications, while GEISCO was used on a more ad hoc basis
for engineering and management applications. Due to the
different usage patterns of the two services, different
communications techniques proved appropriate.

For the quick or intermittent problem-solving performed by a
large user base accessing GEISCO, we used dial-up lines,
allowing the engineer or manager to reach the system from a
terminal in his (or her) office. Dial-up access is one of
the simplest forms of data communications, requiring only a
modem to supplement the user's terminal, and this is the way
many organizations begin their dp. We were no different.



Concentrating on leased lines

We used the Xerox service bureau for the day-to-day commer-
cial applications, which typically were accessed by a smaller
group in the accounting and manufacturing departments. These
users were on-line all day, or at least a great part of it.
This meant that a leased, rather than dial-up, line would
be most cost-effective.

To further keep telephone line costs under control, we in-
stalled 8-channel (later 1l6-channel) data concentrators at
each end of the leased line. These concentrators (sometimes
called statistical multiplexors) let us run up to 16 terminals
while paying for only one telephone line.

In some ways, using concentrators and a leased line is at least
as simple as dial-up access, since the amount of data communi-
cations hardware is reduced. Instead of 16 modems and 16
phone lines, our communications 1link had one concentrator
with an integral modem at each end of the single telephone
line. (And the concentrators could pay for themselves in
a matter of months in savings on telephone 1line charges.)
This worked well for us--for awhile.

Driving an in-house system

Then, about two years ago, when we were a $15 million company,
our growing size and DP requirements finally sent us looking
for our first in-house computer. We hoped for a single
system that could handle all our dp needs: administrative,
financial, engineering software support, customer service,
and CAD/CAM. We didn't choose an HP 3000, as this audience
might expect; we installed a Prime 750, mainly due to software
considerations.

However, by the time the Prime was up and running, we had
already outgrown it. We proceeded to order our first HP 3000,
a Model 44 (again chosen due to its software), along with
another, smaller, Prime to handle CAD/CAM on a dedicated basis.
By this time, we had decided to put financial and manufacturing
applications, including MRP and Bills of Material, on the
HP, leaving the Primes for use by our customer service and
engineering departments.
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Fortunately for wus, with the installation of our first
computer, the Prime, we made a data communications policy
decision which is with us today: unless the terminal is in
the same room as the computer, we use line drivers to connect
the terminals to their hosts. For those who are not familiar
with them, line drivers are functionally analogous to modems
but much less expensive. Capable of operating over distances
of a few miles, they condition the signals going between com-
puters and terminals in order to ensure reliable transmission
beyond the EIA RS232C-specified maximum cable run of 50
feet.

While people routinely exceed the 50-foot limit without modems
or line drivers, we didn't want to risk the problems of
cross-talk or electrical interference when our walls and
ceilings got more crowded with active data links. 1In fact,
we even use line drivers to connect terminals to nearby data
concentrators if there is any chance of a problem.

All of this worked well while we had only a single computer
supporting those rapidly multiplying terminals.

Accessing multiple computers

When our second computer, the HP 3000, arrived, we faced a new
problem, one which would compound as we added more machines.
While we had successfully managed to split applications
between HP and Prime systems, many users needed access to
both. So much for "best laid plans."

Faced with providing one user access to two computers, we had
several choices. We could have added extra wires through
walls and ceilings for each multi-machine user, and asked
the user to plug his terminal to the appropriate set as
needed, or we could have--even more magnanimously--installed
a second terminal for each of these folks. Neither solution
was economically viable, particularly when we envisioned the
consequences of adding more people and more machines to
cover our continuing growth.

Instead, we left the wiring and terminal situation as it was,
and made our move in the computer room, where we installed a
data PABX. With the data switch, as it is often called, we
have in essence a private telephone system that can connect
any authorized user to any available computer port. And, if
a port isn't available--say all the HP ports are tied up
with accounting business at the end of the quarter--then
the user asking for an HP port is told (in effect) "They're
all busy. Wanna wait? You'll be number three in line." This
is the data PABX equivalent of camp-on busy in a voice exchange.



The advantages of a data PABX

The primary advantage of a data PABX, although it has many,
is its ability to connect any terminal to any requested
resource (subject to security considerations programmed into
the switch). This means we can hardwire a. terminal to the
data switch, and from the terminal keyboard a user can request
a port on one of our HP systems, one of the Primes, a Zilog
development system our engineers use, or whatever we may
acquire in the future. We can add more computer systems and
terminals as we grow. We can even let users call outside,
through the switch, to reach one of the service bureaus.

We also benefit from a "statistics log" feature of the switch
which provides detailed reports of all switch activity (a
function which would require a dedicated processor in other
proposed networking plans). And our network easily supports
remote users and remote computers.,

The switch also lets us save money by using leased lines,
while still providing "dial-up like access" to several com-
puters. And nothing keeps us from “remoting" some of the
CPU's, heightening that dial-up parallel.

An example may help to illustrate the degree of flexibility we
realize by combining data concentrators, leased lines, and
the switch. Say one user at Micom Caribe, our Puerto Rican
facility, needs to use one of the HP systems. He simply
turns his terminal on, and the switch, which is in our
headquarters in Chatsworth, California, automatically asks
him where he wants to be connected. He can answer with a
symbolic name, in our case with an "H" for one of the HPs
or with an "M" for the HP running MANMAN, or whatever, and
the data PABX makes the connection.

A few minutes later, an engineer in Puerto Rico may turn on
his terminal and ask for one of the Primes. Although both
active terminals are on the same leased line, each user gets
the same service he would on his own unshared line. For
that matter, either of these two users can log off one machine
and ask for another without affecting the transmission of
the other user on the line.

Perhaps it's inevitable that our version of local networking
using a data PABX is continually compared to others which
use more exotic technologies. We don't mind. We show up
well in the comparisons. For example, the new proposed local
networks which use coaxial cable or fiber optics offer one very
appealing feature in their ability to support many users on
the same physical medium. But we can do the same by adding
a few new twists to plain o0ld telephone technology. In our
corporate headquarters we've begun using a new type of line
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driver that can multiplex up to eight asynchronous terminals
over the same two pairs of wire that might otherwise be used
for a single telephone or terminal. This saves us time,
money, and effort., We already have our offices wired for
terminals, so now we can use the same wiring to connect several
terminals in one room to the data PABX. In addition to
saving us the time and cost, and disruption of stringing new
wires, it also reduces the number of line drivers we need by
as much as a factor of eight.

Growing the network

As might be expected, as our data processing capabilities have
grown, so has the data PABX. Luckily, the switch is easy to
expand with the addition of simple plug-in interface card
modules. These provide four 1line or port interfaces per
card slot, and each bay has up to 32 slots, which works out
to 128 lines or ports (intermixed) per 19-inch bay.

As we fill a bay, we simply add another. Once we had our
first HP 3000 and Prime pair connected to the switch, it
took about 30 days before we added our second bay; 60 days
later we put in bay number three. We've already ordered our
fourth, and we can continue to put them in until the raised
floor collapses from the weight.

All of this can lead to a massive set of cables for local and
remote terminals, we found. We have about 250 terminals in
our Chatsworth facilities, and another 30 to 40 in the field.
To simplify the wiring of the nearly 300 RS232C connections
coming into the computer room, we have adopted a technique
called "group termination." All incoming 1lines go to a
wall-mounted telephone block; cables with 50-pin connectors
attach the block to the switch. Each of the cables handles
either six terminals (with EIA control signals) or 12 terminals
(data only).

Of course this greatly reduces the snarled wiring behind our
switch, and decreases the cabling under our flooring. It
also makes connecting to the data PABX quicker, as we can
attach as many as 12 terminals when we plug in a single
50-pin connector. (The group termination technique we use
should not be confused with another that uses similar wall-
mounted blocks but omits the 50-pin connectors, leaving the
user with a fistful of loose wires that must be connected to
screw terminals on the switch.)



Growing new networks

Another advantage of basing local networks on data PABXs comes
from the transparency of the network and the flexibility for
adding new network components. While our switch grew, we
acquired a pair of used HP 3000 Series III systems. One has
been traded up to a Model 64. The other has been earmarked for
Micom Caribe, with installation there slated for the first few
months of next year. The machine destined for Caribe is
already operating in Chatsworth, and users in Puerto Rico
already access it through the switch. This allows them to
follow our progress in implementing their applications, and
to offer feedback. It allows us, in turn, to maintain cen-
tralized control over the system without flying liaison
staff members back and forth between the two sites.

When it comes time, we see two ways to make the cut-over. We
may temporarily move the Caribe applications to one of our
other HP 3000s, tell the switch to put Caribe users on the
new host, and ship the Series III to Puerto Rico. We could
then fly the latest SYSDUMP of their work to Puerto Rico over
a weekend, and complete the cut-over. The real location of
the hardware, thanks to the data PABX, is transparent to the
users. The second alternative would be to acquire still
another HP 3000, endearing us to our friends in Palo Alto,
and as in the first case, pull a SYSDUMP at the start of a
weekend, fly it to Puerto Rico, and complete the cut-over in
time for the start of a new week,

In either case, we could retain a leased telephone line
between Puerto Rico and our California data PABX, which would
give users at each site access to each other's computer
systems and data bases. Should the workload in Puerto Rico
ever warrant it, we could also install a data PABX there, to
attain still another degree of flexibility.

And there's more. We may also bring our British subsidiary,
Micom-Borer on-line soon, and one day could plant a small
network there as well.

In spite of the many miles involved, including possibly a
trans-oceanic hop, we'd still have "local” networks in most
senses of the term; those local networks would just happen
to be interlinked.
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Networks within networks

We're also expanding the scope of our networking in another
way. Our fourth HP 3000 will be expected to support DS/3000.
The new machine will connect to our data PABX and through a
high speed link to one of the other 3000s. Our reason for
going to DS/3000 is one of response time for our many users
in finance, manufacturing, and sales support who make inquiries
against a large IMAGE data base now residing on one of the
3000s.

Initially we expect to put MANMAN and Accounts Payable on one
of the 1linked 3000s, General Ledger, Accounts Receivable,
and Order Management applications on the other., Files unique
to each host will become more readily available to our users,
and common files will be kept synchronized through the
facilities of DS/3000. )

Because of the transparency of the data PABX, we don't fore-
see any problems with the two networking systems operating
together. Additionally, if someone needs to switch applica-
tions, say from A/R to A/P, it will be more efficient to
reconnect to the appropriate host through the switch, as
opposed to using the high speed interprocessor 1link and
stealing capacity from DS/3000.

Conclusions

As we've grown our network, we've learned a few things, the
most important of which is just how right we were to start
with a data PABX. Unless your users stick to a single com-
puter, or don't <ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>