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NAME
intro - introduction to miscellany -

DESCRIPTION
This section describes miscellaneous facilities such as macro packages, character set tables, and the file sys-

tem hierarchy.

SEE ALSO
Introduction(9).
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NAME

acl - introduction to access control lists

DESCRIPTION

Access control lists are a key enforcement mechanism of discretionary access control (see Definitions
below), for specifying access to files by users and groups more selectively than traditional HP-UX mechan-
isms allow.

HP-UX already enables non-privileged users or processes, such as file owners, to allow or deny other users
access to files and other objects on a “need to know’ basis, as determined by their user and/or group iden-
tity (see passwd(4) and group(4)). This level of control is accomplished by setting or manipulating a file's
permission bits to grant or restrict access by owner, group, and others (see chmod(2)).

ACLs offer a greater degree of selectivity than permission bits. ACLs allow the file owner or superuser to
permit or deny access to a list of users, groups, or combinations thereof.

ACLs are supported as a superset of the UNIX operating system discretionary access control (DAC) mechan-
ism for files, but not for other objects such as inter-process communication (IPC) objects.

Definitions
Because control of access to data is a key concern of computer security, we provide the following definitions,
based on those of the Department of Defense Trusted Computer System Evaluation Criteria, to explain
further both the concepts of access control and its relevance to HP-UX security features:

access “A specific type of interaction between a subject and an object that results in the flow
of information from one to the other.” Subjects include “persons, processes, or devices
that cause information to flow among objects or change the system state.” Objects
include files (ordinary files, directories, special files, FIFOs, etc.) and inter-process com-
munication (IPC) features (shared memory, message queues, semaphores, sockets).

access control list (ACL)
An access control list is a set of (user.group, mode) entries associated with a file that
specify permissions for all possible user-1D/group-1D combinations.

access control list (ACL) entry
An entry in an ACL that specifies access rights for one user and group ID combination.

change permission
The right to alter DAC information (permission bits or ACL entries). Change permis-
sion is granted to object (file) owners and to privileged users.

discretionary access control (DAC)
“A means of restricting access to objects based on the identity of subjects and/or
groups to which they belong. The controls are discretionary in the sense that a sub-
ject with a certain access permission is capable of passing that permission (perhaps
indirectly) to any other subject.”

mode Three bits in each ACL entry which represent read, write, and execute/search permis-
sions. These bits may exist in addition to the 16 mode bits associated with every file
in the file system (see glossary(9)).

privilege The ability to ignore access restrictions and change restrictions imposed by security
policy and implemented in an access control mechanism. In HP-UX, superusers and
members of certain groups (see privgrp(4)) are the only privileged users.

restrictive versus permissive
An individual ACL entry is considered restrictive or permissive, depending on context.
Restrictive entries deny a user and/or group access that would otherwise be granted
by less-specific base or optional ACL entries (see below). Permissive entries grant a
user and/or group access that would otherwise be denied by less-specific base or
optional ACL entries.

Access Control List Entries

An access control list (ACL) consists of sets of (user.group, mode) entries associated with a file that specify
permissions. Each entry specifies for one user-1D/group-ID combination a set of access permissions, includ-
ing read, write, and execute/search.
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To help understand the relationship between access control lists and traditional file permissions, consider
the following file and its permissions:

-rwxr-xr-- james admin datafile

The file owner is user james.

The file's group is admin.

The name of the file is datafile.
The file owner permissions are rwx.
The file group permissions are r-x.
The file other permissions are r--.

In an ACL, user and group IDs can be represented by names or numbers, found in /etc/passwd. The fol-
lowing special symbols can also be used:

%  Symbol representing no specific user or group.
@ Symbol representing the current file owner or group.

Base ACL Entries
When a file is created, three base access control list entries are mapped from the file's access permission
bits to match a file's owner and group and its traditional permission bits. Base ACL entries can be changed
by the chmod(2) and setacl (2) system calls.

(uid.%,mode)  Base ACL entry for the file's owner
(%.gid,mode)  Base ACL entry for the file's group
(%.%,mode) Base entry for other users

(Except where noted, examples are represented in short form notation. See ACL Notation, below.)
Optional ACL entries
Optional access control list entries contain additional access control information, which the user can set

with the setacl (2) system call to further allow or deny file access. Up to thirteen additional user/group com-
binations can be specified.

For example, the following optional access control list entries can be associated with our file:
(mary.admin, rwx) Grant read, write, and execute access to user mary in group admin.
(george.%, ---) Deny any access to user george in no specific group.

ACL Notation
Supported library calls and commands that manage ACLs recognize three different symbolic representa-

tions:

operator form For input of entire ACLs and modifications to existing ACLs, in a syntax similar to that used
by chmod(1).

short form Easier to read, intended primarily for output. chacl(1) accepts this form as input so that it

can interpret output from Isacl(1).
long form A multi-line format useful for greater clarity, and supported only for output.
For our example file, the base ACL entries could be represented in the three notations as follows:
operator form james.% = rwx, %.admin =rx, %.% =r

short form (james.%,rwx) (%.admin,r-x) (%.%,r--)
long form rwx  james.%

r-x %.admin

r-- %.%

In addition to basic ACL usage, some library calls and commands understand and use a variation of operator
and short forms. See the section below on ACL Patterns.

ACL Uniqueness
Entries are unique in each ACL. There can only be one (u.g, mode) entry for any pair of u and g values; one
(u.%, mode) entry for a given value of u; one (%.g, mode) entry for a given value of g; and one (%.%, mode)
entry for each file. For example, an ACL can have a (23.14, mode) entry and a (23.%, mode) entry, but not
two (23.14, mode) entries or two (23.%, mode) entries.
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Access Check Algorithm
ACL entries can be categorized by four levels of specificity. In access checking, ACLs are compared to the
effective user and group IDs in this order:

(u.g, rwx) specific user, specific group

a (u.%, rwx) specific user, no specific group
(%.9, rwx) no specific user, specific group
(%.%, rwx) no specific user, no specific group

Once an entry for the combination of a process effective user ID and effective group ID (or any supplemen-
tary group ID) is matched, no further (that is, less specific) entries are checked. More specific entries that
match take precedence over any less specific ones that also match.

If a process has more than one group ID (that is, a non-null supplementary groups list), more than one (u.g,
mode) or (%.g, mode) entry might apply for that process. If so, the access modes in all matching entries (of
the same level of specificity, u.g or %.g) are OR'd together. Access is granted if the resulting mode bits
allow it. Since entries are unique, the order of entries in each entry type is insignificant.

Because the traditional UNIX permission bits are mapped into base ACL entries, they are included in access
checks.

If a request is made for more than one type of access, such as opening a file for both reading and writing,
access is granted only if the process is allowed all requested types of access. Note that access can be
granted if the process has two groups in its groups list, one of which is only allowed read access, and the
other of which is only allowed write access. In other words, even if the requested access is not granted by
any one entry, it may be granted by a combination of entries due to the process belonging to several groups.

Operator Form of ACLs (input only)
user. group operator mode [ operator mode ]... , ...

Multiple entries are separated by commas, as in chmod(1). Each entry consists of a user identifier and
group identifier followed by one or more operators and mode characters, as in the mode syntax accepted by
chmod(1).

The entire ACL must be a single argument, and thus should be quoted to the shell if it contains whitespace
or special characters. Whitespace is ignored except within names. A null ACL is legitimate, and means
either “no access” or “no changes”, depending on context.

Each user or group ID may be represented by:

name Valid user or group name.

number Valid numeric ID value.

% “No specific user or group,” as appropriate.

@ “Current file owner or group,” as appropriate; useful for referring to a file's u.% and %.g

base ACL entries.
An operator is always required in each entry. Operators are:

= Set all bits in the entry to the given mode value.
+ Set the indicated mode bits in the entry.
- Clear the indicated mode bits in the entry.

The mode is represented by an octal value of O through 7; or any combination of r, w, and x can be given in
any order (see EXAMPLES below). A null mode denies access if the operator is =, or represents “no change”
if the operator is + or -.

Multiple entries and multiple operator-mode parts in an entry are applied in the order specified. Conflicts
do not result in error; the last specified entry or operator takes effect. Entries need not appear in any par-
ticular order.

Note that chmod(1) allows only u, g, o, or a to refer symbolically to the file owner, group, other, or all
users, respectively. Since ACLs work with arbitrary user and group identifiers, @ is provided as a conveni-
ence.

The exact syntax is:

acl [ entry[, entry]...]

entry id . id op mode [ op mode]...
id : name | number | % | @

op ==+ -
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mode : 0.7 | [ char| charl]...]
char == r | w]|X

Short Form of ACLs (input and output)
(user . group, mode) ...

Short form differs from operator form in several ways: a
. Entries are surrounded by parentheses rather than being separated by commas.

. Each entry specifies the mode, including all mode bits. It is not possible to change the mode value
with + and - operators. However, the comma functions like the = operator in operator form.

. For clarity, hyphens represent unset permission bits in the output of the mode field and are allowed in
input. This resembles the mode output style used by Is(1).

Multiple entries are concatenated. For consistency with operator form, a dot (.) is used to separate user
and group IDs.

On output, no whitespace is printed except in names (if any). 1D numbers are printed if no matching names
are known. Either ID can be printed as % for “no specific user or group.” The mode is represented as
<r|-><w]-><x]->, that is, it always has three characters, padded with hyphens for unset mode bits. If the
ACL is read from the system, entries are ordered by specificity, then by numeric values of ID parts.

On input, the entire ACL must be a single argument, and thus should be quoted to the shell if it contains
whitespace or special characters. Whitespace is ignored except within names. A null ACL is legitimate, and
means either “no access” or “no changes”, depending on context.

User and group IDs are represented as in operator form.

The mode is represented by an octal value of 0 through 7; or any combination of r, w, x and - (ignored) can
be given in any order (see EXAMPLES below). A null mode denies access.

Redundancy does not result in error; the last entry for any user-ID/group-1D combination takes effect.
Entries need not appear in any particular order.

The exact syntax is:

acl [ entry[ entry]...]

entry ( id. id, mode)

id name | number | % | @
mode : 0.7 | [ char| charl]...]
char = r|w]|x]|-

Long Form of ACLs (output only)
mode user . group

Each entry occupies a single line of output. The mode appears first in a fixed-width field, using hyphens
(for unset mode bits) for easy vertical scanning. Each user and group ID is shown as a name if known, a
number if unknown, or % for “no specific user or group.” Entries are ordered from most to least specific,
then by numeric values of ID parts.

Note that every ACL printed has at least three entries, the base ACL entries (that is, uid.%, %.gid, and
%.%).

The exact syntax is:

acl entry[< newline>entry]...
entry mode<space>id. id
mode : <r|-><w|-><x|->

id RE name | number | %

ACL Patterns
Some library calls and commands recognize and use ACL patterns instead of exact ACLs to allow operations
on all entries that match the patterns. ACL syntax is extended in the following ways:

wildcard user and group I1Ds
A user or group name of O(wildcard) matches the user or group ID in any entry, including
% (no specific user or group).
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mode bits on, off, or ignored
For operator-form input, the operators =, +, and - are applied as follows:

= entry mode value matches this mode value exactly
+ these bits turned on in entry mode value
- these bits turned off in entry mode value

When only + and - operators are used, commands ignore the values of unspecified mode
bits.

Short-form patterns treat the mode identically to the = operator in operator form.

wildcard mode values
A mode of O (wildcard) in operator or short form input (for example, “ajs.%=0" or
“(ajs.%,0") matches any mode value, provided no other mode value is given in a operator-
form entry. Also, the mode part of an entry can be omitted altogether for the same effect.

entries not combined
Entries with matching user and group ID values are not combined. Each entry specified is
applied separately by commands that accept patterns.

ACL Operations Supported

The system calls setacl(2) and getacl(2) allow setting or getting the entire ACL for a file in the form of an
array of acl_entry structures. To check access rights to a file, see access(2) and getaccess (2).

Various library calls are provided to manage ACLS:
acltostr (3C) Convert acl_entry arrays to printable strings.
strtoacl (3C) Parse and convert ACL strings to acl_entry arrays.

strtoaclpatt(3C)
Parse and convert ACL pattern strings to acl_entry_patt arrays.

setaclentry (3C)

fsetaclentry Add, modify, or delete a single ACL entry in one file's ACL.

cpacl (3C)

fcpacl Copy an ACL and file miscellaneous mode bits (see chmod(2)) from one file to another,
transfer ownership if needed (see below), and handle remote files correctly.

chownacl(3C) Change the file owner and/or group represented in an ACL, that is, transfer ownership (see
below).

The following commands are available to manage ACLs and permissions:

chacl(1) Add, modify, or delete individual entries or all optional entries in ACLs on one or more files,
remove all access to files, or incorporate ACLS into permission bits.

Isacl(1) List ACLs on files.

chmod(1) Change permission bits and other file miscellaneous mode bits.

I1s(1) In long form, list permission bits and other file attributes.

find(1) Find files according to their attributes, including ACLs.

getaccess (1) List access rights to file(s).

ACL Interaction with stat(2), chmod(2), and chown(2)

stat The st_mode field summarizes the caller’'s access rights to the file. It differs from file permission
bits only if the file has one or more optional entries applicable to the caller. The st_basemode field
provides the file's actual permission bits. The st_acl field indicates the presence of optional ACL
entries in the file's ACL.

The st_mode field contains a user-dependent summary, so that programs ignorant of ACLs that use
stat(2) and chmod(2) are more likely to produce expected results, and so that stat(2) provides rea-
sonable information about remote files over NFS. The st_basemode and st_acl fields are useful only
for local files.

chmod For conformance with IEEE Standard POSIX 1003.1-1988, chmod(2) deletes any optional entries in
a file's ACL. Unfortunately, since chmod(2) is used to set file miscellaneous mode bits as well as
permission bits, extra effort is required in some cases to preserve a file's ACL.
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chown If the new owner and/or group of a file does not already have an optional (u.%, mode) and/or (%.g,
mode) entry in the file's ACL, it inherits the old owner’s and/or group'’s file access permission bits
and base ACL entry:

(id1,model) -> (id2,mode1l)
This is the traditional behavior. However, if the new owner and/or group of a file already has an a
optional (u.%, mode) and/or (%.g, mode) entry in the file's ACL, the ACL does not change:
(id1, model) -> (id1, model)
(id2, mode2) -> (id2, mode2)
Existing access information in the ACL is preserved. However, because the old optional ACL entry
becomes the new base ACL entry and vice versa, the file's access permission bits change.

Transferring ownership of ACLs by chown(2) allows a file to be transferred to a different user or
group, or copied by a different user or group than the owner (using cpacl(3C) or chownacl(3C)),
and later returned to the original owner or group without net changes to its ACL. The extra com-
plexity is necessary because:

. ACLs are a backward-compatible superset of permission bits (which are coupled to file owner
and group IDs), not a replacement for them.

. it enables users and programs that deal with ACLs to do so simply, rather than with a combi-
nation of permission bits and ACL entries. Also, the access check algorithm is simpler and
more symmetrical; permission bits do not “eclipse”’ or “mask” ACL entries.

EXAMPLES
Operator Form
The following sets the %.% entry to restrict “other” users to only reading the file.

chacl '%.% = r myfile

The following allows user “bill” in any group to write the file, assuming that no restrictive entry is more
specific than the bill.% entry (for example, a bill.adm entry that denies writing).

chacl 'bill.% +w myfile

The following ACL specification contains two entries. The first one deletes write and adds read capability to
the entry for user 12, group 4. The second entry denies access for any unspecified user in any unspecified

group.
chacl '12.4-w+r, %.% =" myfile

The following pair of entries sets the u.% entry for the file's owner to allow both read and execute and
results in adding write and execute capabilities for “other” users (the “%.%” entry). Note that a mode char-
acter is purposely repeated for illustration purposes.

chacl '@.% =5, %.% + xwx myfile
Short Form
Here is a typical ACL as it might be printed. It allows user jpc to read or execute the file while in group
adm; it denies user ajs access to the file while in group trux; it allows user jpc in any group (except adm)

to only read the file; any other user in group bin may read or execute the file; and any other user may only
read the file.

(jpc.adm,r-x)(ajs.trux,---)(jpc.%,r--)(%.bin,r-x)(%.%,r--)
The following allows “other” users to only read the file.
chacl '(%.%,r)’ myfile
The following sets write-only access for user bill in any group.
chacl '(bill.%,-w-)’ myfile
The following sets the entry for user 12 in group 4 to allow read and write.
chacl '(12.4,wr)’ myfile

The following sets the base ACL entry for the file's owner to allow both read and execute, and sets write
and execute capabilities for “other” users (the “%.%" entry).
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chacl '(@.%, 5) (%.%, xwx)’ myfile

Long Form
Here is the same ACL as in an earlier example, printed in long form.

r-x  jpc.adm

--- ajs.trux
r--  jpc.%
r-x  %.bin
r- %.%

ACL Patterns
The following command locates files whose ACLs contain an entry that allows read access and denies write
access to some user/group combination.
find / -acl 'OFr-w -print
The following matches entries for any user in group bin and for user tammy in any group, regardless of
the entries’ mode values. Matching optional ACL entries are deleted and mode values in matching base
ACL entries are set to zero:

chacl -d "%.bin, tammy.O0=0 myfile

The following matches all entries, deleting optional entries and setting mode values of base ACL entries to
zero:

chacl -d (OO0’ myfile
HEADERS

Header <sys/acl.h>
The <sys/acl.h> header file defines the following constants to govern the numbers of entries per ACL:

NACLENTRIES maximum number of entries per ACL, including base entries
NBASEENTRIES  number of base entries
NOPTENTRIES number of optional entries

The ACL entry structure struct acl_entry is also defined, and includes the following members:

aclid_t uid,; [* user ID */
aclid_t gid; [* group ID */
aclmode_t mode; [* see <unistd.h> */

The <sys/acl.h> header also defines the types aclid_t and aclmode_t.
Non-specific user and group ID values:

ACL_NSUSER non-specific user 1D
ACL_NSGROUP  non-specific group ID

A special nentries value ACL_DELOPT is used with setacl (2) to delete optional entries.
Header <sys/getaccess.h>

The <sys/getaccess.h> header defines constants for use with getaccess(2).

Special parameter values for uid:

UID_EUID use effective user ID
UID_RUID use real user ID
UID_SUID use saved user ID

Special parameter values for ngroups:

NGROUPS_EGID process’s effective gid
NGROUPS_RGID process's real gid

NGROUPS_SGID process’s saved gid
NGROUPS_SUPP process's supplementary groups only

NGROUPS_EGID_SUPP  process's eff gid plus supp groups
NGROUPS_RGID_SUPP  process’s real gid plus supp groups
NGROUPS_SGID_SUPP  process's saved gid plus supp groups
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Header <acllib.h>

The <acllib.h> header file defines several constants for use with ACL support library calls.
Symbolic forms of ACLs for acltostr():
FORM_SHORT
FORM_LONG a

Magic values for various calls:

ACL_FILEOWNER file’'s owner ID
ACL_FILEGROUP  file’'s group ID

ACL_ANYUSER wildcard user ID
ACL_ANYGROUP wildcard group ID
MODE_DEL delete one ACL entry

Mask for valid mode bits in ACL entries:
MODEMASK (R_.OK | W_OK | X_OK)

The <acllib.h> header also defines the struct acl_entry_patt ACL pattern entry structure, which
includes the following members:

aclid_t uid,; [* user ID */
aclid_t gid; [* group ID */
aclmode_t onmode; /* mode bits that must be on */
aclmode_t offmode; /* mode bits that must be off */

WARNINGS
ACLs are intended for use on ordinary files and directories. Optional ACL entries are not recommended on
files that are manipulated by certain system utilities, such as terminal special files and LP scheduler control
files. These utilities might delete optional entries, including those whose intent is restrictive, without
warning as a consequence of calling chmod(2), thereby increasing access unexpectedly.

Most, but not all, supported utilities are able to handle ACLs correctly. However, only the fbackup(1M) and
frecover (1M) file archive utilities handle access control lists properly. When using programs (such as
archive programs ar(1), cpio(1), ftio(1), tar(1), and dump(1M)) unable to handle ACLs on files with optional
ACL entries, note the Access Control List information included on their respective reference pages, to avoid
loss of data.

If a user name is defined in the /etc/passwd file or a group name is defined in the /etc/group file as % or
@, or for patterns, 0 ACL syntax cannot reference that name as itself because the symbols have other
meanings. However, such users or groups can still be referenced by their ID numbers. User and/or group
names must not include the following characters:

. Do not use in user names.
+ Do not use in group names.
Do not use in group names.
= Do not use for operator form input of group names.
, Do not use for short form or for operator form patterns.
) Do not use for short form patterns.

It is possible to specify an ACL pattern using the @ (file owner or group) or O (wildcard) symbols so that it
cannot match certain files, perhaps depending on their ownership, by giving two entries, one with specific
values and the other using @ or [0 which are equivalent for a file but contain different mode values. For
example:

find / -acl ’(ajs.%,r)(@.%,rw)’ -print
cannot match a file owned by ajs.
DEPENDENCIES
NFS NFS does not support ACLs on remote files. Individual manual entries specify the behavior of various
system calls, library calls, and commands under these circumstances. Be careful when transferring a

file with optional entries over a network or when manipulating a remote file because optional entries
may be silently deleted.
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AUTHOR
The access control list design described here was developed by HP.

FILES
<sys/acl.h> Header file that supports setacl(2) and getacl(2).
<sys/getaccess.h> Header file that supports getaccess(2).
<acllib.h> Header file that supports ACL library calls.
/etc/passwd Defines user names and user and group ID values.
/etc/group Defines group names.

SEE ALSO

chacl(1), chmod(1), cp(1), find(1), getaccess(1), In(1), Is(1), Isacl(1), mv(1), rm(1), fbackup(1M), frecover(1M),
fsck(1M), fsdb(1M) access(2), chmod(2), chown(2), creat(2), getaccess(2), getacl(2), mknod(2), open(2),
setacl(2), stat(2), acltostr(3C), chownacl(3C), cpacl(3C), setaclentry(3C), strtoacl(3C), group(4), passwd(4),
privgrp(4).
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NAME
aio - POSIX asynchronous 1/O facility

SYNOPSIS
#include <aio.h>

DESCRIPTION a
The POSIX Asynchronous I/0O facility implements Section 6.7 of IEEE Standard 1003.1b-1993, Standard for
Information Technology, Portable Operating System Interface (POSIX), Part 1: System Application Pro-
gram Interface (API), Amendment 1: Realtime Extensions (C Language). It allows a process (thread) to
start multiple simultaneous read and/or write operations to multiple files, wait for or obtain notification of
completion of requested operations, and to retrieve the status of completed operations. The purpose of the
POSIX Asynchronous I/O facility is to allow a process (thread) to overlap some elements of computation and
information processing with 1/0O processing.

Interface Functions
The POSIX Asynchronous 1/0O facility includes the following interface functions:

aio_read() Start an asynchronous read operation
aio_write() Start an asynchronous write operation
lio_listio() Start a list of asynchronous 1/0 operations

aio_suspend()
Wait for completion of one or more asynchronous 1/O operations

aio_error() Retrieve the error status of an asynchronous 1/0 operation

aio_return() Retrieve the return status of an asynchronous 1/O operation and free any associated sys-
tem resources

aio_cancel() Request cancellation of a pending asynchronous 1/0O operation

aio_fsync() Request synchronization of the media image of a file to which asynchronous operations

have been addressed

To use these functions, link in the realtime library by specifying -It ~ on the compiler or linker command
line.

Asynchronous I/0O Control Block
The Asynchronous 1/0 Control Block (aiocb ) is used as a parameter to all of the asynchronous 1/0 func-
tions. The aiocb specifies parameters for an asynchronous 1/0O operation in a call to aio_read() ,

aio_write() , or lio_listio() and then may be used as a "handle" for the enqueued asynchronous
1/0 operation in a subsequent call to aio_cancel() , aio_suspend() , aio_fsync() ,
aio_error() , or aio_return()
The aiocb structure is defined in #include  <aio.h> as:
struct aiocb { /* IEEE Std 1003.1b, Section 6.7.1.1 */

int aio_fildes; [* file descriptor */

off t aio_offset; /* file offset */

volatile void *aio_buf; /* location of buffer */

size_t aio_nbytes; /* length of transfer */

int aio_reqprio; /* request priority offset */

struct sigevent aio_sigevent; /* signal number and value */

int aio_lio_opcode; I* operation to be performed */
I3
The aiocb supplied to aio_read() , aio_write() , or lio_listio() must contain the parame-
ters that would be supplied in a normal synchronous read() or write() function call, where
aio_fildes corresponds to fildes , aio_nbytes corresponds to nbytes , aio_offset
corresponds to the implicit file offset. The aiocb may also contains request priority delta and signaling
information to satisfy unique realtime and asynchronous 1/0 requirements. For the lio_listio() func-

tion, the aio_lio_opcode field specifies whether the operation is a read or write.

Once an asynchronous 1/0O operation has been enqueued for a particular aiocb its address is used as a
handle for other asynchronous 1/O functions and can only be used to refer to a single enqueued operation.
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The fields aio_offset64_pad ,ailo_return , aio_errno , and reserved are also defined in the
aiocb structure but are reservered for future use and extension. They are all ignored by the asynchro-
nous 1/O facility.

Manifest Constants
a Certain values as defined by the POSIX standard are declared in aio.h
The following values are returned by the aio_cancel() function:
AlO_CANCELED All specified asynchronous 1/0 operations were successfully canceled.

AIO_NOTCANCELED
At least one specified asynchronous /O operations was not successfully canceled.

AlIO_ALLDONE All specified asynchronous 1/O operations were completed before the request was

processed.
The following values are valid values of the flags field that controls return from the lio_listio()
function:
LIO_WAIT Wait for all specified operations to complete.

LIO_NOWAIT Return without waiting for operations to complete.

The following values are operation codes supplied in the aio_lio_opcode field the designate the type of
an operation started with lio_listio()

LIO_READ The aiocb specifies an asynchronous read operation.
LIO_WRITE The aiocb specifies an asynchronous write operation.
LIO_NOP The aiocb specifies no operation and is silently ignored.

Enqueuing of Operations
If an error condition is detected that prevents an operation from being started, aio_read() and
aio_write() do not enqueue a request. Instead they immediately return -1 and set errno to indicate
the cause of the failure. Once an operation has been successfully enqueued, calls to aio_error() and
aio_return() referencing the aiocb referred to by aiocbp must be used to determine the status of
the operation and any error conditions, including those normally reported by read() and write() . The
request remains enqueued and consumes process and system resources until aio_return() is called.

Error reporting of operations enqueued by lio_listio() may be less immediate than that of operations
enqueued by aio_read() and aio_write() . With the exception of resource shortages, errors for
which aio_read() and aio_write() would immediately return -1 and an errno  value do not cause
lio_listio() to stop enqueuing the current or subsequent requests in its list. Instead, partial success
occurs. In this case, the application must use aio_error() to determine which operations in its list
have been enqueued and which resulted in errors.

Asynchronous 1/O operations are said to be complete when:
. The 1/0O transfer is performed successfully.
. An error is detected in one or more parameters of the operation.

. The operation is canceled. If a valid sigevent s specified in the aiocb is used to start the
operation, then the signal is delivered when the operation completes.

Reading and Writing Asynchronously
Asynchronous read and write operations are started using the aio_read() , aio_write() , and
lio_listio() interfaces. The parameters for each operation are provided in the aiocb used to start
the operation. A list of aiocb pointers can be provided to the lio_listio() function call, in which
case the type (read or write) of the operation is determined from the aio_lio_opcode field of the
aiocb . Once started, the 1/0 operations may proceed concurrently with execution of the process (thread)
that initiated the operation.

With the implementation of process threads in the HP-UX implementation, an application may achieve
asynchronous 1/0 behavior by using synchronous read() and write() functions from independent
threads within the process. However, the application may have to implement many of the status manage-
ment facilities provided in the POSIX Asynchronous I/O facility.
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Waiting for Completion
The POSIX Asynchronous 1/O facility supports both polling and notification models. The polling model is
implemented by repeatedly calling the aio_error() function to test the status of an operation. The
notification model is implemented by designating a sigevent  in the aiocb used to start the operation.
The specified notification, if any, is then performed when the operation completes.

The aio_suspend() function allows the application to wait for completion of one or more asynchronous a
1/0 operations. A timeout may be set so that the process can again execute and take appropriate recovery

actions if the expected operations do not complete as expected. If the aio_suspend() references multi-

ple operations, return is made when any one of the operations completes.

Retrieving Errors
Once an asynchronous 1/O operation has been started, its status can be tested with the aio_error()

and aio_return() functions, which return the current status of a referenced aiocb . For a polling
implementation, the aio_error() function is used to check the status until a completion status is seen,
then aio_return() is used to free the aiocb for re-use.

For a notification implementation, status of the completed 1/0O can be determined and the aiocb freed
with a single call to aio_return()

The errors reported by aio_error() and aio_return() include all of the errors normally reported
by read() and write() plus errors unique to asynchronous 1/0O processing. After an asynchronous 1/0
operation is started but before an error is detected or the operation completes successfully, aio_error()

will return EINPROGRESS

Cancellation
The aio_cancel() function allows an application to request cancellation of an asynchronous 1/O opera-
tion. The aiocb used to start the operation may be used as a handle to identify it for cancellation. Can-
cellation of all operations pending for a file may also be requested. Not all asynchronous 1/O operations can
be canceled.

Synchronizing Permanent Storage
The aio_fsync() function supports synchronizing the contents of permanent storage when multiple
asynchronous 1/0 operations are outstanding for the file or device. Only those requests already enqueued
for the designated file at the time of the function call are included in the synchronization operation.

File Offsets
Asynchronous I/O operations are not inherently sequential. Each operation must specify an offset, and the
file offset is never updated as a result of an asynchronous 1/O operation.

Although correct behavior is supported, it should be noted that setting the O_APPENDflag on a file to
which asynchronous 1/0 operations limits the value of asynchronous 1/0. When O_APPENDs set, opera-
tions on the file must be handled serially with the ending file length after one request providing the starting
offset for the next. While there may be some advantage to allowing the system to queue requests, care
should be taken not to exhaust system or process thread resources by enqueuing a large number of requests
that must be processed serially.

System Limitations and Restrictions
The operation of the POSIX Asynchronous I/O interfaces is subject to certain system limitations and res-
trictions.

Since each enqueued asynchronous 1/0O operation requires allocation of system memory for its internal con-
trol structure, the number of simultaneously enqueued asynchronous 1/O operations that the system can
have pending is limited. The maximum number of asynchronous 1/O operations that all active processes on
the system may have enqueued concurrently is tunable. The current maximum value can be obtained using
the sysconf() call with the argument _SC_AIO_MAX. The default maximum value is 2048. In addi-
tion to the system-wide limit, there is a per-process limit. It is controlled using the argument

RLIMIT_AIO_OPS to the getrlimit() and setrlimit() system calls. Even though an asynchro-
nous 1/0 operation has completed, it still remains enqueued until aio_return() is called for that opera-
tion.

The asynchronous 1/0 operations which use request and call back mechanism for 1/O, are subject to a
system-wide limit on the amount of physical memory that can be locked during asynchronous 1/O transfers.
This system-wide maximum number of bytes of memory that can be locked simultaneously for aio requests
is tunable. This can be set as a percentage of the physical memory available on the system. By default, it is
set to 10% of the physical memory. In addition to the system-wide limit, there is a per-process limit which
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is controlled using the argument RLIMIT_AIO_MEM to the getrlimit() and setrlimit() system
calls. Further, the amount of memory that can be locked at a time for any reason, not just for asynchronous
1/0, is controlled by the system-wide limit lockable_mem . Other system activity, including explicit
memory locking with plock()  and/or mlock() interfaces may affect the amount of lockable memory at
any given time.

The maximum priority change that can be specified in aio_reqprio is limited. The maximum priority
change value is tunable. The current maximum value can be obtained using the sysconf() call with the
argument _SC_AIO_PRIO_DELTA_MAX. The default value is 20.

The maximum number of asynchronous 1/O operations that can be specified in a single lio_listio()
call is limited. This limit is tunable. The current maximum value can be obtained using the sysconf()
call with the argument _SC_AIO_LISTIO_MAX. The default maximum value is 256.

Some asynchronous 1/O operations are also subject to both system-wide and per-process limits on the
number of simultaneously active threads. See pthread(3T).

Programming Limitations and Restrictions
Altering the contents of or deallocating memory associated with the aiocb referred to by aiocbp or the

buffer referred to by aiocbp->aio_buf while an asynchronous read operation is outstanding, that is
aio_return() has not been called for the aiocb , may produce unpredictable results.
EXAMPLES

The following code sequence illustrates an asynchronous read operation and polling for completion.

#include <fcntl.h>

#include <errno.h>

#include <aio.h>

char buf[4096];

int retval;

struct aiocb myaiocb;

bzero( &myaioch, sizeof (struct aiocb));

myaiocb.aio_fildes = open( "“/dev/null", O_RDONLY);
myaiocb.aio_offset = 0;

myaiocb.aio_buf = (void *) buf;

myaiocb.aio_nbytes = sizeof (buf);
myaioch.aio_sigevent.sigev_notify = SIGEV_NONE;
retval = aio_read( &myaiocb );

if (retval) perror("aio:");

/* continue processing */

/* wait for completion */

while ( (retval = aio_error( &myaiocb) ) == EINPROGRESS) ;
[* free the aiocb */

retval = aio_return( &myaiochb);

SEE ALSO

aio_cancel(2), aio_error(2), aio_fsync(2), aio_read(2), aio_return(2), aio_suspend(2), aio_write(2), fda-
tasync(2), fsync(2), getrlimit(2), lio_listio(2), read(2), setrlimit(2), write(2), pthread(3T).

STANDARDS CONFORMANCE

aio : POSIX Realtime Extensions, IEEE Std 1003.1b
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NAME
aliases - aliases file for sendmail

SYNOPSIS
aliases

DESCRIPTION
This file describes user 1D aliases used by /usr/sbin/sendmail . The file resides in /etc/mail and
is formatted as a series of lines of the form

name: namel, name2, name3,...

The name is the name to alias, and the namen are the aliases for that name. Lines beginning with white
space are continuation lines. Lines beginning with # are comments.

Aliasing occurs only on local names. Loops can not occur, since no message will be sent to any person more
than once.

After aliasing has been done, local and valid recipients who have a .forward file in their home directory
have messages forwarded to the list of users defined in that file.

This is only the raw data file; the actual aliasing information is placed into a binary format in the file
/etc/mail/aliases.db using the program newaliases(1). A newaliases command should be exe-
cuted each time the aliases file is changed for the change to take effect. Note that the NIS alias maps are
generated by ypmake using the makemap program, which leaves aliases.pag and aliases.dir in the /etc/mail
directory.

SEE ALSO
newaliases(1M), sendmail(1M).

HISTORY
The aliases file format appeared in 4.0BSD.
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NAME
ascii - map of ASCII character set

SYNOPSIS
cat /usr/share/lib/pub/ascii

DESCRIPTION
/usr/share/lib/pub/ascii provides a map of the ASCII character set, giving both octal and hexa-
decimal equivalents of each character, to be printed as needed. The file contains the following text:

|000 nul|001 soh|002 stx|003 etx|004 eot|005 enqg|006 ack|007 bel|

|010 bs |011 ht |012 nl |013 vt [014 np |015 cr |016 so [017 si |

|020 dle|021 dc1]|022 dc2|023 dc3|024 dc4|025 nak|026 syn|027 etb|

|030 can|031 em |032 sub|033 esc|034 fs |035 gs |036 rs |037 us |
|[040 sp [041 ! |[042 " |043 # |044 $ |045 % |046 & |047 |
[050 ( |051 ) |052 * |053 + |054 , |055 - |056 . |057 /|

[060 O |061 1 |062 2 |063 3 |064 4 [065 5 |066 6 |067 7 |
|o70 8 [071 9 |072 : |073 ; |074 < |075 = |076 > |077 ? |
[100 @ |101 A |102 B |103 C |104 D |105 E |106 F |107 G |
[110 H 111 1 |112 J |113 K |114 L |115 M |116 N |117 O |
[120 P |121 Q |122 R |123 S |124 T |125 U [126 V |127 W |
[130 X [131 Y |132 Z |133 [ |134 \ |135 ] |136 " |137 _ |
[140 " |141 a |142 b |143 c |144 d |145 e |146 f |147 g |
[150 h |151 i |152 | |153 k |154 | |[155 m |156 n |157 o |
[160 p |161 q |162 r |163 s |164 t |165 u |166 v |167 w |
170 x |171 y |172 z |173 { |174 | |175 } |176 " |177 del|

00 nul| 01 soh| 02 stx|] 03 etx] 04 eot|] 05 enqg| 06 ack| 07 bel|
08 bs | 09 ht | Oa nl | Ob vt | Oc np | Od cr | Oe so | Of si |
10 dle| 11 dcl| 12 dc2| 13 dc3| 14 dc4| 15 nak| 16 syn| 17 etb|
18 can| 19 em | l1la sub| 1b esc| 1c fs | 1d gs | 1e rs | 1f us |

I

I

|

|20 sp |21 |22 "|23 #]|24 $|25 % |26 & |27 7|
|28 (129 )|2a *| 20 +]|2c ,|2d -2 .|2f /]
|30 031 1|32 2|33 3|34 4|35 5|36 6|37 7]
| 38 8139 9]3a :|3b ;|3 <]|3d =]3 >]|3 2|

| 40 @ |41 A |42 B |43 C |44 D |45 E |46 F | 47 G|
| 48 H |49 I ]4a J|4b K |4 L|4d M| 4e N | 4 O
| 50 P|51 Q|52 R|53 S|5 T|5 U|5 V|57 W|
| 58 X |59 Y |5a Z |50 [|5 \|5d ]]|5 ~ |5 _|

| 60 "~ |61 a|62 b|63 c|64 d|65 e|66 f| 67 g|

| 68 h |69 i|6a j|6b k|6c ||6d m ]| 6e n|6f 0]

| 70 p| 71 q |72 r |73 s |74 t]|75 ul|76 v |77 w|

| 78 x| 79 y|7a z|7b {|7c || 7d }| 7e " | 7f del|

Control Characters
The following table shows the set of ASCII control characters with their octal, decimal, and hexadecimal
values. To obtain the respective characters from the keyboard, use the indicated keypress combinations.

To place control characters in a file when using the vi or ex editor, type Ctrl-v before typing the desired
control character.
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Oct | Dec | Hex | Disp | Symbol Char Name Keypress
000 | 000 00 none NUL Null Ctrl-Shift-@,
001 | 001 01 “A SOH Start of Header Ctrl-A
002 | 002 02 "B STX Start of Text Ctrl-B
003 | 003 03 C ETX End of Text Ctrl-C
004 | 004 04 D EOT End of Transmission Ctrl-D a
005 | 005 05 ‘E ENQ Enquire Ctrl-E
006 | 006 06 “F ACK Acknowledge Ctrl-F
007 | 007 07 G BEL Bell Ctrl-G
010 | 008 08 “H BS Back Space Ctrl-H
011 | 009 09 il HT Horizontal Tab Ctrl-l
012 | 010 0A ~J LF Line Feed Ctrl-J
013 | 011 0B K VT Vertical Tab Ctrl-K
014 | 012 oc L FF Form Feed Ctrl-L
015 | 013 oD ™ CR Carriage Return Ctrl-M
016 | 014 OE “N SO Shift Out Ctrl-N
017 | 015 OF o | Shift In Ctrl-O
020 | 016 10 P DLE (or DEL) Delete Ctrl-P
021 | 017 11 Q DC1 Device Control 1 Ctrl-Q
022 | 018 12 R DC2 Device Control 2 Ctrl-R
023 | 019 13 °S DC3 Device Control 3 Ctrl-S
024 | 020 14 T DC4 Device Control 4 Ctrl-T
025 | 021 15 “U NAK Negative Acknowledge Ctrl-U
026 | 022 16 Y SYN Synchronize Ctrl-V
027 | 023 17 W ETB End Transmission Block Ctrl-W
030 | 024 18 "X CAN Cancel Ctrl-X
031 | 025 19 Y EM End of Medium Ctrl-Y
032 | 026 1A 4 suB Substitute Ctrl-Z
033 | 026 1A 1 ESC Escape Ctrl-[
034 | 026 1A A\ FS File Separator Ctrl-\
035 | 026 1A 7 GS Group Separator Ctrl-]
036 | 026 1A - RS Record Separator Ctrl-Shift-"
037 | 026 1A " us Unit Separator Ctrl-Shift-_
177 127 7F ~? DEL Delete DEL

WARNINGS
Note that some HP-UX subsystems such as the keyboard interface, window systems, and other system
software may use selected keyboard control characters for special purposes, possibly causing unexpected
results.

FILES
/usr/share/lib/pub/ascii
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NAME

- Audio - audio tools available through HP VUE
DESCRIPTION

This man-page describes the audio tools available through HP VUEfor playing, recording, and editing

a sound. These include Audio Setup, Audio Security, Audio Editor, Audio Control Panel, Audio File and Data
Formats, and Audio Library. Audio(5) also provides information on using other audio tools from the HP-
UX command line.

Audio Setup Requirements
To use the audio tools, you need access to both audio client and server software. This software is part of
HP-UX. The server requires a workstation or X station with Audio hardware.

Audio hardware is built into all Series 700 computers except the 720, 730, and 750; you can upgrade these
models to become the 725, 735, or 755, which do have audio hardware. Note, older 705s (that is, 705s with
the 8MB HP-UX) do not include audio software.

To use audio on an X station, you need either an HP ENVIZEX or ENTRIA X station that includes an audio
accessory Kkit.

In most cases, you use the audio client and server software on one system. However, if you need the audio
server running on a remote workstation or X station, see aserver (1M). The audio data files can reside on
either system or a third system.

Audio Security
Audio is secured to allow access only to the user on the local workstation. If you need to allow remote sys-
tems to access audio on a workstation, see asecure(1M).

The Audio Editor
The Audio Editor is an OSF/Motif-based tool with play, record, and edit functions. The Editor displays a
waveform that makes it easy to edit and play audio segments.

You can open an audio file, play it, look at its waveform, and use the waveform controls to edit the file. To
set an output device, use the Audio Control Panel.

To record audio, first connect a microphone or other audio equipment that your system supports; perhaps a
CD or tape player. To make the connections, see the Audio Editor online help ("Audio Editor Tasks" section)
or your system owner’s manual.

You can use the Editor to create and record an audio file.

To start the Editor from the General Toolbox, open the Media Toolbox and drop an audio file on
the Audio Editor control or double-click the control.

To start the Editor in a terminal window, type the following:
/opt/audio/bin/audio_editor [pathname]
Online help is available through the Help menu in the upper-right hand corner of the Editor.

The Audio Control Panel
The Audio Control Panel is an OSF/Motif-based tool that you use to set the audio volume and choose the
audio device for playback.

The volume control affects the play volume for any client system of this workstation or X station. The
Audio Control Panel also includes a Stop button to stop the current play operation.

You can also use the Audio Control Panel to choose the device for playback, (headphones, built-in speaker,
or device connected to Line Out, such as external speakers). This choice controls where audio is played
when you double-click an audio file or use the Audio Editor to play a file. The default output device is the
internal (built-in) speaker.

To start the Audio Control Panel from HP VUE, click on the Audio control in HP VUE Front
Panel.

To start the Audio Control Panel in a terminal window, type the following:
/opt/audio/bin/AudioCP
If your system has Audio applications that were developed using an earlier version of Audio software, those
applications may use the SPEAKERenvironment variable to determine their output devices. You can set
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the SPEAKERvariable for all applications started by HP VUE by modifying the $HOME/.vueprofile
file. The SPEAKERvariable can be external (headphones, Line Out) or internal (built-in speaker).

To set the SPEAKERvariable for a Bourne or Korn shell, enter:

SPEAKER=internal
export speaker

To set the SPEAKERvariable for a C shell, enter:
setenv. SPEAKER internal
Audio File and Data Formats
Audio files supported contain uncompressed audio data in one of three file formats: generic,

RIFF/Waveform, or raw. Each file also needs the correct filename extension. For the three file formats,
the Audio Editor online help lists which data formats and filename extensions that apply.

The extension causes the appropriate icon to appear in the File Manager. To play audio files you can drag
and drop the file icons onto the Audio Editor or Control Panel or double-click the icon.

If you need to add an extension to a filename, (or convert the file format) the
/opt/audio/bin/convert command is recommended. See convert(1). However, you can instead
rename the file to make it playable. Use this filename format:

filename.rate.data_type

The rate and data_type variables accept values defined for the -drate and -ddata options of con-
vert . If needed, you can omit the rate variable. Use this filename format:

filename.data_type
Audio Library

HP-UX includes an Audio Library that was used to build the audio tools. If you have ordered and installed
the User Environment Developer's Kit, you can use the Audio Library to create other audio applications.

The HP-UX Audio Library contains functions that C programs can use to manipulate audio. The functions
interact with the Audio Server, enabling the application to record and play audio data files and convert
audio data files from one format to another.

For more information about audio programming, refer to the manual Using the Audio Developer’s Kit.

AUTHOR
The Audio Library, Audio Editor, and Audio Control Panel were developed by HP.

SEE ALSO
asecure(1M), aserver(1M), attributes(1), convert(1), send_sound(1).

Using the Audio Developer's Kit
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NAME
audit - introduction to HP-UX Auditing System

SYNOPSIS
#include <sys/audit.h>

DESCRIPTION
The purpose of the auditing system is to record instances of access by subjects to objects and to allow detec-
tion of any (repeated) attempts to bypass the protection mechanism and any misuses of privileges, thus act-
ing as a deterrant against system abuses and exposing potential security weaknesses in the system.

User and Event Selection
The auditing system provides administrators with a mechanism to select users and activities to be audited.
Users are assigned unique identifiers called audit ids by the administrator which remain unchanged
throughout a user’s history. The audusr(1M) command is used to specify those users who are to be audited.
The audevent(1M) command is used to specify system activities (auditable events) that are to be audited.
Auditable events are classified into several categories, illustrated by the event category list at the end. (An
event category consists of a set of operations that affect a particular aspect of the system.)

Self-auditing Programs

To reduce the amount of log data and to provide a higher-level recording of some typical system operations,
a collection of privileged programs are given capabilities to perform self-auditing. This means that the pro-
grams can suspend the currently specified auditing on themselves and produce a high-level description of
the operations they perform. These self-auditing programs include: at(1), chfn(1), chsh(1), crontab(1),
login(1), newgrp(1), passwd(1), audevent(1M), audisp(1M), audsys(1M), audusr(1M), cron(1M), init(1M),
Ipsched(1M), pwck(1M), and sam(1M). Note that only these privileged programs are allowed to do self-
auditing, and that the audit suspension they perform only affects these programs and does not affect any
other processes on the system.

Viewing of Audited Data
The audisp(1M) command is used to view audited data recorded in log file(s). audisp(1M) merges the log
file(s) into a single audit trail in chronological sequence. The administrator can select viewing criteria pro-
vided by audisp(1M) to limit the search to particular kinds of events which the administrator is interested
in investigating.

Monitoring the Auditing System
To ensure that the auditing system operates normally and that any abnormal behaviors are detected, a
privileged daemon program, audomon(1M), runs in the background to monitor various auditing system
parameters. When these parameters take on abnormal (dangerous) values, or when components of the
auditing system are accidentally removed, audomon(1M) prints warning messages and tries to resolve the
problem if possible.

Starting and Halting the Auditing System
The administrator can use the audsys(1M) command to start or halt the auditing system, or to get a brief
summary of the status of the audit system. Prior to starting the auditing system, audsys(1M) also validates
the parameters specified, and ensures that the auditing system is in a safe and consistent state.

Audit Log Files
At any time when the auditing system is enabled, at least an audit log file must be present, and another
back-up log file is highly recommended. Both of these files (along with various attributes for these files) can
be specified using audsys(1M). When the current log file exceeds a pre-specified size, or when the auditing
file system is dangerously full, the system automatically switches to the back-up file if possible. If a back-
up log file is not available, warning messages are sent to request appropriate administrator action.

Event Categories

create Log creations of objects (files, directories, other objects), including creat(2), mkdir(2),
mknod(2), msgget(2), pipe(2), semget(2), shmat(2), and shmget(2).
delete Log all deletions of objects (files, directories, other objects), including ksem_unlink(2),

mg_unlink(2), msgctl (2), rmdir(2), semctl (2), and shm_unlink(2).

readdac Log reads of Discretionary access control (DAC) information including access(2),
fstat(2), fstat64(2), getaccess(2), Istat(2), Istat64(2), stat(2), stat64(2).
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moddac Log all modifications of object’s Discretionary access control (DAC) information includ-
ing chmod(2), chown(2), fchmod(2), fchown(2), fsetacl(2), setacl (2), and umask(2).

modaccess  Log all modifications other than DAC, including chdir(2), chroot(2), link(2), lockf64(2),
newgrp(l), rename(2), setgid(2), setgroups(2), setresgid(2), setresuid(2), setuid(2),
shmctl(2), shmdt(2), and unlink(2). a

open Log all openings of objects (file open, other objects’ open) including execv(2), execve (2),
ftruncate(2), ftruncate64(2), kload(2), ksem_open(2), Ipsched(1M), mmap64(2),
maq_open(2), open(2), ptrace(2), shm_open(2), truncate(2), and truncate64(2).

close Log all closings of objects (file close, other objects' close) including close(2),
ksem_close(2), and mq_close(2).
process Log all operations on processes, including exit(2), fork(2), kill(2), mlock(2), mlock-

all(2), munlock(2), munlockall(2), setcontext(2), setrlimit64(2), sigqueue(2),
ulimit64(2), and vfork(2).

removable Log all removable media events (mounting and unmounting events), including
mount(2), umount(2), and vfsmount(2).
login Log all logins and logouts, including login(1), init(1M).

admin Log all administrative and privileged events, including audevent(1M), audisp(1M),
audswitch(2), audsys(1M), audusr(1M), chfn(l), chsh(l), init(1M), passwd(1),
pwck(1M), reboot(2), sam(1M), setaudid(2), setaudproc(2), setdomainname(2),
setevent(2), sethostid(2), settimeofday (2), stime(2), and swapon(2).

ipccreat Log all IPC create events including socket(2) and bind(2).
ipcopen Log all IPC open events including connect(2) and accept(2).
ipcclose Log all IPC close events including shutdown(2).

ueventl Log user-defined event.

uevent2 Log user-defined event.

uevent3 Log user-defined event.

ipcdgram Log IPC Datagram transactions.

For a complete description of system call assignments to event types, see audevent(1M).
Note that some commands such as init(1M) may occur in more than one category because the event varies,
depending on the operation done by the command.

AUTHOR
The auditing system described above was developed by HP.

SEE ALSO

audsys(1M), audusr(1M), audevent(1M), audisp(1M), audctl(2), audswitch(2), audwrite(2), getaudid(2),
setaudid(2), getevent(2), setevent(2), audit(4).
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NAME
curses.h — definitions for screen handling and optimisation functions

SYNOPSIS
#include <curses.h>

DESCRIPTION

Ot‘?ﬁgticurses.h> header provides a declaration for COLOR_PAIRS, COLORS, COLS, curscr, LINES
and stdscr.
Constants
The following constants are defined:
EOF Function return value for end-of-file
ERR Function return value for failure
FALSE Boolean false value
OK Function return value for success
TRUE Boolean true value
WEOF Wide-character function return value for end-of-file, as defined in <wchar.h>
Data Types
The following data types are defined through typedef:
attr_t An OR-ed set of attributes
bool Boolean data type
chtype A character, attributes and a colour-pair

SCREEN An opaque terminal representation

wchar_t  Asdescribed in <stddef.h>

wint_t As described in <wchar.h>

cchar_t References a string of wide characters

WINDOW An opaque window representation

These data types are described in more detail in Data Types in curses_intro.

The inclusion of <curses.h> may make visible all symbols from the headers <stdio.h> , <term.h> ,
<termios.h>  and <wchar.h>

Attribute Bits
The following symbolic constants are used to manipulate objects of type attr_t

WA_ALTCHARSET Alternate character set
WA_BLINK Blinking

WA_BOLD Extra bright or bold
WA_DIM Half bright
WA_HORIZONTAL Horizontal highlight
WA_INVIS Invisible

WA_LEFT Left highlight
WA_LOW Low highlight
WA_PROTECT Protected
WA_REVERSE Reverse video
WA_RIGHT Right highlight
WA_STANDOUT Best highlighting mode of the terminal
WA_TOP Top highlight
WA_UNDERLINE Underlining
WA_VERTICAL Vertical highlight

These attribute flags shall be distinct.
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The following symbolic constants are used to manipulate attribute bits in objects of type chtype

A_ALTCHARSET Alternate character set

A_BLINK Blinking

A_BOLD Extra bright or bold

A_DIM Half bright

A_INVIS Invisible

A_PROTECT Protected

A_REVERSE Reverse video

A_STANDOUT Best highlighting mode of the terminal

A_UNDERLINE Underlining C

These attribute flags need not be distinct except when _XOPEN_CURSES is defined and the application
sets _XOPEN_SOURCE_EXTENDED to 1.

The following symbolic constants can be used as bit-masks to extract the components of a chtype

A_ATTRIBUTES Bit-mask to extract attributes
A_CHARTEXT Bit-mask to extract a character
A_COLOR Bit-mask to extract colour-pair information

The following symbolic constants can be used as bit-masks to extract the components of a chtype

A_ATTRIBUTES Bit-mask to extract attributes
A_CHARTEXT Bit-mask to extract a character
A_COLOR Bit-mask to extract colour-pair information

Line-Drawing Constants
The <curses.h>  header defines the symbolic constants shown in the leftmost two columns of the follow-
ing table for use in drawing lines. The symbolic constants that begin with ACS_ are char constants. The
symbolic constants that begin with WACS_ are cchar_t  constants for use with the wide-character inter-
faces that take a pointer to a cchar_t

In the POSIX locale, the characters shown in the POSIX Locale Default column are used when the terminal
database does not specify a value using the acsc capability as described in Line Graphics in terminfo(4).

POSIX Locale

char Constant cchar_t Constant Default Glyph Description
ACS_ULCORNER  WACS_ULCORNER + upper left-hand corner
ACS_LLCORNER  WACS_LLCORNER + lower left-hand corner
ACS_URCORNER WACS_URCORNER + upper right-hand corner
ACS_LRCORNER  WACS_LRCORNER + lower right-hand corner
ACS_RTEE WACS_RTEE + right tee ()
ACS_LTEE WACS_LTEE + left tee (})

ACS_BTEE WACS_BTEE + bottom tee ()
ACS_TTEE WACS_TTEE + top tee ()
ACS_HLINE WACS_HLINE - horizontal line
ACS_VLINE WACS_VLINE vertical line
ACS_PLUS WACS_PLUS + plus

ACS_S1 WACS_S1 - scan line 1

ACS_S9 WACS_S9 _ scan line 9
ACS_DIAMOND WACS_DIAMOND + diamond
ACS_CKBOARD WACS_CKBOARD : checker board (stipple)
ACS_DEGREE WACS_DEGREE ’ degree symbol
ACS_PLMINUS WACS_PLMINUS # plus/minus
ACS_BULLET WACS_BULLET o} bullet

ACS_LARROW WACS_LARROW < arrow pointing left
ACS_RARROW WACS_RARROW > arrow pointing right
ACS_DARROW WACS_DARROW v arrow pointing down
ACS_UARROW WACS_UARROW A arrow pointing up
ACS_BOARD WACS_BOARD # board of squares
ACS_LANTERN WACS_LANTERN # lantern symbol
ACS_BLOCK WACS_BLOCK # solid square block
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Colour-related Macros
The following colour-related macros are defined:

COLOR_BLACK
COLOR_BLUE
COLOR_GREEN
COLOR_CYAN
COLOR_RED
COLOR_MAGENTA
COLOR_YELLOW
COLOR_WHITE

Coordinate-related Macros
The following coordinate-related macros are defined:

void getbegyx(WINDOW * win, int vy, int  x);
void getmaxyx(WINDOW *win, int vy, int  x);
void getparyx(WINDOW * win, int vy, int  x);
void getyx(WINDOW * win, int vy, int  x);
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The following symbolic constants representing function key values are defined:

Key Code

Description

KEY_CODE_VYES

Used to indicate that a wchar_t variable contains a key code

KEY_BREAK Break key
KEY_DOWN Down arrow key
KEY_UP Up arrow key
KEY_LEFT Left arrow key
KEY_RIGHT Right arrow key
KEY_HOME Home key
KEY_BACKSPACE Backspace

KEY_FO Function keys; space for 64 keys is reserved
KEY_F(n) For 0sn<63
KEY_DL Delete line

KEY_IL Insert line

KEY_DC Delete character
KEY_IC Insert char or enter insert mode
KEY_EIC Exit insert char mode
KEY_CLEAR Clear screen
KEY_EOS Clear to end of screen
KEY_EOL Clear to end of line
KEY_SF Scroll 1 line forward
KEY_SR Scroll 1 line backward (reverse)
KEY_NPAGE Next page
KEY_PPAGE Previous page
KEY_STAB Set tab

KEY_CTAB Clear tab
KEY_CATAB Clear all tabs
KEY_ENTER Enter or send
KEY_SRESET Soft (partial) reset
KEY_RESET Reset or hard reset
KEY_PRINT Print or copy

KEY_LL Home down or bottom
KEY_Al Upper left of keypad
KEY_A3 Upper right of keypad
KEY_B2 Center of keypad
KEY_C1 Lower left of keypad
KEY_C3 Lower right of keypad
The virtual keypad is a 3-by-3 keypad arranged as follows:

Al UpP A3
LEFT B2 RIGHT
C1l DOWN C3

Each legend, such as Al, corresponds to a symbolic constant for a key code from the preceding table, such
as KEY_AL. The following symbolic constants representing function key values are also defined:

Key Code Description
KEY_BTAB Back tab key
KEY_BEG Beginning key
KEY_CANCEL Cancel key
KEY_CLOSE Close key
KEY_COMMAND Cmd (command) key
KEY_COPY Copy key
KEY_CREATE Create key
KEY_END End key
KEY_EXIT Exit key
KEY_FIND Find key
KEY_HELP Help key
KEY_MARK Mark key
KEY_MESSAGE Message key
KEY_MOVE Move key
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KEY_NEXT
KEY_OPEN
KEY_OPTIONS
KEY_PREVIOUS
KEY_REDO
KEY_REFERENCE
KEY_REFRESH
KEY_REPLACE
KEY_RESTART
KEY_RESUME
KEY_SAVE
KEY_SBEG
KEY_SCANCEL
KEY_SCOMMAND
KEY_SCOPY
KEY_SCREATE
KEY_SDC
KEY_SDL
KEY_SELECT
KEY_SEND
KEY_SEOL
KEY_SEXIT
KEY_SFIND
KEY_SHELP
KEY_SHOME
KEY_SIC
KEY_SLEFT
KEY_SMESSAGE
KEY_SMOVE
KEY_SNEXT
KEY_SOPTIONS
KEY_SPREVIOUS
KEY_SPRINT
KEY_SREDO
KEY_SREPLACE
KEY_SRIGHT
KEY_SRSUME
KEY_SSAVE
KEY_SSUSPEND
KEY_SUNDO
KEY_SUSPEND
KEY_UNDO

Function Prototypes

(CURSES)

Next object key

Open key

Options key

Previous object key
Redo key

Reference key
Refresh key

Replace key

Restart key

Resume key

Save key

Shifted beginning key
Shifted cancel key
Shifted command key
Shifted copy key
Shifted create key
Shifted delete char key
Shifted delete line key
Select key

Shifted end key
Shifted clear line key
Shifted exit key
Shifted find key
Shifted help key
Shifted home key
Shifted input key
Shifted left arrow key
Shifted message key
Shifted move key
Shifted next key
Shifted options key
Shifted prev key
Shifted print key
Shifted redo key
Shifted replace key
Shifted right arrow
Shifted resume key
Shifted save key
Shifted suspend key
Shifted undo key
Suspend key

Undo key

curses(5)

The following are declared as functions, and may also be defined as macros:

int addch(const chtype ch);

int addchstr(const chtype * chstr);

int addchnstr(const chtype * chstr, int  n);
int addnstr(const char * str, int  n);

int addstr(const char * str);

int addnwstr(const wchar_t * wstr, int  n);
int addwstr(const wchar_t * wstr);

int add_wech(const cchar_t * wch);

int add_wchnstr(const cchar_t * wchstr, int
int add_wchstr(const cchar_t * wechstr);

int attroff(int attrs);

int attron(int attrs);

int attrset(int attrs);

int attr_get(attr_t *
int attr_off(attr_t
int attr_on(attr_t
int attr_set(attr_t
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(CURSEYS)

int baudrate(void);
int beep(void);
int bkgd(chtype ch);
void bkgdset(chtype ch);
void bkgrndset(const cchar_t * wch);
int bkgrnd(const cchar_t * wch);
int border(chtype Is, chtype rs, chtype ts, chtype bs, chtype tl,

chtype tr, chtype bl, chtype br);
int border_set(const cchar_t * Is, const cchar_t * rs,

const cchar_t * ts, const cchar_t * bs, C

const cchar_t * tl, const cchar_t * tr,
const cchar_t * bl, const cchar_t * br);
int box(WINDOW * win, chtype verch, chtype horch);
int box_set(WINDOW * win, const cchar_t * verch,
const cchar_t *  horch);
bool can_change_color(void);

int cbreak(void);

int chgat(int n, attr_t attr, short  color, const void *  opts);
int clear(void);

int clearok(WINDOW *  win, bool bf);

int clrtobot(void);

int clrtoeol(void);

int color_content(short color, short * red, short * green,

short * blue);
int COLOR_PAIR(int n);
int copywin(const WINDOW *  srcwin, WINDOW #stwin, int  sminrow,
int  smincol, int dminrow, int dmincol, int dmaxrow,
int dmaxcol, int overlay);

int curs_set(int visibility);
int def_prog_mode(void);

int def_shell_mode(void);

int delay_output(int ms);

int delch(void);
void delscreen(SCREEN *  sp);
int delwin(WINDOW *  win);

int deleteln(void);
WINDOW *derwin(WINDOW ®rig, int nlines, int ncols, int  begin_y,
int  begin_x);

int doupdate(void);
WINDOW *dupwin(WINDOW win);

int echo(void);

int echochar(const chtype ch);

int echo_wechar(const cchar_t * wch);
int endwin(void);

int erase(void);

char  erasechar(void);

int erasewchar(wchar_t * ch);

void filter(void);

int flash(void);

int flushinp(void);

chtype getbkgd(WINDOW * win);

int getbkgrnd(cchar_t * wch);

int getcchar(const cchar_t * wcval, wchar_t * wch, attr_t * attrs,
short * color_pair, void * opts);

int getch(void);

int getnstr(char * str, int  n);

int getn_wstr(wint_t * wstr, int  n);
int getstr(char * str);

int get_wch(wint_t * ch);

WINDOW *getwin(FILE * filep);

int get_wstr(wint_t * wstr);

int halfdelay(int tenths);
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(CURSEYS)
bool has_colors(void);
bool has_ic(void);
bool has_il(void);
int hline(chtype ch, int n);
int hline_set(const cchar_t * wch, int  n);

void idcok(WINDOW * win, bool bf);
int idlok(WINDOW *  win, bool bf);
void immedok(WINDOW * win, bool bf);
chtype inch(void);

int inchnstr(chtype * chstr, int  n);

int inchstr(chtype * chstr);

WINDOW *initscr(void);

int init_color(short color, short  red, short green, short blue);
int init_pair(short pair, short f, short b);
int innstr(char * str, int  n);

int innwstr(wchar_t * wstr, int  n);

int insch(chtype ch);

int insdelin(int n);

int insertin(void);

int insnstr(const char * str, int  n);

int insstr(const char * str);

int instr(char * str);

int ins_nwstr(const wchar_t * wstr, int  n);
int ins_wch(const cchar_t * wch);

int ins_wstr(const wchar_t * wstr);

int intrflush(WINDOW * win, bool bf);

int in_wch(cchar_t * weval);

int in_wchstr(cchar_t * wechstr);

int in_wchnstr(cchar_t * wchstr, int  n);

int inwstr(wchar_t * wstr);

bool isendwin(void);

bool is_linetouched(WINDOW * win, int  line);
bool is_wintouched(WINDOW *  win);

char *keyname(int C);

char *key_name(wchar_t C);

int keypad(WINDOW * win, bool bf);

char killchar(void);

int killwchar(wchar_t * ch);

int leaveok(WINDOW * win, bool bf);

char *longname(void);

int meta(WINDOW * win, bool bf);

int move(int y, int  X);

int mvaddch(int y, int X, const chtype ch);

int mvaddchnstr(int y, int X, const chtype *  chstr, int n);

int mvaddchstr(int y, int X, const chtype *  chstr);

int mvaddnstr(int y, int X, const char * str, int n);

int mvaddnwstr(int y, int X, const wchar_t *  wstr, int n);

int mvaddstr(int y, int X, const char *  str);

int mvaddwstr(int y, int X, const wchar_t *  wstr);

int mvadd_wch(int y, int X, const cchar_t * wch);

int mvadd_wchnstr(int y, int X, const cchar_t * wchstr, int  n);

int mvadd_wchstr(int y, int X, const cchar_t * wechstr);

int mvchgat(int y, int X, int n, attr_t attr, short  color,
const void * opts);

int mvcur(int oldrow, int  oldcol, int  newrow, int  newcol);

int mvdelch(int y, int  X);

int mvderwin(WINDOW * win, int par_y, int par_x);

int mvgetch(int y, int  X);
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int mvgetnstr(int y, int  x, char * str, int n);
int mvgetn_wstr(int y, int X, wint_t * wstr, int n);
int mvgetstr(int y, int X, char * str);
int mvget_wch(int y, int X, wint_t * ch);
int mvget_wstr(int y, int X, wint_t *  wstr);
int mvhline(int y, int X, chtype ch, int n);
int mvhline_set(int y, int X, const cchar_t * wch, int  n);
chtype mvinch(int y, int  X);
int mvinchnstr(int y, int X, chtype * chstr, int n);
int mvinchstr(int y, int X, chtype * chstr); C
int mvinnstr(int y, int X, char * str, int n);
int mvinnwstr(int y, int X, wchar_t * wstr, int n);
int mvinsch(int y, int X, chtype ch);
int mvinsnstr(int y, int X, const char * str, int n);
int mvinsstr(int y, int X, const char * str);
int mvinstr(int y, int X, char * str);
int mvins_nwstr(int y, int X, const wchar_t *  wstr, int n);
int mvins_wch(int y, int X, const cchar_t * wch);
int mvins_wstr(int y, int X, const wchar_t *  wstr);
int mvinwstr(int y, int X, wchar_t * wstr);
int mvin_wch(int y, int X, cchar_t * wecval);
int mvin_wchnstr(int y, int X, cchar_t * wchstr, int n);
int mvin_wchstr(int y, int X, cchar_t * wchstr);
int mvprintw(int y, int X, char * fmt, ..);
int mvscanw(int y, int X, char * fmt, ..);
int mvvline(int y, int X, chtype ch, int n);
int mvvline_set(int y, int X, const cchar_t * wch, int  n);

int mvwaddch(WINDOW * win, int vy, int X, const chtype ch);
int mvwaddchnstr(WINDOW * win, int y, int X, const chtype *  chstr,

int  n);
int mvwaddchstr(WINDOW * win, int vy, int X, const chtype *  chstr);
int mvwaddnstr(WINDOW * win, int vy, int X, const char * str, int n);
int mvwaddnwstr(WINDOW * win, int y, int x, const wchar_t *  wstr,
int  n);
int mvwaddstr(WINDOW * win, int vy, int X, const char *  str);
int mvwaddwstr(WINDOW * win, int vy, int X, const wchar_t *  wstr);
int mvwadd_wch(WINDOW * win, int vy, int X, const cchar_t * wch);
int mvwadd_wchnstr(WINDOW * win, int vy, int X, const cchar_t * wchstr,
int  n);
int mvwadd_wchstr(WINDOW * win, int y, int X, const cchar_t * wechstr);

int mvwchgat(WINDOW * win, int vy, int X, int n, attr_t attr,
short  color, const void *  opts);
int mvwdelch(WINDOW * win, int vy, int X);
int mvwgetch(WINDOW * win, int vy, int X);
int mvwgetnstr(WINDOW *  win, int vy, int x, char * str, int n);
int mvwgetn_wstr(WINDOW * win, int vy, int X, wint_t * wstr, int n);
int mvwgetstr(WINDOW *  win, int vy, int X, char * str);
int mvwget_wch(WINDOW * win, int vy, int X, wint_t * ch);

int mvwget_wstr(WINDOW *  win, int y, int X, wint_t * wstr);

int mvwhline(WINDOW * win, int vy, int x, chtype ch, int n);

int mvwhline_set(WINDOW *  win, int vy, int X, const cchar_t * wech,
int  n);

int mvwin(WINDOW * win, int vy, int X);

chtype mvwinch(WINDOW * win, int vy, int X);

int mvwinchnstr(WINDOW *  win, int y, int X, chtype * chstr, int n);
int mvwinchstr(WINDOW *  win, int y, int X, chtype * chstr);

int mvwinnstr(WINDOW *  win, int vy, int x, char * str, int n);

int mvwinnwstr(WINDOW *  win, int vy, int X, wchar_t * wstr, int n);
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int
int
int
int

int
int
int
int
int

int
int
int
int
int

int

(CURSES)

mvwinsch(WINDOW * win, int vy, int X, chtype ch);
mvwinsnstr(WINDOW *  win, int vy, int X, const char * str, int n);
mvwinsstr(WINDOW *  win, int vy, int X, const char *  str);
mvwinstr(WINDOW *  win, int vy, int X, char * str);
mvwins_nwstr(WINDOW * win, int y, int x, const wchar_t *  wstr,
int  n);
mvwins_wch(WINDOW * win, int vy, int X, const cchar_t * wch);
mvwins_wstr(WINDOW * win, int vy, int x, const wchar_t *  wstr);
mvwinwstr(WINDOW * win, int vy, int X, wchar_t * wstr);
mvwin_wch(WINDOW * win, int vy, int X, cchar_t * wcval);
mvwin_wchnstr(WINDOW *  win, int vy, int X, cchar_t * wchstr,
int  n);
mvwin_wchstr(WINDOW * win, int y, int X, cchar_t * wchstr);
mvwprintw(WINDOW *  win, int vy, int X, char * fmt, ..);
mvwscanw(WINDOW * win, int vy, int X, char * fmt, ..);
mvwvline(WINDOW * win, int vy, int X, chtype ch, int n);
mvwvline_set(WINDOW *  win, int y, int X, const cchar_t * wch,
int  n);
napms(int ms);

WINDOW *newpad(int nlines, int  ncols);
SCREEN *newterm(char * type, FILE * outfile, FILE * infile);
WINDOW *newwin(int nlines, int  ncols, int  begin_y, int  begin_x);

int
int
int
int
int
void
int
int
int
int
int
int
int
int
int

int

int
int
int
void
int
int
int
int
int
int
int
int
int
int
int
int
int
int
int
int
int

ni(void);

nonl(void);

nocbreak(void);

nodelay(WINDOW * win, bool bf);

noecho(void);

nogiflush(void);

noraw(void);

notimeout(WINDOW *  win, bool bf);

overlay(const WINDOW * srcwin, WINDOW dstwin);

overwrite(const WINDOW * srcwin, WINDOW dstwin);

pair_content(short pair, short * f, short * b);

PAIR_NUMBER(int  value);

pechochar(WINDOW * pad, chtype * ch);

pecho_wchar(WINDOW * pad, const cchar_t * wech);

pnoutrefresh(WINDOW * pad, int  pminrow, int  pmincol, int  sminrow,

int smincol, int smaxrow, int  smaxcol);

prefresh(WINDOW *  pad, int pminrow, int  pmincol, int  sminrow,

int  smincol, int smaxrow, int  smaxcol);

printw(char * fmt, ...);

putp(const char * str);
putwin(WINDOW * win, FILE * filep);
giflush(void);

raw(void);

redrawwin(WINDOW *  win);
refresh(void);

resetty(void);
reset_prog_mode(void);
reset_shell_mode(void);

ripoffline(int ling, int (* init)(WINDOW *win, int  columns));
savetty(void);

scanw(char *  fmt, ...);

scr_dump(const char * filename);

scr_init(const char * filename);

scrl(int n);

scroll(WINDOW *  win);
scrollok(WINDOW *  win, bool  bf);

scr_restore(const char * filename);

scr_set(const char * filename);

setcchar(cchar_t * weval, const wchar_t *  wech,
const attr_t attrs, short  color_pair,

curses(5)
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const void * opts);
int setscrreg(int top, int  bot);
SCREEN *set_term(SCREEN * new);
int slk_attroff(const chtype attrs);
int slk_attr_off(const attr_t attrs, void * opts);
int slk_attron(const chtype attrs);
int slk_attr_on(const attr_t attrs, void * opts);
int slk_attrset(const chtype attrs);
int slk_attr_set(const attr_t attrs, short  color_pair,
void * opts); C
int slk_clear(void);
int slk_init(int fmt);
char *slk_label(int labnum);
int slk_noutrefresh(void);
int slk_refresh(void);
int slk_restore(void);
int slk_set(int labnum, const char * label, int  justify);
int slk_touch(void);
int slk_wset(int labnum, const wchar_t * label, int  justify);
int standend(void);
int standout(void);
int start_color(void);
WINDOW *subpad(WINDOW drig, int  nlines, int  ncols, int  begin_y,
int  begin_x);
WINDOW *subwin(WINDOW brig, int nlines, int ncols, int  begin_y,
int  begin_x);
int syncok(WINDOW * win, bool  bf);
chtype termattrs(void);
attr_t term_attrs(void);
char *termname(void);
int tigetflag(char * capname);
int tigetnum(char * capname);
char *tigetstr(char * capname);
void timeout(int delay);
int touchline(WINDOW *  win, int  start, int  count);
int touchwin(WINDOW *  win);
char *tparm(char * cap, long pl, long p2, long p3, long p4,
long p5, long p6, long p7, long p8, long p9);
int typeahead(int fildes);
int ungetch(int ch);
int unget_wch(const wchar_t wch);
int untouchwin(WINDOW *  win);
void use_env(bool boolvalue);
int vidattr(chtype attr);
int vid_attr(attr_t attr, short  color_pair, void * opts);
int vidputs(chtype attr, int (*  putfunc)(int));
int vid_puts(attr_t attr, short  color_pair, void * opt,
int (* putwfunc)(int));
int vline(chtype ch, int n);
int vline_set(const cchar_t * wch, int  n);
int vwprintw(WINDOW *  win, char * fmt, void * varglist);
int ww_printw(WINDOW *  win, char * fmt, void * varglist);
int vwscanw(WINDOW * win, char * fmt, void * varglist);
int vw_scanw(WINDOW * win, char * fmt, void * varglist);
int waddch(WINDOW * win, const chtype ch);
int waddchnstr(WINDOW *  win, const chtype *  chstr, int  n);
int waddchstr(WINDOW *  win, const chtype *  chstr);
int waddnstr(WINDOW * win, const char * str, int n);
int waddnwstr(WINDOW * win, const wchar_t *  wstr, int n);
int waddstr(WINDOW * win, const char *  str);
int waddwstr(WINDOW * win, const wchar_t *  wstr);
int wadd_wch(WINDOW * win, const cchar_t * wch);
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int wadd_wchnstr(WINDOW *  win, const cchar_t * wchstr, int  n);
int wadd_wchstr(WINDOW * win, const cchar_t * wechstr);

int wattroff( WINDOW * win, int  attrs);

int wattron(WINDOW *  win, int  attrs);

int wattrset(WINDOW *  win, int  attrs);

int wattr_get(WINDOW *  win, attr_t * attrs, short * color_pair, void * opts);

int wattr_off( WINDOW * win, attr_t attrs, void * opts);

int wattr_on(WINDOW *  win, attr_t attrs, void * opts);

int wattr_set(WINDOW *  win, attr_t attrs, void * opts);

int wbkgd(WINDOW * win, chtype ch);

void  wbkgdset(WINDOW * win, chtype ch);

int wbkgrnd(WINDOW * win, const cchar_t * wch);

void  wbkgrndset(WINDOW * win, const cchar_t * wch);

int wborder(WINDOW * win, chtype Is, chtype rs, chtype ts, chtype bs,

chtype tl, chtype tr, chtype bl, chtype br);

int wborder_set(WINDOW *  win, const cchar_t * Is, const cchar_t * rs,
const cchar_t * ts, const cchar_t * bs,
const cchar_t * tl, const cchar_t * tr,
const cchar_t * bl, const cchar_t * br);

int wchgat(WINDOW * win, int n, attr_t attr, short  color,

const void * opts);

int wclear(WINDOW *  win);

int wclrtobot(WINDOW *  win);

int wclrtoeol(WINDOW * win);

void  wcursyncup(WINDOW * win);

int wdelch(WINDOW *  win);

int wdeleteln(WINDOW *  win);

int wechochar(WINDOW * win, const chtype ch);

int wecho_wchar(WINDOW * win, const cchar_t * wech);

int werase(WINDOW * win);

int wgetbkgrnd(WINDOW *  win, cchar_t * wch);

int wgetch(WINDOW *  win);

int wgetnstr(WINDOW *  win, char * str, int n);

int wgetn_wstr(WINDOW *  win, wint_t * wstr, int n);

int wgetstr(WINDOW *  win, char * str);

int wget_wch(WINDOW * win, wint_t * ch);

int wget_wstr(WINDOW *  win, wint_t *  wstr);

int whline(WINDOW * win, chtype ch, int n);

int whline_set(WINDOW *  win, const cchar_t * wch, int  n);

chtype winch(WINDOW * win);

int winchnstr(WINDOW *  win, chtype * chstr, int n);

int winchstr(WINDOW *  win, chtype * chstr);

int winnstr(WINDOW *  win, char * str, int n);

int winnwstr(WINDOW *  win, wchar_t * wstr, int n);

int winsch(WINDOW * win, chtype ch);

int winsdelin(WINDOW *  win, int  n);

int winsertin(WINDOW *  win);

int winsnstr(WINDOW *  win, const char * str, int n);

int winsstr(WINDOW *  win, const char *  str);

int winstr(WINDOW *  win, char * str);

int wins_nwstr(WINDOW *  win, const wchar_t *  wstr, int n);
int wins_wch(WINDOW * win, const cchar_t * wech);

int wins_wstr(WINDOW *  win, const wchar_t *  wstr);

int winwstr(WINDOW *  win, wchar_t *  wstr);

int win_wch(WINDOW * win, cchar_t * wcval);

int win_wchnstr(WINDOW *  win, cchar_t * wchstr, int  n);

int win_wchstr(WINDOW *  win, cchar_t * wchstr);

int wmove(WINDOW *win, int vy, int  x);

int wnoutrefresh(WINDOW *  win);

int wprintw(WINDOW *  win, char * fmt, ...);

int wredrawin(WINDOW *  win, int  beg_line, int  num_lines);
int wrefresh(WINDOW *  win);
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int wscanw(WINDOW * win, char * fmt, ...);

int wscrl(WINDOW *  win, int  n);

int wsetscrreg(WINDOW *  win, int  top, int  bot);

int wstandend(WINDOW *  win);

int wstandout(WINDOW *  win);

void  wsyncdown(WINDOW * win);

void  wsyncup(WINDOW * win);

void  wtimeout(WINDOW * win, int  delay);

int wtouchIn(WINDOW *  win, int 'y, int n, int changed),

wchar_t *wunctrl(cchar_t * wc);
int wvline(WINDOW *  win, chtype ch, int n);
int wvline_set(WINDOW *  win, const cchar_t * wch, int  n);

APPLICATION USAGE
In order to support historical applications that include <curses.h> and use <varargs.h> the follow-
ing interfaces using va_list are declared as having a third argument of type (void *) : vw_printw()
vw_scanw() , vwprintw() , vwscanw() .

SEE ALSO
<stdio.h> (in the X/Open System Interfaces and Headers, Issue 4, Version 2 specification), <term.h>,
<termios.h> (in the X/Open System Interfaces and Headers, Issue 4, Version 2 specification),
<unctrl.h>, <wchar.h> (in the X/Open System Interfaces and Headers, Issue 4, Version 2
specification).

curses_intro(3X).

CHANGE HISTORY
First released in X/Open Curses, Issue 2.

X/Open Curses, Issue 4
The entry is completely rewritten to include new constants, data types and function prototypes.
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NAME
dirent.h - format of directory streams and directory entries

SYNOPSIS
#include <sys/types.h>
#include <dirent.h>

DESCRIPTION
This header file defines data types used by the directory stream routines described in directory (3C).
The following data types are defined:
DIR A structure containing information about an open directory stream.

struct dirent A structure defining the format of entries returned by the readdir function (see
directory (3C)).

The struct dirent structure includes the following members:
char d_name[MAXNAMLEN+1]; /* name of directory entry */

ino_t d_ino; [* file serial number */
short d_namlen; /* length of string in d_name */
short d_reclen; /* length of this record */

The constant MAXNAMLEN is defined in <dirent.h>.

Note that the d_reclen entry is used internally to represent the offset from the current entry to the next
valid entry. Therefore, d_reclen is not the length of the current entry, but the length of the current record
where a record is an entry plus any currently unused space between the current entry and the next valid
entry. The unused space between valid dirent entries results from changes in a directory’s contents, such
as the deletion of files and other directories.

This file also contains external declarations for the functions in the directory(3C) package.

AUTHOR
dirent.h was developed by AT&T and HP.

SEE ALSO
directory(3C), ndir(5).

STANDARDS CONFORMANCE
<dirent.h >: AES, SVID2, SVID3, XPG2, XPG3, XPG4, FIPS 151-2, POSIX.1
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NAME
dld.sl - dynamic loader

MULTITHREAD USAGE
The dynamic loader is thread-safe.

DESCRIPTION
The /ust/lib/pa20_64/dld.sl program is the PA64 dynamic loader. The /ust/lib/dld.sl
program is the PA32 dynamic loader. In programs that use shared libraries, dld.sl s invoked automati-
cally at startup time by exec on PA64 and by the startup file crt0.0 on PA32. Identical copies of
crt0.0  are kept in both /opt/langtools/lib and /usr/ccsl/lib directories. The dynamic
loader is, itself, a shared library, although it defines no symbols for use by user programs.

Shared Libraries
Shared libraries are executable files created with the -b option to Id (see Id(1)). They must contain
position-independent code (PIC) that can be mapped anywhere in the address space of a process and exe-
cuted with minimal relocation. PIC can use PC-relative addressing modes and/or linkage tables. It is gen-
erated by default by the compilers on PA64 and by specifying the +z/+Z options on PA32. See the +help
option to Id(1) or the HP-UX Linker and Libraries User's Guide manual for details on writing PIC in assem-
bly language.

Incomplete Executables
An executable program linked with one or more shared libraries is called an incomplete executable.

When creating an executable (a.out ) file from object files and libraries, the linker does not copy text
(code) or data from the shared library into the output file. Instead, the dynamic loader maps the library
into the address space of the process at run time. The linker binds all program references to shared library
routines and data to entries in a linkage table, and relies on the dynamic loader to fill in the linkage table
entries once the libraries have been mapped. This linkage table serves as a jump table for function calls.

Thread local storage is now supported. The dynamic loader will tally each shared library's thread local
storage size as well as the program’s thread local storage size. When all libraries are loaded, on PA32 the
dynamic loader will either call a thread routine to set the thread pointer and allocate space for the initial
thread or will call mmap() and Iwp_setprivate() to allocate the space and setup the thread
pointer. On PAG64, the dynamic loader will invoke an initializer in the system library libc  which will do
the thread initialization, allocation of the initial thread, and set the thread pointer.

On previous PA32 releases, shared library data items referenced by the program were copied into the pro-
gram executable file so that the data references could be resolved statically. Beginning with the Series
700/800 10.0 release, references to shared library data from the a.out are included in a linkage table and
are resolved at run time.

Loading
An incomplete executable contains a list of path names of the shared libraries searched at link time. At run
time, the dynamic loader attaches to the process all shared libraries that were linked with the program.
The dynamic loader will attempt to load each library from the same directory in which it was found at link
time. It is possible to change the shared library run time search path by specifying a dynamic path list.
See PA32 Dynamic Path List and/or PA64 Dynamic Path List.

The text segment of a library is shared among all processes that use it. The data and bss segments are
shared on a page-by-page basis. When a process first accesses (reads or writes) a data or bss page, a copy of
that page is made for the process.

PA32 Dynamic Path List
There are two was to specify a dynamic path list :

. by storing a directory path list in the executable using the +b path_list option to Id ,

. by linking the executable with Id option +S, enabling the executable to use the path list defined by
the SHLIB_PATH environment variable at run time.

The path list is a list of one or more path names separated by colons (:). The dynamic path list will work
only for libraries specified with the -I or -I: options to Id. However, it can be enabled for libraries
specified with a full path name using the -l option to chatr (see chatr(1)). If both +s and +b are
used, their relative order on the command line indicates which path list will be searched first in compatibil-
ity mode. See the +help option to Id(1) or the HP-UX Linker and Libraries User's Guide manual for more
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details.

PA64 Dynamic Path List

For standard mode libraries (libraries built or linked with Id +std ), the dynamic loader will use
dynamic path searching to find shared libraries whose names appear in a library list of the program or
loaded shared libraries with no embedded / character. Dynamic path searching is enabled by default for
these standard mode libraries or executables. If Id +noenvvar s specified, the dynamic loader will not
look at any dyanmic path environment variables to find dependent shared libraries. This limits the
dynamic path searching to the value of rpath and the default directories /usr/lib/pa20_64 and
/usr/ccs/lib/pa20_64

For compatibility mode libraries (libraries built or linked with |[d +compat ), the dynamic loader will only
do dynamic path searching for these libraries if they were linked with -I or -I:  and one of these were
specified:

. Id +s

. Id +b

. chatr +s  enable

There are several ways to specify a dynamic path list :

. By storing a directory path list in the executable using the +b path_list option to Id .

. By not specifying Id +b and letting the linker set the rpath value to a concatenation of the Id
-L path_list followed by the value of the environment variable LPATH followed by the default direc-
tories /usr/lib/pa20_64 and /usr/ccsl/lib/pa20_64 . This is for standard mode shared
libraries only.

. By storing a directory path_list in the environment variables LD_LIBRARY_PATH and/or
SHLIB_PATH. For compatibility mode shared libraries and executables, the directory path_list
should only be put in the SHLIB_PATH environment variable.

The path list is a list of one or more path names separated by colons (:). The dynamic path list will work
only for libraries specified with the -l or -l: options to Id . However, it can be enabled for libraries
specified with a full path name using the -l option to chatr (see chatr(1)). If both +s and +b are
used, their relative order on the command line indicates which path list will be searched first in compatibil-
ity mode. See the +help option to Id(1) or the HP-UX Linker and Libraries User's Guide manual for more
details.

The dynamic loader will use these rules when determining which dynamic path list to use:

. If Id +noenvvar  was specified and Id +b and Id +compat were not specified, then the only
dynamic path searching that can be done is to look at the path_listin rpath followed by the default
directories /usr/lib/pa20_64 and /usr/ccs/lib/pa20_64

. If Id +compat was specified and Id +b and Id +s were not specified, no shared library is sub-

ject to dynamic path searching.

. If the Id +compat and Id +b options are not specified, then the path_list in the
LD LIBRARY_PATH environment variable is searched, followed by the path_list in the
SHLIB_PATH environment variable, followed by the path_list in rpath , followed by the default
directories /usr/lib/pa20_64 and /usr/ccs/lib/pa20_64

. If the [d +compat ,Id +b , and Id +s are specified, then use the relative ordering of Id +b
and Id +s to determine if the dynamic loader should use the path_list in rpath before
SHLIB_PATH followed by library as specified in the library list. If |d +b is specified first, use the
path_listin rpath first.

The rules change slightly when looking for dependent shared libraries.

. For standard mode libraries, the path_list in the LD _LIBRARY_PATH environment variable is
searched first, followed by the path_list in the SHLIB_PATH environment variable, followed by the
value in the parent shared librarys rpath , followed by the default directories
/usr/lib/pa20_64 and /usr/ccsl/lib/pa20_64 . The ancestors of a parent shared library
may contain a path_list in rpath , but this is ignored when searching for dependent shared libraries
of this parent. Only the parent’s rpath is used.

. For compatibility mode libraries, the search is the same as for parent shared libraries, except rpath
can be passed from parent shared libraries to child dependent shared libraries to that child's
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dependents, et cetera.

Binding
The dynamic loader also resolves symbolic references between the executable and libraries. By default,
function calls are trapped via the linkage table and bound on first reference. References to data symbols
and other absolute address references cannot be trapped. They are bound on the first resolution of a func-
tion call that could potentially reference the object.

If the -B immediate option to Id is used, the loader binds all necessary references at startup time.
This increases the startup cost of a program, but ensures that no more binding operations will be required
later. Thus, better real-time response may result, and the risk of a later abort due to unresolved externals
is eliminated. d

The fastbind tool can be used to improve the start-up time of programs that use shared libraries
(incomplete executables). The fastbind tool performs analysis on the shared library routines and data
used to bind the symbols and stores this information in the executable file. The dynamic loader will notice
that this information is available, and it will use this fastbind information to bind the symbols instead of the
standard search method. For more details refer to fastbind(1) and the +help option to I1d(1) or the HP-UX
Linker and Libraries User's Guide manual.

Breadth-first Searching

This is only available on PA64. By default, the dynamic loader will do breadth-first searching when binding
symbols. If the incomplete executable was linked with +compat or if a shl_load() is being executed,
then depth-first searching is used. Breadth-first searching specifies that the dynamic loader will look for
symbols starting with the incomplete executable followed by all loaded shared libraries in a left to right
order until the symbol is found. For example, the incomplete executable is searched followed by all
libraries in its library load list. Then the dependent shared libraries of the first library in the library load
list list is searched, followed by the dependent shared libraries of the second library in the list, et cetera.

Depth-first Searching
This is the only search behavior on PA32 and is used on PA64 if doing a shl_load() or if the incomplete
executable was linked with +compat . The dynamic loader will search the incomplete executable followed
by the first library in its library load list. The first dependent library of this library is then searched, fol-
lowed by the first dependent of this dependent, and so on. When there are no more dependents, the
siblings and their dependents are searched until eventually the second library in the program's library load
list is searched, followed by the first dependent of this library, et cetera.

Version Control
Since code from a shared library is mapped at run time from a separate shared library file, modifications to
a shared library may alter the behavior of existing executables. In some cases, this may cause programs to
operate incorrectly. Two means of version control is provided to solve this problem.

Intra-Library Versioning

This is available on PA32 only. Whenever an incompatible change is made to a library interface, both ver-
sions of the affected module or modules are included in the library. A mark indicating the date
(month/year) the change was made is recorded in the new module via the pragma HP_SHLIB_VERSION
in C, or the compiler directive SHLIB_VERSION in Fortran and Pascal. This date applies to all symbols
defined within the module. A high water mark giving the date of the latest incompatible change is recorded
in the shared library, and the high water mark for each library linked with the program is recorded in the
incomplete executable file. At run time, the dynamic loader checks the high water mark of each library and
loads the library only if it is at least as new as the high water mark recorded at link time. When binding
symbolic references, the loader chooses the latest version of a symbol that is not later than the high water
mark recorded at link time. These two checks help ensure that the version of each library interface used at
run time is the same as was expected at link time. Intra-library versioning may be removed in a future
release.

Library-level Versioning

The second way for users to version their libraries is by using a new naming convention, libname.n where
n is a numeral that is incremented with every new release of the library. When using the new naming
scheme, users must specify an internal name for the shared library by using the +h internal_name
option to Id when building the shared library. This internal name is recorded in each incomplete execut-
able or shared library that links with the shared library.
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At run time, the loader will look at the library list recorded in the incomplete executable file or shared
library. For each library in the list that was not an internal name, the dynamic loader will look for a .0

version of the library (e.g. libname.0 ) to load. If it does not find this version, it will look for the library
name that is recorded in the list.

PA32 Explicit Loading and Binding
The duties of the dynamic loader as described above are all performed automatically, although they can be
controlled somewhat by appropriate options to Id . The dynamic loader can also be accessed programmati-
cally. The reserved symbol __did_loc , which is defined in crt0.0 , points to a jump table within
the dynamic loader. The routines described under shl_load(3X) provide a portable interface that allows the
programmer to explicitly attach a shared library to the process at run time, to calculate the addresses of
symbols defined within shared libraries, and to detach the library when done.

PA64 Explicit Loading and Binding
The duties of the dynamic loader as described above are all performed automatically, although they can be
controlled somewhat by appropriate options to Id . The dynamic loader can also be accessed programmati-
cally. The routines described under shl_load(3X), dlclose(3C), dlerror(3C), dlget(3C), dlmodinfo(3C),
dlopen(3C), and dIsym(3C) provide a portable interface that allows the programmer to explicitly attach a
shared library to the process at run time, to calculate the addresses of symbols defined within shared
libraries, and to detach the library when done.

DIAGNOSTICS

If the dynamic loader is not present, or cannot be invoked by the process for any reason, an error message
is printed to standard error and the process terminates with a non-zero exit code.

These errors fall into two basic categories: errors in attaching a shared library, and errors in binding sym-
bols. The former can occur only at process startup time but the latter can occur at any time during process
execution unless the -B immediate option is used with |d . Possible errors that can occur while attach-
ing a shared library include library not present, library not executable, library corrupt, high water mark too
low, or insufficient room in the address space for the library. Possible errors that can occur while binding
symbols include symbol not found (unresolved external), or library corrupt.

When using the explicit load facilities of the dynamic loader, these types of errors are not considered fatal.
Consult shl_load(3X), diclose(3C), dlget(3C), dlgetname(3C), dimodinfo(3C), dlopen(3C), and dlsym(3C) for
more information. On PAG4, to see error messages, use the dlerror() routine. This routine will print
the last error message recorded by the dynamic loader.

WARNINGS

The startup cost of the dynamic loader is significant, even with deferred binding, and can cause severe per-
formance degradation in processes dominated by startup costs (such as simple “hello world” programs). In
addition, position-independent code is usually slower than normal code, so performance of a program may
be adversely affected by the presence of PIC in shared libraries. However, the advantages of decreased disk
space usage and decreased memory requirements for executables should outweigh these concerns in most
cases.

There are rare cases where the behavior of a program differs when using shared libraries as opposed to
archive libraries. This happens primarily when relying on undocumented and unsupported features of the
compilers, assembler, and linker. See the +help option to I1d(1) or the HP-UX Linker and Libraries User's
Guide manual for more details.

The library developer is entirely responsible for version control and must be thorough in identifying incom-
patible changes to library interfaces. Otherwise, programs may malfunction unexpectedly with later ver-
sions of the library. There is little an application user can do if version control is not handled properly by
the library developer. The application developer can usually resolve problems by modifying the source code
to use the new interfaces then recompiling and relinking against the new libraries.

By default, most warnings are not reported by the dynamic loader.

On PA32, if you wish to see all of the messages, set the environment variable HP_DLDOPTSto contain
one or more options. The following options are supported:

-warnings Display additional dynamic loader warning messages. Some of these include:

« Symbols of the same name but different types, such as CODE and DATA. See the
WARNINGS section in I1d(1) for more details on this warning.
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¢ Using certain flags or routines described in shl_load(3X).
-foverbose See fastbind(1).
-nofastbind See fastbind(1).
On PAG64, if you wish to see all error messages, set the environment variable DLD _VERBOSE_ER® true.

dlgetname(3C)
dimodinfo(3C)

return the name of the storage containing a load module
return information about a loaded module

dlopen(3C) load a shared library
disym(3C) get the address of a symbol in a shared library
shl_load(3X) load/unload shared libraries

Texts and Tutorials
HP-UX Linker and Libraries Online User Guide

(See the +help option to Id(1))

HP-UX Linker and Libraries User's Guide

(See manuals(5) for ordering information)
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AUTHOR
The /usr/lib/dld.sl and /usr/lib/pa20_64/dld.sl shared libraries were developed by HP. -
SEE ALSO
System Tools: d
as(1) translate assembly code to machine code
CC(1) invoke the HP-UX C++ compiler
cc(l) invoke the HP-UX C compiler
chatr(1) change program'’s internal attributes
f77(1) invoke the HP-UX FORTRAN compiler
fastbind(1) invoke the fastbind tool
1d(1) invoke the link editor
pc(1) invoke the HP-UX Pascal compiler
Miscellaneous:
a.out(4) assembler, compiler, and linker output
diclose(3C) unload a shared library previously loaded by dlopen()
dlerror(3C) print the last error message recorded by did
dlget(3C) return information about a loaded module
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NAME

environ(5)

environ - user environment

DESCRIPTION

An array of strings called the environment is made available by exec(2) when a process begins. By con-
vention, these strings have the form name=value. The following names are used by various commands
(listed in alphabetical order):

HOME
LANG

LANGOPTS

LC_ALL

Name of the user’s login directory, set by login(1) from the password file (see passwd(4)).

Identifies the user’s requirements for native language, local customs and coded character set, if
the environment variables LC_ALL, LC_COLLATE, LC_CTYPE, LC_MESSAGES, LC_MONETARY,
LC_NUMERIC, and LC_TIME are unset or null.

The format of LANG is:
LANG=language[_territory][.codeset]

The valid values for LANG are supported locales. (See lang(5).) Native Language Support
(NLS) is initiated at run-time by calling setlocale(3C). The following call to setlocale binds the
execution of a program to the user’s language requirements:

setlocale(LC_ALL,™);

This setlocale call initializes the program locale from the environment variables associated
with setlocale. LANG provides the necessary defaults if any of the category-specific environ-
ment variables are not set or set to the empty string.

The LANG environment variable can have a maximum length of SL_NAME_SIZE bytes (see
header file <locale.h>).

Defines language options for mode and data order in the form:
LANGOPTS=[mode][_order]

LANGOPTS values are given in English as an ASCII character string. mode describes the mode
of a file where | (ell) represents Latin mode and n represents non-Latin mode. Non-Latin
mode is assumed for values other than | and n. order describes the data order of a file where
k is keyboard order and s is screen order.

Determines the values for all locale categories. The value of LC_ALL has precedence over any
of the other environment variables LC_COLLATE, LC_CTYPE, LC_MESSAGES, LC_MONETARY,
LC_NUMERIC, LC_TIME, and LANG .

LC_COLLATE, LC_CTYPE, LC_MESSAGES, LC_MONETARY, LC_NUMERIC, and LC_TIME

Section 5-40

determines the user’s requirements for language, territory, and codeset with respect to charac-
ter collation, character classification and conversion, output messages, currency symbol and
monetary value format, numeric data presentation, and time formats, respectively. If
LC_ALL and any of these are not defined in the environment, LANG provides the defaults.

Syntax for the environment variables LC_COLLATE, LC_CTYPE, LC_MESSAGES, LC_MONETARY,
LC_NUMERIC, and LC_TIME is:

language] _territory][ .codeset][ @modifier]

The language field conforms with 1SO 639 standard for language names and the territory field
conforms with the 1SO 3166 territory names. For a list of the locale names, see lang(5).

The @modifier field allows the user to select between more than one value of a category within
the same language definition. HP-UX does not currently provide locales with modifiers.

The values of the locale categories are determined by a precedence order; the first condition
met below determines the value:

1. If the LC_ALL environment variable is defined and is not null, the value of LC_ALL is used.

2. If the LC_* environment variable (LC_COLLATE, LC_CTYPE, LC_MESSAGES,
LC_MONETARY, LC_NUMERIC, LC_TIME) is defined and is not null, the value of the
environment variable is used to initialize the category that corresponds to the environment
variable.

3. If the LANG environment variable is defined and is not null, the value of the LANG
environment variable is used.
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4. If the LANG environment variable is not set or is set to the empty string, the POSIX/C
default locale is used. (See lang(5).)

LC_COLLATE

LC_CTYPE

Determines the locale category for character collation. It determines collation information for
regular expressions and sorting, including equivalence classes and multi-character collating
elements, in various utilities and strcoll (3C) and strxfrm (3C).

Determines the locale category for character classification (such as alphabetic, digit, upper-
case. See isalpha(3C), isdigit(3C), and isupper(3C)), character conversion. (see toupper(3C),
tolower (3C)), and the interpretation of text as single-byte or multi-byte characters,

LC_MESSAGES

Determines the locale category for processing affirmative and negative responses and the
language and cultural conventions in which diagnostic and informative messages should be
written. It may also affect the behavior of catopen(3C) in determining the message catalog to
open.

LC_MONETARY

Determines the locale category for monetary-related numeric formatting information.

LC_NUMERIC

LC_TIME

MANPATH

NLSPATH

Determines the locale category for numeric formatting information (such as the thousands
separator and the radix character) in various utilities as well as the formatted 1/O operations
in printf(3S) and scanf(3S) and the string conversion functions in strtod (3C).

Determines the locale category for date and time formatting information. It affects the
behavior of time functions in strftime (3C).

Contains a colon-separated list of directory prefixes to be searched by man(1) for manual
entries. Upon logging in, letc/profile (or /etc/csh.login ) sets
MANPATH/usr/share/man:/usr/contrib/man:usr/local/man .

MANPATH uses the same syntax as the PATH environment variable, with the addition of recog-
nizing the specifiers %L, %I, %t, and %c as used in the NLSPATH environment variable. See
NLSPATH below for a description of these specifiers. This provides a way to specify paths to
locale-specific manual entries.

It is assumed that each of the prefixes given in MANPATH contain subdirectories of the form
man(] man 0Z , cat Oand cat [OZ . (See man(l), catman(1M), and fixman(1M).)

Contains a sequence of pseudo-pathnames used by catopen(3C) when attempting to locate mes-
sage catalogs. Each pseudo-pathname contains a name template consisting of an optional path
prefix, one or more substitution field descriptors, a file name and an optional file name suffix.
For example:

NLSPATH="/system/nlslib/%N.cat"

defines that catopen(3C) should look for all message catalogs in the directory
/system/nlslib , where the catalog name should be constructed from the name parame-
ter passed to catopen (3C) (%N) with the suffix .cat

Field descriptors consist of a %followed by a single character. Field descriptors and their sub-
stitution values are:

%N The value of the name parameter passed to catopen(3C).
%L The value of LC_MESSAGES.

%l The language element from LC_MESSAGES.

%t The territory element from LC_MESSAGES.

%cC The codeset element from LC_MESSAGES.

%% Replaced by a single %

For example, given:
NLSPATH:"/system/nlslib/%L/%N.cat"

catopen (3C) attempts to open the file /system/nlslib/ $LC_MESSAGESname.cat asa
message catalog.

A null string is substituted if the specified value is not defined. Separators are not included in
%t and %csubstitutions. Note that a default value is not supplied for %L If LC_MESSAGES is
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PAGER

PATH

TERM

TZ

Section 542
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not set and NLSPATH had the value in the previous example, catopen(3C) would attempt to
open the file /system/nislib/ name.cat as a message catalog.

Path names defined in NLSPATH are separated by colons (: ). A leading colon or two adjacent
colons (i ) is equivalent to specifying %N For example, given:

NLSPATH":%N.cat:/nlslib/%L/%N.cat"

catopen(3C) with the oflag parameter set to NL_CAT_LOCALEwill attempt to open the fol-
lowing files in the indicated order: ./name, ./name.cat, and /nislib/$LC_MESSAGES/name.cat.
The first file successfully opened is taken as the message catalog.

A default pseudo-pathname defined by the system is effectively appended to NLSPATH and
used by catopen(3C) whenever a message catalog cannot be opened in any of the user defined
pseudo-pathnames. This system-wide default path is:

Jusr/lib/nls/msg/%L/%N.cat:/usr/lib/nls/%l/%t/%c/%N.cat

PAGER indicates the paginator through which output from certain commands is piped. Its
value must be a string specifying the complete command line of the desired paginator. Two
examples are:

PAGER"more -cs"
PAGER"pg -Cc"

PAGER affects several commands, including man(1) and the interactive mailers. Some of the
affected commands provide alternate means of selecting a pager in case there is a conflict. See
the individual manual entries for details.

PATH indicates the sequence of directory prefixes that sh(l1), time(1), nice(1), nohup(1), and
others search when looking for a file known by an incomplete path name. Prefixes are
separated by colons (: ). Login(1) sets PATH=:/usr/bin.

TERM identifies the kind of terminal for which output is to be prepared. This information is
used by commands such as vi(1) and mm(1), which can exploit special capabilities of that ter-
minal.

Tz sets time zone information. TZ can be set using the format:
[:]sTDoffset[DST[offset][,rule]]
where:

STDand psT Three or more bytes that designate the standard time zone (STD and summer
(or daylight-savings) time zone (DST) STDis required. If DSTis not specified,
summer time does not apply in this locale. Any characters other than digits,
comma (, ), minus (- ), plus (+), or ASCII NUL are allowed.

offset offset is the value that must be added to local time to arrive at Coordinated
Universal Time (UTC). Offset is of the form :
hh[:mm[:ss]]

Hour (hh) is any value from O through 23. The optional minutes (mm) and
seconds (ss) fields are a value from 0 through 59. The hour field is required. If
offset is preceded by a -, the time zone is east of the Prime Meridian. A +
preceding offset indicates that the time zone is west of the Prime Meridian.
The default case is west of the Prime Meridian.

rule rule indicates when to change to and from summer (daylight-savings) time.
The rule has the form :

date/time, date/time

where the first date/ time specifies when to change from standard to summer
time, and the second date/ time specifies when to change back. The time field
is expressed in current local time.

The form of date should be one of the following :

Jn Julian day n (1 through 365). Leap days are not counted. Febru-
ary 29 cannot be referenced.
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n The zero-based Julian day (0 through 365). Leap days are counted.
February 29 can be referenced.

Mm.n.d
The d day (0 through 6) of week n (1 through 5) of month m (1
through 12) of the year. Week 5 refers to the last day d of month
m. Week 1 is the week in which the first day of the month falls.
Day 0 is Sunday.

time Time has the same format as offset except that no leading sign ("-"
or "+") is allowed. The default, if time is not given, is 02:00:00.

While the STD field and the offset field for STD must be specified, if the DST
field is also provided, the system will supply default values for other fields not
specified. These default values come from file /usr/lib/tztab (see
tztab(4)), and, in general, reflect the various historical dates for start and end
of summer time.

Additional names may be placed in the environment by the export command and "name=value" arguments
in sh(1), or by exec(2). It is unwise to add names that conflict with the following shell variables frequently
exported by .profile files: MAIL, PS1, PS2andIFS.

The environment of a process is accessible from C by using the global variable:
char [Oenviron;

which points to an array of pointers to the strings that comprise the environment. The array is terminated
by a null pointer.

WARNINGS
Some HP-UX commands and library routines do not use the LANG, LC_COLLATE, LC_CTYPE, LC_MONETARY,
LC_NUMERIC, LC_TIME, or LANGOPTS environment variables. Some commands do not use message cata-
logs, so NLSPATH does not affect their behavior. See the EXTERNAL INFLUENCES section of specific com-
mands and library routines for implementation details.

NOTES
Coordinated Universal Time (UTC) is equivalent to Greenwich Mean Time (GMT).

AUTHOR
Environ was developed by AT&T and HP.

SEE ALSO
env(1), login(1), sh(1), exec(2), catopen(3C), ctime(3C), getenv(3C), setlocale(3C), profile(4), lang(5), term(5),
tztab(4).

STANDARDS CONFORMANCE
environ : AES, SVID3, XPG2, XPG3, XPG4, FIPS 151-2, POSIX.1
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NAME

fentl - file control options

SYNOPSIS

fentl(5)

#include <sys/types.h>

#include <fcntl.h>

DESCRIPTION

The fentl() function provides for control over open files. The <fcntl.h> include file describes
requests and arguments to fcntl() and open() . See fentl(2) and open(2).
The access modes set by open() and accessed by fcntl() are:
O_RDONLY
O_WRONLY
O_RDWR
The mask for file access modes is:
O_ACCMODE
The file status flags set by open() or fcntl() and accessed by fcntl() are:
O_NDELAY Nonblocking 1/0.
O_NONBLOCK POSIX-style nonblocking 1/0.
O_APPEND Append (writes guaranteed at the end).
O_DSYNC Write through cache for data.
O_SYNC Write through cache for data and attributes.

O_RSYNC|O_DSYNC Write through cache for data on reads and writes.
O_RSYNC|O_SYNC  write through cache for data and attributes on reads and writes.

O_LARGEFILE

When the filesystem is mounted as large files enabled, the O_LARGEFILE
option allows the file to grow over 2 GB.

The flag O_SYNCIOQis a synonym for O_SYNCand is defined for backward compatibility in <fcntl.h>
The flag values accessible only to open() are:

O_CREAT Open with file create (uses third open arg).
O_TRUNC Open with truncation.
O_EXCL Exclusive open.
O_NOCTTY Do not assign a controlling terminal.
The requests for fcntl() are:
F_DUPFD Duplicate file descriptor.
F_GETFD Get file descriptor flags.
F_SETFD Set file descriptor flags.
F_GETFL Get file flags.
F_SETFL Set file flags.
F _GETLK Get blocking file lock.
F_SETLK Set or clear file locks and fail on busy.
F_SETLKW Set or clear file locks and wait on busy.
The file descriptor flag for F_GETFD F_SETFDis:
FD_CLOEXEC
The file segment locking control structure struct flock , includes the following members:
short |_type; /* F_RDLCK, F_WRLCK or F_UNLCK */
short |_whence; /* Flag - see lIseek(2) */
off t | start; /* Relative offset in bytes */
off t | len; /* Size; if 0 then until EOF */
pid_t |_pid; /* By F_GETLK - process holding lock */
The file segment locking types are:
F RDLCK Read lock.
F WRLCK Write lock.
F_UNLCK Remove locks.

Section 5-44
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SEE ALSO
fentl(2), open(2).

STANDARDS CONFORMANCE
<fentl.h >: AES, SVID3, XPG2, XPG3, XPG4, FIPS 151-2, POSIX.1

HP-UX Release 11.0: October 1997 -2- Section 545



fenv(5) fenv(5)

NAME
fenv - floating-point environment macros and functions

SYNOPSIS
#include <fenv.h>

DESCRIPTION
The header <fenv.h > declares two types and several macros and functions to provide access to the
floating-point environment. The floating-point environment refers collectively to the floating-point status
flags and control modes. A floating-point status flag is a system variable whose value is set as a side effect
of the arithmetic to provide auxiliary information. A floating-point control mode is a system variable whose
value may be set by the user to affect the subsequent behavior of the arithmetic; on HP 9000 systems the
control modes include the rounding direction mode, the underflow mode, and the trap enables.

The following types are defined:
fenv_t Represents the entire floating-point environment.
fexcept_t Represents the floating-point exception flags collectively.

The following macros represent the floating-point status flags. They are defined as integral constant
expressions.

FE_INEXACT The inexact exception.
FE_DIVBYZERO The division-by-zero exception.
FE_UNDERFLOW The underflow exception.
FE_OVERFLOW The overflow exception.

FE_INVALID The invalid operation exception.
FE_ALL _EXCEPT The bitwise OR of all exception macros.

The following macros represent the rounding direction modes. They are defined as integral constant
expressions.

FE_TONEAREST The round-to-nearest rounding direction mode.
FE_UPWARD The round-toward-positive-infinity rounding direction mode.
FE_DOWNWARD The round-toward-negative-infinity rounding direction mode.
FE_TOWARDZEROThe round-toward-zero rounding direction mode.

The following macro is defined as a pointer to const-qualified fenv_t
FE_DFL_ENV The default floating-point environment.

The <fenv.h > header file and its contents have been approved for inclusion in the C9X standard. The HP
implementation adds four HP-specific functions to the approved contents: fegetflushtozero() ,
fesetflushtozero() , fegettrapenable() , and fesettrapenable()

FILES
/usr/include/fenv.h

SEE ALSO
feclearexcept(3M), fegetexceptflag(3M), feraiseexcept(3M), fesetexceptflag(3M), fetestexcept(3M),
fegetround(3M), fesetround(3M), fegetenv(3M), feholdexcept(3M), fesetenv(3M), feupdateenv(3M),
fegetflushtozero(3M), fesetflushtozero(3M), fegettrapenable(3M), fesettrapenable(3M).
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NAME
fs_wrapper - configuration and binary files used by file system administration commands

SYNOPSIS
ff  [-F FStype] ...
fsck [-F FStype] ...
fsdb [-F FStype] ...
labelit [-F FStype] ...
mkfs [-F FStype] ...
mount [-F FStype] ...
ncheck [-F FStype] ...
newfs [-F FStype] ... f
quot [-F FStype] ...
quotacheck [-F FStype] ...
volcopy [-F FStype] ...

DESCRIPTION
The commands listed in the SYNOPSIS can operate on different types of file systems. Each command
(except for mount ) reads file system specific configuration files that control the command’'s behavior, and
invokes a file system specific binary file to do the actual work. FStype is the file system type as optionally
specified on the command line. If FStype is not given, then the file system type is determined from
letc/fstab by matching an entry in this file with a device special  provided with the command (see
individual commands for details of usage).

Administrators may also define a default file system type for the above commands via the file

/etc/default/fs . If this file exists, and contains the line:

LOCAL=Stype
(e.g., LOCAL=hfs ), then the above commands will assume the FStype given in /etc/default/fs ,
unless an FStype is provided on the command line or is in /etc/fstab . The default file system

specification is provided to maintain compatibility with pre-10.0 invocations of the commands.
See the FILES section for a list of the files used.

WARNINGS
The configuration files /sbin/lib/mfsconfig.d/ FStype are supplied by HP or by other file system
vendors. They are not meant to be edited by System Administrators. Corruption or removal of these files
may lead to strange behavior, including the inability to boot.

The format of the configuration file is subject to change.

The file system specific binary files are not normally executed directly. However, if the configuration files
become unusable, direct execution of these binary files may be a useful step in repairing and running the
system again. The binary files accept the same arguments as the commands by which they are executed.

The mount command is a special case. This command currently does not read a configuration file, and
does not execute a file system specific binary file if FStype is cdfs , hfs , nfs , or lofs . The binary that
handles these FStypes also processes other FStypes and calls the file system specific command if appropri-
ate.

For historical reasons, the hfs binary files also handle nfs and cdfs , so there are no separate binary
files for the latter two file systems.

The commands (except mount ) will not work if they are renamed, because they are symbolically linked to
a single executable (/sbin/fs_wrapper ).
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FILES

FStype is the file system type as optionally specified on the command line. command is the name of the

command.

/sbin/fs/ FStype/ command File system specific binary files for the fsck , fsdb , mkfs ,
mount, and newfs commands. There may be additional file
system specific binary files in this directory that are not associ-
ated with fs_wrapper

lusr/lbin/fs/ FStype/ command File system specific binary files for the remaining commands.
There may also be other file system specific binary files in this
directory that are not associated with fs_wrapper

/sbin/lib/mfsconfig.d/ FStype Configuration files for each file system type.

/etc/default/fs File in which the default file system type can be defined. If this
file does not exist, there is no default file system type.

letc/fstab Static information about the file systems

SEE ALSO

ff(1M), fsck(1M), fsdb(1M), mkfs(1M), mount(1M), ncheck(1M), newfs(1M), quot(1M), quotacheck(1M),
volcopy(1M), fstab(4).
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NAME

hier(5)

hier - file system hierarchy

DESCRIPTION

The HP-UX file system is a hierarchical tree organized for administrative convenience. Within the file-
system tree structure, distinct areas are provided for files that are private to one machine, files that can be
shared by machines, and home directories.

There are two types of files that are shared: those that can be shared by multiple machines of a common
architecture, and those that can be shared by all machines. This organization allows sharable files to be
stored on one machine (the server), but accessed by many machines (clients).

The following diagram illustrates the file system layout. Note that there are many directories that are not
is this diagram, but are discussed below.

Diagram of Directory Layout

dev
[---- bin
etc | |---- bin
[---- ccs - |
usr - | |---- lib
|----lib
sbhin |
[---- sbin
var |
[---- Ibin
home |
[---- include |---- dict
opt I
|---- share ----- [---- lib
(export) |
|---- man

The following listing discusses a representative HP-UX directory hierarchy. Some HP-UX applications may
add additional directories, which are not shown.

/

/dev
letc
letc/opt

letc/rc.config.d
lexport

/home
llost+found
/mnt

Inet

lopt

/sbin

/sbin/init.d
/sbin/rc0.d
/sbin/rcl.d

HP-UX Release 11.0: October 1997

Root directory.
Special files (block and character device files); see mknod(1M).
Host-specific configuration and administration databases.

Directory for application-specific configuration files. (Configuration information
for optional packages.)

Startup configuration files.

Default root of exported file systems. Server only.

Default root for user directories.

Storage directory for connecting detached files; for use by fsck(1M).
Mounting point for local file systems.

Mounting point for remote file systems.

Root of subtree for optional application packages.

Essential system commands. Essential commands are defined as executables
that are needed to boot the system and mount the file systems. A full comple-
ment of utilities is available only after /usr is mounted.

Startup and shutdown scripts.
Link files to scripts in /sbin/init.d
Link files to scripts in /sbin/init.d

for entering or leaving run level 0.
for entering or leaving run level 1.
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/sbin/rc2.d
/sbin/rc3.d
/stand
Itmp

lusr

lusr/bin
lusr/ccs
lusr/ccs/bin
lusr/ccsllib
lusr/ccsl/lbin
usr/conf
lusr/contrib

usr/contrib/bin

lusr/contrib/include

lusr/contrib/lib
lusr/contrib/man
lusr/include

/usr/include/machine

lusr/include/nfs
lusrfinclude/sys
[usr/lbin

usr/lib
Jusr/lib/nls
lusr/local

Jusr/local/bin
lusr/local/lib
lusr/local/man
/usr/newconfig

lusr/old
lusr/sbin
lusr/share
lusr/share/dict
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Link files to scripts in /sbin/init.d
Link files to scripts in /shin/init.d
Standalone binaries and kernel configuration files.

for entering or leaving run level 2.
for entering or leaving run level 3.

System-generated temporary files; generally cleared during the boot operation.

Mount point for sharable user and system administration commands, libraries
and documentation.

Primary location for common utilities and user commands.

C compilation system. Tools and libraries used to generate C programs.
Development binaries; includes cc, make, strings , etc.
Development libraries.

Development backends.

Kernel configuration files.

Directory for user-contributed (unsupported, internal) commands, files, etc.
Files in this directory come from outside the local site or organization (for exam-
ple, from users groups or HP service engineers).

User-contributed commands.

User-contributed include files.
User-contributed libraries.
User-contributed man pages.

Included header files, for C and other programs. Some subdirectories are listed
below.

Machine-specific C include files.
C include files for Network File System (NFS).
Kernel related C-language header files.

Directory for backend executables to other commands. A backend executable is
an executable that is generally not invoked directly by the user.

Program libraries, object code and architecture-dependent databases.
Directory for Native Language Support.

Directory for site-local commands, files, etc. Files under this directory come
from inside the local site or organization. See /usr/contrib for non-local
unsupported commands and files.

Site-local commands.
Site-local libraries.
Site-local man pages.

Default operating system configuration data files. This directory is a directory
hierarchy mirroring /. New versions of customizable configuration files and
databases are shipped here so as not to overwrite current versions. Files in this
directory are copied to regular locations for newly installed systems. System
administrators may wish to keep them for later reference.

Files and programs that are being phased out or are obsolete.
System administration commands.

Architecture-independent sharable files.

Dictionaries for spell and ispell

-2- HP-UX Release 11.0: October 1997



hier(5)

lusr/share/lib
lusr/share/man
Ivar

/var/fadm

Ivarladm/crash
Ivarladm/cron
Ivarladm/sw
Ivar/ladm/syslog
Ivar/mail
Ivarlnews
Ivarlopt
Ivarlpreserve
Ivarlrun

Ivar/spool
Ivar/spool/cron
Ivar/spool/lp

Ivar/spool/mqueue

Ivar/spool/uucp
Ivar/tmp

Ivar/uucp

DEPENDENCIES

hier(5)

Miscellaneous sharable libraries.
Online documentation.

Root of subtree for "varying" files. These are files that are created at runtime
and can grow to an arbitrary size. Some examples include log, temporary, tran-
sient, and spool files.

System administrative files, such as log files and accounting files. Some of the
subdirectories are listed below.

For saving kernel crash dumps.

Directory for cron(1M) queuing.

Default location for software distribution depot.

Log files generated by syslog . See syslog(3C) and syslogd (1M).

Incoming mail.

Local-system news articles for news(1).

Root of subtree for varying files associated with optional software packages.
Place where ex(1) and vi(1) save lost edit sessions until recovered.

Files created when daemons are running. For example, the process ID (PID) file
for syslogd , syslog.pid , is put here.

Miscellaneous directories for printer spooling, mail delivery, cron(1M), etc.
cron(1M) and at(1) spooling files.

Printer spool files.

Outgoing mail and log files containing messages from the mail system.
UUCP spool directory.

Application-generated temporary files. This directory generally is not cleared
between system reboots.

UUCP administration files.

Some directories include commands or files not supported on all HP-UX implementations.

SEE ALSO

find(1), grep(1), Is(1), whereis(1).
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NAME
hostname - host name resolution description

DESCRIPTION
Hostnames are domains. A domain is a hierarchical, dot-separated list of subdomains. For example, the
machine monet, in the Berkeley  subdomain of the EDUsubdomain of the Internet Domain Name Sys-
tem would be represented as

monet.Berkeley.EDU
(with no trailing dot).

Hostnames are often used with network client and server programs, which must generally translate the
name to an address for use. (This task is usually performed by the library routine gethostbyname(3).)

When NIS or the host table is being used for hostname resolution, the hostname is looked up without
modification. When DNS is used, the resolver may append domains to the hostname.

The default method for resolving hostnames by the Internet name resolver is to follow RFC 1535's security
recommendations. Actions can be taken by the administrator to override these recommendations and to
have the resolver behave the same as earlier, non-RFC 1535 compliant resolvers.

The default method (using RFC 1535 guidelines) follows:

If the name consists of a single component, i.e. contains no dot, and if the environment variable HOS-
TALIASES is set to the name of a file, that file is searched for a string matching the input hostname. The
file should consist of lines made up of two strings separated by white-space, the first of which is the host-
name alias, and the second of which is the complete hostname to be substituted for that alias. If a case-
insensitive match is found between the hostname to be resolved and the first field of a line in the file, the
substituted name is looked up with no further processing.

If there is at least one dot in the name, then the name is first tried as is. The number of dots to cause this
action is configurable by setting the threshold using the ndots option in /etc/resolv.conf (default:
1). If the name ends with a dot, the trailing dot is removed, and the remaining name is looked up (regard-
less of the setting of the 'ndots’ option) and no further processing is done.

If the input name does not end with a trailing dot, it is looked up by searching through a list of domains

until a match is found. If neither the search option in the /etc/resolv.conf file or the LOCAL-
DOMAIN environment variable is used, then the search list of domains contains only the full domain
specified by the domain option (in /etc/resolv.conf ) or the domain used in the local hostname (see

resolver (4)). For example, if the domain option is set to CS.Berkeley.EDU, then only CS.Berkeley.EDU
will be in the search list and will be the only domain appended to the partial hostname, lithium, making
lithium.CS.Berkeley.EDU the only name to be tried using the search list.

If the search option is used in /etc/resolv.conf or the environment variable, LOCALDOMAINis set
by the user, then the search list will include what is set by these methods. For example, if the search
option contained

CS.Berkeley.EDU CChem.Berkeley.EDU Berkeley.EDU

then the partial hostname (e.g., lithium) will be tried with each domain name appended (in the same order
specified). The resulting hostnames that would be tried are:

lithium.CS.Berkeley.EDU
lithium.CChem.Berkeley.EDU
lithium.Berkeley.EDU

The environment variable LOCALDOMAINverrides the search and domain options, and if both options
are present in the resolver configuration file, then only the last one listed is used (see resolver (5)).

If the name was not previously tried “as is” (i.e., it fell below the ndots threshold or did not contain a dot),
then the name, as originally provided, is attempted.

AUTHOR
hostname was developed by the University of California, Berkeley.

SEE ALSO
gethostbyname(3), resolver(4), named(1M), RFC 1535.
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NAME
inttypes - basic integer data types

SYNOPSIS
#include <inttypes.h>

DESCRIPTION
This header file defines integer data types of various sizes. By using the data types defined in this header
file, developers can be assured that the data types will have the same properties and behavior on different
systems.

Since not all implementations are required to support all of the integer sizes defined in this manual page,
the proper way to see if a particular size of an integer is supported on the current implementation is to test
the symbol that defines its maximum value. For example, if #ifdef UINT64_MAX tests false, then that
implementation does not support 64-bit unsigned signed integers.

This header file defines the following integer data types for 8, 16, 32, and 64 bits.

intmax_t largest signed integer data type supported by implementation
int8_t 8-bit signed integer

intl6 t 16-bit signed integer

int32_t 32-bit signed integer

int64_t 64-bit signed integer

uintmax_t largest unsigned integer data type supported by implementation
uint8_t 8-bit unsigned integer

uintl6 t 16-bit unsigned integer

uint32_t 32-bit unsigned integer

uinté4 t 64-bit unsigned integer

The following two data types are signed and unsigned integer data types that are large enough to hold a
pointer. A pointer can be moved to or from these data types without corruption.

intptr_t signed integer type that is large enough to hold a pointer
uintptr_t unsigned integer type that is large enough to hold a pointer

This header file defines the following integer data types for determining the most efficient data types to use
for integer values on a particular implementation.

intfast_t most efficient signed integer data type supported by implementation
int_fast8 t most efficient signed integer of at least 8 bits

int_fastl6 t most efficient signed integer of at least 16 bits

int_fast32_t most efficient signed integer of at least 32 bits

int_fast64 t most efficient signed integer of at least 64 bits

uintfast_t most efficient unsigned integer data type supported by implementation
uint_fast8 t most efficient unsigned integer of at least 8 bits

uint_fastl16 t most efficient unsigned integer of at least 16 bits

uint_fast32 t most efficient unsigned integer of at least 32 bits

uint_fast64 t most efficient unsigned integer of at least 64 bits

This header file defines the following integer data types for compatibility with systems that do not fit the
16-bit or 32-bit word size model. These data types define the signed and unsigned integers of at least 8, 16,
32, and 64 bits.

int_least8 t smallest signed integer of at least 8 bits
int_least16 t smallest signed integer of at least 16 bits
int_least32_t smallest signed integer of at least 32 bits
int_least64 t smallest signed integer of at least 64 bits
uint_least8 t smallest unsigned integer of at least 8 bits
uint_least16 _t smallest unsigned integer of at least 16 bits
uint_least32_t smallest unsigned integer of at least 32 bits
uint_least64 t smallest unsigned integer of at least 64 bits

The following macros define the minimum and maximum values that can be stored in the above data types.

INTMAX_MIN minimum value that can be stored in the largest integer data type
INTMAX_MAX maximum value that can be stored in the largest signed integer data type
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UINTMAX_MAXmaximum value that can be stored in the largest unsigned integer data type
INTFAST_MIN  minimum value that can be stored in the most efficient integer data type

inttypes(5)

INTFAST_MAX maximum value that can be stored in the most efficient signed integer data type
UINTFAST_MAXmaximum value that can be stored in the most efficient unsigned integer data type

INT8_MIN  minimum value that can be stored inan int8_t  data type

INT16_MIN minimum value that can be stored in an intl6 t  data type
INT32_MIN minimum value that can be stored in an int32_t  data type
INT64_MIN minimum value that can be stored in an int64_t  data type

INT8_MAX maximum value that can be stored in an int8_t  data type

INT16_MAX maximum value that can be stored in an intl6_t  data type
INT32_MAX maximum value that can be stored in an int32_t  data type
INT64_MAX maximum value that can be stored in an inté4_t  data type

UINT8_MAX maximum value that can be stored in an uint8_t  data type

UINT16_MAX maximum value that can be stored in an uintl6_t  data type
UINT32_MAX maximum value that can be stored in an uint32_t  data type
UINT64_MAX maximum value that can be stored in an uint64_t  data type

INT_FAST8 MIN minimum value that can be stored in an int_fast8_t data type

INT_FAST16_MIN minimum value that can be stored in an int_fast16 _t data type
INT_FAST32_MIN minimum value that can be stored in an int_fast32_t data type
INT_FAST64_MIN minimum value that can be stored in an int_fast64 t data type
INT_FAST8 MAX maximum value that can be stored in an int_fast8 t data type
INT_FAST16_MAXmaximum value that can be stored in an int_fast16_t data type
INT_FAST32_MAXmaximum value that can be stored in an int_fast32_t data type
INT_FAST64_MAXmaximum value that can be stored in an int_fast64_t data type
INT_LEAST8 MIN minimum value that can be stored in an int_least8_t data type
INT_LEAST16_MIN minimum value that can be stored in an int_least16 t data type
INT_LEAST32_MIN minimum value that can be stored in an int_least 32 t data type
INT_LEAST64_MIN minimum value that can be stored in an int_least 64 t data type
INT_LEAST8 MAX maximum value that can be stored in an int_least8 t data type
INT_LEAST16_MAXmaximum value that can be stored in an int_least16 t data type
INT_LEAST32_MAXmaximum value that can be stored in an int_least_32_t data type
INT_LEAST64_MAXmaximum value that can be stored in an int_least_64_t data type
The following macros can be used as formatting options with the printf() family of functions (see

printf(3S)). These macros are used to select the correct formatting option for the integer data types defined

earlier in this manual page.

PRId8 d print formatting option for int8_t
PRId16 d print formatting option for int16_t
PRId32 d print formatting option for int32_t
PRId64 d print formatting option for int64 _t
PRIDMAX d print formatting option for intmax_t

PRIDFAST8 d print formatting option for int_fast8 t
PRIJFAST16 d print formatting option for int_fastl6 t
PRIJFAST32 d print formatting option for int_fast32_t
PRIJFAST64 d print formatting option for int_fast64_t
PRIAFAST d print formatting option for intfast_t

PRIJLEAST8 d print formatting option for int_least8 _t

PRIILEAST16 d print formatting option for int_least16_t
PRIILEAST32 d print formatting option for int_least32_t
PRIALEAST64 d print formatting option for int_least64 t

PRIi8 i print formatting option for int8_t

PRIi16 i  print formatting option for int16_t

PRIi32 i  print formatting option for int32_t

PRIi64 i  print formatting option for int64 _t
PRIIFASTS i print formatting option for int_fast8 t
PRIIFAST16 i print formatting option for int_fast16 t
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PRIIFAST32
PRIIFAST64

PRIILEAST8

PRIILEAST16
PRIILEAST32
PRIILEAST64

PRIu8
PRIul6
PRIu32
PRIu64
PRIUMAX

PRIUFASTS8
PRIUFAST16
PRIUFAST32
PRIUFAST64
PRIUFAST

PRIULEASTS

PRIULEAST16
PRIULEAST32
PRIULEAST64

PRIlo8
PRI016
PRIl032
PRlo64
PRIoMAX

PRIOFASTS8
PRIOFAST16
PRIOFAST32
PRIOFAST64
PRIOFAST

PRIOLEASTS

PRIOLEAST16
PRIOLEAST32
PRIOLEAST64

PRIx8
PRIx16
PRIx32
PRIx64
PRIXMAX

PRIXFAST8
PRIXFAST16
PRIXFAST32
PRIXFAST64
PRIOFAST

PRIXLEASTS8

PRIXLEAST16
PRIXLEAST32
PRIXLEAST64

OXXXX XXXX xXXXX (XXXX 0000 00000 0000 cccec ccccec SEcCC

print formatting option for int_fast32_t
print formatting option for int_fast64_t

print formatting option for int_least8 _t

print formatting option for int_least16 t
print formatting option for int_least32_t
print formatting option for int_least64 t

print formatting option for uint8_t
print formatting option for uint16 t
print formatting option for uint32_t
print formatting option for uint64 _t
print formatting option for uintmax_t

print formatting option for uint_fast8 t
print formatting option for uint_fastl6 t
print formatting option for uint_fast32_t
print formatting option for uint_fasté4 t
print formatting option for uintfast_t

print formatting option for uint_least8_t

print formatting option for uint_least16 t
print formatting option for uint_least32_t
print formatting option for uint_least64 t

print formatting option for int8 t
print formatting option for int16 _t
print formatting option for int32_t
print formatting option for int64 _t
print formatting option for intmax_t

print formatting option for int_fast8 t
print formatting option for int_fastl6 t
print formatting option for int_fast32_t
print formatting option for int_fast64_t
print formatting option for lntfast t

print formatting option for int_least8 _t

print formatting option for int_least16_t
print formatting option for int_least32_t
print formatting option for int_least64 t

print formatting option for int8 t
print formatting option for int16 _t
print formatting option for int32_t
print formatting option for int64 _t
print formatting option for intmax_t

print formatting option for int_fast8 t
print formatting option for int_fast16_t
print formatting option for int_fast32_t
print formatting option for int_fast64 t
print formatting option for intfast_t

print formatting option for int_least8 _t

print formatting option for int_least16 t
print formatting option for int_least32_t
print formatting option for int_least64 t

PRIX8 print formatting option for int8 t
PRIX16 print formatting option for int16 _t
PRIX32 print formatting option for int32_t
PRIX64 print formatting option for int64 _t
PRIXFASTS8 print formatting option for int_fast8 t
PRIXFAST16 X print formatting option for int_fast16 t
PRIXFAST32 X print formatting option for int_fast32_t
PRIXFAST64 X print formatting option for int_fast64_t
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PRIXLEAST8 X print formatting option for int_least8 t

PRIXLEAST16 X print formatting option for int_least16 t
PRIXLEAST32 X print formatting option for int_least32_t
PRIXLEAST64 X print formatting option for int_least64 t

The following macros can be used as formatting options with the scanf() family of functions (see
scanf(3S)). These macros are used to select the correct formatting option for the integer data types defined
earlier in this manual page.

NOTES

SCNd16 d scan formatting option for int16 t
SCNd32 d scan formatting option for int32_t
SCNd64 d scan formatting option for int64 t
SCNdMAX dscan formatting option for intmax_t

SCNil6 i scan formatting option for int16 t
SCNi32 i scan formatting option for int32_t
SCNi64 i scan formatting option for int64 _t
SCNIMAX i scan formatting option for intmax_t
SCNul6 u scan formatting option for uint16_t
SCNu32 u scan formatting option for uint32_t
SCNu64 u scan formatting option for uint64_t
SCNo16 0 scan formatting option for int16 t
SCNo032 0 scan formatting option for int32_t
SCNo64 0 scan formatting option for int64 t
SCNoMAX oscan formatting option for intmax_t
SCNx16 X scan formatting option for int16 t
SCNx32 X scan formatting option for int32_t
SCNx64 X scan formatting option for int64_t

SCNxMAX X scan formatting option for intmax_t

SCNdFAST  d scan formatting option for intfast_t
SCNIFAST i scan formatting option for intfast_t
SCNOFAST o scan formatting option for intfast_t
SCNXFAST X scan formatting option for intfast_t

The formatting options for the printf() family of functions all begin with PRI, whereas the formatting
options for the scanf() family of functions all begin with SCN These formatting strings may not be
interchangeable.

EXAMPLES
The following example shows how to use one of the print formatting options with the printf() function.

AUTHOR

uinté4 t u;

printf("u = %016" PRIX64 "\n", u):

inttypes.h was developed by HP.

FILES

/usr/include/inttypes.h

SEE ALSO
printf(3S), scanf(3S).
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NAME
ioctl - generic device control commands

SYNOPSIS
#include <sys/ioctl.h>
ioctl(fildes, request, arg)
int fildes, request;

DESCRIPTION
The ioctl(2) system call provides for control over open devices. This include file describes requests and
arguments used in ioctl(2) which are of a generic nature. For details about how individual requests will
affect any particular device, see the corresponding device manual entry in Section (7). If a device does not
support an ioctl request it returns EINVAL.

FIONREAD
Returns in the long integer whose address is arg the number of characters immediately readable
from the device file.

FIOSSAIOSTAT
For those character device files which support this command, if the integer whose address is arg is
non-zero, system asynchronous 1/0 is enabled; that is, enable SIGIO to be sent to the process
currently designated with FIOSSAIOOWN (see below) whenever device-file-dependent events occur.
If no process has been designated with FIOSSAIOOWN, then enable SIGIO to be sent to the first pro- 1
cess to open the device file.

If the designated process has exited, the SIGIO signal is not sent to any process.
If the integer whose address is arg is 0, system asynchronous I/0 is disabled.

FIOGSAIOSTAT
For those character device files which support this command, the integer whose address is arg is
set to 1, if system asynchronous I/0 is enabled. Otherwise, the integer whose address is arg is set
to 0.

FIOSSAIOOWN

For those character device files which support this command, set process ID to receive the SIGIO
signals with system asynchronous 1/0 to the value of the integer whose address is arg. Users with
appropriate privileges can designate that any process receive the SIGIO signals. If the request is
not made by the super-user, only the calling process is allowed to designate that itself or another
process whose real or saved effective user ID matches its real or effective user ID, or a process
which is a descendant of the calling process, receive the SIGIO signals. If no process can be found
corresponding to that specified by the integer whose address is arg, the call will fail, with errno
set to ESRCH. If the request is not made by the super-user and the calling process attempts to
designate a process other than itself or (1) another process whose real or saved effective user ID
matches its real or effective user ID, or (2) a process which is not a descendant of the calling pro-
cess, the call fails, with errno set to EPERM.

If the designated process subsequently exits, the SIGIO signal will not be sent to any process.

The default when opening a device file is that the process performing the open is set to receive the
SIGIO signals.

FIOGSAIOOWN
For those character device files which support this command, the integer whose address is arg is
set to the process ID designated to receive SIGIO signals.

FIOSNBIO
For those character device files which support this command, if the integer whose address is arg is
non-zero, non-blocking 1/0 is enabled; that is, subsequent reads and writes to the device file are
handled in a non-blocking manner (see below). If the integer whose address is arg is 0, non-
blocking 1/0 is disabled.

For reads, non-blocking 1/0 prevents all read requests to that device from blocking, whether the
requests succeed or fail. Such read requests complete in one of three ways:

« If there is enough data available to satisfy the entire request, the read completes success-
fully, having read all of the data, and returns the number of bytes read;
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« If there is not enough data available to satisfy the entire request, the read completes suc-
cessfully, having read as much data as possible, and returns the number of bytes it was able
to read;

« If there is no data available, the read fails and errno is set to EWOULDBLOCK.

For writes, non-blocking 1’0 prevents all write requests to that device file from blocking, whether
the requests succeed or fail. Such a write request completes in one of three ways:

« If there is enough space available in the system to buffer all the data, the write completes
successfully, having written out all of the data, and returns the number of bytes written;

« If there is not enough space in the buffer to write out the entire request, the write completes
successfully, having written as much data as possible, and returns the number of bytes it
was able to write;

¢ If there is no space in the buffer, the write fails and errno is set to EWOULDBLOCK.

To prohibit non-blocking 1’0 from interfering with the O_NDELAY flag (see open(2) and fcntl(2)), the
functionality of O_NDELAY always supersedes the functionality of non-blocking 1/0. This means
that if O_NDELAY is set, the driver performs read requests in accordance with the definition of
O_NDELAY. When O_NDELAY is not set, the definition of non-blocking 1/0 applies.

The default on open of a device file is that non-blocking I/0 is disabled.

i FIOGNBIO
For those character device files which support this command, the integer whose address is arg is
set to 1, if non-blocking 1/0 is enabled. Otherwise, the integer whose address is arg is set to 0.

WARNINGS

FIOSSAIOSTAT is similar to 4.2 BSD FIOASYNC, with the addition of provisions for security. FIOGSAIOSTAT is
of HP origin, complements FIOSSAIOSTAT, and allows saving and restoring system asynchronous 1/0 TTY
state for BSD style job control. FIOSSAIOOWN is similar to 4.2 BSD FIOSETOWN, with the addition of provi-
sions for security. FIOGSAIOOWN is similar to 4.2 BSD FIOGETOWN. Note also the difference that the 4.2
BSD version of this functionality used process groups, while the HP-UX version only uses processes.
FIOSNBIO is the same as 4.2 BSD FIONBIO, except that it does not interfere with the AT&T O_NDELAY open
and fcntl flag. FIOGNBIO is of HP origin, complements FIOSNBIO, and allows saving and restoring non-blocking
/O TTY state for BSD-style job control.

SEE ALSO

ioctl(2), socket(7), arp(7).
Section 7 of this manual.
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NAME
lang - description of supported languages

DESCRIPTION
HP-UX NLS (Native Language Support) provides support for the processing and customs requirements of a
variety of languages. To enable NLS support for a particular language, a language definition must exist on
the HP-UX system. Invoking the command locale -a (see locale(1)) displays information regarding
which languages are currently supported on a particular HP-UX system.

The default processing language for HP-UX is POSIX. POSIX provides an environment in which process-
ing occurs without NLS functionality. This environment is based on the 7-bit-coded USASCII character set.

POSIX and C are equivalent and can be used interchangeably.

AUTHOR
lang was developed by HP.

SEE ALSO
locale(1), localedef(1M), setlocale(3C), environ(5), hpnls(5).
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NAME
langinfo - language information constants

SYNOPSIS
#include <langinfo.h>

DESCRIPTION
This header file contains the constants used to identify items of langinfo data (see nl_langinfo(3C)).

The mode of items is given in <nl_types.h> . The following constants are defined. (Category indicates
in which setlocale (3C) category each item is defined).

Constant Category Description

CODESET LC_CTYPE Codeset name, such as is088591 and eucJP .

D_T_FMT LC_TIME String for formatting the %c (date and time) directive of date(1),
getdate(3C), and strftime (3C).

D_FMT LC_TIME String for formatting the %x (date) directive of date(1), getdate(3C),
and strftime (3C).

T_FMT LC_TIME String for formatting the %X(time) directive of date(1), getdate(3C),
and strftime (3C).

T_FMT_AMPM LC_TIME Time representation in the 12 hour clock format with AM_STRand
PM_STR

AM_STR LC_TIME Ante meridiem string used with 12 hour time formats (AM in
English).

PM_STR LC_TIME Post meridiem string used with 12 hour time formats (PM in
English).

DAY_1 LC_TIME Name of the first day of the week (Sunday in English).

DA.\.(._7 I:C_TIME Nall.r.ne of the seventh day of the week.

ABDAY_1 LC_TIME Abbreviated name of the first day of the week (Sun in English).

ABBAY_? LC_TIME Ablblreviated name of the seventh day of the week.

MON_1 LC_TIME Name of the first month in the Gregorian year.

MON_12 LC_TIME Name of the twelfth month.

ABMON_1 LC_TIME Abbreviated name of the first month.

AB.IV.ION_12 “L-C_TIME Ablblreviated name of the twelfth month.

ERA LC_TIME The era description segments, which describe how years are

counted and displayed for each era in a locale. Each era description
segment has the format:

direction: offset: start_date:
end_date: era_name: era_format

according to the descriptions below. There will be as many era
description segments as are necessary to describe the different
eras. Era description segments are separated by semicolons.

Note that the start of an era might not be the earliest point in the
era; it might be the latest. For example, the Christian era BC
starts on the day before January 1, AD 1, and increases with earlier
time.

direction: Either a + or a - character. The + character indicates
that years closer to the start date have lower numbers than
those closer to the end_date

offset: The number of the year closest to the start_date in the era.
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start_date: A date in the format yyyy/ mm/ dd, where yyyy, mm,
dd are the year, month, and day numbers respectively of the start
of the era. Years prior to AD 1 are represented as negative
numbers.

end_date: The ending date of the era, in the same format as the
start_date or one of the two special values -* or +*. The value -*
indicates that the ending date is the beginning of time. The value
+* indicates that the ending date is the end of time.

era_name: The era, corresponding to the %EC conversion
specification.

era_format: The format of the year in the era, corresponding to the
%E Yconversion specification.

ERA_D_FMT LC_TIME Format string for formatting the %E(Emperor/Era name and year)
directive of date(1) and strftime(3C) if an individual era format is
not specified for an era (see localedef(1M)).

ERA_D T_FMT LC_TIME The locale's appropriate alternative date and time format,
corresponding to the %Ecfield descriptor.

ERA_T_FMT LC_TIME The locale's appropriate alternative date and time format,
corresponding to the %EXfield descriptor.

ALT_DIGITS LC_NUMERIC The alternative symbols for digits, corresponding to the %Oconver-
sion specification modifier. The value consists of semicolon
separated strings. The first string is the alternative symbol
corresponding with zero, the second string corresponding with one,

etc. Up to 100 alternate symbol strings may be specified. I

RADIXCHAR LC_NUMERIC Radix character ("decimal point" in English). The string returned is
the same as the decimal_point element in the structure
returned by localeconv (3C).

THOUSEP LC_NUMERIC Separator for thousands. The string returned is the same as the
thousands_sep element in the structure returned by
localeconv (3C).

YESEXPR LC_MESSAGESAffirmative response extended regular expression.

NOEXPR LC_MESSAGESNegative response extended regular expression.

YESSTR LC_MESSAGES Affirmative response for yes/no questions. (Obsolete: use
YESEXPR

NOSTR LC_MESSAGES Negative response for yes/no questions. (Obsolete: use NOEXPR

CRNCYSTR LC_MONETARYSymbol for currency preceded by - if it precedes the number, + if it

follows the number, and . if it replaces the radix. For example,
-DM would be used for de_DE.is088591 (DM1234,56 ), + Kr
for da_DK.iso88591 (123456 Kr ), and .$ for
pt_PT.iso88591 (1234$56 ). See localeconv(3C) for alterna-
tive currency formatting information.

DIRECTION LC_CTYPE Value to indicate text direction. Values currently defined include
null , 0, and 1. Values of null or O indicate that characters are
arranged from left to right within a line and lines are arranged
from top to bottom. A value of 1 indicates that characters are
arranged from right to left within a line and lines are arranged
from top to bottom. (This constant is an HP proprietary item, sub-
ject to change, and may not be portable to other platforms.)

CONTEXT LC_CTYPE String indicating character context analysis. String null  or O
indicates no context analysis is required. String 1 indicates Arabic
context analysis required.
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ALT_DIGIT LC_NUMERIC A string of the characters that are mapped into the ASCII
equivalent string 0123456789 b+-.,eE  (where b is a blank).
This is also the reverse mapping for output. It is not assumed that
the character code values of digits are contiguous or that they are
one byte values. A null value for the string indicates that the
language has no alternative digits. (This constant is an HP
proprietary item, subject to change, and may not be portable to
other platforms.)

ALT_PUNCT LC_CTYPE A string of the characters that are mapped into the ASCII
equivalent string b!"#$%&'()*+, -Ls<=>2@0N\ Y)Y
(where b is a blank) in American usage. This is also the reverse
mapping for output. It is not assumed that the character code
values of punctuation characters are contiguous or that they are
one byte values. If any punctuation characters do not have
equivalent alternatives, ASCII codes are used in the alternative
punctuation string. A null value for the string indicates that the
language has no alternative punctuation characters. (This constant
is an HP proprietary item, subject to change, and may not be port-
able to other platforms.)

YEAR_UNIT LC_TIME Symbol for year. This is usually required to specify date for Asian
languages. (This constant is an HP proprietary item, subject to
change, and may not be portable to other platforms.)

MON_UNIT LC_TIME Symbol for month. (This constant is an HP proprietary item, sub-
ject to change, and may not be portable to other platforms.)

DAY_UNIT LC_TIME Symbol for day. (This constant is an HP proprietary item, subject
to change, and may not be portable to other platforms.)

HOUR_UNIT LC_TIME Symbol for hour. This is usually required to specify time for Asian

languages. (This constant is an HP proprietary item, subject to
change, and may not be portable to other platforms.)

MIN_UNIT LC_TIME Symbol for minute. (This constant is an HP proprietary item, sub-
ject to change, and may not be portable to other platforms.)

SEC_UNIT LC_TIME Symbol for second. (This constant is an HP proprietary item, sub-
ject to change, and may not be portable to other platforms.)

CHARMAP LC_COLLATE The name of the charmap used to compile this locale. (This con-

LC_CTYPE stant is an HP proprietary item, subject to change, and may not be
portable to other platforms.)
WARNINGS
It is recommended that you use strftime() to access date and time information defined in category

(see strftime(3C)), LC_TIME and localeconv(3C) to access information corresponding to RADIXCHAR
THOUSEPRand CRNCYSTRsee localeconv(3C)).

AUTHOR
langinfo  was developed by HP.

SEE ALSO
date(1), localedef(1M), getdate(3C), localeconv(3C), nl_langinfo(3C), setlocale(3C), strftime(3C), hpnls(5),
lang(5).

Section 5-62 -3- HP-UX Release 11.0: October 1997



libcrash(5) libcrash(5)

NAME
libcrash - crash dump access library
SYNOPSIS
#include <libcrash.h>
int cr_open(const char *path, CRASH **cb, int flags);
int cr_verify(CRASH *crash_cb, int flags);
cr_info_t *cr_info(CRASH *crash_chb);
int cr_uncompress(CRASH *crash_cb, const char *pathname,
uinté4_t size, int flags);
int cr_isaddr(CRASH *crash_cb, uint64_t pagenum, int *avail);
int cr_read(CRASH *crash_cb, void *buf, uint64_t mem_page,
int *num_pages);
void cr_perror(CRASH  *crash_cb, int error);
int cr_close(CRASH *crash_chb);

DESCRIPTION
libcrash is a library which provides access to system crash dumps. Access to a dump through the library
is independent of the format of the crash dump (there are several, described below). It is also independent
of the location of the dump, which could be on a raw dump device, in files in a file system, or a mixture of
the two. The memory of a running system can also be treated as a "dump" through use of the /dev/mem

driver.
All accesses to a dump through the library begin with a call to cr_open() . The crash dump descriptor
returned from this call is a necessary parameter to all of the other libcrash  calls. They are:
cr_verify() Verifies the integrity of a dump by checking the sizes and checksums of all of the
files making up the dump. I
cr_info() Returns a pointer to a structure containing information about the dump and the

machine and kernel that produced it.

cr_uncompress()
Prepares a file in the crash dump for use, by uncompressing it (if needed) and
validating its size and checksum. This function is used internally by the library
for access to the physical memory image, and can be used by callers for access to
the kernel and kernel module files.

cr_isaddr() Gives information about whether a particular physical memory page was valid
on the machine that dumped, and if so, whether or not that page’s contents were
included in the dump.

cr_read() Reads pages from the dump.

cr_perror() Prints to standard error an error or warning message corresponding to one of
the error or warning codes returned by another library call.

cr_close() Terminates access to the crash dump and frees all space allocated by the library.
Each of the above calls has its own manual page, describing its usage more fully.

Crash Dump Formats
There are three current formats of system crash dumps:

COREFILE (Version 0) This format, used up through HP-UX 10.01, consists of a single file containing
the physical memory image, with a 1-to-1 correspondence between file offset and memory
address. Usually there is an associated file containing the kernel image.

COREDIR  (Version 1) This format, used in HP-UX 10.10, 10.20, and 10.30, consists of a core. n direc-
tory containing an INDEX file, the kernel (vmunix ) file, and numerous core. n. m files,
which contain portions of the physical memory image.

CRASHDIR

CURRENT  (Version 2 — the current version) This format, used in HP-UX 11.00 and later, consists of a
crash. n directory containing an INDEX file, the kernel and all dynamically loaded kernel
module files, and numerous image. m. p files, each of which contain portions of the physi-
cal memory image and metadata describing which memory pages were dumped and which
were not.
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Other formats, for example tape archival formats, may be added in the future.

RETURN VALUES

Most of the calls in libcrash return an integer status value. A zero return value indicates success. A posi-
tive return value indicates some sort of warning, despite which the requested operation was completed. A
negative return value indicates some sort of error, which prevented completion of the requested operation.
The values returned by the library are:

CR_OK

Success.

CRWARN_NOEXPECTEDhNe expected size or checksum of one or more files in the crash dump was

CRWARN_NOACTUAL

not recorded, so the integrity of the dump cannot be verified. The dump
might be corrupt.

The checksum of one or more files in the crash dump could not be com-
puted, so it could not be checked against the expected value. The dump
might be corrupt.

CRWARN_SWAPPEDOM raw device containing a portion of the crash dump has been swapped on,

CRWARN_MISMATCH
CRERR_NOPAGE

CRERR_READONLY

so the dump is probably corrupt.

The size or checksum of one or more files in the crash dump did not match
what was expected. The dump is probably corrupt.

A read or write request was issued for a memory address that does not
exist on the target machine.

A write request was issued for a crash dump. Writes are supported only
to running systems through the /dev/imem driver.

CRERR_WRONGDUMP A raw dump device which is supposed to contain part of the dump does

not. It may have been overwritten by swap activity or by a more recent
dump.

CRERR_WRONGHOST A portion of the crash dump still resides on a dump device of the system

CRERR_ERRNO

\

AUTHOR
libcrash was developed by HP.

SEE ALSO

that dumped, which is not the current system.

A system error occurred. Consult errno for the specific error. Note
that certain values for errno have specific meanings in the context of
the library. They include:

[ENOEXEC] A portion of the crash dump could not be uncompressed.

[ENOTDIR]  The specified pathname for the dump was neither a plain
file, nor a directory containing an INDEX file, nor the
/dev/imem pseudodriver.

Other values of errno have their traditional meanings.

cr_close(3), cr_info(3), cr_isaddr(3), cr_open(3), cr_perror(3), cr_read(3), cr_uncompress(3), cr_verify(3).

Section 5-64

-2- HP-UX Release 11.0: October 1997



limits(5) limits(5)

NAME
limits - implementation-specific constants

SYNOPSIS
#include <limits.h>

DESCRIPTION
The following symbols are defined in <limits.h> and are used throughout the descriptive text of this
manual. The column headed HP-UX Value lists the values that application writers should assume for porta-
bility across all HP-UX systems.

Symbols after values are interpreted as follows:
+ Actual limit might be greater than specified value on certain HP-UX systems.
- Actual limit might be less than the specified value on certain HP-UX systems.
= Actual limit is always equal to the specified value and does not vary across HP-UX systems.

O  The name of this limit is defined only if the preprocessor macro _XPG2 is defined, either by the
compilation flag -D_XPG2, or by a #define directive in the source before <limits.h> is included in
the source.

# The value defined for this limit might not be a compile-time constant. The value defined always
evaluates to an integer expression at run time.

Some of these limits vary with system configuration, and can be determined dynamically by using sys-
conf(2). Others can vary according to file system or device associated with a specific file, and can be deter-
mined with pathconf(2). Others are obsolescent because they are redundant with other limits or not useful
in portable applications. They are provided only for importability of applications from other systems, to
support applications that comply with the X/Open Portability Guide, Issue 2, and for backward compatibil-
ity with earlier versions of HP-UX. The _XPG2 flag should not be defined in new applications. |

By including the <limits.h> file in the compilation an application can test the appropriate limits to deter-
mine whether it can operate on a particular system, or it might even alter its behavior to match the system

to increase its portability across a varying range of limit settings and systems.

Constant Description HP-UX Value
ARG_MAX Max length of arguments to exec(2) in bytes, 5120 +*
including environment data
CHAR_BIT Number of bits in a char 8=
CHAR_MAX Max integer value of a char 127 =
CHAR_MIN Min integer value of a char -128 =
CHILD_MAX Max number of simultaneous processes per user 25 +-*
1D
CLK_TCK Number of clock ticks per second 50 +#
DBL_DIG Digits of precision of a double 15 +
DBL_MAX Max positive value of a double 1.7976931348623157e+308 +
DBL_MIN Min positive value of a double 4.94065645841246544e-324 -
FCHR_MAX Max file offset in bytes INT_MAX +-*
FLT_DIG Digits of precision of a float 6 +
FLT_MAX Max positive value of a float 3.40282346638528860e+38 +
FLT_MIN Min positive value of a float 1.40129846432481707e-45 -
INT_MAX Max decimal value of an int 2147483647 +
INT_MIN Min decimal value of an int -2147483648 -
LINE_MAX Max number of characters in a single line 2048 =
LINK_MAX Max number of links to a single file 32767 +*
LOCK_MAX Max number of entries in system lock table 32 +-*
LONG_BIT Number of bits in a long 32 +
LONG_MAX Max decimal value of a long 2147483647 +
LONG_MIN Min decimal value of a long -2147483648 -
MAX_CANON Max number of bytes in terminal canonical input 512 +*
line
MAX_CHAR Max number of bytes in terminal input queue MAX_INPUT =*
MAX_INPUT Max number of bytes in terminal input queue 512 +*
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NAME_MAX Max number of bytes in a path name component 14 +*
NL_ARGMAX Max value of "digits" in calls to the NLS printf(3S) 9=
and scanf(3S) functions
NL_MSGMAX Max message number in an NLS message catalog 32767 +
NL_SETMAX Max set number in an NLS message catalog 255 +
NL_TEXTMAX Max number of bytes in an NLS message string 8192 +
NGROUPS_MAX  Max number of supplementary groups per process 20 +
OPEN_MAX Max number of files a process can have open 60 +*
PASS_MAX Max number of chars in a password 8 +
PATH_MAX Max number of characters in a path name exclud- 1023 +*
ing the null terminator
PID_MAX Max value for a process ID 30000 +
PIPE_BUF Max number of bytes atomic in write to a pipe 8192 +*
PIPE_MAX Max number of bytes writable to a pipe in one INT_MAX +
write
PROC_MAX Max number of simultaneous processes on system 84 +-*
SCHAR_MAX Max integer value of a signed char 127 =
SCHAR_MIN Min integer value of a signed char -128 =
SHRT_MAX Max decimal value of a short 32767 +
SHRT_MIN Min decimal value of a short -32768 -
STD_BLK Number of bytes in a physical 1/0 block 512 +
SYSPID_MAX Max process ID of system processes 4 +-*
SYS_NMLN Length of strings returned by uname(2) 8 +*
SYS_OPEN Max number of files open on system 120 +-*
TMP_MAX Max number of unique names generated by 17576 +
tmpnam(3S)
UCHAR_MAX Max integer value of an unsigned char 255 =
UID_MAX Smallest unattainable value for a user or group 1D 2147483647 +
UINT_MAX Max decimal value of an unsigned int 4294967295 +
ULONG_MAX Max decimal value of an unsigned long 4294967295 +
USHRT_MAX Max decimal value of an unsigned short 65535 +
USI_MAX Max decimal value of an unsigned int UINT_MAX =*
WORD_BIT Number of bits in a "word" (int) 32 +
EXAMPLES

UID_MAX has an HP-UX value of 2147483647 + , which means that on all HP-UX systems the smallest unat-
tainable value for a user or group ID is at least 2147483647. A particular system might be capable of sup-
porting more than 2147483647 user or group IDs, in which case its <limits.h> file sets UID_MAX to a higher
value; however, any application assuming such a higher value is not guaranteed to be portable to all HP-UX
systems.

AUTHOR
limits was developed by HP.

SEE ALSO
exec(2), fentl(2), fork(2), getgroups(2), link(2), lockf(2), open(2), pathconf(2), sysconf(2), uname(2), write(2),
printf(3S), scanf(3S), tmpnam(3S), passwd(4), values(5), termio(7).

Series 700 config(1M).

STANDARDS CONFORMANCE
<limits.h >: AES, SVID3, XPG2, XPG3, XPG4, FIPS 151-2, POSIX.1, POSIX.2, ANSI C
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NAME
man - macros for formatting manpages

SYNOPSIS
man file ...

nroff -man  [option]... [file]...

DESCRIPTION
The man macros are used by the man and nroff commands (see man(1) and nroff(1)) — and are usable
by troff (see third-party documentation) — to format the on-line versions of manpages found in HP-UX
Reference and other related reference manuals. The man command calls nroff

man and nroff Defaults
The default page size is 85 characters by 66 lines (8.5x11 inches), with a 75-character by 60-line text area.
Hyphenation is turned off and paragraphs are left-adjusted, ragged-right.

troff Defaults
The default page size is 8.5x11 inches with a 6.5x10-inch text area. The type size is 10 points and the verti-
cal line spacing is 12 points. Hyphenation is turned on and paragraphs are justified left and right.

Other Defaults
Type font and size are reset to default values before each paragraph and after processing font- and size-
setting macros such as .| , .RB, and .SM. Tab stops are neither used nor set by any macro except .DT
and .TH. The .TH macro invokes .DT (see below).

Options

The following options can be specified for nroff  or troff . They are not permitted for the man com-

mand.

-rsl Reduce the dimensions for troff ~ to a page size of 6x9 inches with a 4.75x8.375-inch text area,
the type size to 9 points, and the vertical line spacing to 10 points. This option is ignored by
nroff

-rv2 Set certain parameters to values appropriate for certain Versatec printers: line length to 82

characters (ens); page length to 84 lines; underlining inhibited. Do not confuse this option with
the -Tvp option of the man command, which is available on some operating systems, but not on
HP-UX.

Summary of Macros, Strings, and Numbers
The defined man macros, strings, and numbers are summarized here and described in detail in the follow-
ing subsections.

.B Set text in bold.

.BC Set words alternately in bold and constant-width.
.BI Set words alternately in bold and italics.

.BR Set words alternately in bold and roman.

.C Set text in constant-width.

.CB Set words alternately in constant-width and bold.
.CD Identify command name.

.Cl Set words alternately in constant-width and italics.
.CR Set words alternately in constant-width and roman.
.CT Identify citation title.

.DT Restore default tab settings.

.EM Identify emphasis.

.ER Identify error name.

.EV Identify environment variable name.

.GT Identify glossary term.

.HP Begin paragraph with hanging indent.

A Set text in italics.

1B Set words alternately in italics and bold.

AC Set words alternately in italics and constant-width.
AP Begin indented paragraph with optional tag.
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IR
.KC
P
.PD
.PM
.PP
.RB
.RC
.RE
.RI
.RS
.RV
.S3
.SC
.SH
.SM
.SS
.TH
TP
\*R
\*S
\*(Tm
\n(IN
\n(LL
\n(PD

man(5)

Set words alternately in italics and roman.

Identify keycap.

Begin normal paragraph.

Set interparagraph spacing.

Use Bell System proprietary subfooters.

Begin normal paragraph.

Set words alternately in roman and bold.

Set words alternately in roman and constant-width.
End relative margin indent.

Set words alternately in roman and italics.

Start relative margin indent.

Identify return value.

Insert third level header.

Identify system constant name.

Insert section header.

Print text one point smaller.

Insert subsection header.

Start new manpage and define page headers and footers.
Begin tagged paragraph.

Registered trademark.

Change to default type size.

Trademark.

Left text margin; default margin indent and paragraph indent.
Line length, including \n(IN

Interparagraph distance.

Macro Parameters
All macro parameters are positional and can be omitted, starting from the right. Each parameter is a
word, as described below.

mi

text

word

Margin increment. This is the amount by which the left text margin will be increased. If it is
omitted, it defaults to \n(IN  basic units (U). The default measure for mi is ens (n). The left
text margin’s base value is \n(IN

Paragraph indent. This is the amount by which indented lines of a paragraph will be indented.
If it is omitted, it defaults to the value that was established by the most recent paragraph macro:
explicitly or default by .HP, .IP , or .TP ; implicitly by .P, .PP, .RE, or .RS. The default
measure for in is ens (n).

Consists of zero to six words. If text is empty, the special treatment is applied to the next line
containing text to be printed. For example, .| can be used to italicize a whole line, or .SM fol-
lowed by .B to make small bold text.

A string of characters separated by spaces (not tabs). Use quotation marks (" [word]") to include
spaces in a word (" string string" ) or to specify a null word ("" ). (The nonbreaking, nonpadd-
able space (\ ) is not a separating space.)

Header Macros
.TH t1 s2 c3 n4 a5

Section 5-68

Set the title and entry heading. t1, s2, c3, n4, and a5 are words.
tl  Entry title.

s2  Section number. tl is combined with s2 in parentheses to form the top left- and righthand
corners of the page heading.

c¢3 Extra commentary, such as "Optional Software Required". It is placed at the center of the
bottom line in the two- or three-line page heading space.

n4  Other notations, such as "Series 300/400 Only". It is centered between the title and section
on the first page heading line.

a5 Support for alternate naming, such as a FORTRAN routine name corresponding to a C
function name specified in t1.
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The resulting output is in the form:

t1(s2) n4 t1(s2)
a5 a5
c3

.SH text Place section head text, such as SYNOPSIS here. Section headings start at the left margin.
Since they are normally all uppercase, they are printed a point-size smaller in troff

.SS text Place subsection head text, such as Options , here. Subsection headings start between the left
margin and the normal text indent.

.S3 text Place third-level head text, such as subhead, here. Third-level headings start at the normal text
indent.

Paragraph Macros
.P

.PP Begin a block paragraph. Reset in to \n(IN , "cancelling" any value set by previous .HP, .IP ,
and .TP macros.

.HP in Begin a paragraph with hanging indent. The text begins at the current margin. The second and
following output lines are indented.

TP in Begin an indented paragraph with hanging tag. The next input line that contains text to be
printed is taken as the tag. The tag begins at the current margin. If the tag fits in the indent,
the paragraph text begins at the indent position on the same line. If the tag does not fit in the
indent, the paragraph text begins at the indent position on the next line.

APt in Same as .TP inwith tag t. Often used to get an indented paragraph without a tag.

.RS mi Increase the current left margin by mi. If mi is omitted, it defaults to the current value of in.
Set the paragraph indent, in, for the new margin level to \n(IN . You can specify up to nine
.RS increment levels. Margin increments can be backed out with the .RE macro and are reset
to the base margin by the .TH, .SH, .SS, and .S3 header macros.

.RE k Return to the kth left margin setting (initially, k=1; k=0 is equivalent to k=1). If k is omitted,
return to the previous margin value. The paragraph indent, in, is restored to the value it had
prior to the corresponding .RS macro.

.PD pd Set the interparagraph distance to pd vertical spaces. If pd is omitted, set the interparagraph
distance to the default value: 1 line in nroff . 0.4 line in troff . The measure for pd is verti-
cal line spaces (V).

Font Macros
.B text Set text in bold.
.C text Set text in constant-width font. See the WARNINGS section.
1 text  Set text in italic.
(There is no .R (roman) macro, but you can use one of the . XY combinations if need be.)

. XY a b Concatenate a in font X with b in font Y and alternate these two fonts for up to six words. The
font letters X and Y can be B (bold), C (constant-width), | (italic), and R (roman), in the following
combinations:

.CB .IB .RB
.BC AC .RC
.BI .Cl .RI
.BR .CR IR

For more about constant-width font, see the WARNINGS section.
.SM text Make text one point smaller than the default point size. This has no effect in nroff
Special Macros

These macros identify common text elements in manpages. They aid in providing consistent font usage in
the HP style and in improving conversion to other formatting systems.
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The first parameter is set in an appropriate font or format. The second parameter, punctuation, is set in
roman font and is provided for concatenated punctuation. The two parameters are concatenated as with
the font macros.

.CD

.CT

.EM

.ER

.EV

.GT

.KC

.RV

.SC

commandname punctuation
commandname is a command name, usually defined in a section 1 or 1M manpage, such as man.
It is displayed in constant-width font.

citationtitle punctuation
citationtitle is the name of a document, such as HP-UX Reference. It is displayed in italics. (Use
the standard .IR  macro for manpage references.)

emphasis punctuation
emphasis is a word or phrase that you want to emphasize, such as Do not. Use emphasis spar-
ingly. It is displayed in italics. (Use the standard .l macro for variable names.)

errorname punctuation
errorname is an error name that corresponds to a value assigned to errno by a function and
described in the ERRORS section of a manpage. It is displayed in roman, enclosed in square
brackets. For example, .ER EIO . is displayed as [EIO].

environvarname punctuation
environvarname is the name of an environmental variable, such as PATH It is displayed in
constant-width font.

glossterm punctuation
glossterm is a glossary term, or a term that you are defining for later use in the manpage, such
as path name. It is displayed in bold.

keycap punctuation
keycap is the name of a keyboard key, such as Tab. It is displayed in bold.

returnvalue punctuation
returnvalue is a numerical return value of a function or exit status of a command, usually as
defined in a RETURN VALUE or EXIT STATUS section. It is generally used for number expres-
sions, such as 0, >3, and <>0, but not for word descriptions, such as "nonzero". It is displayed
in constant-width font.

systemconstant punctuation
systemconstant is an operating system constant name, such as PATH_MAX It is displayed in
constant-width font. See getconf(1).

Other Macros

.DT Restore default tab settings: every 5 ens in nroff ; every 3.6 ems in troff
.PM sf  Produce Bell System proprietary subfooters.
sf  produces
P PRIVATE
N NOTICE
BP BELL LABORATORIES PROPRIETARY
BR BELL LABORATORIES RESTRICTED
Strings
The following string references are defined:
\*R Registered Trademark symbol: displayed as (Reg.) in nroff , and using the \(rg inline
macro in troff
\*S Change to default type size. This is executed as a\s inline macro.

\*(Tm Trademark indicator, TM, displayed as a superscript if possible.

Numbers
The following number references are defined:

\n(IN

Left text margin indent relative to section heads and default value for mi and in: 5 ens in
nroff ;3.6emsintroff . IN isexpressed in basic units (u).
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\n(LL Line length including \n(IN : 75 characters in nroff ; 6.5 inches in troff . Also see the
Options subsection. LL is expressed in basic units (u).

\n(PD Current interparagraph distance. Set by .PD. PDis expressed in vertical line spaces (V).

Measure
nroff  and troff use a number of scale indicators to qualify horizontal and vertical measurements.
Many macro parameters have default units of measure. Because all assignments to numeric variables are
converted to basic units (U), it is important to take care in assigning and referencing values.

Scale Basic Units
Indicator Measure nroff troff

c centimeter 240/2.54 D/2.54
i inch 240 D

m em C p*S
n en =em/2 Cc p*S/2
p point = 1/72 inch 240172 DI72
P pica = 1/6 inch 240/6 D/6

u basic unit 1 1

\Y vertical line space V \Y

C  Character width of output device.

D  Dots per inch (dpi) of output device.

S Current type size in points.

V  Current vertical line spacing in basic units.

Font Conventions
Entries in the HP-UX Reference use the following font conventions:

roman Regular typeface. m

italic Used for variables and other words that represent an argument that may
take on a user-defined or variable value. Also used for emphasis.

boldface Used primarily in headings and occasionally for terms when first intro-
duced or when being defined.

constant-width Used for all literals that are typed exactly as shown when used as keyboard
commands or command-line options, in programs, etc.

Page Footers
The strings used in the page footer are initialized by the .TH macro. )H defaults to a nonprinting (null)
string. ]W defaults to the date the manpage is formatted, as in Formatted: July 5, 1995. InHP
manpages, )H is set to the company name, "Hewlett-Packard Company”; ]W is set to release information,
as in "HP-UX Release 10.10: November 1995".

This arrangement enables users and third-party software suppliers to directly control the contents of the
left- and right-hand fields of the footer line for use in displaying company name, release version, etc., as
desired when creating their own manual entries. )H is printed on the left, W is printed on the right, and
the page number is printed in the center. These strings can be defined anywhere after the .TH macro call,
provided they appear before the end of the first page. For example, the following source file segment:

.TH man 5
.ds )H XYZ Company
.ds ]W Release 2.3: May 1996

produces a footer with text in the form:

XYZ Company -1- Release 2.3: May 1996

Tables
The tbl  preprocessor (see tbl(1)) can be used to insert tables in manpages. The man macros allow you to
use the standard tbl macros: .TS, .T&, and .TE. They do not support the mmmacro extensions,
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TS H and.TH (see mm(5)).

In general, avoid using the man macros within a table, particularly the font macros, which can produce
peculiar and unpredictable results. Use the nroff /troff intrinsic macros instead. For example, to
specify bold type, use the in-line macro \fB , or, more generally, \f3 . To insert horizontal blank lines, you
can use the .PP or .IP  macro, depending on which one preceded the table, but you must then avoid using
the center and expand table format specifications. Otherwise, indentation will be erratic.

WARNINGS
HP no longer uses the NAME section to prepare the Table of Contents and Index for the printed manual.
Instead, that information is coded as comments at the end of each manpage source file where it can be
accessed by various tools and programs as desired. The NAME section is still used for the whatis data-
base, as described below.

The macro package used to print the HP-UX Reference increases the interword spaces (to eliminate ambi-
guity) in the SYNOPSISsection of each entry.

In addition to the macros, strings, and number registers mentioned above, a number of internal macros,
strings, and number registers are defined. These include

* The names predefined by the nroff /troff  processor.
e The macro th ,
¢ The number register :m,

e Macro, string, and number names in the forms ) x, ] x, and } x, where x stands for some alphanumeric
character,

¢ Macro, string, and number names in the form XY, where X and Y are capital letters.
Fonts
nroff  uses only three fonts: roman, italic, and bold, designated as font positions 1, 2, and 3, respectively.

The constant-width font macros in the macro package (.C, .RC, .IC , .BC, .CR, .Cl , .CB) simulate a
constant-width font with the bold font, since all nroff  output is constant width or typewriter format.

To use a true constant-width font with troff , change the corresponding font 3 specification in each
constant-width font macro to font 4 and mount a constant-width font in position 4 using a troff .fp
request, as in:

fp 4 CW
The whatis Database
The NAME section of each manpage is processed by catman (see catman(1M)) to create an entry in the

whatis database, which is used by the -f and -k options of the man command. catman processes the
lines of the NAME section into a single line in the format:

name[, name]... - explanatory-text
Hyphens (typed as - or \- ), en-dashes (\(mi ), and em-dashes (\(em ) are treated equivalently. The last
space-hyphen-space in the line becomes the dividing point between names and explanatory text.
FILES
/usr/share/lib/macros/an
The man macros.
/usr/share/lib/tmac/tmac.an

Called by man. Sources (.S0 ) the macros in /usr/share/lib/macros/an . Other macro files
can be specified here to accommodate manpages with additional macro requirements.

/usr/share/lib/whatis
File of strings from manpage NAME sections, created by catman , and used by the man -k and -f
options.

SEE ALSO
col(1), man(1), neqn(1), nroff(1), tbl(1), catman(1M), mm(5).
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NAME
manuals - current list of HP-UX documentation

DESCRIPTION
This entry contains a list of current English language manuals for the HP-UX operating system. It also
lists Japanese, Korean, and Chinese NLIO manuals.

The information is current as of HP-UX release 11.0. Manuals updated after release 11.0 may have
different part numbers. Contact your HP Sales and Support office for assistance on getting the correct edi-
tions of manuals for your system. If discrepancies are encountered between system behavior and a given
manual, verify the edition date to ensure that the manual is current.

Applications software manuals are not included in this list.

Ordering Information
For information about how to order any of these manuals, as well as other HP computer and calculator
manuals and supplies, call Parts Direct Ordering toll-free in the United States at 1-800-227-8164; or, if out-
side the U.S.A., contact your nearest HP Sales and Support office for information about ordering these
manuals or versions of these manuals in other languages.

Manual List
Stock Number  Title

28604-90001 HP OSI Express 802.4 Hardware

32055-90001 HP X.400/HP Desk Administration Guide

32055-90002 Using Hp DeskMgr Connection X

32070-90030 Installing and Administering OSI Transport Services
32070-90031 HP OSI Troubleshooting Guide

32070-90032 ACSE/Presentation and ROSE Interface Programmer’s Guide
32070-90033 Release Notes: OTS 9000 10.0

36960-90050 Programmer’s Guide to X.25 Link Software for HP9000 Systems m
5963-4146 HP ATM/9000 Adapter for HSC Servers Config & Troubleshooting
5963-4416 C++ Customer Survey

5963-4467 C/HP-UX 10.0 Release Notes

5963-4468 C/HP-UX Technical Addendum

5963-4475 HP-UX Programming Tools Release Notes

5963-4519 FORTRAN/9000 Release Notes

5963-8917 HP Pascal/HP-UX Release Notes

5963-8942 HP-UX 10.0 File System Layout Whitepaper

5964-1320 HP Micro Focus COBOL Release Notes S700/800

5964-1365 HP-UX 10.10 Release Notes (On-Line and LRom only)
5965-4409 HP-UX Programming Tools Release Notes

5965-4445 HP Fortran 90 Release Notes

5965-4446 C/HP-UX Developer's Bundle Release Notes

5965-4447 HP Micro Focus COBOL Release Notes

5965-4448 Nihongo COBOL Release Notes

5965-4462 JAVA Developer’s Kit Release Notes

5965-4463 JAVA Virtual Machine Release Notes

5965-4464 JAVA JIT Release Notes

5965-4465 HP Pascal/HP-UX Release Notes

5965-4629 HP aC++ Customer Survey

5965-4641 HP-UX Memory Management White Paper (replaced at 11.0)
5965-4642 HP-UX Process Management White Paper (replaced at 11.0)
5965-4643 HP-UX Multi-Processing White Paper

5966-8634 ATM/622 & ATM/155 Adapters Config and Troubleshooting Guide
5966-9847 HP C++ 12.0 (cfront) Release Notes

5966-9852 HP aC++ Release Notes

5967-0055 Release Notes for HP-UX 11.0 (On-Line and CD-ROM only)
5967-0056 HP-UX 11.0 Documentation Map White Paper

92431-90005 HP Pascal/HP-UX Reference Manual

92431-90006 HP Pascal/HP-UX Programmer Guide

92432-90011 Assembly Language Reference Manual

92434-90002 HP C Programmer’s Guide
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92453-90024
92552-90009
92668-90006
92668-90007
97005-90015
98194-90053
A4011-90003
A4011-90006
B1011-90003
B1014-90012
B1031-90002
B1033-90004
B1033-90014
B1033-90024
B1033-90034
B1033-90040
B1171-90078
B1171-90101
B1171-90102
B1171-90104
B1171-90105
B1171-90106
B1171-90108
B1171-90109
B1171-90126
B1171-90135
B1171-90136
B1171-90141
B1171-90145
B1171-90146
B1171-90147
B1171-90148
B1171-90149
B1171-90150
B1171-90151
B1171-90152
B1171-90153
B1171-90154
B1171-90155
B1171-90156
B1171-90157
B1171-90158
B1171-90159
B1171-90161
B1171-90162
B1171-90163
B1171-95101
B1171-95102
B1171-95141
B1171-96101
B1171-96102
B1171-96141
B1171-97101
B1171-97102
B1171-97141
B1171-98101
B1171-98102
B1171-98141
B1171-99101
B1171-99102
B1171-99141
B2200-90019
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HP C/HP-UX Reference Manual

NLIO Input Method Guide (Trad. Chinese)

Managing SwitchOver/UX

Read Me Before Upgrading SwitchOver/UX from HP-UX 9.0 to HP-UX 10.0
The Ultimate Guide to vi and ex Editors

LLA Programming & Migration Guide

Token Ring Series 712 Quick Installation

Installing and Administering Token Ring

Using LAN Manager/X

DTC Device File Access Utilities and Telnet Port Identification
Installing & Administering NFS Services

HP FTAM/9000 Reference Manual

HP FTAM/9000 Programmer’'s Guide

HP FTAM/9000 User's Guide

Installing and Administering HP FTAM/9000

FTAM/9000 Technical Addendum

HP Xlib Extensions (CD-ROM only)

CDE 1.0 User’s Guide

CDE 1.0 Advanced User’s and System Administrator's Guide
HP CDE Getting Started Guide

CDE Programmer’s Overview

CDE Programmer’s Guide

CDE Desktop Korn Shell User's Guide

CDE Help System Author’s and Programmer’s Guide

CDE ToolTalk Programmer’s Guide

HP CDE Getting Started Guide Addendum for 10.30
Technical Print Service System Administration’s Guide (CD-ROM only)
HP CDE Getting Started Guide

Motif Programmer’s Guide Release 2.1 (CD-ROM only)

Motif User’s Guide Release 2.1 (CD-ROM only)

Motif and CDE Style Guide Reference (CD-ROM only)

Motif and CDE Style Guide (CD-ROM only)

Motif and CDE Style Guide and Certification Checklist (CD-ROM only)
Motif Widget Writer's Guide (CD-ROM only)

Motif Master Glossary (CD-ROM only)

CDE Programmer’s Overview (CD-ROM only)

CDE Programmer’s Guide (CD-ROM only)

CDE Help System Author’s and Programmer’s Guide (CD-ROM only)
CDE Internationalization Programmer’s Guide (CD-ROM only)
CDE Desktop Korn Shell User's Guide (CD-ROM only)

CDE ToolTalk Messaging Overview (CD-ROM only)

Guide to the DocBook DTD (CD-ROM only)

CDE Product Glossary (CD-ROM only)

CDE 2.1 User’s Guide (CD-ROM only)

CDE 2.1 Advanced User’s and System Administrator’'s Guide (CD-ROM only)
CDE ToolTalk Programmer’s Guide (CD-ROM only)

CDEL.0 Users Guide (French)

CDEL.0 System Administration Guide (French)

CDE2.1 Getting Started (French)

CDEL.0 Users Guide (German)

CDEL.0 System Administration Guide (German)

CDE2.1 Getting Started (German)

CDEL.0 Users Guide (Spanish)

CDEL.0 System Administration Guide (Spanish)

CDE2.1 Getting Started (Spanish)

CDEL.0 Users Guide (Italian)

CDEL.0 System Administration Guide (ltalian)

CDE2.1 Getting Started (Italian)

CDEL.0 Users Guide (Swedish)

CDEL.0 System Administration Guide (Swedish)

CDE2.1 Getting Started (Swedish)

Japanese NLI1O Manual
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B2204-90002 NLIO System Admin Guide (Kor.)

B2204-90011 NLIO Access User’s Guide (Kor.)

B2208-90011 NLIO Access User's Guide (Trad. Chinese)
B2208-90012 NLIO System Admin Guide (Trad. Chinese)
B2212-90002 NLIO System Admin Guide (Simp. Chinese)
B2212-90003 NLIO Input Method Guide (Simp. Chinese)
B2212-90011 NLIO Access User’s Guide (Simp. Chinese)
B2355-90046 Shells: User’s Guide

B2355-90049 POSIX Conformance Document

B2355-90060 Programming with Threads on HP-UX

B2355-90063 Kermit Mailer Card

B2355-90068 Using the Image Developer’s Kit (CD-ROM only)
B2355-90069 Using the Audio Developer's Kit (CD-ROM only)
B2355-90072 Technical Addendum to the Shells: User’'s Guide
B2355-90086 Installing HP-UX 10.10 and Updating 10.0x to 10.10
B2355-90087 Installing & Administering LAN/9000

B2355-90088 Using Serial Line IP Printers

B2355-90088 Using Serial Line IP Protocols

B2355-90092 BSD Socket Interface Programmer’s Guide
B2355-90093 DLPI Programmer’s Guide

B2355-90094 XTI Programmer’s Guide

B2355-90095 BSD Socket Quick Reference Guide

B2355-90112 Quick Guide to Installing HP-UX 10.20

B2355-90133 Installing & Administering Internet Services
B2355-90134 Using Internet Services

B2355-90140 Networking Overview

B2355-90153 Installing HP-UX 11.0 and Updating 10.x to 11.0
B2355-90154 Managing HP-UX Software with SD-UX

B2355-90155 HP-UX Distributed Print Service Administration Guide
B2355-90156 HP-UX Distributed Print Service User's Guide m
B2355-90157 Managing Systems and Workgroups

B2355-90158 Configuring HP-UX for Peripherals

B2355-90159 HP-UX Reference Vol 1 (11.0)

B2355-90160 HP-UX Reference Vol 2 (11.0)

B2355-90161 HP-UX Reference Vol 3 (11.0)

B2355-90162 HP-UX Reference Vol 4 (11.0)

B2355-90163 HP-UX Reference Vol 5 (11.0)

B2355-90164 Using HP-UX

B2355-90166 HP-UX Reference (5 Volume Customer Order Number)
B2355-90655 HP-UX Linker and Libraries User's Guide
B2355-95153 Installing HP-UX 11.0 & Updating 10.x to 11.0 (French)
B2355-95154 Managing HP-UX Software with SD-UX (French)
B2355-95157 Managing Systems and Workgroups (French)
B2355-95158 Configuring HP-UX for Peripherals (French)
B2355-95164 Using HP-UX (French)

B2355-96153 Installing HP-UX 11.0 & Updating 10.x to 11.0 (German)
B2355-96154 Managing HP-UX Software with SD-UX (German)
B2355-96155 HP-UX Distributed Print System User’s Guide (German)
B2355-96156 HP-UX Distributed Print System Administration Guide (German)
B2355-96157 Managing Systems and Workgroups (German)
B2355-96158 Configuring HP-UX for Peripherals (German)
B2355-96164 Using HP-UX (German)

B2433-90029 HP Micro Focus COBOL Language Reference, Additional Topics
B2433-90031 HP Micro Focus COBOL User's Guide

B2433-90056 HP Micro Focus System Reference Vol. #1
B2433-90057 HP Micro Focus System Reference Vol. #2
B2433-90058 HP Micro Focus Language Reference Vol. #1
B2433-90059 HP Micro Focus Language Reference Vol. #2
B2433-90060 HP Micro Focus User’s Guide

B2433-90061 HP Micro Focus Getting Started

B2433-90062 HP Micro Focus Compatibility Guide

B2433-90063 HP Micro Focus Error Messages
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B3190-90011
B3190-90018
B3190-90029
B3190-90037
B3190-90038
B3190-90039
B3190-90040
B3190-90046
B3190-90046
B3190-90047
B3190-90048
B3190-90049
B3190-90050
B3190-90052
B3393-90006
B3476-90017
B3782-90034
B3782-90073
B3782-90074
B3782-90076
B3782-90103
B3782-90176
B3782-90192
B3834-90008
B3906-90001
B3906-90002
B3906-90005
B3928-90001
B3936-90019
B5158-90001
J2120-62000
J2120-90031
J2157-90013
J2157-90014
J2163-90005
J2165-90012
J2165-90017
J2166-90008
J2399-90000
J2399-90001
J2496-90000
J2496-90012
J2655-90003
J2655-90007
J2655-90011
J2669-90005
J2669-90006
J2669-90007
J2669-90008
J2671-90008
J2671-90009
J2695-90002
J2793-90000
J2793-90034
J2805-90001
J2806-90021
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DCE Application Environment Specification
Understanding DCE

Guide to Writing DCE Applications

OSF DCE Application Development Reference

OSF DCE Application Development Guide, |

OSF DCE Application Development Guide, 11

OSF DCE Application Development Guide, 111
Introduction to OSF DCE

Introduction to OSF DCE

OSF DCE Command Reference

OSF DCE System Administration: Core Components
OSF DCE DFS Administration Guide & Reference
OSF DCE GDS Administration Guide & Reference
Planning and Configuring HP DCE

Developer’'s Toolkit Release Notes for HP-UX 10.30
HP PAK Performance Analysis User’'s Guide

Moving HP-UX 9.x Code and Scripts to 10.x (Analysis & Conversion)
Upgrading from HP-UX 9.x to 10.x

Read Me Before Installing or Upgrading HP-UX 10.10
Read Me Before Preparing for Upgrade from HP-UX 9.x to 10.x
Read Me Before Installing or Updating HP-UX 10.20
Support Media User’'s Manual

Read Me Before Installing or Updating HP-UX 11.00
HP Process Resource Manager User's Guide

HP-UX FORTRAN/9000 Programmer’s Guide
HP-UX FORTRAN/9000 Programmer’s Reference
HP-UX Floating-Point Guide

HP Online JFS Installation Instructions

Managing MC/ServiceGuard

Configuring OPS Clusters with MC/LockManager
Using the HP DTC Manager/UX

HP DTC Manager/UX: Release Notes

Installing and Administering FDDI

FDDI/9000 Quick Installation Guide

Release Notes: FTAM 9000

Token Ring S700 10.0 Quick Installation

EISA Token Ring Release Notes

Token Ring S800 10.0 Quick Installation

VT3K Quick Reference

VT3K Customer Letter

Using DTC 16RX

DTC 16RX Release Notes

EISA 100VG AnyLAN Quick Installation Guide
Installing and Administering EISA/100VG AnyLAN
100VG AnyLAN for Series 700 Release Notes

LMU Installation & Administration

LMU Troubleshooting and Commands

LMU 1.x to 2.2 Migration

Using LMU 2.2

Netware v3.12 Installation and Administration
Netware v3.12 Release Notes

EISA 100VG AnyLan for Series 800 Release Notes
X.25/9000 User's Guide

X.25 J2793A Release Notes

ATM Release Notes

ATM Release Notes

For information about the availability of any of these manuals in your local language, contact your sales
center.

For HP Micro Focus COBOL manuals, contact your HP sales representative and request the manuals-only
option of the product.

Section 5-76 -4 - HP-UX Release 11.0: October 1997



manuals(5) manuals(5)

Hewlett-Packard also recommends the following retail books:

Clusters for High Availability: A Primer of HP-UX Solutions,
Prentice Hall (ISBN 0-13-494758-4)

Disk and File Management Tasks on HP-UX,
Prentice Hall (ISBN 0-13-518861-X)

Go Solo: How to Implement and Go Solo with the Single UNIX Specification,
Prentice Hall (ISBN 0-13-439381-3)

A Guide to Netware for UNIX,
Prentice Hall (ISBN 0-13-300716-2)

HP-UX 10.X System Administration "How To" Book,
Prentice Hall (ISBN 0-13-125873-7)

Kornshell Programming Tutorial,
Addison Wesley (ISBN 0-201-56324-X)

Learning the HP-UX Operating System,
Prentice Hall (ISBN 0-13-258534-0)

The New Kornshell Command and Programming Language,
Prentice Hall (ISBN 1-13-182700-6)

Portable Shell Programming: An Extensive Collection of Bourne Shell Examples,
Prentice Hall (ISBN 0-13-451494-7)

Practical DCE Programming,
Prentice Hall (ISBN 0-13-324419-9)

sendmail,
O'Reilly & Associates (ISBN 1-56592-222-0)

Thread Time: The MultiThreaded Programming Guide, m
Prentice Hall (ISBN 0-13-190067-6)

The UNIX C Shell Field Guide,
Prentice Hall (ISBN 0-13-937468-X)

Using & Managing UUCP,
O'Reilly & Associates (ISBN 1-56592-153-4)

Using C-Kermit,
Digital Press, Columbia University (ISBN 1-55558-164-1)

Volume 3: X Window System User’s Guide, Standard Edition,
O'Reilly & Associates (ISBN 1-56592-014-7)

Volume 3M: X Window System User’s Guide, Motif Edition,
O'Reilly & Associates (ISBN 1-56592-015-5)

Writing Your Own OSF Motif Widgets,
Prentice Hall (ISBN 0-13-104191-6)

To order the above retail books, call:

Addison Wesley:
1-800-822-6339 (from the U.S)
1-800-447-2226 x5190 (for international orders)

Digital Press:
212-854-3703

O'Reilly and Associates, Inc.:
1-800-998-9938

Prentice Hall:

1-800-947-7700 (from the U.S.)
1-800-922-0579 (for government orders)
201-767-4990 (for international orders)
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NAME
math - math functions and constants

SYNOPSIS
#include <math.h>

DESCRIPTION
This file contains declarations of all the functions in the Math Library (described in Section (3M)).
It also defines the following constants that may be used in initializations or returned as error values:

HUGE_VALThe maximum value (type double ) of a double-precision floating-point number (IEEE
positive INFINITY).

NAN A quiet NaN (Not-a-Number) value (type float ).
INFINITY A positive infinity value (type float ).
The following mathematical constants are defined for user convenience:
M_E The base of natural logarithms (e).
M_LOG2E The base-2 logarithm of e.
M_LOG10EThe base-10 logarithm of e.
M_LN2 The natural logarithm of 2.
M_LN10  The natural logarithm of 10.

M_PI The ratio of the circumference of a circle to its diameter. (There are also several frac-
tions of m, its reciprocal, and its square root: M_Pl 2, M Pl 4, M_1 PI, M_2 PI,
and M_2_SQRTPI).

M_SQRT2 The positive square root of 2.

M_SQRT1_2
The positive square root of 1/2.

For the definitions of various machine-dependent constants, see the description of the <values.h >
header file.

FILES
/usr/include/math.h

SEE ALSO
intro(3), fenv(5), values(5).

STANDARDS CONFORMANCE
<math.h> : SVID3, XPG4.2, ANSI C
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NAME
mknod.h - header file of macros for handling device numbers

SYNOPSIS
#include <sys/mknod.h>

DESCRIPTION
The header file <sys/mknod.h> defines macros to create and interpret device identification numbers for
use with the mknod() system call (see mknod(2)).

The use of these macros is architecture-dependent. See the System Administration Manual for your system
for information on how to select major and minor device numbers.

mknod.h contains the macro
dev_t makedev(int major, int minor)

which packs the major and minor components into a device identification number suitable for the dev argu-
ment of mknod() , and the two macros:

int major(dev_t dev)
int minor(dev_t dev)

which extract the major and minor number components, respectively, from a device identification number,
dev.

The macro MINOR_FORMATSs a printf() specification (see printf(3S)) that prints the minor number in
the format best suited to the particular implementation; it is used by the long format of the IS command
(see Is(1)) to show the minor numbers for device files.

The base of the number is indicated in the same way as in the C programming language: no leading zero
for decimal, leading zero for octal, and leading Ox for hexadecimal.

SEE ALSO m
I1s(1), mknod(1M), mknod(2), printf(3S).
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NAME
mm - the MM macro package for formatting documents

SYNOPSIS
mm [options] [files]
nroff -mm [options] [files]

DESCRIPTION
This package provides a formatting capability for a very wide variety of documents. The manner in which a
document is typed in and edited is essentially independent of whether the document is to be eventually for-
matted at a terminal or is to be phototypeset. See the references below for further details. The -mm
option causes nroff(1) and troff to use the non-compacted version of the macro package.

FILES
lusr/share/lib/macros/mmn non-compacted version of the package
lusr/share/lib/tmac/tmac.m pointer to the non-compacted version of the package
SEE ALSO

mm(1), nroff(1).
MM - Memorandum Macros tutorial in Text Formatters User's Guide.
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NAME
mman - memory mapping definitions

SYNOPSIS
#include <sys/mman.h>

DESCRIPTION
The <sys/mman.h > header defines the following symbolic constants for use with the madvise()  func-
tion:

MADV_NORMAL No further special treatment.
MADV_RANDOM Expect random page references.
MADV_SEQUENTIAL Expect sequential page references.
MADV_WILLNEED Will need these pages.
MADV_DONTNEED Will not need these pages.
MADV_SPACEAVAIL Ensure that resources are reserved.

The following symbolic constants are defined for use with the mmap() and mprotect() functions:

PROT_READ Region can be read.
PROT_WRITE Region can be written.
PROT_EXEC Region can be executed.
PROT_NONE Region cannot be accessed.
The following symbolic constants are defined for use with the mmap() function:
MAP_FILE Map a file.
MAP_ANONYMOUS Map an unnamed memory region.
MAP_VARIABLE Place region at implementation-computed address.
MAP_FIXED Place region at specified address.
MAP_SHARED Share changes made to mapped region.
MAP_PRIVATE Changes to mapped region are private to a process.
The following symbolic constants are defined for use with the msync() function:
MS_SYNC Perform synchronous writes.
MS_ASYNC Perform asynchronous writes.
MS_INVALIDATE Invalidate cached pages.
The following symbolic constants are defined for use with the msem_init() , msem_lock() , and
msem_unlock() functions:
MSEM_LOCKED Create semaphore in locked state.

MSEM_UNLOCKED Create semaphore in unlocked state.
MSEM_IF_NOWAIT Do not wait if semaphore is locked.
MSEM_IF_WAITERS Do not unlock if ssmaphore has no waiters.

The typedef struct msemaphore is defined for use with the msem_init() , msem_lock() |,
msem_unlock() , and msem_remove() functions.

SEE ALSO
mmap(2), munmap(2), mprotect(2), msync(2), madvise(2), msem_init(2), msem_remove(2), msem_lock(2),
msem_unlock(2).
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NAME
ndir.h - format of HP-UX directory streams

SYNOPSIS
#include <ndir.h>

DESCRIPTION
This header file defines data types used by the directory stream routines described in directory(3C). It is
provided to allow older HP-UX programs to compile unmodified. This file is obsoleted starting from HP-UX
10.30 and is going to be removed in future releases. The header file <dirent.h> described on dirent(5)
should be used in all new programs for compatibility with System V Release 3, the X/Open Portability
Guide, and the IEEE P1003.1 POSIX standard.

The following data types are defined:
DIR A structure containing information about an open directory stream.

struct direct A structure defining the format of entries returned by the old HP-UX readdir function
(see directory(3C)).

The struct direct structure includes the following members:
char d_name[MAXNAMLEN+1]; /* name of directory entry */

long d_ino; [* file serial number */
short d_namlen; /* length of string in d_name */
short d_reclen; /* length of this record */

The constant MAXNAMLEN is defined in <ndir.h>.

This file also contains external declarations for the functions in the directory(3C) package, including the fol-
lowing declaration:

extern struct direct *readdir();

WARNINGS
lint(1) might complain about programs that include this file, although they compile and run correctly.

AUTHOR
ndir.h was developed by the University of California, Berkeley, and HP.

SEE ALSO
directory(3C), dirent(5).
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NAME

nlio(5)

nlio - Native Language 1/0 (NLI1O) Subsystem

DESCRIPTION
The HP-UX Native Language 1/0 (NLI10O) Subsystem is a set of servers, filters, utilities and libraries that pro-
vide means to efficiently input and output multibyte characters on multibyte terminals, printers and the X
Window System.

NLIO provides application-transparent multibyte code conversion between the internal code and the exter-
nal code. Application programs including HP-UX commands can utilize the feature of the multibyte charac-
ter 1/0 over multibyte terminals, printers and the X Window System without modifying the 1/0 portion of
the program code or linking any special 1/0 library.

The supported languages are Japanese, Korean, Simplified Chinese and Traditional Chinese.

NLIO supports the following functionalities:

AUTHOR

Read and write multibyte characters on HP Asian terminals and the X Window System.
Print multibyte characters with HP Asian or HP LaserJet printers.

Allow HP-UX commands, such as cat(1), more(1), and vi(1), to use multibyte characters.
Create and modify user-defined characters.

Support multibyte characters for the Starbase Graphics Library.

Provide language-specific popular input methods.

Support code conversion utilities and libraries.

Create and modify user-defined dictionaries for Japanese and Korean.

Read and write Japanese multibyte characters on a bitmap display.

Write Japanese multibyte characters on a bitmap display with the FAFM libraries.
Provide a set of libraries for Japanese Kana-to-Kanji conversion.

nlio was developed by HP.

SEE ALSO

Native Language 170 manuals
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NAME
pam_unix - authentication, account, session, and password management PAM modules for UNIX

SYNOPSIS
/usr/lib/security/libpam_unix.1

DESCRIPTION

The UNIX service module for PAM, /usr/lib/security/libpam_unix.1 , provides functionality
for all four PAM modules: authentication, account management, session management and password
management.

The libpam_unix.1 module is a shared object that can be dynamically loaded to provide the necessary
functionality upon demand. Its path is specified in the PAM configuration file.

Unix Authentication Module
The UNIX authentication component provides functions to verify the identity of a user,
(pam_sm_authenticate() ) and to set user specific credentials (pam_sm_setcred() ).

pam_sm_authenticate() compares the user entered password (or password retrieved from the user's
smart card) with the password from UNIX password database, including the protected password database
for trusted systems. If the passwords match, the user is authenticated. If the user also has secure RPC
credentials and the secure RPC password is the same as the UNIX password, then the secure RPC creden-
tials are also obtained.

The following options may be passed to the UNIX service module:
debug syslog (3C) debugging information at LOG_DEBUG level.
nowarn Turn off warning messages.

use_first_pass
It compares the password in the password database with the user’'s initial password
(entered when the user authenticated to the first authentication module in the stack). If
the passwords do not match, or if no password has been entered, quit and do not prompt
the user for a password. This option should only be used if the authentication service is
designated as optional in the pam.conf configuration file.

try_first_pass
It compares the password in the password database with the user's initial password
(entered when the user authenticated to the first authentication module in the stack). If
the passwords do not match, or if no password has been entered, prompt the user for a
password.

use_psd psd stands for personal security device, for the current implementation there is only one
security device: the smart card. It compares the password in the password database
with the password stored on the user's smart card. With this option the PAM Frame-
work prompt "Enter PIN:" is used instead of the password prompt. This option is only
supported with the authentication or password module types (auth, password) services
in the pam.conf or in the pam_user.conf  configuration files.

When prompting for the current password, the UNIX authentication module will use the prompt, "Pass-
word:" unless one of the following scenarios occur:

1. The option try_first_pass is specified and the password entered for the first module in the
stack fails for the UNIX module.

2. The option try_first_pass is not specified, and the earlier authentication modules listed in
the pam.conf file have prompted the user for the password.

3. The option use_psd is specified. In this case, the UNIX authentication module will use the
prompt "Enter PIN:".

In cases 1 and 2, the UNIX authentication module will use the prompt "System Password:".

The pam_sm_setcred()  function sets user specific credentials. If the user had secure RPC credentials,
but the secure RPC password was not the same as the UNIX password, then a warning message is printed.
If the user wants to get secure RPC credentials, then keylogin(1) needs to be run.

Section 5-84 -1- HP-UX Release 11.0: October 1997



pam_unix(5) pam_unix(5)

Unix Account Management Module
The UNIX account management component provides a function to perform account management
(pam_sm_acct_mgmt() ). The function retrieves the user’s password entry from the UNIX password
database and verifies that the user’'s account and password have not expired. For trusted systems, this
module also validates the allowed access time and access terminal based upon the security configuration.
The following options may be passed in to the UNIX service module:

debug syslog (3C) debugging information at LOG_DEBUG level.
nowarn Turn off warning messages.

Unix Session Management Module
The UNIX session management component provides functions to initiate (pam_sm_open_session() )
and terminate (pam_sm_close_session() ) UNIX sessions. For UNIX, pam_open_session()
updates the last successful or unsuccessful login time in the protected password database for trusted mode.

The account management module reads the information to display the previous time the user logged in.
The following options may be passed in to the UNIX service module:

debug syslog (3C) debugging information at LOG_DEBUG level.
nowarn Turn off warning messages.
pam_close_session is a NULL function.

Unix Password Management Module
The UNIX password management component provides a function to change passwords

(pam_sm_chauthtok() ) in the UNIX password database. This module must be required in
pam.conf . It can not be optional or sufficient . The following options may be passed in to the
UNIX service module:

debug syslog (3C) debugging information at LOG_DEBUG level.

nowarn Turn off warning messages.

use_first_pass
It compares the password in the password database with the user's old password
(entered to the first password module in the stack). If the passwords do not match, or if
no password has been entered, quit and do not prompt the user for the old password. It
also attempts to use the new password (entered to the first password module in the
stack) as the new password for this module. If the new password fails, quit and do not
prompt the user for a new password. p

try_first_pass
It compares the password in the password database with the user's old password
(entered to the first password module in the stack). If the passwords do not match, or if
no password has been entered, prompt the user for the old password. It also attempts
to use the new password (entered to the first password module in the stack) as the new
password for this module. If the new password fails, prompt the user for a new pass-
word.

use_psd It prompts the user for the PIN (with the PIN, the PAM Framework can retrieve a pass-
word from the smart card) and the old password is retrieved from the smart card. It
compares the password in the password database with the user’'s old password. If the
passwords match, it prompts the user for a new password.

If the user’s password has expired, the UNIX account module saves this information in the authentication
handle using pam_set_data() . The UNIX password module retrieves this information from the
authentication handle using pam_get_data() to determine whether or not to force the user to update
their password.

SEE ALSO
keylogin(1), pam(3), pam_authenticate(3), pam_setcred(3), syslog(3C), pam.conf(4), pam_user.conf(4).
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NAME
pam_updbe - user policy definition service module

SYNOPSIS
Jusr/lib/security/libpam_updbe.1

DESCRIPTION
The user policy definition service module for PAM, /usr/lib/security/libpam_updbe.1 , reads
options defined in the user configuration file, /etc/pam_user.conf (see pam_user.conf(4)) and uses
pam_set_data (see pam_set_data(3)) to store the information in the pam handle for subsequent service
modules to use. Service modules perform pam_get_data to retrieve corresponding information from the
pam handle when the user is authenticated, or when the user password is changed.

The use of pam_updbe is not mandatory. It is needed only when per user configuration is used. However,
in order for the functionality of pam_updbe to take effect, it must be listed as the first service module in
/etc/pam.conf

Like any other service module, pam_updbe provides interfaces for all four PAM modules: authentication,
account management, session management and password management. Each module just reads the options
defined for the specific module type.

UPDBE Authentication Module
The UPDBE authentication component provides functions to read options defined in pam_user.conf  for
the module type "auth". The module data name used is PAM_AUTH_USER

Unix Account Management Module
The UNIX account management component provides a function to read options defined in
pam_user.conf  for the module type "account”. The module data name used is PAM_ACCOUNT_USER

Unix Session Management Module
The UNIX session management component provides a function to read options defined in
pam_user.conf  for the module type "session”. The module data name used is PAM_SESSION_USER

Unix Password Management Module

The UNIX password management component provides a function to read options defined in
pam_user.conf for the module type “password". The module data name used is
PAM_PASSWORD_USER

SEE ALSO
pam(3), pam_set_data(3), pam.conf(4), pam_user.conf(4).
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NAME
pd_att - index of HPDPS attribute manpages

DESCRIPTION

To view the file that contains information about the valid attributes for a given object, enter the following
command:

man name_of_file
where name_of_file is one of the following:

pd_att_document
pd_att_ivdocument
pd_att_ivjob
pd_att_job
pd_att_log
pd_att_queue
pd_att_log_ptr
pd_att_phy_ptr
pd_att_spooler
pd_att_supervisor
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NAME

pd_att_document - list of attributes for an HPDPS document object

DESCRIPTION
The following is a list of valid attributes and values for the document object class of the HP Distributed
Print Service.

Attributes for a Document Object

I
Settable Attribute Listing | Specifiable Attribute Listing [
| |

| |
bottom-margin | document-file-name |
content-orientation | document-type |
copy-count | initial-value-document [
default-character-set | transfer-method |

default-font | |
default-input-tray | |
default-medium | |
default-printer-resolution | |
document-comment | |
document-format | |
input-tray-select | |
left-margin | |
number-up | |
page-count | |
page-select | |
plex | I
printer-pass-through | |
right-margin | |
sides | |
top-margin | |

Table 1-1. Document Attributes |

Attribute | Description |
|

|
Name | beginning-page-requested |

| |
| |
Type | Non Settable. |
| |
| |
Usage | |

| |
Explanation| Identifies the beginning page of the document specified |
| by the beginning-page component of the document page- |

| select attribute. |
| |

| |
Value Type | Single Value. |
|

| |
Values | An integer from 1 to 2147483647. Implicity set by HPDPS. |
| |
| |
Default | No default
| |
| |
Usage | o  This attribute is intended for use in the ipmap file |
Guidelines | to convert the beginning-page component of the |

[ page-select attribute to the interface program option.|
[ Use the page-select attribute to specify the starting |
[ page to print with the pdpr command. |
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Attribute | Description |
|

|
Name | bottom-margin |

| |
| |
Input | bm |
Synonym | |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands.
| |
| |
Usage |

| |
Explanation| Specifies the distance between the bottom edge of the |
| logical page and the bottom edge of the text area when |
| held in the reading orientation. The values are in units |
| of characters. |
| |

|
Value Type | Single value. |
|

|
Values | An integer from 1 to 2147483647. |

| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|
| |

Name | | content-orientation | |

Input I | orientation I |

Synonyﬁn | |

Type : | Settable with the pdpr, pdset, or:pdmod commands. |

Usage : | Values vary by printer model. : | p

| |
Explanation| Identifies the page presentation (how the data is to be |

| placed on a page) for the document. |
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

|
| landscape |
| portrait |

| reverse-portrait |

|

reverse-landscape |

|
Default | portrait |
| |
| |
Usage | o The document is validated and scheduled against the |
Guidelines | printer attribute content-orientations-supported. |
|

|

Attribute | Description |
|
| |

Name | copy-count |
| |
| |
Input | copies |
Synonym | |
|
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Type | Settable with the pdpr, pdset, or pdmod commands.
| |

| |
Usage | |
| |
| |
Explanation| Specifies the number of document copies to be printed per |
| job copy. I

| |
|

Value Type | Single value. |
|

|
Values | An integer from 1 to 2147483647. |

| |

| |
Default | 1

| |

| |
Usage | o The document is validated and scheduled against the |
Guidelines | printer attribute maximum-copies-supported. |

| o A value of zero (0) is an error. |

|
|

Attribute | Description |
| |

| |
Name | default-character-set |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Identifies the default character set to be used.
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

iso-ucs-2-level2 |
other |
ascii |
iso-latinl

iso-latin2

iso-latin3

iso-latin4

iso-latin-cyrillic |
iso-latin-arabic |
iso-latin-greek [
iso-latin-hebrew |
iso-latin |
iso-latiné |
iso-text-communication |
half-width-katakana |
jis-encoding |
shift-jis |
euc-packed-format-japanese |
euc-fixed-width-japanese |
iso-reg4-united-kingdom |
iso-regl1l-swedish-for-names |
iso-regl5-italian |
iso-regl7-spanish |
iso-reg21-german |
iso-reg60-danish-norwegian |
iso-reg69-french |
unicode |
ucs4 |
unicode-ascii |
unicode-latinl |
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unicode-ibm-2039

unicode-ibm-1261

unicode-ibm-1268

unicode-ibm-1276

unicode-ibm-1264

unicode-ibm-1265

windows30-latinl |
windows31-latinl |
windows31-latin2 |
windows31-latin5 |
hp-roman8 |
adobe-standard-encoding |
ventura-us |
ventura-international |

dec-mcs |
pc-page-850-multilingual |
pc-page-852-latin2 |
pc8-page-437-us |
pc8-danish-norwegian |
pc-page-862-latin-hebrew |
pc8-turkish |
ibm-symbols |
ibm-thai |
hp-legal |
hp-pifont |
hp-math8 |
hp-ps-math |
hp-desktop |
ventura-math |
microsoft-publishing |
windows31j [
gb-2312 |
big5 |
cns |
ksc-5601 |

ccdc |
| |

| |
Default | No default. |
| |

| |
Usage | o The document is validated and scheduled against the |

Guidelines | printer attribute character-sets-supported. |
|

|
Attribute | Description |
| |

| |
Name | default-font |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Identifies the default font to be used.
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains the

| font name. |

| |

| |
Default | No default. |

| |

| |
Usage | o  The document is validated and scheduled against the |
Guidelines | printer attribute fonts-supported. [
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|
|

Attribute | Description |
|

|
Name | default-input-tray |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Identifies an input-tray on the printer that contains the |
| medium that is to be used for normal document pages. |
|

| |
Value Type | Single value. |
| |

| |
Values | A text string of up to 255 characters that describes the |
input tray, or one of the following fixed values: |

top I
middle |
bottom |
envelope |
manual |
large-capacity |

main |
side |

|
Default | No default. |
| |

| |
Usage | o The document is validated and scheduled against the |

Guidelines | printer attribute input-trays-supported.
| o The following attributes may be used to select the |
[ input tray. If more than one of these attributes are |
[ supplied then the attribute with the highest |
[ precedence, as numbered, is chosen: |
| I
| 1. input-tray-select |
| 2. default-medium |
| 3. default-input-tray |

Attribute | Description |
|

|
Name | default-medium |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Identifies the medium for normal document pages on which |

| this document is to be printed. |

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values or a text string that |
contains the name of the medium. The text string can be |
up to 255 characters long per medium. |

iso-a4-white |
iso-a4-colored |
iso-a4-transparent |

iso-a3-white |
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iso-a3-colored |
iso-a5-white |
iso-ab5-colored |
iso-b4-white |
iso-b4-colored |
iso-b5-white |
iso-b5-colored |
na-letter-white |
na-letter-colored |
na-letter-transparent |
na-legal-white |
na-legal-colored |
iso-b5-envelope |
iso-b4-envelope |
iso-c4-envelope [
iso-c5-envelope [
designated-long-envelope |
na-10x13-envelope |
na-9x12-envelope |
monarch-envelope |
na-number-10-envelope |
na-7x9-envelope |
na-9x11-envelope |
na-10x14-envelope |
na-number-9-envelope |
na-6x9-envelope |
na-10x15-envelope |
jis-b4-white |
jis-b4-colored |
jis-b5-white |
jis-b5-colored |
executive |
folio |
invoice |
ledger |
guarto |

iso-a0-white p
iso-al-white
iso-a2-white
iso-a6-white
iso-a7-white
iso-a8-white
iso-a9-white
iso-al0-white
is0-b10-white
iso-b0-white
iso-b1-white
iso-b2-white
iso-b3-white
iso-b6-white
iso-b7-white
iso-b8-white
iso-b9-white
is0-b10-white
jis-bO-white
jis-b1-white
jis-b2-white
jis-b3-white
jis-b6-white
jis-b7-white
jis-b8-white
jis-b9-white
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| jis-b10-white |
| a |
| b |
| c |
| d |
| e |
[ |
Default | No default. |
| |
I I
Usage | o The document is validated against the |
Guidelines | logical printer attribute media-supported and the |

[ physical printer attribute media-supported |

| o The document is scheduled against the |

[ physical printer attributes media-supported and |

[ media-ready |
| o The following attributes may be used to select the |

[ input tray. If more than one of these attributes are |

[ supplied then the attribute with the highest |

[ precedence, as numbered, is chosen: |

|
|
|
|

1. input-tray-select |
2. default-medium |
3. default-input-tray |

|
|

Attribute | Description |
|

|
Name | default-printer-resolution |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
Usage | Values vary by printer model. |

| |
Explanation| Identifies the default printer resolution to be used.
| |

| |
Value Type | Single Value. |
|

| |
Values | One of the following fixed values or an integer from 1 to |

| 2147483647. |
| I
| highest |
| lowest |
| middle |
| |
| |
Default | No default. |
| |
| |
Usage | o The value of this attribute is validated against the |
Guidelines | printer attribute printer-resolutions-supported. |
|

|
Attribute | Description |
| |

| |
Name | document-comment |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands.
| |
| |
Usage | |

| |
Explanation| Provides information that is associated with this

| document. |
| |

|
Value Type | Single value. |
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| |
Values | A text string up to 4095 characters that contains |

| information about this document such as the fonts to be |
| used. |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

|
Name | document-file-name |

| |
| |
Input | file-name |
Synonym | |
| |
| |
Type | Specifiable |
| |
| |
Usage | |

| |
Explanation| Specifies the file name or other source that provided the |

| data for the document to be or was printed. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains the

| global ID. |

| |

| |
Default | No default. |

| |

| |
Usage | o Set by HPDPS from the name of the file or source |
Guidelines | specified with the pdpr command. |

|

|
Attribute | Description |
|

|
Name | document-format |

| |
| |
Input | format |
Synonym | |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Identifies the format (datatype) of the document.
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

I
| Fixed Value Input Synonym |

| ascii |
| pcl hppcl |
I hp-pcl I
I hﬁ)gl hp-gl I |

Pl

| postscript ps |

| ipds I
| ppds I
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escapep |
epson |
ddif |
interpress [
iS0-6429 |
line-data |
modca |
regis |
scs |
spdl |
tek4014 |
pds I
igp I
codev |
dsc-dse |
wps |
In03 |
ccitt |
quic |
cpap |
dec-ppl |
simple-text |

npap |
doc |
impress |
pinwriter |

npdl |
nec201pl |
automatic |
pages |
lips |
tiff |
diagnostic |
capsl |
excl |
Icds |
xes |

passthru |
|

|
Default | ascii |

|
Usage | o The document is validated and scheduled against the |

Guidelines |
|

printer attribute document-formats-supported. |

|
Attribute | Description |
|

I
Name

| | document-sequence-number | |
Input I | sequence-number, document—numbelr |
Synonyfn | | |
Type : | Not Settable : |
Usage I | I |

| |
Explanation| Specifies the document number in relation to the other |

documents of a multiple document job. HPDPS sets this |
value. |

|
Value Type | Single value. |
|
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Values | One of the integers from 1 to 2147483647. |
| |
| |
Default | No default. |
| |
| |
Usage | o Used to identify this document in request status or |
Guidelines | when HPDPS provides event status. |
|

|

Attribute | Description |
|
| |

Name | | document-type | |
Input I | type I |
Synonyfn | | |
Type : | Specifiable using the pdpr comme:md. |

Usage I | Values vary by printer model. I |

| |
Explanation| Indicates that the document is either a printable

| document, a font, or some other resource. |

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| file-reference |

| printable |
| |
| |
Default | printable |
| |
| |
Usage | o The document is validated and scheduled against the |
Guidelines | printer attribute document-types-supported. |
| |
| |
Attribute | Description |
I I P
Name | ending-page-requested |
| |
| |
Type | Non Settable. |
|

| |
Usage | |

| |
Explanation| Identifies the ending page of the document specified |
| by the ending-page component of the document page-select |

| attribute. |

|
Value Type | Single Value. |
|

| |
Values | An integer from 1 to 2147483647. Implicity set by HPDPS. |
| |
| |
Default | No default
| |
| |
Usage | o  This attribute is intended for use in the ipmap |
Guidelines | file to convert the ending-page component of the |

[ page-select attribute to the interface program option.|
[ Use the page-select attribute to specify the ending [
[ page to print with the pdpr command. |

|
|
Attribute | Description |
|
| |
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Name | initial-value-document |
| |
| |

Type | Specifiable with the pdpr command. |
| |
| |

Usage |

| |
Explanation| Identifies an initial-value-document object (within a |
| given spooler) that is to be used for this document. |
| This object may be used when a document is created during |

| job submission. |

|
Value Type | Single value. |
| |

| |
Values | Any text string up to 255 characters that contains the |

| name of this initial-value-document. |

|
Default | No default |
| |
| |
Usage | o If this attribute is specified, the document uses the |
Guidelines | attribute values from the initial-value-document |

[ object to set the document attribute values, unless |

[ initial-value-document attribute values are |

[ overridden by attribute values supplied at the |

[ command line. |

Attribute | Description |
|

Name | input-tray-select |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Identifies which input tray (bin) contains the medium

| that is to be used for this document. |

|
Value Type | Single value. |
| |

| |
Values | A text string of up to 255 characters that describes the |
input tray, or one of the following fixed values: |

top I
middle |
bottom |
envelope |
manual |
large-capacity |

main |
side |

|
Default | No default |

|
Usage | o The document is validated and scheduled against the |
Guidelines | printer attribute input-trays-supported. |

|

| o The following attributes may be used to select the |

[ input tray. If more than one of these attributes are |

[ supplied then the attribute with the highest |

[ precedence, as numbered, is chosen: |
|

1. input-tray-select |
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| 2. default-medium |
| 3. default-input-tray |

Attribute | Description |
|

|
Name | left-margin |

| |
| |
Input | Im |
Synonym | |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands.
| |
| |
Usage |

| |
Explanation| Specifies the distance between the left edge of the |
| logical page and the left edge of the text area when |
| held in the reading orientation. The values are in units |

| of characters. |
| |

|
Value Type | Single value. |
|

|
Values | An integer from 1 to 2147483647. |

| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description
|

Name | number-up
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Specifies the number of source page-images to impose upon |
a single instance of a selected medium, that is, the |
number of source pages to appear on a single printed page.|

|
|
|
| The possible values are: |
| I
| Suppress any number-up operation or embellishment. |
[ 1 source page per physical page. |
[ 2 source pages per physical page. |
[ 4 source pages per physical page. |

|

ANFO

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| |
| O |
| 1 |
| 2 |
| 4 |
[ |
Default | No default.
| |
I I
Usage | |
Guidelines | |
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|
|

Attribute | Description |
|

|
Name | object-class |

| |
| |
Type | Non Settable |
| |
| |
Usage | |

| |
| |

Explanation| Identifies the object class to which this object belongs. |
| |

| |
Value Type | Single value.
| |

| |
Values | The value of this attribute is document.
| |
| |
Default | document |
| |
| |
Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|
| |

Name | octet-count |
| |
| |
Type | Non Settable |
| |
| |
Usage | |

| |
Explanation| Specifies the document size in octets (bytes). Computed |
| by HPDPS when this document object is created. |
|

|
| |

Value Type | Single value. |
| |

| |
Values | An integer from 0 to 9223372036854775800. |

| |

| |
Default | N/A

| |

| |
Usage | o Used to compute total octet count for a job and to |
Guidelines | provide information about this document. |

|

|
Attribute | Description |
|

Name | page-count |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Specifies the estimated length of the job in pages. |
| |

| |
Explanation| HPDPS determines the size of a job based on the total |
| number of octets (bytes) in the job. For operator job |
| management purposes, you may find that job size based on |
| pages is easier. |
| |

|
Value Type | Single value. |
|

|
Values | An integer from 0 to 2147483647. |

|

Default | No default. |
|
| |
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Usage | Because HPDPS does not estimate job size in pages or use |
Guidelines | the page-count value you specify, the value for the [

| page-count attribute should closely represent the actual |

| number of pages in the job if the operator is to make |

| valid decisions based on page count. |

|
|
Attribute | Description |
| |
| |

Name | page-select |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Support for this attribute varies by printer model. The |

| value syntax also varies by printer model. |
| |

| |
Explanation| Specifies the range of pages to be printed. |
| |

| |
Value Type | Multiple values, however, only the first value is |
| currently used. |
| |
| |
Values | This is a complex attribute which has the following |
components: |

1. beginning-page (an integer page number) |
2. ending-page (an integer page number) |
| |
| |
Syntax | -x "page-select=beginning-page:ending-page" |
I I
| For example: -x "page-select=10:30" prints only pages |
| 10 through 30. |

|
Default | No default. |
| |
| |
Usage | o The document is validated against the printer |
Guidelines | attribute page-select-supported. |
| o Only a numeric value is supported for this attribute. | p
| o Only one page range may be specified. |
|

| |
Component | Description |
| |

| |
beginning- | An integer from 1 to 2147483647. |
page | I

| |
| |
ending- | An integer from 1 to 2147483647. |
page | I

Attribute | Description
|

|
Name | plex

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Indicates whether the page images of this document are |
| conditioned for one-sided or two-sided printing and the |

| relative orientation of consecutive pages. |

|
Value Type | Single value. |
|
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Values | One of the following fixed values: |
|
| simplex (single sided) |
| duplex (double sided) |
| tumble (double sided, every other page upside-down) |
| |
| |
Default | simplex |
| |
| |
Usage | o This document is validated and scheduled against the |
Guidelines | printer attribute plexes-supported. |

| o HPDPS defaults "sides=2" when plex=duplex. HPDPS does|
[ not currently perform any other conditioning when [
[ plex=duplex. |

Attribute | Description |
|
| |

Name | printer-initial-value-document |
| |
| |
Type | Non Settable |
| |
| |
Usage | |

| |
Explanation| HPDPS sets this value to the name of the |

| initial-value-document object used. |
| |

|
Value Type | Single value. |
|

|
Default | No default. |

|
|

Attribute | Description |
|

Name | printer-pass-through |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | |

| |
Explanation| Allows specific printer information to be submitted along |

| with the document. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains options |

| passed directly to the interface program. |
| |

|
Default | No default. |
| |
| |
Usage | o The value of this attribute is passed as the 4th |
Guidelines | argument of the printer interface program. |
|

|
Attribute | Description |
| |

| |
Name | right-margin |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage |

| |
Explanation| Specifies the distance between the right edge of the |
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| logical page and the right edge of the text area when |
| held in the reading orientation. The values are in units |

| of characters. |
| |

|
Value Type | Single value. |
|

|
Values | An integer from 1 to 2147483647. |

| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
|
I I
Attribute | Description |
|

|
Name | sides |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands.
| |
| |
Usage |

| |
Explanation| Specifies the number of media sides on which the document |

| is to be printed. |
| |

|
Value Type | Single value. |
|

|
Values | An integer of 1 or 2. |

| |

| |
Default | 1

| |

| |
Usage | o  This document is validated and scheduled against the |
Guidelines | printer attribute sides-supported. |

|

|
Attribute | Description |
|

Name | | top-margin | |
Input I | tm I |
Synonyfn | | |
Type : | Settable with the pdpr, pdset, or:pdmod commands.

Usage I | I

| |
Explanation| Specifies the distance between the bottom edge of the |
| logical page and the bottom edge of the text area when |
| held in the reading orientation. The values are in units |

| of characters. |
| |

|
Value Type | Single value. |
|

|
Values | An integer from 1 to 2147483647. |

| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description
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| |
Name | transfer-method

| |

| |
Type | Specifiable with the pdpr command.

| |

| |
Usage |

| |
Explanation| Identifies the method by which the document is

| transferred to, or acquired by, the print server.
| |

| |
Value Type | Single value.
| |

| |
Values | One of the following fixed values:

pd_att_document(5)

I
| , |
| dce-pipe-pull |
| with-request |
| |
| |
Default | dce-pipe-pull |
| |
| |
Usage | o This document is validated and scheduled against the |
Guidelines | supervisor attribute transfer-methods-supported. |
| |
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NAME
pd_att_ivdocument - list of attributes for an HPDPS initial value document object

DESCRIPTION
The following is a list of valid attributes and values for the initial value document object class of the HP
Distributed Print Service.

Initial-value-document objects are used to set default values for document attributes.

The initial-value-document object contains two types of attributes:
1.  Those that either describe or are used by the initial-value-document object itself.
2. Those used for defaulting values for document attributes.

Attributes for an Initial Value Document Object

I
Settable Attribute Listing | Specifiable Attribute Listing [
| |

| |
bottom-margin | There are no specifiable |
content-orientation | attributes for a |
copy-count | initial-value-document object. |

default-character-set | |
default-font | |
default-input-tray | |
default-medium | |
default-printer-resolution | |
descriptor | [
document-comment | |
document-format | |
document-type | |
input-tray-select | |
left-margin | |
list-of-managers | |
number-up | |
message | |
page-select | |

plex | I

printer-pass-through | | p
right-margin | |

sides | |

top-margin | |

Note: In the following table, the attributes listed are used to set or
used as defaults for the document unless otherwise specified.

Table 1-1. Initial Value Document Attributes |

Attribute | Description |
|
| |

Name | associated-server |
| |
| |
Type | Non Settable |
| |
| |
Usage | |

| |
Explanation| Indicates the name of the spooler in which this |

| initial-value-document object resides. |
| |

|
Value Type | Single value.
|

| |
Values | A text string up to 255 characters that contains the name |
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| of the server. Set by HPDPS to the ServerName: portion of|

| the argument when this initial-value-document was created.|

|
Default | No default. |
| |
| |
Usage | o  This attribute is used by the initial-value-document |
Guidelines | object. |

| o Value was set to the ServerName specified in the |
[ pdcreate command when this initial-value object was |
[ created. |

Attribute | Description |
|

|
Name | bottom-margin |

| |
| |
Input | bm |
Synonym | |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands.
| |
| |
Usage |

| |
Explanation| Specifies the distance between the bottom edge of the |
| logical page and the bottom edge of the text area when |
| held in the reading orientation. The values are in units |
| of characters. |
| |

|
Value Type | Single value. |
|

|
Values | An integer from 1 to 2147483647. |

| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

Name | | content-orientation | |
Input : | orientation : |
Type : | Settable with the pdcreate or pds:et command. |
Usage I | I

| |
Explanation| Identifies the page presentation (how the data is to be |
| placed on a page) for the document. |
|

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

|
| landscape |
| portrait |
| reverse-portrait |
| reverse-landscape |
| |

|

Default | No default. |
|
| |
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Usage | o The document is validated and scheduled against the |
Guidelines | printer attribute content-orientations-supported. |
|

|

Attribute | Description |
|
| |

Name | | copy-count | |
Input I | copies I |
Synonyfn | | |
Type : | Settable with the pdcreate or pds:et command. |

Usage I | I |

| |
Explanation| Specifies the number of document copies to be printed per |
| job copy. I

|
Value Type | Single value. |
| |

| |

Values | An integer from 1 to 2147483647 |
| |
| |

Default | No default. |
| |
| |

Usage | o A value of zero (0) is an error. |

Guidelines | o The document is validated and scheduled against the |
[ printer attribute maximum-copies-supported. |

|
|

Attribute | Description |
| |

| |
Name | default-character-set |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage | Values vary by printer model | p
| |

| |
Explanation| Identifies a coded character-set that the server shall |
| use as the coded character-set default for the pages of |
| the document that require a coded character set |
| specification. |
| |
| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

iso-ucs-2-level2 |
other |
ascii |
iso-latinl

iso-latin2

iso-latin3

iso-latin4

iso-latin-cyrillic |
iso-latin-arabic |
iso-latin-greek [
iso-latin-hebrew |
iso-latin |
iso-latiné |
iso-text-communication |
half-width-katakana |
jis-encoding |
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shift-jis |
euc-packed-format-japanese |
euc-fixed-width-japanese |
iso-reg4-united-kingdom |
iso-regl1l-swedish-for-names |
iso-regl5-italian |
iso-regl7-spanish |
iso-reg21-german |
iso-reg60-danish-norwegian |
iso-reg69-french |
unicode |
ucs4 |
unicode-ascii |
unicode-latinl |
unicode-ibm-2039
unicode-ibm-1261
unicode-ibm-1268
unicode-ibm-1276
unicode-ibm-1264
unicode-ibm-1265
windows30-latinl |
windows31-latinl |
windows31-latin2 |
I

windows31-latin5

hp-roman8 |
adobe-standard-encoding |
ventura-us |
ventura-international |
dec-mcs |
pc-page-850-multilingual |
pc-page-852-latin2 |
pc8-page-437-us |
pc8-danish-norwegian |
pc-page-862-latin-hebrew |
pc8-turkish |
ibm-symbols |
ibm-thai |
hp-legal |
hp-pifont |
hp-math8 |
hp-ps-math |
hp-desktop |
ventura-math |
microsoft-publishing |
windows31j [
gb-2312 |
big5 |
cns |
ksc-5601 |

ccdc |

|
Default | No default. |

|
Usage | o The document is validated and scheduled against the |
Guidelines | printer attribute character-sets-supported. |
|

|
Attribute | Description |
| |

| |
Name | default-font |
| |

| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
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| |
Usage | Values vary by printer model.
| |

| |
Explanation| Identifies the default font to be used.
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 4095 characters that contains the

| font name.

| |

| |
Default | No default.

| |

| |
Usage | o The document is validated and scheduled against the
Guidelines | printer attribute fonts-supported. [

|

|
Attribute | Description
| |

| |
Name | default-input-tray

| |
| |
Type | Settable with the pdcreate or pdset command.
| |
| |
Usage |

| |
Explanation| Identifies an input-tray that contains the medium to be |

| used for the document.
| |

| |
Value Type | Single value.
| |

| |
Values | One of the following fixed values:

top

middle

bottom

envelope

manual

large-capacity

main

side

| |

| |
Default | No default.
| |

| |
Usage | o The document is validated and scheduled against the

Guidelines | printer attribute input-trays-supported. |
|

|
Attribute | Description
| |

| |
Name | default-medium

| |
| |
Type | Settable with the pdcreate or pdset command.
| |
| |
Usage |

| |
Explanation| Identifies the medium to be used for this document.
| |

| |
Value Type | Single value.
| |

| |
Values | One of the following fixed values or a text string that |
| contains the name of the medium. The text string can be
| up to 255 characters long per medium.
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iso-a4-white
iso-a4-colored
iso-a4-transparent
iso-a3-white
iso-a3-colored
iso-a5-white
iso-ab5-colored
iso-b4-white
iso-b4-colored
iso-b5-white
iso-b5-colored
na-letter-white
na-letter-colored
na-letter-transparent
na-legal-white
na-legal-colored
iso-b5-envelope
iso-b4-envelope
iso-c4-envelope
iso-c5-envelope
designated-long-envelope
na-10x13-envelope
na-9x12-envelope
monarch-envelope
na-number-10-envelope
na-7x9-envelope
na-9x11-envelope
na-10x14-envelope
na-number-9-envelope
na-6x9-envelope
na-10x15-envelope
jis-b4-white
jis-b4-colored
jis-b5-white
jis-b5-colored
executive

folio

invoice

ledger

quarto
iso-a0-white
iso-al-white
iso-a2-white
iso-a6-white
iso-a7-white
iso-a8-white
iso-a9-white
iso-al0-white
iso-b0-white
iso-bl-white
iso-b2-white
iso-b3-white
iso-b6-white
iso-b7-white
iso-b8-white
iso-b9-white
is0-b10-white
jis-bO-white
jis-b1-white
jis-b2-white
jis-b3-white

pd_att_ivdocument(5)
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jis-b6-white
jis-b7-white
jis-b8-white
jis-b9-white

|
|
|
|
| jis-b10-white
|
|
|
|
|

Do 0T

| |
Default | No default.
| |

| |
Usage | o The document is validated against the

Guidelines | logical printer attribute media-supported and the |
[ physical printer attribute media-supported. |
| o The document is scheduled against the
[ physical printer attributes media-supported and |
[ media-ready.

|
|

Attribute | Description
| |

| |
Name | default-printer-resolution

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands.
| |
| |
Usage |

| |
Explanation| Identifies the default printer resolution to be used.
| |

| |
Value Type | Single Value.
|

| |
Values | One of the following fixed values or an integer from 1 to |

| 2147483647.
|
| highest
| lowest
| middle
| |
| |
Default | No default.
| |
| |
Usage |

Guidelines |
|

|

|

I I

Attribute | Description
|

Name | descriptor
| |
| |
Type | Settable with the pdcreate or pdset command.
| |
| |
Usage |

| |
Explanation| Provides a description of this initial-value-document. |
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 4095 characters that describes this |

| initial value document.
| |

|
Default | No default.
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|
Usage | o  This attribute is used by the initial-value-document |
Guidelines | object. |
|

|
Attribute | Description |
| |

| |
Name | document-comment |

| |
| |
Type | Settable with the pdcreate or pdset command.
| |
| |
Usage |

| |
Explanation| Provides information that is associated with this

| initial-value-document. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains |

| information that is associated with this initial value |
| document. |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

Name | | document-format | |
Input I | format I [
Synonyfn | | |
Type : | Settable with the pdcreate or pds:et command. |

Usage I | Values vary by printer model. I |

| |
Explanation| Identifies the format of this document.
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

Fixed Value Input Synonym |

ascii |

pcl hppcl |
hp-pel I

hpgl hp-g| |

pil I

postscript ps |

ipds |

ppds I

escapep |

epson |

ddif |

interpress [

iS0-6429 |

line-data |

modca |

regis |
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scs |
spdl |
tek4014 |
pds I
igp I
codev |
dsc-dse |
wps |
In03 |
ccitt |
quic |
cpap |
dec-ppl |
simple-text |

npap |
doc |
impress |
pinwriter |

npdl |
nec201pl |
automatic |
pages |
lips |
tiff |
diagnostic |
capsl |
excl |
Icds |
xes |

passthru |

|
Default | ascii |
| |

| |
Usage | o The document is validated and scheduled against the |

Guidelines | printer attribute document-formats-supported. |
|

|

Attribute | Description |
|
| |

©

Name | | document-type | |
Input I | type I |
Synonyfn | | |
Type : | Settable with the pdcreate or pds:et command. |

Usage I | Values vary by printer model. I |

| |
Explanation| Indicates that the document is either a printable

| document, a font, or some other resource. |

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| file-reference |

| printable |

| |

| |
Default | No default. |

| |

| |
Usage | o  The document is validated and scheduled against the |
Guidelines | printer attribute document-types-supported. |
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|
|

Attribute | Description |
|

Name | initial-value-document-identifier |
| |
| |
Type | Specifiable with the pdcreate command. |
| |
| |
Usage |

| |

| |
Explanation| Identifies this initial-value-document object.

| |

| |
Value Type | Single value.
| |

| |
Values | A text string that contains the identification of this |
| initial-value-document.  Specified in the argument |
| ServerName:InitialValueDocumentName of the pdcreate |

| command. |
[ |
[ |
Default | No default. |
| |
I I
Usage | o This attribute is used by the initial-value-document |
Guidelines | object. |
| o The value for this attribute must be unique within |
[ the spooler. |

|
|

Attribute | Description |
| |

Name | input-tray-select |
| |
| |
Type | Settable with the pdcreate or pdset command. |
| |
| |
Usage |

| |
Explanation| Identifies which input tray contains the medium to be

| used for this document. |

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

top I
middle |
bottom |
envelope |
manual |
large-capacity |

main |
side |

|
Default | No default. |
| |

| |
Usage | o This document is validated and scheduled against the |

Guidelines | printer attribute input-trays-supported. |
|

|
Attribute | Description
|

| |
Name | number-up |
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Type | Settable with the pdpr, pdset, or pdmod commands. |
| |

| |
Usage | Values vary by printer model. |
| |
| |
Explanation| Specifies the number of source page-images to impose upon |
a single instance of a selected medium, that is, the |
number of source pages to appear on a single printed page.|

I
I
I
| The possible values are: |

I |
[ Suppress any number-up operation or embellishment. |

[ 1 source page per physical page. |

[ 2 source pages per physical page. |

I

ANPFO

4 source pages per physical page. |
| |

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

I I
| 0 I
| 1 I
| 2 I
| 4 I
I I
Default | No default.
| |
| |
Usage | |

Guidelines | |
|

|
|
I
|
|
I
|
|
|
|
|
|
|
|
|
|
I
|
|
I
|
|
|
|
|
|
I
|
|
I
|
|
I |
| Attribute | Description |
I |
|
|
I
|
|
I
|
|
I
|
|
I
|
|
|
|
I
|
|
I
|
|
I
|
|
I
|
|
I
|
I
|
|
I
|
|
I
|
|

|
Name | left-margin |

| |
| |
Input | Im |
Synonym
Y yI | | | p
Type | Settable with the pdpr, pdset, or pdmod commands.
| |
| |
Usage |

| |
Explanation| Specifies the distance between the left edge of the |
| logical page and the left edge of the text area when |
| held in the reading orientation. The values are in units |

| of characters. |
| |

| |
Value Type | Single value. |
| |

| |
Values | An integer from 1 to 2147483647. |

| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

|
Name | list-of-managers |

| |

| |
Input | managers |
Synonym | |
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| |
| |

Type | Settable with the pdcreate or pdset command.
| |

| |
Usage |

| |
Explanation| Lists the people responsible for the maintenance of this |

| initial-value-document object. |

|
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per person that |
| contains the name or user ID of the person responsible |

| for this initial-value-document. |

|
Default | No default. |
| |
| |
Usage | o  This attribute is used by the initial-value-document |
Guidelines | object. |
|

|
Attribute | Description |
|

|
Name | logical-printers-ready |

| |
| |
Type | Non Settable |
| |
| |
Usage | |

| |
Explanation| Lists the enabled logical printers that reference this |

| initial-value-document. |

|
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per logical printer |

| that contains the global IDs of the logical printers. |
| |

|
Default | No default. |
| |
| |
Usage | o  This attribute is used by the initial-value-document |
Guidelines | object. |

0 Set by HPDPS when the printer attribute |

printer-initial-value-document of an enabled logical |

printer references this initial-value-document.

The printer identification is removed from the list |

if the printer is disabled. |

0 This IVD object cannot be deleted while any of the |
printers identified in this list are enabled. |

o

|
|

Attribute | Description
| |

Name | message
| |
| |
Type | Settable with the pdcreate or pdset command.
| |
| |
Usage |

| |
Explanation| Provides a message associated with this |

| initial-value-document. |

|
Value Type | Single value. |
|
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Values | A text string up to 4095 characters that contains some |

| information about this initial-value-document object. |

|
Default | No default. |
| |
| |
Usage | o  This attribute is used by the initial-value-document |
Guidelines | object. |
|

|
Attribute | Description |
|

|
Name | object-class |

| |
| |
Type | Non Settable |
| |
| |
Usage | |

| |
| |

Explanation| Identifies the object class to which this object belongs. |
| |

| |
Value Type | Single value.
|

|
Values | The value of this attribute is initial value document. |

| |
| |
Default | initial-value-document |
| |
| |
Usage | o  This attribute is used by the initial-value-document |
Guidelines | object. |
|

|
Attribute | Description |
|

Name | page-select |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands.
| |
| |
Usage
% ] | P

| |
Explanation| Specifies the range of pages to be printed. |
| |

| |
Value Type | Multiple values, however, only the first value is |
| currently used. |
| |
| |
Values | This is a complex attribute which has the following |
components: |

1. beginning-page (an integer page number) |
2. ending-page (an integer page number) |
| |
| |
Syntax | -x "page-select=beginning-page:ending-page"” |
| I

| For example: -x "page-select=10:30" prints only pages 10 |

| through 30. |
| |
| |
Default | No default. |
| |
| |
Usage | o The document is validated against the printer |
Guidelines | attribute page-select-supported. |
| o Only numeric value is supported for this attribute. |
| o Only one page range may be specified. |
|

| |
Component | Description |
|
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beginning- | An integer from 1 to 2147483647. |
page | I

| |
ending- | An integer from 1 to 2147483647. |
page | I

|
|

Attribute | Description
|

Name | plex
| |
| |
Type | Settable with the pdcreate or pdset command.
| |
| |
Usage |

| |
Explanation| Indicates whether the page images of the document are |
| conditioned for one-sided or two-sided printing and the |

| relative orientation of consecutive pages. |
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

|
| simplex (single sided) |
| duplex (double sided) |
| tumble (double sided, every other page upside-down) |
| |
| |
Default | No default. |
| |
| |
Usage | o This document is validated and scheduled against the |
Guidelines | printer attribute plexes-supported. |

| o HPDPS defaults "sides=2" when plex=duplex. HPDPS does|
[ not currently perform any other conditioning when [
[ plex=duplex. |

|
|

Attribute | Description |
|

Name | | printer-pass-through | |

Input I | other-options I |
Synonyﬁn | |

Type : | Settable with the pdcreate or pds:et command. |

Usage I | I |

| |
Explanation| Allows specific printer information to be submitted along |

| with the document. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains the DSS |

| information. |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
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| |
Name | right-margin |

| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |
| |
Usage |

| |
Explanation| Specifies the distance between the right edge of the |
| logical page and the right edge of the text area when |
| held in the reading orientation. The values are in units |

| of characters. |
| |

|
Value Type | Single value. |
|

|
Values | An integer from 1 to 2147483647. |

| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

Name | sides |
| |
| |
Type | Settable with the pdcreate or pdset command.
| |
| |
Usage |

| |
Explanation| Specifies whether the document is to printed on one side |

| or both sides of the media. |
| |

|
Value Type | Single value. |
|

|
Values | An integer of 1 or 2. |

| |

| |
Default | 1

| |

| |
Usage | o The document is validated and scheduled against the |
Guidelines | printer attribute sides-supported. |

|

|
Attribute | Description |
|

Name | | top-margin | |
Input I | tm I |
Synomylm | | |
Type : | Settable with the pdpr, pdset, or:pdmod commands.

Usage I | I

| |
Explanation| Specifies the distance between the top edge of the |
| logical page and the top edge of the text area when |
| held in the reading orientation. The values are in units |

| of characters. |
| |

| |
Value Type | Single value. |
| |

| |
Values | An integer from 1 to 2147483647. |
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| |
|

Default | No default.
|

| |
Usage | |
Guidelines | |
|
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NAME
pd_att_ivjob - list of attributes for an HPDPS initial value job object

DESCRIPTION
The following is a list of valid attributes and values for the initial value job object class of the HP Distri-
buted Print Service. Initial-value-job objects are used to set values for job attributes.

Attributes for an Initial Value Job Object

I
Settable Attribute Listing | Specifiable Attribute Listing [
| |

|
| There are no specifiable |

descriptor

interface-program-method | attributes for a |
job-batch | initial-value-document object. |
job-comment | |
job-client-id | |

job-discard-time | |
job-end-message | |
job-finishing | |
job-hold | |
job-message-to-operator | |
job-name | |
job-originator | |
job-owner | |
job-print-after | |
job-priority | |
job-retention-period | |
job-sheets | |
job-start-message | |
list-of-managers | |
message | |
notification-profile | |
physical-printers-requested | |
printer-locations-requested | |
printer-models-requested | |
printer-types-requested | |

results-profile | | p

Note: In the following table, the attributes are used to set job
attributes or are used as defaults for a job unless otherwise
noted.
" ; l
Table 1-1. Initial Value Job Attributes |
I
Attribute | Description |
| |
| |
Name | associated-server |
| |
| |
Type | Non Settable |

| |
Explanation| Identifies the name of the spooler in which this |

| initial-value-job object resides. |

|
Value Type | Single value. |
| |

|
| A text string that contains the server name. Set to the |
| server name of the pdcreate command argument |
| ServerName:InitialValueJobName when this object is |

| created. |

I
Values
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Default | No default. |
| |
| |

Usage | o  This attribute is used by the initial-value-job

Guidelines | object. |
|

|
Attribute | Description |
| |

| |
Name | descriptor |
| |

| |
Type | Settable with the pdcreate or pdset commands.
| |

| |
Explanation| Provides a description of this initial-value-job.
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that describes this |
| initial-value-job object. |

|

Default | No default. |
| |
| |

Usage | o  This attribute is used by the initial-value-job

Guidelines | object. |
|

|
Attribute | Description |
|

| |
Name | initial-value-job-identifier [
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies this initial-value-job object within the

| spooler. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the name |
of this initial-value-job object. Set to the name used |
in the pdcreate command argument |
ServerName:InitialValueJobName when this object was |

created. |
| |
| |
Default | No default. |
| |
| |
Usage | o  This attribute is used by the initial-value-job |
Guidelines | object. |
| o The value for this attribute must be unique within a |
[ spooler. |

|
|

Attribute | Description |
|

|
Name | interface-program-method |

| |

| |
Input | ip-method |
Synonym | |

| |

| |
Type | Settable with the pdpr, pdset or pdmod commands. |

|

| |
Explanation| Specifies the invocation method of the interface program. |
| |

| |
Value Type | Single value. |
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|
Values | One of the following fixed values:

| |
| hpdps |
| Ip |
[ |
Default | hpdps |
| |
I I
Usage | o The job is validated against the printer attribute |
Guidelines | interface-program-methods-supported. |

| o If the value hpdps is specified, the interface program|

[ is invoked to print one job result-set as follows: |

[ - The value of the job-copies component of the job |
[ results-profile attribute is passed as the 4th |

[ argument of the interface program. |
[ - Each document is duplicated n times before being |
[ passed to the interface program, where n is the |
[ value of the document copy-count attribute. |
| o If the value Ip is specified, the interface program is|

[ invoked to print each job copy in one job result set: |

[ - The value of document attribute copy-count is passed|

[ as the 4th argument of the interface program. |
[ - The interface program is invoked n times, where n |
[ is the value of the job-copies component of the job |
[ results-profile attribute. |

Attribute | Description |
|

|
Name | job-batch |

|
Type | Settable |
|

| |
Explanation| Specifies that the job you are submitting is being marked |
| as a specific type of job. HPDPS processes this job only |
| on a physical printer which is ready to print that |
| specified job-batch type. |

| |
Value Type | Single value. |
| |

| |
Values | You can enter a value up to 4095 characters that contains |

| the job-batch name. |
| |

| |
Default | No default. |
| |

| |
Usage | HPDPS schedules this attribute against the physical |

Guidelines | printer's job-batches-ready attribute. |
|

|
Attribute | Description |
|

Name | job-client-id |
| |
| |
Input | local-id |
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

|
Explanation| The local job identifier. |
|

|
Value Type | Single value. |
|
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Values | A text string up to 255 characters that contains the |
| local ID (an integer). This value is generated |
| automatically by the DPS client program and is unique for |
| a given user ID. The local ID is mapped to a global ID |
| (the job-identifier job attribute) that is unique for the |
|

system. |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

Name | | job-comment | |
Input I | comment I |
Synonyfn | | |
Type : | Settable with the pdcreate or pds:et commands.

Usage I | I |

| |
Explanation| Provides information that is associated with this print |
| job. I

|
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that provides some |
| information about the job. |
| |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

Name | job-discard-time |
| |
| |
Input | discard-time |
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Specifies the time and calendar date or time at which |
| this print job is to be discarded, whether or not it has |
| printed. |

|
Value Type | Single value. |
| |

| |
Values | Local time format; USA format is "HH:MM:SS mm/dd/yy" or |
| HH:MM:SS. The string must be enclosed in quotes if the |
| date is used. |
| |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
|
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| |
|
Attribute | Description |
|
| |

Name | job-end-message |
| |
| |
Input | end-message |
Synonym | |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Provides the message that is to be sent to an operator |
| when this job completes printing. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains
| information on how the printed output is to be handled, |

| such as special delivery instructions. |
| |

|
Default | No default. |
| |
| |
Usage | o Validate and schedule against the printer attribute |
Guidelines | end-message-supported. |

| o This message is sent if the |

[ physical printer attribute end-message-supported is |

[ "true" for the physical printer the job is submitted |

| to. I
| o The physical printer attribute notify-operator |

[ determines which operators receives the message. |

|
|

Attribute | Description |
|

I I
Name | job-finishing |
| |

I
Type Settable
ype | | p

| |
Explanation| Identifies the desired finishing process to be applied to |

| the printed output. |
| |

|
Value Type | Single value. |
|

|
Values | Fixed Value |
| none |
| staple |
| top-left-staple |

|
Default | none. |
| |
| |
Usage | o Used to request a finishing process to be applied to |
Guidelines | the printed output. |
|

|
Attribute | Description |
|

Name | job-hold |
| |
| |
Input | hold |
Synonym | |
| |
| |
Type | Settable with the pdcreate or pdset commands.
| |
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Explanation| Indicates whether a print job can be scheduled for
| printing.

| |
Value Type | Single value.
| |

| |
Values | One of the following fixed values:

pd_att_ivjob(5)

I
| |
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | No default. |
| |
| |
Usage | o If true, the job-state of the job is set to hold and |
Guidelines | the job-state-reasons is set to job-hold-set. |

| o If held, the job remains in the queue until:

[ - job-hold is set to “false" and the job can
[ continue.

[ - The time specified in the job-discard-time
[ attribute is reached.

|
|

Attribute | Description
|

Name | job-message-to-operator
| |
| |
Input | message-to-operator
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands.
|

| |
Explanation| Provides a message that is to be sent to an operator when |

| a job is added to a queue.
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 4095 characters that contains
| information about this job such as job processing

| requirements or some type of special handling.
| |

|
Default | No default.

| |

| |
Usage | o The person that is to receive this message is
Guidelines | identified by the queue attribute notify-operator.

|

|
Attribute | Description
|

Name | job-name
| |
| |
Input | name
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands.
|

| |
Explanation| Provides an identifier that may be printed on the job

| start sheet.
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 255 characters that contains human |

| readable job identification.
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|
Default | No default.
| |
| |
Usage | o  This identification may be printed on the banner page.|

Guidelines |
|

|
Attribute | Description |
|

Name | job-originator |
| |
| |
Input | originator |
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Identifies the user ID of the person who submits a job. |
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 255 characters that contains the user |
| ID. This value is set automatically by the DPS client |
| program so this attribute is not used by a job that uses |
| this initial-value-job. |
| |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
|

|
|
I I
Attribute | Description |
|

Name | job-owner |
| |
| |
Input | owner |
Synonym | |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Identifies the name or user ID of the person responsible |
| for this print job. |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the |

| global ID of a person that is to be responsible for this |
| job.
I I
Default | No default.
| |
| |
Usage | o Use this attribute if you want to specify a person to |
Guidelines | be responsible for a job other than the person who |

[ submits the job. |
| o This identification may be printed on the auxiliary- |
[ sheet page. |

|
|

Attribute | Description |
|

| |
Name | job-print-after |
| |
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Input | print-after |
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Specifies the time or time and calendar date after which |
| the print job may be scheduled for printing. |
|

|
| |

Value Type | Single value. |
| |

| |
Values | Local time format; USA format is HH:MM:SS or "HH:MM:SS |
| mm/dd/yy". The string must be enclosed in quotes if the |
| date is used. |

|
Default | No default. |
| |
| |
Usage | o The job-state for this job is set to held and the
Guidelines | job-state-reason is set to job-print-after-specified. |
|

|
Attribute | Description |
| |

| |
Name | job-priority |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Specifies a number representing the scheduling priority |
| for the job. This attribute is used by queues that |
| employ a priority based scheduler. A higher value |
| specifies a higher priority. |
| |

|
Value Type | Single value. |
|

|
Values | An integer from 1 to 100. |

| |
| |
Default | No default. |
| |
| |
Usage | o  This value should not be set higher than "50" for |
Guidelines | initial-value-job objects to be used by all users. |

[ If a value greater than 50 is specified, the value is |

[ lowered to "50" when the job is submitted. |

| o A job submitted by an administrator can have any |

[ valid value. |

Attribute | Description |
|

|
Name | job-retention-period |

| |

| |
Input | retention-period |
Synonym |

| |

| |
Type | Settable with the pdcreate or pdset commands. |

|

| |
Explanation| Specifies the period of time following job completion |
| that a job is to be retained before being discarded by |

| the spooler. |

|
Value Type | Single value. |
| |
| |
Values | [HH:JMM. Unit is minutes; hours are optional. |
|
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Default | No default.
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

Name | | job-sheets | |
Input I | job-sheets I |
Synonyfn | | |
Type : | Settable with the pdpr, pdset or :pdmod commands. |

Usage I | Values vary by printer model. I |

| |
Explanation| Specifies the auxiliary sheets that are inserted into the |
| job.

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

none |
job-separators |
job-set-start |
job-set-end |
job-set-wrap |
job-set-start-copies-separate |
job-set-end-copies-separate |
job-set-wrap-copies-separate |
job-copy-start |
job-copy-end |
job-copy-wrap [
| |

| | p
Default | No default |

| |

| |
Usage | o The job is validated and scheduled against the |
Guidelines | printer attribute job-sheets-supported. |

|

|
Attribute | Description |
|

Name | job-start-message |
| |
| |
Input | start-message |
Synonym | |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Provides a message that is to be sent to an operator when |
| a job is sent to a physical printer conveying information |

| about job processing. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that provides some |

| information about the job such as this job is very |
| important. |
| |
| |
Default | No default. |
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|
Usage | o Validate and schedule against the printer attribute |
Guidelines | start-message-supported. |
0 This message is sent if the |
physical printer attribute start-message-supported is |
"true” for the physical printer the job is submitted |

I
I
I
I to. |
I
I

0 The persons that are to receive this message are |
identified in the physcial printer attribute |
notify-operator. |

Attribute | Description |
|

|
Name | list-of-managers |

| |

| |
Input | managers |
Synonym | |

| |

| |
Type | Settable with the pdcreate or pdset commands. |

|

| |
Explanation| Identifies the persons responsible for the maintenance of |
| this initial-value-job object. |
| |
| |
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per person that |

| contains the name or user ID of the person responsible. |
| |

|

Default | No default. |
I |

Guidelines | object. |
|

|
Attribute | Description |
|

|
Name | logical-printers-ready |

Type | Non Settable. |
|

| |
Explanation| Lists the enabled logical printers that reference this |
| initial-value-job object. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Set by HPDPS, it contains the global ID of the logical |
| printer that is enabled or disabled and references this |
| initial-value-job object. |
| |

|
Default | No default. |
| |
| |
Usage | o Values are added when a logical printer is enabled |
Guidelines | and references this initial-value-job through its |

[ printer-initial-value-job attribute. |

| o Values are removed when logical printers that |
[ reference this initial-value-job are disabled.

| o This initial-value-job object cannot be deleted until |

[ all printers have been removed from this list. |

|
|
I
I
I
I
I
I
I
I
|
|
|
|
I
|
|
I
|
|
I
|
|
I
|
|
I
|
|
I
|
|
I
|
|
I
I .
| Usage | o  This attribute is used by the initial-value-job
I
|
|
|
|
I
|
|
I
|
|
I
|
|
I
|
|
I
|
|
I
I
|
|
I
|
|
I
I
I
I
I
I
I
| |
| |
| |
| |
I

|
|
Attribute | Description |
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Name | message
| |
| |

Type | Settable with the pdcreate or pdset commands.
| |

| |
Explanation| Provides a message associated with the initial-value-job |
| object. |

|
Value Type | Single value. |
|

| |
Values | A text string up to 4095 characters that provides |

| information about this object. |

|
Default | No default. |

| |
| |
Usage | o  This attribute is used by the initial-value-job
Guidelines | object. |

|
|
Attribute | Description |
| |
| |
Name | notification-profile |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Designates the people that are to be notified when |
| specified events relating to this job and how the people |

| are to be notified. |

|
Value Type | Multiple values. |
| |

| |
Values | This is a complex attribute which has the following
components: |

0 event-identifiers |
0 delivery-method |
o] event-comment | p
0 delivery-address |
0 locale |
| |
I I
Syntax | -x "notification-profile={event-identifiers=value
delivery-method=value event-comment="text’ |
delivery-address=value locale=value}" |

For example, |

|

|

|

|

|

| -x "notification-profile={event-identifiers=

[ class state-changed job-completed |

| delivery-method=electronic-mail |

| event-comment="job progressing’ |

| delivery-address=joe@newhope |
| locale=C}" |

|
Component | Description |
|

|
| |
event- | Explanation: Specifies the events for which the user |

identifiers| is to receive notification that something has taken |
place. |

|

[ Value Type: Multiple values. |
[ Values: Any of the values listed for spooler |

[ attribute events-supported in pd_att_spooler. |

[ Default: No default. |
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|
delivery- |
method

|
Explanation: Specifies if or how the user is to

receive the information.

Value Type: Single value.

Values: One of the following fixed values:
Fixed Value Input Synonym
electronic-mail e-mail, email

file

file-add-to

message

none

Default: electronic-mail
|

|
event-

comment

|
Explanation: This textual information is appended to
the event message.
Value Type: Single value.
Values: A text string up to 4095 characters that
supplies additional information.

Default: No default.
|

I
delivery |
-address

|
Explanation: The address of the person that is to

receive the event messages.
Value Type: Single value.

Values: A text string that contains the name and node |

of the person that is to receive the information.

Default: No default.
|

I
locale

|
Explanation: Identifies the locale of the person that |

is to receive the message.

Value Type: Single value.

Values: A text string that contains the locale
identification of the person that is to receive the
notification.  This information is used to determine
the language and coded character set that the
notification is sent in.

Default: No default.

Attribute | Description
|

Name

| object-class

Type

| Non Settable

| |
Explanation| Identifies the object class to which this object belongs. |
| |

|
Value Type | Single value.
|

I
Values

| The value of this attribute is initial value job.

| |

| |
Default | initial-value-job

| |

| |
Usage | o  This attribute is used by the initial-value-job
Guidelines | object.

|

|
Attribute | Description
|

Name

| physical-printers-requested

Type

|
| Settable with the pdcreate or pdset commands.
|
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Explanation| Identifies the physical printers requested for printing |
| the job. |

|
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per printer that |

| contains the name of the physical printer. |
| |

|
Default | No default. |
| |
| |
Usage | o The job will be printed on one of the requested |
Guidelines | physical printers, if possible. |

| o Validate and schedule against the printer attribute |

[ printer-name. |
| o Validate and schedule against the printer attribute |

[ start-message-supported. |

| o This message is sent if the |

[ physical printer attribute start-message-supported is |

[ "true” for the physical printer the job is submitted |

| to. I
| o The persons that are to receive this message are |

[ identified in the physcial printer attribute |

[ notify-operator. |

|
|
Attribute | Description |
|
| |

Name | printer-locations-requested |
| |
| |
Input | locations-requested |
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Identifies the locations where a job has been requested |

to be printed.
| | p | | p
Value Type | Multiple values. |
| |
| |
Values | A text string up to 4095 characters per printer that |
| contains the physical location of the printer being |
| requested. |
| |
| |
Default | No default. |
| |
| |
Usage | o The job will be printed on a printer at one of the |
Guidelines | requested locations, if possible. |

| o The job is validated and scheduled against the |
[ printer attribute printer-locations. |

| o Any individual value specified for this attribute can |

[ select more than one physical printer. For example, |
[ the printers could all be in the same location, such |

[ as a printer room.

| o The values for both the job and printer attributes |

[ are text strings that can include blanks. They must |

[ match exactly for validation to occur. |

|
|

Attribute | Description |
|

| |
Name | printer-models-requested [
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Input | models-requested
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands.
|

| |
Explanation| Specifies the model IDs of the printers on which the job |

| is to be printed.
| |

| |
Value Type | Multiple values.
| |

| |
Values | A text string up to 4095 characters per printer that
| contains the model of the printer that can be used to
| print this job.

|
Default | No default.

| |

| |
Usage | o The job will be printed on a requested model, if
Guidelines | possible.

| o The job is validated and scheduled against the
[ printer-attribute printer-model.

| o Any individual value specified for this attribute
[ can select more than one physical printer.

|
|

Attribute | Description
|

Name | printer-types-requested
| |
| |
Input | types-requested
Synonym |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands.
|

| |
Explanation| Identifies the type of the printer to be used for printing|
| the job.

| |
Value Type | Multiple values
| |

Section 5-134 -14 -

| |
Values | Any of the following fixed values:

other

electrographic-led
electrographic-laser
electrographic-other
impact-moving-head-dot-matrix-9-pin
impact-moving-head-dot-matrix-24-pin
impact-moving-head-dot-matrix-other
impact-moving-head-fully-formed
impact-band

impact-other

inkjet-aqueous

inkjet-solid

inkjet-other

pen

thermal-transfer

thermal-sensitive

thermal-diffusion

thermal-other

electro-erosion

electro-static
photographic-microfiche
photographic-imagesetter

pd_att_ivjob(5)
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| photographic-other |

| ion-deposition |

| E-beam |
|

typesetter |
| |
| |
Default | No default |
| |
| |
Usage | o The job is validated and scheduled against the |
Guidelines | printer attribute printer-types. |
|

|
Attribute | Description |
| |

| |
Name | results-profile |

|
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |

| |
Explanation| Specifies the delivery method for the hardcopy output, |
| and designates who is to receive output and the number of |
| copies (per recipient). |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | This is a complex attribute which has the following
components: |

1. delivery-method |
2. results-set-comment |
3. delivery-address |

4. job-copies |
5. output-bin |
| |

| |
Syntax |-x "results-profile=\ [
[ dm value:rc value:da value:jc value:ob value" |

|
| For example: -x "::2:top" |
| |

| |

Usage | o Only job-copies and output-bin components are used. |

Guidelines | |
| |

| |
Component | Description |
| |

| |
delivery- | Explanation: Specifies how the person is to receive |
method | the job output. |
| Value Type: Single value. |
| Values: The only value for this component is the |
[ following fixed value: |
| pickup |
| Default: pickup |

| |

results- | Explanation: Supplies a text string that describes |
set-comment]| the results-set value. |

| Value Type: Single value. |

| Values: A text string up to 4095 characters that |

[ provides information such as "Please staple this |

[ document”. Or information such as "Please read |

[ before meeting tomorrow" for the person that is to |

[ receive the document. This information may be [

[ printed on start-sheets. |
|

Default: No default. |
| |

| |
delivery- | Explanation: The address of the person that is to
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address

receive the job output.

| Value Type: Single value.

| Values: A text string that contains the address.
|

| |
job-copies | Explanation: Specifies how many copies of the job the
person is to receive.
Value Type: Single value.

Values: An integer (cannot be 0).

Default: 1

| |
output-bin | Explanation: Specifies the output-bin to be used. The

pd_att_ivjob(5)

job is validated against the physical printer attribute|

output-bins-supported.
Value Type: Single value.
Values: One of the following fixed values:

top
middle
bottom
side
left
right
face-up
face-down
large
private
collator

Default: No default.

The job is validated against the printer attribute
output-bins-supported.
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NAME
pd_att_job - list of attributes for an HPDPS job object

DESCRIPTION
The following is a list of valid attributes and values for the job object class of the HP Distributed Print Ser-
vice.

Attributes for a Job Object

I
Settable Attribute Listing | Specifiable Attribute Listing [
| |

| |
interface-program-method | initial-value-job |
job-batch | job-originator |
job-comment | job-owner |
job-discard-time | printer-name-requested |
job-end-message | |
job-finishing | |
job-hold | |

job-message-from-administrator | |
job-message-to-operator | |
job-name | |
job-print-after | |
job-priority | |
job-retention-period | |
job-sheets | |
job-start-message | |
notification-profile | |
physical-printers-requested | |
printer-locations-requested | |
printer-models-requested | |
printer-mopy-requested | |
printer-types-requested | |
results-profile | |

I
Table 1-1. Job Attributes | p

| |
|

Attribute | Description |
|

| |
Name | client-basic-ds |
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies the host to contact for information about the |
| source environment from which the job was submitted. This|
| attribute is present only when the job is submitted to an |
| HPDPS Gateway printer. |

|
Value Type | Single value. |
| |

| |
Values | A text string containing the IP address of the host in |

| dotted decimal format. |

|
Default | No default. |
| |

| |
Usage | The destination environment uses this attribute to |
Guidelines | contact the source environment, such as to perform [
| dce-pipe-pull document transfers. The IP address is of a |
| host that runs a basicdsd server for the source |
| environment. |
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|
Attribute | Description |
|

| |
Name | completion-time |
| |

| |
Type | Non Settable |
|

| |
Explanation| Identifies the time when the job completed printing. Set |
| by HPDPS. |

| |
Value Type | Single value. |
| |

| |
Values | Local time format; USA is "HH:MM:SS mm/dd/yy" |
| |
| |
Default | No default. |
| |
| |
Usage | Provides status information. |

Guidelines |
|

|
|
I I
Attribute | Description |
|

Name | current-job-state |
| |
| |
Input | job-state |
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation| Identifies the current state of the job.
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

canceled |
held |
paused |
pending |
pre-processing |
processing |
retained |
terminating |
timed-out |

unknown |
| |

| |
Default | No default. |
| |

| |
Usage | o The value is set and updated by HPDPS as the job |

Guidelines | progresses. |
|

|
Attribute | Description |
|

|
Name | device-name-assigned |

| |
| |
Type | Non Settable. |
| |
| |
Usage | |

| |
Explanation| Identifies the path name of the device special file |
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| associated with the physical printer.
| |

| |
Value Type | Single Value.
|

| |
Values | A text string that contains the path name of the device |
| associated with the printer. Implicitly set by HPDPS if |
| the value of printer attribute attachment-type is serial |

| or parallel. |
| |
| |
Default | No default. |
| |
| |
Usage | o  This attribute is intended for use in the ipmap |
Guidelines | file to pass the device path name to the interface |

[ program that accesses the device. |

Attribute | Description |
| |

| |
Name | initial-value-job |
| |

| |
Type | Specifiable with the pdpr command. |
| |

| |
Explanation| Identifies the initial-value-job object in the spooler |
| that is to be used to create the job object during job |

| submission. |
| |

| |
Value Type | Single value. |
| |

| |
Values | The name of an existing initial-value-job object.
| |
| |
Default | No default.
| |
| |
Usage | o If a value is specified for this attribute, the job |
Guidelines | uses the attributes and values from the object unless |

[ those are overridden by attribute values supplied at |
[ the command line. |

Attribute | Description |
|

|
Name | interface-program-method |

| |

| |
Input | ip-method |
Synonym | |

| |

| |
Type | Settable with the pdpr, pdset or pdmod commands. |

|

| |
Explanation| Specifies the invocation method of the interface program. |
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| |
| hpdps |
| Ip |
[ |
Default | hpdps |
| |
I I
Usage | o The job is validated against the printer attribute |
Guidelines | interface-program-methods-supported. |

| o If the value hpdps is specified, the interface program|
[ is invoked to print one job result-set as follows: |
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[ - The value of the job-copies component of the job |
[ results-profile attribute is passed as the 4th |

[ argument of the interface program. |
[ - Each document is duplicated n times before being |
[ passed to the interface program, where n is the |
[ value of the document copy-count attribute. |
| o If the value Ip is specified, the interface program is|

[ invoked to print each job copy in one job result set: |

[ - The value of document attribute copy-count is passed|

[ as the 4th argument of the interface program. |
[ - The interface program is invoked n times, where n |
[ is the value of the job-copies component of the job |
[ results-profile attribute. |

Attribute | Description |
|
| |

Name | intervening-jobs |
| |
| |
Input | position-in-queue, queue-position
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation| Indicates the number of jobs in the queue before this
| job. I

| |
|

Value Type | Single value. |
|

|
Values | An integer from 0 to 2147483647. Set and updated by |

| HPDPS. |
| |
| |
Default | No default. |
| |
| |
Usage | o Provides status information. |
Guidelines | o A value of zero (0) means that the job is currently |
[ printing. |

|
|

Attribute | Description |
|

|
Name | job-batch |

|
Type | Settable |
|

| |
Explanation| Specifies that the job you are submitting is being marked |
| as a specific type of job. HPDPS processes this job only |
| on a physical printer which is ready to print that |
| specified job-batch type. |
| |
| |
Value Type | Single value. |
| |

| |
Values | You can enter a value up to 4095 characters that contains |

| the job-batch name. |

|
Default | No default. |
| |

| |
Usage | HPDPS schedules this attribute against the physical |

Guidelines | printer's job-batches-ready attribute. |
|

|
Attribute | Description |

Section 5-140 -4 - HP-UX Release 11.0: October 1997



pd_att_job(5) pd_att_job(5)

|
Name | job-client-id |

| |
| |
Input | local-id |
Synonym | |
| |
| |
Type | Non Settable |

| |
|

Explanation| Identifies the local job identifier.
|

|
Value Type | Single value. |
|

| |
Values | The local ID. HPDPS sets this value from 1 through the |
| number specified as the value for the PDIDTABLE |

| environment variable. |

|
Default | No default. |
| |
| |
Usage | o Generated by the client program and is unique for a |
Guidelines | given user ID. The local ID is mapped to global ID |

[ (the job attribute job-identifier), which is unique |
[ for the system. |

|
|

Attribute | Description |
|

|
Name | job-comment |

| |

| |
Input | comment |
Synonym | |

| |

| |
Type | Settable with the pdpr, pdset or pdmod commands.

|

| |
Explanation| Provides information that is associated with this job. |
| |

| |
Value Type | Single value. | p
|

| |
Values | A text string up to 4095 characters that contains some |
| information associated with this job. |
| |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

| |
Name | job-copies-completed |
| |

|
Type | Non Settable |
|

| |
Explanation| Indicates the total number of copies of the job that have |
| finished printing. |
| |
| |
Value Type | Single value. |
| |

| |
Values | An integer from 0 to 2147483647. Set and updated by |

| HPDPS. |
| |
| |
Default | No default. |
|
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Usage | o This value is updated at the completion of each |
Guidelines | result-set. |
|

|

Attribute | Description |
|
| |

Name | job-discard-time |
| |
| |
Input | discard-time |
Synonym |
| |
| |
Type | Settable with the pdpr, pdset or pdmod commands. |
|

| |
Explanation| Specifies the time or time and calendar date at which the |
| print job is to be discarded, whether or not it has |
| printed. |

|
Value Type | Single value. |
| |

| |
Values | Local time format: USA format is HH:MM:SS or "HH:MM:SS |

| mm/dd/yy" The string must be quoted if the date is |
| specified. |
| |
| |
Default | No default |
| |
| |
Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|

|
Name | job-end-message |

| |

| |
Input | end-message |
Synonym | |

| |

| |
Type | Settable with the pdpr, pdset or pdmod commands. |

|

| |
Explanation| Provides a message conveying information about output |
| handling when the job completes printing. |
|

|
| |

Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains |
| instructions to an operator such as special output |

| delivery instructions. |

|
Default | No default. |
| |
| |
Usage | o Validate and schedule the job against the |
Guidelines | printer attribute end-message-supported. |

| o This message is sent if the attribute [
[ end-message-supported is "true" for the physical |

[ printer to which the job is submitted. |
| o The printer attribute notify-operator identifies the |

[ operators that are to receive the message. |

| |
| |
I I
Attribute | Description |
|
| |
Name | job-finishing |
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Type | Settable |

| |
Explanation| Identifies the desired finishing process to be applied to |

| the printed output. |
| |

|
Value Type | Single value. |
|

|
Values | Fixed Value |
| none |
| staple |
| top-left-staple |

|
Default | none. |
| |
| |
Usage | o Used to request a finishing process to be applied to |
Guidelines | the printed output. |
|

|

Attribute | Description |
|
| |

Name | job-hold |
| |
| |
Input | hold |
Synonym | |
| |
| |
Type | Settable with the pdpr, pdset or pdmod commands. |
|

I I
Explanation| Indicates whether the print job can be scheduled for
| printing. |
| |
I I
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| Fixed Value Input Synonym |
| true yes [
| false no | p
| |
| |
Default | false |
| |
| |
Usage | o If true, the job-state changes to hold and the |
Guidelines | job-state-reasons is set to job-hold-set. |

| o If held, the job remains in the queue until: |

[ - job-hold is set to “false" and the job can [

[ continue. |
[ - The time specified in the job-discard-time |

[ attribute is reached. |

Attribute | Description |
|
| |

Name | job-identifier |
| |
| |
Input | global-id |
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation| The global job identifier. It uniquely identifies the |

| job within the server. |
| |

|
Value Type | Single value. |
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| |
Values | The global ID. Set by HPDPS. |

| |
| |
I I
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
| |
I I
Attribute | Description |
|
| |

Name | job-message-from-administrator |
| |
| |
Input | message-from-administrator |
Synonym |
| |
| |
Type | Settable; see Usage Guidelines. |

| |
Explanation| Describes the reasons that the job is being or has been |
| changed. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that provides |

| information concerning why a given action has been taken. |
| |

|
Default | No default. |
| |
| |
Usage | o Set with the value specified with the -m flag or the |
Guidelines | command attribute message when included: |

[ - With the pdmod or pdset command and the |
[ object class is job. |

[ - With the pdpause, pdresume, pdpromote, or pdrm |
|

commands. |
I I
I I
Attribute | Description |
| |
| |
Name | job-message-to-operator |
| |
| |
Input | message-to-operator |
Synonym |
| |
| |
Type | Settable with the pdpr, pdset or pdmod commands. |
|

| |
Explanation| Provides a message that is to be sent to an operator when |

| the job is added to a queue. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains |
| information about job processing requirements such as |

| some type of special handling. |

|
Default | No default. |
| |
| |
Usage | o  The operator that is to receive the message is |
Guidelines | identified in the queue attribute notify-operator. |
|

|
Attribute | Description |
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|
Name | job-name |

| |
| |
Input | name |
Synonym | |
| |
| |
Type | Settable with the pdpr, pdset or pdmod commands. |
|

| |
Explanation| Provides a human readable job identification. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the |

| identification. |
| |
| |
Default | The file name of the first document in the job. |
| |
| |
Usage | o  This identification may be printed on the banner page.|

Guidelines |
|

|
Attribute | Description |
|

Name | job-originator |
| |
| |
Input | originator |
Synonym |
| |
| |
Type | Specifiable with the pdpr command. |
| |

| |
Explanation| Identifies the user ID, or user ID and node, of the |
| person who submitted the job, or the name of the program |

| that initiated the job. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 that contains the global ID. |
| |
| |
Default | username@node of person submitting the job. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

Name | job-owner |
| |
| |
Input | owner |
Synonym | |
| |
| |
Type | Specifiable with the pdpr command. |
| |

| |
Explanation| Identifies the name or user ID of the person responsible |
| for the print job. |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 that contains the global ID of |

| person that is to be responsible for this job. |
| |

| |
Default | The value of the job attribute job-originator. |

HP-UX Release 11.0: October 1997 -9- Section 5-145




pd_att_job(5)

|
Usage | o Use this attribute if you want to specify a person to |

Guidelines | be responsible for the job other than yourself.
| o This identification may be printed on the auxiliary-
[ sheet.

|
|

Attribute | Description
|

Name | job-print-after
| |
| |
Input | print-after
Synonym |
| |
| |
Type | Settable with the pdpr, pdset or pdmod commands.
|

| |
Explanation| Specifies the time or time and calendar date after which |

| the print job may be scheduled for printing.
| |

| |
Value Type | Single value.
| |

| |
Values | Local time format; for USA HH:MM:SS or "HH:MM:SS

| mm/dd/yy". The string must be quoted if the date is
| specified.
| |
| |
Default | No default.
| |
| |
Usage | o If submitted before the specified time, job-state is |
Guidelines | set to held and the job-state-reasons is identified as|

[ job-print-after-specified for the job.

|
|

Attribute | Description
| |

| |
Name | job-priority
| |

| |
Type | Settable with the pdpr, pdset or pdmod commands.
| |

| |
Explanation| Specifies a number representing the scheduling priority
| for the job. This attribute is used by queues that
| employ a priority based scheduler. A higher value
| specifies a higher priority.
| |

|
Value Type | Single value.
|

|
Values | An integer from 1 to 100.

| |
| |
Default | 50
| |
| |
Usage | o A job submitter should not set this value higher than |
Guidelines | "50" unless the job submitter is an administrator.
[ If a value greater than 50 is specified, the value is |
[ set to "50".
| o An administrator can set the value to any valid
[ value.

|
|

Attribute | Description
|

|
Name | job-retention-period
| |
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Synonym |
|

| |
Type | Settable with the pdpr, pdset or pdmod commands. |
|

| |
Explanation| Specifies the period of time following job completion |
| that the job is to be retained before being discarded by |
| the spooler. |
| |

|
Value Type | Single value. |
|

|
Values | [HH:JMM. Unit is minutes; hours are optional.

| |
| |
Default | No default.
| |
| |
Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|

|
Name | job-sheets |

| |
| |
Type | Settable with the pdpr, pdset or pdmod commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Specifies the auxiliary sheets that are inserted into the |
| job.

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

none |
job-separators |
job-set-start |

job-set-end | p
job-set-wrap |

job-set-start-copies-separate |

job-set-end-copies-separate |

job-set-wrap-copies-separate |

job-copy-start |

job-copy-end |

job-copy-wrap [

|
Default | No default |

| |

| |
Usage | o The job is validated and scheduled against the |
Guidelines | printer attribute job-sheets-supported. |

Most printer models support the following 2 values: |

|
|
|
[ 0 none |
[ No auxiliary sheets, or banner pages, are |
| printed with the job. [
| I
[ 0 job-set-start |
[ A banner page is printed at the start of each |
[ job-result-set. For most printers, this means |
[ a single banner page is printed before the |
[ job documents are printed. |

|
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|
Attribute | Description
|

Name | job-start-message
| |
| |
Input | start-message
Synonym |
| |
| |
Type | Settable with the pdpr, pdset or pdmod commands.
|

pd_att_job(5)

| |
Explanation| Provides a message that is to be sent to an operator when |
| the job is added to a queue conveying information about |

| job processing.
| |

| |
Value Type | Single value.
| |

I
Values

| information about the job such as, "This job is very
| important; call me if there any problem."
| |
| |
Default | No default.
| |
| |
Usage | o Validate and schedule the job against the
Guidelines | printer attribute start-message-supported.

|
| A text string up to 4095 characters that contains

0 A message is sent if the physical printer attribute |
start-message-supported is "true" for the physical |

|
[ printer to which the job is submitted.

| o The printer attribute notify-operator contains the
[ identity of the operators that are to receive the
|

message.

|
|

Attribute | Description
|

|
Name | job-state-reasons

| |
| |
Input | state-reasons, reasons
Synonym |
| |
| |
Type | Non Settable

| |
Explanation| Identifies the reasons that a job is in the held,
| terminating, or retained state. If this attribute value
| is blank, the job is not in one of these states.

| |
Value Type | Multiple values.
| |

|
| Any of the following fixed values:

|

Values

|

| aborted-by-system

| canceled-by-operator

| canceled-by-user

| completed-with-errors

| completed-with-warnings

| completed-successfully

| job-hold-set

| job-print-after-specified
| required-resources-not-ready
|

required-resources-not-supported
| |

|
Default | No default.
|
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Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|

| |
Name | job-submission-complete |
| |

|
Type | Non Settable |
|

| |
Explanation| Indicates whether all documents of the job have been

| received by the spooler. |
| |

|
Value Type | Single value. |
|

|
Values | One of the following fixed values: |

| I
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

|
Name | modification-time |

|
Type | Non Settable |
|

|
Explanation| Identifies the time this job was last modified.
|

Value 'I:'ype | Single value. | | p
Values: | Local time format. For the USA;:"HH:MM:SS mm/dd/yy" |

Default: | No default. : [

Usage I | I |

Guidelines | |
|

|

Attribute | Description |
|
| |

Name | name-of-last-accesser |
| |
| |
Input | last-accesser, last-modifier
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation| Identifies the person or name of the program that
| submitted the job, or most recently modified the job. If |
| the job was submitted or modified by a person, the value |

| is the login ID for that user. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the |
| login ID of the user or a global ID. Set by HPDPS. |
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| |
|

Default | No default.
|

| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
|
| |

Name | new-job-identifier |
| |
| |
Input | new-identifier, new-id |
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation| Identifies the name of the spooler to which this job has |
| been reassigned. Also a new global job identifier, if a |
| job was resubmitted to a logical printer on a different |

| spooler. |

|
Value Type | Single value. |
| |

| |
Values | server-name:job-identifier or server-name. Set by HPDPS. |

| |
| |
Default | No default.
| |
| |
Usage | o If the job is submitted to a logical printer on the |
Guidelines | same spooler, the job identifier remains the same. |
|

|
Attribute | Description |
| |

| |
Name | notification-profile |
| |

| |
Type | Settable with the pdpr, pdset or pdmod commands. |
| |

| |
Explanation| Designates which persons are to be notified of specific |
| events relating to this job, and how the persons are to |

| be notified. |

|
Value Type | Multiple Values |
|

| |
Values | This is a complex attribute, which has the following
components: |

0 event-identifiers |
0 delivery-method |
0 event-comment |
0 delivery-address |
0 locale |
| |
| |
Syntax | -x "notification-profile={event-identifiers=value
delivery-method=value event-comment="text’ |
delivery-address=value locale=value}" |

|

|

|

| For example: [

| I
| -x "notification-profile={event-identifiers=class-error |

| delivery-method=electronic-mail |

| event-comment="fix problem’ delivery-address=mary@travel |

| locale=C}" |
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|
Component | Description |
| |

| |
event- | Explanation: Specifies the events for which the user |

identifiers| is to receive messages. |
| Value Type: Multiple values. |
| Values: A text string up to 4095 characters that |
[ includes any of the values listed for the attribute |
[ events-supported of a spooler (pd_att_spooler) or |
[ supervisor (pd_att_supervisor). |
| Default: |
[ document-aborted-by-printer |
[ document-aborted-by-server |
[ document-canceled-at-printer |
[ job-aborted-by-server |
[ job-canceled-by-operator |
[ job-cannot-be-scheduled |
[ job-completed |
[ job-discarded |
[ printer-needs-attention |
[ printer-needs-operator |
[ printer-paper-jam |
[ printer-paper-out |
[ printer-paper-output-problem |
[ printer-toner-low |
| |
| |
delivery- | Explanation: Specifies how the person is to receive |
method | event messages. |
Value Type: Single value. |
Values: One of the following fixed values: |

|
|
[ Fixed Value Input Synonym |
[ electronic-mail e-mail, email |
| file |
[ file-add-to |
[ message |
[ none |
| Default: electronic-mail | p
| |
| |
event- | Explanation: Supplies textual information that is |
comment | appended to the event message. |

| Value Type: Single value. |
| Values: A text string up to 4095 characters that |
[ supplies additional information concerning the event. |
| Default: No value. |
| |
| |
delivery- | Explanation: The address of the person to receive the |
address | event messages. [
| Value Type: Single value. |
| Values: A text string that contains the name and node |
[ of the person that is to receive notification. |
|

Default: The login of the user that submitted the job |
using the pdpr command. |

| |

| |

Explanation: Identifies the locale of the user that |

[ is to receive the messages. |
|

|

|

|

|

|

locale

Value Type: Single value. |
Values: A text string that identifies the locale to |

be used. This is used to determine the language and |

coded character set that the information is to be |

sent in. |
Default: The locale of the user that submitted the |

job with the pdpr command. |
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|
|

Attribute | Description |
|

| |
Name | number-of-documents |

Type | Non Settable |

Explanation| Identifies the number of documents in the job, including |

| resource documents such as fonts. |

|
Value Type | Single value. |
| |

| |
Values | An integer from 1 to 2147483647. Set by HPDPS. |

| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|

| |
Name | object-class |
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies the object class to which this object belongs. |
| |

|
Value Type | Single value.
|

|
Values | The value of this attribute is job.

| |
| |
Default | job |
| |
| |
Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|

| |
Name | octets-completed |
| |

|
Type | Non Settable |

Explanation| Reports the number of octets (bytes) in this job that

| have been printed. |

|
Value Type | Single value. |
| |

| |
Values | An integer from 0 to 9223372036854775800. Set by HPDPS. |

| |
| |
Default | No default. |
| |
| |
Usage | o This attribute is updated at the completion of each |

Guidelines | result-set. |
|

|

Attribute | Description |
|
| |
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Name | output-bin-requested |
| |

| |
Type | Non Settable |
|

| |
Explanation| Identifies the output-bin specified by the output-bin |

| component of the job results-profile attribute. [
| |

| |
Value Type | Single Value.
|

| |
Values | A text string of up to 255 characters that describes the |
output bin, or any of the following fixed values: |

top |
middle |

bottom |
side |
left |
right |
face-up |
face-down |
large |
private |
collator |

Implicitly set by HPDPS. |

|
Default | No default. |
| |
| |
Usage | o  This attribute is intended for use in the ipmap |
Guidelines | file to convert the output-bin component of the job |

[ results-profile attribute to Ip options. |

Attribute | Description |
|

| |
Name | pages-completed |
|

|
Type | Non Settable |
|

| |
Explanation| Reports the number of pages in this job that have been |
| printed. |

| |
Value Type | Single value. |
| |

| |
Values | An integer from O to 2147483647. Set by HPDPS. |
| |
| |
Default | No default. |
| |
| |
Usage | o This attribute may or may not be updated depending |
Guidelines | on the requested physical printer. [
|

|
Attribute | Description |
| |

| |
Name | physical-printers-requested |
| |

| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |

| |
Explanation| Identifies the physical printers that are being requested |
| to print this job. |
| |

| |
Value Type | Multiple values. |
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| |
Values | A text string up to 255 characters per physical printer |
| that contains the name of the physical printer. |
|

|
Default | No default. |
| |
| |
Usage | o The job is validated and scheduled against the |
Guidelines | printer attribute printer-name. |
|

|

Attribute | Description |
|
| |

Name | previous-job-state |
| |
| |
Input | previous-state |
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation| Identifies the state of the job before the last job state |
| change. |
| |

|
Value Type | Single value. |
|

|
Values | One of the following fixed values set by HPDPS: |

canceled i |
held |
paused |
pending |
pre-processing |
processing |
retained |
terminating |
timed-out |
unknown |
| |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
|
| |
Name | printer-initial-value-job |
| |

|
Type | Non Settable
|

|
Explanation| Associates an initial-value-job object with the logical |

| printer, which this job was submitted to. |
| |

|
Value Type | Single value. |
|

|
Values | Set by HPDPS. |
| |
| |
Default | No default. |
| |
| |
Usage | o The associated initial-value-job object is used to |
Guidelines | supply values for attributes of jobs submitted to |

[ this logical printer. These values override server |
[ defaults but are overridden by job attribute values |
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[ specified on the command line. |

|
|

Attribute | Description |
|

Name | printer-locations-requested |
| |
| |
Input | locations-requested |
Synonym |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
|

| |
Explanation| Identifies the locations where the job is being requested |

| to be printed. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | A text string up to 4095 characters that contains the |
| physical location of each printer requested. The job [
| will be printed on a printer at one of the locations if |

| the validation is successful. |
| |

|
Default | No default. |
| |
| |
Usage | o The job is validated and scheduled against the |
Guidelines | printer attribute printer-locations. |

| o Any individual value specified for this attribute can |

[ select more than one physical printer. For example, |
[ the printers could all be in the same location, such |

[ as a printer room.

| o The values for both the job and printer attributes |

[ are text strings that can include blanks. They must |

[ match exactly for validation to occur. |

|
|

Attribute | Description |
|

Name | printer-models-requested [
| |
| |
Input | models-requested |
Synonym |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands. |
|

| |
Explanation| Identifies the model ID of the printers requested to |
| print the job. |

| |
Value Type | Multiple values. |
| |

| |
Values | A text string up to 4095 characters per printer that |

| contains the printer model to be used to print the job. |
| |

|
Default | No default. |
| |
| |
Usage | o The job is validated and scheduled against the |
Guidelines | printer attribute printer-model. Only one value must |

[ match for the job to be validated and scheduled. |
| o Any individual value specified for this attribute |
[ can select more than one physical printer. |

|
|
Attribute | Description |
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Name | printer-mopy-requested

|
Type | Settable
|

| |
Explanation| Requests to print multiple copies by using printer's
| internal disk spooling capability.
| |

|
Value Type | Single boolean value.
|

|
Values | Fixed Value

Guidelines | jobs, this feature, when supported by physical printer,

|
|
Attribute | Description
|
| |

Name | printer-types-requested
| |
| |
Input | types-requested
Synonym |
| |
| |
Type | Settable with the pdpr, pdset, or pdmod commands.
|

| the job.

| |

| |
Value Type | Multiple values

|

|
Values | Any of the following fixed values:

other

electrographic-led
electrographic-laser
electrographic-other
impact-moving-head-dot-matrix-9-pin
impact-moving-head-dot-matrix-24-pin
impact-moving-head-dot-matrix-other
impact-moving-head-fully-formed
impact-band

impact-other

inkjet-aqueous

inkjet-solid

inkjet-other

pen

thermal-transfer

thermal-sensitive

thermal-diffusion

thermal-other

electro-erosion

electro-static
photographic-microfiche
photographic-imagesetter
photographic-other

ion-deposition

E-beam
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I
| true |
| false |
| |
| |
Default | false. |
| |
| |
Usage | More relevant when submitting multiple copies of large |

| relieves HPDPS from resubmitting a job to the printer. |

| |
Explanation| Identifies the type of the printer to be used for printing|
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| typesetter |
|

| |
Default | No default |

| |

| |
Usage | o The job is validated and scheduled against the |
Guidelines | printer attribute printer-types. |

|

|
Attribute | Description |
| |

Name | printer-name-requested |
| |
| |
Input | printer-requested, logical-printer-requested
Synonym |
| |
| |
Type | Specifiable with the pdpr command. |
| |

| |
Explanation| Identifies the logical printer to which this job is to be |

| submitted. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the name |

| of the logical printer. |
| |

| |
Default | The PDPRINTER environment variable for the client. |
| |
| |
Usage | o To move the job to a different logical printer, use |
Guidelines | the pdresubmit command. |
|

|
Attribute | Description |
|

| |
Name | printers-assigned |
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies the physical printer to which the job has been |
| assigned for printing. |
| |

|
Value Type | Single value. |
|

|
Values | The global ID of the printer. |
| |
| |
Default | No default. |
| |
| |
Usage | o If the value for the attribute is blank, the job is |
Guidelines | still waiting to be scheduled to a physical printer. |
|

|
Attribute | Description |
|

| |
Name | printers-used |
| |

| |
Type | Non Settable |
|

| |
Explanation| Identifies the physical printers where this job was
| printed. |

|
Value Type | Multiple values. |
|

|
Values | Value set by HPDPS. |
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|
Default | No default.

| |

| |
Usage | o Normally this value only contains one physical printer|
Guidelines | name. However, if a job had to be restarted on |

[ another printer because the first printer failed for |
[ some reason, this value could contain more than one |
[ physical printer name. |

|
|

Attribute | Description |
|

| |
Name | processing-time |
| |

|
Type | Non Settable |
|

| |
Explanation| Reports the amount of time that the job has been printing |
| on the physical printer device. If printing has |
| completed, this value is the total amount of time needed |
| to print the job. |

|
Value Type | Single value. |
|

|

| |
Values | [HH:]MM. Unit is minutes. Set by HPDPS. [

|

|
| |
Default | No default. |
| |
| |
Usage | This attribute is updated when a user queries the job |

Guidelines | with the pdls command. The value is calculated by |
| comparing the value of the started-printing-time |
| attribute of job with the current time. [

Attribute | Description |
|

| |
Name | queue-assigned |
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies the queue to which the job has been assigned. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters set by HPDPS that |

| contains the name of the queue. |
| |
| |
Default | No default. |
| |
| |
Usage | o If this attribute is blank, the job is not currently |
Guidelines | residing in a queue (it may be in the retained or |

[ timed-out state). |

|
|

Attribute | Description |
| |

| |

Name | results-profile |
| |
|

|
Type | Settable with the pdpr, pdset, or pdmod commands. |
| |

| |
Explanation| Specifies the delivery method for the hardcopy output, |
| and designates who is to receive output and the number of |
| copies (per recipient). |

Section 5-158 -22 - HP-UX Release 11.0: October 1997



pd_att_job(5) pd_att_job(5)

| |
Value Type | Multiple values. |
| |

| |
Values | This is a complex attribute which has the following
components: |

1. delivery-method |
2. results-set-comment |
3. delivery-address |

4. job-copies |
5. output-bin |
| |

| |
Syntax |-x "results-profile=\ [
[ dm value:rc value:da value:jc value:ob value" |

|
| For example: -x "::2:top" |
| |

| |
Usage | o Only the job-copies and output-bin components are |
Guidelines | used by HPDPS. |
|

| |
Component | Description |
| |

| |
delivery- | Explanation: Specifies how the person is to receive |
method | the job output. |
| Value Type: Single value. |
| Values: The only value for this component is the |
[ following fixed value: |
| pickup |
| Default: pickup |

| |

results- | Explanation: Supplies a text string that describes |
set-comment]| the results-set value. |

| Value Type: Single value. |

| Values: A text string up to 4095 characters that |

[ provides information such as "Please staple this |

[ document”. Or information such as "Please read |

[ before meeting tomorrow" for the person that is to |

[ receive the document. This information may be [

[ printed on start-sheets. |
|

Default: No default. |
| |

| |
delivery- | Explanation: The address of the person that is to |
address | receive the job output. |
| Value Type: Single value. |

| Values: A text string that contains the address. |
| |

| |
job-copies | Explanation: Specifies how many copies of the job the |
[ person is to receive. |
| Value Type: Single value. |
| Values: An integer (cannot be 0). |
| Default: 1 |

| |
output-bin | Explanation: Specifies the output-bin to be used. |
| Value Type: Single value. |

Values | Values: A text string of up to 255 characters that |
[ describes the output bin, or any of the following |
[ fixed values: |
| I
| top I
| middle |
| bottom |
| side |
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left |
right |
face-up |
face-down |
large |
private |
collator |
Default: No default. |

The value is validated against the printer attribute
output-bins-supported. |

|
|

Attribute | Description |
|

| |
Name | started-printing-time |
| |

|
Type | Non Settable |
|

|
Explanation| Identifies the time the job was sent to the physical

| printer. |
| |

|
Value Type | Single value. |
|

|
Values | Local time format; USA format is "HH:MM:SS mm/dd/yy". Set|

| by HPDPS. |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

|
Name | submission-time |

|
Type | Non Settable |
|

| |
Explanation| Identifies the time the job was added to the queue.
| |

| |
Value Type | Single value. |
| |

| |
Values | Local time format; for USA, "HH:MM:SS mm/dd/yy". Set by |

| HPDPS. |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

Name | total-job-octets |
| |
| |
Input | job-size |
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation| The size of the job determined by the sum total of all |
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| printable octets in the job. |

|
Value Type | Single value. |
| |

| |
Values | An integer from 0 to 9223372036854775800. Set by HPDPS. |

| |
| |
Default | No default |
| |
| |
Usage | o The server computes this value by totaling the size [
Guidelines | of all printable documents. It is based on the |

number of printable octets and is computed as: |

|

| job-copies X (printable document octet-count X copy-count)|

| I
| o The job is validated against the logical printer |

[ attribute job-size-range-supported. |

| o The job is scheduled against the physical printer |

[ attribute job-size-range-ready. |

|
|

Attribute | Description |
|

| |
Name | user-locale |

Type | Non Settable |
|

| |
Explanation| Identifies the language of the information that appears |
| on the start, separator, and end sheets printed with the |
| job and the messages for the job that are sent to the |
| various people. |
| |

|
Value Type | Single value. |
|

|
Values | The locale of the job submitter |

| |
| |
Default | Set from the operation-locale, which is set from the
| user-locale. | p
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description
|

| |
Name | user-name |
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies the login ID of the job submitter.
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string that contains the login of the job

| submitter; username@node. |

|
Default | No default. |
| |
| |
Usage | o Set by HPDPS to username@node. |

Guidelines | |
|
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NAME

pd_att_log - list of attributes for an HPDPS log object

DESCRIPTION
The following is a list of valid attributes and values for the log object class of the HP Distributed Print Ser-
vice.

Log objects are automatically created when the server is initialized. These logs contain and keep track of
such things as error messages and trace messages. These logs cannot be created or deleted, but they can be
enabled or disabled. A configuration file can be used to set the initial values of attributes for error and
trace logs when servers are initialized.

The following are restrictions for log attributes:

e The log-severity attribute is an attribute only for error logs.

e The log-trace-groups attribute is an attribute only for trace logs. TP ¢ The values for the
attributes listed below cannot be set with the pdset command for trace logs. Values can be
specified using configuration files during server initialization.

log-address
log-size
log-wrap

Attributes for a Log Object

I
Settable Attribute Listing | Specifiable Attribute Listing
| |

| |
descriptor | log-type |
list-of-managers | |
log-address | |
log-severity | |
log-size | |
log-trace-groups | |
log-wrap | |
message | |

Table 1-1. Log Attributes |

Attribute | Description |
|

| |
Name | associated-server |
| |

| |
Type | Non Settable |
|

|
Explanation| Indicates the name of the server in which this log

| resides. |
| |

| |
Value Type | Single value. |
| |

| |
Values | The name of the server; set by HPDPS when this log is |

| created. |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
|
I I
Attribute | Description |
|
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Name | descriptor |
| |

| |
Type | Settable with the pdset command. |
| |

| |
Explanation| Provides a description of the object.
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 4095 characters that describes this |

| log. I
I I
Default | If trace log: This is the standard trace log. |

I I
| If error log: This is the standard error log. |
| |

| |
Usage | |
Guidelines | |
|

|
Attribute | Description
|

| |
Name | enabled |
| |

|
Type | Non Settable |
|

|
Explanation| Indicates if the log is enabled. An enabled log writes |

| messages to a log file. |
| |

|
Value Type | Single value. |
|

|
Values | One of the following fixed values: |

I I
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | If error log: true |

I I
| If trace log: false |
| |

| |
Usage | o Implicitly set by the pdenable and pddisable |

Guidelines | commands. |
|

|
Attribute | Description |
|

|
Name | list-of-managers |

| |
| |
Input | managers |
Synonym | |
| |
| |
Type | Settable with the pdset command. |

| |
Explanation| Lists the people responsible for the maintenance and

| operation of this log. |
| |

| |
Value Type | Multiple value. |
|

| |
Values | A text string up to 255 characters per person that |

| contains the user ID of the person responsible for this |
| log. I
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Default | No default
|

| |
Usage |
Guidelines |

|

|

|

I I

Attribute | Description
|

|
Name | log-address

|
Type | Non Settable
|

pd_att_log(5)

| |
Explanation| Specifies the pathname where the log resides.
| |

| |
Value Type | Single Value
|

| |
Values | A text string up to 4095 characters

that contains the |
| pathname. |
| |
| |
Default | The path defined by the PDBASE environment variable plus |
| the ServerName ($PDBASE/ServerName). |
| |
| |
Usage | o This attribute defines only the path. |
I

Guidelines |
|

|
Attribute | Description
|

|
Name | log-identifier

Type | Non Settable
|

|
Explanation| Uniquely identifies this log.
|

|
Value Type | Single Value
|

| |
Values | A text string up to 255 characters

| contains the file name of this log.
| |

| |
Default | If trace log: default_tracelog

[ If error log: default_errorlog
| |

| |
Usage |
Guidelines |

|

|
Attribute | Description
| |

| |
Name | log-severity
| |

| |
Type | Settable with the pdset command.
| |

set by HPDPS that |

| |
Explanation| Identifies the severity level of the messages that are to |

| be logged in this error log.
| |

| |
Value Type | Single Value
|

| |
Values | One of the following fixed values:

|

| error

| warning
| audit
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| debug |
| info |
I I
Default | audit |
| |
| |
Usage | o  This attribute is only for error logs.

Guidelines | |
|

|
Attribute | Description |
|

| |
Name | log-size |
| |

|
Type | Non Settable for trace logs. |
| I

| Settable with the pdset for error logs. |
| |

| |
Explanation| Specifies how large (kilobytes) a log file is allowed to |
| get before the file wraps, or the logging of events is |
| halted. Whether a log file wraps or logging is halted is |

| determined by the value of the attribute log-wrap. |
| |

I I
Value Type | Single Value |
|

| |
Values | An integer from 1 to 2147483647 (value represents |

| kilobytes) |
| |
| |
Default | If error log: 1024 |
[ If trace log: 8192 |
| |
| |
Usage | o The value specified in the configuration file, if one |
Guidelines | is specified, will override the default value when |

[ the server is created. |

| o If this attribute is changed, the current log file is |

[ renamed to error.log.BAK, and a new log file is |

[ created. |

Attribute | Description |
| |

| |
Name | log-trace-groups |
| |

| |
Type | Settable with the pdset command. |
| |

| |
Explanation| Specifies the active trace groups for the selective

| tracing of HPDPS component groups. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any text string up to 4095 characters that contains trace |

| group IDs that are to be traced. |
| |

| |
Default | ???? -1 (Meaning all trace groups) |
| |
| |
Usage | o  This attribute is only for trace logs and is only to |
Guidelines | be used at the request of an HP Service |
[ Representative. |

Attribute | Description |
|

|
Name | log-type |
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|
Type | Non Settable
|

|
Explanation| Identifies the type of log.
|

I
Value Type | Single Value |
|

|
Values | One of the following fixed values: |

| I
| errorlog |
| tracelog |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|

|
Name | log-wrap |

| |
Type | Settable with the pdset command for error logs. |
| |

| |
Explanation| Specifies whether the log file should wrap or halt when |
| the specified value in the log-size attribute is reached. |
|

|
I I

Value Type | Single Value |
|

| |
Values | One of the following fixed values: |

| I
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | true |
| |
| |
Usage | o The value specified in the configuration file, if one |
Guidelines | is specified, will override the default value when |

[ the server is created. |

|
|
Attribute | Description |
| |
| |

Name | message

|
Type | Settable with the pdset command. |
| |

| I
Explanation| Provides a message that is associated with this log
| object. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains |
| information about this log. |
| |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
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Attribute | Description |
|

|
Name | object-class |

|
Type | Non Settable |
|

| |
Explanation| Identifies the object class to which this object belongs. |
| |

| |
Value Type | Single value.
|

|
Values | The value of this attribute is log.

| |
| |
Default | log |
| |
| |
Usage | |

Guidelines | |
|
| |
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NAME
pd_att_log_ptr - list of attributes for an HPDPS logical printer object

DESCRIPTION
The following is a list of valid attributes and values for the logical printer object class of HP Distributed
Print Services.

pd_att_log_ptr(5)

Logical printers are used for job routing, defaulting, and job validation. If a logical printer attribute does
not have a value, then the corresponding attribute for the physical printer is used. The default for most
logical printer attributes is 'No value'. This means that the logical printer accepts any valid value for those
attributes.

Attributes for a Logical Printer Object

Settable Attribute Listing
|

I
| Specifiable Attribute Listing
|

|
associated-queue

authorize-jobs
character-sets-supported

content-orientations-supported |

descriptor

document-attributes-supported

document-formats-supported
document-types-supported
end-messages-supported
fonts-supported
input-trays-supported
interface-program-methods-
supported
job-attributes-supported
job-finishings-supported
job-sheets-supported
job-size-range-supported
list-of-managers
maximum-copies-supported
media-supported
message
notification-profile
numbers-up-supported
page-select-supported
pd-gway-foreign-host
pd-gway-foreign-printer
plexes-supported
print-qualities-supported
printer-resolutions-supported

printer-initial-value-document |

printer-initial-value-job
printer-locations
printer-model
printer-mopy-supported
sides-supported
start-message-supported

|
| printer-realization

Table

1-1. Logical Printer Attributes

Attribute | Description
|

Name

| associated-queue

Type

|
| Settable with the pdcreate or pdset commands.
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| |
Explanation| Identifies the queue associated with this printer. All |
| jobs submitted to this logical printer will be sent to |
| the queue specified by this attribute. |
|

|
| |

Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains this
| global ID of the queue. |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

| |
Name | associated-server |
| |

|
Type | Non Settable |
|

| |
Explanation| Indicates the name of the spooler in which this printer |

| resides. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the name |
| of the server. Set from the argument |
| (ServerName:PrinterName) of the pdcreate command when |

| this logical printer was created. |
| |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

|
Name | authorize-jobs |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies if the person submitting the job is required |

| to be authorized to submit a job to this logical printer. |
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | false |
| |
| |
Usage | o  When the spooler security level is medium the |
Guidelines | following rules apply when the value for this |
[ attribute is: |
[ True The login ID of the job submitter is used |

[ to check if the person has "read" authority |
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on this printer.
"read" authority, the job is authorized. |
False The job is automatically authorized. |

pd_att_log_ptr(5)

If the person does have |

Note: Security level of medium is the only supported |

level.

| |

| |

I I
Attribute | Description

| |

|

Name | character-sets-supported

| |

|
Type

|
| Settable with pdcreate or pdset commands. |
|

printer.

|
Value Type | Multiple values.
|

I
Values

Section 5-170

| Any of the following fixed values:

iso-ucs-2-level2

other

ascii

iso-latinl

iso-latin2

iso-latin3

iso-latin4

iso-latin-cyrillic
iso-latin-arabic
iso-latin-greek
iso-latin-hebrew
iso-latin5

iso-latin6
iso-text-communication
half-width-katakana
jis-encoding

shift-jis
euc-packed-format-japanese
euc-fixed-width-japanese
iso-reg4-united-kingdom
iso-regl1l-swedish-for-names
iso-regl5-italian
iso-regl7-spanish
iso-reg21-german
iso-reg60-danish-norwegian
iso-reg69-french
unicode

ucs4

unicode-ascii
unicode-latinl
unicode-ibm-2039
unicode-ibm-1261
unicode-ibm-1268
unicode-ibm-1276
unicode-ibm-1264
unicode-ibm-1265
windows30-latinl
windows31-latinl
windows31-latin2
windows31-latin
hp-roman8

| |
Explanation| Identifies the character set encodings supported by this |

|
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adobe-standard-encoding |
ventura-us |
ventura-international |
dec-mcs |
pc-page-850-multilingual |
pc-page-852-latin2 |
pc8-page-437-us |
pc8-danish-norwegian |
pc-page-862-latin-hebrew |
pc8-turkish |
ibm-symbols |
ibm-thai |
hp-legal |
hp-pifont |
hp-math8 |
hp-ps-math |
hp-desktop |
ventura-math |
microsoft-publishing |
windows31j [
gb-2312 |
big5 |
cns |
ksc-5601 |

ccdc |

|
Default | No default. |
| |

| |
Usage | o The document attribute default-character-set is |

Guidelines | compared to this attribute for scheduling and |
[ validation. |

Attribute | Description |
|
| |

Name | content-orientations-supported | p
| |
| |
Input | orientations-supported |
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Identifies the page presentations supported by this
| logical printer. |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

|
| landscape |
| portrait |

| reverse-portrait |

|

reverse-landscape |

|
Default | No value. |
| |
| |
Usage | o The document attribute content-orientation is [
Guidelines | compared to this attribute for validation. |
|

|

| |

I I

Attribute | Description
|

| |
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Name

| descriptor

|
Value Type | Single value.
|

description of this logical printer.

|
Default | No default.
|

|
Usage |
Guidelines |

|

|
Attribute | Description
|

I
Name

| document-attributes-supported

pd_att_log_ptr(5)

|
Type | Settable with the pdcreate or pdset commands.
| |

| |
Explanation| A textual description of this logical printer.
| |

| |
Values | A text string up to 4095 characters that contains a |

|
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies the document attributes supported by this |

logical printer. This attribute is checked during |
| validation to allow jobs whose documents have these |
attributes to be sent to this logical printer. |

|

|
Value Type | Multiple values.
|

| |
Values | Any valid document attributes listed in

pd_att_document(5).

|
Default | No default
|

|
Usage |
Guidelines |

|

|
Attribute | Description
|

I
Name

| document-formats-supported

printer.
|

|
Value Type | Multiple values.
|

Section 5-172

|
Values | Any of the following fixed values:

Fixed Value
ascii
pcl

hpgl

pl
postscript
ipds

ppds
escapep

|
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies the document formats supported by this logical |

Input Synonym |
hppcl [
hp-pcl |
hp-gl |

ps I
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epson |
ddif |
interpress [
iS0-6429 |
line-data |
modca |
regis |
scs |
spdl |
tek4014 |
pds I
igp I
codev |
dsc-dse |
wps |
In03 |
ccitt |
quic |
cpap |
dec-ppl |
simple-text |

npap |
doc |
impress |
pinwriter |

npdl |
nec201pl |
automatic |
pages |
lips |
tiff |
diagnostic |
capsl |
excl |
Icds |
xes |

passthru |
| |

| |
Default | No values. |
| |

| |
Usage | o  The document attribute document-format is compared to |

Guidelines | this attribute for validation. |
|

|
Attribute | Description |
| |

| |
Name | document-types-supported |

| |
| |

Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies the types of documents that are supported by |
| this logical printer. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

I I
| file-reference |

| printable |
| |

|
Default | No values. |
|
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Usage | o The document attribute document-type is compared to |
Guidelines | this attribute for validation. |
|

|
Attribute | Description
|

| |
Name | enabled |
| |

|
Type | Non Settable |
|

| |
Explanation| Indicates if this logical printer is enabled and can
| accept print jobs. |
| |

|
Value Type | Single value. |
|

|
Values | One of the following fixed values: |

I
Fixed Value Input Synonym |
true yes [

|
|
|
| false no |
|
| Implicitly set and reset by the pdenable and pddisable |

|

commands. |
I I
I I
Default | false |
| |
| |
Usage | |

Guidelines | |
|

I
|
I
|
I
|
|
I
|
|
I
|
|
I
I
|
I
|
|
I
|
|
|
|
|
|
I
|
I
|
I
|
|
I
|
!
I |
| Attribute | Description |
I |
|
|
I
|
|
I
I
|
I
|
|
I
|
|
|
I
|
I
|
|
I
I
|
I
|
I
|
|
I
|
|
I
I
|
I
|

| |
Name | end-message-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Indicates whether jobs submitted to this logical printer |

| can specify an end message. |
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | No value. |
| |
| |
Usage | o The job attribute job-end-message is compared to this |

Guidelines | attribute for validation. |
|
|

|
Attribute | Description |
|

|
Name | fonts-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or the |

| printer attribute file. |

Usage | |
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| |

| |
Explanation| Identifies the fonts supported by this printer.

| |

| |
Value Type | Multiple values |
| |

| |
Values | Any text string that contains the font names supported by |

| this printer. |
| |
| |
Default | No default. |
| |
| |
Usage | o  The document attribute default-font is compared to |
Guidelines | this attribute for scheduling and validation. |
|

|
Attribute | Description |

Name | input-trays-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Specifies the types of input trays that are supported by |
| this logical printer. |

|
Value Type | Multiple values. |
| |

| |
Values | A text string of up to 255 characters that describes the |
input tray, or one of the following fixed values: |

top |
middle |

bottom |
envelope |
manual |
large-capacity |
main |

side | p
| |

|

|
Default | No value. |
| |

| |
Usage | o The document attribute input-tray-select and |

Guidelines | default-input-tray are compared to this attribute |
[ for validation. |

Attribute | Description |
| |

| |
Name | interface-program-methods-supported |
| |

| |
Type | Settable with the pdcreate, pdset commands, or printer |

| attribute file. [
| |

| |
Explanation| Identifies the interface program invocation methods |
| supported by this printer. |

|
Value Type | Single value. |
| |

| |
Values | Any of the following fixed values: |

I I
| hpdps I
| Ip I

HP-UX Release 11.0: October 1997 -8- Section 5-175



pd_att_log_ptr(5)

Guidelines | to this attribute for validation.
|

|
Attribute | Description
|

|
Name | job-attributes-supported

|
Type | Settable with the pdcreate or pdset commands.
| |

| |
Explanation| Identifies the job attributes supported by this printer. |
| |

|
Value Type | Multiple values.
|

| |
Values | Any valid job attributes listed in pd_att_job(5).
| |

Guidelines |
|

| |
Default | No value.

| |

| |
Usage |

|
Attribute | Description
|

|
Name | job-finishings-supported

Type | Settable
|

|
Value Type | Single value.
|

|
Values | staple
| top-left-staple
|

|
Default | No default.
|

Guidelines | finishing process on a print job.
|

|
Usage | To verify if a printer is capable of performing a

|
Attribute | Description
|

|
Name | job-sheets-supported
|

| |
Type | Settable with the pdcreate or pdset commands.
| |

| this printer.
|

| |
Explanation| Identifies the auxiliary-sheet-package values supported

|
Value Type | Multiple values.
|

|
Values | Any of the following fixed values:

|

| none

| job-separators

| job-set-start

| job-set-end

| job-set-wrap

| job-set-start-copies-separate

Section 5-176 -9-
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Default | No default.
| |
| |
Usage | o The job attribute interface-program-method is compared|
I

| |
Explanation| Indicates the finishing method supported by this printer. |
| |
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| job-set-end-copies-separate |

| job-set-wrap-copies-separate |

| job-copy-start |

| job-copy-end |

| job-copy-wrap [
| |

|
Default | No value. |
| |
| |
Usage | o The job attribute job-sheets is compared to this |
Guidelines | attribute for validation.

| o The auxiliary-sheet-package object is not implemented.|
[ These values are used to select the auxiliary sheets. |

|
|

Attribute | Description |
| |

| |
Name | job-size-range-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Defines the range of job sizes (in bytes) the printer can |

| accept. |
| |

| |
Value Type | Single value. |
| |

| |
Values | This is a complex attribute with the following

| components: |
| I
[ lower limit |
[ upper limit |
| |
| |
Syntax | Two integers separated by a colon; the value of the |

| integers can be from 0 to 9223372036854775800 |
|
| lower limit:upper limit |
|
|

For example: 0:1000000000 |

| |
Usage | o The job attribute total-job-octets is compared to |

Guidelines | this attribute for validation. |
| |

| |
Component | Description |
| |

| |
lower | Explanation: Provides the lower limit of the job size

limit | range. |
Value Type: Single value. |
Values: |

|

|

[ 0 The unit is octets (bytes). |

[ 0 The first integer identifies the lower limit and |

[ must be less than or equal to the second integer |

[ (the upper limit). |
[ 0 If only the lower limit is supplied, the upper |

| limit defaults to 9223372036854775800 |

|

Default: No value. |
| |

| |
upper | Explanation: Provides the lower limit of the job size

limit | range. |
Value Type: Single value. |
Values: |

0 The first integer identifies the lower limit and |

|

| o

[ 0 The unit is octets (bytes). |
|

[ must be less than or equal to the second integer |
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[ (the upper limit). |

[ 0 If only the upper limit is supplied, the lower |

[ limit defaults to O. |

| Default: No value. |
| |

|
Attribute | Description |
|

|
Name | list-of-managers |

| |

| |
Input | managers |
Synonym | |

| |

| |
Type | Settable with the pdcreate or pdset command. |

|

| |
Explanation| Identifies the people responsible for the maintenance and |

| operation of this logical printer. |

|
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per person that |
| contains the name or user ID of the person responsible |
| for this logical printer. |
| |

|
Default | No values. |
|

| |
Usage | |
Guidelines | |
|

|

|

I

|

I

|

|

I

|

|

I

I

|

I

|

|

I

I

|

I

|

|

I

|

I

|

I

|

|

I

|

|

1 |

I I I

I I I

| Attribute | Description |
I I |

!
|
|
I
I
|
I
|
|
I
|
|
I
|
|
I
|
|
I
|
I
|
I
|
|
I
|
|
I
|
|
I
I
|
I
|
|
I
|

Name | maximum-copies-supported |
| |
|

|
Type | Settable with the pdcreate or pdset |
| |

| |
Explanation| Indicates the number of document copies, in a single [

| print job, allowed by this logical printer. |
| |

| |
Value Type | Single value. |
| |

| |
Values | An integer from 1 to 2147483647. |
| |
| |
Default | No value. |
| |
| |
Usage | o If this attribute value is blank, there is no limit |
Guidelines | to the number of document copies.

| o The document attribute copy-count is compared to this |
[ attribute for validation. |

|
|

Attribute | Description |
| |

| |
Name | media-supported |
| |

| |
Type | Settable with the pdcreate or pdset |
| |

| |
Explanation| Identifies the types of media supported by this logical |

| printer. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per item that contains |
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a unique name or any of the following fixed values:

iso-a4-white |
iso-a4-colored |
iso-a4-transparent |
iso-a3-white |
iso-a3-colored |
iso-a5-white |
iso-ab5-colored |
iso-b4-white |
iso-b4-colored |
iso-b5-white |
iso-b5-colored |
na-letter-white |
na-letter-colored |
na-letter-transparent |
na-legal-white |
na-legal-colored |
iso-b5-envelope |
iso-b4-envelope |
iso-c4-envelope [
iso-c5-envelope [
designated-long-envelope |
na-10x13-envelope |
na-9x12-envelope |
monarch-envelope |
na-number-10-envelope |
na-7x9-envelope |
na-9x11-envelope |
na-10x14-envelope |
na-number-9-envelope |
na-6x9-envelope |
na-10x15-envelope |
jis-b4-white |
jis-b4-colored |
jis-b5-white |
jis-b5-colored | p
executive |
folio |
invoice |
ledger |
guarto |
iso-a0-white |
iso-al-white |
iso-a2-white |
iso-a6-white |
iso-a7-white |
iso-a8-white |
iso-a9-white |
iso-al0-white |
is0-b10-white |
iso-b0-white |

I

I

I

I

I

I

I

|

iso-b1-white

iso-b2-white

iso-b3-white

iso-b6-white

iso-b7-white

iso-b8-white

iso-b9-white

iso-b10-white

jis-bO-white |

|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
| jis-b1-white |
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jis-b2-white
jis-b3-white
jis-b6-white
jis-b7-white
jis-b8-white
jis-b9-white
jis-b10-white

Do 0T

|
Default | No value. |
| |

| |
Usage | o  The document attribute default-medium is compared to |

Guidelines | this attribute. |
|

|
Attribute | Description |
|

Name | message
| |

| |
Type | Settable with the pdcreate or pdset command.
| |

| |
Explanation| Information associated with this logical printer.
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 4095 characters that contains |
| information about this logical printer. |
| |
|
Default | No default.
|
| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

| |
Name | notification-profile |
| |

| |
Type | Settable with the pdcreate or pdset command. |
| |

| |
Explanation| Designates which persons are to be notified of specific |
| events related to this logical printer, and how they are |

| to be notified. |

|
Value Type | Multiple values. |
| |

| |
Values | This is a complex attribute, which has the following
components: |

0 event-identifiers |
0 delivery-method |
0 event-comment |
0 delivery-address |
0 locale |
| |
| |
Syntax | -x "notification-profile={event-identifiers=value
| delivery-method=value event-comment="text’ |
| delivery-address=value locale=value}" |
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For example: |

-x "notification-profile={event-identifiers=

class-physical-printer-status |
delivery-method=electronic-mail |
event-comment="lts still going’ |
delivery-address=jeff@ttank |
locale=C}" |

|
Component | Description |
| |

| |
event- | Explanation: Specifies which events the person is to |

identifiers| receive messages about. |
| Value Type: Multiple values. |
| Values: Any of the values listed for spooler attribute |
[ events-supported in pd_att_spooler(5). |
| Default: |
[ 0 object-deleted |
[ 0 object-cleaned |
| |

| |
delivery- | Explanation: Specifies how the person is to receive |
method | event messages. |
Value Type: Single value. |
Values: One of the following fixed values: |

Fixed Value Input Synonym |
message |
none |

|

|

| alue . .

[ electronic-mail e-mail, email |
|

|

|

Default: electronic-mail |
| |

|
|
|
|
|
|
|
|
|
I
|
|
I
|
|
|
|
|
|
|
|
I
|
|
|
|
|
|
|
|
|
I I 1
| Explanation: A text string that provides a comment |
|
|
|
|
|
I
|
|
|
|
|
|
|
|
I
|
|
|
|
|
|
|
|
I
|
I
|
|
I
|
|
I
|

event-
comment | that is appended to the event message. |

| Value Type: Single value. |

| Values: A text string up to 4095 characters that |

[ contains the comment. | p
|

Default: No value. |
| |

| |
delivery- | Explanation: The address of the person that is to |
address | receive event messages. |
| Value Type: Single value. |
| Values: The name and node of the person that is to |
[ receive messages concerning the operation of this |
[ logical printer. |
| Default: The login of the user that created this |
|

logical printer with the pdcreate command. |
|

|
xplanation: Defines the locale of the person to |

locale E
[ receive the messages. The locale is used to |
|
|
|
|
|
|

determine the language that the messages are |

transmitted in. |
Value Type: Single value. |
Values: The locale identification. |
Default: The locale of the person that created this |

logical printer with the pdcreate command. |

Attribute | Description |
|

Name | numbers-up-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
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| |
Explanation| Identifies the number-up values supported by this printer.|
| See the explanation of document attribute number-up in |
| pd_att_document(5) for more information on number-up |

| values. |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

| |
| O |
| 1 |
| 2 |
| 4 |
[ |
Default | No default. |
| |
I |
Usage | o The document attribute number-up is compared to this |

Guidelines | attribute for validation. |
|

|
Attribute | Description |
|

|
Name | object-class |

|
Type | Non Settable. |
|

| |
Explanation| Identifies the object class to which this object belongs. |
| |

| |
Value Type | Single value.
| |

| |
Values | The value of this attribute must be printer.
| |
| |
Default | printer
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

| |
Name | output-bins-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |

|
Usage | Values vary by printer model. |
| |

| |
Explanation| Identifies the output bins supported by this printer.
| |

| |
Value Type | Multiple values.
| |

| |
Values | A text string of up to 255 characters that describes the |
output bin, or any of the following fixed values: |

top |
middle |

|

|

|

|

| bottom |
| side |
| left |
| right |

| face-up |
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| face-down |
| large |
| private |
| collator |
| I
I I
Default | No default |
| |
| |
Usage | o The job attribute results-profile component output-bin|
Guidelines | is compared to this attribute for validation. |
|

|
Attribute | Description |
| |

| |
Name | page-select-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Usage | Values vary by printer model. |
| |

| |
Explanation| Identifies the types of page identifiers supported by this|
| printer, either numeric or alphanumeric string, or both. |
| Only the numeric type is currently supported. This |
| attribute specifies the acceptable values that may be |
| given for document attribute page-select; see |
|

pd_att_document(5) for more information. [
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

| I
| numeric |
| |
| |
Default | No default |
| |
| |
Usage | o The document attribute page-select is compared to |

Guidelines | this attribute for validation. |
|

|
Attribute | Description |
| |

| |
Name | pd-gway-foreign-host |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies the remote host associated with an HPDPS |
| Gateway printer. Requests for the HPDPS Gateway |
| printer will query the HPDPS on this host for information |

| on how to contact the remote server. |
| |

| |
Value Type | Single valued. |
|

| |
Value | A text string of up to 255 characters that contains the |

| name of the remote host. |
| |

|
Default | No default. |
| |
| |
Usage | o  This attribute is defined only for HPDPS Gateway |
Guidelines | printers. |

| o This attribute names a host that runs a basicdsd |
[ server for the remote environment. If the remote |
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logical printer belongs to an NFS diskless cluster, [

this attribute must name the cluster server host. [
Otherwise, if the remote printer belongs to a DCE |
Extended Environment then any host in the DCE cell |
(that is not a diskless client) may be chosen. |
Otherwise, the name of the standalone host that |
defines the remote logical printer must be chosen. |

Attribute | Description |
| |

| |
Name | pd-gway-foreign-printer |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies the remote logical printer associated with an |
| HPDPS Gateway printer. Requests for the HPDPS Gateway |
| printer will be sent to this logical printer in the |

| foreign environment. |

|
Value Type | Single valued. |
|

| |
Value | A text string of up to 255 characters that contains the |
| name of the remote logical printer in the foreign |

| environment. |

|
Default | No default. |
| |
| |
Usage | o  This attribute is defined only for HPDPS Gateway |
Guidelines | printers. |

| o The value is a logical printer name that must be |
[ recognized by the HPDPS on the remote host given by |
[ attribute pd-gway-foreign-host. |

|
|

Attribute | Description |
| |

| |
Name | plexes-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies the plexes supported by this printer. Plex |
| indicates whether the page images of the output document |
| are conditioned for eventual one-sided or two-sided [
| printing, and the relative orientation of consecutive |
| pages. I

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

|
| simplex (single sided) |
| duplex (double sided) |
| tumble (double sided, every other page upside-down) |
| |
| |
Default | No default. |
| |
| |
Usage | o The document attribute plex is compared to this |
Guidelines | attribute for validation.

I
| o HPDPS defaults "sides=2" when plex=duplex. HPDPS does|
[ not currently perform any other conditioning when [
[ plex=duplex. |
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|
|

Attribute | Description |
|

| |
Name | printer-mopy-supported |

Type | Settable |
|

| |
Explanation| Indicates if printer is capable of printing multiple
| copies by spooling a job in internal storage. |
| |

|
Value Type | Single boolean value. |
|

|
Values | true, or false. |

| |
| |
Default | No default. |
| |
| |
Usage | To verify if multiple copies can be printed by submitting |

Guideline s | a job to the printer once. |
|

|
Attribute | Description |
| |

| |
Name | printer-resolutions-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies the resolutions supported by this printer.
| |

| |
Value Type | Multiple values.
| |

| |
Values | This is a complex attribute with the following components:|

0 An optional object identifier with one of the |
following fixed values: |

|

|

|

| .

[ highest |

[ lowest |
[ medium |
|

| o An integer from O to 2147483647. |

|

| |
Syntax | [object identifier:]integer value

| I
| For example: highest:600, or 300 |

| |
Component | Description |
| |

| |
1st | Explanation: If given, the 1st component specifies an |

component | object identifier that is associated with the |
resolution value given in the 2nd component. |
This component is optional. |

|

|

[ If a job specifies the value of the default-printer- |

[ resolution attribute to be one of these object |
[ identifiers (highest/lowest/medium), this component |

[ gives the mapping of that object identifier to the |
|

actual resolution specified by the 2nd component. |
| |

| |
2nd | Explanation: Actual resolutions in dots per inch supported|

component | by this printer. |
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|
Default | none
| |
| |
Usage | o The document attribute default-printer-resolution is |
Guidelines | compared to this attribute for validation. |
|

|
| |
I I
Attribute | Description |
|

| |
Name | printer-associated-printers |
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies the physical printers associated with this
| logical printer. |

|
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per physical printer |
| that contains the ID of an associated physical printer. |
| Implicitly set along with the queue attribute |
| physical-printers-assigned of the queue associated with |
| this logical printer when the physical printer registers. |
| |
|
Default | No value. |
|
| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

| |
Name | printer-initial-value-document |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Associates an initial-value-document object with this
| logical printer. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the name |

| of the initial-value-document object. |
| |

|
Default | No default.

| |

| |
Usage | o The associated initial-value-document object is used |
Guidelines | to supply values for attributes for documents |

[ submitted to this logical printer. These values |
[ override server defaults but are overridden by |
[ document attribute values specified on the command |
[ line. |
I |
Attribute | Description |
|
I I
Name | printer-initial-value-job |
| |
I

|
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Associates an initial-value-job object with this logical |

| printer. |
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Value Type | Single value.
| |

| |
Values | A text string up to 255 characters that contains the name |

| of the initial-value-job object. |
| |

|
Default | No default.

| |

| |
Usage | o The associated initial-value-job object is used to |
Guidelines | supply values for attributes of jobs submitted to |

[ this logical printer. These values override server |
[ defaults but are overridden by job attribute values |
[ specified on the command line. |

|
|

Attribute | Description |
|

Name | printer-locations |
| |
| |
Input | locations |
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Identifies the locations of physical printer devices, or |
| the areas they service, that are allowed for jobs |
| submitted through this logical printer. |
|

|
| |

Value Type | Multiple values. |
| |

| |
Values | A text string up to 4095 characters per physical printer |
| that contains the actual physical location of a physical |

| printer device. |
| |

|
Default | No default. |
| |
| |
Usage | o The job attribute printer-locations-requested is |
Guidelines | compared to this attribute for validation. |
|

|
|
I I
Attribute | Description |
|

Name | printer-model |
| |
| |
Input | model |
Synonym | |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Identifies the model ID of a physical printer device that |

| can accept jobs submitted through this logical printer. |
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 4095 characters per physical printer |
| that contains the make and model of a physical printer |
| device. |
| |
| |
Default | No default. |
| |
| |
Usage | o The job attribute printer-models-requested is |
Guidelines | compared to this attribute for validation. |
|

HP-UX Release 11.0: October 1997 -20- Section 5-187




pd_att_log_ptr(5) pd_att_log_ptr(5)

| |
|
Attribute | Description |
|
| |

Name | printer-name |
| |
| |
Input | printer, logical-printer
Synonym | |
| |
| |
Type | Non Settable |

| |

| |
Explanation| Identifies this logical printer object.

|

|
Value Type | Single value.
| |

| |
Values | A text string up to 255 characters that contains the name |
| of this logical printer. Implicitly set from the
| argument (ServerName:PrinterName) specified by the |

| pdcreate command used to create this logical printer. |
| |

|
Default | No default. |
| |
| |
Usage | o The job attribute physical-printer-requested is |
Guidelines | compared to this attribute for validation.

| o The name must be unique within the DCE cell. |

Attribute | Description |
|

Name | printer-realization |

|
Type | Specifiable with the pdcreate command. |
| |

| |
Explanation| Indicates whether the printer has been designated as a |

| physical or a logical printer. |

|
Value Type | Single value. |
| |

| |
Values | One of the following values: |

|

| logical |

| physical |

|

| Must be logical for printers created in a spooler server. |
| |

|
Default | logical
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

| |
Name | printers-ready |

Type | Non Settable |
|

| |
Explanation| Identifies the physical printers associated with this |
| logical printer that are ready to process a job. |
| Implicitly set when a registered physical printer is |

| identified as ready. |

|
Value Type | Multiple values. |
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| |
| |
Values | A text string up to 255 characters per physical printer |

| that contains the ID of a physical printer that is [
| ready. |
| |
| |
Default | No value. |
| |
| |
Usage | o A ready physical printer is one that is enabled and |
Guidelines | whose state is either idle, connecting-to-printer, or |
[ printing. |

Attribute | Description |
| |

| |
Name | sides-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies whether this logical printer supports printing |

| on one or two or both sides of the media. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | An integer of 1 or 2. To support both single-sided and |
| double-sided printing, use both value 1 and value 2 as |

| separate values for this multiple-valued attribute. |
| |

|
Default | No value.
| |
| |
Usage | o The document attribute sides is compared to this |

Guidelines | attribute for validation. |
|

|
Attribute | Description |
|

Name | start-message-supported | p
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Indicates whether jobs submitted through this logical

| printer can specify a start message. |
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | No value. |
| |
| |
Usage | o The job attribute job-start-message is compared to |
Guidelines | this attribute for validation. |
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NAME
pd_att_phy_ptr - list of attributes for an HPDPS physical printer object

DESCRIPTION
The following is a list of valid attributes and values for the physical printer object class of HP Distributed
Print Services.

1.  Physical printers are used for job validation and scheduling.

2. The physical printer attributes xxx-supported are used for job validation. Both the xxx-ready
and the xxx-supported attributes are used for job scheduling.

3. Anerror is issued if a xxx-ready attribute is updated with a value that is not currently assigned
to the corresponding xxx-supported attribute.

Physical printers have different attribute sets based on the printer models.
5. Some of physical printer attributes can be specified in the printer attribute file for the printer.
Note that xxx-ready attributes may not be described in the printer attribute file.

Attributes for a Physical Printer Object

I
Settable Attribute Listing | Specifiable Attribute Listing
| |

| |
associated-queue | attachment-type |
attachment-types-supported | device-name |
character-sets-supported | print-queue-name |
content-orientations-supported | printer-realization
descriptor | printer-model |

|

|

I

|

|

I

I

I

I

I

| document-attributes-supported | |

| document-formats-supported | |

| document-types-supported | |

| end-message-supported | |
| fonts-supported | |
| input-trays-ready | |

| input-trays-supported [ |

| interface-program-methods- | |

| supported | |
| job-attributes-supported | |

| job-batches-ready | |

| job-finishings-ready | |

| job-finishings-supported | |

| job-sheets-supported | |

| job-size-range-ready | |

| job-size-range-supported | |

| list-of-managers | |

| maximum-copies-supported | |
| media-ready | |
| media-supported | |
| message | |
| notification-profile | |

| notify-operator | |

| numbers-up-supported | |
| page-select-supported | |

| plexes-supported | |
| printer-community-name | |

| printer-tcpip-internet-address | |

| printer-tcpip-port-number | |

| printer-locations | |

| printer-mopy-ready | |

| printer-mopy-supported | |

| printer-pass-through | |

| printer-register-threshold | |

| printer-resolutions-supported | |

| printer-resource-context- | |
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printer | |
printer-timeout-period | |
printer-types | |
sides-supported | |
start-message-supported | |

Table 1-1. Physical Printer Attributes |

Attribute | Description |
|

| |
Name | associated-queue |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies the queue that this physical printer receives |

| jobs from for printing. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 255 that contains the ID of the |

| queue. The ID cannot contain the cell name. |

| |

| |
Default | No default. |

| |

| |
Usage | o The value for this attribute is the name of a queue |
Guidelines | object. The associated queue must exist and be in |

[ communication with the printer before the physical |
[ printer can be enabled. |

Attribute | Description |
|

| |
Name | associated-server | p
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies the name of the supervisor in which this

| physical printer resides. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the name |
| of this physical printer. Implicitly set from the
| argument (ServerName:PrinterName) of the pdcreate command |
| used to create this physical printer. |
| |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

|
Name | attachment-type |

|

Type | Specifiable with the pdcreate command. |
| |
| |
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Usage | Values vary by printer model.
| |

| |
Explanation| Identifies how the physical printer device represented by |
| this physical printer is attached to the supervisor and |
| how the supervisor is to communicate with the physical |

| printer device. |

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

tepip supervisor will communicate with |
this printer via the TCP/IP network |
with TCP port 910X protocol. The |
printer must be a network peripheral. |
This protocol is supported by some HP |
JetDirect products. |

tcpip-bsd supervisor will communicate with |
this printer via the TCP/IP network |
with the BSD (Ipd) protocol. The |
printer must be a network peripheral. |
This protocol is supported by some HP |
JetDirect products. |

|

|

|

|

|

|

|

|

|

|

|

|

|

|

I o . .

| serial supervisor will communicate with |
[ this printer via the serial interface.|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|

parallel supervisor will communicate with |
this printer via the parallel |
interface. |
I
Ip-spool-hp supervisor will communicate with |

this printer using the Ip spooler |
protocol for an HP-UX system. The |
printer must belong to an Ip spooler |

on an HP-UX host. |

Ip-spool-bsd supervisor will communicate with |
this printer using the BSD (Ipd) |
spooler protocol. The printer must |
belong to an Ip/lpr spooler on a non- |

HP-UX host. |

| |

| |
Default | No default. |

| |

| |
Usage | o Must be set with the pdcreate command at the time of |
Guidelines | creation. [

| o This attribute is validated against the printer |
[ attachment-types-supported attribute. |

Attribute | Description |
|

Name | attachment-types-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |

|
Usage | Values vary by printer model. |
| |

| |
Explanation| Identifies the attachment types supported by the physical |
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| printer. |
| |

|
Value Type | Multiple value. |
|

|
Values | Any of the following fixed values: |

tepip supervisor will communicate with |
this printer via the TCP/IP network |
with TCP port 910X protocol. The |
printer must be a network peripheral. |
This protocol is supported by some HP |
JetDirect products. |

tcpip-bsd supervisor will communicate with |
this printer via the TCP/IP network |
with the BSD (lpd) protocol. The |
printer must be a network peripheral. |
This protocol is supported by some HP |
JetDirect products. |

|

|

|

|

|

|

|

|

|

|

|

|

|

|

I o . .

| serial supervisor will communicate with |
[ this printer via the serial interface.|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|

parallel supervisor will communicate with |
this printer via the parallel |
interface. |
I
Ip-spool-hp supervisor will communicate with |

this printer using the Ip spooler |
protocol for an HP-UX system. The |
printer must belong to an Ip spooler |

on an HP-UX host. |

Ip-spool-bsd supervisor will communicate with |
this printer using the BSD (Ipd) |
spooler protocol. The printer must |
belong to an Ip/lpr spooler on a non- |

HP-UX host. |
| |
| |
Default | No default. |
| |
| |
Usage | o The printer attribute attachment-type is compared to |
Guidelines | this attribute for validation. |
| :
I I
Attribute | Description |
| |
| |
Name | cancel-individual-document-supported |
|

| |
Type | Non Settable
|

| |
Explanation| Indicates whether the printer is capable of cancelling a |

| single document within a multiple-document job.
| |

I I
Value Type | Single Value |
|

| |
Values | One of the following fixed values: |

| I
| Fixed Value Input Synonym |

| true yes [

| false no |
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Default
|

| false

|
Usage

Guidelines |
|

|
Attribute | Description
|

I
Name

| character-sets-supported
| |
|
Type
| printer attribute file.
| |
| |
Usage | Values vary printer model.

printer.

|
Value Type | Multiple values.
|

I
Values

Section 5-194

iso-ucs-2-level2

other

ascii

iso-latinl

iso-latin2

iso-latin3

iso-latin4

iso-latin-cyrillic
iso-latin-arabic
iso-latin-greek
iso-latin-hebrew
iso-latin5

iso-latin6
iso-text-communication
half-width-katakana
jis-encoding

shift-jis
euc-packed-format-japanese
euc-fixed-width-japanese
iso-reg4-united-kingdom
iso-regl1l-swedish-for-names
iso-regl5-italian
iso-regl7-spanish
iso-reg21-german
iso-reg60-danish-norwegian
iso-reg69-french

unicode

ucs4

unicode-ascii
unicode-latinl
unicode-ibm-2039
unicode-ibm-1261
unicode-ibm-1268
unicode-ibm-1276
unicode-ibm-1264
unicode-ibm-1265
windows30-latinl
windows31-latinl
windows31-latin2
windows31-latin

| Any of the following fixed values:

pd_att_phy ptr(5)

|
| Settable with the pdcreate or pdset commands, or by the |

| |
Explanation| Identifies the character set encodings supported by this |
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hp-roman8 |
adobe-standard-encoding |
ventura-us |
ventura-international |
dec-mcs |
pc-page-850-multilingual |
pc-page-852-latin2 |
pc8-page-437-us |
pc8-danish-norwegian |
pc-page-862-latin-hebrew |
pc8-turkish |
ibm-symbols |
ibm-thai |
hp-legal |
hp-pifont |
hp-math8 |
hp-ps-math |
hp-desktop |
ventura-math |
microsoft-publishing |
windows31j [
gb-2312 |
big5 |
cns |
ksc-5601 |

ccdc |

|
Default | No default. |
| |

| |
Usage | o The document attribute default-character-set is |

Guidelines | compared to this attribute for scheduling and |
[ validation. |

Attribute | Description |
|

| |
Name | checkpoint-formats-supported | p
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies checkpoints supported for paused jobs.
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

| I
| Fixed Value |

| dsf-results-profile |

|
Default | dsf-resuls-profile |
| |

| |
Usage | o Used in rescheduling paused jobs. |

Guidelines | o HPDPS currently supports only dsf-results-profile. |
[ Job can be paused/resumed at results-set boundaries |
[ only. |

|
|

Attribute | Description |
|

| |
Name | content-orientations-supported |
| |

|
Input | orientations-supported |
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Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands, or by the |
| printer attribute file. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Identifies the page presentations supported by this

| printer. |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

|

| landscape |
| portrait |

| reverse-landscape |

|

reverse-portrait |

|
Default | portrait |
| |
| |
Usage | o The document attribute content-orientation is [
Guidelines | compared to this attribute for scheduling and |
[ validation. |

Attribute | Description |
| |

| |
Name | descriptor |
| |

|
|
I
I
|
I
|
|
I
I
|
I
|
|
I
|
|
|
|
I
|
I
|
|
I
|
I
|
I
|
I
|
|
I
|
I I I
| Type | Settable with the pdcreate or pdset command.
| | |
I
|
|
I
|
|
I
I
|
I
|
|
I
I
|
I
|
I
|
|
I
|
|
I
|
|
I
|
|
I
I
|
I
|
|
I
I
|
I
|

| |
Explanation| A textual description of this physical printer.
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that describes this |
| physical printer. |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

|
Name | device-name |

| |

| |
Type | Specifiable with the pdcreate command.

| |

| |
Usage |

| |
Explanation| Identifies the name of the device special file associated |

| with the communication interface for the printer. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string that identifies the path name of the device |

| associated with the physical printer. |
| |

| |
Default | No default. |
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| |
Usage | o Must be set with the pdcreate command at the time of |

[ creation if the attachment-type is serial or parallel.|
[ Ignored for other attachment-types. |

|
|

Attribute | Description |
| |

| |
Name | document-attributes-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Explanation| Identifies the document attributes supported by this |
| physical printer. This attribute is checked during |
| validation to allow jobs whose documents have these |

| attributes to be sent to this physical printer. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of valid document attributes in pd_att_document(5). |
| |
| |
Default | No default. |
| |
| |
Usage | o The document attributes are compared to this attribute|
Guidelines | for scheduling and validation. |
|

|
Attribute | Description |
| |

| |
Name | document-formats-supported |
| |

| |
Type | Settable with the pdcreate and pdset commands, or by the |

| printer attribute file. |
| |

| |
Usage | Values vary by printer mode. |
| |

| |
Explanation| Identifies the document formats supported by this
| physical printer. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

Fixed Value Input Synonym |
ascii |
pcl hppcl |
hp-pel I
hpgl hp-g| |
pil I
postscript ps |
ipds |
ppds I
escapep |
epson |
ddif |
interpress [
iS0-6429 |
line-data |
modca |
regis |
scs |
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spdl |
tek4014 |
pds I
igp I
codev |
dsc-dse |
wps |
In03 |
ccitt |
quic |
cpap |
dec-ppl |
simple-text |

npap |
doc |
impress |
pinwriter |

npdl |
nec201pl |
automatic |
pages |
lips |
tiff |
diagnostic |
capsl |
excl |
Icds |
xes |

passthru |

|
Default | No default. |
| |

| |
Usage | o  The document attribute document-format is compared to |

Guidelines | this attribute for scheduling and validation. |
I I

I I

Attribute | Description |
|

Name | document-types-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Explanation| Identifies the types of documents supported by the [
| physical printer. |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

I I
| printable |
| |
| |
Default | printable |
| |
| |
Usage | o The document attribute document-type is compared to |
Guidelines | this attribute for scheduling. [
|

|
Attribute | Description |
|

| |
Name | enabled |
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Type | Non Settable |

| |
Explanation| Indicates if the printer is enabled and can accept print |
| jobs. |

|
Value Type | Single value. |
|

|
Values | One of the following fixed values: |

|
| true |
| false |

| I
| Value is set to false when the printer is disabled with |

|

the pddisable command. |
| |

|
Default | false |
| |
| |
Usage | o The queue associated with the printer must exist and |
Guidelines | be in communication with the printer before the |

[ printer can be enabled. |

|
|

Attribute | Description |
| |

| |
Name | end-message-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Explanation| Indicates whether the physical printer supports the job |

| attribute job-end-message. |
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | true |
| |
| |
Usage | o The job attribute job-end-message is compared to this |

Guidelines | attribute for validation. |
|

|
Attribute | Description |
| |

| |
Name | fonts-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Usage |

| |
Explanation| Identifies the fonts supported by this printer.
| |

| |
Value Type | Multiple values |
| |

| |
Values | Any text string that contains the font names supported by |
| this printer. |
| |
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Guidelines |
|

Default | No default.
| |
|

Usage

|
| o  The document attribute default-font is compared to |
this attribute for scheduling and validation. |

|
Attribute | Description |
|

|
| input-trays-ready |

|
| Settable with the pdcreate or pdset commands, or by the |
| printer attribute file. |

Name
| |
Type
I I
Explanation| Identifies the types of input trays (such as top or |

| envelope) presently available in the physical printer |

| device. |
|

|
Value Type | Multiple values. |
|

I
Values

|
| A text string of up to 255 characters that describes the |
input tray, or one of the following fixed values: |

top |
middle |

bottom |
envelope |
manual |
large-capacity |

main |
side |

|
Default | No default.
|

|
Usage
Guidelines |
|

|
Attribute | Description |
|

| input-trays-supported |

|
| Settable with the pdcreate or pdset commands, or by the |
| printer attribute file. |

| Values vary by printer model. |

Name
| |
Type
| |
| |
Usage
| |
| |
Explanation| Identifies the types of input trays (such as top or |

| envelope) that are installed in the physical printer |

| device. |
|

|
Value Type | Multiple values. |
|

I
Values

Section 5-200

|
| A text string of up to 255 characters that describes the |
input tray, or one of the following fixed values: |

top |
middle |

bottom |
envelope |
manual |
large-capacity |

main |
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| side |
I I
Default | No default |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
| |

| |
Name | interface-program-methods-supported |
|

|
| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Explanation| Identifies the invocation methods supported by this |

| printer. |
| |

| |
Value Type | Single value. |
| |

| |
Values | Any of the following fixed values: |

I I
| hpdps I
| Ip I
I I
Default | No default. |
| |
| |
Usage | o The job attribute interface-program-method is compared|

Guidelines | to this attribute for validation. |
|

|
Attribute | Description |
| |

| |
Name | job-attributes-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Usage | Values vary by printer model. |
| |

| |
Explanation| Identifies the job attributes supported by this printer. |
| |

| |
Value Type | Multiple values.
| |

| |
Values | Any of valid job attributes in pd_att_job(5).
| |
| |
Default | job-batch |
| |
| |
Usage | o The job attributes are compared to this attribute for |
Guidelines | scheduling and validation. |
|

|
Attribute | Description |
| |

| |
Name | job-batches-ready |
| |

| |
Type | Settable attribute which job-batch values |
| are acceptable to this physical printer. |
|

|
| |

Value Type | Multiple values. |
| |

| |
Values | A text string up to 4095 characters in length,
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| per value, that contains the job-batch name. |
|

|
| |

Default | No default. |
| |

| |
Usage | The value of the job attribute job-batch is compared with|
Guidelines | this attribute during job-scheduling |
|

|
|

Attribute | Description |
|

|

Name | job-finishings-ready |
| |
|

Type | Settable |
|

| |
Explanation| Indicates the finishing methods available on this printer.|
| |

|
Value Type | Single value. |
|

|
Values | staple |
| top-left-staple |

| |
|

Default | No default. |
|

| |
Usage | The value of this attribute must be supported by [
Guidelines | job attribute finishings-supported |

|

|
Attribute | Description |
|

|
Name | job-finishings-supported |
| |

|
Type | Settable |
|

| |
Explanation| Indicates the finishing method supported by this printer. |
| |

|
Value Type | Single value. |
|

|
Values | staple |
| top-left-staple |

| |
|

Default | No default. |
|

| |
Usage | To verify if a printer is capable of performing a |
Guidelines | finishing process on a print job. |
|
|

|
Attribute | Description |
| |

| |
Name | job-sheets-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |

|
Usage | Values vary by printer model. |
| |

| |
Explanation| Identifies the auxiliary sheets supported by this printer.|
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

| none |
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job-separators |
job-set-start |
job-set-end |
job-set-wrap |
job-set-start-copies-separate |
job-set-end-copies-separate |
job-set-wrap-copies-separate |
job-copy-start |
job-copy-end |
job-copy-wrap [

|
Default | No default. |
| |
| |
Usage | o The job attribute job-sheets is compared to this |
Guidelines | attribute for scheduling and validation. |

0 The auxiliary-sheet-package object is not implemented.|
These values are used to select the auxiliary sheets. |

Most printer models support the following 2 values: |
0 none |

|

|

|

|

|

|

| ,

[ No auxiliary sheets, or banner pages, are |

[ printed with the job. |
|

[ 0 job-set-start |
|

[ A banner page is printed at the start of each |

[ job-result-set. For most printers, this means |

I

a single banner page is printed before the |
job documents are printed. |

Attribute | Description |
| |

| |
Name | job-size-range-ready | p
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |
| printer attribute file. |
| |
| |
Explanation| Defines the range of job sizes in bytes the physical |
| printer can currently accept and print. |
|

| |
Value Type | Single value. |
| |

| |
Values | This is a complex attribute with the following values: |
0 lower limit |
0 upper limit |

|
|
| Two integers separated by a colon (:). Each integer can |
| be from O to 9223372036854775800. The first integer is |
| the lower limit and the second integer is the upper |
| limit. The lower limit must be less than or equal to the |
| upper limit. Unit value is octets (bytes). |

|

|
| |
Syntax | lower limit:upper limit |
| I
| For example: 0:65000. |

|
Default | 0:9223372036854775800 |
|

| |
Usage | o The range for this attribute value must be contained |
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Guidelines | within the range of job-size-range-supported. |

| o The job attribute total-job-octets is compared to |

[ this attribute for scheduling.
|

|
Component | Description
|

|
| Explanation: Lower limit value of job size.

| Values: Unit value is octets (bytes). If only the |
[ lower limit is supplied, the upper limit defaults to |

| Values: Unit value is octets (bytes). If only the |
[ upper limit is supplied, the lower limit defaults to |

lower
limit | Value Type: Single
| 9223372036854775800.
| |
| |
upper | Explanation: Upper limit value of job size.
limit | Value Type: Single
|
| |
| |
I I
Attribute | Description
| |
| |
Name | job-size-range-supported
| |
Type

|
| Settable with the pdcreate or pdset commands, or by the

| printer attribute file.
|

| |
Explanation| Defines the range of job sizes this physical printer can |

| accept.
|

|
Value Type | Single value.
|

I
Values

|
| This is a complex attribute with the following

| components:
|
| o lower limit
| o upper limit
|
| Two integers separated by a colon (:). Each integer can
| be from O to 9223372036854775800. The first integer is
| the lower limit and the second integer is the upper
| limit. The lower limit must be less than or equal to the |
| upper limit. Unit value is octets (bytes).
| |
| |
Syntax | lower limit:upper limit
|
| For example: 0:65000
| |
| |
Default | 0:9223372036854775800
| |
| |
Usage | o The job attribute total-job-octets is compared to |

Guidelines | this attribute for validation. |
|

|
Component | Description
|

|
| Explanation: Lower limit value of job size.

| Values: Unit value is octets (bytes). If only the |
[ lower limit is supplied, the upper limit defaults to |

lower
limit | Value Type: Single
| 9223372036854775800.
| |
I I
upper | Explanation: Upper limit value of job size.
limit | Value Type: Single

Section 5-204
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| Values: Unit value is octets (bytes). If only the |
[ upper limit is supplied, the lower limit defaults to |
0.

Attribute | Description |
|

|
Name | list-of-managers |

| |

| |
Input | managers |
Synonym | |

| |

| |
Type | Settable with the pdcreate or pdset commands. |

|

| |
Explanation| Identifies the people responsible for the maintenance and |

| operation of this physical printer. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | A text string that contains the IDs of the people |

| responsible for this physical printer. |
| |

|
Default | No default.
|

| |
Usage | |
Guidelines | |
|

|
|
I I
Attribute | Description |
|

| |
Name | maximum-copies-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Explanation| Indicates the number of document copies, in a single [
| print job, allowed by this physical printer. |
|

|
| |

Value Type | Single value. |
| |

| |
Values | An integer from 0 to 2147483647. |
| |
| |
Default | 2147483647 |
| |
| |
Usage | o If the value for this attribute is "0", there is no [
Guidelines | limit to the number of document copies.

| o The document attribute copy-count is compared to this |
[ attribute for scheduling. |

|
|

Attribute | Description |
| |

| |
Name | maximume-printer-speed |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Usage | |

| |
Explanation| Specifies the maximum speed of the printer in pages per |

| minute. [
| |
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Value Type | Single value.
|

I
Values

|
| An integer from 0 to 2147483647

| |

| |
Default | none

| |

| |
Usage | o The job attribute printer-speed-range-requested is
Guidelines | compared to this attribute for scheduling.

|

|
Attribute | Description
|

I
Name
|

|
| media-ready
|

Type

|
| Settable with the pdcreate or pdset commands.
|

| |
Explanation| Identifies the media presently loaded in the printer.
| |

|
Value Type | Multiple values.
|

I
Values

Section 5-206
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|
| Any of the following fixed values or any text string up |

to 255 characters that contains the medium names.

iso-a4-white
iso-a4-colored
iso-a4-transparent
iso-a3-white
iso-a3-colored
iso-a5-white
iso-a5-colored
iso-b4-white
iso-b4-colored
iso-b5-white
iso-b5-colored
na-letter-white
na-letter-colored
na-letter-transparent
na-legal-white
na-legal-colored
iso-b5-envelope
iso-b4-envelope
iso-c4-envelope
iso-c5-envelope
designated-long-envelope
na-10x13-envelope
na-9x12-envelope
monarch-envelope
na-number-10-envelope
na-7x9-envelope
na-9x11-envelope
na-10x14-envelope
na-number-9-envelope
na-6x9-envelope
na-10x15-envelope
jis-b4-white
jis-b4-colored
jis-b5-white
jis-b5-colored
executive

folio

invoice

ledger

_17_
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guarto |
iso-a0-white
iso-al-white
iso-a2-white
iso-a6-white
iso-a7-white
iso-a8-white
iso-a9-white
iso-al0-white
iso-b0-white
iso-b1-white
iso-b2-white
iso-b3-white
iso-b6-white
iso-b7-white
iso-b8-white
iso-b9-white
iso-b10-white
jis-bO-white

jis-b1-white

jis-b2-white

jis-b3-white

jis-b6-white

jis-b7-white

jis-b8-white

jis-b9-white

jis-b10-white

D0 T

| |
|

Default | No default.
|
| |

Usage | | p
Guidelines | |
|

|
|

Attribute | Description |
|

| |
Name | media-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Explanation| Identifies the types of media supported by the physical |

| printer. |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values or any text string up |
to 255 characters that contains the medium names. |

iso-a4-white |
iso-a4-colored |
iso-a4-transparent |

iso-a3-white |
iso-a3-colored |
iso-a5-white |
iso-a5-colored |
iso-b4-white |
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iso-b4-colored
iso-b5-white
iso-b5-colored
na-letter-white
na-letter-colored
na-letter-transparent
na-legal-white
na-legal-colored
iso-b5-envelope
iso-b4-envelope
iso-c4-envelope
iso-c5-envelope
designated-long-envelope
na-10x13-envelope
na-9x12-envelope
monarch-envelope
na-number-10-envelope
na-7x9-envelope
na-9x11-envelope
na-10x14-envelope
na-number-9-envelope
na-6x9-envelope
na-10x15-envelope
jis-b4-white
jis-b4-colored
jis-b5-white
jis-b5-colored
executive

folio

invoice

ledger

quarto
iso-a0-white
iso-al-white
iso-a2-white
iso-a6-white
iso-a7-white
iso-a8-white
iso-a9-white
iso-al0-white
iso-b0-white
iso-b1-white
iso-b2-white
iso-b3-white
iso-b6-white
iso-b7-white
iso-b8-white
iso-b9-white
is0-b10-white
jis-bO-white
jis-b1-white
jis-b2-white
jis-b3-white
jis-b6-white
jis-b7-white
jis-b8-white
jis-b9-white
jis-b10-white

o0 TR
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| e
I I
Default | No default. |
| |
| |
Usage | o  The document attribute default-medium is compared to |

Guidelines | this attribute. |
|

|
Attribute | Description |
| |

| |
Name | message

| |
| |

Type | Settable with the pdcreate or pdset commands.
| |

| |
Explanation| Information associated with the physical printer.
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 4095 characters that contains |

| information about this physical printer. |
| |

|
Default | No default.
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

| |
Name | maximum-concurrent-jobs |
| |

|
Type | Non Settable. |
|

| |
Explanation| Identifies the number of of jobs that can be processed by |

| this printer concurrently. |
| |

|
Value Type | Single Value. |
|

|
Values | Any of the following fixed values: |

|
B |
| Set by HPDPS. |

|
Default | 1 |
|

| |
Usage | |
Guidelines | |
|

|
|
I I
Attribute | Description |
|

|
Name | multiple-documents-supported [

Type | Non Settable. |
|

| |
Explanation| Identifies whether this printer is capable of processing |
| and printing multiple documents per job. |
|

|
| |

Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |
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| false
| true
I I
Default | true
| |
| |
Usage |
Guidelines |
I I
I I
Attribute | Description
| |
| |
Name | notification-profile
| |
|
Type

| Settable with the pdcreate or pdset commands.
|

| |
Explanation| Designates which users are to be notified of specified

pd_att_phy ptr(5)

| events related to this physical printer, and how they are |
| to be notified.

|
Value Type | Multiple values.
|

I
Values

|
| This is a complex attribute which has the following

| components:
|
| o event-identifiers
| o delivery-method
| o event-comment
| o delivery-address
| o locale
| |
I I
Syntax | -x "notification-profile={event-identifiers=value
| delivery-method=value event-comment="text
| delivery-address=value locale=value}"
|
| For example:
|
| -x "notification-profile={event-identifiers=
[ class physical-printer-status
| delivery-method=electronic-mail
| event-comment='Its still going’
| delivery-address=jeff@ttank
| locale=C}"
| |
I I
Component | Description
| |
I I
event- | Explanation: Specifies the events for which the user
identifiers| is to receive messages.

Value Type: Multiple values.
Values: Any of the values listed for spooler attribute
events-supported in pd_att_spooler(5).

Default:

(o]

OO0OO0OO0O0O0OO0O0

object-deleted
object-cleaned
printer-needs-administrator
printer-needs-attention
printer-needs-operator
printer-paper-jam
printer-paper-out
printer-paper-output-problem
printer-timed-out

|

Section 5-210
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delivery- | Explanation: Specifies how the user is to receive |

method | event messages. |
Value Type: Single value. |
Values: One of the following fixed values: |

Fixed Value Input Synonym |
message |
none |

I

I

| alue . .

[ electronic-mail e-mail, email |
I

I

I

Default: electronic-mail |
| |

| |
Explanation: Supplies textual information that is |

event- |
comment | appended to the event message. |
| Value Type: Single value. |
| Values: A text string up to 4095 characters that |
[ contains the comment. |
| Default: No default. |
| |
| |
delivery- | Explanation: The address of the person to receive the |
address | event messages. [
| Value Type: Single value. |
| Values: A text string that contains the user name and |
[ host, such as jeff@ttank |
| Default: The login of the user that created this |
[ physical printer with the pdcreate command. |
| |

the message is sent in the correct language. |
Value Type: Single value. |
Values: Locale identification. |
Default: The locale of the user that created this |

| |
locale | Explanation: Provides the locale identification so |
|
I
| he loc .
[ physical printer with the pdcreate command. |

Attribute | Description |
| |

| |
Name | numbers-up-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Explanation| Identifies the number-up values supported by this printer.|
| See the explanation of document attribute number-up in |
| pd_att_document(5) for more information on number-up |

| values. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

I I
| 0 I
| 1 I
| 2 I
| 4 I
I I
Default | No default. |
| |
| |
Usage | o  The document attribute number-up is compared to this |

Guidelines | attribute for validation. |
|

|
Attribute | Description |
|
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Name | notify-operator
| |
| |
Input | operators
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands.
|

| |
Explanation| Identifies people that are to receive the attribute

| job-message-to-operator message.
| |

| |
Value Type | Multiple values.
| |

| |
Values | This is a complex attribute, which has the following

| components:
|
| o delivery-method
| o delivery-address
| |
| |
Syntax | -x "notify-operator=dm value:da value"

|
| For example: message:op2@phyptrl
|

| |
Component | Description
| |

| |
delivery- | Explanation: Specifies how the person is to receive
method | the messages.
| Value Type: Single value.
| Values: One of the following fixed values:
[ electronic-mail
[ message
[ none
|

Default: electronic-mail
| |

| |
delivery- | Explanation: The address of the person to receive the
address | messages.
| Value Type: Single value.
| Values: The user ID and host of the person.
| Default: The login of the person who created this
[ physical printer with the pdcreate command.

Attribute | Description
|

|
Name | object-class

Type | Non Settable
|

| |
Explanation| Identifies the object class to which this object belongs.
| |

| |
Value Type | Single value.
| |

| |
Values | The value of this attribute is printer.

| |

| |
Default | printer

| |

| |
Usage |

Guidelines |
|

|
Attribute | Description
|

| |
Name | output-bins-supported

Section 5-212 -23-

pd_att_phy ptr(5)

|
HP-UX Release 11.0: October 1997



pd_att_phy ptr(5) pd_att_phy ptr(5)

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Usage | Values vary by printer model. |
| |

| |
Explanation| Identifies the output bins supported by this printer.
| |

| |
Value Type | Multiple values.
| |

| |
Values | A text string of up to 255 characters that describes the |
output bin, or any of the following fixed values: |

top |
middle |

bottom |
side |
left |
right |
face-up |
face-down |
large |
private |
collator |

| |
Default | No default |
| |

| |
Usage | o The job attribute results-profile component output-bin|

Guidelines | is compared to this attribute for validation. |
|

|
Attribute | Description |
| |

| |
Name | page-select-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |
| printer attribute file. |

| |

| |

Usage | Values vary by printer model. |
| |

| |
Explanation| Identifies the types of page identifiers supported by this|
printer, either numeric or alphanumeric string, or both. |
Only the numeric type is currently supported. This |
attribute specifies the acceptable values that may be |
given for document attribute page-select; see |
pd_att_document(5) for more information. [

|

|
| |

Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

| I
| numeric |
| |
| |
Default | No default |
| |
| |
Usage | o The document attribute page-select is compared to |

Guidelines | this attribute for validation. |
|

|
Attribute | Description
|
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Name | plexes-supported
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |

|
Usage | Values vary by printer model. |
| |

| |
Explanation| Identifies the plexes supported by this printer. Plex |
| indicates whether the page images of the output document |
| are conditioned for eventual one-sided or two-sided [
| printing, and the relative orientation of consecutive |
| pages. I

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

|
| simplex (single sided) |
| duplex (double sided) |
| tumble (double sided, every other page upside-down) |
| |
| |
Default | No default. |
| |
| |
Usage | o The document attribute plex is compared to this |
Guidelines | attribute for scheduling.

|
| o HPDPS defaults "sides=2" when plex=duplex. HPDPS does|
[ not currently perform any other conditioning when [
[ plex=duplex. |

Attribute | Description |
|

Name | printer-community-name |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
| |
| |
Usage | Values vary by printer model. |

| |
Explanation| Identifies the password used for SNMP communication with |
| the printer whose attachment-type is tcpip. |
|

|
| |

Value Type | Single value. |
| |

| |
Values | A text string up to 255 that contains the physical

| printer's community name. |
| |
| |
Default | internal |
| |
| |
Usage | o May be set with the pdcreate command at the time of |
Guidelines | physical printer creation if the attachment-type is |

[ tcpip. Ignored for other attachment-types. |

|
|

Attribute | Description |
|

| |

Name | printer-mopy-ready |
| |
|

Type | Settable |
|

| |
Explanation| Indicates if printer printer's multiple copy feature is |

| ready for use. |
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Value Type | Single boolean value. |
|

|
Values | true, or false. |

| |
| |
Default | No default. |
| |
| |
Usage | The value of this attribute must be supported by job |

Guidelines | attribute printer-mopy-supported. |
|

|
Attribute | Description |
|

| |
Name | printer-mopy-supported |
| |

|
Type | Settable |
|

| |
Explanation| Indicates if printer is capable of printing multiple
| copies by spooling a job in internal storage. |
| |

|
Value Type | Single boolean value. |
|

|
Values | true, or false. |

| |
| |
Default | No default. |
| |
| |
Usage | To verify if multiple copies can be printed by submitting |

Guideline s | a job to the printer once. |
|

|
Attribute | Description |
|

Name | | print-queue-name | |
Input I | print-queue I |
Synonyfn | | |
Type : | Specifiable with the pdcreate com:mand. |

Usage I | I

| |
Explanation| Specifies which Ip/bsd queue is associated with this
| physical printer. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the name |
| of the Ip/bsd queue. |

|
Default | No default. |
| |
| |
Usage | o Must be set with the pdcreate command at the time of |
Guidelines | creation if the attachment-type is one of the |
following: |
I
tepip-bsd |
Ip-spool-hp |
Ip-spool-bsd |

Ignored for other attachment-types. |

The value identifies the name of the HP-UX Ip spooler |
destination or BSD spooler queue associated with the |
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[ physical printer.

|
|

Attribute | Description
|

Name | printer-locations
| |
| |
Input | locations
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands.
|

| |
Explanation| Identifies the locations of the physical printer devices. |
| |

| |
Value Type | Multiple values.
| |

pd_att_phy ptr(5)

| |
Values | Any text string up to 4095 characters that contains the |

|
Default | No default.

| |

| |
Usage | o The job attribute printer-locations-requested is
Guidelines | compared to this attribute for scheduling.

|

|

|

I I

Attribute | Description
|

Name | printer-model
| |
| |
Input | model
Synonym |
| |
| |
Type | Specifiable with the pdcreate command.
| |

| |
Explanation| Identifies the model ID defined by the manufacturer of

| the physical printer device.
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 4095 characters that contains the

| model ID.
| |
| |
Default | No default.
| |
| |
Usage | o Must be set with the pdcreate command at the
Guidelines | physical printer creation unless the attachment-type

is one of the following:

|

|

[ Ip-spool-hp
[ Ip-spool-bsd
|
|
|

0 The job attribute printer-models-requested is
compared to this attribute for scheduling.

Attribute | Description
|

Name | printer-name
| |
| |
Input | printer, physical-printer
Synonym |
|
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Type | Non Settable

| |

| |
Explanation| Identifies the physical printer object.

| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the |
| name of this physical printer. |
| I
| Set by HPDPS from the argument used with the pdcreate |
|

command. |
| |
| |
Default | No default. |
| |
| |
Usage | o The job attribute physical-printer-requested is |
Guidelines | compared to this attribute for validation.

| o The name must be unique within the DCE cell. |

Attribute | Description |
|

| |
Name | printer-needs-attention-time |
| |

|
Type | Non Settable
|

| |
Explanation| Reports the amount of time the printer has been waiting |

| for simple intervention, such as loading paper. |
| |

|
Value Type | Single value. |
|

|
Values | [HH:JMM. Unit is minutes. |

| |
| |
Default | No default. |
| |
| |
Usage | |
Guidelines
| | | p

|
Attribute | Description |
| |

| |
Name | printer-needs-key-operator-attention-time |

Type | Non Settable
|

| |
Explanation| Reports the amount of time the printer has been waiting |

| for attention by a key (or skilled) operator. |
| |

|
Value Type | Single value. |
|

|
Values | [HH:]MM. Unit is minutes. |

| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

| |
Name | printer-pass-through |
| |

|
Input | other-options |
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Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands, or by the |
| printer attribute file. |
| |
| |
Usage |

| |
Explanation| Contains information to be passed to the printer

| interface program. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains |

| information for the printer interface program. |
| |

|
Default | No default. |
| |
| |
Usage | o The value of this attribute is passed as the 4th |
Guidelines | argument of the interface program. |
|

|
| |
I I
Attribute | Description |
|

Name | printer-realization |
| |

| |
Type | Specifiable with the pdcreate command. |
| |

| |
Explanation| Indicates whether the printer has been designated as a |

| physical or a logical printer. |

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| physical |
| |
| |
Default | physical |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

| |
Name | printer-resolutions-supported |
| |
| |
Type | Settable with the pdcreate or pdset commands, or by the |
| printer attribute file. |
| |

| |
Explanation| Identifies the resolutions supported by the printer. |
| |

| |
Value Type | Multiple Values
|

| |
Values | This is a complex attribute with the following components:|

|
[ 0 An optional object identifier with one of the |

[ following fixed values: |

| I
[ highest |

[ lowest |

[ medium |
|
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| o An integer from O to 2147483647.
| I

| |
Syntax | [object identifier:]integer value

| I
| For example: highest:600, or 300 |
|

| |
Component | Description |
| |

| |
1st | Explanation: If given, the 1st component specifies an |

component | object identifier that is associated with the |
resolution value given in the 2nd component. |
This component is optional. |

|

|

[ If a job specifies the value of the default-printer- |

[ resolution attribute to be one of these object |
[ identifiers (highest/lowest/medium), this component |

[ gives the mapping of that object identifier to the |
|

actual resolution specified by the 2nd component. |
| |

| |
2nd | Explanation: Actual resolutions in dots per inch supported|

component | by this printer. |
| |
| |
Default | none
| |
| |
Usage | o  The document attribute default-printer-resolution is |
Guidelines | compared to this attribute for validation. |
|

|
|
I I
Attribute | Description |
|

| |
Name | printer-resource-context-printer [
| |

| |
Type | Non Settable. |
|

| |
Explanation| Identifies the location of the information about the

| printer model. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains the |

| path name of the printer information location. |
| |

|
Default | No default.
|

| |
Usage | |
Guidelines | |
|

|
|
I I
Attribute | Description |
|

| |
Name | printer-state |
| |

|
Type | Non Settable |
|

| |
Explanation| Identifies the current state of the printer.
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| connecting-to-printer |

HP-UX Release 11.0: October 1997 -30- Section 5-219




pd_att_phy ptr(5) pd_att_phy ptr(5)

idle |
needs-attention |
needs-key-operator |

paused |
printing |
timed-out |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

Name | | printer-tcpip-internet-address | |
Input I | tcpip-internet-address, internet—addrelss |
Synonyﬁn | |

Type : | Settable with the pdcreate or pds:et commands. |
Usage I | I

| |
Explanation| Sets the Internet Address parameter for TCP/IP attached |
| printers. This is the Internet Protocol address assigned |

| to the printer. |

|
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains either |

| a:
| Dotted decimal address A series of 4 integers within |

[ the range of 0 to 255, each |

[ separated by a period (.). |

| I
| For example: 15.0.65.103 [

|
|

Hostname Such as hppddev4.cup.hp.com |
| |
| |
Default | No default. |
| |
| |
Usage | o Must be set with the pdcreate command at the time of |
Guidelines | physical printer creation if the attachment-type is |

one of the following: |

|

|

| tcpip |
[ tcpip-bsd |

[ Ip-spool-hp |

I Ip-spool-bsd |

|

Ignored for other attachment-types. |

|
|
Attribute | Description |
|
| |

Name | printer-tcpip-port-number |
| |
| |
Input | tcpip-port-number, port-number |
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
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| |
Usage |

| |
Explanation| Sets the Port Number parameter for TCP/IP attached |
| printers. This is the TCP/IP port number configured at |

| the physical printer device. |
| |

|
Value Type | Single value. |
|

|
Values | An integer from 9100 to 9102. |

| |

| |
Default | 9100

| |

| |
Usage | o May be set with the pdcreate command at the time of |
Guidelines | physical printer creation if the attachment-type is |

[ tcpip. Ignored for other attachment-types. |

|
|

Attribute | Description |
|

Name | printer-timeout-period |
| |
| |
Input | timeout-period |
Synonym |
| |
| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Usage |

| |
Explanation| Specifies the amount of time (in seconds) the supervisor |
| is allowed to connect to a shared network printer |
| (physical printer device) after the physical printer |

| receives a new job request. |
| |

| |
Value Type | Single value. |
| |

| |
Values | An integer from O to 2147483647. The unit is seconds. |
| |
| |
Default | 60 seconds
| |
| |
Usage | o While the supervisor is attempting to connect to the |
Guidelines | printer device, the physical printer is in the

[ connecting-to-printer state, and it can still accept |

[ jobs. See the description of the maximum-concurrent- |

[ jobs attribute. |
| o If the supervisor cannot connect to the printer |

[ device within the specified time, the following |

[ happens unless the time is not O: |
[ - The printer-state becomes timed-out

[ - A warning message may be issued, depending on the |
[ notification profile of this physical printer. |

[ - The supervisor continues to try to connect to the |

[ printer device until successful, or until the job |

[ is canceled or paused. |

|
|

Attribute | Description |
| |

| |
Name | printer-types |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
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| |

| |
Explanation| Identifies the marking technologies of the printer

| |

| |
Value Type | Multiple values. |
| |

| |
Values | One of the following fixed values: |

other |
electrophotographic-led |
electrophotographic-laser |
electrophotographic-other |
impact-moving-head-dot-matrix-9-pin |
impact-moving-head-dot-matrix-24-pin |
impact-moving-head-dot-matrix-other [
impact-moving-head-fully-formed |
impact-band |
impact-other |
inkjet-aqueous |
inkjet-solid |
inkjet-other |
pen I
thermal-transfer |
thermal-sensitive |
thermal-diffusion |
thermal-other |
electro-erosion |
electro-static |
photographic-microfiche |
photographic-imagesetter |
photographic-other |
ion-deposition |

E-beam |
typesetter |
| |
| |
Default | No default. |
| |
| |
Usage | o  The job attribute printer-types-requested is compared |
Guidelines | to this attribute for scheduling and validation. |
|

|
Attribute | Description |
|

| |
Name | registered-with-spooler |
| |

|
Type | Non Settable |
|

| |
Explanation| Indicates whether the physical printer and spooler have |

| established communication. |

|
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | false |
| |
| |
Usage | |
Guidelines | |
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Attribute | Description |
|

Name | sides-supported |
| |

| |
Type | Settable with the pdcreate or pdset commands, or by the |

| printer attribute file. |
| |

| |
Explanation| Identifies whether the printer can print on one or two |

| sides of the media. |

|
Value Type | Multiple values. |
| |

| |
Values | An integer of 1 or 2. To support both single-sided and |
| double-sided printing, use both value 1 and value 2 as |

| separate values for this multiple-valued attribute. |
| |

|
Default | No default
| |
| |
Usage | o The document attribute sides is compared to this |
Guidelines | attribute for scheduling. |
|

|
Attribute | Description |
|

Name | start-message-supported |
| |
| |
Type | Settable with the pdcreate or pdset commands, or by the |
| printer attribute file. |
| |
| |
Explanation| Indicates whether the physical printer supports the job |
| attribute job-start-message. If supported, the printer |
| will be able to send the specified message to the persons |
| identified in the notify-operator attribute. [
|

|
| |

Value Type | Single value. |
| |

| |
Values | One of the following fixed values: | p
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | true |
| |
| |
Usage | o The job attribute job-start-message is compared to |

Guidelines | this attribute for validation. |
|
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NAME

pd_att_queue - list of attributes for an HPDPS queue object

DESCRIPTION
The following is a list of valid attributes and values for the queue object class of the HP Distributed Print
Service.

Attributes for a Queue Object

I
Settable Attribute Listing | Specifiable Attribute Listing [
| |

| |
backlog-lower-bound | There are no specifiable |
backlog-udpdate-interval | attributes for a queue object. |
backlog-upper-bound | |
descriptor | [
list-of-managers | |
message | |
notify-operator | |
notification-profile | |
protected-attributes | |
scheduler-ready | |

Table 1-1. Queue Attributes |

Attribute | Description |
|

| |
Name | associated-server |
| |

|
Type | Non Settable |
|

|
Explanation| Indicates the name of the server in which this queue

| resides. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the name |
| of the server. Implicitly set from the argument |
| (ServerName:QueueName) specified when this queue was |

| created with the pdcreate command. |
| |

|
Default | No default. |
|

| |
Usage | |
Guidelines | |
|

|
Attribute | Description |
|

|
Name | backlog-lower-bound |

| |
Type | Settable with the pdcreate and pdset commands. |
| |

| |
Explanation| Identifies the limit (time to print jobs within the |
| queue) below which the queue is not considered |
| backlogged. A backlogged condition is reset when the |
gueue-backlog value is less than this value, if backlog |

|
| computing is enabled. |
| |

|
Value Type | Single value. |
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|
Values | [HH:]MM. Unit is minutes. |

I I
Syntax | backlog-lower-bound=[HH:]MM. |
I
| Can be just minutes or hours and minutes. |
I |
I
I
I

For example: -x "backlog-lower-bound=5" |

or |
-X "backlog-lower-bound=1:10" |
| |
| |
Default | No default. |
| |
| |
Usage | o The value for this attribute must be less than or |
Guidelines | equal to the value specified for the |

[ backlog-upper-bound attribute. |

| o The value for the attribute backlogged is reset to |

[ false when the value for the queue-backlog attribute |

[ becomes less than this value if backlog computing is |

[ enabled (backlog-update-interval value not equal to |

I 0). I

Attribute | Description |
| |

| |
Name | backlog-update-interval |

| |
| |

Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Specifies how often the queue backlog is computed. |
| |

| |
Value Type | Single value. |
| |

| |
Values | [HH:JMM. Unit is minutes. |

I
| If set to 0, backlog computing is disabled. |
| |

| |
Default | The greater value of the following: |
I I
[ 1 minute |
I or I
[ The value of the backlog-upper-bound attribute |
| divided by 30. |
| |
| |
Usage | o The value for this attribute must be less than or |
Guidelines | equal to the value specified for the |

[ backlog-upper-bound attribute. |
| o This default value is set when the queue is created. |

[ If the value for the backlog-upper-bound attribute is |

[ changed later with the pdset, the value for this |

[ attribute is not changed. |

|
|

Attribute | Description |
| |

| |
Name | backlog-upper-bound |
| |

| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Identifies the limit (time to print the jobs in the |
| queue) above which the queue is considered backlogged. |
|
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Value Type | Single value. |
|

|
Values | [HH:]MM. Unit is minutes. |

| |
| |
Default | No default. |
| |
| |
Usage | o The value for this attribute must be greater than or |
Guidelines | equal to the value specified for the |

[ backlog-lower-bound attribute. |
| o The value for the attribute backlogged is set to true |

[ when the value for the queue-backlog attribute |

[ exceeds this value if backlog computing is enabled. |

|
|

Attribute | Description |
|

|
Name | backlogged |

Type | Not Settable |
|

| |
Explanation| Identifies whether the queue is backlogged.
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| Fixed Value Input Synonym |
| true yes [
| false no |
| |
| |
Default | false |
| |
| |
Usage | o  This attribute value is set to true when backlog |
Guidelines | computing is enabled (backlog-update-interval not |

[ equal to 0) and the queue-backlog value exceeds |

[ backlog-upper-bound. |
| o This attribute value is set to false when the |

[ gueue-backlog value falls below the |

[ backlog-lower-bound value. |

Attribute | Description |
| |

| |

Name | descriptor |
| |
|

|
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Provides a description of this queue. |
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that describes this |
| queue. You may want to specify such things as: |
| o The name of the department or the account number for |
[ the users of this queue. |
| o Any other information that is unique to your company |
|

or organization. |

|
Default | No default |
| |
| |
Usage | o The use of this attribute is optional. However, a |
Guidelines | detailed description of this queue is helpful to users|
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[ who want to determine where to submit a given job or |

[ administrators who want to determine which queue to |

[ associate with a logical printer. |
|

Attribute | Description |
|

|
Name | list-of-managers |

| |

| |
Input | managers |
Synonym | |

| |

| |
Type | Settable with the pdcreate or pdset commands. |

|

| |
Explanation| Lists the people responsible for the maintenance and |

| operation of this queue. |

|
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per person that |

| contains the name or ID of the person responsible for |
| this queue. |
| |
| |
Default | No default. |
| |
| |
Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|

|
Name | logical-printers-assigned |

| |
| |
Type | Non Settable. |
| |
| |
Explanation| Lists the logical printers associated with this queue. | p
| |

|
Value Type | Multiple values.
| |

| |
Values | A text string up to 255 characters per printer that |
| contains the logical printer global ID. Implicitly set [
| to the logical printer attribute associated-queue value |
| when the logical printer is created. |

Default | No default. |
|

| |

Usage | |

Guidelines | |
I I

I I

Attribute | Description |
|

|
Name | logical-printers-ready |

|
Type | Non Settable. |
|

| |
Explanation| Lists the enabled logical printers that are associated |

| with this queue. |
| |

|

Value Type | Multiple values. |
|
| |
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Values | A text string up to 255 characters that contains the ID |

of the physical printers (per printer) that are ready to |
accept jobs. Implicitly set when physical printers are [

enabled and have a state of either idle,

connecting-to-printer, or printing. Implicitly reset
when a physical printer is disabled, paused, timed-out, |

needs-attention, or needs-key-operator-attention.
|

Guidelines |
|

|
Attribute | Description
|

|
Name |
|

|
message
|

| |
Type | Settable with the pdcreate or pdset commands.
| |

| |
Explanation| Provides a message associated with this queue.
| |

|
Value Type | Single value.
|

| |
Values | A text string up to 4095 characters that contains

information about this queue.

|
Default | No default.
|

|
Usage |
Guidelines |

|

|
Attribute | Description
|

|
Name |
|

notification-profile

| |
Type | Settable with the pdcreate or pdset commands.
| |

| |
Explanation| Designates which persons are to be notified of specific
| events related to this queue, and how they are to be |

notified.
|

|
Value Type | Multiple Values
|

| |
Values | This is a complex attribute, which has the following

components:

o event-identifiers
0 delivery-method
0  event-comment
0 delivery-address
0

locale
|

Section 5-228

| |
Syntax | -x "notification-profile={event-identifiers=events

delivery-method=value event-comment="text’
deliver-address=value locale=value}"

For example:

-X "notification-profile={event-identifiers=class-error
delivery-method=electronic-mail

_5_

|
Default | No default. |
| |
| |
Usage | o The list changes as logical printers are enabled or |
disabled. |
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| event-comment="fix problem’ delivery-address=mary@travel |
| locale=C}" |

|
Component | Description |
| |

| |
event- | Explanation: Specifies the events for which the [
identifiers| person is to receive messages. |
| Value Type: Multiple values. |
| Values: Any of the event values listed for spooler |
[ attribute events-supported in pd_att_spooler. |
| Default: |
[ 0 object-deleted |
[ 0 object-cleaned |
[ 0 queue-backlogged |
| |
| |
delivery- | Explanation: Specifies how the user is to receive the |
method | event messages. |
Value Type: Single value. |
Values: One of the following fixed values: |
Fixed Value Input Synonym |
electronic-mail e-mail, email |

|

|

|

| .

I file |
|

|

|

file-add-to |
message |
none |

Default: electronic-mail |

|
event- | Explanation: Supplies textual information that is |
comment | appended to the message |
| Value Type: Single value. |
| Values: A text string up to 4095 characters that |
[ supplies additional information concerning the event. |
| Default: No value. |

| |
| |
delivery- | Explanation: The address of the person that is to |

address | receive the event messages. |
Value Type: Single value. | p

|

| Values: A text string that contains the name and node |
[ of the person that is to receive notification. |

| Default: The login of the person that created the |
|

gueue with the pdcreate command. |
|

locale |

|
Explanation: Identifies the locale that the messages are |
[ to be sent in. |
| Value Type: Single value. |
| Values: A text string that identifies the locale to |
[ be used. This is used to determine the language and |
[ coded character set that the information is to be |
[ sent in. |
| Default: The locale of the person that created this |
[ gueue with the pdcreate command. |

|
|

Attribute | Description |
|

|
Name | notify-operator |

| |
| |
Input | operators |
Synonym | |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
| |

HP-UX Release 11.0: October 1997 -6 - Section 5-229



pd_att_queue(5) pd_att_queue(5)

Explanation| Identifies people that are to receive the attribute

| job-message-to-operator message. |
| |

| |
Value Type | Multiple values. |
|

| |
Values | This is a complex attribute with the following
| components: |
| o delivery-method |
| o delivery-address |
| |
| |
Syntax | -x "notify-operator=delivery-method value: |
[ delivery-address value" |

| For example: -x "notify-operator=message:op3@fastpr" |
|

|
| |

Component | Description |
| |

I I
delivery- | Explanation: Specifies how the person is to receive |
method | the messages. |
| Value Type: Single Value |
| Values: One of the following fixed values: |
[ electronic-mail |
[ message |
[ none |
| Default: electronic-mail |
| |
I I
delivery- | Explanation: The address of the person that is to |
address | receive the message. |
| Value Type: Single Value |
| Values: A text string that contains the user ID and |
[ node of the person that is to receive the message. |
I

Default: The login of the person that created this |
queue. |

|
|

Attribute | Description |
|

|
Name | object-class |

Type | Non Settable |
|

| |
Explanation| Identifies the object class to which this object belongs. |
| |

| |
Value Type | Single value. |
| |

| |
Values | The value of this attribute is queue |
| |
| |
Default | queue |
| |
| |
Usage | |

Guidelines | |
|

|
Attribute | Description |
|

|
Name | physical-printers-assigned |
|

Type | Non Settable |
|

| |
Explanation| Lists the physical printers that receive jobs from this |

| queue. |
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Value Type | Multiple values.
| |

| |
Values | A text string up to 255 characters per printer that |
| contains the ID of a physical printer that is associated |
| with this queue. Implicitly set when a physical printer |
| registers and its associated-queue attribute value is the |
| name of this queue. |
| |

|
Default | No default. |
|

I I

Usage | |

Guidelines | |
[ |

[ |

Attribute | Description |
|

|
Name | physical-printers-ready |
|

Type | Non Settable |
|

| |
Explanation| Lists the enabled physical printers that can receive a |

| job from this queue. |

|
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per printer that |
| contains the global ID of a physical printer assigned to |

| this queue that is ready. |

|
Default | No default. |
| |
| |
Usage | o A physical printer becomes ready when it is enabled |
Guidelines | and the state is either idle, connecting-to-printer, |
[ or printing. |
I I
| |
N - [ p
Attribute | Description |
| |
| |
Name | protected-attributes |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation| Specifies one or more queue attributes that you do not |
| want HPDPS operators to set or change. |
|

|
| |

Value Type | Multiple values. |
| |

| |
Values | One or more queue attribute names. |

| |
| |
Default | protected-attributes |
| |
| |
Usage | o Normally, anyone with DCE write permission for queues |
Guidelines | can set values for queue attributes. By default, the |

[ pd_admin and pd_operator DCE groups both have write |
[ permission. Once you define a queue attribute as a |

[ protected attribute, DCE delete permission is required|

[ to modify the attribute. Members of the pd_operator |

[ DCE group do not have delete permission unless |
[ modifications have been made to the default |

[ permissions for that group. |
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Attribute | Description
|

Name | queue-backlog
| |
| |
Input | backlog, current-backlog
Synonym |
| |
| |
Type | Non Settable

| |
Explanation| Specifies the amount of time that this queue might be

pd_att_queue(5)

| backlogged. This is a computed estimate of time it will |

| take to print all of the jobs currently in the queue.
|

|
Value Type | Single value.
|

|
Values | [HH:JMM. Unit is minutes.

| |

| |
Default | No default.

| |

| |
Usage |

Guidelines |
|

|
Attribute | Description
|

|
Name | queue-name
|

|
Type | Non Settable
|

|
Explanation| Uniquely identifies this queue object
|

|
Value Type | Single value.
|

| |
Values | A text string up to 255 characters that contains the name |

| of this queue.

Set by the argument

| (ServerName:QueueName) of the pdcreate command when this |

| queue was created.

|
Default | No default. |
| |
| |
Usage | o Name of this queue must be unique within the DCE |
I

Guidelines | cell.
|

|
Attribute | Description
|

|
Name | queue-state
|

|
Type | Non Settable
|

| |
Explanation| Identifies the current state of the queue.
| |

|
Value Type | Single value.
|

|
Values | One of the following fixed values:

|
| paused
| ready
| |
| |
Default | No default.
| |
| |
Usage |
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Guidelines |
|

|
| |
I I
Attribute | Description |
|
| |

Name | scheduler-ready |
| |
| |
Input | scheduler |
Synonym | |
| |
| |
Type | Settable with the pdcreate or pdset commands. |
|

| |
Explanation| Identifies the scheduling method used to determine the |
| order in which jobs in the queue are sent to physical |

| printers. |

I
Value Type | Single Value |
|

| |
Values | One of the following fixed values: |

| |
| fifo |
| priority-fifo |
| I
| Must be one of the spooler attribute schedulers-supported |
| values. |
| |
| |
Default | priority-fifo |
| |
| |
Usage | o This attribute can be changed even if there are jobs |
Guidelines | currently in the queue. The jobs currently in the |
[ gueue will be reordered according to the new |
[ scheduler. |
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NAME
pd_att_spooler - list of attributes for an HPDPS spooler object

DESCRIPTION
The following is a list of valid attributes and values for the spooler object class of the HP Distributed Print
Service.

Attributes for a Spooler Object

I
Settable Attribute Listing | Specifiable Attribute Listing [
| |

| |
descriptor | There are no specifiable |
job-submission-timer | attributes for a spooler object. |
list-of-managers | |

notification-profile | |
printer-register-threshold | |
protected-attributes | |

|

|

|

|

I

I

I

I message | |
I

l :

| security-level | |
|

|

I
Table 1-1. Spooler Attributes |

Attribute | Description |
| |
| |
Name | cancel-individual-document-supported |
| |
| |
Type | Non Settable
|

| |
Explanation | Indicates whether the spooler is capable of canceling [

| individual documents within a multiple-document job. |
| |

|
Value Type | Single value.
|

| |
Values | The acceptable value is false or its synonym.

| |
| |
Default | false |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | descriptor |
| |
| |
Type | Settable with the pdset command. |
|

| |
Explanation | Provides a description of this spooler.
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains a |
| description of this spooler. |

|
Default | No default. |

Usage | |
Guidelines | |
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| |
|
Attribute | Description |

| |
| |
Name | document-attributes-supported |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the document attributes supported by the

| spooler. |

|
Value Type | Multiple values. |
| |

|
Values | Any of the following fixed values: |
I
content-orientation See Note at end of list |
copy-count |
default-input-tray See Note at end of list |
default-medium See Note at end of list |

document-comment |
document-content |
document-file-name |
document-format |
document-sequence-number |
document-type |
initial-value-document |
object-class |
octet-count |

page-count |
plex See Note at end of list |
print-quality See Note at end of list |
printer-initial-value-document |
printer-pass-through See Note at end of list |

sides See Note at end of list |

transfer-method |

Note: This value is dynamic; it is added and removed |
depending on the default values of the physical printers | p
that are registered. |

|
Default | No default. |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | events-supported |
| |
| |
Type | Non Settable |
|

|
Explanation | Lists the events supported by the spooler.
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

class-aborted |
class-error |
class-job-attention |
class-job-default |
class-job-problem |
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class-job-status
class-logical-printer-attention
class-logical-printer-default

class-logical-printer-configuration

class-logical-printer-status
class-queue-attention
class-queue-default
class-queue-configuration
class-queue-status
class-server-attention
class-server-default
class-server-configuration
class-server-status
class-report
class-state-changed
class-warning
close-to-discard-time
internal-server-error
job-aborted-by-server
job-assigned-to-queue
job-canceled-by-operator
job-canceled-by-user
job-cannot-be-scheduled
job-completed
job-discarded
job-modified

job-paused

job-promoted
job-requeued
job-resubmitted
job-resumed
job-state-changed
job-submission-not-complete
job-timed-out
no-document
object-cleaned
object-created
object-deleted
object-modified
object-paused
object-resumed
past-discard-time
printer-disabled
printer-enabled
printer-registered
printer-shutdown-job-requeued
printer-unregistered
processing-started
gueue-backlogged
gueue-no-longer-backlogged
gueue-state-changed
server-startup-complete
server-shutdown-complete
server-shutdown-started
server-state-changed

I
Default

| No default.

Usage

Guidelines
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Attribute | Description |
| |
| |
Name | job-attributes-supported |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the job attributes supported by this spooler. |
| |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

completion-time |
current-job-state |
initial-value-job |
intervening-jobs [
job-batch |
job-client-id |
job-comment |
job-copies-completed |
job-discard-time |
job-end-message |
job-finishing |
job-hold |
job-identifier |
job-message-from-administrator |
job-message-to-operator |
job-name |
job-originator |
job-owner |
job-print-after |
job-priority |
job-retention-period |
job-start-message |
job-state-reasons |
job-submission-complete |

modification-time | p
name-of-last-accesser |

new-job-identifier |

notification-profile |

number-of-documents |

object-class |

octets-completed |
on-request-resources-required |

pages-completed |

physical-printer-requested |

previous-job-state |

print-checkpoint |

printer-initial-value-job |

printer-locations-requested |

printer-models-requested |

printer-name-requested |

printers-assigned |

printers-used |

processing-time |

gueue-assigned |

results-profile |

started-printing-time |

submission-time |

total-job-octets |

user-locale |

user-name |
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Default | No default.
| |
| |
Usage |
Guidelines |
I I
I I
Attribute | Description
| |
| |
Name | job-state-reasons-supported
| |
|
Type | Non Settable

| this spooler.
|

| |
Explanation | Identifies the job-state reasons that are supported by

|
Value Type | Multiple values.
|

Values | Any of the following fixed values:
|
| aborted-by-system
| canceled-by-operator
| canceled-by-user
| successful-completion
| job-hold-set
| job-print-after-specified
| required-resources-not-ready
| required-resources-not-supported
| |
| |
Default | No default.
| |
| |
Usage |
Guidelines |
I I
I I
Attribute | Description
| |
| |
Name | job-states-supported
| |
| |
Type | Non Settable

| |
Explanation | Identifies the job-states supported by this spooler.
| |

|
Value Type | Multiple values.
|

Values

canceled

held

paused
pending
pre-processing
processing
retained
terminating
timed-out
unknown

|
| Any of the following fixed values:

Default

| No default.

Usage
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Attribute | Description |
| |
| |

Name | job-submission-timer |
| |
| |

Type | Settable with the pdset command. |
|

| |
Explanation | Specifies the maximum time to wait between job |

| submissions. |
| |

|
Value Type | Single value. |
|

|
Values | [HH:]MM. Unit is minutes. |

| |
| |
Default | 30 minutes |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | list-of-managers |
| |
| |
Input | managers |
Synonym | |
| |
| |
Type | Settable with the pdset command. |

| |
Explanation | Lists the people that are responsible for the |
| maintenance and operation of this spooler. |
|

|
| |

Value Type | Multiple values. |
| |

| |
Values | A text string up 255 characters that contain the name Or |
| user IDs of the people responsible for this spooler. |
|

Default | No default.
| |
| |
Usage | |
Guidelines | |
| :
I I
Attribute | Description |
| |
| |
Name | locale |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the locale for this spooler.
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 255 characters that contains the

| locale ID of this spooler. |
| |

| |
Default | No default. |

| |

| |
Usage | o Derived from the environment variables for this |
Guidelines | spooler at startup time. The priority sequence to |

[ obtain the locale from the environment variables is: |
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| 1. LC_ALL
| 2. LC_MESSAGES
| 3. LANG
I I
I I
Attribute | Description
| |
| |
Name | logical-printers-ready
| |
| |
Type | Non Settable
|

| |
Explanation | Identifies which logical printers within this spooler
| are ready to accept jobs.

|
Value Type | Multiple values.
|

pd_att_spooler(5)

| |
Values | A text string up to 255 characters that contains the ID |

| of the enabled logical printers.
| reset when logical printers are enabled or disabled

| within this spooler.

Default | No default.
| |
| |
Usage |
Guidelines |
I I
I I
Attribute | Description
| |
| |
Name | logical-printers-supported
| |
| |

| |
Explanation | Identifies the logical printers that are supported by

| this spooler.

|
Value Type | Multiple values.
|

| |
Values | Any text string up to 255 characters per logical

| printer.

Implicitly set when logical printers are
| created or deleted within this spooler.
|

Default | No default.
| |
| |
Usage |
Guidelines |
| :
I I
Attribute | Description
| |
| |
Name | message
| |
| |
Type | Settable with the pdset command.
|

| |
Explanation | Contains information associated with this spooler.
| |

|
Value Type | Single value.
|

| |
Values | A text string up to 4095 characters that contains
| information that is associated with this spooler.
|

|
Default | No default.
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Usage | |
Guidelines | |
| :
I I
Attribute | Description |
| |
| |
Name | modify-individual-document-supported |
| |
| |
Type | Non Settable
|

| |
Explanation | Indicates whether this spooler is capable of modifying |

| individual documents within a multiple document job. |
| |

|
Value Type | Single value. |
|

|
Values | The only value is false. |

| |
| |
Default | false |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | multiple-documents-supported [
| |
| |
Type | Non Settable |
|

| |
Explanation | Indicates whether multiple documents per job are

| supported by this spooler. |
| |

|
Value Type | Single Value |
|

|
Values | The only value is true. |
I I P
I I
Default | true |
| |
| |
Usage | |
Guidelines | |
| :
I I
Attribute | Description |
| |
| |
Name | notification-delivery-methods-supported |
| |
| |
Type | Non Settable
|

| |
Explanation | Identifies the methods that are supported by this |
| spooler for sending messages to the person that is to |

| receive them. |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

|
| electronic-mail |

| message |
| file |

| file-add-to |
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| none |
| |
| |
Default | No default. |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | notification-profile |
| |
| |
Type | Settable with the pdset command. |
|

| |
Explanation | Designates which users are to be notified of specific |
| events related to this spooler, and how they are to be |

| notified. |

|
Value Type | Multiple Values |
|

| |
Values | This is a complex attribute, which has the following
components: |

0 event-identifiers |
0 delivery-method |
0 event-comment |
0 delivery-address |
0 locale |

| |

|

Syntax | -x "notification-profile={event-identifiers=events
delivery-method=value event-comment="text’ |
delivery-address=value locale=value}" |

|

|

|

| For example: [

| I
| -x "notification-profile={event-identifiers= |

| class-server-status delivery-method=electronic-mail |

| event-comment="Too much data’ |

|

delivery-address=Tom@master locale=C}" |
| |

|
Component | Description |
| |
| |
event- | Explanation: Specifies the events for which the [
identifiers | person is to receive messages. |

| Value Type: Multiple values. |
| Values: Any of the values listed for spooler attribute |
[ events-supported. |
| Default: |
[ 0 internal-server-error |
[ 0 object-cleaned |
[ 0 object-deleted |
[ 0 server-shutdown-complete |
| |
| |
delivery- | Explanation: Specifies how the user is to the |
method | receive event messages. [
Value Type: Single value. |
Values: One of the following fixed values: |

|

|

[ Fixed Value Input Synonym |
[ electronic-mail |

[ message e-mail, email |

| file |
[ file-add-to |
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[ none |

| Default: message |
| |

| |
event-comment| Explanation: A text string of information that is |
[ appended to the event message. |
| Value Type: Single value. |
| Values: A text string up to 4095 characters that |
[ contains the comment. |
|

Default: No value. |
| |

| |
delivery- | Explanation: The address of the person that is to |
address | receive event messages concerning this spooler. |
| Value Type: Single value. |
| Values: A text string that contains the user ID and |
[ node of the person that is to receive the event |
[ messages. |
| Default: The login of the user that created this |
|

spooler. |
| |

|

locale | Explanation: ldentifies the locale so the messages

[ can be sent in the language of the person that is to |

[ receive them. |
| Value Type: Single value. |
| Values: A text string that contains the locale of |
[ the person that is to receive the messages. |
| Default: The locale of the person that created this |
[ spooler. |

Attribute | Description |

|
Name | object-class |

Type | Non Settable |
|

|
Explanation | Identifies the object class to which this object

| belongs. |
| |

| |
Value Type | Single value. |
| |

| |
Values | The value of this attribute is server.

| |
| |
Default | server |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | object-classes-supported |
| |
| |
Type | Non Settable |
|

|
Explanation | Lists the object classes supported by this spooler.
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

| document |
| initial-value-document |
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initial-value-job |

|
| job I
| log |
| printer |
| queue |
| server |
| |
| |
Default | No default. |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | physical-printers-ready |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the supported physical printers that are |

| ready to receive jobs from queues in this spooler. |
| |

|
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters that contains the ID |
of the physical printers (per printer) that are ready to |
accept jobs. Implicitly set when physical printers |
associated with queues in this spooler are enabled and |
have a state of either idle, connecting-to-printer, or |
printing.  Implicitly reset when a physical printer is |
disabled, paused, timed-out, needs-attention, or |
needs-key-operator-attention. [

|
Default | No default. |

| |
| |
Usage | o A physical printer is ready when it is enabled and |
Guidelines | the state is either idle, connecting-to-printer, or |
[ printing. |
| :
I I
Attribute | Description |
| |
| |
Name | physical-printers-supported |
| |
| |
Type | Non Settable |
|

|
Explanation | Identifies the physical printers that are supported by |

| this spooler. |

|
Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters per physical printer |
| that contains the IDs of the physical printers that are |
| associated with the queues contained in this spooler. |
| Implicitly set when physical printers associated with |
| queues in this spooler register with this spooler. |
|

Default | No default.

Usage | |
Guidelines | |
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|
Attribute | Description |

| |
| |
Name | printer-register-threshold |
| |
| |
Input | register-threshold |
Synonym |
| |
| |
Type | Settable with the pdset command. |

| |
Explanation | Indicates the amount of time this spooler waits after |
| being re-initialized for a physical printer to |
| re-register. When the physical printer re-registers, it |
| provides information about jobs that were processing |

| when this spooler was shutdown. |
| |

|
Value Type | Single value. |
|

|
Values | [HH:IMM |

| |
| |
Default | 10 minutes |
| |
| |
Usage | o If the physical printer does not re-register within |
Guidelines | the time period and provide status about the jobs it |

[ received, the spooler changes the state of the jobs |
[ from unknown to timed-out. |

Attribute | Description |
| |
| |

Name | problem-child |
| |
| |

Type | Non Settable |
|

| |
Explanation | Identifies whether one of the objects managed by this |

| spooler has a problem or not. |
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| true |
| false |
| |
| |
Default | No default. |
| |
| |
Usage | Used by SAM to determine the problem status of this |

Guidelines | spooler. |

Attribute | Description |
| |
| |

Name | protected-attributes |
| |
| |

Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation | Specifies one or more spooler attributes that you do not |
| want HPDPS operators to set or change. |
|

|
| |

Value Type | Multiple values. |
| |

| |
Values | One or more spooler attribute names. |
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|
Normally, anyone with DCE write permission for |

I
By default, the pd_admin and pd_operator DCE groups |
Once you define a |
spooler attribute as a protected attribute, DCE

Members of the pd_operator DCE group do |

not have delete permission unless modifications have |
been made to the default permissions for that group. |

Default | protected-attributes
| |
|
Usage | o
Guidelines | spooler can set values for spooler attributes.
|
[ both have write permission.
|
[ delete permission is required to modify the
[ attribute.
|
|
| |
| |
I I
Attribute | Description
| |
| |
Name | queues-supported
| |
| |
Type | Non Settable

| |
Explanation | Identifies the queues that are contained in this

| spooler.
|

|
Value Type | Multiple values.
|

I
Values

|
| A text string up to 255 characters that contains the IDs |
Implicitly set |

| of the queues contained in this spooler.
| when queues are created or deleted.
| |
| |
Default | No default.
| |
| |
Usage |
Guidelines |
I I
I I
Attribute | Description
| |
| |
Name | schedulers-supported
| |
| |
Type | Non Settable

|
Explanation | Identifies the scheduling algorithms

| spooler.

|
Value Type | Multiple values.
|

I
Values

| Any of the following fixed values:
|
| fifo
| priority-fifo
| |
| |
Default | fifo
| priority-fifo
| |
| |
Usage |
Guidelines |
I I
I I
Attribute | Description
| |
| |
Name | security-level
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Type | Settable with the pdset command.
| |

| |
Explanation | Identifies the security level for this spooler.
| |

| |
Value Type | Multiple values. |
| |

| |
Values | The only value supported is medium. [
| |
| |
Default | medium |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | server-hostname |
| |
| |
Input | hostname |
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation | Name of the host processor on which this spooler is
| running. |
| |

| |
Value Type | Single Value |
|

| |
Values | A text string up to 4095 characters that contains the |
| hostname of this server. Implicitly set to the hostname |

| where this spooler was created. |
| |

| |
Syntax | node.node.node |

| For example: boxer.denver.gym.com |
|

Default | No default. |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | server-ip-address |
| |
| |
Input | ip-address, i-p-address |
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation | The Internet Address of the host processor on which this |

| spooler is running. |
| |

| |
Value Type | Single Value |
|

| |
Values | A text string that contains the Internet Address for |
| this spooler in format of 4 integers in series within |
| the range of 0 to 255. Each integer is separated from |
| the others by a period (.). Implicitly set to the |
| ip-address of the host on which this spooler is created. |
| |
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Syntax | nn.nn.nn.nn |

| I
| For example: 15.1.1.1 |

|
Default | No default. |

| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | server-name |
| |
| |
Type | Non Settable |
|

|
Explanation | Uniquely identifies this spooler.
|

|
Value Type | Single value.
|

| |
Values | A text string up to 255 characters that contains name of |
| this spooler. Implicitly set from the name specified |
| when the startspl utility is run. |

|
Default | No default. |

| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | server-state |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the current state of this spooler.
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| initializing |
| ready |
| terminating |
| unavailable |
| |
| |
Default | No default. |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | server-type |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the type of server, either spooler or

| supervisor. |
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Value Type | Single value. |
|

|
Values | The value is spooler. |

| |
| |
Default | spooler |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | transfer-methods-supported |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the transfer-methods supported by this

| spooler. |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

| I
| dce-pipe-pull |
| with-request |
| |
| |
Default | dce-pipe-pull |
| with-request |
| |
| |
Usage | o The document attribute transfer-method is compared |
Guidelines | to this attribute for validation and scheduling. |
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NAME
pd_att_supervisor - list of attributes for an HPDPS supervisor object

DESCRIPTION
The following is a list of valid attributes and values for the supervisor object class of the HP Distributed
Print Service.

Attributes for a Supervisor Object

Settable Attribute Listing | Specifiable attribute Listing |
| |
| |
descriptor | There are no specifiable |
job-submission-timer | attributes for a supervisor |
list-of-managers | server object. |

notification-profile | |
protected-attributes | |
security-level | |

|
|
|
I
|
|
|
| message | |
|
|
|
| server-resource-context-printer| |

|

I

I
Table 1-1. Supervisor Attributes |

Attribute | Description |
| |
| |
Name | cancel-individual-document-supported |
| |
| |
Type | Non Settable
|

| |
Explanation | Indicates whether this supervisor is capable of |
| cancelling individual documents within a multiple |
| document job. |
| |

|
Value Type | Single value. |
|

|
Values | The only value is false. |

| |
| |
Default | false |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | descriptor |
| |
| |
Type | Settable with the pdset command. |
|

| |
Explanation | Provides a description of this supervisor.
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that describes this |

| supervisor. |

| |

| |
Default | No default. |

| |

| |
Usage | |
Guidelines | |
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| |
|
Attribute | Description |

| |
| |

Name | events-supported |
| |
| |

Type | Non Settable |
|

|
Explanation | Lists the events supported by this supervisor.
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

checkpoint-taken |
class-aborted |
class-error |
class-physical-printer-attention |
class-physical-printer-default |
class-physical-printer-configuration |
class-physical-printer-status |
class-report |
class-server-attention |
class-server-default |
class-server-configuration |
class-server-status |
class-state-changed |
class-warning |
detailed-messages |
document-aborted-by-printer |
document-aborted-by-server |
document-cancelled-at-printer |
document-content |
file-transferred |
internal-server-error |
job-aborted-by-server |
job-cancelled-by-operator |

job-cancelled-by-user | p
job-completed |

no-document |

no-resource |

object-cleaned |

object-created |

object-deleted |

object-modified |

object-paused |

object-resumed |

other-error |

other-warning |

printer-disabled |

printer-enabled |

printer-function-unavailable |

printer-needs-administrator |

printer-needs-attention |

printer-needs-operator |

printer-paper-jam |

printer-paper-out |

printer-paper-output-problem |

printer-registered |

printer-shutdown-job-requeued |

printer-state-changed |

printer-timed-out |

printer-toner-low |
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printer-unregistered
processing-started
resource-needs-attention
resource-needs-operator
server-shutdown-complete
server-shutdown-started
server-startup-complete
server-state-changed
unable-to-register
unrecognized-resource

Default | No default.
| |
| |
Usage |
Guidelines |
I I
I I
Attribute | Description
| |
| |
Name | job-state-reasons-supported

Type | Non Settable
|

| |
Explanation | Identifies the job-state reasons that are supported by

| this supervisor.
|

|
Value Type | Multiple values.
|

|
Values | Any of the following fixed values:

cancelled-by-user
cancelled-by-operator
aborted-by-system

successful-completion

Default | No default.
| |
| |
Usage |
Guidelines |
| :
I I
Attribute | Description
| |
| |
Name | job-states-supported
| |
| |
Type | Non Settable
|

pd_att_supervisor(5)

| |
Explanation | Identifies the job-states supported by this supervisor. |
| |

|
Value Type | Multiple values.
|

|
Values | Any of the following fixed values:

|
| cancelled
| processing
| terminating
| |
| |
Default |
| |
| |
Usage |
Guidelines |
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| |
|
Attribute | Description |

| |
| |

Name | job-submission-timer |
| |
| |

Type | Settable with the pdset command. |
|

| |
Explanation | Specifies the maximum time to wait for job submissions |

| to complete. [
| |

|
Value Type | Single value. |
|

|
Values | [HH:]JMM. The unit is minutes. |

| |
| |
Default | 30 minutes |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | list-of-managers |
| |
| |
Input | managers |
Synonym | |
| |
| |
Type | Settable with the pdset command. |

| |
Explanation | Lists the people that are responsible for the |

| maintenance and operation of this supervisor. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | A text string that contains the name or user IDs of the |

| people that are responsible for this supervisor. | p
|
| |
Default | No default.
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | locale |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the locale of this supervisor.
| |

| |
Value Type | Single value. |
| |

| |
Values | A text string up to 4095 characters that contains the |

| locale ID of this supervisor. |

|
Default | No default. |

| |
| |
Usage | o Derived from the environment variable for this |
Guidelines | supervisor at the startup time. The priority |
[ sequence to obtain the locale from the environment |
[ variables is: |
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| 1. LC_ALL |
| 2. LC_MESSAGES |
| 3. LANG |
I I
I I
Attribute | Description
| |
| |
Name | message
| |
| |
Type | Settable with the pdset command.
|

| |
Explanation | Information associated with this supervisor.
| |

| |
Value Type | Single value.
| |

| |
Values | A text string up to 4095 characters that contains the |
| information associated with this supervisor. |

|
Default | No default.

| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | multiple-documents-supported [
| |
| |
Type | Non Settable |
|

| |
Explanation | Indicates whether multiple documents per job are

| supported by the supervisor. |
| |

|
Value Type | Single value. |
|

|
Values | The only value is true. |

| |
| |
Default | true |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | notification-delivery-methods-supported |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the notification delivery methods supported [

| by this supervisor. |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

|
| electronic-mail |

| message |
| file |

| file-add-to |

| none |
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Default | No default.
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | notification-profile |
| |
| |
Type | Settable with the pdset command. |
|

| |
Explanation | Designates which users are to be notified of specific |
| events related to the supervisor, and how they are to be |

| notified. |

|
Value Type | Multiple values. |
| |

| |
Values | This is a complex attribute, which has the following
components: |

0 event-identifiers |
0 delivery-method |

0 event-comment |
0 delivery-address |

0 locale |

| |
|
Syntax | -x "notification-profile={event-identifiers=events
delivery-method=value event-comment="text’ |
delivery-address=value locale=value}" |

For example: |

-X "notification-profile={event-identifiers=

object-cleaned object-deleted |
delivery-method=electronic-mail |

event-comment="Better check’ | p

delivery-address=dave@final local=C}" [
| |

|
Component | Description |
| |
| |
event- | Explanation: Specifies the events for which the [
identifiers | person is to receive messages. |

| Value Type: Multiple values. |
| Values: Any of the values listed for supervisor |
[ attribute events-supported. |
| Default: |
[ 0 internal-server-error |
[ 0 object-cleaned |
[ 0 object-deleted |
[ 0 server-shutdown-complete |
| |
I I
delivery- | Explanation: Specifies how the user is to receive |
method | the event messages. |
| Value Type: Single value. |
| Values: One of the following fixed values: |
[ Fixed Value Input Synonym |
[ electronic-mail e-mail, email |
[ message |
|
|

file |
file-add-to |
none |
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| Default: electronic-mail |

| |

| |

event-comment| Explanation: Information that is appended to the |

[ event message. |
| Value Type: Single value. |
| Values: A text string up to 4095 characters that |
[ contains the comment. |
| Default: No default. |

| |
delivery- | Explanation: The address of the person that is to |
address | receive the event messages. |
| Value Type: Single value. |
| Values: A text string that contains the user ID and |
[ node of the person that is to receive the event |
[ messages. |
|

Default: The login of the person that created this |
supervisor. |
| |
| |
locale | Explanation: Identifies the locale of the person to |
[ receive the event messages. The locale is used to |
[ determine which language the messages are to be sent |
| in. |
| Value Type: Single value. |
| Values: A text string that contains the locale of |
[ the person that is to receive the messages. |
| Default: The locale of the person that created this |
[ supervisor. |
I I
I I
Attribute | Description |
| |
|
Name | object-class |
| |
| |
Type | Non Settable |
|

|
Explanation | Identifies the object class to which this object

| belongs. |

|
Value Type | Single value. |
| |

| |
Values | The value of this attribute is server.

| |
| |
Default | server |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | object-classes-supported |
| |
| |
Type | Non Settable |
|

|
Explanation | Lists the object classes supported by this server.
| |

| |
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |
| I
| job I
| document |
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| printer |
| server |
| log I
I I
Default | No default. |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | physical-printers-ready |
| |
| |
Type | Non Settable. |
|

| |
Explanation | Identifies the physical printers contained within this |
| supervisor that are ready to accept jobs. [
|

|
| |

Value Type | Multiple values. |
| |

| |
Values | A text string up to 255 characters that contains the ID |
of the physical printers (per printer) that are ready to |
accept jobs. Implicitly set when physical printers are |
enabled and have a state of either idle, |
connecting-to-printer, or printing. Implicitly reset |
when a physical printer is disabled. |

|
Default | No default. |

| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
I I
Name | physical-printers-supported | p
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the physical printers that are contained in |

| this supervisor. |

|
Value Type | Multiple values. |
| |

| |
Values | Any text string up to 255 characters that contains the |

| IDs of the physical printers that are contained within |
| this supervisor. Implicitly set and reset when physical |
| printers are created or deleted. |

|
Default | No default. |

| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | printer-models-supported [
| |
| |
Type | Non Settable |
|
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Explanation | Identifies the physical printer models that can be

| created within this supervisor.
| |

| |
Value Type | Multiple values.
| |

pd_att_supervisor(5)

| |
Values | Any text string up to 255 characters that contains the |
| IDs of the physical printer models that can be created |

| within this supervisor.

|
Default | No default.

| |

| |
Usage |
Guidelines |

I I

I I
Attribute | Description

| |

| |
Name | printer-states-supported

| |

| |
Type | Non Settable

|

| |
Explanation | Identifies the printer states that are supported by this |

| supervisor.
| |

|
Value Type | Multiple values.
|

|
Values | Any of the following fixed values:

connecting-to-printer
idle

needs-attention
needs-key-operator

paused
printing
timed-out
| |
| |
Default | No default.
| |
| |
Usage |
Guidelines |
I I
I I
Attribute | Description
| |
| |
Name | problem-child
| |
| |
Type | Non Settable
|

| |
Explanation | Identifies if one of the objects managed by this

| supervisor has a problem or not.
| |

| |
Value Type | Single values.
| |

| |
Values | Any of the following fixed values:
|
| true
| false
| |
| |
Default | No default.
| |
| |
Usage |
Guidelines |
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Attribute | Description |
| |
| |

Name | protected-attributes |
| |
| |

Type | Settable with the pdcreate or pdset commands. |
| |

| |
Explanation | Specifies one or more supervisor attributes that you do |

| not want HPDPS operators to set or change. |
| |

| |
Value Type | Multiple values. |
| |

| |
Values | One or more supervisor attribute names. |
| |
| |
Default | protected-attributes |
| |
| |
Usage | o Normally, anyone with DCE write permission for |
Guidelines | supervisor can set values for supervisor attributes. |

[ By default, the pd_admin and pd_operator DCE groups |
[ both have write permission. Once you define a |
[ supervisor attribute as a protected attribute, DCE |

[ delete permission is required to modify the |

[ attribute. Members of the pd_operator DCE group do |

[ not have delete permission unless modifications have |

[ been made to the default permissions for that group. |

Attribute | Description |
| |
| |

Name | security-level |
| |
| |

Type | Settable with the pdset command. |
|

| |
Explanation | Identifies the security level for this supervisor.
| |

| |
Value Type | Single value. p
| |
| |
Values | The following value is the only supported value.
| I
| medium |
| |
| |
Default | medium. |
| |
| |
Usage | |
Guidelines | |
| :
I I
Attribute | Description |
| |
| |
Name | server-hostname |
| |
| |
Input | hostname |
Synonym | |
| |
| |
Type | Non Settable |

| |
Explanation | Name of the host processor on which this supervisor is |
| running. |

|
Value Type | Single value. |
|
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Values | A text string up to 255 characters that contains the
| name of the host on which this supervisor is running.
| Implicitly set to the name of the host on which this
| supervisor was created.

| |
| |

Syntax | node.node.node
|
| For example: paper.endicott.jc.com

| |
| |

Default | No default.

| |
| |

Usage |

Guidelines

I I

I I
Attribute | Description

| |

| |

Name | server-ip-address

| |
|

Input | ip-address, i-p-address

Synonym |

| |
| |

Type | Non Settable

| supervisor is running.

| |
Explanation | The Internet Address of the host processor on which this |

|
Value Type | Single value.
|

I
Values

|
| A text string that contains the Internet Address for

| this supervisor. Implicitly set to the ip-address of
| the host on which this supervisor was created.
| |
| |
Syntax | nn.nn.nn.nn
| Each integer can be from O to 255.
|
| For example: 15.1.1.1
| |
| |
Default | No default.
| |
| |
Usage |
Guidelines
I I
I I
Attribute | Description
| |
| |
Name | server-name
| |
| |
Type | Non Settable

|
Explanation | Uniquely identifies this supervisor.
|

|
Value Type | Single value.
|

I
Values

|
| A text string up to 255 characters that contains the
Implicitly set from the name

Section 5-260

| name of this supervisor.
| specified by the startsuv utility when this supervisor
| was created.
| |
| |
Default | No default.
| |
| |
Usage |

_11_

pd_att_supervisor(5)
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Guidelines |
I I
I I
Attribute | Description |
| |
| |
Name | server-resource-context-printer |
| |
| |
Type | Settable with the pdset command. |
|

| |
Explanation | Specifies the pathnames where printer model configuration|

| information reside. |
| |

| |
Value Type | Single Value |
|

| |
Values | A text string up to 4095 characters that contains the |

| pathname(s). |

| |

| |
Default | /opt/pd/lib/model |

| |

| |
Usage | o The supervisor uses the value of this attribute to |
Guidelines | locate printer model information when creating a |

[ physical printer object. |
| o Multiple paths are separated by a colon (":"). For |

[ example, "“/opt/pd/lib/model:/home/user/model”. |

[ The supervisor looks for printer model information |

[ beneath each path in the order specified. |

Attribute | Description |
| |
| |

Name | server-state |
| |
| |

Type | Non Settable |
|

| |
Explanation | Identifies the current state of this supervisor.
| |

| |
Value Type | Single value. |
| |

| |
Values | One of the following fixed values: |

| I
| initializing |
| ready |
| terminating |
| unavailable |
| |
| |
Default | No default. |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | server-type |
| |
| |
Type | Non Settable |
|

|
Explanation | Identifies the type of server, either spooler or

| supervisor. |
| |

|
Value Type | Single value. |
|
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Values | The value is supervisor |
| |
| |
Default | supervisor |
| |
| |
Usage | |
Guidelines | |
I I
I I
Attribute | Description |
| |
| |
Name | transfer-methods-supported |
| |
| |
Type | Non Settable |
|

| |
Explanation | Identifies the transfer-methods supported by this

| supervisor. |

|
Value Type | Multiple values. |
| |

| |
Values | Any of the following fixed values: |

| I
| dce-pipe-pull |
| with-request |
| |
| |
Default | dce-pipe-pull |
| with-request |
| |
| |
Usage | o  The document attribute transfer-method is compared |
Guidelines | to this attribute for validation and scheduling. |
|
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NAME
pfs_exports, pfs_xtab - directories to export to PFS clients

SYNOPSIS
/etc/pfs_exports
/etc/pfs_xtab
DESCRIPTION
The /etc/pfs_exports file contains entries for directories that can be exported to PFS clients. This

file is read automatically by the pfs_exportfs(1M) command. If you change this file, you must run
pfs_exportfs (1M) for the changes to affect the daemon’s operation.

It is recommended that you place a command in rc(1M) so that pfs_exportfs(1M) is executed at boot time.

The /etc/pfs_xtab file contains entries for directories that are currently exported. You should not
modify this file directly. Future updates to the PFS package will contain libraries for editing this file. (Use
the -u option of pfs_exportfs to remove entries from this file).

An entry for a directory consists of a line of the following form:
directory -option[,option]...

where
directory is the pathname of a directory (or file).
option is one of

access= client[: client]...
Give mount access to each client listed. A client must be a hostname. The
default value allows any machine to mount the given directory.

A ‘#' (pound-sign) anywhere in the file indicates a comment that extends to the end of the line.

EXAMPLE

Jusr/local # export to the world

lusr2 -access=hermes:zip:tutorial ~ # export to only these machines
AUTHOR

pfs_exports was developed by Young Minds, Inc.

FILES
/etc/pfs_exports
/etc/pfs_xtab
/etc/hosts

SEE ALSO
hosts(5), pfs_exportfs(1M), pfsd(1M), pfs_mountd(1M), rc(1M).
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NAME
pfs_fstab, mtab - static file system mounting table, mounted file systems table

SYNOPSIS
/etc/pfs_fstab
/etc/mtab
DESCRIPTION
The /etc/pfs_fstab file contains entries for CD-ROM file systems and disc images to mount using the

pfs_mount(1M) command, which is normally invoked by rc(1M) script at boot time. This file is used by
various utilities such as pfs_mount , and pfs_umount

The /etc/mtab file contains entries for file systems currently mounted, and is read by programs using
the routines described in getmntent(3). umount (see mount(1M)) removes entries from this file.

Each entry consists of a line of the form:
filesystem directory type options freq pass

filesystem is the pathname of a raw or block-special device, the name of a remote file system in
host: pathname form, or the name of a file created with MakeDisc.

directory is the pathname of the directory on which to mount the file system.

type is the file system type, which can be one of:
pfs-is09660 to mount a device as is09660.
pfs-hsfs to mount a device as hsfs.
pfs-rrip to mount a device as rrip.
pfs-nfs to mount an exported PFS file system

options  contains a comma-separated list (no spaces) of mounting options, some of which can be
applied to all types of file systems, and others which only apply to specific types.

options valid on all file systems:

ro Even if not specified, this option is implied.

suid ] nosuid Setuid execution allowed or disallowed.

bg | fg If the first attempt fails, retry in the background, or, in the foreground.

retry= n The number of times to retry the mount operation.

rsize= n Set the read buffer size to n bytes.

timeo= n Set the PFS timeout to n tenths of a second.

retrans= n The number of PFS retransmissions.

soft | hard Return an error if the server does not respond, or continue the retry
request until the server responds.

intr Allow keyboard interrupts on hard mounts.

options specific to is09660 and hsfs file systems:

xlat=xlat_flags
xlat_flags is a colon (:) separated list of translation options. Currently
supported are no_version, dot_version, lower_case, and unix.

freq is the interval (in days) between dumps. For a PFS file system, this should be 0.
pass is the fsck(1M) pass in which to check the partition. For a PFS file system, this should be 0.

A pound-sign (#) as the first character indicates a comment line which is ignored by routines that read this
file. The order of records in /etc/pfs_fstab is important because fsck , mount, and umount pro-
cess the file sequentially; an entry for a file system must appear after the entry for any file system it is to
be mounted on top of.

EXAMPLES
/dev/sr0 /cd-rom pfs-is09660 ro,suid 0 0

example:/home/user /home/user pfs-nfs ro,hard,fg 0 0

AUTHOR
pfs_fstab  was developed by Young Minds, Inc.
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FILES
/etc/pfs_fstab
/etc/mtab

SEE ALSO
pfs_mount(1M).
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NAME
portal - a "window to the future" for applications

SYNOPSIS
#include <sys/portal.h>

DESCRIPTION
This header file is a "window to the future" for applications. It will help you to:

Write code that is portable across 32-bit and 64-bit systems,

Avoid undocumented assumptions about sizes of integral types,

Write portable code that needs to be explicit about the sizes of integral types,

Write code that is portable to a platform which has different sizes of integral types, and
Share frequently used macros that are portable across 32-bit and 64-bit systems.

In addition to the macros defined in this file, it includes the header files limits.h (see limits(5)) and
inttypes.h (see inttypes(5)).

The following macros are defined in sys/portal.h

SET_MASK_BIT( bit_num, type)
This macro can be used to create a mask that has one bit set. bit_num is the position of the bit to set,
and type is the data type of the mask. A -1 is returned in the case of overflow or underflow.

SET_MASK_BIT_LOOPask, bit_num, type)
This macro can be used to set a bit in a mask. mask is the current value of the mask, bit_num is the
position of the bit to set, and type is the data type of the mask.

SIGN_BIT( type)
This macro can be used to return the bit position of the sign bit for the specified data type. type is the
data type for which to return the position of the sign bit.

SIGN_BIT_MASK(type)
This macro can be used to return a mask for the sign bit for the specified data type. type is the data
type for which to return the sign bit mask.

SIGN_EXTEND(value, old_type, new_type)
This macro can be used to do a sign extension from one data type to another. value is the current
value that is to be sign-extended. old_type is the current data type of value and new_type is the new
data type of value.

TEST_ENDIAN(endian)
This macro can be used to check if code has been compiled big or little endian. endian is an integer in
which the result will be returned.

The following macros can be used for print formatting and scan formatting of values of data types that can
change in size based upon the compilation flag _FILE_OFFSET_BITS . Examples of such data types are
off_t and fpos_t.

PRIdF64 d print formatting option for a 32-bit or 64-bit size value.

PRIoF64 0 print formatting option for a 32-bit or 64-bit size value.
PRIxF64 X print formatting option for a 32-bit or 64-bit size value.
PRIuF64 u print formatting option for a 32-bit or 64-bit size value.
SCNdF64 d scan formatting option for a 32-bit or 64-bit size value.
SCNoF64 0 scan formatting option for a 32-bit or 64-bit size value.
SCNxF64 X scan formatting option for a 32-bit or 64-bit size value.
SCNuF64 u scan formatting option for a 32-bit or 64-bit size value.
EXAMPLES
The SET_MASK_BIT macro in the following example will turn on the high bit in a 64-bit integer.
SET_MASK_BIT(SIGN_BIT(int64_t), int64_t)

The SET_MASK_BIT macro in the following example will be used to turn on all bits except the sign bit in
a 32-bit integer.

~SET_MASK_BIT(SIGN_BIT(int32_t), int32_t)
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The SET_MASK_BIT_LOORmNacro in the following example will turn on the three least significant bits of
the maximum integer.

int i
intmax_t mask = 0;
for (i = 0; i < 3; i++)
SET_MASK_BIT_LOOP(mask, i, intmax_t);
}
The SIGN_BIT macro in the following example will return the position of the sign bit in a 32-bit integer.
SIGN_BIT(int32_t)
The SIGN_BIT_MASK macro in the following example will return a sign bit mask for a 32-bit integer.
SIGN_BIT_MASK(int32_t)

The SIGN_EXTENDmMmacro in the following example will convert the 8-bit integer stored in a char data
type to a 64-bit integer and correctly extend the sign.

char c;
inté4_t i;
i = SIGN_EXTEND(c, char, int64_t);

The TEST_ENDIAN macro in the following example will store a 1 in endian if the compilation was big
endian; otherwise, it will store a 0 in endian.

int endian;
TEST_ENDIAN(endian);

if (endian ==
printf("This a little endian system\n");

if (endian ==
printf("This a big endian system\n");
AUTHOR
portal.h was developed by HP. p
FILES

/usr/include/sys/portal.h

SEE ALSO
inttypes(5), limits(5), printf(3S), scanf(3S).
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NAME
quota - disk quotas

DESCRIPTION
Disk quotas can be used by the system administrator to limit the number of files and file blocks owned by a
user on a per-file-system basis. Separate limits can be established for both the number of files (inodes) and
the number of 1-Kbyte blocks for each user. A soft (preferred) and a hard limit are established.

For example, user joe_doe may have soft limits of 1000 blocks and 200 files and hard limits of 1200
blocks and 300 files on the root file system (/ ) containing his/her HOMHEirectory and /tmp , and soft and
hard block limits of 100 and 120, respectively, with no explicit file limit (0), on the mounted file system
/mnt .

A time limit is established for each file system which determines how long a user is allowed to exceed the
soft limit. The default time limit is one week (7 days).

When a user exceeds his/her soft limit, a warning is emitted on the user’s terminal. The user can continue
to increase utilization over the soft limit until he/she either exceeds the hard limit or the established time
limit. Once either of these events occurs, a message is sent to the user’s terminal and further attempts at
file creation and/or increased block utilization will fail. At this point, the user must reduce his/her use of
the exceeded limit below the soft limit to restore normal operation.

At login time, users exceeding quota limits are reminded (via login(1)) of exceeded quotas and appropriate
remedial action. The user can check current quota status at any time with the quota command (see
quota(l)).

Quota limits and utilization statistics are maintained by the operating system for each file system for which
quotas have been enabled (see mount(1M) and quotaon(1M)).

Disk quotas are established independently for each user and each file system via the edquota command
(see edquota(1M)). This command is also used to establish the limit for the amount of time users are per-
mitted to exceed their soft limit. The default time limit is 1 week.

Limits and usage statistics are stored statically in the file quotas on the root of each file system for which
they are in effect. This file is synchronized with information in the kernel by the quotactl() system
call (see quotactl(2)) and whenever an affected file system is unmounted.

Quotas can be enabled automatically at boot or mount time by adding the quotas option to the option list
in /etc/fstab (see fstab(4) and mount(1M)). By default, mount does not enable disk quotas.

Quotas can subsequently be disabled and re-enabled with the quotaoff and quotaon commands (see
quotaon(1M)). When quotas are disabled, the kernel does not maintain usage statistics and the quotas
file usage statistics are invalidated by file system activity. Disabling quotas improves performance, but
necessitates running the quotacheck command (see quotacheck(1M)) to update the kernel and quotas
file after subsequently re-enabling quotas.

The repquota command (see repquota(1M)) displays reports of current quota statistics. The somewhat
related, but independent, quot command (see quot(1M)), collects and reports disk utilization indepen-
dently of the disk quota subsystem.

The mount command (see mount(1M)) reports any file systems for which quotas are enabled.
Data Storage Structure
The dgblk data structure (defined in <quota.h> ), is used by the quotactl() system call (see quo-

tactl(2)) to get or set quota information. This structure contains fields that are used to store a user's
current file and block count and quota limits for a particular file system.

struct dgblk contains the following members:

u_long dgb_bhardlimit; /* maximum # of disk blocks +1 */
u_long dgb_bsoftlimit; /* preferred limit on disk blocks */
u_long dgb_curblocks; /* current block count */

u_long dgb_fhardlimit; /* maximum # allocated files +1 */
u_long dgb_fsoftlimit; /* preferred file limit */

u_long dgb_curfiles; /* current # allocated files */

u_long dgb_btimelimit; /* time limit for excessive block use */
u_long dgb_ftimelimit; /* time limit for excessive files */
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NETWORKING FEATURES
Quotas are not fully supported over NFS file systems. However, the quota command is able to report
quota statistics on remote NFS file systems for which disk quotas are in effect, if the remote system pro-
vides the RPC rquotad  service (see rquotad(1M)).

rquotad s provided to allow reciprocal support to other systems.
EXAMPLES
Initial Setup
The kernel must be reconfigured to support disk quotas; see the System Administration manuals. Eligible

file systems for disk quota enforcement are those with mount options rw and quota , as described in
mount(1M) and fstab(4).

For each file system for which quotas are to be enabled, perform the following tasks:
1.  Mount the file system.

2. Add quota to the existing options list in /etc/fstab . For example, change the string
default  for the root (/ ) entry to default,quota . Once this is done, quotas will automati-
cally be enabled for all relevant file systems on system reboot.

3. Create the quotas file in the mount directory of the file system. For example, for the /mnt
file system, run the command

cpset /dev/null /mnt/quotas 600 root bin
4.  Establish one or more prototype user quotas using the edquota command (see edquota(1M)).

If you want a number of users on your system to have the same limits, use edquota to set
those quotas for a prototype user; then use the edquota -p command to replicate those limits
for that group of users.

5. Turn on the quotas on the file system using quotaon . For example, run the command
/usr/sbin/quotaon /mnt
6. Run quotacheck (see quotacheck(1M)) on the file system to record the current usage statis-
tics.

Adding a new user
To add a new user to the quota system:

1. Use edquota to copy the quotas of an existing user.
2. Run quotacheck . q

Adding a new file system to an established system
Repeat steps 1 through 5 above under "Initial Setup” for the new file system.

WARNINGS
The HP-UX default is to allow chown(2). This can interfere with the disk quota mechanism. Quotas can be
defeated if the chown command (see chown(1)) or the chown() system call (see chown(2)) is accessible to
a user. The setprivgrp command (see setprivgrp(1M)) can be used to limit access to the chown() sys-
tem call so that only a specified group of users are permitted to use the chown command or the chown()
system call.

The sam command (see sam(1M)) does not yet support disk quotas. When adding new users or file sys-
tems, any desired quotas must be established outside of sam.

HP has added features to the original implementation to ensure correctness of the content of the quotas file
when quotas are enabled by mount and disabled by umount (see mount(1M)), thus eliminating the need
to run quotacheck (see quotacheck(1M)). These features are ineffective, however, if quotaoff and
quotaon (see quotaon(1M)) are used to control quotas.

qguotacheck should only be run on a dormant file system to ensure accurate usage information. The
-qv options of the fsclean = command (see fsclean(1M)) report on the the current viability of the quota
information.

Currently, only HFS file systems support disk quotas, though there may be support for other file systems in
the future.
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AUTHOR
Disk Quotas were developed by the University of California, Berkeley, Sun Microsystems, and HP.
FILES
letc/fstab Static information about the file systems
/etc/mnttab Mounted file system table
directory/quotas Quota statistics static storage for a file system, where directory is the root of the file
system, as specified to the mount command (see mount(1M)).
SEE ALSO

chown(1), chown(2), quota(l), edquota(1M), fstab(4), mount(1M), quot(1M), quotacheck(1M), quotaon(1M),
rquotad(1M), setprivgrp(1M), quotactl(2), vfsmount(2).

Section 5-270 -3- HP-UX Release 11.0: October 1997



rcsintro(5) rcsintro(5)

NAME
rcsintro - description of RCS commands

DESCRIPTION
Revision Control System (RCS) automates the storing, retrieval, logging, identification, and merging of revi-
sions of ASCII text files. RCS is useful for managing files that are revised frequently.

Functions of RCS
¢ Storage and retrieval of revisions of text files. RCS saves revisions in a space efficient way. Revisions
can be retrieved by ranges of revision numbers, symbolic names, dates, authors, and states.

¢ Maintenance of a complete history of changes. RCS logs all changes automatically. In addition to the
text of each revision, RCS stores the author, date and time of check in, and a log message summarizing
the change.

* Resolution of access conflicts. When two or more people try to modify the same revision of a file, RCS
alerts them and prevents one modification from corrupting the other.

¢ Maintenance of a tree of revisions. RCS can maintain separate lines of development for each file. It
stores a tree structure that represents the ancestral relationships among revisions.

* Merging of revisions and resolution of conflicts. Two separate lines of development of a file can be
coalesced by merging. If the revisions to be merged affect the same lines of a file, RCS flags the overlap-
ping changes.

* Release and configuration control. Revisions can be assigned symbolic names and marked as released,
stable, experimental, etc. With these facilities, configurations of a file can be described simply and
directly.

« Automatic identification of each revision with filename, revision number, creation time, author, etc.
This identification is like a stamp that can be embedded at an appropriate place in the text of a revision.
These stamps make it simple to determine which revisions of which files make up a given configuration.

¢ Minimization of secondary storage. RCS uses very little extra space for revisions (only the differences
are stored). If intermediate revisions are deleted, the remaining deltas are compressed accordingly.

Getting Started with RCS
The basic user interface is extremely simple. The novice only needs to learn two commands: ci(1) and
co(1). ci, short for "check in," deposits the contents of a text file into an archival file called an RCS file. An
RCS file contains all revisions of a particular text file. co, short for "check out", retrieves revisions from an
RCS file.

Suppose you have a file f.c that you wish to put under control of RCS. Invoke the check in command:
cif.c r

This command creates the RCS file f.c,v, stores f.c into it as revision 1.1, and deletes f.c. It also asks you
for a description. The description should be a synopsis of the contents of the file. All subsequent check-in
commands will ask for a log entry, which should summarize the changes that were made.

Files with names ending with ",v" are called RCS files ("v* stands for "versions"), all other files are presumed
to be working files. To get back the working file f.c in the previous example, use the check out command:

cof.c

This command extracts the latest revision from f.c,v and writes it into f.c. You can now edit f.c and check
it back in by invoking:

cif.c
ci increments the revision number properly. If ci complains with the message:
ci error: no lock set by <your login>

your system administrator has decided to create all RCS files with the locking attribute set to "strict”. In
this case, you should have locked the revision during the previous check out. Your last check out should
have been:

co-lfc
Of course, it is too late now to do the check out with locking, because you probably modified f.c already, and
a second check out would overwrite your modifications. Instead, invoke:
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rcs -l f.c

This command will lock the latest revision for you, unless somebody else has already locked it. In that
case, you will have to negotiate with that person.

Locking assures that you, and only you, can check in the next update, and avoids nasty problems if several
people work on the same file. Even if a revision is locked, it can still be checked out for reading, compiling,
etc. All that locking prevents is a check in by anybody but the locker.

If your RCS file is private, i.e., if you are the only person who is going to deposit revisions into it, strict lock-
ing is not needed and you can turn it off. If strict locking is turned off, the owner of the RCS file need not
have a lock for check in; all others still do. Turning strict locking off and on is done with the commands:

rcs -U f.c
and
rcs -L f.c

If you do not want to clutter your working directory with RCS files, create a subdirectory called RCS in your
working directory, and move all your RCS files there. RCS commands will search that directory to find
needed files. All the commands discussed above will still work without any modification.

To avoid the deletion of the working file during check in (in case you want to continue editing), invoke:
ci-lfc

or
ci-ufc

These commands check in f.c as usual, but perform an implicit check out. The first form also locks the
checked in revision, the second one does not. Thus, these options save you one check out operation. The
first form is useful if locking is strict; the second one if not strict. Both update the identification markers in
your working file (see below).

You can give ci the number you want assigned to a checked in revision. Assume all your revisions were
numbered 1.1, 1.2, 1.3, etc., and you would like to start release 2. The command:

ci-r2 f.c
or
ci-r2.1lfc

assigns the number 2.1 to the new revision. From then on, ci will number the subsequent revisions with
2.2, 2.3, etc. The corresponding co commands:

co-r2f.c
and
co-r2.1 f.c

retrieve the latest revision numbered 2.x and the revision 2.1, respectively. co without a revision number
selects the latest revision on the "trunk”; i.e., the highest revision with a number consisting of 2 fields.
Numbers with more than 2 fields are needed for branches. For example, to start a branch at revision 1.3,
invoke:

ci-rl.3.1fc

This command starts a branch numbered 1 at revision 1.3, and assigns the number 1.3.1.1 to the new revi-
sion. For more information about branches, see rcsfile(4).

RCS File Naming and Location
RCS recognizes two kinds of files: RCS files (revision archives), and working files. Working filenames are
defined by the RCS user, RCS file names are generated by RCS by appending ",v" to the working file name.
Pairs of RCS files and working files can be specified in 3 ways:

¢ Both the RCs file and the working file are given. The RCS filename is of the form
pathl/workfile,v and the working filename is of the form path2/workfile, where pathl and
path2 are (possibly different or empty) paths and workfile is a filename.

« Only the RCS file is given. Then the working file is assumed to be in the current directory and its
name is derived from the name of the RCS file by removing path1/ and the suffix ",v".
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¢ Only the working file is given. Then the name of the RCS file is derived from the name of the
working file by removing path2/ and appending the suffix ",v".

If the RCS filename is omitted or specified without a path, RCS commands look for the RCS file in the direc-
tory ./RCS (or the directory it points to if it is a directory link), then in the current working directory.

RCS Directory Links
RCS supports directory links. If a regular file named RCS exists in the current working directory, RCS inter-
prets the first line as a path name to the directory where RCS files are stored. RCS can follow a chain of up
to ten directory links to reach the RCS directory.

Automatic Identification
RCS can put special strings for identification into your source and object code. To obtain such identification,
place the marker:
$Header$
into your text, for instance inside a comment. RCS replaces this marker with a string of the form:
$Header: filename revision_number date time author state$

With such a marker on the first page of each module, you can always see with which revision you are work-
ing. RCS keeps the markers up-to-date automatically. To propagate the markers into your object code, sim-
ply put them into literal character strings. In C, this is done as follows:

static char rcsid[] = $Header$ ;

The command ident extracts such markers from any file, even object code and dumps. Thus, ident lets you
find out which revisions of which modules were used in a given program.

You may also find it useful to put the marker $Log$ into your text, inside a comment. This marker accu-
mulates the log messages that are requested during check in. Thus, you can maintain the complete history
of your file directly inside it. There are several additional identification markers. See co(1) for details.

WARNINGS
Names of RCS files are generated by appending ,v to the end of the working file name. If the resulting RCS
file name is too long for the file system on which the RCS file should reside, the RCS command terminates
with an error message.

RCS is designed to be used with TEXT files only. Attempting to use RCS with non-text (binary) files will
result in data corruption.

AUTHOR

rcsintro was developed by Walter F. Tichy, Purdue University, West Lafayette, IN 47907.
Revision Number: 3.0; Release Date: 83/05/11.
Copyright 1982 by Walter F. Tichy.

SEE ALSO
ci(1), co(1), ident(1), merge(1), rcs(1), resdiff(1), resmerge(1), rlog(l), rcsfile(4).

Walter F. Tichy, "Design, Implementation, and Evaluation of a Revision Control System," in Proceedings of
the 6th International Conference on Software Engineering, IEEE, Tokyo, Sept. 1982.
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NAME
regexp - regular expression and pattern matching notation definitions

DESCRIPTION
A regular expression is a mechanism supported by many utilities for locating and manipulating patterns
in text. pattern matching notation is used by shells and other utilities for file name expansion. This
manual entry defines two forms of regular expressions: Basic Regular Expressions and Extended Reg-
ular Expressions; and the one form of Pattern Matching Notation.

BASIC REGULAR EXPRESSIONS
Basic regular expression (RE) notation and construction rules apply to utilities defined as using basic REs.
Any exceptions to the following rules are noted in the descriptions of the specific utilities that use RES.

REs Matching a Single Character
The following REs match a single character or a single collating element:

Ordinary Characters

An ordinary character is an RE that matches itself. An ordinary character is any character in the sup-
ported character set except <newline> and the regular expression special characters listed in Special Char-
acters below. An ordinary character preceded by a backslash (\) is treated as the ordinary character itself,
except when the character is (, ), {, or }, or the digits 1 through 9 (see REs Matching Multiple Characters).
Matching is based on the bit pattern used for encoding the character; not on the graphic representation of
the character.

Special Characters

A regular expression special character preceded by a backslash is a regular expression that matches the
special character itself. When not preceded by a backslash, such characters have special meaning in the
specification of REs. Regular expression special characters and the contexts in which they have special
meaning are:

I\ The period, left square bracket, and backslash are special except when used in a
bracket expression (see RE Bracket Expression).

u} The asterisk is special except when used in a bracket expression, as the first character
of a regular expression, or as the first character following the character pair \( (see
REs Matching Multiple Characters).

n The circumflex is special when used as the first character of an entire RE (see Expres-
sion Anchoring) or as the first character of a bracket expression.

$ The dollar sign is special when used as the last character of an entire RE (see Expres-
sion Anchoring).
delimiter Any character used to bound (i.e., delimit) an entire RE is special for that RE.
Period

A period (.), when used outside of a bracket expression, is an RE that matches any printable or nonprint-
able character except <newline>.

RE Bracket Expression
A bracket expression enclosed in square brackets ([ ]) is an RE that matches a single collating element con-
tained in the nonempty set of collating elements represented by the bracket expression.

The following rules apply to bracket expressions:

bracket expression

A bracket expression is either a matching list expression or a non-matching list
expression, and consists of one or more expressions in any order. Expressions can
be: collating elements, collating symbols, noncollating characters, equivalence classes,
range expressions, or character classes. The right bracket (]) loses its special mean-
ing and represents itself in a bracket expression if it occurs first in the list (after an
initial *, if any). Otherwise, it terminates the bracket expression (unless it is the end-
ing right bracket for a valid collating symbol, equivalence class, or character class, or
it is the collating element within a collating symbol or equivalence class expression).
The special characters
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(period, asterisk, left bracket, and backslash) lose their special meaning within a
bracket expression.

The character sequences:

[ =L
(left-bracket followed by a period, equal-sign or colon) are special inside a bracket
expression and are used to delimit collating symbols, equivalence class expressions

and character class expressions. These symbols must be followed by a valid expres-
sion and the matching terminating .], =], or :].

A matching list expression specifies a list that matches any one of the characters
represented in the list. The first character in the list cannot be the circumflex. For
example, [abc] is an RE that matches any of a, b, or c.

non-matching list

A non-matching list expression begins with a circumflex (), and specifies a list that
matches any character or collating element except <newline> and the characters
represented in the list. For example, ["abc] is an RE that matches any character
except <newline> or a, b, or c. The circumflex has this special meaning only when it
occurs first in the list, immediately following the left square bracket.

collating element

A collating element is a sequence of one or more characters that represents a single
element in the collating sequence as identified via the most current setting of the
locale category LC_COLLATE (see setlocale(3C)).

collating symbol

A collatingsymbol is a collating element enclosed within bracket-period ([.....]) del-
imiters. Multi-character collating elements must be represented as collating symbols
to distinguish them from single-character collating elements. For example, if the
string ch is a valid collating element, then [[.ch.]] is treated as an element matching
the same string of characters, while ch is treated as a simple list of the characters c
and h. If the string within the bracket-period delimiters is not a valid collating ele-
ment in the current collating sequence definition, the symbol is treated as an invalid
expression.

noncollating character

A noncollating character is a character that is ignored for collating purposes. By
definition, such characters cannot participate in equivalence classes or range expres-
sions.

equivalence class

An equivalence class expression represents the set of collating elements belonging
to an equivalence class. It is expressed by enclosing any one of the collating elements
in the equivalence class within bracket-equal ([=...=]) delimiters. For example, if a,
a, and A belong to the same equivalence class, then [[=a=]b], [[=a=]b], and [[=A=]b]
are each equivalent to [aaAb].

range expression

A range expression represents the set of collating elements that fall between two
elements in the current collation sequence as defined via the most current setting of
the locale category LC_COLLATE (see setlocale(3C)). It is expressed as the starting
point and the ending point separated by a hyphen (-).

The starting range point and the ending range point must be a collating element, col-
lating symbol, or equivalence class expression. An equivalence class expression used
as an end point of a range expression is interpreted such that all collating elements
within the equivalence class are included in the range. For example, if the collating
order is A, a, B, b, C, c, ch, D, and d and the characters A and a belong to the same
equivalence class, then the expression [[=a=]-D] is treated as [AaBbCc[.ch.]D].

Both starting and ending range points must be valid collating elements, collating sym-
bols, or equivalence class expressions, and the ending range point must collate equal
to or higher than the starting range point; otherwise the expression is invalid. For
example, with the above collating order and assuming that E is a noncollating
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character, then both the expressions [[=A=]-E] and [d-a] are invalid.

An ending range point can also be the starting range point in a subsequent range
expression. Each such range expression is evaluated separately. For example, the
bracket expression [a-m-0] is treated as [a-mm-0].

The hyphen character is treated as itself if it occurs first (after an initial *, if any) or
last in the list, or as the rightmost symbol in a range expression. As examples, the
expressions [-ac] and [ac-] are equivalent and match any of the characters a, c, or -;
the expressions [-ac] and [‘ac-] are equivalent and match any characters except
<newline>, a, c, or -; the expression [%--] matches any of the characters in the defined
collating sequence between % and - inclusive; the expression [--@] matches any of the
characters in the defined collating sequence between - and @ inclusive; and the expres-
sion [a--@] is invalid, assuming - precedes a in the collating sequence.

If a bracket expression must specify both - and ], the ] must be placed first (after the *,
if any) and the - last within the bracket expression.

character class

A character class expression represents the set of characters belonging to a character
class, as defined via the most current setting of the locale category LC_CTYPE. It is
expressed as a character class name enclosed within bracket-colon ([: :]) delimiters.

Standard character class expressions supported in all locales are:

[:alpha:] letters

[:upper:] upper-case letters

[:lower:] lower-case letters

[:digit:] decimal digits

[:xdigit:] hexadecimal digits

[:alnum:] letters or decimal digits

[:space:] characters producing white-space in displayed text
[:print] printing characters

[:punct:] punctuation characters

[:graph:] characters with a visible representation
[:entrl:] control characters

[:blank:] blank characters

REs Matching Multiple Characters
The following rules may be used to construct REs matching multiple characters from REs matching a single

character:
RERE

REO

\(RE\)

\n

Section 5-276

The concatenation of REs is an RE that matches the first encountered concatenation
of the strings matched by each component of the RE. For example, the RE bc
matches the second and third characters of the string abcdefabcdef.

An RE matching a single character followed by an asterisk (D) is an RE that matches
zero or more occurrences of the RE preceding the asterisk. The first encountered
string that permits a match is chosen, and the matched string will encompass the
maximum number of characters permitted by the RE. For example, in the string
abbbcdeabbbbbbcde, both the RE bk and the RE bbbl are matched by the sub-
string bbbc in the second through fifth positions. An asterisk as the first character of
an RE loses this special meaning and is treated as itself.

A subexpression can be defined within an RE by enclosing it between the character
pairs \( and \). Such a subexpression matches whatever it would have matched
without the \( and \). Subexpressions can be arbitrarily nested. An asterisk immedi-
ately following the \( loses its special meaning and is treated as itself. An asterisk
immediately following the \) is treated as an invalid character.

The expression \n matches the same string of characters as was matched by a subex-
pression enclosed between \( and \) preceding the \n. The character n must be a
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digit from 1 through 9, specifying the n-th subexpression (the one that begins with the
n-th \( and ends with the corresponding paired \). For example, the expression
~\(IN\)\1$ matches a line consisting of two adjacent appearances of the same string.

If the \n is followed by an asterisk, it matches zero or more occurrences of the subex-
pression referred to. For example, the expression \(ab\(cd\)ef\)Z\2[IZ\1 matches
the string abcdefZcdcdZabcdef.

RE\{m,n\} An RE matching a single character followed by \{m\}, \{m,\}, or \{m,n\} is an RE
that matches repeated occurrences of the RE. The values of m and n must be decimal
integers in the range 0 through 255, with m specifying the exact or minimum number
of occurrences and n specifying the maximum number of occurrences. \{m\} matches
exactly m occurrences of the preceding RE, \{m,\} matches at least m occurrences,
and \{m,n\} matches any number of occurrences between m and n, inclusive.

The first encountered string that matches the expression is chosen; it will contain as
many occurrences of the RE as possible. For example, in the string abbbbbbbc the
RE b\{3\} is matched by characters two through four, the RE b\{3,\} is matched by
characters two through eight, and the RE b\{3,5\}c is matched by characters four
through nine.

Expression Anchoring
An RE can be limited to matching strings that begin or end a line (i.e., anchored) according to the following
rules:

¢ A circumflex (") as the first character of an RE anchors the expression to the beginning of a line;
only strings starting at the first character of a line are matched by the RE. For example, the RE
~abmatches the string ab in the line abcdef, but not the same string in the line cdefab.

* A dollar sign ($) as the last character of an RE anchors the expression to the end of a line; only
strings ending at the last character of a line are matched by the RE. For example, the RE ab$
matches the string ab in the line cdefab, but not the same string in the line abcdef.

¢ An RE anchored by both = and $ matches only strings that are lines. For example, the RE
~abcdef$matches only lines consisting of the string abcdef.

The use of duplication characters (+,*) following anchors is illegal.
EXTENDED REGULAR EXPRESSIONS

The extended regular expression (ERE) notation and construction rules apply to utilities defined as using
extended REs. Any exceptions to the following rules are noted in the descriptions of the specific utilities using ERES.

EREs Matching a Single Character
The following EREs match a single character or a single collating element: r

Ordinary Characters

An ordinary character is an ERE that matches itself. An ordinary character is any character in the sup-
ported character set except <newline> and the regular expression special characters listed in Special Char-
acters below. An ordinary character preceded by a backslash (\) is treated as the ordinary character itself.
Matching is based on the bit pattern used for encoding the character, not on the graphic representation of
the character.

Special Characters

A regular expression special character preceded by a backslash is a regular expression that matches the
special character itself. When not preceded by a backslash, such characters have special meaning in the
specification of EREs. The extended regular expression special characters and the contexts in which they
have their special meaning are:

.[I\N()O+?$| The period, left square bracket, backslash, left parenthesis, right parenthesis, aster-
isk, plus sign, question mark, dollar sign, and vertical bar are special except when
used in a bracket expression (see ERE Bracket Expression).

n The circumflex is special except when used in a bracket expression in a non-leading
position.
delimiter Any character used to bound (i.e., delimit) an entire ERE is special for that ERE.
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Period
A period (.), when used outside of a bracket expression, is an ERE that matches any printable or nonprint-
able character except <newline>.

ERE Bracket Expression
The syntax and rules for ERE bracket expressions are the same as for RE bracket expressions found above.

EREs Matching Multiple Characters
The following rules may be used to construct EREs matching multiple characters from EREs matching a
single character:

RERE A concatenation of EREs matches the first encountered concatenation of the strings
matched by each component of the ERE. Such a concatenation of EREs enclosed in
parentheses matches whatever the concatenation without the parentheses matches.
For example, both the ERE bc and the ERE (bc) matches the second and third char-
acters of the string abcdefabcdef. The longest overall string is matched.

RE+ The special character plus (+), when following an ERE matching a single character, or
a concatenation of ERESs enclosed in parenthesis, is an ERE that matches one or more
occurrences of the ERE preceding the plus sign. The string matched will contain as
many occurrences as possible. For example, the ERE b+c matches the fourth through
seventh characters in the string acabbbcde.

REO The special character asterisk (0), when following an ERE matching a single charac-
ter, or a concatenation of EREs enclosed in parenthesis, is an ERE that matches zero
or more occurrences of the ERE preceding the asterisk. For example, the ERE bl
matches the first character in the string cabbbcde. If there is any choice, the longest
left-most string that permits a match is chosen. For example, the ERE bld matches
the third through seventh characters in the string cabbbcdebbbbbbcdbc.

RE? The special character question mark (?), when following an ERE matching a single
character, or a concatenation of EREs enclosed in parenthesis, is an ERE that
matches zero or one occurrences of the ERE preceding the question mark. The string
matched will contain as many occurrences as possible. For example, the ERE b?c
matches the second character in the string acabbbcde.

RE{m,n} interval expression that functions the same way as basic regular expression syntax,
RE\{m,n\}

Alternation
Two EREs separated by the special character vertical bar (]) matches a string that is matched by either
ERE. For example, the ERE ((ab)]c)d matches the string abd and the string cd.

Precedence
The order of precedence is as follows, from high to low:
[] square brackets
o+7? asterisk, plus sign, question mark
~$ anchoring

concatenation
| alternation

For example, the ERE abba]cde is interpreted as "match either abba or cde. It does not mean "match
abb followed by a or c followed in turn by de (because concatenation has a higher order of precedence than
alternation).

Expression Anchoring
An ERE can be limited to matching strings that begin or end a line (i.e., anchored) according to the follow-
ing rules:

¢ Acircumflex (") matches the beginning of a line (anchors the expression to the beginning of a line).
For example, the ERE “ab matches the string ab in the line abcdef, but not the same string in the
line cdefab.
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* Adollar sign ($) matches the end of a line (anchors the expression to the end of a line). For exam-
ple, the ERE ab$ matches the string ab in the line cdefab, but not the same string in the line
abcdef.

¢ An ERE anchored by both ~ and $ matches only strings that are lines. For example, the ERE
~abcdef$matches only lines consisting of the string abcdef. Only empty lines match the ERE “$.

The use of duplication characters (+,*) following anchors is illegal.

PATTERN MATCHING NOTATION
The following rules apply to pattern matching notation except as noted in the descriptions of the specific
utilities using pattern matching.

Patterns Matching a Single Character
The following patterns match a single character or a single collating element:

Ordinary Characters

An ordinary character is a pattern that matches itself. An ordinary character is any character in the sup-
ported character set except <newline> and the pattern matching special characters listed in Special Charac-
ters below. Matching is based on the bit pattern used for encoding the character, not on the graphic
representation of the character.

Special Characters

A pattern matching special character preceded by a backslash (\) is a pattern that matches the special
character itself. When not preceded by a backslash, such characters have special meaning in the
specification of patterns. The pattern matching special characters and the contexts in which they have
their special meaning are:

?20[ The question mark, asterisk, and left square bracket are special except when used in a
bracket expression (see Pattern Bracket Expression).

Question Mark
A question mark (?), when used outside of a bracket expression, is a pattern that matches any printable or
nonprintable character except <newline>.

Pattern Bracket Expression
The syntax and rules for pattern bracket expressions are the same as for RE bracket expressions found
above with the following exceptions:

The exclamation point character (!) replaces the circumflex character () in its role in a non-matching
list in the regular expression notation.

The backslash is used as an escape character within bracket expressions. r

Patterns Matching Multiple Characters
The following rules may be used to construct patterns matching multiple characters from patterns match-
ing a single character:

u} The asterisk (0) is a pattern that matches any string, including the null string.

RERE The concatenation of patterns matching a single character is a valid pattern that
matches the concatenation of the single characters or collating elements matched by
each of the concatenated patterns. For example, the pattern a[bc] matches the string
ab and ac.

The concatenation of one or more patterns matching a single character with one or
more asterisks is a valid pattern. In such patterns, each asterisk matches a string of
zero or more characters, up to the first character that matches the character following
the asterisk in the pattern.

For example, the pattern ald matches the strings ad, abd, and abcd; but not the
string abc. When an asterisk is the first or last character in a pattern, it matches
zero or more characters that precede or follow the characters matched by the
remainder of the pattern. For example, the pattern aldO matches the strings ad,
abcd, abcdef, aaaad, and adddd; the pattern Ch[d matches the strings ad, abcd,
efabcd, aaaad, and adddd.
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Rule Qualification for Patterns Used for Filename Expansion
The rules described above for pattern matching are qualified by the following rules when the pattern
matching notation is used for filename expansion by sh(1), csh(1), ksh(1), and make(1).

If a filename (including the component of a pathname that follows the slash (/) character) begins with
a period (.), the period must be explicitly matched by using a period as the first character of the pat-
tern; it cannot be matched by either the asterisk special character, the question mark special charac-
ter, or a bracket expression. This rule does not apply to make(1).

The slash character in a pathname must be explicitly matched by using a slash in the pattern; it can-
not be matched by either the asterisk special character, the question mark special character, or a
bracket expression. For make(1) only the part of the pathname following the last slash character can
be matched by a special character. That is, all special characters preceding the last slash character
lose their special meaning.

Specified patterns are matched against existing filenames and pathnames, as appropriate. If the pat-
tern matches any existing filenames or pathnames, the pattern is replaced with those filenames and
pathnames, sorted according to the collating sequence in effect. If the pattern does not match any
existing filenames or pathnames, the pattern string is left unchanged.

If the pattern begins with a tilde (™) character, all of the ordinary characters preceding the first slash
(or all characters if there is no slash) are treated as a possible login name. If the login name is null
(i.e., the pattern contains only the tilde or the tilde is immediately followed by a slash), the tilde is
replaced by a pathname of the process's home directory, followed by a slash. Otherwise, the combina-
tion of tilde and login name are replaced by a pathname of the home directory associated with the
login name, followed by a slash. If the system cannot identify the login name, the result is
implementation-defined. This rule does not apply to sh(1) or make(1).

If the pattern contains a $ character, variable substitution can take place. Environmental variables
can be embedded within patterns as:

$name
or:
${name}

Braces are used to guarantee that characters following name are not interpreted as belonging to
name. Substitution occurs in the order specified only once; that is, the resulting string is not exam-
ined again for new names that occurred because of the substitution.

Rule Qualification for Patterns Used in the case Command
The rules described above for pattern matching are qualified by the following rule when the pattern match-
ing notation is used in the case command of sh(1) and ksh(1).

Multiple alternative patterns in a single clause can be specified by separating individual patterns with
the vertical bar character (]); strings matching any of the patterns separated this way will cause the
corresponding command list to be selected.

SEE ALSO
ksh(1), sh(1), fnmatch(3C), glob(3C), regcomp(3C), setlocale(3C), environ(5).

STANDARDS CONFORMANCE
<regexp.h >: AES, SVID2, SVID3, XPG2, XPG3, XPG4
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NAME
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sd - create, distribute, install, monitor, and manage software

SYNOPSIS

sw<task> [XToolkit Options] [-f |-d ] [ 1[-1 1[-P]1 [FR][-ul [-v] [-\V]
[-a attribute] [-c catalog] [-C session_file] [-D acl_entry] [-f software_file] [-F acl_file]

[-J
[-t

Remarks

jobid] [-I level] [-M acl_entry] [-Q date] [-S source] [-S session_file]
target_file] [-X option=value] [-X option_file] [software_selections] [@ target_selections ]

HP-UX's software distributor, SD-UX, is included with the HP-UX Operating System and
manages software on the local host only.

To install and manage software simultaneously on multiple remote hosts (including HP-UX, other
UNIXO platforms, Windows NTO, and PCs) from a central controller, you must purchase the HP
OpenView Software Distributor which provides extended software management capabilities. Infor-
mation specific only to the OpenView product is marked with a heading similar to the following:

The following information applies to HP OpenView Software Distributor only.

DESCRIPTION

The SD

Related

The foll

commands are:
sd - create and monitor software jobs (HP OpenView Software Distributor only).
swacl - modify the Access Control Lists (ACLs) which protect software products.
swagentd - serve local or remote SD software management tasks.
swask - ask for a user response.
swcluster - configure diskless clients (HP-UX 10.* only).
swconfig - configure, unconfigure, or reconfigure installed software.
Swcopy - copy software products for subsequent installation or distribution.
swgettools - retrieve the SD product from new media.
swinstall - install and configure software products.
swjob - monitor job progress and log files. (HP OpenView Software Distributor only).
swlist - display information about software products.
swmodify - modify software product information in a target root or depot.
swpackage - package software products into a distribution directory or tape.
swreg - register or unregister depots or roots.
swremove - unconfigure and remove software products.
swverify - verify software products.
commands include:
mk_kernel - build a bootable HP-UX kernel (HP-UX only).
pushAgent - install the HP OpenView Software Distributor agent on remote systems.
owing sections highlight the features that these commands support.

Interactive Operation )
By default, all SD commands except swask operate in a non-interactive mode. However, SWCOpYy , Swin-
stall , swlist , and swremove commands also support a graphical user interface (GUI). To invoke the
GUISs, enter the command without any command-line options or use the -i option.
The command-line versions of swinstall and swconfig  can be interactive if the ask option is set to
true
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The following information applies to HP OpenView Software Distributor only.

To invoke the HP OpenView Software Distributor GUI, use sd command. This provides the central interac-
tive interface for creating and monitoring software jobs.

Distributed Operation
All of the commands except swask , swpackage , and swmodify use a distributed model of operation.
The commands act as the controller for distributed operations, managing the specific software management
tasks. For each target_selection, an SD agent process performs the task:

. swagent - perform software management tasks as the agent of an SD command.

Communication between the command and each agent, plus other target host activities are facilitated by an
SD daemon process:

. swagentd - serve local or remote software management tasks.
The following PC information applies only to HP OpenView Software Distributor.

For each PC controller target_selection, a single Windows application combines the swagent and
swagentd functionality:

. SWAGENTD.EXE perform software management tasks, serve local PC software for distribu-
tion.

Each PC running the SWAGENTD.EXHs a PC controller. When distributing PC software, it acts as a
fanout server to PC targets. These targets run SD PC agent programs to perform the actual software ins-
tallation tasks.

Software Job Management
The following paragraph applies only to HP OpenView Software Distributor.

Most SD commands create job information that records the job definition (in a session file), status and log
information for the job. Jobs can be executed immediately, or scheduled for later execution. The user can
browse the scheduled, active, and completed jobs using either the command line or interactive interfaces.

Secure Operation
SD uses Access Control Lists (ACLs) to authorize a user attempting to create, modify, or read software pro-
ducts in a depot or installed to a root file system. The superuser can grant specific local and remote users
specific access permissions to a target host, a target depot, and/or a target root file system.

Because files are loaded and scripts are run as superuser, granting write permission (to install software) on
a root file system or insert permission (to create a new root) on a host, effectively gives the user superuser
privileges.

SD uses a method based on credentials and passwords to authenticate the user and the SD command per-
forming a given operation.

Flexible Policy Control
Many policies and behaviors for the SD commands can be controlled via the appropriate command options.
Options can be defined in an SD defaults file, specified on the command-line invocation of a command, or
specified in the GUI.

Preview, Diagnostics and Logging
All commands except swlist  and swjob log major events on the controller host and detailed events on
the target hosts.

If both source and target machine are updated to HP-UX version 10.30 or later, the system administrator
at the source depot machine can track which user pulls which software from a depot on the source machine
and when the software is pulled. Refer to the swagent(1M) source_depot_audit option for more
information.

The following paragraph applies only to HP OpenView Software Distributor.

You can use the SD interactive interface (invoked using the sd command) and the swjob command line
interface to monitor job progress and to view controller and target log files.

The swconfig , swcopy , swinstall , swmodify , swpackage , and swremove commands support
a preview mode, where the commands will proceed through the analysis phase, then exit.

Section 5-282 -2- HP-UX Release 11.0: October 1997



sd(5) sd(5)
(Hewlett-Packard Company)

The preview mode only applies to non-interactive operations, since the GUIs wait for confirmation after
analysis. In the interactive mode, you can resolve invalid conditions that the commands discover before
they actually begin loading or removing files.

Software Products
Software products are organized in a multi-level hierarchy: bundles, products, subproducts, and filesets.
The actual files that make up a product are packaged into filesets. The software_selections for an SD com-
mand can specify bundles, products, individual subproducts, and/or individual filesets.

Compatible Software
Software products specify what machine types and operating systems they support (i.e. are compatible
with). The swconfig , swinstall , and swverify  commands can detect and/or enforce the use of
compatible software.

Dependencies Between Software
The swask , swconfig , swcopy , swinstall , Swremove , and swverify ~ commands support depen-
dencies between filesets and other filesets and products.

If a software_selection specifies a dependency on other filesets and/or products, the commands will automat-
ically select that software. An exception is swremove , which can automatically select dependent software
(filesets and/or products that depend on the software_selections).

By default, all dependencies must be resolved before a command will proceed. The user can override this
policy using the enforce_dependencies option.

SD supports two types of dependencies: prerequisites that must be installed and configured before the
dependent fileset is installed and configured (respectively); and corequisites that must be installed and
configured before the dependent is usable..

Product Location and Multiple Versions
The swinstall command can install a software product to an alternate product location instead of the
default product directory specified by the vendor. (This directory location is the root directory of all the
product’s files.)

The swinstall command can also install multiple versions of a software product to a single target sys-
tem, each in a unique product location.

The software management commands, swconfig , swlist , swremove , and swverify  allow a user to
select a specific product from the multiple installed versions by specifying the product location as part of
the software_selection.

Alternate Root Directory and Depot Directory
By default, the swinstall , swlist , swverify , and swremove commands operate on the primary
root file system of a target host, namely "/". The user can specify an alternate root directory to these com-
mands, meaning a directory other than "/" that will eventually be the root of some target host (e.g. building
a test system by mounting its root file system). S

The swconfig command only operates on software installed to the primary root file system, "/".

When operating on a depot, the swpackage , swcopy , swlist , swverify , and swremove com-
mands by default use the depot located at /var/spool/sw . The user can also specify an alternate depot
directory to these commands.

Disk Space Analysis
The swcopy , swinstall , and swpackage commands perform a disk space analysis on the
target_selections to ensure that enough free disk space is available to perform the task.

Before performing any disk space analysis, these commands (and also swverify and swremove ) exe-
cute the mount(1M) command to mount all file systems listed in each target's file system table
(/etc/fstab or equivalent). This ensures that files are not loaded into a directory below a future mount
point. The user can override this mounting policy using the mount_all_filesystems option.
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Control Scripts
The swask , swconfig , swinstall , swremove , and swverify ~ commands execute vendor-defined
control scripts to perform checks and/or other tasks beyond those explicitly performed by the commands.

The swask command can run request scripts to request user responses. The swinstall and swcon-
fig commands can also run request scripts.

For swinstall and swremove , a fileset and/or product can include a check script to perform an
analysis of each target_selection (target host). If this analysis fails, the script can: prevent the
fileset/product from being installed/removed or abort the entire session.

In addition, swinstall and swremove can execute scripts immediately before and immediately after
the fileset/product has been installed or removed. These scripts usually perform additional file install or
remove operations.

The swconfig , swinstall , and swremove commands will also execute configuration and
unconfiguration scripts on an installed fileset/product to configure or unconfigure the system for the
software.

The swverify command will execute a verification script which can analyze the configured

fileset/product to verify that it is configured properly.

Software States
The SD commands transition products and filesets through a number of states.

During installation, software is transitioned through the following states: non-existent, TRANSIENT,
INSTALLED, and CONFIGURED. During removal, software is transitioned through these states: CON-
FIGURED, INSTALLED, TRANSIENT, and non-existent.

When packaging or copying software into a depot, the software is transitioned through the following states:
non-existent, TRANSIENT, and AVAILABLE. When removing software from a depot, the software is tran-
sitioned through these states: AVAILABLE, TRANSIENT, and non-existent.

If a task fails during any TRANSIENT state, the state is set to CORRUPT.

Session Files
Each invocation of an SD command defines a task session. Most SD commands automatically save options,
source information, software selections, and target selections before the task actually commences. You can
build, save, and reuse additional sessions with most commands.

Software and Target Lists
Most SD commands support software and target selections from separate input files. You can reuse files
- containing sets of software or target configurations as input to the commands.

Options
The following options are supported by one or more of the SD commands. Refer to the manual pages for
S each command for the options specific to that command.

XToolKit Options
The interactive commands support a subset of the standard X Toolkit options to control the
appearance of the GUI. The supported options are: -bg , -background , -fg , -fore-
ground , -display , -name, -xrm . and -synchronous . See the X(1) manual page
for a definition of these options.

-d Causes the command to operate on target_selections which are software depots rather than
root directories.

-r (Optional) Causes the command to operate on target_selections that are alternate root
directories (root file systems other than /).

Note that you cannot use this option to relocate software during installation. You must use
the I=location syntax in the software selection component.

-i Runs the command in interactive mode (Graphical User Interface).
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(HP-UX 10.* only) Runs the command in linkinstall mode, which makes software installed
under a server's shared root available to a diskless client's private root.

When run in linkinstall mode, swinstall

¢ Creates NFS mounts to the software to make it accessible from the target. This may
involve delayed mounting for alternate roots.

* Modifies the target’s fstab file.
* Modifies the source’s exports file to add mount permission for the target.

Mounts are created by examining the share_link product attribute. Not all products sup-
port linkinstall . Some products may be visible without creating a new mount if they
reside under an existing one.

Previews the task by executing the session through the analysis phase and exiting before
the command begins to perform the actual task. This option only applies to non-interactive
sessions.
Recursively include all objects to the fileset level using swlist , (and to the end_target
level using the HP OpenView Software Distributor swjob command).
Undo variation of the operation, unconfiguring software using swconfig , unregistering
the specified objects using swreg , (or removing the specified jobs using the HP OpenView
Software Distributor Swjob command).
Turns on verbose output to stdout. (The command log file is not affected by this option.)
By default, verbose output is enabled for all the SD commands.
List the SDU data model revisions that swpackage supports.

attribute
Specifies particular attributes to display or modify using swlist , swmodify , (or the HP
OpenView Software Distributor swjob command).

catalog
Specifies the pathname of an exported catalog which stores copies of the response files
created by request scripts.

session_file
Save the current options and operands to session_file. You can enter a relative or absolute
path with the file name. The default directory for session files s
$HOME/.sw/sessions/ . You can recall a session file with the -S session_file option.
From an interactive session, you can save session information into a file at any time with
the File/Save Session or File/Save Session As option. You can save session information
from a command-line session with the -C session_file option. In addition, each command
automatically creates a session file of the most recent session information and names the
file $HOME/.sw/sessions/sw<task>.last

acl_entry
Deletes an existing entry from the ACL associated with the specified objects using swacl .

software_file

Read the list of selections from software_file instead of (or in addition to) the command line

operands.

acl_file
Assigns the ACL contained in acl_file to the specified object using swacl .

job_id
(HP OpenView Software Distributor only) Executes the previously scheduled job. This
option is used by the swagentd to initiate scheduled jobs.

level List all objects at the specified level when using swlist , or define the level of the objects
when using swacl , or swreg .

acl_entry
Adds a new ACL entry or changes the permissions of an existing entry using swacl .

date (HP OpenView Software Distributor only) Schedules the command for the specified date

and time.
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-S source
Specifies source depot, PSF file, or tape from which software will be installed, copied, listed,
or packaged.

-S session_file
Execute swinstall or swcopy based on the options and operands saved from a previ-
ous session, as defined in session_file. You can save session information to a file with the
-C session_file option.

-t target_file
Read the list of target_selections from target_file instead of (or in addition to) the command
line operands.

-X option=value
Set the session option to value and override the default value (or a value in an alternate
option_file specified with the -X option). Multiple -x options can be specified.

-X option_file
Read the session options and behaviors from option_file. These values defined in this file
override the default values.

Operands
Most SD commands support two types of operands: software selections followed by target selections. These
operands are separated by the "@" (at) character. This syntax implies that the command operates on "selec-
tions at targets".

Software Selections
The selections operands consist of software_selections for most SD commands. For the swjob (HP Open-
View Software Distributor) and swreg commands, the selections can be job_ids and roots_or_depots
respectively.

The SD commands support the following syntax for each software_selection:
bundle[. product[. subproduct][. fileset]][, version]
product[. subproduct][. fileset][, version]

The version component has the form:
[,y <op> revision][,a <op> arch][,v <op> vendor]
[,c <op> category][,I= location][,fr  <op> revision]
[.fa <op> arch]

. location applies only to installed software and refers to software installed to a location other than
the default product directory.

. fr and fa apply only to filesets.
. The <op> (relational operator) component can be of the form:
==, >= <=, <, > or!l=
which performs individual comparisons on dot-separated fields.

For example, r>=B.10.00 chooses all revisions greater than or equal to B.10.00 . The sys-
tem compares each dot-separated field to find matches. Shell patterns are not allowed with these
operators.

. The = (equals) relational operator lets you specify selections for swlist , swpackage , and
swmodify with the following shell wildcard and pattern-matching notations:

[1.%.72!
For example, the expression r=1[01].* returns any revision in version 10 or version 11.

. All version components are repeatable within a single specification (e.g. r>=A.12 , r<A.20 ).
If multiple components are used, the selection must match all components.

. Fully qualified software specs include the r=, a=, and v= version components even if they con-
tain empty strings.

. No space or tab characters are allowed in a software selection.
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. The software instance_id can take the place of the version component. It has the form:
[instance_id]

within the context of an exported catalog, where instance_id is an integer that distinguishes ver-
sions of products and bundles with the same tag.

The * software specification selects all products. It is not allowed when removing software from the root
directory (/).
Target Selections
The SD commands support this syntax for each target_selection.
[host][: ][/ directory]
The : (colon) is required if both a host and directory are specified.
The following PC information applies only to HP OpenView Software Distributor.
The swinstall and swjob commands support the following syntax for specifying PCs:
[pc_controller][:: ][pc_target]
. The PC controller is a fanout server.
. The PC target may be a PC machine, user, or group name.
. Valid targets for a PC controller can be listed using:
swlist -l machine|user|group

PC targets can be further qualified for whether they refer to a PC machine, user, or group type with the fol-
lowing syntax:

name[,t= type][,k= address]

. The type must be specified when a name applies to more than one of a machine , user , or
group . (The address is used internally for machines and is generally not needed on the com-
mand line.)

. The keyword * can be substituted for pc_target , specifying an installation to all target
machines:

@ pc_controller::*
EXTERNAL INPUTS AND INFLUENCES
Default Options

In addition to the standard options, several SD behaviors and policy options can be changed by editing the
default values found in:

/var/fadm/sw/defaults the system-wide default values.
$HOME/.swdefaults the user-specific default values.

Values must be specified in the defaults file using this syntax:
[command_name. Joption=value

The optional command_name prefix denotes one of the SD commands. Using the prefix limits the change in
the default value to that command. If you leave the prefix off, the change applies to all commands.

You can also override default values from the command line with the -x or -X options:
command -X option=value
command -X option_file

The following section lists all of the keywords supported by the SD commands. The keywords that are sup-
ported for individual commands are also listed in each command’s manual page. If a default value exists, it
is listed after the "=". The commands that this option applies to are also specified.

agent=/ustr/lbin/swagent
The location of the agent program invoked by the daemon.

Applies to swagentd .
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agent_auto_exit=true
Causes the target agent to automatically exit after Execute phase, or after a failed Analysis
phase. This is forced to false when the controller is using an interactive Ul, or when
-p (preview) is used. This enhances network reliability and performance. The default is
true means the target agent automatically exits when appropriate. If set to false , the
target agent will not exit until the controller ends the session.

Applies to swconfig , swcopy , swinstall , swremove , swverify

agent_timeout_minutes=10000
Causes a target agent to exit if it has been inactive for the specified time. This can be used
to make target agents more quickly detect lost network connections since RPC can take as
long as 130 minutes to detect a lost connection. The recommended value is the longest
period of inactivity expected in your environment. For command line invocation, a value
between 10 minutes and 60 minutes is suitable. A value of 60 minutes or more is recom-
mended when the GUI will be used. The default of 10000 is slightly less than 7 days.

Applies to swcopy , swinstall , Swjob , swlist , swremove , swverify

allow_downdate=false
Prevents the installation of an older revision of fileset that already exists at the targets.
(Many software products do not support "downdating".) If set to true , the older revision
can be installed.

Applies to swinstall

allow_incompatible=false
Requires that the software products which are being installed be "compatible" with the tar-
get selections. (All of the target selections must match the list of supported systems
defined for each selected product.) If set to true , target compatibility is not enforced.

Applies to swconfig , swinstall , and swverify

allow_multiple_versions=false
Prevents the installation or configuration of another, independent version of a product
when a version already is already installed or configured at the target.

If set to true , another version of an existing product can be installed into a new location,
or can be configured in its new location. Multiple versions can only be installed if a product
is locatable. Multiple configured versions will not work unless the product supports it.

Applies to swconfig , swinstall , and swverify

alternate_source=
Defines the alternate source which the agent will use when the
use_alternate_source option is set to true . The alternate source is specified using
the syntax:

[host][: ][path]

If the host portion is not specified, then the local host is used. If the path portion is not
specified, then the path sent by the command is used. The protocol sequence and endpoint
given by the option swagent.rpc_binding_info are used when the agent attempts
to contact an alternate source depot.

Applies to swagent .

ask=true (swask only)

ask=false  (swconfig and swinstall )
Executes a request script, which asks for a user response. If ask=as_needed ,
swinstall executes the request script only if a response file does not already exist in the
control directory. See swask(1M) for more information on request scripts.

Applies to swask , swconfig , and swinstall
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auto_kernel_build=true
Normally set to true. Specifies whether the removal of a kernel fileset should rebuild the
kernel or not. If the kernel rebuild succeeds, the system automatically reboots. If set to
false, the system continues to run the current kernel.

If the auto_kernel_build option is set to true , the autoreboot  option must also
be set to true . If the auto_kernel_build option is set to false , the value of the
autoreboot  option does not matter.

Applies to swremove only.

autoreboot=false
Prevents the installation or removal of software requiring a reboot from the non-interactive
interface. If set to true , then software can be installed or removed, after which the target
system(s) will automatically reboot.

An interactive session always asks for confirmation before software requiring a reboot is
installed or removed.

If the auto_kernel_build option is set to true , the autoreboot  option must also
be set to true . If the auto_kernel_build option is set to false , the value of the
autoreboot  option does not matter.

Applies to swinstall and swremove .

autorecover_product=false
Causes swinstall to remove the original files as they are updated. If an error occurs
during the installation (e.g. network failure), then the original files are lost, and the instal-
lation must be re-tried.

If set to true , all files are saved as backup copies until all filesets in the current product
loading are complete; then they are removed. At the cost of a temporary increase in disk
space and slower performance, this allows for automatic recovery of the original filesets in
that product if the load fails.

Applies only to swinstall
autoremove_job=false
This option applies only to HP OpenView Software Distributor.

Controls automatic job removal of completed jobs. If the job is automatically removed, job
information (job status or target log files) cannot be queried with swjob .

Install jobs to PCs can not be automatically removed. They should not be removed until
the job completes on all PC targets.

autoselect_dependencies=true
Controls the automatic selection of prerequisite and corequisite software that is not expli-
citly selected by the user. When set to true , the requisite software is automatically S
selected for configuration. When set to false , requisite software which is not explicitly
selected is not automatically selected for configuration.

Applies to sweconfig , swcopy , swinstall , and swverify

autoselect_dependents=false
Controls the automatic selection of dependent software that is not explicitly selected by the
user. A dependent is the opposite of a requisite. A dependent fileset has established either
a prerequisite or a corequisite on the fileset under discussion. Specifying true causes
dependent software to be automatically selected for the operation. The default, false
causes dependent software, which is not explicitly selected, to not be automatically selected
for the operation.

Applies to sweconfig  and swremove .
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autoselect_patches=true
Automatically selects the latest patches (based on superseding and ancestor attributes) for
a software object that a user selects for a swinstall or Swcopy operation. When set to
false , the patches corresponding to the selected object will not be automatically selected.

The patch_filter option can be used in conjunction with autoselect_patches
Applies to swask , swinstall , and swcopy .

autoselect_reference_bundles=true
If true , bundles that are sticky  will be automatically installed, or copied, along with
the software it is made up of. If false , the software can be installed, or copied, without
automatically including sticky  bundles that contain it.

For swremove , if set to true , any bundle with the is_sticky attribute set to true is
removed automatically when the last of its contents is removed. If set to false , the
sticky bundles will not be automatically removed.

Applies to swcopy , swinstall , and swremove .

check_contents=true
Causes swverify  to verify the time stamp, size, and checksum attributes of files. If set
to false , these attributes are not verified.

Applies to swverify

check_permissions=true
Causes swverify  to verify the mode, owner, UID, group, and GID attributes of installed
files. If set to false , these attributes are not verified.

Applies to swverify

check_requisites=true
Causes swverify to verify that the prerequisite and corequisite dependencies of the
software selections are being met. If set to false , these checks are not performed.

Applies to swverify

check_scripts=true
Causes swverify  to run the fileset/product verify scripts for installed software. If set to
false , these scripts are not executed.

Applies to swverify

check_volatile=false
Causes swverify  to not verify those files marked as volatile (i.e. can be changed). If set
to true , volatile files are also checked (for installed software).

Applies to swverify

codeword=
Provides the "codeword" needed to unlock protected HP CD-ROM software.

Some HP software products are shipped on CD-ROM as "protected” products. That is, they
cannot be installed or copied unless a “codeword” and "customer ID" are provided. The
codeword is found on the CD-ROM certificate which you received from HP. You may use
this default specification on the command line or the SD-UX Interactive User Interface to
enter the codeword.

This default stores the codeword for future reference; it needs to be entered only once. If a
new HP product is purchased and a previous codeword has already been entered for that
CD-ROM, just enter the new codeword as usual and the codewords will be merged inter-
nally.

compress_cmd=/usr/contrib/bin/gzip
Defines the command called to compress files before installing, copying or packaging. If the
compression_type  option is set to other than gzip or compress, this path must be
changed.

Applies to swpackage and swagent .
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compress_files=false
If set to true , files are compressed, if not already compressed, before transfer from a
source. This will enhance performance on slower networks for swcopy and swinstall
and will result in smaller depots for swcopy and swpackage , unless the
uncompress_files is also set to true

Applies to swcopy , swinstall , and swpackage .

compression_type=gzip

Defines the default compression type used by the agent when it compresses files during or
after transmission. If uncompress_files is set to false, the compression_type is
recorded for each file compressed so that the correct uncompression can later be applied
during a swinstall , or a swcopy with uncompress_files set to true. The
compress_cmd specified must produce files with the compression_type specified.
The uncompress_cmd must be able to process files of the compression_type
specified unless the format is gzip , which is uncompressed by the internal uncompressor
(funzip ).

Applies to swagent .

config_cleanup_cmd=/usr/Ibin/sw/config_clean
Defines the script called by the agent to perform release-specific configure cleanup steps.

Applies to swagent .

control_files=
When adding or deleting control file objects, this option lists the tags of those control files.
There is no supplied default. If there is more than one tag, they must be separated by whi-
tespace and surrounded by quotes.

Applies to swmodify .

controller_source=
Specifies the location of a depot for the controller to access to resolve selections. Setting this
option can reduce network traffic between the controller and the target. Use the target
selection syntax to specify the location:

[host][: ][path]

This option has no effect on which sources the target uses and is ignored when used with an
Interactive User Interface.

Applies to swcopy , sweconfig , swinstall , sSwremove , and swverify

create_target_acls=true
If creating a target depot, swpackage will create Access Control Lists (ACLs) for the
depot (if it is new) and all products being packaged into it. If set to false , and if the user
is the superuser, swpackage will not create ACLs. (The swpackage command never
creates ACLs when software is packaged on to a distribution tape.)

Applies to swpackage .

create_target_path=true
Causes the agent to create the target directory if it does not already exist. If set to false
a new target directory will not be created. This option can prevent the erroneous creation
of new target depots.

Applies to swcopy and swinstall

customer_id=
This number, also printed on the Software Certificate, is used to "unlock" protected
software and restrict its installation to a specific site or owner. It is entered using the -X
customer_id= option or by using the Interactive User Interface. The customer_id can be
used on any HP-UX 10.0X compatible HP9000 system.
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defer_configure=false
Causes swinstall to automatically configure the software_selections after they are
installed. When an alternate root directory is specified, swinstall never performs the
configuration task, since only hosts using the software should be configured. If set to
true , this option allows configuration to be deferred even when the root directory is/ .

When installing a successive version of a product, it will not be configured if another ver-
sion is already configured. The swconfig command must be run separately.

Applies to swinstall

distribution_source_directory=/var/spool/sw
Defines the default distribution directory to read as the source (when the source_type
is directory). The -S option overrides this default.

Applies to swcopy , swinstall , and swpackage .

distribution_target_directory=/var/spool/sw
Defines the default distribution directory of the target depot. The target_selection operand
overrides this default.

Applies to swacl , swcopy , swlist , swmodify , swpackage , swreg , swremove ,
and swverify

distribution_target_serial=/dev/rmt/Om
Defines the default location of the target tape device file. The target_selection operand
overrides this default.

Applies to swpackage .

enforce_dependencies=true
Requires that all dependencies specified by the software_selections be resolved either in the
specified source, or at the target_selections themselves.

The swconfig , swcopy , and swinstall commands will not proceed unless the depen-
dencies have also been selected or already exist at the target in the correct state
(INSTALLED, CONFIGURED, or AVAILABLE). This prevents unusable software from
being installed on the system. It also ensures that depots contain usable sets of software.

For swremove , if a selected fileset has dependents (i.e. other software depends on the
fileset) and they are not selected, do not remove the selected filesets.

If set to false , dependencies will still be checked, but not enforced. Corequisite depen-
dencies, if not enforced, may keep the selected software from working properly. Prere-
quisite dependencies, if not enforced, may cause the installation or configuration to fail.

Applies to sweconfig , swcopy , swinstall , sSwremove , and swverify

enforce_dsa=true
Prevents a command from proceeding past the analysis phase if the disk space required is
beyond the available free space of the impacted file systems. If set to false , then the
install, copy, or package operation will use the file systems' minfree space and may fail
because it reaches the file system’s absolute limit.

Applies to swcopy , swinstall , and swpackage .
enforce_kernbld_failure=true
Prevents swinstall from proceeding past the kernel build phase if the kernel build

processes fail. If set to false , then the install operation will continue (without suspension
if in the interactive mode) despite failure or warnings from either the system preparation
process or the kernel build process.

Applies to swinstall

enforce_scripts=true
If a fileset/product checkinstall or checkremove script fails (i.e. returns with exit code 1),
none of the filesets in that product will be installed or removed. If set to false , the install
or remove operation will proceed even when a check script fails.

Applies to swinstall and swremove .
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files= When adding or deleting file objects, this option lists the pathnames of those file objects.
There is no supplied default. If there is more than one pathname, they must be separated
by whitespace.

Applies to swmodify .

follow_symlinks=false
Do not follow symbolic links in the package source files, but include the symbolic links in
the packaged products. A value of true for this keyword causes swpackage to follow
symbolic links in the package source files and include the files they reference in the pack-
aged products.

Applies to swpackage .
force_job_removal=false
This option applies only to HP OpenView Software Distributor.

By default, the job information is removed from the central controller only after removing
the job information stored on each of the targets succeeds. If the job should be removed
regardless of the success of the removal of job information from targets, set this option to
true

Applies to swjob .
force_single_target=false
This option applies to HP-UX 10.* only.

This option applies only to the Interactive User Interface when no SD-OV license is in effect
on a system that is a diskless server. It causes swremove to run in a single target mode,
even though a diskless server normally causes swremove to run in multi-target mode.

include_file_revisions=false
Do not include each source file's revision attribute in the products being packaged. Because
this operation is time consuming, by default the revision attributes are not included. If set
to true , swpackage will execute what(1l) and possibly ident(1) (in that order) to try to
determine a file's revision attribute.

Applies to swpackage .

install_cleanup_cmd=/usr/Ibin/sw/install_clean
Defines the script called by the agent to perform release-specific install cleanup steps
immediately after the last postinstall script has been run. For an OS update, this script
should at least remove commands that were saved by the install_setup script. This
script is executed after all filesets have been installed, just before the reboot to the new
operating system.

Applies to swagent .

install_setup_cmd=/usr/lbin/sw/install_setup
Defines the script called by the agent to perform release-specific install preparation. For an
OS update, this script should at least copy commands needed for the checkinstall, prein-
stall, and postinstall scripts to a path where they can be accessed while the real commands
are being updated. This script is executed before any kernel filesets are loaded.

Applies to swagent .
job_polling_interval=30
This option applies only to HP OpenView Software Distributor.

Defines the polling interval, in minutes, used by the daemon. It specifies how often a PC
install job will be polled in order to cache the progress of remote targets on the controller.

Applies to swinstall
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job_title=
This option applies only to HP OpenView Software Distributor.

This is an ASCII string giving a title to a job. It is displayed along with the job ID to pro-
vide additional identifying information about a job when swjob is invoked.

Applies to swconfig , swcopy , swinstall , Swremove , and swverify

kernel_build_cmd=/usr/sbin/mk_kernel
Defines the script called by the agent for kernel building.

Applies to swagent .

kernel_path=/stand/vmunix
Defines the path to the system's bootable kernel. This path is passed to the
kernel_build_cmd viathe SW_KERNEL_PATEhvironment variable.

Applies to swagent .

layout_version=1.0
Specifies the POSIX layout_version to which the SD commands conform when writ-
ing distributions and swlist  output. Supported values are "1.0" (default) and "0.8". SD for
HP-UX version 10.10 and later can read or write either layout version.

SD object and attribute syntax conforms to the layout_version 1.0 specification of the IEEE
POSIX 1387.2 Software Administration standard. SD commands still accept the keyword
names associated with the older layout version, but you should wuse
layout_version=0.8 only to create distributions readable by older versions of SD.

The version used by swpackage can be controlled by specifying the layout_version attri-
bute in the product specification file (PSF). However, if the layout_version attribute in the
PSF is 1.0, the is_locatable attribute defaults to true in all cases, and must be explicitly set
to false. (See swpackage(4) for more information on PSFs.)

Layout version 1.0 adds significant functionality not recognized by systems supporting only

0.8, including:

. Category class objects (formerly the category and category_title attributes
within the bundle or product class).

. Patch-handling attributes, including applied_patches , is_patch , and
patch_state

. The fileset architecture attribute, which permits you to specify the architecture

of the target system on which the product will run.

In addition to adding new attributes and objects, layout_version 1.0 changes the following
preexisting 0.8 objects and attributes as follows:

. Replaces the depot media_sequence_number  with the media object with a
sequence_number attribute.

. Replaces the vendor definition within products and bundles with a vendor_tag
attribute and a corresponding vendor object defined outside the product or bundle.

. Pluralizes the corequisite and prerequisite fileset attributes (to core-
quisites  and prerequisites )-

. Changes the timestamp attribute to mod_time .
Applies to swpackage , swcopy , swmodify , and swlist
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Specifies a software level for swlist , swacl , or swreg .
For swlist

Lists all objects down to the specified level. Both the specified level(s) and the depth of the

specified software_selections control the depth of the swlist output. The supported

software levels are:

bundle Show all objects down to the bundle level.

product Show all objects down to the product level. Also use -l bundle -l product to
show bundles.

subproduct  Show all objects down to the subproduct level.

fileset Show all objects down to the fileset level. Also use - fileset -1 subproduct to
show subproducts.

file Show all objects down to the file level (i.e. depots, products, filesets, and
files).

category Show all categories of available software objects.

patch Show all applied patches.

The supported depot and root levels are:

depot Show only the depot level (i.e. depots which exist at the specified target
hosts).

root List all alternate roots.

shroot List all registered shared roots (HP-UX 10.X only).

prroot List all registered private roots (HP-UX 10.X only).

The machine, user, and group levels apply only to HP OpenView Software Distributor PC

target files.

machine Show the machines known to a PC controller.

user Show the users known to a PC controller.

group Show the groups known to a PC controller.

For swacl :

The level option defines the level of ACLs to view or modify:

host View/modify the ACL protecting the host system(s) identified by the
target_selections.

depot View/modify the ACL protecting the software depot(s) identified by the
target_selections.

root View/modify the ACL protecting the root file system(s) identified by the
target_selections.

product View/modify the ACL protecting the software product identified by the

software_selection. Applies only to products in depots, not installed pro-
ducts in roots.
product_template
View/modify the template ACL used to initialize the ACL(s) of future
product(s) added to the software depot(s) identified by the target_selections.
global_soc_template
View/modify the template ACL used to initialize the ACL(s) of future
software depot(s) or root file system(s) added to the host(s) identified by the
target_selections.
global_product_template
View/modify the template ACL used to initialize  the
product_template ACL(s) of future software depot(s) added to the
host(s) identified by the target_selections.
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For swreg :

The level option defines the level of object to register or unregister:
depot Depots which exist at the specified target hosts.

root All alternate roots.

shroot All registered shared roots (HP-UX 10.X only).

prroot All registered private roots (HP-UX 10.X only).

Applies to swacl , swlist , and swreg .

log_msgid=0

Controls whether numeric identification numbers are prepended to logfile messages pro-
duced by SD:

(default) No identifiers are attached to messages.

Applies to ERROR messages only.

Applies to ERROR and WARNING messages.

Applies to ERROR, WARNING, and NOTE messages.

Applies to ERROR, WARNING, NOTE, and certain other logfile messages.

Applies to swconfig , swcopy , swinstall , Swreg , swremove , and swverify

A WNFRO

logdetail=false

The logdetalil option controls the amount of detail written to the log file. When set to
true , this option adds detailed task information (such as options specified, progress state-
ments, and additional summary information) to the log file. This information is in addition
to log information controlled by the loglevel option.

Here are the possible combinations of loglevel  and logdetail options:

Log Level Log Detail Information Included

loglevel=0 No information is written to the
logfile.

loglevel=1 logdetail=false Only key events are logged; this is the
default.

loglevel=1 logdetail=true Event detail as above plus task pro-

gress messages. Setting loglevel=1 is
not necessary, it is the default.
gdetail=false Event and file level messages only.
Setting the logdetail=false option is
not necessary.

gdetail=true All information is logged. Setting both
loglevel=2 and logdetail=true options
is required. This combination may pro-
duce the same logfile behavior as pre-
vious HP-UX 10.x releases.

Applies to swconfig , swcopy , swinstall , Swreg , swremove , and swverify.

)

loglevel=2

)

loglevel=2

logfile=/var/adm/sw/sw<command>.log

Defines the default log file for each SD command. (The agent log files are always located
relative to the target depot or target root, e.g. /var/spool/sw/swagent.log and
/var/fadm/sw/swagent.log )

Applies to all commands except swacl , swlist , and swjob (HP OpenView Software
Distributor).
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loglevel=1
Controls the log level for the events logged to the command logfile, the target agent logfile,
and the source agent logfile by prepending identification numbers to SD logfile messages.

This information is in addition to the detail controlled by the logdetail option. See
logdetail for more information.
A value of

0 provides no information to the log files.
1 enables verbose logging to the log files.
2 enables very verbose logging to the log files.

Applies to swconfig , swcopy , swinstall , swmodify , swpackage , swremove ,
and swverify

match_target=false
If set to true , software selection is done by locating filesets on the source that match the
target system’s installed filesets. If multiple targets are specified, the first in the list is
used as the basis for selections.

Applies to swinstall
max_agents=-1

The maximum number of agents that are permitted to run simultaneously. The value of -1
means that there is no limit.

Applies to swagentd .

media_capacity=1330
If creating a distribution tape, this keyword specifies the capacity of the tape in Mbytes.
This option is required if the media is not a DDS tape or a disk file. Without this option,

swpackage sets the size to 1330 Mbytes for tape and "free space up to minfree" on a disk
file.

Applies to swpackage .

media_type=directory
Defines the type of distribution to create. The recognized types are directory and
tape .

Applies to swpackage .
minimum_job_polling_interval=1
This option applies only to HP OpenView Software Distributor.

Defines how often, in minutes, the daemon will wake up and scan the job queue to deter-
mine if any scheduled jobs need to be initiated or if any PC install jobs need their remote
target status cached locally (see job_polling_interval ). If set to 0, no scheduled
jobs will be initiated, and no caching of PC install jobs will occur.

Applies to swagentd .

mount_all_filesystems=true
By default, the SD commands attempt to mount all filesystems in the /etc/fstab file at
the beginning of the analysis phase, to ensure that all listed filesystems are mounted before
proceeding. This policy helps to ensure that files are not loaded into a directory that may
be below a future mount point, and that the expected files are available for a remove or ver-
ify operation.

If set to false , the mount operation is not attempted, and no check of the current mounts
is performed.

Applies to swconfig , swcopy , swinstall , sSwremove , and swverify

mount_cmd=/sbin/mount
Defines the command called by the agent to mount all filesystems.

Applies to swagent .
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objects_to_register=
Defines the default objects to register or unregister. There is no supplied default (see
select_local above). If there is more than one object, they must be separated by
spaces.

Applies to swreg .

one_liner=
Defines the attributes which are listed in the non-verbose listing.

Applies to swlist  and HP OpenView Software Distributor's swjob .

0s_name
This option can be used in conjunction with 0S_release  to specify fileset selection for an
HP-UX update. 0s_name should only be specified from the command line. Refer to the
SD readme file for correct syntax. You can display the readme file by entering:

swlist -d -a readme SW-DIST [@ host:/depot ]
Applies to swinstall

0s_release
This option can be used in conjunction with 0S_name to specify fileset selection for an
HP-UX update. 0s_release  should only be specified from the command line. Refer to
the SD readme file for correct syntax. You can display the readme file by entering:

swlist -d -a readme SW-DIST [@ host:/depot ]
Applies to swinstall

package_in_place=false
If set to true , swpackage will package the specified products such that the target depot
will not contain the files that make up a product. Instead, swpackage inserts references
to the original source files used to build a product. This behavior allows products to be
packaged without consuming the full disk space of copying all the source files into the tar-
get depot.

Applies to swpackage .

patch_commit=false
Commits a patch by removing files saved for patch rollback. When set to true , and run
with swmodify , you cannot roll back (remove) a patch unless you remove the associated
base software that the patch modified.

Applies to swmodify .

patch_filter=*.*
Specifies a software_specification for a patch filter. The default value is *.*
This option can be used in conjunction with the autoselect_patches and

patch_match_target options to filter the selected patches to meet the criteria
specified by software_specification.

Applies to swask , swcopy , and swinstall ,

patch_match_target=false
If set to true , this option selects the latest patches (software identified by the is_patch
attribute) that correspond to software on the target root or depot.

The patch_filter= option can be used in conjunction with patch_match_target
Applies to swcopy and swinstall

patch_one_liner=title patch_state
Specifies the attributes displayed for each object listed when the -l patch option is
invoked and when no -a or -v option is specified. The default display attributes are
title  and patch_state

Applies to swlist  and swjob .
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patch_save_files=true
Saves patched files, which permits future rollback of patches. When set to false , patches
cannot be rolled back (removed) unless the base software modified by the patch is removed
at the same time.

Applies to swinstall
poll_now=false
This option applies only to HP OpenView Software Distributor.

The status information displayed for a PC install job is as recent as the last time the dae-
mon polled remote targets for information (see the option job_polling_interval ).
If the most recent status is wanted set this option to true

Applies to swjob .

polling_interval=2
Defines in seconds the polling interval used by interactive (GUI) sessions. It specifies how
often each target agent will be polled to obtain status information about the task being per-
formed. When operating across wide-area networks, the polling interval can be increased
to reduce network overhead.

Applies to swcopy , swinstall , and swremove .

reboot_cmd=/shin/reboot
Defines the command called by the agent to reboot the system.

Applies to swagent .

reconfigure=false
Prevents software which is already in the CONFIGURED state from being reconfigured. If
set to true , CONFIGURED software can be reconfigured.

Applies to swconfig

register_new_depot=true
Causes sSwcopy to register a newly created depot with the local swagentd . This action
allows other SD commands to automatically "see" this depot. If set to false , a new depot
will not be automatically registered. (It can be registered later with the swreg com-
mand.)

Applies to swcopy .

register_new_root=true
Causes swinstall to register a newly created alternate root with the local swagentd
This action allows other SD commands to automatically "see" this root. If set to false , a
new root will not be automatically registered. (It can be registered later with the swreg
command.)

Applies to swinstall

reinstall=false
When re-installing (or re-copying) an existing version of a fileset, this option causes that
fileset to be skipped, i.e. not re-installed. If set to true , the fileset will be re-installed (re-
copied).

Applies to swinstall and swcopy .

reinstall_files=true
Causes all the files in a fileset to always be re-installed, re-copied, or re-packaged, even
when the file already exists at the target and is identical to the new file. If set to false ,
files that have the same checksum (see next option), size and time stamp will not be re-
installed, re-copied, or re-packaged. This check enhances performance on slow networks or
slow disks.

Applies to swinstall , swcopy , and swpackage .
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reinstall_files_use_cksum=true
This option affects the operation when the reinstall_files option is set to false. It
causes the checksums of the new and old file to be computed and compared to determine if
the new file should replace the old one. (The checksum is slower, but is a more robust way
to check for files being equivalent.) If set to false , the checksums are not computed, and
files are (not) reinstalled based only on their size and time stamp. For swpackage , the
default value for this option is false

Applies to swcopy , swinstall , and swpackage .

remove_empty_depot=true
Remove an empty depot when the last product is removed. If set to false , an empty
depot will not be removed, preserving any depot ACLs.

Applies to swremove .
remove_fanout_depot=true
This option applies only to HP OpenView Software Distributor.

When an install job to a PC is removed the software associated with that job is automati-
cally removed from the PC depot. If the software that is part of this job is the same
software being used by another job, then be sure to not delete the software as part of the
job removal. If the software on the PC depot should be retained, set this option to false

Applies to swjob .

remove_obsolete_filesets=false
Controls whether swcopy automatically removes obsolete filesets from target products in
the target depot. If set to true , swcopy removes obsolete filesets from the target pro-
ducts that were written to during the copy process. Removal occurs after the copy is com-
plete. Filesets are defined as obsolete if they were not part of the most recent packaging of
the product residing on the source depot.

Applies to swcopy .

remove_setup_cmd=/usr/Ibin/sw/remove_setup
Defines the script called by the agent to perform release-specific removal preparation. For
an OS update, this script invokes the tlink  command when a fileset is removed.

Applies to swagentd

retry_rpc=1

Defines the number of times a lost source connection will be retried during file transfers. A
lost connection is one that has timed out. When used in conjunction with the
rpc_timeout option, the success of installing over slow or busy networks can be
increased. If set to zero, then any rpc_timeout to the source will cause the task to
abort. If set from 1 to 9, then the install of each fileset will be attempted that number of
times. The reinstall_files option should also be set to false to avoid installing files within
the fileset that were successfully installed.

Applies to swcopy and swinstall
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rpc_binding_info=ncacn_ip_tcp:[2121] ncadg_ip_udp:[2121]
Defines the protocol sequence(s) and endpoint(s) on which the daemon listens and on which
the other commands use to contact the daemon. If the connection fails for one protocol
sequence, the next is attempted. SD supports both the tcp (ncacn_ip_tcp:[2121]) and udp
(ncadg_ip_udp:[2121]) protocol sequence on most platforms.

The value (or values for swagentd ) can have following form:

. A DCE string binding containing a protocol sequence and an endpoint. The syntax is:
protocol_sequence:[endpoint]

. The name of a DCE protocol sequence with no endpoint specified. The syntax is:
protocol_sequence , for example ncadg_ip_udp or ncacn_ip_tcp . (A
trailing : can be attached to the protocol sequence, it has no effect.) Since no end-
point is specified, the DCE endpoint mapper rpcd must be running and will be used to
find the endpoint registered by the swagentd .

. The literal string all . This entry means to use (try) all protocol sequences supported
by the DCE RPC. It should be the only entry in the list. The DCE endpoint mapper
rpcd  also must be running in order to use this option.

Applies to all commands except swask , swpackage , and swmodify .

rpc_binding_info_alt_source=ncadg_ip_udp:[2121]
Defines the protocol sequence(s) and endpoint(s) used when the agent attempts to contact
an alternate source depot specified by the alternate_source option. HP-UX supports
both the udp (hcadg_ip_udp:[2121] ) and tcp (ncacn_ip_tcp:[2121] ) protocol
sequence/endpoint. SD on SunOS only supports udp (ncadg_ip_udp:[2121] ). By
default udp is used.

Applies to swagentd .

rpc_timeout=5

Relative length of the communications timeout. This is a value in the range from 0 to 9 and
is interpreted by the DCE RPC. Higher values mean longer times; you may need a higher
value for a slow or busy network. Lower values will give faster recognition on attempts to
contact hosts that are not up, or are not running swagentd . Each value is approximately
twice as long as the preceding value. A value of 5 is about 30 seconds for the
ncadg_ip_udp protocol sequence. This option may not have any noticeable impact when
using the ncacn_ip_tcp protocol sequence.

Applies to all commands except swpackage and swmodify .
select_local=true

If no target_selections are specified, select the default target_directory of the local

host as the target_selection for the command.

Applies to swacl , swconfig , swcopy , swinstall , swlist , swreg , swremove , S
and swverify

software=
Defines the default software_selections. There is no supplied default. If there is more than
one software selection, they must be separated by spaces. Software is usually specified in a
software input file, as operands on the command line, or in the GUI.

Applies to all commands except swreg and HP OpenView Software Distributor’s swjob .

software_view=products
Indicates the software view to be used by the interactive interface of the commands and by
swlist for the default listing level. It can be set to products, all_bundles, or a bundle
category tag (to indicate to show only bundles of that category).

Applies to swcopy , swinstall , swlist |, and swremove .

source_cdrom=/SD_CDROM
Defines the default location of the source CD-ROM. This syntax can be host:path

Applies to swinstall
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source_depot_audit=true
If both source and target machine are updated to HP-UX version 10.30 or later, the system
administrator at the source depot machine can set this option to track which user pulls
which software from a depot on the source machine and when the software is pulled. (Note

that a user running swinstall/swcopy from a target machine cannot set this option;
only the administrator of the source depot machine can set it.)
When source_depot_audit is set to true , a swaudit.log file is created on the

source depot (for writable directory depots) or in /var/tmp (for tar images, CD-ROMs, or
other non-writable depots).

Users can invoke the swlist interactive user interface (using swlist -i -d ) to view,
print, or save the audit information on a remote or local depot. Users can view audit infor-
mation based on language preference, as long as the system has the corresponding SD mes-
sage catalog files on it. For example, a user can view the source audit information in
Japanese during one invocation of swlist , then view the same information in English at
the next invocation.

Applies to swagent , swinstall , and swlist.

source_file=psf
Defines the default location of the source product specification file (PSF). The host:path
syntax is not allowed, only a valid path can be specified. The -S option overrides this
value.

Applies to swpackage and swmodify .

source_tape=/dev/rmt/Om
Defines the default location of the source tape, usually the character-special file of a local
tape device. If the host:path syntax is used, the host must match the local host. The
-S option overrides this value.

Applies to swcopy and swinstall
source_type=directory

Defines the default source type: cdrom, file , directory , or tape . The source type
derived from the -S option overrides this value.

Applies to swcopy , swinstall , and swpackage . (The values cdrom, and tape
apply to swcopy and swinstall only. The value file  applies to swpackage only.)

system_file_path=/stand/system
Defines the path to the kernel's template file. This path is passed to the
system_prep_cmd viathe SW_SYSTEM_FILE_PATHnvironment variable.

Applies to swagent .

system_prep_cmd=/usr/Ibin/sysadm/system_prep
Defines the kernel build preparation script called by the agent. This script must do any
necessary preparation so that control scripts can correctly configure the kernel about to be
built. This script is called before any kernel filesets have been loaded.

Applies to swagent .

targets=
Defines the default target_selections. There is no supplied default (see select_local
above). If there is more than one target selection, they must be separated by spaces. Tar-
gets are usually specified in a target input file, as operands on the command line, or in the
GUI.

Applies to all commands.

uncompress_cmd=
Defines the command to uncompress files when installing, copying, or packaging. This
command processes files which were stored on the media in a compressed format. If the
compression_type of the file is gzip then the internal uncompression (funzip ) is
used instead of the external uncompress_cmd .

Applies to swpackage and swagent .
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uncompress_files=false
If the files being transferred from a source are compressed, setting this option will
uncompress the files before storing them on the target depot.

Applies to swcopy and swpackage .

use_alternate_source=false
Empowers each target agent to use its own, configured alternate source, instead of the one
specified by the user. If false , each target agent will use the same source, namely the
source specified by the user and validated by the command. If true , each target agent
will instead use its own configured value for the source.

Applies to swcopy and swinstall

verbose=
Controls the verbosity of a non-interactive command’s output:
0 disables output to stdout. (Error and warning messages are always written to stderr).
1 enables verbose messaging to stdout.
2 for swpackage and swmodify , enables very verbose messaging to stdout.

For the swlist command, a verbose listing includes all attributes that have been defined
for the appropriate level of each software_selection operand. The attributes are listed, one
per line, prefaced by the attribute keyword.

The -v option overrides this default if it is set to O.
Applies to all commands.

write_remote_files=false
Prevents the installation, copying, or packaging of files to a target which exists on a remote
(NFS) file system. Also prevents the removal of files from a remote file system. All files
destined for (or already on) a remote file system will be skipped.

If set to true and if the superuser has write permission on the remote file system, the
remote files will not be skipped, but will be installed, copied, packaged, or removed.

Applies to swcopy , swinstall , Swpackage , and swremove .

Session Files
Each invocation of an SD command defines a task session. Most SD commands automatically save options,
source information, software selections, and target selections before the task actually commences. This lets
you re-execute the command even if the session ends before the task is complete. You can also save session
information from interactive or command-line sessions.

Session information is saved to the file $HOME/.sw/sessions/  command_name.last . This file is
overwritten by each invocation of the command. The file uses the same syntax as the defaults files.

From an interactive session, you can save session information into a file at any time by selecting the Save
Session or Save Session As option from the File menu. S

From a command-line session, you can save session information by executing the command with the
-C session__file option. You can specify an absolute path for a session file. If you do not specify a directory,
the default location is SHOME/.sw/sessions/

To re-execute a saved session from an interactive session, use the Recall Session option from the File menu.
To re-execute a session from a command-line, specify the session file as the argument for the -S option.

When you re-execute a session file, the values in the session file take precedence over values in the system
defaults file. Likewise, any command-line options and parameters take precedence over the values in the
session file.
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Software and Target Lists
Most SD commands support software and target selections from separate input files (see the -f and -t
options). Software and targets specified in these files will be selected for operation.

Additionally, commands that support an interactive interface read a list of possible hosts to operate on from
the values found in:

/var/adm/sw/defaults.hosts the system-wide default list of hosts,
$HOME/.sw/defaults.hosts the user-specific default list of hosts.

Hosts in this file are not marked for operation, but provide a default list from which to choose. For each
interactive command, target hosts containing roots, containing depots, and hosts serving as fanout servers

are specified in separate lists ( hosts , hosts_with_depots , and fanout_servers respectively).
The list of hosts are enclosed in {} braces and separated by white space (blank, tab and newline). For exam-
ple:

swinstall.hosts={hostA hostB hostC hostD

hostE hostF}

swinstall.fanout_servers={pcl pc2} (HP OpenView Software Distributor only)

swcopy.hosts_with_depots={hostS}

swcopy.fanout_servers={pcl pc2} (HP OpenView Software Distributor only)

swremove.hosts={hostA hostB hostC hostD

hostE hostF}
swremove.hosts_with_depots={hostS}

Most SD commands support patch filtering with the -x patch_filter= software_specification option.
In addition, the interactive user interface commands, swinstall and swcopy read a list of possible
patch filters. The user can use the values from this list for selection criteria. The lists are stored in:

/var/fadm/sw/defaults.patchfilters
the system-wide default list of patch filters.

$HOME/.sw/defaults.patchfilters
the user-specific default list of patch filters.
Filters in this file are not marked for selection use but provide a default list from which the user can
choose. The list of patch filters is enclosed in braces {} and separated by white space (blank, tab, or new-
line). For example:

swinstall.patch_filter_choices={
*.*,c=enhancement
* * c=critical

swremove.patch_filter_choices={
Product.Fileset,c=halts_system

The following PC information applies to HP OpenView Software Distributor only.

For installing to PCs, PC target lists are generated automatically by querying the PC file server associated
with a PC controller. Any user, group, or machine known to the file server will be included in the default
list from which to choose. Additionally, all machines known to the file server will by default be selected for
installation when selecting a PC controller.
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Environment Variables
SD programs are affected by external environment variables, set environment variables for use by the con-
trol scripts, and set additional environment variables that affect scripts run by swinstall and
swremove .

External environment variables that affect the SD commands:

LANG Determines the language in which messages are displayed. If LANG is not specified or is
set to the empty string, a default value of Cis used. See lang(5) for more information.

NOTE: The language in which the SD agent and daemon log messages are displayed is set
by the system configuration variable script, /etc/rc.config.d/LANG . For example,
/etc/rc.config.d/LANG , must be set to LANG=ja_JP.SJIS or
LANG=ja_JP.eucJP to make the agent and daemon log messages display in Japanese.

This variable applies to all SD commands except swgettools
Environment variables that affect scripts:

SW_CONTROL_DIRECTORY
Defines the current directory of the script being executed, either a temporary catalog directory,
or a directory within in the Installed Products Database (IPD). This variable tells scripts where
other control scripts for the software are located (e.g. subscripts).

SW_LOCATION
Defines the location of the product, which may have been changed from the default product
directory. When combined with the SW_ROOT_DIRECTORhis variable tells scripts where
the product files are located.

SW_PATH
A PATH variable which defines a minimum set of commands available to for use in a control
script (e.g. /sbin:/usr/bin ).

SW_ROOT_DIRECTORY
Defines the root directory in which the session is operating, either "/" or an alternate root direc-
tory. This variable tells control scripts the root directory in which the products are installed. A
script must use this directory as a prefix to SW_LOCATION to locate the product’s installed files.
The configure script is only run when SW_ROOT_DIRECTORY is "/".

SW_SESSION_OPTIONS

Contains the pathname of a file containing the value of every option for a particular command,
including software and target selections. This lets scripts retrieve any command options and
values other than the ones provided explicitly by other environment variables. For example,
when the file pointed to by SW_SESSIONS_OPTIONS made available to a request script, the
targets option contains a list of software_collection_specs for all targets specified for the com-
mand. When the file pointed to by SW_SESSIONS_ OPTIONS$s made available to other
scripts, the targets option contains the single software_collection_spec for the targets on which
the script is being executed.

SW_SOFTWARE_SPEC
This variable contains the fully qualified software specification of the current product or fileset.
The software specification allows the product or fileset to be uniquely identified.

Additional environment variables that affect scripts run by swinstall and swremove :
SW_DEFERRED_KERNBLD
Only applies to swinstall . This variable is normally unset. If it is set, the actions necessary

for preparing the system file /stand/system cannot be accomplished from within the postin-
stall scripts, but instead must be accomplished by the configurescripts. This occurs whenever
software is installed to a directory other than /, such as for a cluster client system. This vari-
able should be read only by the configure and postinstall scripts of a kernel fileset. The swin-

stall command sets these environment variables for use by the kernel preparation and build
scripts.

SW_INITIAL_INSTALL
Only applies to swinstall . This variable is normally unset. If it is set, the swinstall ses-

sion is being run as the back end of an initial system software installation ("cold" install).

SW_KERNEL_PATH
Only applies to swinstall . The path to the kernel. The default value is /stand/vmunix
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defined by the swagent option or kernel_path

SW_SESSION_IS_KERNEL
Indicates whether a kernel build is scheduled for the current install/remove session. A TRUE
value indicates that the selected kernel fileset is scheduled for a kernel build and that changes to
/stand/system are required. A null value indicates that a kernel build is not scheduled and
that changes to /stand/system are not required.

The value of this variable is always equal to the value of SW_SESSION_IS _REBOQT

SW_SESSION_IS_REBOOT
Indicates whether a reboot is scheduled for a fileset selected for removal. Because all HP-UX
kernel filesets are also reboot filesets, the values of this variables is always equal to the value of
SW_SESSION_IS_KERNEL

SW_SYSTEM_FILE_PATH
Only applies to swinstall . The path to the kernel's system file. The default value is
/stand/system

Signals
The SD commands catch the signals SIGQUIT and SIGINT. If these signals are received, the command
prints a message, sends a Remote Procedure Call (RPC) to the agents to wrap up, and then exits.

The agent ignores SIGHUP, SIGINT, and SIGQUIT. It immediately exits gracefully after receiving
SIGTERM, SIGUSRL1, or SIGUSR2. Killing the agent may leave corrupt software on the system, and thus
should only be done if absolutely necessary. Note that when an SD command is killed, the agent does not
terminate until completing the task in progress.

The daemon ignores SIGHUP, SIGINT and SIGQUIT. It immediately exits gracefully after receiving
SIGTERM and SIGUSR2. After receiving SIGUSRL1, it waits for completion of a copy or remove from a
depot session before exiting, so that it can register or unregister depots if necessary. Requests to start new
sessions are refused during this wait.

Locking
SD commands use a common locking mechanism for reading and modifying both root directories and
software depots. This mechanism allows multiple readers but only one writer on a root or depot.

The SD commands which modify software in an (alternate) root directory are restricted from simultaneous
modification using fcntl(2) locking on the file

var/adm/sw/products/swlock
relative to the root directory (e.g. /var/adm/sw/products/swlock ).

The SD commands which modify software in a depot are restricted from simultaneous modification using
fentl(2) locking on the file

catalog/swlock
relative to the depot directory (e.g. /var/spool/sw/catalog/swlock ).

All commands set fcntl(2) read locks on roots and depots using the swlock file mentioned above. When a
read lock is set, it prevents other SD commands from performing modifications (i.e. from setting write
locks).

RETURN VALUES
Each SD command invocation returns:

0  The sw<task> successfully completed.
1 The sw<task> failed on all target_selections.
2 The sw<task> failed on some target_selections.
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DIAGNOSTICS
The swconfig , swcopy , swinstall , swmodify , swpackage , swremove , and swverify  com-
mands support a preview mode, where operation will proceed through the analysis of each target_selection,
then exit before the actual task is performed.

The HP OpenView Software Distributor interactive interface (invoked using the sd command) and the
swjob command can be used to view the current status of any job as well as the controller and target log
files.

Preview is only applicable for non-interactive operation, since the interactive commands wait for
confirmation after analysis. In the interactive mode, you can resolve invalid conditions that the commands
discover before they actually begin loading or removing files.

Standard Output
When non-interactive, the commands write messages for significant events. These events include:

¢ abegin and end task message,
* a message for starting the task on each host, and
« a message for completing the task on each host.

When the verbose option is set, summary messages about the task are also sent to the standard output.

Standard Error
When non-interactive, the commands also write messages for the following significant error events:

« a message for each host failing analysis and
« a message for each host failing the actual task.

Logging
All commands log major events on the host where the command was invoked. They log detailed events to
the swagent log associated with each target_selection.

Command Log
The commands log messages to /var/adm/sw/sw<task> log. (The user can specify a different
logfile by modifying the logfile option.)

Target Log
A swagent process performs the actual swacl , swconfig , swcopy , swinstall , sSwremove ,
and swverify operation at each target_selection. For operations on target root objects, the
swagent logs messages to the file var/adm/sw/swagent.log beneath the root directory (e.g.
/ or an alternate root directory). For operations on target depot objects, the swagent logs mes-
sages to the file swagent.log  beneath the depot directory (e.g. /var/spool/sw ).

The swagentd running on a host logs events to the file /var/fadm/sw/swagentd.log

Source Depot Audit Log
If both source and target machine are updated to HP-UX version 10.30 or later, the system adminis-
trator at the source depot machine can track which user pulls which software from a depot on the
source machine and when the software is pulled. Refer to the source_depot_audit option in
swagent(1M) for more information.

The following PC information applies to HP OpenView Software Distributor only.

On a PC controller, SWAGENTD.EXE logs events and messages to the file
..\SD\DATA\SWAGENTD.LOG .

Command, agent, and target log files can be viewed using the swjob command.
LIMITATIONS
The following PC information applies to HP OpenView Software Distributor only.

For PCs, the SD commands generally only apply to the PC controller, or the PC depot on the PC controller.
The swinstall and swjob commands indirectly install to and retrieve information from PC targets.

The swpackage command is not used for PC software. PC software is packaged using the PC Console on
the PC controller, then copied (with swcopy ) to a UNIX depot for subsequent distribution.
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FILES
/dev/rmt/Om
Default source tape location.

/etc/fstab
List of volumes that should be mounted.

$HOME/.swdefaults
Contains the user-specific default values for some or all SD options. If this file does not exist, SD looks
for user-specific defaults in SHOME/.sw/defaults

$HOME/.sw/defaults.hosts
Contains the user-specific default list of hosts to manage.

$HOME/.sw/defaults.patchfilters
Contains the user-specific default list of patch filters.

$HOME/.sw/sessions/
Contains session files automatically saved by the SD commands, or explicitly saved by the user.

/usr/Ibin/swagent
The SD agent.

Jusr/lib/nIs/$LANG/sw*.cat
The SD message catalogs.

lusr/lib/sw/help/
The directory which contains the help files used by the SD GUIs' on-line help facility.

usr/lib/sw/sys.defaults
Contains the master list of current SD options (with their default values).

lusr/lib/sw/ui/
The directory which contains the description files used by the SD Graphical User Interfaces (GUIs).

/usr/newconfig/var/adm/sw/
The directory containing the configurable data shipped for the SD product, which is conditionally
copied into /var/adm/sw/ based on the existing configuration.

lusr/sbin/sw*
The SD commands.

Ivarfadm/sw/
The directory which contains all of the configurable (and non-configurable) data for SD. This directory
is also the default location of log files.

/var/adm/sw/defaults
Contains the active system-wide default values for some or all SD options.

/var/adm/sw/defaults.hosts
Contains the system-wide default list of hosts to manage.

/var/fadm/sw/defaults.patchfilters
Contains the system-wide default list of patch filters.

/var/adm/sw/getdate.templ
Contains the set of date/time templates used when scheduling jobs.

/var/adm/sw/host_object
The file which stores the list of depots registered at the local host.

/var/fadm/sw/products/
The Installed Products Database (IPD), a catalog of all products installed on a system.

/var/adm/sw/queue/
The directory which contains the information about all active and complete install, remove, and other
jobs initiated by the SD commands. Applies to HP OpenView Software Distributor only..

/var/adm/sw/security/
The directory which contains ACLs for the system itself, template ACLS, and the secrets file used to
authenticate remote requests.
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/var/spool/sw/
The default location of a source and target software depot.

The following applies to HP OpenView Software Distributor only.

usr/lib/sw/examples/
The directory containing an example depot and example swpackage data.

/usr/OV/help/$LANG/sd/
The directory which contains the help files used by the SD integration into OpenView.

/usr/OV/registration/$LANG/sd.reg
The registration file which integrates SD into the HP OpenView Network Node Manager.

PC FILES
The following applies to HP OpenView Software Distributor only.

..\SD\AGENTS\*.EXE
The SD PC agents.

..\SD\CONSOLE\*.EXE
The SD PC commands.

...\SD\DATA\
The directory which contains all of the configurable and non-configurable data for SD.

..\SD\DATA\DEPOT\
The default location of the source and target PC depot.

..\SD\DATA\NADMIN.DST
The database which defines all PC distribution jobs and PC target status.

..\SD\DATA\NADMIN.INV
The database which defines all PC target machines available for fanout installation.

..\SD\DATA\QUEUE\
The directory which contains the information about all active and complete install, remove, and other
jobs initiated by the SD commands.

..\SD\DATA\SECURITY\
The directory which contains ACLs for the system itself, template ACLS, and the secrets file used to
authenticate remote requests.

..\SD\DATA\SWAGENTD.LOG
The log of all actions and events performed by the PC controller.

<WINDOWS>\NADMIN.INI
Contains the configurable options for the SD PC console.

<WINDOWS>\SWAGENTD.INI
Contains the configurable options for the SD PC controller.

AUTHOR
Software Distributor was developed by the Hewlett-Packard Company. sSwagent , swcopy , Swin-
stall , swlist , and swpackage were developed by the Hewlett-Packard Company and Mark H. Col-

burn (see pax(1)).

SEE ALSO
The Managing HP-UX Software with SD-UX manual, the HP OpenView Software Distributor
Administrator's Guide, sd(4), swacl(1M), swagentd(1M), swask(1M), swconfig(1M), swcopy(1M),
swgettools(1M), swinstall(1M), swjob(1M), swlist(1M), swmodify(1M), swpackage(1M), swpackage(4),
swreg(1M), swremove(1M), swverify(1M).
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NAME
signal: signal.h - description of signals

SYNOPSIS
#include <signal.h>

DESCRIPTION
The <signal.h> header defines the following symbolic constants, each of which expands to a distinct
constant expression of the type:

void  (*)(int)
whose value matches no declarable function.
SIG_DFL Request for default signal handling.

SIG_ERR Return value from signal() in case of error.
SIG_HOLD  Request that signal be held.
SIG_IGN Request that signal be ignored.

The following data types are defined through typedef

sig_atomic_t  Integral type of an object that can be accessed as an atomic entity, even in the pres-
ence of asynchronous interrupts

sigset_t Integral or structure type of an object used to represent sets of signals.
pid_t As described in <sys/types.h>

This header also declares the constants that are used to refer to the signals that occur in the system. Sig-
nals defined here begin with the letters SIG. Each of the signals have distinct positive integral values. The
value O is reserved for use as the null signal (see kill(2)). Additional implementation-dependent signals
may occur in the system.

The following signals are supported on all implementations (default actions are explained below the table):

Default
Signal Action Description
SIGABRT ii Process abort signal.
SIGALRM i Alarm clock.
SIGFPE ii Erroneous arithmetic operation.
SIGHUP i Hangup.
SIGILL ii Illegal instruction.
SIGINT i Terminal interrupt signal.
SIGKILL i Kill (cannot be caught or ignored).
SIGPIPE i Write on a pipe with no one to read it.
SIGQUIT ii Terminal quit signal.
SIGSEGV ii Invalid memory reference.
SIGTERM i Termination signal.
SIGUSR1 i User-defined signal 1.
SIGUSR2 i User-defined signal 2.
SIGCHLD iii Child process terminated or stopped.
SIGCONT \% Continue executing, if stopped.
SIGSTOP iv Stop executing (cannot be caught or ignored).
SIGTSTP iv Terminal stop signal.
SIGTTIN iv Background process attempting read.
SIGTTOU iv Background process attempting write.
SIGBUS i Bus error.
SIGPOLL i Pollable event.
SIGPROF i Profiling timer expired.
SIGSYS ii Bad system call.
SIGTRAP ii Trace/breakpoint trap.
SIGURG i High bandwidth data is available at a socket.
SIGVTALRM i Virtual timer expired.
SIGXCPU i CPU time limit exceeded.
SIGXFSZ i File size limit exceeded.
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SIGRTMIN i
SIGRTMAX i

The macros SIGRTMIN and SIGRTMAXevaluate to integral expressions, and specify a range that includes
at least {RTSIG_MAX} signal numbers that are reserved for application use and for which the realtime

First realtime signal.
Last realtime signal.

signal extensions are supported (see sigaction(2)).

The default actions are as follows:

The header provides a declaration of struct sigaction

i Abnormal termination of the process. The process is terminated with all the consequences

of _exit()

except that the status is made available to wait()

and waitpid() indi-

cates abnormal termination by the specified signal.

ii Abnormal termination of the process. Additionally, implementation-dependent abnormal
termination actions, such as creation of a core file, may occur.

iii Ignore the signal.

iv Stop the process.

\% Continue the process, if it is stopped; otherwise ignore the signal.

, including at least the following members:

void (*sa_handler)(int) what to do on receipt of sig-
nal

sigset_t sa_mask set of signals to be blocked
during execution of the sig-
nal handling function

int sa_flags special flags

void (*) sa_sigaction pointer to signal

(int, siginfo_t *, void *)

handler function

The storage occupied by sa_handler and sa_sigaction may overlap, and a portable program must not use
both simultaneously.

The following are declared as constants:

The ucontext_t

HP-UX Release 11.0: October 1997

SA_NOCLDSTOP
SIG_BLOCK

SIG_UNBLOCK
SIG_SETMASK
SA_RESETHAND

SA_RESTART
SA_SIGINFO

SA_NOCLDWAIT

Do not generate SIGCHLD when children stop.

The resulting set is the union of the current set and the signal set pointed
to by the argument set.

The resulting set is the intersection of the current set and the complement
of the signal set pointed to by the argument set.

The resulting set is the signal set pointed to by the argument set.
SA_ONSTACKauses signal delivery to occur on an alternate stack.

Causes signal dispositions to be set to SIG_DFL on entry to signal
handlers.

Causes certain functions to become restartable.

Causes extra information to be passed to signal handlers at the time of
receipt of a signal.

Causes implementations not to create zombie processes on child death.

SA _NODEFER Causes signal not to be automatically blocked on entry to signal handler.
SS_ONSTACK Process is executing on an alternate signal stack.

SS_DISABLE Alternate signal stack is disabled.

MINSIGSTKSZ Minimum stack size for a signal handler.

SIGSTKSZ Default size in bytes for the alternate signal stack.

structure is defined through typedef

as described in <ucontext.h>
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The <signal.h> header defines the stack t type as a structure that includes at least the following

members:
void *SS_sp stack base or pointer
size_t ss_size stack size
int ss_flags flags
The <signal.h> header defines the sigstack  structure that includes at least the following members:

int
void

ss_onstack
*ss_sp

The <signal.h>

non-zero when signal stack is in use
signal stack pointer

header defines the sigevent  structure that includes at least the following members:

int sigev_notify Notification type
int sigev_signo Signal number
union sigval sigev_value Signal value.

The sigev_notify member specifies the notification mechanism to use when an asynchronous event occurs.

The following values are defined for the sigev_notify member:

SIGEV_NONE

SIGEV_SIGNAL

The sigev_signo member specifi

No asynchronous notification will be delivered when the event of interest
occurs.

The signal specified in sigev_signo will be generated for the process when
the event of interest occurs. If SA_SIGINFO is set for that signal number,
then the signal will be queued to the process, and the value specified in
sigev_value will be the sigev_value component of the generated signal. If
SA_SIGINFO is not set for that signal number, it is unspecified whether
the signal is queued, and what value, if any, is sent.

es the signal to be generated. The sigev_value member is the application-

defined value to be passed to the signal-catching function at the time of the signal delivery or to be returned
at signal acceptance as the si_value member of the siginfo_t structure.

The <signal.h>

header defines sigval

as a union that includes at least the following members:
nteger signal value

Pointer signal value.
header defines the siginfo_t

type as a structure that includes at least the following

signal number

if non-zero, an errno value
associated with this signal, as
defined in <errno.h>

signal code

signal value

sending process ID

real user ID of sending process
address of faulting instruction
exit value or signal

band event for SIGPOLL

The si_code member contains a code identifying the cause of the signal. The following values are defined

int sival_int |
void *  sival_ptr

The <signal.h>

members:
int si_signo
int si_errno
int si_code
union sigval si_value
id_t si_pid
uid_t si_uid
void *si_addr
int Si_status
long si_band

for si_code:
SI_USER
SI_QUEUE
SI_TIMER
SI_ASYNCIO
SI_MESGQ

Section 5-312

The signal was sent by Kill() . The si_code may be set to SI_USER also
if the signal was sent by raise() or similar functions that are provided
as implementation extensions of Kill()

The signal was sent by sigqueue()

The signal was generated by the expiration of a timer set by
timer_settime()

The signal was generated by the completion of an asynchronous 1/0
request.

The signal was generated by the arrival of a message on an empty message
queue.
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If the signal was not generated by one of the functions or events listed above, the si_code will be set to an
implementation-defined value (see below) that is not equal to any of the values defined above.

If si_code is one of SI_QUEUE, SI_TIMER , SI_ASYNCIO, or SI_MESGQ then si_value will contain the
application-specified signal value. Otherwise, the contents of si_value are undefined.

The macros specified in the Code column of the following table are defined for use as values of si_code that

are signal-specific reasons why the signal was generated.

Signal Code

SIGILL ILL_ILLOPC
ILL_ILLOPN
ILL_ILLADR
ILL_ILLTRP
ILL_PRVOPC
ILL_PRVREG
ILL_COPROC
ILL_BADSTK

SIGFPE FPE_INTDIV
FPE_INTOVF
FPE_FLTDIV
FPE_FLTOVF
FPE_FLTUND
FPE_FLTRES
FPE_FLTINV
FPE_FLTSUB

SIGSEGV SEGV_MAPERR
SEGV_ACCERR

SIGBUS BUS_ADRALN
BUS_ADRERR
BUS_OBJERR

SIGTRAP  TRAP_BRKPT
TRAP_TRACE

SIGCHLD CLD_EXITED
CLD_KILLED

CLD_DUMPED
CLD_KILLED
CLD_DUMPED

Reason

illegal opcode

illegal operand

illegal addressing mode
illegal trap

privileged opcode
privileged register
Coprocessor error
internal stack error

integer divide by zero

integer overflow

floating point divide by zero
floating point overflow

floating point underflow
floating point inexact result
invalid floating point operation
subscript out of range

address not mapped to object
invalid permissions for mapped object

invalid address alignment
non-existent physical address
object specific hardware error

process breakpoint
process trace trap

child has exited

child has terminated abnormally and

did not create a core file

child has terminated and created a core file
child was killed

child has terminated abnormally

CLD_TRAPPED traced child has trapped
CLD_STOPPED child has stopped
CLD_CONTINUED stopped child has continued

SIGPOLL POLL_IN data input available

POLL_OUT output buffers available
POLL_MSG input message available
POLL_ERR 1/0 error

POLL_PRI high priority input available
POLL_HUP device disconnected

Implementations may support additional si_code values not included in this list, may generate values
included in this list under circumstances other than those described in this list, and may contain extensions
or limitations that prevent some values from being generated. Implementations will not generate a
different value from the ones described in this list for circumstances described in this list.

In addition, the following signal-specific information will be available:
Signal Member Value
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SIGILL void * si_addr address of faulting instruction
SIGFP
SIGSEGV void * si_addr address of faulting memory reference
SIGBUS
SIGCHLD pid_t si_pid child process ID
int si_status exit value or signal
uid_t si_uid real user ID of the process that sent
the signal
SIGPOLL long si_band band event for POLL_IN,

POLL_OUT or POLL_MSG
For some implementations, the value of si_addr may be inaccurate.
The following are declared as functions and may also be defined as macros:
void (*bsd_signal(int sig, void (*func)(int)))(int);
int kill(pid_t pid, int sig);

int killpg(pid_t pgrp, int sig);
int raise(int sig);

int sigaction(int sig, const struct sigaction
*act, struct sigaction *oact);
int sigaddset(sigset_t *set, int signo);
int sigaltstack(const stack_t *ss, stack_t *0sS);
int sigdelset(sigset_t *set, int signo);

int sigemptyset(sigset_t *set);
int sigfillset(sigset_t *set);

int sighold(int sig);

int sigignore(int sig);

int siginterrupt(int sig, int flag);

int sigismember(const sigset_t *set, int signo);
int sigmask(int signum);

void (*signal(int sig, void (*func)(int)))(int);

int sigpause(int sig);
int sigpending(sigset_t *set);

int sigprocmask(int how, const sigset t *set, sigset t *oset);
int sigqueue(pid_t pid, int sig, const union sigval value);
int sigrelse(int sig);
void *sigset(int sig, void (*disp)(int)))(int);
int sigstack(struct sigstack *ss,

struct sigstack *0sS);
int sigsuspend(const sigset_t *sigmask);
int sigtimedwait(const sigset_t *set, siginfo_t * info,

const struct timespec *timeout);

int sigwait(const sigset_t *set, int *sig);
int sigwaitinfo(const sigset_t *set, siginfo_t * info);

APPLICATION USAGE
Threads Considerations
The following summarizes the signal model for threads:

A signal mask which specifies the signals blocked from delivery is associated with each thread.

The signal disposition, catch/ignore/default, is a process attribute and is shared by all threads in the
process.

If the signal action for a signal specifies termination, stop or continue, all threads within the process
are terminated, stopped or continued, respectively. This is the case regardless of whether the signal
was directed at the process or a specific thread within the process.

Signals which are generated by some action associated with a particular thread, such as an invalid
pointer dereference, will be delivered to the thread which caused the generation of the signal. These
signals are referred to as synchronously generated signals.
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Signals that are posted to the process by kill(2) or some asynchronous event such as terminal activity
will be delivered to exactly one thread in the process which does not block delivery of the signal; if
there is more than one eligible thread, which thread the signal is delivered to may not be able to be
determined by an application. If all threads in the process block the signal, then the signal remains
pending on the process until a thread unblocks the signal, issues a sigwait() call for the signal or
sets the signal disposition to ignore the signal. These signals are referred to as asynchronously gen-
erated signals.

A thread can post a signal to a particular thread in the same process using pthread_Kkill() LI
the thread which the signal is posted to blocks delivery of the signal, the signal remains pending on
the thread.

The sigpending() function returns a union of the set of signals pending on the process and on the
calling thread.

Each thread may define an alternate signal handling stack.
LWP Considerations

A signal mask which specifies the signals blocked from delivery is associated with each Lightweight Process
(LWP).

The signal disposition, catch/ignore/default, is a process attribute and is shared by all LWPs in the process.

An LWP can post a signal to a particular LWP in the same process using Iwp_Kill() . If the thread
which the signal is posted to blocks delivery of the signal, the signal remains pending on the thread.

Each LWP may define an alternate signal handling stack.
SEE ALSO

alarm(2), ioctl(2), kill(2), sigaction(2), sigaltstack(2), siginterrupt(2), signal(2), sigpending(2), sigproc-
mask(2), sigstack(2), sigsuspend(2), sigwait(2), wait(2), waitid(2).

CHANGE HISTORY
First released in Issue 1.

IssueT‘t11e following changes are incorporated for alignment with the 1ISO POSIX-1 standard:
¢ The function declarations in this header are expanded to full ISO C prototypes.
¢« The DESCRIPTION section is changed:

- to define the type sig_atomic_t

- to define the syntax of signal names and functions
- to combine the two tables of constants

- SIGFPE is no longer limited to floating-point exceptions, but covers all erroneous arithmetic S
operations.

The following change is incorporated for alignment with the ISO C standard:
e Theraise()  function is added to the list of functions declared in this header.
Other changes are incorporated as follows:

« A reference to <sys/types.h> is added for the definition of pid_t. This is marked as an exten-
sion.

e In the list of signals starting with SIGCHLD, the statement "but a system not supporting the job
control option is not obliged to support the functionality of these signals" is removed. This is
because job control is defined as mandatory on Issue 4 conforming implementations.

* Reference to implementation-dependent abnormal termination routines, such as creation of a core
file, in item ii in the defaults action list is marked as an extension.
Issue 4, Version 2
The following changes are incorporated for X/OPEN UNIX conformance:
« The SIGTRAP, SIGBUS, SIGSYS, SIGPOLL, SIGPROF SIGXCPU SIGXFSZ, SIGURG and
SIGVTALRM signals are added to the list of signals that will be supported on all conforming
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implementations.

The sa_sigaction member is added to the sigaction structure, and a note is added that the
storage used by sa_handler and sa_sigaction may overlap.

The SA_ONSTACK SA _RESETHAND SA_RESTART SA_SIGINFO, SA_NOCLDWAIT
SS_ONSTACK SS_DISABLE, MINSIGSTKSZ, and SIGSTKSZ constants are defined. The
stack_t , sigstack ,andsiginfo  structures are defined.

Definitions are given for the ucontext_t , stack_t , sigstack , and siginfo_t types.

A table is provided listing macros that are defined as signal-specific reasons why a signal was gen-
erated. Signal-specific additional information is specified.

The bsd_signal() , killpg() , _longimp() , _setimp() , sigaltstack() , Sig-
hold() , sigrelse() , sigset() , and sigstack() functions are added to the list of func-
tions declared in this header.

Section 5-316 -7- HP-UX Release 11.0: October 1997



signal (5) signal (5)

HP-UX EXTENSIONS

DESCRIPTION
HP-UX supports multiple signal interfaces (see sigaction(2), signal(2), sigvector(2), bsdproc(3C), and
sigset(3C)) that allow a process to specify the action taken upon receipt of a signal. All supported signal
interfaces require specification of a signal, as designated by the Name and Number shown below. Signal
specification can be any of the following except SIGKILL or SIGSTOP, which cannot be caught or ignored:

Name Number Notes Meaning

SIGILL 04 AB,C illegal instruction

SIGTRAP 05 AB,C trace trap

SIGIOT 06 AB software generated signal

SIGEMT 07 AB software generated signal

SIGFPE 08 AB floating point exception

SIGKILL 09 ADEF Kill

SIGCLD 18 G death of a child (see WARNINGS below)
SIGPWR 19 C,G power fail (see WARNINGS below)
SIGIO 22 G asynchronous 1/O signal; see select(2)
SIGWINCH 23 G window size change; see termio(7)
SIGURG 29 G urgent data arrived on an 1/0O channel
SIGLOST 30 A file lock lost (NFS file locking)

The letters in the Notes column in the table above indicate the action taken when the signal is received,
and any special conditions on its use:

A The default action is to terminate the process.

The default action of terminating the process also generates a core image file if possible.
The action is not reset to SIG_DFL before calling the signal-catching function.

The signal cannot be ignored.

The signal cannot be caught.

The signal will not be held off from a stopped process.

G M moO

The default action is to ignore the signal.
H The default action is to stop the process.

All signal interfaces allow specification of an action that determines what to do upon the receipt of a signal,
and should be one of the following:

SIG_DFL Execute the default action, which varies depending on the signal as described above:

A Terminate the receiving process with all of the consequences outlined in S
exit(2).

B If following conditions are met, generate a core image file (see core(4)) in the
current working directory of the receiving process:

* The effective user ID and the real user ID of the receiving process are
equal.

* The effective group ID and the real group ID of the receiving process
are equal.

« A regular file named core does not exist and can be created, or exists
and is writable.

If the file is created, it has the following properties:

« The file mode is 0666, modified by the file creation mode mask (see
umask(2)).

« The file user ID is equal to the effective user ID of the receiving pro-
cess.

« The file group ID is equal to the effective group ID of the receiving pro-
cess.
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G Ignore the signal. Do not terminate or stop the receiving process.

H  Stop the receiving process. While a process is stopped, any additional signals
sent to the process are suspended until the process is restarted (except those
marked with Note F above, which are processed immediately). However,
when the process is restarted, pending signals are processed. When a process
that is in an orphaned process group (see glossary(9)) receives a SIGTSTP,
SIGTTIN , or SIGTTOUsignal, the process is not stopped because a process in
an orphaned process group is not allowed to stop. Instead, a SIGHUP signal is
sent to the process, and the SIGTSTP, SIGTTIN , or SIGTTOU s discarded.

Ignore the signal.
When one of the supported signal interface routines is used to set the action of a signal to
SIG_IGN and an instance of the signal is pending, the pending signal is cleared.

D  Signals marked with Note D above cannot be ignored.

Catch the signal.

Upon receipt of the signal, if signal() is used to set the action, reset the action for the
signal caught to SIG_DFL (except signals marked with Note C). Then, call the signal-
catching function to which address points, and resume executing the receiving process at
the point where it was interrupted. Signal interface routines other than signal() nor-

mally do not reset the action for the signal caught. However, sigaction() and
sigvector() provide a way of specifying this behavior (see sigaction(2) or sigvec-
tor (2)).

The signal-catching function is called with the following three parameters:
sig The signal number.
code A word of information usually provided by the hardware.

scp A pointer to the machine-dependent structure sigcontext defined in
<signal.h>

Depending on the value of sig, code can be zero and/or scp can be NULL. The meanings of
code and scp and the conditions determining when they are other than zero or NULL are
implementation-dependent (see DEPENDENCIES below). It is possible for code to always
be zero, and scp to always be NULL.

The pointer scp is valid only during the context of the signal-catching function.

Optional parameters can be omitted from the signal-catching function parameter list, in
which case the signal-catching function is exactly compatible with UNIX System V. Truly
portable software should not use the optional parameters in signal-catching routines.

Upon return from the signal-catching function, the receiving process resumes execution
at the point where it was interrupted.

When a signal is caught during the execution of system calls such as read() |,
write() , open() , or ioctl() on a slow device (such as a terminal, but not a file),
during a pause() system call or a wait()  system call that does not return immedi-
ately because a previously stopped or zombie process already exists, the signal-catching
function is executed and the interrupted system call returns a -1 to the calling process
with errno  set to EINTR.

C  If the signal is marked with Note C above, the action is not reset to SIG_DFL before calling
the signal-catching function. Furthermore, the action is not reset if any signal interface rou-
tine other than signal() was used to set the action. See the description of signal catching
above.

E If the signal is marked with Note E above, the signal cannot be caught.

When any stop signal (SIGSTOP, SIGTSTP, SIGTTIN , SIGTTOU) is generated for a process, pending
SIGCONT signals for that process are discarded. Conversely, when SIGCONT is generated for a process,
all pending stop signals for that process are discarded. When SIGCONTis generated for a stopped process,
the process is continued, even if the SIGCONTSsignal is blocked or ignored. If SIGCONTis blocked and not
ignored, the process remains pending until it is either unblocked or a stop signal is generated.

SIGKILL is sent by the system if an exec() system call is unsuccessful and the original program has
already been deleted.
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The signals SIGCLD and SIGPWRbehave differently than those described above.
The actions for these signals is modified as follows:

SIGCLD

SIGPWR

DEPENDENCIES
Series 700

Setting the action for SIGCLD to SIG_IGN in a parent process prevents exiting chil-
dren of the calling process from creating a zombie process. If the parent process exe-
cutes the wait() function, the calling process blocks until all of the child processes
of the calling processes terminate. The wait()  function then returns a value of -1
with errno  set to ECHILD (see wait(2)).

If one of the signal interface routines is used to set the action for SIGCLD to be
caught (that is, a function address is supplied) in a process that currently has ter-
minated (zombie) children, a SIGCLD signal is delivered to the parent process
immediately. Thus, if the signal-catching function reinstalls itself, the apparent effect
is that any SIGCLD signals received due to the death of children while the function is
executing are queued and the signal-catching function is continually reentered until
the queue is empty. Note that the function must reinstall itself after it calls wait()
wait3() , or waitpid() . Otherwise the presence of the child that caused the ori-
ginal signal causes another signal immediately, resulting in infinite recursion.

When processing a pipeline, the Bourne shell (see sh-bourne(1)) makes the last pro-
cess in the pipeline the parent of the preceding processes. Job control shells including
C shell, Korn shell and the POSIX shell (see csh(1), ksh(1), and sh-posix(1)) make the
shell itself the parent of all processes in the pipeline. Therefore, a process that can
receive data from a pipe should not attempt to catch SIGCLD.

The SIGPWRsignal is sent to all processes after a power interruption when power is
restored and the system has done all necessary reinitialization. Processes restart by
catching (or ignoring) SIGPWR

Applications that wish to recover from power failures should catch SIGPWRand take
whatever necessary steps to reinitialize itself.

Some implementations do not generate SIGPWR Only systems with nonvolatile
memory can recover from power failures.

The signal SIGPWRIs not currently generated.

Series 700/800

The structure pointer scp is always defined.
The code word is always zero for all signals except SIGILL and SIGFPE. For SIGILL , code has the fol-

lowing values:

8 Illegal instruction trap;

9 Break instruction trap;

10 Privileged operation trap;

11 Privileged register trap.
For SIGFPE, code has the following values:
12 Overflow trap;

13 Conditional trap;

14 Assist exception trap;

22 Assist emulation trap.

Refer to the Series 800 processor documentation provided with your system for more detailed information
about the meaning of these errors.

The Instruction Address Offset Queue (program counter) is not advanced when a trap occurs on Series 800
systems. If a signal generated by a hardware trap is masked or has its signal action set to SIG_IGN , the
program loops infinitely since the instruction causing the trap is re-executed, causing the trap again. If the
signal is received by a signal-catching function in the user program, the instruction that caused the trap is
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re-executed upon return from the signal-catching function unless program flow is altered by the signal-
catching function. For example, the longjmp() routine (see setjmp(3C)) can be called. Using
longjmp()  ensures software portability across different hardware architectures.

AUTHOR
signal  was developed by HP, AT&T, and the University of California, Berkeley.

SEE ALSO
kill(1), init(1M), bsdproc(3C), exit(2), kill(2), Iseek(2), pause(2), sigaction(2), signal(2), sigvector(2), wait(2),
sigset(3C), abort(3C), setjmp(3C).

STANDARDS CONFORMANCE
<signal.h> : AES, SVID2, SVID3, XPG2, XPG3, XPG4, FIPS 151-2, POSIX.1, ANSI C
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NAME
sis - secure internet services with Kerberos authentication and authorization

DESCRIPTION
Secure Internet Services (SIS) provides network authentication when used in conjunction with HP DCE
security services, the HP Praesidium/Security Server, or other software products that provide a Kerberos
V5 Network Authentication Services environment. The network authentication ensures that a local and
remote host will be mutually identified to each other in a secure and trusted manner and that the user is
authorized to use the service on the remote host.

Traditional internet services such as telnet |, rlogin , or ftp , allow the user to access remote systems
by typing a password that is then transmitted to the remote system over the network. The password is
transmitted without encryption over the network, permitting an observer to capture the cleartext packets
containing the password. This has been a major security hole for traditional internet services.

The optional Secure Internet Services are a replacement for their traditional counterparts and prevent the
cleartext transmission of user passwords over the network. However, none of these services will encrypt
the session beyond what is necessary to authenticate the service or authorize the user.

This man page assumes the reader is familiar with Kerberos terminology normally provided with your Ker-
beros V5 Network Authentication Services environment. The intent here is to describe those aspects of the
Kerberos environment specifically used by SIS.

Authentication
For Kerberos authentication to succeed, the user must have successfully logged into a system within the
Kerberos realm and obtained a set of credentials. The credentials include a Ticket Granting Ticket (TGT)
and a session key. The SIS client will use the TGT to obtain a service ticket to access a SIS daemon on the
network. If the credentials are missing or the TGT is invalid, the authentication will fail and connection to
the SIS daemon will be denied.

For systems configured into a DCE cell, credentials are obtained through the dce_login  command. For
systems configured into a Praesidium/Security Server cell, credentials are obtained through the
dess_login command. In a non-DCE Kerberos-based secure environment, credentials are obtained
through the kinit  command.

Authorization
For every user of these services, a user principal must be configured into the Key Distribution Center’s
database. The user principal allows the user to obtain a service ticket which is sent to the remote service
as part of the Kerberos authentication mechanism. If the authentication is successful, the user principal is
then used as part of the Kerberos authorization mechanism.

In order for the authorization to succeed, both of the following requirements must be met:

1. The login name must exist in the remote system's password file, i.e, the remote account must exist.
Note: the login name is the name specified by the user in response to a login prompt and may be
different from the current user name. S

2. One of the following conditions must be true:

A. The remote account’s home directory has a .k5login file that contains the user principal.
The .k5login file must be owned by that account and only that account can have write per-
mission (i.e., the permissions would appear as -rw-r--r--).

B.  The remote system has an authorization name database file, aname, that contains the user prin-
cipal. The aname file should contain a mapping of the user principal to an account on the
remote system.

C. The user name in the user principal is the same as the user name of the account being accessed,
and the local and remote systems are in the same realm.

If authorization succeeds, the user will not see a prompt for a password (when a password is required) and
the connection to the remote system will succeed. If the authentication or authorization fails, the user will
be notified of the error and will not be allowed to continue.

Bypassing or Enforcing Authentication/Authorization
If the authentication or authorization fails, the service can be re-run with a special command line option (-
P) to request non-Kerberos authentication. However, when a password is required, it will be sent across
the network in a readable form. Typically, this special command line option should only be used to access
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non-secure remote systems.

The ftp and telnet  daemons have a special command line option (-A ) which can be used to ensure that
non-secure systems are denied access.

To prevent non-secure access through the rcp, remsh or rlogin commands, the inetd.conf file on the
remote system should be edited to comment out the entries for shell and login

SERVICES
ftp , ftpd file transfer program
rlogin , rlogind remote login
telnet , telnetd user interface and server for Telnet protocol
rcp , remshd remote file copy
remsh, remshd execute from a remote shell

TROUBLESHOOTING
For the correct execution of SIS, it is important that the secure environment be properly installed,
configured and running. The following is a quick checklist to verify this:

1.

The DCE, Praesidium/Security Server, or Kerberos security system should be running on the Ker-
beros server. The /etc/services file should contain entries for the Kerberos ports.

The user's user principal must be entered into the Key Distribution Center's database. Use the
appropriate tool (e.g., kadmin or HP DCE’s dcecp ) to list the database and to verify that the user
has a user principal configured.

The Kerberos configuration directory on the local and remote systems should contain a krb.conf
krb.realms , and a server key table file. Generally, the Kerberos configuration directory will be
/krb5  and the server key table file will be named v5srvtab

The user principal must be specified in “/.k5login on the local and remote systems. The
~/.k5login lists the principals and realm names which have access permission for the user's
account.

Alternatively, the secure system can use an authorization name database, aname, on the local and
remote systems. An entry in this file will authorize the user name in a user principal to the specified
login name.

Verify that “/.k5login exists, has the correct permissions (i.e., -rw-r--r--), and includes the user
principal. Or, use the appropriate tool (e.g., krb5_anadd on a non-HP DCE system) to verify that
the user principal is included in the aname file.

The server key table file on the remote system should contain a host principal. The root user can ver-
ify the contents of the v5srvtab through the command: klist -k . If klist supports the -k
option, type this command and verify that a host principal is listed.

Alternatively, if the validation tool, krbval , is available on the system, use the command: krbval
-V .

If krbval is available on the local and remote systems, use it to test the Kerberos configuration by
invoking it to act as a client application on the local system and a server application on the remote
system. See krbval(1M) for details.

The SIS files must be installed. The traditional services will have been saved and the files for the new
services will be linked to the original, traditional file names.

DIAGNOSTICS
In addition to Kerberos-specific error messages, SIS has a few security related error messages that are
common to several or all of the services. These error messages can be used by scripts to detect whether the
invocation of a service has failed.

Error and warning messages reported by the SIS clients
ERROR! Kerberos authentication failed.

The user has not obtained a valid Ticket Granting Ticket (through kinit , dce_login , or
dess_login ) or a valid host principal has not been configured in the Key Distribution Center’s
database for the realm. A more specific error message indicating the possible cause of the failure will
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accompany this error message.

This error message will also be generated if the user attempts to access a non-secure remote system.
In which case, this message will be preceded by the message: "To bypass Kerberos authentication, use
the -P option".

This error is reported by ftp, rlogin and telnet.
ERROR! Kerberos-specific options are invalid with the -P option.

The -P command line option indicates that Kerberos authentication should not be performed. If any
Kerberos-specific options are also specified on the command line, then they are in contradiction to this
request.

For remsh and rlogin , this means the -P option can not be used in conjunction with the -F , -f
or -k options.

For rcp this means the -P option can not be used in conjunction with the -k option.

For telnet , this means the -P option cannot be used in conjunction with the -a or -l options.
WARNING! Password will be sent in a non-secure manner.
WARNING! Kerberos authentication will be  bypassed.

The user has specified the -P option on the command line to access a non-secure remote system or to
bypass a bad configuration in the Kerberos environment.

In the cases where a password is requested, the -P command line option will cause the password to
be sent across the network in a readable form where it could possibly be intercepted or captured.

It is recommended that the user corrects a bad configuration and only uses the -P option if the
remote system is non-secure.

The first warning is reported by ftp , rlogin , and telnet . The second warning is reported by
rcp . remsh could report either warning depending upon whether a password is required.
Error messages reported in the syslog by the SIS daemons
ERROR! Access denied. Kerberos authentication must succeed.

The daemon was started with the -A command line switch to ensure that non-secure access by
remote systems will be denied. The user cannot access the remote system unless the local system has
been configured for secure access.

This error is logged by ftpd and telnetd

ERROR! Principal <principal> (<remote_user>@<remote_host>) logging in
as <local_user> has no account.

The "local_user" does not have a valid password file entry.

This error is logged by all SIS daemons. S
ERROR! Principal <principal> (<remote_user>@<remote_host>) logging in

as <local_user> failed krb5_userok.

Authentication succeeded but authorization failed. The user should verify that their user name is

listed in "/.k5login or in the aname file on the remote system. The user's “/.k5login must

have the correct permissions and must be owned by the user (i.e., -rw-r--r--).
This error is logged by all SIS daemons.

ERROR! Principal <principal> (<remote_user>@<remote_host>) logging in
as <local_user> failed ruserok.
The /etc/hosts.equiv or “/.rhost files are missing or are not set up properly to authorize

"local_user" (see ruserok(3N)).
This error is logged by rlogind or remshd if they are started with the -R, -r or -k options.
SEE ALSO

ftp(1), kinit(1), kdestroy(1), klist(1), krbval(1M), rcp(l), remsh(l), rlogin(l), telnet(1), dce_intro(1M),
dce_login(1M), dess_login(1M), ftpd(1M), remshd(1M), rlogind(1M), telnetd(1M), dess(5).
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NAME
sys/stat.h - data returned by the stat() function

SYNOPSIS
#include <sys/stat.h>

DESCRIPTION

The <sys/stat.h> header defines the structure of the data returned by the functions fstat()
Istat() ,andstat() . The structure stat contains at least the following members:

dev_t st_dev ID of device containing file

ino_t st_ino file serial number

mode_t st_mode mode of file (see below)

nlink_t  st_nlink number of links to the file

uid_t st_uid user ID of file

gid_t st_gid group ID of file

dev_t st_rdev device ID (if file is character or block special)

off_t st_size file size in bytes (if file is a regular file)

time_t st_atime time of last access

time_t st_mtime time of last data modification

time_t st_ctime time of last status change

long st_blksize a filesystem-specific preferred 1/0 block size

for this object. In some filesystem types, this
may vary from file to file

long st_blocks number of blocks of a filesystem-specific size
allocated for this object

File serial number and device ID taken together uniquely identify the file within the system. The dev_t ,
ino_t , mode_t, nlink_t ,uid_t , gid_t , off t , and time_t types are defined as described in
<sys/types.h> . Times are given in seconds since the Epoch.

The following symbolic names for the values of st mode are also defined:
File type:

S_IFMT type of file
S_IFBLK  block special
S_IFCHR character special
S_IFIFO FIFO special
S_IFREG regular

S_IFDIR directory
S_IFLNK  symbolic link

File mode bits:

S_IRWXU read, write, execute/search by owner
S_IRUSR read permission, owner

S_IWUSR write permission, owner

S_IXUSR execute/search permission, owner
S_IRWXG read, write, execute/search by group
S_IRGRP read permission, group

S_IWGRP write permission, group

S_IXGRP execute/search permission, group
S_IRWXO read, write, execute/search by others
S_IROTH read permission, others

S_IWOTH write permission, others

S_IXOTH execute/search permission, others
S_ISUID set-user-1D on execution

S_ISGID  set-group-1D on execution

S_ISVTX on directories, restricted deletion flag

The bits defined by S IRUSR, S_IWUSR S_IXUSR, S IRGRP, S_IWGRR S_IXGRP, S_IROTH,
S IWOTH S_IXOTH, S_ISUID , S_ISGID and S_ISVTX are unique. S_IRWXUis the bitwise OR of
S IRUSR, S_IWUSR and S_IXUSR. S_IRWXG is the bitwise OR of S_IRGRP, S _IWGRR and
S_IXGRP. S_IRWXOis the bitwise OR of S_IROTH, S_IWOTH and S_IXOTH.
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Implementations may OR other implementation-dependent bitsinto S_IRWXU S_IRWXG and S_IRWXQ
but they will not overlap any of the other bits defined in this document. The file permission bits are defined
to be those corresponding to the bitwise inclusive OR of S_IRWXU S_IRWXG and S_IRWXO

The following macros will test whether a file is of the specified type. The value m supplied to the macros is
the value of st_mode from a stat structure. The macro evaluates to a non-zero value if the test is true, 0O if
the test is false.

S_ISBLK(m) Test for a block special file.
S_ISCHR(m)  Test for a character special file.
S_ISDIR(m) Test for a directory.

S_ISFIFO(m) Test for a pipe or FIFO special file.
S_ISREG(m) Test for a regular file.
S_ISLNK(m) Test for a symbolic link.

The following are declared as functions and may also be defined as macros:

int
int
int
int
int
int

chmod(const char *path, mode_t mode);
Istat(const char *path, struct stat *buf);
mkdir(const char *path, mode_t mode);
mkfifo(const char *path, mode_t mode);
mknod(const char *path, mode_t mode, dev_t dev);
stat(const char *path, struct stat *buf);

mode_t  umask(mode_t cmask);

APPLICATION USAGE
Use of the macros is recommended for determining the type of a file.

SEE ALSO

chmod(), fchmod(), fstat(), Istat(), mkdir(), mkfifo(), mknod(), stat(), umask(), <sys/types.h>.

CHANGE HISTORY
First released in Issue 1.

Derived from Issue 1 of the SVID.

Issue 4

The following changes are incorporated for alignment with the 1ISO POSIX-1 standard:

The function declarations in this header are expanded to full ISO C prototypes.

The DESCRIPTION section is expanded to indicate (a) how files are uniquely identified within the
system, (b) that times are given in units of seconds since the Epoch, (c) rules governing the
definition and use of the file mode bits, and (d) usage of the file type test macros.

Other changes are incorporated as follows:

Reference to the header <sys/types.h> is added for the definitions of dev_t, ino_t, mode_t, nlink_t,
uid_t, gid_t, off_t, and time_t. This has been marked as an extension.

References to the S_IREAD, S_IWRITE, S_IEXEC file and S_ISVTX modes are removed.

The descriptions of the members of the stat structure in the DESCRIPTION section are
corrected.

Issue 4, Version 2
The following changes are incorporated for X/OPEN UNIX conformance:

The st_blksize and st_blocks members are added to the Stat structure.
The S_IFLINK value of S_IFMT is defined.
The S_ISVTX file mode bit and the S_ISLNK file type test macro is defined.

The fchmod(), Istat() , and mknod() functions are added to the list of functions declared in
this header.
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HP-UX EXTENSIONS

NAME
stat.h - file-specific information

DESCRIPTION
The contents of the stat structure include the following members:

ushort st_fstype; [*Type of filesystem this file */
/* is in; see vfsmount(2) */
dev_t st _realdev; /* Real device number of device */
/* containing the inode for this file */
The following symbolic names for the values of the st_mode field are defined as indicated:
File type:

S_IFMT 0170000 type of file

S_IFSOCK 0140000 socket

S_IFLNK 0120000 symbolic link

S_IFNWK 0110000 network special

S_IFREG 0100000 regular (ordinary)
S_IFBLK 0060000 block special

S_IFDIR 0040000 directory

S_IFCHR 0020000 character special

S_IFIFO 0010000 FIFO special (named pipe)

File mode bits:
File miscellaneous mode bits:

S_CDF 0004000 directory is a context-dependent file
S_ISUID 0004000 set user id on execution

S_ISGID 0002000 set group id on execution

S_ENFMT 0002000 set file-locking mode to enforced
S_ISVTX 0001000 save swapped text even after use

- File permission mode bits:

S_IRWXU 0000700 owner’s file access permission bits
S_IRUSR 0000400 read access permission for owner
S S_IWUSR 0000200 write access permission for owner
S_IXUSR 0000100 execute/search access permission for owner
S_IRWXG 0000070 group's file access permission bits
S_IRGRP 0000040 read access permission for group
S_IWGRP 0000020 write access permission for group
S_IXGRP 0000010 execute/search access permission for group
S_IRWXO 0000007 others’ access permission bits
S_IROTH 0000004 read access permission for others
S_IWOTH 0000002 write access permission for others
S_IXOTH 0000001 execute/search access permission for others

Obsolete names for file permission mode bits:

S_IREAD 0000400 read access permission for owner
S_IWRITE 0000200 write access permission for owner
S_IEXEC 0000100 execute/search access permission for owner

File type test macros:

S_ISCDF(m) test for a context-dependent file
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S_ISNWK(m) test for a network special
S_ISSOCK(m) test for a socket

SEE ALSO
chmod(2), chown(2), link(2), mkdir(2), mkfifo(2), mknod(2), stat(2), symlink(2), umask(2), utime(2), types(5).

STANDARDS CONFORMANCE
<sys/stat.h >: AES, SVID2, SVID3, XPG2, XPG3, XPG4, FIPS 151-2, POSIX.1

HP-UX Release 11.0: October 1997 -2- Section 5-327



stdarg(5) stdarg(5)

NAME

stdarg.h - macros for handling variable argument lists
SYNOPSIS

#include <stdarg.h>

void va_start(va_list pvar, argN);

type va_arg(va_list pvar, type);

void va_end(va_list pvar);

DESCRIPTION
The <stdarg.h> header contains a set of macros that can be used to write portable procedures that accept
variable argument lists. Routines that have variable argument lists (such as printf() ) but do not use
stdarg are inherently nonportable, because different machines use different argument-passing conventions.

va_list is a type defined for the variable used to traverse the list.

va_start is called to initialize pvar to the beginning of the list. The type of argN should be the same as the
argument to the function just before the variable portion of the argument list.

va_arg returns the next argument in the list pointed to by pvar. type is the type the argument is expected
to be. Different types can be mixed, but it is up to the routine to know what type of argument is expected,
because it cannot be determined at runtime.

va_end is used to clean up.
Multiple traversals, each bracketed by va_start ... va_end, are possible.
EXAMPLE
This example is a possible implementation of execl (see exec(2)):
#include <stdarg.h>
#define MAXARGS 100

/¥ execl is called by
execl(file, argl, arg2, ..., (char *)0);

*/
execl(const char *file, const char *args, ...)
{
va_list ap;
char *array[MAXARGS];
int argno = O;
va_start(ap, args);
if ((array[0] = args) != 0)
while ((array[argno++] = va_arg(ap, char *)) = 0)
va_end(ab);
return execv(file, array);
}
SEE ALSO

exec(2), vprintf(3S), varargs(5).

WARNINGS
It is up to the calling routine to specify how many arguments there are, since it is not always possible to
determine this from the stack frame. For example, execl() is passed a zero pointer to signal the end of
the list, and printf() can tell how many arguments are there by the format string.

Unless ANSI C is used, it is non-portable to specify a second argument of char, short, or float to va_arg,
because arguments seen by the called function are never char, short, or float.

Pre-ANSI C converts char and short arguments to int and converts float arguments to double before passing
them to a function.
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STANDARDS CONFORMANCE
<stdarg.h  >: AES, SVID3, XPG4, FIPS 151-2, POSIX.1, ANSI C

va_arg :SVID3, XPG4, ANSI C
va_end : SVID3, XPG4, ANSI C
va_list :SVID3, XPG4, ANSI C
va_start : SVID3, XPG4, ANSI C
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NAME

stdsyms - description of HP-UX header file organization

DESCRIPTION

HP-UX header files are organized in a manner that allows for only a subset of the symbols available in that
header file to be visible to an application that conforms to a specific standard. The ANSI-C, POSIX.1,
POSIX.2, and XPG4 standards each reserve a certain set of symbols for that standard’s namespace. In
addition, the HP-UX implementation of XPG3 and the "OSF AES/OS" provides for a clean namespace
although this is not a specific requirement of those standards.

The following rules apply in determining what symbols are reserved for any standard. These symbols are
reserved for the standard and for use by the implementation, and must be either avoided altogether, or
used exactly as defined by the specified standard.

« All symbols defined by the desired standard are reserved. Refer to the appropriate standards docu-
mentation for a complete list of reserved symbols.

« All symbols beginning with an underscore followed by another underscore or an uppercase letter
are reserved for the implementation.

« All external identifiers beginning with an underscore are reserved for the implementation.

The following is a list of feature test macros which must be defined to obtain the appropriate namespace
from the header files.

STDC

This  symbol is automatically  defined by the ANSI-C pre-processor
(/opt/langtools/lib/cpp.ansi ) and is automatically defined when specifying an
ANSI-C compile (cc -Aa ). Using the strict ANSI option -Aa requests a pure ANSI-C
namespace, which is the smallest subset of the HP-UX namespace available. The -Aa
option also enables the inclusion of ANSI-C-style function prototypes for increased type
checking. Note that the default namespace when using the -Aa option is the ANSI-C
namespace; therefore a broader namespace must be requested if it is desired.

_POSIX_SOURCE

As documented in the IEEE POSIX.1 standard, the programmer is required to define the
_POSIX_SOURCHeature test macro to obtain the POSIX.1 namespace and POSIX.1 func-
tionality. This feature test macro can be defined, either by using compiler options (-
D _POSIX_SOURCEor by using #define directives in the source files before any
#include  directives. Note that the default POSIX namespace is the POSIX.1-1990
namespace. It is necessary to define the _POSIX1 1988 feature test macro in addition
to the _POSIX_SOURCHnacro in order to obtain the POSIX.1-1988 namespace.

_POSIX_C_SOURCE

As documented in the IEEE POSIX.2 standard, the programmer is required to define the
_POSIX_C_SOURCHeature test macro with a value of 2 to obtain the POSIX.1 and
POSIX.2 namespaces and functionality. This feature test macro can be defined, either by
using compiler options (-D_POSIX_C_SOURCE=2or by using #define directives in
the source files before any #include directives. This macro is also automatically defined
in the XPG4 X/Open namespace (that is, whenever _ XOPEN_SOURCEnd _XPG4 are
defined without defining _ XPG2or _XPG3.

_XOPEN_SOURCE

As documented in the XPG3 and XPG4 standards, the programmer is required to define the
_ XOPEN_SOURCHeature test macro to obtain X/Open functionality. This feature test
macro can be defined, either by using compiler options (-D_XOPEN_SOURQEBr by using
#define directives in the source files before any #include directives. Although XPG3
does not specify any namespace pollution rules, XPG4 has instituted such rules. Therefore,
the HP-UX operating system provides clean namespaces whenever _ XOPEN_SOURCE
defined.

The current default X/Open namespace is that corresponding to XPG3. To request other
versions of the X/Open namespace, define _XPG2 or _XPG4 in conjunction with
_XOPEN_SOURCE

_AES_SOURCE
As documented in the "OSF AES/OS" standard, the programmer is required to define the
_AES_SOURCHeature test macro to obtain OSF functionality. This feature test macro
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can be defined, either by using compiler options (-D_AES_SOURCE or by using
#define directives in the source files before any #include  directives. Although the
AES does not specify any namespace pollution rules, the other standards have instituted
such rules. Therefore HP-UX provideds a clean namespace whenever _ AES_SOURCAHSs
defined.

_HPUX_SOURCE

The programmer can define the _ HPUX_ SOURCIHeature test macro to obtain the HP-UX
namespace and complete HP-UX functionality. Note that the HP-UX namespace is
currently a superset of all of the above mentioned namespaces. When using the
compatibility-mode compiler (cc(1) without the -Aa option), the HP-UX namespace is pro-
vided by default. The programmer must request one of the other namespaces as described
above to obtain the appropriate subset of the HP-UX namespace. When using the strict
ANSI-C-mode compiler (cc -Aa ), the programmer must specifically request a broader
namespace.

The _HPUX_SOURCHEeature test macro can be defined, either by using compiler options
(-D_HPUX_SOURCEor by using #define directives in the source files before any
#include directives.

The following is a list of miscellaneous feature test macros that provide various additional features.
_ _cplusplus

This symbol is automatically defined by the HP C++ compiler. Defining this macro enables
the C++ function prototypes in system header files.

The default namespace for HP C++ is the ANSI-C namespace. To obtain another
namespace define the appropriate feature test macro.

HP C++ uses the ANSI-C preprocessor by default. To get the compatibility mode preproces-
sor, use the -Ac option to cc(l). The compatibility mode preprocessor uses the HP-UX
namespace ( HPUX_SOURCE

_POSIX1_1988

_XPG2

_XPG3

_XPG4

_SVID2

This feature test macro should be defined when the POSIX.1-1988 namespace is
required. It should be used in conjunction with the _POSIX_SOURCEmacro if the
default POSIX.1-1990 namespace is not desired.

This macro is defined automatically whenever | AES_SOURCEr _XPG3is requested.

The _XPG2 macro can be defined when using the compatibility-mode compiler to obtain
XPG2 functionality. This provides XPG2 specified function declarations and macros in the
HP-UX namespace. Note that the values obtained from most of the macros available when
using this option are now available at run-time via the pathconf() , fpathconf() ,
and sysconf() system calls (see pathconf(2) and sysconf(2)). Use of the _XPG2 macro
is strongly discouraged because it gives access to obsolete functionality. Note that no func-
tion prototypes are provided when using this feature test macro.

The _XPG3 feature test macro is defined automatically if the programmer has requested
the XPG3 namespace (i.e., defined ' XOPEN_SOURCHut not some other conflicting
namespace such as _XPG2or _XPG4).

The _XPG4 feature test macro is provided so that the programmer can obtain the XPG4
namespace, since it differs slightly from the _XPG3 namespace. In order to obtain the
XPG4 namespace, the programmer must define both the - XOPEN_SOURCE&nd _XPG4
feature test macros. The _XOPEN_SOURCEnd _XPG4 feature test macros can be
defined, either by using compiler options (-D_XOPEN_SOURCED_XPG4) or by using
#define directives in the source files before any #include  directives.

The _SVID2 macro can be defined when using the compatibility mode compiler to obtain
SVID2 function return types in the HP-UX namespace. The default return types of many
functions have since been changed in the HP-UX operating system to align with the ANSI-
C, POSIX, X/Open, and OSF standards.

_CLASSIC_TYPES

The _CLASSIC_TYPESmacro can be defined by the programmer to obtain pre-7.0 style
function return types and structure element types. This macro has been provided only as a
transition aid when migrating from the pre-7.0 version of HP-UX to standards-based HP-
UX. Use of this macro is strongly discouraged as this functionality will be removed in a
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future release of HP-UX. Note that no function prototypes are provided when using this
feature test macro.

SEE ALSO
cc(1), cpp(1), pathconf(2), sysconf(2).
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NAME
suffix - file-name suffix conventions

DESCRIPTION
The following list summarizes file name suffix conventions that can be found in an HP-UX system. It is a
partial compilation of possibly useful knowledge, suggestions, and explanations, rather than a specification
of standards. Suffixes are often used in preference to prefixes because they enable related files to group
together alphabetically in a directory listing.

Note that some programs require the use of a specific value, or vary their behavior based on a choice of
suffixes. Such programs are noted in many (but not all) cases.

A HP64000 cross assembler symbol file.

.a Library file (archive) managed by ar; known to make.

.ad? HP Ada source, where "?" stands for any single character.

.allow List of users allowed by at or cron (for example, at.allow).

.an Source for nroff "man" macros.

ASC LIF (Logical Interchange Format) type 1, AsCll file for use by Pascal or BASIX/UX. Incompa-
tible with lifcp.

.aux Cross-referencing information created automatically by LaTeX.

.awk awk script file.

.b Compiled LISP (.I) source file, or a bold font file.

.back

.bak

.bkup Backup copy of a file.

.BAD

.bad File containing bad data, or occupying a bad spot on a disk.

.bbl Bibliography created by BibTeX for inclusion in a LaTeX document.

.bib Bibliographic data file, (for example, BibTeX bibliography database).

.blg Log of errors from BibTeX.

.bst BibTeX bibliography style definition.

.C File compressed by compact, or C++ language source file, or HP64000 cross compiled C -
source file.

.C C language source file; known to cc and make.

.cas CAST language scripts. S

.cat NLS (Native Language Support) message catalog.

.cf Configuration file (for example, sendmail.cf).

.clu CLU file.

.CODE Pascal workstation object code.

.cpio File containing output from cpio -0, that is, a cpio archive.

.csh C-shell (csh) script.

.curr Current version of a file.

.d Directory file, or data file.

.day A script that is read daily.

.deny List of users denied by at or cron (for example, cron.deny).

.devs List of devices.

diff Differences between two files, output from diff.
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dir DBM database directory file.

.doc Documentation file of some sort.

.avi Device-independent text formatter output.

.e Extended FORTRAN language (EFL) source file; known to make.
el GNU Emacs Elisp file.

.elc Compiled GNU Emacs Elisp file.

.egn Source for nroff equation macros.

.err Standard error from a program.

.errors

.errs Errors recorded by a program.

f FORTRAN language source file; known to fc and make.
f77 FORTRAN 77 language source file.

fc Frozen configuration file (for example, sendmail.fc).
full A complete file or list.

.of TeX font bitmaps in Generic Font format.

.glo Glossary created by LaTeX.

.h C language header (include) file; known to make.
.help

.hf

.hlp Help text for a program, often read automatically.
.hour

.hr A script that is read hourly.

A Output of C preprocessor (“cc -P"), or a Berkeley Pascal language include file, or an itali-
cized font file.

.icn Icon source code.

ddx Index created by LaTeX.

in Standard input to a program.

.INDEX notes index file.

.ksh Korn shell script file.

.L HP64000 cross linker symbol file.

A lex source file (known to make), or LISP source file.
.LIST notes list file.

Jdist File containing a list of other files.

In Library information for lint.

lof List of figures created by LaTeX.

.log Generic log file, or a log of error messages from TeX.
lot List of tables created by LaTeX.

.m Modula language source file.

.m2 Modula-2 language source file.

.make

.mk Makefile for make.

.man Source for nroff or troff using man macros.

.me Source for nroff or troff using me macros.
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.mf
.ml

.mon
.month

.NEW
.new

.nro

.obs

.OLD
.old

.opt
.orig
.out

.pag

.pk
.prev
.ps
pxI1

.rc
.real

.req

.safe
.save

.scm
.sh
.shar
.skel
sl

.st

suffix(5)

TeX metafont input file.
Gosling/Unipress Emacs Mock Lisp file.
Source for nroff or troff using mm macros.

A script that is read monthly.
Source for nroff or troff using ms macros.
nroff source.

New version of a file.

nroff source.

HP64000 listing file.

Relocatable object file (post-compile, pre-link); known to as, cc, fc, pc, and make.
Obsolete version of a file.

Old version of a file.
File containing optional material, such as an optional part of the kernel.
Original version of a file.

Standard output (and possibly standard error) from a program (for example, nohup.out), or
an executable file output from Id (such as a.out).

HP64000 cross compiled Pascal source file.

Pascal language source file (known to pc and make), or PROLOG language source file.
DBM database data file.

PILOT language source file.

TeX font bitmaps in Packed Font format; denser/more recent than GF.

Previous version of a file.

PostScript files.

TeX font bitmaps in uncompressed format; very obsolete.

HP64000 relocatable file.

RatFor language source file; known to make.

A "run commands" file, normally read when a program is invoked (for example, mailx.rc).

Real version of a file, often one which was replaced by a front-end (for example,
uucico.real).

File containing required material, such as a required part of the kernel.
HP64000 cross assembled source file.
Assembler input file; known to cc and make.

Safe or saved copy of a file.

Scheme file.

Bourne shell script file; known to make.

Shell archive file containing output from shar.

Skeletal or template file.

Shared library file built by 1d(1);knownto Id(1).

File containing statistics (for example, /etc/mail/sendmail.st).
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sty
SYSTM

.t
tar
.tbl

.temp
tmp

.template
.test

tex

TEXT

.text
Xt

tfm
.toc
.tro

ul
u2

.UX
.web
.week

NN < X

.<date>

A%

AUTHOR

suffix(5)

LaTeX style definition; should have a corresponding .doc file.

LIF Bootable by the Series 300/400 boot ROM (see Librarian chapter of Pascal 3.2 Worksta-
tion System, vol. 1).

Text file.
File (archive) containing output from tar.
Source for nroff table macros.

Temporary file.

Prototype or template file.

Test input or output file.

TeX source file.

notes text file, or a Pascal workstation "UCSD text format" file.

ASCII text file.

Width information used by TeX (TeX font metrics).

Source for nroff table of contents macros, or table of contents created by LaTeX.
troff source.

Icon intermediate code files.
HP-UX text or binary file format.
Web file (Knuth's Web system).

A script that is read weekly.

HP64000 absolute file.

yacc input file; known to make.

File compressed by compress.

File compressed by pack.

Manual entry files (sections 1 through 8), optionally followed by a letter a..z.

File saved on given date (year, month name, YYMM, MMDD, etc.) as a snapshot of a
continuously-growing lodfile.

RCS delta file; known to the RCS programs.

suffix was developed by HP.
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(ENHANCED CURSES)

NAME
term.h — terminal capabilities

SYNOPSIS
#include <term.h>

DESCRIPTION
The following data type is defined through typedef:

TERMINAL An opaque representation of the capabilities for a single terminal from the terminfo
database.

The <term.h> header provides a declaration for the following object: cur_term . It represents the
current terminal record from the terminfo database that the application has selected by calling
set_curterm()

The <term.h> header contains the variable names listed in the Variable column in the table in Defined
Capabilities in terminfo(4).

The following are declared as functions, and may also be defined as macros:

int del_curterm(TERMINAL * oterm);

int putp(char *const str);

int restartterm(char * term, int  fildes, int * errret);

TERMINAL * set_curterm(TERMINAL *  nterm);

int setupterm(char * term, int  fildes, int * errret);

int tgetent(char * bp, char *const name);

int tgetflag(char id[2]);

int tgetnum(char id[2]);

char * tgetstr(char id[2], char ** area);

char * tgoto(char *const cap, int col, int  row);

int tigetflag(char * capname);

int tigethnum(char * capname);

char * tigetstr(char * capname);

char * tparm(char * cap, long pl, long p2, long p3, long p4,

long p5, long p6, long p7, long p8, long p9);

int tputs(char *const str, int  affent, int (*  putfunc)(int));

SEE ALSO

terminfo(4), printf(), putp(), tigetflag(), tgetent(), <curses.h>.

CHANGE HISTORY
First released in X/Open Curses, Issue 4.
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NAME

types - primitive system data types

SYNOPSIS

#include <sys/types.h>

DESCRIPTION
REMARKS

types(5)

The example given on this page is a typical version. The type names are in general expected to be present,
although exceptions (if any) may be described in DEPENDENCIES. In most cases the fundamental type
which implements each typedef is implementation dependent as long as source code which uses those
typedefs need not be changed. In some cases the typedef is actually a shorthand for a commonly used type,
and will not vary.

The data types defined in the include file are used in HP-UX system code; some data of these types are

accessible to user code:

typedef
typedef
typedef
typedef
typedef
typedef
typedef
typedef
typedef
typedef
typedef
typedef
typedef
typedef
typedef

struct { int r[1]; } [Cphysadr;
long daddr_t;
char [caddr_t;
unsigned int uint;

unsigned short ushort;

ushort ino_t;

short cnt_t;

long time_t;

long dev_t;

long off_t;

long paddr_t;
long key_t;

short pid_t;

long uid_t;

long gid_t;

Note that the defined names above are standardized, but the actual type to which they are defined may
vary between HP-UX implementations.

The meanings of the types are:

physadr

daddr_t
caddr_t
uint
ushort
ino_t
cnt_t
time_t
dev_t

off_t
paddr_t
key_t

pid_t
uid_t
gid_t

Section 5-338

used as a pointer to memory; the pointer is aligned to follow hardware-dependent
instruction addressing conventions.

used for disk addresses except in an inode on disk, see fs(4).

used as an untyped pointer or a pointer to untyped memory.

shorthand for unsigned integer.

shorthand for unsigned short.

used to specify I-numbers.

used in some implementations to hold reference counts for some kernel data structures.
time encoded in seconds since 00:00:00 GMT, January 1, 1970.

specifies kind and unit number of a device, encoded in two parts known as major and
minor.

offsets measured in bytes from the beginning of a file.
used as an integer type which is properly sized to hold a pointer.

the type of a key used to obtain a message queue, semaphore, or shared memory
identifier, see stdipc(3C).

used to specify process and process group identifiers.
used to specify user identifiers.
user to specify group identifiers.
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SEE ALSO
fs(4), stdipc(3C).

STANDARDS CONFORMANCE
<sys/types.h >: AES, SVID3, XPG2, XPG3, XPG4, FIPS 151-2, POSIX.1
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NAME
unctrl.h - definitions for unctrl()

DESCRIPTION
The <unctrl.h> header defines the chtype type as defined in <curses.h>
The following is declared as a function, and may also be defined as a macro:
char *unctrl(chtype C);
SEE ALSO
<curses.h>.

CHANGE HISTORY
First released in X/Open Curses, Issue 4.

<unctrl.h>(5)
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NAME
unitsd: unistd.h - standard structures and symbolic constants

SYNOPSIS
#include <unistd.h>

DESCRIPTION
The header <unistd.h> defines the following structures and symbolic constants:

Symbolic constants for the access()  function:

R_OK Test for read permission.

W_OK Test for write permission.

X_OK Test for execute (search) permission.
F_OK Test for existence of file.

The constants F_OK R_OK W_OK and X_OK and the expressions R_OK|W_OK R_OK|X_OK, and
R_OK]|W_OK]|X_OKall have distinct values.

Symbolic constant representing a null pointer:
NULL

Symbolic constants for the Iseek() and fentl() functions (the following constants have distinct
values):

SEEK_SET  Set file offset to "offset".
SEEK_CUR  Set file offset to current plus "offset".
SEEK_END  Set file offset to EOF plus "offset".

Symbolic constants (with fixed values):

_POSIX_VERSION Integer value indicating version of IEEE Std1003.1 standard implemented.
The current value is 199009L, indicating the (4-digit) year and (2-digit)
month that the standard was approved by the IEEE Standards Board.
However, if any of the symbols _AES SOURCE _XPG3 or
_POSIX1 1988 is defined before <unistd.h > is included, the value of
this symbol will be 198808L.

_POSIX2_VERSION Integer value indicating version of IEEE Std1003.2 standard implemented.
The current value is 199209L, indicating the (4-digit) year and (2-digit)
month that the standard was approved by the IEEE Standards Board.

_POSIX2_C_VERSION Integer value indicating version of IEEE Std1003.2 C-Language Binding
Option implemented. The current value is 199209L, indicating the (4-digit)
year and (2-digit) month that the standard was approved by the IEEE Stan-
dards Board.

_XOPEN_VERSION Integer value indicating issue number of the X/Open Portability Guide
implemented. The current value is 4, indicating Issue 4. However, if the
symbol _XPG3is defined before <unistd.h > is included, the value of this

symbol will be 3.
u

The following symbolic constants are defined in this header if the state of the corresponding option or res-
triction does not vary after compilation. If a symbol is absent from this header, the value or presence of the
corresponding option or restriction should be determined at execution time through sysconf()  or path-
conf() :
_POSIX_CHOWN_RESTRICTED
The use of chown() s restricted to processes that have appropriate
privileges.
_POSIX_JOB_CONTROL
Implementation supports job control (true of all HP-UX implementations).

_POSIX_NO_TRUNC Pathname components longer than NAME_MAXenerate an error.

_POSIX_REALTIME_SIGNALS
Implementation supports Realtime Signals Extensions (true of all HP-UX
implementations).
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_POSIX_SAVED_IDS

_POSIX_FSYNC

unistd(5)

Effective user and group are saved across an exec()
UX implementations).

call (true of all HP-

Implementation supports File Synchronization (true of all HP-UX imple-
mentations). See open(2).

_POSIX_SYNCHRONIZED_IO

_POSIX_VDISABLE

_POSIX_THREADS
_POSIX2_C_BIND

_POSIX2_LOCALEDEF

_POSIX2_UPE

Implementation supports Synchronized 10 (true of all HP-UX implementa-
tions). See open(2).

Terminal special characters can be disabled using this character (see ter-
mio(7)).

Implementation supports POSIX threads.

All POSIX.2 C-language functionality is provided in the default libraries
used by the c89 C compiler (see cc(1)).

New locales can be defined by using the localedef
localedef(1M)).

The system supports IEEE Std1003.2a (POSIX User Portability Utilities
Option).

command (see

_POSIX2_CHAR_TERMAt least one terminal exists that supports all required POSIX.2a com-

mands.

All symbolic constants whose names begin _CS, PC, and _SC (see confstr(3C), pathconf(2), and sys-

conf(2)) are defined.

The following symbolic constants for file streams are defined:

STDIN_FILENO
STDOUT_FILENO
STDERR_FILENO

File number of standard input (stdin).
File number of standard output (stdout).
File number of standard error (stderr).

The types size_t ,ssize_t ,uid_t ,gid_t ,off t ,andpid_t are defined.

Declarations are provided for the following functions:
access() alarm() brk() chdir()
chown() chroot() close() confstr()
crypt() ctermid() cuserid() dup()
dup2() encrypt() endusershell() execl()
execle() execlp() execv() execve()
execvp() _exit() fchown() fork()
fpathconf() fsync() ftruncate() getcwd()
getegid() geteuid() getgid() getgroups()
gethostname()  getlogin() getopt()
getpass() getpgrp() getpgrp2() getpid()
getppid() getuid() getusershell()  initgroups()
ioctl() isatty() link() lockf()
logname() Iseek() mkstemp() mktemp()
nice() pathconf() pause() pipe()
prealloc() read() readlink() rmdir()
sbrk() setgid() setgroups() sethostname()
setpgid() setpgrp() setpgrp2() setresgid()
setresuid() setsid() setuid() setusershell()
sgetl() sleep() sputl() swab()
swapon() symlink() sync() sysconf()
tcgetpgrp() tcsetpgrp()  truncate() ttyname()
ttyslot() unlink() vfork() write()

SEE ALSO

access(2), chown(2), confstr(3C)
stdsyms(5), termio(7).
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AUTHOR
unistd  was developed by HP.

STANDARDS CONFORMANCE
<unistd.h  >: AES, SVID3, XPG2, XPG3, XPG4, FIPS 151-2, POSIX.1, POSIX.2, POSIX.4
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NAME

values(5)

values - machine-dependent values

SYNOPSIS

#include <values.h>

DESCRIPTION

This file contains a set of manifest constants, conditionally defined for particular processor architectures.

The model assumed

for integers is binary representation (one's or two's complement), where the sign is

represented by the value of the high-order bit.

BITS(type)
HIBITS

HIBITL
HIBITI
MAXSHORT
MAXLONG

MAXINT

The number of bits in a specified type (e.g., int).

The value of a short integer with only the high-order bit set (in most implementations,
0x8000).

The value of a long integer with only the high-order bit set (in most implementations,
0x80000000).

The value of a regular integer with only the high-order bit set (usually the same as
HIBITS or HIBITL).

The maximum value of a signed short integer (in most implementations, OX7FFF =
32767).

The maximum value of a signed long integer (in most implementations, OX7FFFFFFF
= 2147483647).

The maximum value of a signed regular integer (usually the same as MAXSHORT or
MAXLONG).

MAXFLOAT, LN_MAXFLOAT

The maximum value of a single-precision floating-point number, and its natural loga-
rithm.

MAXDOUBLE, LN_MAXDOUBLE

The maximum value of a double-precision floating-point number, and its natural loga-
rithm.

MINFLOAT, LN_MINFLOAT

The minimum positive value of a single-precision floating-point number, and its
natural logarithm.

MINDOUBLE, LN_MINDOUBLE

FSIGNIF

DSIGNIF
FILES
lusr/include/values.h

SEE ALSO
intro(3), math(5).

The minimum positive value of a double-precision floating-point number, and its
natural logarithm.

The number of significant bits in the mantissa of a single-precision floating-point
number.

The number of significant bits in the mantissa of a double-precision floating-point
number.

STANDARDS CONFORMANCE
<values.h >: XPG2
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NAME
varargs - handle variable argument list

SYNOPSIS
#include <varargs.h>
va_alist
va_dcl

void va_start(pvar)
va_list pvar;

type va_arg(pvar, type)
va_list pvar;

void va_end(pvar)
va_list pvar;

DESCRIPTION
This set of macros enables programmers to write portable procedures that accept variable argument lists.
Routines that have variable argument lists (such as printf()) but do not use varargs are inherently
nonportable, because different machines use different argument-passing conventions (see printf(3S)).

va_alist is used as the parameter list in a function header.
va_dcl is adeclaration for va_alist . No semicolon should follow va_dcl
va_list is a type defined for the variable used to traverse the list.

va_start is called to initialize pvar to the beginning of the list.

va_arg returns the next argument in the list pointed to by pvar . type is the type the argument is
expected to be. Different types can be mixed, but it is up to the routine to know what type of argument is
expected, because it cannot be determined at runtime.

va_end is used to clean up.
Multiple traversals, each bracketed by va_start ... va_end , are possible.
EXAMPLE
The following example shows a possible implementation of execl() (see exec(2)):
#include <varargs.h>

#define MAXARGS 100
/* execl is called by
execl(file, argl, arg2, ..., (char *)0);

*/
execl(va_alist)
va_dcl
{ :

va_list ap;

char *file;

char *args[MAXARGS];

int argno = O; V

va_start(ap);
file = va_arg(ap, char *);
while  ((args[argno++] = va_arg(ap, char *)) = (char *)0);

va_end(ap);
return execv(file, args);

}

The next example illustrates how a function that receives variable arguments can pass these arguments
down to other functions. To accomplish this, the first routine (log_errors() in this example) which
receives the variable argument list must pass the address pointer resulting from a call to va_start()
on to any subsequent calls that need to access this same variable argument list. All routines that receive
this address pointer (v_print_log() in this example) need only to use va_arg() to access the origi-
nal variable argument list just as if they were the original routine to be passed the variable arguments.
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#include <stdio.h>
#include <varargs.h>
#include <unistd.h>

int error_count;

/* VARARGS4 -- for lint */

int

log_errors(log_fp, func_name, err_num, msg_fmt, va_alist)
FILE *log_fp;

char *func_name;

int err_num;

char *msg_fmt;

va_dcl

{
va_list ap;

/* Print error header information */

(void) fprintf(log_fp, "\nERROR in process %d\n", getpid());
(void) fprintf(log_fp, " function \"%s\": *, func_name);
switch(err_num)

case ILLEGAL_OPTION:
(void) fprintf(log_fp, "illegal option\n");
break;
case CANNOT_PARSE:
(void) fprintf(log_fp, "cannot parse input file\n");
break;

}

/*

* Get pointer to first variable argument so that we can

* pass it on to v_print_log(). We do this so that
*v_print_log() can access the variable arguments passed
* to this routine.

*/

va_start(ap);

v_print_log(log_fp, msg_fmt, ap);

va_end(ap);

}

/* VARARGS2 -- for lint */

int

v_print_log(log_fp, fmt, ap)

FILE *log_fp;

char *fmt;

va_list ap;
/*
*If "%Y™" is the first two characters in the format string,
* a second file pointer has been passed in to print general
* message information to. The rest of the format string is
* a standard printf(3S) format string.
*/
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In this example, one can imagine that there are a series of other routines (such as a log_warning()
and log_message() ) thatalso call the v_print_log() function.
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if (*fmt =='%") && (*(fmt + 1) =="Y"))
{

FILE *other_fp;

fmt +=2;

other_fp = (FILE *) va_arg(ap, char *);

if (other_fp != (FILE *) NULL)
/*
* Print general message information to additional stream.
*/

(void) vfprintf(other_fp, fmt, ap);
(void) fflush(other_fp);

}

/*
* Now print it to the log file.
*/

(void) vfprintf(log_fp, fmt, ap);

WARNINGS
It is up to the calling routine to specify how many arguments there are, because it is not always possible to
determine this from the stack frame. For example, execl() is passed a zero pointer to signal the end of
the list.  printf() can determine how many arguments are present by the format.

It is non-portable to specify a second argument of char , short , or float to va_arg , because argu-
ments seen by the called function are not char , short , or float . C converts char and short argu-
ments to int , and converts float arguments to double , before passing them to a function.

SEE ALSO
exec(2), vprintf(3S).

STANDARDS CONFORMANCE
va_alist : AES, SVID2, SVID3, XPG2, XPG3, XPG4
va_arg :SVID2, SVID3, XPG2, XPG3, XPG4
va_dcl :SVID2, SVID3, XPG2, XPG3, XPG4
va_end : SVID2, SVID3, XPG2, XPG3, XPG4
va_list :SVID2, SVID3, XPG2, XPG3, XPG4
va_start :SVID2, SVID3, XPG2, XPG3, XPG4
<varargs.h> : AES, SVID3, XPG2, XPG3, XPG4
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NAME
X_open - pointer manual entry for X/Open Conformance Statement Questionnaire

DESCRIPTION

This entry is a pointer entry for accessing the X/Open Conformance Statement Questionnaire for HP 9000
Series 700/800 HP-UX systems. To access the conformance statement, use the command:

man X_open_800

FILES
lusr/share/man/man5.Z/x_open_800.5
Series 700/800 X/Open Conformance Statement Questionnaire (preformatted and compressed)
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NAME
intro - introduction to device special files

DESCRIPTION
This section describes the device special files used to access HP peripherals and device drivers. The names
of the entries are generally derived from the type of device being described (disk, terminal, etc.), not the
names of the device special files or device drivers themselves. Characteristics of both the hardware device
and the corresponding HP-UX device driver are discussed where applicable.

The devices can be classified in two categories, raw and block. A raw or character-mode device, such as a
line printer, transfers data in an unbuffered stream and uses a character device special file.

Block devices, as the name implies, transfer data in blocks by means of the system’'s normal buffering
mechanism. Block devices use block device special files and may have a character device interface too.

A device special file name becomes associated with a device when the file is created, using the mksf(1M),
insf(1M), or mknod(1M) commands. When creating device special files, it is recommended that the follow-
ing standard naming convention be used:

/dev/ prefix/ devspec[options]

prefix indicates the subdirectory for the device class (for example, rdsk for raw device special files for
disks, dsk for block device special files for disks, rmt for raw tape devices).

devspec indicates hardware path information and is typically in the format c#t #d# as follows:

c# Instance number assigned by the operating system to the interface card. There is no
direct correlation between instance number and physical slot number.

t# Target address on a remote bus (for example, SCSI or HP-IB address).

d# Device unit number at the target address (for example, SCSI LUN).

options  Further qualifiers, such as disk section S# (for backward compatibility), tape density selection for
a tape device, or surface specification for magneto-optical media.

Hardware path information can be derived from ioscan(1M) output.
EXAMPLES
The following is an example of a disk device special file name:
/dev/dsk/c0t6d0

where dsk indicates block disk access and c0t6d0 indicates disk access at interface card instance 0, tar-
get address 6, and unit 0. Absence of S# indicates access to the entire disk (see disk(7) for details).

The following is an example of a tape device special file name:
/dev/rmt/c2t3d0QIC150

where rmt indicates raw magnetic tape, €2 indicates that the device is connected to interface card
instance 2, t3 indicates that target device address is set to 3, dO indicates that the tape transport resides
at unit address 0, and QIC150 identifies the tape format as QIC150 (see mt(7) for details).

WARNINGS
In the past, other naming conventions have been used for device special files. Using In(1) to create a link
between the old and new standard name is useful as a temporary expedient until all programs using an old
naming convention have been converted.

SEE ALSO
hier(5), ioscan(1M), mksf(1M), insf(1M), Issf(1M).

The system administrator manual for your system.
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NAME

arp - Address Resolution Protocol

DESCRIPTION

ARP is a protocol used to dynamically map between DARPA Internet and hardware station addresses. It is
used by all LAN drivers.

ARP caches Internet-to-hardware station address mappings. When an interface requests a mapping for an
address not in the cache, ARP queues the message that requires the mapping, and broadcasts a message on
the associated network requesting the address mapping if the ether encapsulation method has been
enabled for the interface. If a response is provided, the new mapping is cached and any pending message is
transmitted. ARP queues at most one packet while waiting for a mapping request to be responded to; only
the most recently “transmitted” packet is kept.

To facilitate communications with systems that do not use ARP, ioctl calls are provided to enter and
delete entries in the Internet-to-hardware station address tables.

Application Usage:

#include <sys/ioctl.h>
#include <sys/socket.h>
#include <net/if.h>

#include <netinet/if_ether.h>
struct arpreq arpreq;

ioctl(s, SIOCSARP, (caddr_t)&arpreq);
ioctl(s, SIOCGARP, (caddr_t)&arpreq);
ioctl(s, SIOCDARP, (caddr_t)&arpreq);

Each ioctl  call takes the same structure as an argument. SIOCSARPsets an ARP entry, SIOCGARP
gets an ARP entry, and SIOCDARPdeletes an ARP entry. These ioctl  calls can be applied to any socket
descriptor s, but only by the super-user. The arpreq structure contains:
/*
* ARP ioctl request
*
/
struct arpreq {
int32_t ifindex;
int32_t arp_flags; /* flags */
int32_t arp_hw_addr_len; /* hardware address length */
struct sockaddr arp_pa; /* protocol address */
struct sockaddr arp_ha; /* hardware address */

u_char arp_pad[242]; I* buffer for link specific info. */
/* arp_flags field values */
#define ATF_COM 0x02 /* ARP on ether */
#define ATF_PERM 0x04 /* permanent entry */
#define ATF_PUBL 0x08 /* publish entry */
#define ATF_SNAPFDDI 0x200 I* SNAP - FDDI */
#define ATF_SNAP8025 0x400 I* SNAP - 8025 */
#define ATF_IEEE8025 0x800 [* IEEE - 8025 */
#define ATF_FCSNAP 0x4000 /* Fibre Channel SNAP */

The address family for the arp_pa sockaddr must be AF_INET ; for the arp_ha sockaddr it must be
AF_UNSPEC The only flag bits that can be written are ATF_PERM and ATF_PUBL Fibre Channel
hosts only support the ATF_PERMflag. ATF_PERMcauses the entry to be permanent. ATF_PUBL
specifies that the ARP code should respond to ARP requests for the indicated host coming from other
machines. This allows a host to act as an ARP server, which may be useful in convincing an ARP-only
machine to talk to a non-ARP machine.

ARP watches passively for hosts impersonating the local host (i.e., a host that responds to an ARP mapping
request for the local host's address).

DIAGNOSTICS

duplicate IP address!! sent from ethernet address: %X:%X: %X %X Y%0X:Y0X.
This message printed on the console screen means that ARP has discovered another host on the local
network that responds to mapping requests for its own Internet address.
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WARNINGS
To enable the ether encapsulation method, use the ifconfig command (see ifconfig(1M)). -

AUTHOR
ARP was developed by the University of California, Berkeley.

SEE ALSO
ifconfig(1M), inet(3N), lan(7), arp(1M).

An Ethernet Address Resolution Protocol, RFC826, Dave Plummer, Network Information Center, SRI.
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NAME

autochanger - SCSI interfaces for medium changer device and magneto-optical autochanger surface device

DESCRIPTION

An autochanger is a SCSI mass storage device, consisting of a mechanical changer device, one or more data
transfer devices (such as optical disk drives), and media (such as optical disks) for data storage. The
mechanical changer moves media between storage and usage locations within the autochanger.

Depending on system architecture, one of two medium changer drivers (schgr or autoxO ) provides
access to the medium changer device; a module (ssrfc ) provides access to the surfaces of the optical
disks.

Two levels of functionality are provided by the medium changer drivers. The mechanical changer device
can be accessed directly to move media within the autochanger. Alternatively, media surfaces can be
accessed as unique devices, causing the changer driver to move the media into a drive to perform an 1/0
request.

The schgr and autoxO medium changer device drivers follow the SCsI specification for medium changer
devices to provide a generic medium changer interface, making it feasible to construct an application level
driver for any mechanical changer, jukebox, library, or autochanger device (MO, tape, CD-ROM).

However, the ssrfc  module is provided specifically to support Hewlett-Packard magneto-optical disk
autochanger products.

Device Naming Convention
The device naming convention for the autochanger driver enables accessing the changer device, as well as
individual media surfaces. Block devices for autochangers reside in /dev/ac , character devices reside in
/devirac . Within these directories, names are derived from the "c#t#d#" device naming convention
(explained in intro(7)), with the surface descriptor appended at the end. Unique device names are deter-
mined by the card instance, target address of the SCSI changer device, LUN of the SCSI changer device,
and the surface descriptor.

The surface descriptor can be zero or non-specified for the changer device. Also, there is no block special
file for the changer itself. For example,

/dev/rac/c1t5d0

is the character special file for the changer at SCSI target address 5 and LUN 0, attached to SCSI card
instance 1, and is equivalent to /dev/rac/c1t5d0_0

Any given surface is described by the card instance, SCSI target address and SCSI LUN of the changer,
and then appended with a surface descriptor for the slot number and side. For example,

/dev/ac/c1t5d0_1la
is the block special file for surface 1a of the autochanger just mentioned and
/dev/rac/c1t5d0_1la
is the character special file for the same surface 1a.
Major and Minor Number Descriptions

The following shows the bit assignments (dev_t format) used by the changer drivers to access the changer
device and each surface within an autochanger:

0-7 8-15 16-19 20-22 23-31
MAJOR | INSTANCE | TARGET | LUN | SURFACE

MAJOR is the major number of the appropriate driver, INSTANCE is the card instance of the SCSI inter-
face to which the changer device is attached, TARGET is the SCSI target address of the changer device,
LUN is the SCSI LUN of the changer device, and SURFACE is the unique descriptor of each surface in the
autochanger, as described in the following table. (Note, the surface descriptors refer to bits 23-31.)
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Surface Surface Descriptor
changer device 0
la 01
1b 02
2a 03
2b ... 04 ... a
31b 3e
32a 3f
32b.... 40....

All fields in the device number are specified in hexadecimal notation. Note that there is no support for
hard partitions (sections) in this minor number. If desired, partitioning can be achieved via LVM soft-
partitioning schemes.

The major numbers used by the changer drivers are:

b_major |c_major
schgr 29 231
autox0 30 230

Following are long listings showing the major and minor numbers associated with the device special file
names of the first surface and the changer:

schgr

brw-rw-rw- 1 root sys 29 0x015001 Apr 22 10:22 /dev/ac/c1t5d0_la
crw-rw-rw- 1 root sys 231 0x015001 Apr 22 10:22 /dev/rac/c1t5d0_1la
crw-rw-rw- 1 root sys 231 0x015000 Apr 22 10:22 /dev/rac/c1t5d0

autox0

brw-rw-rw- 1 root sys 30 0x015001 Apr 24 11:35 /dev/ac/c1t5d0_la
crw-rw-rw- 1 root sys 230 0x015001 Apr 24 11:35 /dev/rac/clt5d0_1la
crw-rw-rw- 1 root sys 230 0x015000 Apr 24 11:35 /dev/rac/c1t5d0

MAGNETO-OPTICAL AUTOCHANGER SURFACE DEVICE ACCESS
To access disk surfaces within HP magneto-optical libraries, it is necessary to include the entry for the sur-
face module, ssrfc , in the system configuration file /stand/system , as well as an entry for the
appropriate SCSI changer driver, schgr or autoxO , depending on architecture. The ssrfc  module
enables accessing a magneto-optical disk surface much like a disk device. The disk is moved into an idle
drive by the changer, then the requested disk 1/O operation is performed. Upon completion of the request,
the disk is returned to its storage location within the autochanger.

The surface module allows concurrent access to as many disks as there are drives in the autochanger pro-
duct. Requests for 1/0 on additional disks within the autochanger are blocked awaiting an available drive
resource.

By default, some commands (such as mount, newfs , and mediainit ) open the device with the

O_NDELAYflag set. Invocations of these commands on an autochanger surface do not wait for a drive
resource to become available. Instead, these requests return with EBUSYif no drive is available.

Developers using the surface module functionality to access autochanger disks can invoke the open system
call with the O_NDELAYflag to achieve this same "non-blocking" behavior:

error = open("/dev/rac/c1t5d0_1a",0_RDWR | O_NDELAY);
If it is acceptable to block waiting for an available drive resource, the O_NDELAYflag is unnecessary.
Here is a sample script to access multiple disk surfaces in an autochanger that has 2 drives, minimizing
blocking:

dd if=/dev/rdsk/cOt0dO of=/dev/rac/c1t5d0_la bs=64k &
dd if=/dev/rdsk/cOt1ldO of=/dev/rac/c1t5d0_2a bs=64k &
wait
dd if=/dev/rdsk/cOt2d0 of=/dev/rac/c1t5d0_1b bs=64k &
dd if=/dev/rdsk/cOt3d0 of=/dev/rac/c1t5d0_2b bs=64k &
wait
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For developers, the ioctl functions available for accessing magneto-optical disk surfaces are described in
the manual pages for SCSI disk drivers. Several ioctl  functions provided specifically for magneto-optical
disks will be described here briefly. Included from <sys/scsi.h >:

#define SIOC_WRITE_WOE _low(s’, 17, int)
#define SIOC_VERIFY_WRITES  _IOW('S’, 18, int)
#define SIOC_ERASE _low(s’, 19, struct scsi_erase)
#define SIOC_VERIFY_BLANK _IOW('S’, 20, struct scsi_verify)
#define SIOC_VERIFY _low('s’, 21, struct scsi_verify)

SIOC_ERASE (erase) and SIOC_WRITE_WOE (write without erase) can be used together on character spe-
cial devices. By performing a pre-erase pass of magneto-optical disks, then later setting the SCSI disk
driver in write-without-erase mode, improved write performance can be achieved, eliminating the two-pass
erase-then-write which is normally necessary on magneto-optical devices.

SIOC_VERIFY_WRITES (write and verify) performs a verification pass on any writes to magneto-optical
disks. This is a good safeguard for data integrity. However, write operations performed with the
verification pass exhibits a decrease in performance. When used with pre-erase and write-without-erase,
write and verify provide increased reliability of data without decreased performance. HP recommends
operating in write-and-verify mode if also performing write-without-erase.

The following are additional ioctl functions that might be desirable for some magneto-optical products,
included from <sys/scsi.h >:

#define SIOC_GET_IR _IOR('S’, 14, int)
#define SIOC_SET_IR “low(s, 15, int)
#define SIOC_SYNC_CACHE _IOW(S', 70, int)

SIOC_GET_IR determines the current state of immediate reporting (write caching) on the device.
SIOC_SET_IR enables or disables immediate reporting on the device. If SIOC_SET_IR is used to
enable write caching, it may be desirable to flush the write cache using the SIOC_SYNC_CACHEioctl
function. The command /usr/sbin/scsictl may be used to perform the pre-erase of magneto-
optical disks, set and check the status of immediate reporting.

With the surface module configured, several ioctl functions to get status and information from the changer
device are also available. These are SIOC_ELEMENT_ADDRESSESIOC_ELEMENT_STATUSand
SIOC_INQUIRY ; they are explained further in the following section on the changer driver. Functions
that modify the state of the autochanger are not allowed when the surface module is configured into the
kernel.

SCSI MEDIUM CHANGER DEVICE DRIVER

The scsI medium changer device driver performs moves between different media locations within an auto-
changer. Each potential media location has a specific element address and is one of the following element

types:

storage A location to hold a unit of media not currently in use. Typically most media will
be located in this type of element.

import/export A location for inserting and removing media from the device. Movement of a
unit of media to this type of location is in effect an eject operation. Movement of
a unit of media from this type of location is a load operation.

data transfer A location for accessing media data. This is generally the location of a device
that reads and/or writes data on the media being handled by the media changer
device. Movement to this type of location is a physical-media-mount operation.
Movement from this type of location is a physical-media-unmount operation.

media transport A location for media movement. Media is generally temporarily located in this
type of element only during actual media movement.

Changer Control Requests

The following ioctl functions are included from <sys/chgrio.h >:
#define CHGR_SSRFC_IS_PRESENT  _IOR(X, 1, int)
#define CHGR_CLEAR_RESET _10(X’, 2)
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CHGR_SSRFC_IS_PRESENT
For developers. To determine if the surface module functionality (ssrfc ) is currently configured in

the kernel.
CHGR_CLEAR_RESET
For developers. autoxO driver only. To clear a powerfail recovery condition in the SCSI changer a

driver. The CHGR_CLEAR_RESEibctl function will be necessary for developers using the SCSI
changer driver (autox0) to move media within the medium changer, but not using the surface module
for transparent access to magneto-optical disks. In the event of an ECONNRESE&rror return from
any changer ioctl call, a CHGR_CLEAR_RESEdall will be necessary prior to any further media
moves. This alerts the application of a possible power failure, and allows the developer an opportunity
to reset data structures, and re-reserve elements in the medium changer, prior to further operations.

The following ioctl functions and structure definitions are included from <sys/scsi.h >

#define SIOC_INIT_ELEM_STAT _lo(s’, 51)

#define SIOC_ELEMENT_ADDRESSES _IOW('S’, 52, struct element_addresses)
#define SIOC_ELEMENT_STATUS _IOWR('S’, 53, struct element_status)

#define SIOC_RESERVE _IOW('S’, 54, struct reservation_parms)

#define SIOC_RELEASE _low('s’, 55, struct reservation_parms)

#define SIOC_MOVE_MEDIUM _low('s’, 56, struct move_medium_parms)
#define SIOC_EXCHANGE_MEDIUM _low(s’, 57, struct exchange_medium_parms)

[* structure for SIOC_ELEMENT_ADDRESSES ioctl */
struct element_addresses {
unsigned short first_transport;
unsigned short num_transports;
unsigned short first_storage;
unsigned short num_storages;
unsigned short first_import_export;
unsigned short num_import_exports;
unsigned short first_data_transfer;
unsigned short num_data_transfers;
h
[* structure for SIOC_ELEMENT_STATUS ioctl */
struct element_status {
unsigned short element; /* element address */

unsigned int resv1:2;
unsigned int import_enable:1; /* allows media insertion (load) */
unsigned int export_enable:1; /* allows media removal (eject) */

unsigned int access:1; /* transport element accessible */
unsigned int except:1,; /* is in an abnormal state */
unsigned int operatr:1,; /* medium positioned by operator */
unsigned int full:1; /* hold s a a unit of media */

unsigned char resv2;
unsigned char sense_code; /* info. about abnormal state */
unsigned char sense_qualifier; /* info. about abnormal state */

unsigned int not_bus:1; [* transfer device SCSI bus differs */
unsigned int resv3:1;

unsigned int id_valid:1; /* bus_address is valid */

unsigned int lu_valid:1; /* lun is valid */

unsigned int sublu_valid:1; /* sub_lun is valid */

unsigned int lun:3; /* transfer device SCSI LUN */
unsigned char bus_address; /* transfer device SCSI address */
unsigned char sub_lun; /* sub-logical unit number */

unsigned int source_valid:1; /* source_element is valid */
unsigned int invert:1; /* media in element was inverted */
unsigned int resv4:6;
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unsigned short source_element; /* last storage medium location */
char pri_vol_tag[36]; /* volume tag (device optional) */
char alt_vol_tag[36]; /* volume tag (device optional) */
unsigned char misc_bytes[168]; /* device specific */
h
[* structure for SIOC_RESERVE and SIOC_RELEASE ioctls */
struct reservation_parms {
unsigned short element;
unsigned char  identification;
unsigned char  all_elements;
h
[* structure for SIOC_MOVE_MEDIUM ioctl */
struct move_medium_parms {
unsigned short transport;
unsigned short source;
unsigned short destination;
unsigned char  invert;
h
[* structure for SIOC_EXCHANGE_MEDIUM ioctl */
struct exchange_medium_parms {
unsigned short transport;
unsigned short source;
unsigned short first_destination;
unsigned short second_destination;
unsigned char  invert_first;
unsigned char  invert_second;
h
SIOC_INIT_ELEM_STAT
Cause the media changer device to take inventory. As a result, the media changer device determines
the status of each and every element address, including the presence or absence of a unit of media.
This is a mechanical operation which can take time. This function only necessary in the event of a
severe error of the media changer. If using the surface module (ssrfc) to move disks, this level of error
recovery is handled within the surface module.

SIOC_ELEMENT_ADDRESSES
Determine the element addresses supported by a media changer device. The first valid element
address and the number of elements is indicated for each element type. These element addresses may
be used as source and destination location arguments.

SIOC_ELEMENT_STATUS
Determine the status of an element. The element address for which status information is requested is
specified via the element field. The resulting status data indicates the presence or absence of a
unit of media in that element address as well as other information about the element address.

SIOC_RESERVEand SIOC_RELEASE

Control access to element addresses. Depending on the device, reservations may limit operator con-
trol of those element addresses in the media changer device. Specific element addresses can be
reserved to handle interlocking between multiple requesters if each requester has a unique reserva-
tion identification. The value zero in the all_elements field specifies that a single element
address should be reserved or released. An element address reserved in this manner can not be
reserved by another single element address reservation using a different reservation identification.
The reservation field specifies the reservation identification. The element field specifies the
element address to be reserved.

The value “1” in the all_elements field indicates that all element addresses should be reserved.
The reservation and element fields should contain the value zero since these fields are not
meaningful when reserving all element addresses. Reserving all element addresses is primarily useful
for limiting operator control.

SIOC_MOVE_MEDIUNhd SIOC_EXCHANGE_MEDIUM
Reposition unit(s) of media. Depending on the source and destination element types, this may result
in a media load, eject, or simple repositioning. Media can be “flipped” using values of “1” in the
invert, invert_first, or invert_second fields. The SIOC_EXCHANGE_MEDIUidtl
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repositions two different units of media. One unit of media is moved from the element specified by the
source field to the element specified by the first_destination field. A second unit of media
is moved from the element specified by the first_destination field to the element specified by
the second_destination field. In an autochanger with multiple changer mechanisms, or a
media staging area, an exchange occurs if the source and second_destination fields are the
same.

DEPENDENCIES
To obtain access to disk surfaces within HP magneto-optical libraries, the ssrfc module must be specified in
the system configuration file. The ssrfc module depends on either the schgr driver, or the autox0 driver. If
ssrfc is to be included, then one or both of schgr or autox0 must also be included.

DEFAULT CONFIGURATIONS
By default, ssrfc , schgr , and autox0 are not included in the system configuration
(/stand/system ) file.

EXAMPLES
The following example uses the SIOC_ELEMENT_ADDRESSES$d SIOC_ELEMENT_STATUS$octl
functions to get bus address information about the drives in an HP magneto-optical autochanger:

int last_drive_el,

struct element_addresses el_addrs;

struct element_status el_stat;

/*

* Changer attached to card instance 1, with SCSI target id 5, lun O.
*/

fd = open("/dev/rac/c1t5d0",0_RDWR);
if ((error = ioctl(fd, SIOC_ELEMENT_ADDRESSES, &el_addrs)) != 0) {
syserr(“ioctl: SIOC_ELEMENT_ADDRESSES");
return -1;
} else {
last_drive_el = el_addrs.first_data_transfer
+ el_addrs.num_data_transfers - 1,
for (i = el_addrs.first_data_transfer; i <= last_drive_el; i++) {
el_stat.element = i;
if ((error = ioctl(fd, SIOC_ELEMENT_STATUS, &el_stat)) = 0) {
syserr(“ioctl: SIOC_ELEMENT_ADDRESSES");
return -1;
} else {
/*
* You may wish to also check some of the other fields
* in the el_stat structure to verify that the data is
* valid. Fields: el_stat.access (ac accessible),
* el_stat.except (exception).
*
if (! el_stat.not_bus && el_stat.id_valid) {
drive[il.addr = el_stat.bus_address;
if (! el_stat.lu_valid) {
drive[il.lun = 0;
} else {
drive[il.lun = el_stat.lun;

}

WARNINGS
Do not use LVM to configure multiple autochanger surfaces as one large file system. LVM was designed for
on-line volumes. In an autochanger, only the disks actualy in the drives are on-line, while the disks stored
in their slots are off-line. If LVM is not carefully configured, thrashing of the autochanger disks result in
undesirable 1/0 performance. Plan carefully for best performance.
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Some non-HP media changer devices do not support the SIOC_INIT_ELEM_STAT and
SIOC_ELEMENT_STATU®ctls

Some older media changer devices do not support the SIOC_EXCHANGE_MEDIUMCctl . For these
devices, multiple SIOC_MOVE_MEDIUNbctl operations may be used to accomplish the same results, pro-
vided a suitable temporary element address may be found.

SEE ALSO
insf(1M), mknod(1M), scsictl(1M), ioctl(2), scsi(7), scsi_ctl(7).
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NAME
blmode - terminal block mode interface

DESCRIPTION

This terminal interface adds functionality to the current termio(7) functionality to allow for efficient emula-
tion of MPE terminal driver functionality. Most importantly, it adds the necessary functionality to support
block mode transfers with HP terminals. The block mode interface only affects input processing and does
not affect write requests. Write requests are always processed as described in termio(7). In character b
mode the terminal sends each character to the system as it is typed. However, in block mode data is

buffered and possibly edited locally in the terminal memory as it is typed, then sent as a block of data when

the Enter key is pressed on the terminal. During block mode data transmissions, the incoming data is not

echoed and no special character processing is performed, other than recognizing a data block terminator

character. For subsequent character mode transmissions, the existing termio state continues to determine

echo and character processing.

There are two parts of the block mode protocol. The first part is the block mode handshake, which works
as follows:

« At the beginning of a read, a trigger character is sent to the terminal to notify it that the system is
requesting a block of data. (The trigger character, if defined, is sent at the beginning of all reads,
whether character or block. The trigger character must be defined for block mode reads.)

« After receiving the trigger character, the terminal waits until the user has typed data into the
terminal’s memory and pressed the terminal Enter key. The terminal then sends an alert charac-
ter to the system to notify it that the terminal has a block of data to send.

¢ The system may then send user-definable cursor positioning or other data sequences to the termi-
nal. When that is done, the system sends another trigger character to the terminal, repeating the
cycle.

The second part of the block mode protocol is the block mode transmission. During this transmission of
data, the incoming data is not echoed and no special character processing is performed, other than recog-
nizing the data block termination character. It is possible to bypass the block mode handshake and have
the block mode transmission occur after the first trigger character is sent.

To prevent data loss, XON/XOFF flow control should be used between the system and the terminal. The
IXOFF bit should be set and the terminal strapped appropriately. If flow control is not used, it is possible
for incoming data to overflow and be lost. (Note: some older terminals do not deal correctly with this flow
control.)

It is possible to intermix both character mode and block mode data transmissions. If block mode transmis-
sions are enabled, all transfers are handled as block mode transfers. When block mode transmissions are
not enabled, character mode transmissions are processed as described in termio(7). If block mode transmis-
sions are not enabled, but an alert character is received anywhere in the input data, the transmission mode
is switched to block mode automatically for a single transmission.

Read requests that receive data from block mode transmissions will not be returned until the transmission
is complete; i.e., the terminal has transmitted all characters. If the read is satisfied by byte count or if a
data transmission error occurs, any subsequent data will be discarded. The read waits until completion of
the data transmission before returning.

The data block terminator character is included in the data returned to the user, and is included in the byte
count. If the number of bytes transferred by the terminal in a block mode transfer exceeds the number of
bytes requested by the user, the read returns the requested number of bytes, and the remaining bytes are
discarded. The user can determine if data was discarded by checking the last character of the returned
data. If the last character is not the terminator character, more data was received than was requested, and
data was discarded.

If desired, the application program can provide its own handshake mechanism in response to the alert char-
acter by selecting the OWNTERM mode. With this mode selected, the driver completes a read request when
the alert character is received. The second trigger is sent by the driver when the application issues the
next read.

Several special characters (both input and output) are used with block mode. These characters and the nor-
mal values used for block mode are described below. The initial value for these characters is 0377, which
causes them to be disabled.
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CBTRIG1C (DC1) is the initial trigger character sent to the terminal at the beginning of a read
request.
CBTRIG2C (DC1) is the secondary trigger character sent to the terminal after the alert character

has been received.

CBALERTC (DC2) is the alert character sent by the terminal in response to the first trigger charac-
ter. It signifies that the terminal is ready to send the data block. The alert character
can be escaped by preceding it with a backslash (\ ).

CBTERMC (RS) is sent by the terminal after the block mode transfer is complete. It signifies the
end of the data block to the computer.

The two ioctl(2) requests that apply to block mode use the blmodeio structure, which defined in
<blmodeio.h >, and includes the following members:

unsigned long  cb_flags; /OModes O

unsigned char  cb_trigic; /OFirst trigger O
unsigned char  cb_trig2c; /OSecond trigger OO
unsigned char  cb_alertc; /OAlert character O
unsigned char  cb_termc; /OTerminating char OJ
unsigned char  cb_replen;  /Ocb_reply length OO
char cb_reply[]; /Ooptional reply OO

The cb_flags member controls the basic block mode protocol:

CB_BMTRANS 0000001 Enable mandatory block mode transmission.
CB_OWNTERM 0000002 Enable user control of handshake.

The CB_BMTRANS bit is only effective when the ICANON flag in termio(7) is set. If ICANON is clear, all
transfers are done in raw mode, regardless of the CB_BMTRANS bit. If CB_LBMTRANS is not set, input
processing is performed as described in termio(7). During this time, if the alert character is defined
and is detected anywhere in the input stream, the input buffer is flushed and block-mode handshake is
invoked. The system then sends the cb_trig2c character to the terminal, and a block mode transfer
follows. The alert character can be escaped by preceding it with a backslash (\ ).

If CB_LBMTRANS is set, then all transmissions are processed as block mode transmissions. Block mode
handshake is not required and data read is processed as block mode transfer data. Block mode
handshake can still be invoked by receipt of an alert character as the first character received. Reads
issued while the CB_BMTRANS bit is set cause any existing input buffer data to be flushed.

If CB_OWNTERM is set, reads are terminated upon receipt of a non-escaped alert character. No input
buffer flushing is performed and the alert character is returned in the data read. This allows applica-
tion code to perform its own block-mode handshaking. If the bit is clear, an alert character causes
normal block mode handshaking to be used.

The initial cb_flags  value is all-bits-cleared.

The cb_triglc character is the initial trigger character sent to the terminal at the beginning of a read
request. The initial value is undefined (0377); i.e., no trigger character is sent.

The cb_trig2c character is the secondary trigger character sent to the terminal after the alert character
has been received. The initial value is undefined (0377).

The cb_alertc character is the alert character sent by the terminal in response to the first trigger char-
acter sent by the computer. It signifies that the terminal is ready to transmit data. The initial value is
undefined (0377).

The cb_termc character is sent by the terminal after the block mode transfer has completed. It signifies
the end of the data block to the computer. The initial value is undefined (0377).

The cb_replen  member specifies the length in bytes of the cb_reply  array. The maximum length of
the cb_reply array is NBREPLYbytes. If set to zero, the cb_reply string is not used. It is initially set to
zero.

The cb_reply array contains a string to be sent out after receipt of the alert character but before the second
trigger character is sent by the computer. Any character can be included in the reply string. The number
of characters sent is specified by cb_replen . The maximum length of the cb_reply  array is NBRE-
PLY bytes. The initial value of all characters in the cb_reply  array is null.
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On systems that support process group control, ioctl requests are restricted from use by background
processes, unless otherwise noted for a specific request. An attempt to issue an ioctl request from a back-
ground process causes the process to block and may cause a SIGTTOU signal to be sent to the process group.

The primary ioctl(2) calls have the form:

int ioctl(int fildes, int request, struct blmodeio *arg);
Requests using this form include: b
CBGETA Get the parameters associated with the block mode interface and store them in the

blmodeio structure referenced by arg. This request is allowed from a background pro-
cess. However, the information may be subsequently changed by a foreground pro-
cess.

CBSETA Set the parameters associated with the block mode interface from the blmodeio struc-
ture referenced by arg. The change is immediate.

RETURN VALUE
Refer to read(2), write(2), and ioctl (2).

ERRORS
If an error value is returned during a read, it is possible for the user’s buffer to be altered. In this case, the
data in the user’s buffer should be ignored because it is incomplete.

The global variable errno will be set to indicate the following error, in addition to those errors described on
read(2), write(2), and ioctl (2):

[EIO] A read error occurred during the transmission of the block mode data block.

WARNINGS
The EIO error that is returned for read errors can be caused by many events. The read returns EIO for
transmission, framing, parity, break, and overrun errors, or if the internal timer expires. The internal
timer starts when the second trigger character is sent by the computer, and ends when the terminating
character is received by the computer. The length of this timer is determined by the number of bytes
requested in the read and the current baud rate, plus an additional ten seconds.

AUTHOR
The blmode driver was developed by HP.

SEE ALSO
termio(7).
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(Series 700 Only)

NAME

cent - Centronics-compatible interface

DESCRIPTION

cent is a simple, widely used communication protocol most commonly associated with printers, plotters
and scanners. It is an eight-bit parallel data interface with additional control signals from the host com-
puter, and status signals from the peripheral.

The cent interface driver does no character processing; that is, it does not interpret the data being
transferred between computer and peripheral. Therefore, all bytes sent to or received from a device are
handled without alteration. The cent interface driver always operates in raw mode; therefore, any
desired data interpretation must be performed by a user program (such as the “Ip” spooler in conjunction
with an appropriate model file). The cent driver supports six different handshake modes for data
transfer. The last four bits of the minor number of the device special file specify the mode used. The for-
mat of the device minor number is:

Ox 11000A
where each letter after the “0x” prefix represents a single hexadecimal digit, as follows:
Il Specifies the instance number of the centronic interface.
000 Always zero.
A Specifies the handshake mode. The handshake modes are:

mode 1  Automatic handshaking using both ACK and BUSY.
Minor number format: Ox 110001 .

mode 2  Automatic handshaking using only BUSY.
Minor number format: Ox 110002 .

mode 3  Bidirectional read/write used for ScanJet.
Minor number format: Ox 110003 .

mode 4  Stream mode. Data is essentially transmitted to the peripheral without any
handshaking protocol.
Minor number format: O0x 110004 .

mode 5  Pulsed mode using both ACK and BUSY for automatic handshaking. Similar to mode 1
except that the data strobe line, NSTROBE is pulsed for a fixed amount of time by the
sender, then released.

Minor number format: Ox 110005 .

mode 6  Pulsed mode, using only BUSY for automatic handshaking. Similar to mode 1 except
that the data strobe line, NSTROBE is pulsed for a fixed amount of time by the sender,
then released.
Minor number format: Ox 110005 .

Modes 1 and 2 support most HP et series printers (LaserJet, DeskJet, QuietJet, etc.).

AUTHOR

cent was developed by HP.

SEE ALSO

Ip(1), ioctl(2), intro(7), Ip(7).
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NAME
clone - opens a major and minor device pair on a STREAMS driver

DESCRIPTION
The clone driver is a "pass through” device driver that allows other drivers to select unique minor device
numbers on each open() . In effect, the driver passes an open operation through to the other driver. This
mechanism allows for multiple instantiations of a driver, each with a different minor number, through a
single device file.

When the clone driver is opened, it is passed a major and minor device number by the operating system.
The major number is the clone driver's major number (72), and the minor number is the major number of C
the driver the user wishes to clone (referred to here as the target driver). The clone driver calls the open

routine of the target driver with the CLONEOPENIag which specifies a clone open. The target driver's

open routine allocates an unused minor number. The target driver must use makedev to make a new

device number for the newly created device, and must set *devp to the new device number returned by
makedev . The new device number is returned to the clone open through *devp . The clone open

then returns to the user a file descriptor that points to the new instantiation of the target driver.

The echo driver is an example of a clonable driver.

Notes
It is not possible to do multiple opens of a device with the same major and minor number using the clone
driver. This is because the clone driver is only given the major number of the driver to be cloned, and
that driver will then select a minor number which has not been opened.

When called with a pathname which corresponds to the clonable driver, stat() will return different
results than fstat() when it is called on a file descriptor returned from open() of the same clonable
driver pathname.

RETURN VALUES
If the clone driver is given an invalid minor number, or if the driver indicated is not a clonable driver, the
open() failsand errno is set to [ENXIO].

SEE ALSO
open(2), fstat(2).
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NAME
console, systty, syscon - system console interface

DESCRIPTION

/dev/console provides a termio interface to the device configured as the system console. The init(1M)
man page discusses the uses of /dev/systty and /dev/syscon
Output data normally sent to the console, either through /dev/console or generated by a kernel
printf , may be redirected to another terminal or pseudo-terminal device through the TIOCCONS
1octl() . See termio(7) for details.

FILES
/dev/console
/dev/systty
/dev/syscon

SEE ALSO

termio(7), init(1M).

STANDARDS CONFORMANCE
console :SVID2, SVID3, XPG2
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NAME
ct - Command-Set 80 (CS/80) cartridge tape access

DESCRIPTION
This entry describes the actions of the general HP-UX Command-Set 1980 (CS/80) cartridge tape drivers
when referring to a CS/80 cartridge tape as either a block- or character-special (raw) device.

Cartridge tapes are designed to work optimally as "streaming" devices, and are not designed to start and
stop frequently. Technically, they are "random access" devices such as disks, but such access is both less
efficient and more stressful than streaming mode. Thus it is possible to use a cartridge tape as a file sys-
tem, or in general access it randomly, but such use will more rapidly wear either or both the tape drive and C
the media.

Cartridge tape units in either CS/80 disk drives or in stand-alone devices can be accessed as blocked or raw
devices.

Block special files access cartridge tapes via the system’s normal buffering mechanism. Buffering is done in
such a way that concurrent access through multiple opens or a mount of the same physical device do not
get out of phase. Block special files may be read and written without regard to physical cartridge tape
records. Each 1/0 operation results in one or more logical block transactions. In general, this mode is not
recommended as it stresses the hardware.

There is also a raw interface via a character special file which provides for direct transmission between the
cartridge tape and the user’s read or write buffer. A single read or write operation results in exactly one
transaction. Therefore raw 1/O is considerably more efficient when many bytes are transmitted in a single
operation because blocked cartridge tape access requires potentially several transactions and does not
transmit directly to user space.

In raw 1/0, there may be implementation dependent restrictions on the alignment of the user buffer in
memory and its maximum size. Also, each transfer must occur on a record boundary, and must read a
whole number of records. The record size is a hardware-dependent value.

Selecting the proper buffer size when accessing a cartridge tape device through the raw interface is critical
to the performance of the cartridge tape device and other devices connected on the same HPIB. A large
buffer in certain situations can increase performance but has the potential to block other devices on the
HPIB until all the data for a request has been transferred. On the other hand when a small buffer is used
and the application is unable to keep the cartridge tape device streaming, performance and the wear and
tear of the device suffer because of tape repositioning. The optimal solution is to keep the tape streaming
while using a small buffer. To select the proper buffer size, consider two factors: the cartridge tape device
being accessed and the application which is accessing the cartridge tape device.

Some cartridge tape units (see DEPENDENCIES) support a feature called immediate report mode. During
writing, this mode enables the drive to complete a write transaction with the host before the data has actu-
ally been written to the tape from the drive's buffer. This allows the host to start gathering data for the
next write request while the data for the previous request is still in the process of being written. During
reading, this mode enables the drive to read ahead after completing a host read request. This allows the
drive to gather data for future read requests while the host is still processing data from the previous read
request. When data is requested or supplied at a sufficient rate, immediate report mode allows the drive to
stream the tape continuously across multiple read/write requests, as opposed to having to reposition the
tape between each read/write request. Repositioning adds to the wear and tear of the cartridge tape device
and decreases the performance. Some cartridge tape devices (see DEPENDENCIES) do not support
immediate report mode and as such cannot stream across multiple requests.

If the cartridge tape device being accessed supports immediate report mode and the application can main-
tain a data rate that allows the cartridge tape device to stream multiple requests, a small buffer (1 Kbyte to
12 Kbytes) is suggested so that the HP-IB is not blocked for a significant amount of time. For cartridge tape
devices that do not support immediate report mode or applications that cannot maintain a data rate that
allows the cartridge tape device to stream multiple requests, a large buffer (64 Kbytes) is suggested so that
the number of tape repositions is reduced.

Each raw access is independent of other raw accesses and of block accesses to the same physical device.
Thus, transfers are not guaranteed to occur in any particular order. Having multiple programs access the
cartridge tape is, in effect, random access, and is subject to the warnings above.

In raw 1/0, each operation is completed to the device before the call returns. For block-mode writes, the
data may be cached until it is convenient for the system to write it. In addition, block-mode reads poten-
tially do a one (or more) block read-ahead. The interaction of block-mode and raw access to the same
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cartridge tape is not specified, and in general is unpredictable. Because block-mode writes can be delayed,
it is possible for a program to generate requests much more rapidly than the drive can actually process
them. Flushing a large number of requests could take several minutes, and during that time the system
will not have use of the buffers taken by these requests, and thus will suffer a possibly severe performance
degradation. If the tape is integral with the system disk, very little disk activity may be possible until the
buffers are flushed.

Cartridge tape device file names are in the following format:
/dev/ [r]ct/ [r]c#[d#][s#]

where the first r indicates a raw interface to the cartridge tape, the second r is reserved to indicate that
this cartridge tape is on a remote system, the C# indicates the controller number, the d# optionally indi-
cates the drive, and the S# optionally indicates a section number. The assignment of controller, drive, and
section numbers is described in the system administrator's manual for your system.

WARNINGS
Like disks, the cartridge tape units in CS/80 disk drives can be accessed as blocked or raw devices. How-
ever, using a cartridge tape as a file system severely limits the life expectancy of the tape drive. Tapes
should be used only for system back-up and other needs where data must be stored on tape for transport or
other purposes.

Cct does not support access of DDS and QIC cartridge tape devices.

DEPENDENCIES
HP 7941CT/HP 9144A/HP 35401
These cartridge tape devices support the immediate report mode.

HP 7942/HP 7946
These cartridge tape devices support the immediate report mode. The use of a small buffer size is
not recommended with these shared controller devices when there is simultaneous access to the
disk, because the disk accesses will prevent proper tape streaming.

HP 7908/HP 7911/HP 7912/HP 7914
These cartridge tape devices do not support the immediate report mode.

AUTHOR
ct was developed by HP and AT&T.

SEE ALSO
mknod(1M), tcio(1), disk(7), intro(7), mt(7).
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NAME
ddfa - Data Communications and Terminal Controller (DTC) Device File Access (DDFA) software

DESCRIPTION
The Data Communications and Terminal Controller (DTC) Device File Access (DDFA) software allows
access from HP-UX system utilities and user applications to terminal servers using standard HP-UX struc-
tures. DDFA provides an interface to remote LAN-connected terminal server ports that is similar to the
interface for local directly-connected ports.

The basic principle is that a daemon is created for each configured terminal server port based on informa-
tion in a configuration file (a Dedicated Ports file). When the daemon is spawned, it takes a pty from the
pool and creates a device file with the same major and minor number as the pty slave. The device file is d
known as the "pseudonym™ and utilities and applications use the pseudonym to access the terminal server

port by exercising standard HP-UX system functions (open() , close() , read() , write() , and

ioctl() ). The daemon listens on the pty until an application does an open() on the pseudonym. It

then sets up and manages the connection to the terminal server port until the application does a close()

on the pseudonym. The end result is that the terminal server port is addressed via a device file, but the
mechanism that makes it happen is transparent to the user. A second configuration file (a port
configuration file) contains information to profile the terminal server port.

DDFA consists of the following items:

dp Dedicated Ports file. This text file contains the information that DDFA needs to set
up and manage a connection between a pseudonym and a terminal server port.

The dp file is parsed by the Dedicated Port Parser (dpp) which spawns an Outbound
Connection Daemon (ocd ) for each outbound connection specified in the file. The dp
file is also used by the HP-UX Telnet daemon (telnetd ) to identify incoming connec-
tions from a DTC and map them to a pseudonym (the Telnet port identification
feature).

pcf Port Configuration File. This text file is used by DDFA to profile the terminal server
port. The generic name of the template file is pcf . A port configuration file is refer-
enced by an entry in the Dedicated Ports file (dp).

dpp Dedicated Port Parser. This command parses the Dedicated Ports file (dp) and
spawns an Outbound Connection Daemon (0cd ) for each valid entry in the dp file. It
can be run from the shell or it can be included in a system initialization script to
automatically run the DDFA software each time the system is booted.

ocd Outbound Connection Daemon. This daemon manages the connection and data
transfer to the remote terminal server port. Normally, it is spawned by the Dedicated
Ports Parser (dpp), but it can be run directly from the shell.

As it starts, it creates its pseudonym for the connection. As it terminates normally, it
removes the pseudonym. If the pseudonym is removed while it is running, ocd will
terminate with an error condition.

ocdebug Outbound Connection Daemon debug mode. This is a special version of ocd that con-
tains debugging code. It must be run from the shell.

CONFIGURATION
There are two basic steps to configuring the DDFA software:

e Enter information in the dp file.
« Enter information in the port configuration files.

Configuring the dp File
The dp file contains one line for each outbound connection that is to be established and one line for each
incoming connection request. A default file /usr/examples/ddfa/dp should be copied to a new file
and the copy edited as needed. It is recommended that a directory be created to hold the dp file and the
port configuration files.

Each line of the dp file must contain the location of the terminal server port and the location of the pseu-
donym. In addition, for an outbound connection, the port configuration file must be specified and a logging
level may be specified.
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Configuring the Port Configuration Files
A port configuration file is used to configure individual terminal server ports. A master port configuration
file is /usr/examples/ddfa/pcf . In practice, it is renamed for each port that needs different
configuration values and the values are altered appropriately for the device attached to the port. It is
recommended that a directory be created to hold the port configuration files and the dp file.

Each line of a port configuration file must consist of a name of a variable and its value. The variable-value
pairs contain information on how to open a connection to a terminal server port, how to close a connection
to a terminal server port, and how to manage the data transfer to a terminal server port.

Configuring a System Initialization Script
DDFA can be run at boot time by including a reference to dpp in a system initialization script. It is recom-
mended that the -k option be used when running dpp in this environment.

KILLING DAEMONS
Note that ocd should be killed using kill -15 . Do not use kill -9 for this purpose as it does not
remove the device file. ocd verifies the validity of an existing pseudonym before trying to use it. dpp and
ocd use data stored in the file /var/adm/utmp.dfa to verify whether a process still owns a pseu-
donym before taking it over. If ocd finds an unowned pseudonym, it uses it.

ERROR HANDLING
When ocd receives a serious error condition, such as when the LAN goes down, it transmits the error con-
dition to the application by closing the pty . Any open() ,close() ,read() ,orwrite()  to the pseu-

donym returns the error condition 0 bytes read . If the pseudonym is the controlling terminal for the
group to which the application belongs, SIGHUP is sent to all the processes in the group, including the
application.

ioctl() LIMITATIONS
Not all ioctl() functionality is available, due to the lack of a protocol that allows the transmission of
such commands over the LAN to the remote port.

termio Attribute Limitations
The main restrictions on termio  attributes (see termio(7)) include modem signal control and parity check-
ing. The following are not available:

CBAUD IGNPAR INPCK IXANY IXOFFPARMRK

ioctl() Request Limitations

The following ioctl() request limitations apply:

CSTOPBflag DTC only supports one stop bit.

CSIZE DTC only supports 8 bits per character. Value cannot be modified.

PARODDflag DTC offers static configuration to handle even or odd parity. It also handles auto
parity detection for even or odd parity.

PARENBflags Elr_laé)ling/disabling done via static configuration. No programmatic interface sup-
plied.

INPCK flag No way to separate input from output parity features.

IGNPAR flag Cannot be configured on DTC.

PARMRK Bad characters are forwarded to the system without marking them with OFFH
or OH.

CBAUD Speed is part of static configuration.

IXOFF flag Flow control is enabled if the DTC static configuration specifies an ASCII access

mode. If binary is selected, no flow control is provided.

IXON flags Pacing of output to a terminal via a programmatic interface is enabled when
ASCII mode is selected in static port configuration and disabled when binary
mode is selected.

IXANY flag DTC does not offer the ability to restart output on any character received if
XOFF was previously received.
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HUPCL flag DDFA does not support the hanging up of modem signals on the last close of the
device file. If the modem signals used on the DTC drop, the connection is closed.

CLOCAL flag Not supported.

c_flags IENQACK not supported.

OFILL , OFDEL NLDLY, CRDLY TABDLY, BSDLY, FFDLY not supported by
Telnet port identification software.

BINARY mode flags Part of static configuration is done in DTC Manager by selecting binary mode. If
switching is enabled, binary can be selected at user interface level. There is no
way to automatically negotiate binary mode when proper termio flags are reset
when using telnetd . Binary/ASCII switching is possible with DDFA. The d
DTC cannot support large reads in pure binary mode, so transferred blocks of
data should not be more than 256 bytes. If half-duplex with remote ack-
nowledgement is implemented, binary applications can be supported.

ioctl() System Call Requests
The following ioctl() system call limitations apply:

TCSBRK The ability to send a break without waiting for previous data to be sent is not
provided at the system level in telnetd or DDFA. Receiving a Telnet break
command in the DTC allows it to generate a break on asynchronous ports.

TCFLSH The DTC output queue cannot be flushed.

Hardware handshake request
Not supported on DTC.

TCXONC Local handshake cannot be disabled on DTC.
MCGETA Not supported.

MCSETA MCSETAF MCSETAW
There is no way to separately set modem lines of a DTC port.

MCGETT Modem timers, CD timer, connect timer, and disconnect cannot be configured.

CCITT simple, and direct call-in/call-out modes
DTC cannot handle simple mode because there is programmatic interface for
modem signals. Call-in mode cannot be simulated if the port is opened, because
modem signals (or the call) must be present within 2 minutes or the connection
is cleared.

DACIDY get device adapter info
No way to get device adapter information.

Download ioctl) DACRADDR, DACDLADDR, DACDLGO, DACDLVER
No programmatic call to download the DTC.

DACHWSTATUS, DACSELFTEST, DACLOADED, DACISBRGid#us
No programmatic interface to get such info.

DACLOOPBACK DACSUBTEfFt test

WARNINGS
In order to ensure that commands (such as ps) display the correct device file name (that is, the pseu-
donym), all pseudonyms should be placed into the directory /dev/telnet . If pseudonyms are not

specified for placement in this directory, the correct display of device file hames with many commands is
not guaranteed.

In addition, in order to ensure that commands (such as w, passwd , finger , and wall ) work correctly,

each pseudonym must be unique in its first 17 characters (including the directory prefix /dev/telnet/ ).
If pseudonyms are not unique in their first 17 characters, the correct functioning of many commands is not
guaranteed.

Also, in order to reliably handle timing mark negotiations (and ensure that files printing on a printer
attached to a terminal server have been completely flushed to that printer), the following line must be
added near the end of each printer interface script for printers attached to a terminal server:
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stty exta <&l 2>/dev/null

The printer interface scripts reside in the directory /etc/Ip/interface . The line must be added just
prior to the final exit command in each printer interface script.

If this line is not added as specified, the printing reliability of printers attached to a terminal server is not
guaranteed.

FILES
/usr/examples/ddfa/dp
/usr/examples/ddfa/pcf
/usr/sbin/dpp
/usr/sbin/ocd
/usr/sbin/ocdebug
/var/adm/dpp_login.bin
/var/adm/utmp.dfa

SEE ALSO
dpp(1M), ocd(1M), ocdebug(1M), ioctl(2), dp(4), pcf(4), ioctl(5), termio(7).
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NAME
diagO - diagnostic interface to 1/O subsystem

DESCRIPTION
diag0 is the diagnostic pseudo-driver used by the on-line diagnostic subsystem. The kernel sends diagnos-
tic events here for logging by the diagnostic subsystem. The diagnostic subsystem also sends diagnostic
requests to the kernel via diag0 .

WARNINGS
If the diagnostic subsystem does not read diagnostic events from diag0 as fast as they are logged by the
kernel, a warning message Warning: DIAGO -- message queue full appears on the console.

AUTHOR
diag0 was developed by HP.

FILES
/stand/vmunix
/dev/diag0
/dev/diag/diag0
/dev/diag directory containing diagnostic device files

SEE ALSO
sysdiag(1M), diaginit(1M).

Online Diagnostic Subsystem manuals.
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NAME
disk - direct disk access

DESCRIPTION
This entry describes the actions of HP-UX disk drivers when referring to a disk as either a block-special or
character-special (raw) device.

Device File Naming Conventions
Standard disk device files are named according to the following conventions:

Block-mode Devices /dev/dsk/c  xt ydn[sm]
d Character-mode Devices /dev/rdsk/c xt ydn[sm]
where component parts of the filename are constructed as follows:
c Required. Identifies the following hexadecimal digits as the “Instance” of the interface card.

X Hexadecimal number identifying controlling bus interface, also known as the “Instance”’ of
this interface card. The instance value is displayed in the ioscan(1M) output, column “I” for
the H/W Type, “INTERFACE".

Required.
t Identifies the following hexadecimal digits as a “drive number” or “target”.
Required.
y Hexadecimal number identifying the drive or target number (bus address).
Required.
d Identifies the following hexadecimal digits as a “unit number”.
Required.
n Hexadecimal unit number within the device.
Required.
S Optional. Defaults to that corresponding to whole disk. ldentifies the following value as a

“section number”.
m Required if s is specified. Defaults to section O (zero), whole disk. Drive section number.

Assignment of controller, drive, logical unit and section numbers is described in the system administrator
manuals for your system.

Block-special access
Block-special device files access disks via the system's block buffer cache mechanism. Buffering is done in
such a way that concurrent access through multiple opens and mounting the same physical device is
correctly handled to avoid operation sequencing errors. The block buffer cache permits the system to do
physical 1/0 operations when convenient. This means that physical write operations may occur substan-
tially later in time than their corresponding logical write requests. This also means that physical read
operations may occur substantially earlier in time than their corresponding logical read requests.

Block-special files can be read and written without regard to physical disk records. Block-special file
read() and write() calls requiring disk access result in one or more BLKDEV_|OSIZE byte (typi-
cally 2048 byte) transfers between the disk and the block buffer cache. Applications using the block-special
device should ensure that they do not read or write past the end of last BLKDEV_|OSIZE sized block in
the device file. Because the interface is buffered, accesses past this point behave unpredictably.

Character-special access

Character-special device files access disks without buffering and support the direct transmission of data
between the disk and the user’s read or write buffer. Disk access through the character special file inter-
face causes all physical 1/0 operations to be completed before control returns from the call. A single read or
write operation up to MAXPHY Sytes (typically 64 Kbytes or 256 Kbytes) results in exactly one disk opera-
tion. Requests larger than this are broken up automatically by the operating system. Since large 1/0
operations via character-special files avoid block buffer cache handling and result in fewer disk operations,
they are typically more efficient than similar block-special file operations.

There may be implementation-dependent restrictions on the alignment of the user buffer in memory for
character special file read() and write() calls. Also, each read and write operation must begin and
end on a sector boundary and must be a whole number of sectors in size. The sector size is a hardware-
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dependent value that can be queried with the DIOC_DESCRIBEioctl call, which is described below.

In addition to reading and writing data, the character-special file interface can used to obtain device specific
information and to perform special operations. These operations are controlled through use of ioctl calls.
Details related to these ioctls are contained in <sys/diskio.h >,

The DIOC_DESCRIBEioctl can be used to obtain device specific identification information. The informa-
tion returned includes the disk’'s model identification, the disk interface type, and the disk's sector size.

The DIOC_CAPACITY ioctl can be used to obtain the capacity of a disk device in DEV_BSIZE units.
(DEV_BSIZE is defined in <sys/param.h  >).

The DIOC_EXCLUSIVE ioctl can be used to obtain and release exclusive access to a disk device.

Exclusive access is required for some special operations, such as media reformatting, and may be desirable d
in other circumstances. The value one specifies that exclusive access is requested. The value zero specifies

the exclusive access should be released. Exclusive access causes other open requests to fail. Exclusive

access can only be granted when the device is not currently opened in block-mode and there is only one

open file table entry for that disk device (the one accessible to the exclusive access requester).

ERRORS
The following errors can be returned by a disk device driver call:
[EACCES] Required permission is denied for the the device or operation.
[ENXI10] If resulting from an open() call, this indicates there is no device at the specified

address. For other calls, this indicates the specified address is out of range or the dev-
ice can no longer be accessed.

[EINVAL] From an open() call: the device is not a disk device. For other calls: Invalid
request or parameter.
[E10] 1/0 error (e.g., media defect or device communication problem).
WARNINGS

The interaction of block-special and character-special file access to the same BLKDEV_|OSIZE-sized block
is not specified, and in general is unpredictable.

On some systems, having both a mounted file system and a block special file open on the same device can
cause unpredictable results; this should be avoided if possible. This is because it may be possible for some
files to have private buffers in some systems.

Although disk devices have historically had small (typically 512-byte) block sizes, some disk devices (such as
optical disks and disk arrays) have relatively large block sizes. Applications using direct raw disk access
should use ioctl() calls to determine appropriate 1/0 operation sizes and alignments.

Any disk with removable media (for example, floppy or CD-ROM) containing a mounted file system should
not be removed prior to being unmounted. Removal of disk media containing mounted file systems is likely
to result in file system errors and system panics.

DEPENDENCIES
discl/disc2/disc3/disc4
Devices whose sector size is less than DEV_BSIZE must be accessed on DEV_BSIZE boundaries
and with transfer sizes that are multiples of DEV_BSIZE. Disk “sections” 0 (zero) and 2 (two) have
exchanged meanings with HP-UX Release 10.0 and beyond. Whole disk is section 0.

AUTHOR
disk was developed by HP and AT&T.

SEE ALSO
mknod(1M), ct(7), intro(7), ioscan(1M).

System Administrator manuals included with your system.
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NAME

fddi(7)

fddi - Fiber Distributed Data Interface Tools

DESCRIPTION

This manual entry provides general information on the HP-UX FDDI (Fiber Distributed Data Interface)

link tools.

Tools for HSC and EISA FDDI

fddiif
fddilink

Display FDDI driver operating statistics in real-time.
Display FDDI interface and network characteristics.

Tools for PCI FDDI

fddipciadmin

Display FDDI interface, driver and network statistics and characteristics.

Tools for HP-PB FDDI and S700 Built-in FDDI

fddiinit
fddinet
fddistat
fddistop

Initialize FDDI network interface; connect to FDDI network.
Display logical FDDI ring map information.

Display status information for the FDDI interface.

Stop and reset the FDDI interface.

General Link Tools

ifconfig
joscan
lanadmin

lanscan

linkloop

netfmt

netstat
nettl

ping
syslogd

what

Configure or display IP interface information.
Scan system for devices, display hardware path, class and description.

Display link information, RFC 1213 MIB 11 statistics, reset the interface card, perform card
self-test.

Scan system for LAN devices, display hardware path, station address (canonical format),
instance number, hardware state, interface name, IP interface state, Network Management
ID.

Verify LAN connectivity with a link-level test frame. Requires the Physical Point of Attach-
ment number (PPA) of the local interface and station address of the remote station in
canonical format. The PPA is the numeric portion of the interface name. For example, the
interface lan2 has the PPA 2. Use lanscan on the remote system to get the remote sta-
tion address in canonical format.

Format network trace and log files created with the nettl utility (see below). FDDI entity
names are FDDI (HP-PB and S700 built-in FDDI), EISA_FDDI, HSC_FDDI and
PCI_FDDI.

Show network statistics for IP interfaces and upper-layer protocols.

Start/stop network tracing and logging. FDDI entity names are FDDI (HP-PB and S700
built-in FDDI), EISA_FDDI, HSC_FDDI and PCI_FDDI.

Verify IP/ICMP connectivity to remote system.

Read and log system messages (the FDDI drivers log system messages using syslog rou-
tines).

Get version identification information. Use what /stand/vmunix to determine if the
correct FDDI driver has been installed, according to the following list:

fddi (for HP-PB FDDI), fddi0 (for EISA FDDI), fddi2 (for S700 built-in FDDI), fddi3 (for
HSC FDDI), fddi4 (for PCI FDDI).

FDDI station addresses are represented as a series of hexadecimal digits using canonical format, or wire or
"native” format. The canonical format uses Least Significant Bit (LSB) order. Wire or "native" format uses
Most Significant Bit (MSB) order. Most HP-UX FDDI and network utilities use canonical format (fddi-
link and fddiif are two exceptions). The fddinet  and fddistat commands display the addresses
in canonical format by default and have a -n option to display the addresses in "native" (wire) format.
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SEE ALSO
fddiinit(1M), fddinet(1M), fddipciadmin(1M), fddistat(1M), fddistop(1M), ioscan(1M), lanadmin(1M),
lanscan(1M), netfmt(1M), netstat(1), nettl(1M), ping(1M), syslogd(1M), what(1).
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NAME
floppy - direct flexible or “floppy” disk access

DESCRIPTION
Flexible disk devices are removable-media disk devices that are typically used to share data with other sys-
tems. Media types are identified by physical size (such as 3.5-inch and 5.25-inch), number of data surfaces
(or sides), and data density. By convention, flexible disk devices are named using the same conventions as
those used for other disk devices (see disk(7)).

Data can be stored on flexible disk media in a variety of logical formats. The capacity of these devices is
generally too small to hold useful HP-UX file systems. Instead, DOS or LIF file systems (see dosif(4) and
lif(4) for a detailed description of these file systems) are commonly used. Data can also be stored in an
archive-utility format. For example, tar and cpio are commonly used to share data with other HP-UX
systems (see tar(1) and cpio(1)).

Logical volumes are not supported on flexible disks. The floppy disk does not support partitions. Section
zero (0) is the only accessible partition.

In addition to the various logical formats, data can be stored on flexible disk media in a variety of physical
data formats called geometries. The following parameters are used to describe a flexible disk geometry:

heads Number of surfaces (or sides) on the media that contain valid data.

tracks Number of tracks on a single media surface or side (the term cylinders is sometimes
also used). This value does not include spare tracks.

sectors Number of sectors in a single track. The number of sectors that can fit on a track
depends on the bit density (as controlled by transfer rate and media rotation rate) and
the sector size.

sector size Number of bytes in a logical sector. Since all 1/0 operations must be an integral
number of sectors in length, this parameter also indicates the minimum character-
special file 1/0 size.

transfer rate  Media data rate in Kbits per second. The transfer rate is an indirect means of
representing bit density. Bit density is measured in bits per radian, and is the formal
intra-track data density parameter for standard specification. Transfer rate is gen-
erally used to program flexible media devices and is therefore more appropriate for
this interface. Since the media rotation rate for most flexible disk devices is standard,
conversion between these two representations is straight-forward.

track density  Number of tracks per inch. Some low density formats can be supported on high-
density drives by skipping tracks during head stepping.

data encoding Encoding method used to store data. FM (frequency modulation) and MFM (modified
frequency modulation) are the most common encoding methods.

The following table shows some useful flexible disk media geometries (without density information). The
right-most column indicates which mediainit -f option should be used to format media to the indi-
cated geometry (see mediainit(1M)).
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Media Type Use Capacity | Heads | Tracks | Sectors | Sector Size | -f
3.5in DS DD 630,784 2 77 16 256 1
3.5in DS DD 655,360 2 80 16 256 | 21
3.5in DS DD 655,360 2 80 8 512 | 26
3.5in DS DD 709,632 2 77 9 512 2
3.5in DS DD DOS 720K 737,280 2 80 9 512 | 16
3.5in DS DD 788,480 2 77 5 1024 3
3.5in DS HD’ DOS 1.2M | 1,228,800 2 80 15 512 | 26
3.5in DS HD’ 1,261,568 2 77 8 1024 | 22
3.5in DS HD 1,261,568 2 77 32 256 1
3.5in DS HD 1,419,264 2 77 18 512 2
3.5in DS HD DOS 1.44M | 1,474,560 2 80 18 512 | 16
3.5in DS HD 1,567,960 2 77 10 1024 3
3.5in DS HD 1,638,400 2 80 10 1024 | 23
5.25in DS DOS 360K 368,640 2 40 9 512 2 f
5.25in DS DD 655,360 2 80 8 512 | 26
5.25in DS HD DOS 1.2M | 1,228,800 2 80 15 512 | 16
5.25in DS HD 1,261,568 2 77 8 1024 | 24

The following table shows the density information for some standard flexible disk media.

MediaType BitDensity | RPM | TransferRate | TrackDensity | DataEncoding
3.5in DS DD 7,958 300 250 135 MFM
3.5in DS HD’ 13,262 360 500 135 MFM
3.5in DS HD 15,916 300 500 135 MFM
5.25in DS 7,958 300 250 48 MFM
5.25in DS DD 7,958 300 250 96 MFM
5.25in DS HD 13,262 360 500 96 MFEM

Abbreviations are interpreted as follows:

DS Double-sided media

DD Double-density media

HD High-density media

HD’ High-density media (alternate media rotation rate)

Normally each open() call causes the device and/or floppy device driver to attempt to determine the
geometry of the installed media. As a result, the current flexible disk geometry is set to the supported
geometry that matches the physical data format on the media currently installed in the device. To main-
tain reasonable open times, not all possible media geometries are checked. Therefore, it is possible that a
flexible disk medium may contain valid data even though its format is not recognized. This automatic
geometry sensing functionality may be disabled in some drivers by use of the O_NDELAYflag in the
open() call or device driver dependent minor numbers. The Series 800 does not support this flag.

The FLOPPY_GET_INFOioctl indicates the characteristics and current status of a floppy device. Infor-
mation for interpreting the media and data_encoding fields can be found in <sys/floppy.h >,
The following macros are defined for decoding the status and valid fields. These macros return a
non-zero (true) value for the associated conditions.

FLOPPY_NO_MEDIAX) /0Drive is empty O
FLOPPY_BLANK_MEDIAX) /O0Media geometry is not recognizable (I
FLOPPY_WRITE_PROT) /OMedia is write protected [1
FLOPPY_MEDIA_CHANGER) /O0Media has changed since last status [J
FLOPPY_HIGH_DENSITY ) /O0Media has high density indication [

The argument X in the above macros refers to the status or valid fields of the
FLOPPY_GET _INFGQioctl. Some floppy devices or floppy device drivers may be unable to determine some
status information. The valid field indicates whether or not the corresponding status information is
meaningful. Applying a macro to the valid field indicates whether or not the application of that same
macro to the status field results in a valid device status.
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The FLOPPY_GET_GEOMETRO¢ttl can be used to determine the flexible disk device's current media
geometry. Current geometry parameters are indicated in the fields of the resultant floppy_geometry
structure.

The FLOPPY_SET_GEOMETROEtI can be used to specify the desired media geometry. Exclusive access
to the device, obtained through use of the DIOC_EXCLUSIVEioctl (see disk(7)), is required prior to set-
ting the media geometry. Exclusive access is necessary to ensure that other applications are not affected.
The Series 800 does not support this ioctl.

The FLOPPY_FORMAT_TRAG#tI can be used to reformat a media track. Exclusive access to the dev-
ice, obtained through use of the DIOC_EXCLUSIVEioctl (see disk(7)), is required prior to reformatting to
ensure that other applications are not affected. The Series 800 does not support this ioctl.

Flexible disk devices support the generic disk ioctls (see disk(7)), typically used for hard disk devices. Flex-
ible disk device drivers may also support driver specific ioctls (see the appropriate driver manual section).

The header file <sys/floppy.h > has useful information for flexible-media device control. The following
is included from <sys/floppy.h >:

/* ioctls for flexible (floppy) disk devices */

#define  FLOPPY_GET_INFO _IOR('F’, 1, struct floppy_info)
#define  FLOPPY_GET_GEOMETRY _IOR('F’, 2, struct floppy_geom)
#define  FLOPPY_SET_GEOMETRY  _IOW(F’, 3, struct floppy_geom)

#define  FLOPPY_FORMAT_TRACK  _IOW(F', 4, struct floppy_format)
[* structure for FLOPPY_GET_INFOioctl */
struct floppy_info {
unsigned media;
unsigned status;
unsigned valid;
I3
[* structure for FLOPPY_GET_GEOMETRY and FLOPPY_SET_GEOMETRYs */
struct  floppy_geometry {
unsigned heads;
unsigned tracks;
unsigned sectors;
unsigned sector_size;
unsigned transfer_rate;
unsigned track_density;
unsigned data_encoding;
I3
[* structure for FLOPPY_FORMAT_TRACKCtl */
struct  floppy_format {
unsigned head;
unsigned track;
unsigned interleave;
I3
ERRORS
The following errors can be returned by a flexible-disk device-driver call:
[EACCES] Required permission is denied for the the device or operation.
[ENXI0] If resulting from an open call, this indicates there is no device at the specified address.

For other calls, this indicates the specified address is out of range or the device can no
longer be accessed.

[EINVAL] From an open() call: the device is not a floppy device. For other calls: Invalid
request or parameter.
[E10] 1/0 error (e.g., media defect or device communication problem).
WARNING

Media removal and/or replacement while the device is open is not supported. A floppy disk containing a
mounted file system should not be removed prior to being unmounted. Removal of floppy disks containing
mounted file systems is likely to result in file system errors, and system panics.
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Reformatting flexible disk media from one geometry to another that differs only in that it has fewer tracks
can cause the automatic geometry sensing functionality of open() to fail to recognize the new media
geometry. Bulk erasing (degaussing) the media or formatting the media to a substantially different
geometry prior to reformatting prevents automatic geometry sensing problems.

Single track formatting may not be supported by some floppy devices.

Some devices permit configuration for geometries which they are wunable to support. The
FLOPPY_SET_GEOMETRY ioctl for such a configuration may not result in an error. However, subsequent 1/0
operations will fail.

DEPENDENCIES

Series 700
Series 700 device special files reside in the directories /dev/rfloppy and /dev/floppy
Series 800
A flexible disk can be opened with no media. However, capacity changes resulting from subsequent media f

changes will not be recognized. (See scsi_disk(7)).
Series 800 device special files reside in the directories /dev/rdsk  and /dev/dsk

The following table of Series 800 Flexible Disk Media shows the disk geometries supported. The media
inserted in the drive is formatted depending on the presence or absence of the HD hole in the flexible disk
cartridge. HD media is formatted as a 1.44M diskette and DD media is formatted as a 720K diskette.

Media Type Use Capacity | Heads | Tracks | Sectors | Sector Size
3.5in DS DD DOS 720K 737,280 2 80 9 512
3.5inDS HD | DOS 1.44M | 1,474,560 2 80 18 512

The following table shows the density information for the flexible disk media supported:

MediaType BitDensity | RPM | TransferRate | TrackDensity | DataEncoding
3.5in DS DD 7,958 300 250 135 MFM
3.5in DS HD 15,916 300 500 135 MFEM

The FLOPPY_GET_INFQand FLOPPY_GET_GEOMETRY¢tls are supported on Series 800.

SEE ALSO
disk(7), mediainit(1), mknod(1M), dosif(4), lif(4), scsi(7), scsi_disk(7).
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NAME
framebuf - information for raster frame-buffer devices

SYNOPSIS
#include <sys /framebuf.h>

DESCRIPTION
Frame-buffer devices are raster-based displays. These devices use memory-mapped 1/0 to obtain much
higher performance than possible with tty-based graphic terminals. Frame-buffer devices can be accessed
directly using this interface, although access through the STARBASE libraries is recommended (see
starbase(3G)). Direct access to frame-buffer devices entails precise knowledge of the frame-buffer architec-
ture being used. Input cannot be piped into or redirected to frame-buffer devices because they are not
serial devices.

Each frame-buffer device is associated with a character special file. Major and minor numbers for frame-
buffer devices are implementation-dependent. The minor numbers for these devices denote different frame
buffers. Implementation-specific details are discussed in the appropriate systems administrator's manuals.

Communication with a frame-buffer device begins with an open(2) system call. Multiple processes can have
the frame-buffer device open concurrently.

close(2) invalidates the file descriptor associated with the frame-buffer device. After a close system call,
any access to the frame-buffer device address range might result in a memory fault and the signal SIGSEGV
being sent to the process (see signal(2)). A process cannot unmap the frame buffer from its address space
after the frame-buffer special file is closed. To unmap a frame buffer, use the GCUNMAP ioctl(2) call (see
below).

Once a process acquires a lock for the frame-buffer device, it must unlock it explicitly before calling close (2);
see GCUNLOCK below.

read(2) and write(2) system calls are undefined and always return an error. In this case errno is set to
ENODEV.

The ioctl(2) system call is used to control a frame-buffer device. The select(2) system call is used to test the
frame-buffer device for exceptional conditions. Interrupts from the graphic hardware are considered excep-
tional conditions. An exceptional condition is automatically cleared after any process that opens the frame-
buffer device is notified of the exception by a select(2) call. A call to select(2) for read or write on the file
descriptor associated with the frame-buffer device returns a false condition in the read and write bit masks
(see select(2)).

A frame-buffer device can be accessed by multiple processes at once. However, each process overwrites the
output of the others unless one of the lock mechanisms described here or some other synchronization
mechanism is used. The lock mechanisms described here are intended for cooperating processes only.

For all frame buffers, data bytes scan from left to right and from top to bottom. A pixel, which is a visible
dot on the screen, is associated with a location in the frame buffer. Each device maps one or more bits in
memory to a pixel on the screen, although the bits in the frame buffer might not be continuous. Informa-

tion describing the frame-buffer structure and attributes is found in the crt_frame_buffer_t data
structure. The crt_frame_buffer_t data structure includes the following fields:

int crt_id; [*display identifier*/

unsigned int crt_attributes; /*flags denoting attributes*/

char *crt_frame_base; [*first byte in frame-buffer memory*/

char *crt_control_base; [*first byte of the control*/

[*registers*/

char *crt_region [ CRT_MAX_REGIONS J;
[*other regions associated with the*/
[*frame-buffer device*/

The following are valid ioctl (2) requests:

GCDESCRIBE Describe the size, characteristics, and mapped regions of the frame buffer. The infor-
mation is returned to the calling process in a crt_frame_buffer_t data struc-
ture, and the parameter is defined as crt_frame_buffer t * arg; . Although

some structure fields contain addresses of one or more frame-buffer device regions,
the values of these fields are not always defined. Only after a successful GCMAP com-
mand is issued (see below) are the correct addresses returned so the user can access
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GCID

GCON,

GCAON,

GCMAP

GCUNMAP

GCLOCK

GCLOCK_NOWAIT

GCLOCK_BLOCKSIG
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the frame-buffer regions directly using the returned addresses.

Provide a device identification number. The parameter is defined as int * arg; .
The information returned when using this command is a subset of the information
provided by GCDESCRIBE, and is provided here for backward compatibility only.

GCOFF Turn graphics on or off. These operations are valid for devices whose
CRT_GRAPHICS_ON_OFF bit is set in the crt_attributes field of the
crt_frame_buffer_t data structure returned by the GCDESCRIBE command.
Otherwise, these commands have no effect.

GCAOFF Turn alpha on or off. These operations are valid for devices whose
CRT_ALPHA_ON_OFF bit is set in the crt_attributes field of the
crt_frame_buffer_t data structure returned by the GCDESCRIBE command.
Otherwise, these commands have no effect.

Make the frame-buffer memory, graphics control, and other device regions accessible
to the user process making the call. Only processes that request this can directly
access frame-buffer memory and control registers. After a successful GCMAP call, the
fields crt_frame_base and crt_control_base in the
crt_frame_buffer_t data structure (returned by a subsequent GCDESCRIBE
ioctl(2) call), hold the valid addresses of these two regions of the frame buffer. If, for a
specific device, more than two regions are to be mapped to the user’s address space,
the base addresses of up to CRT_MAX_REGIONS extra device regions will be placed in
the array crt_region in successive order. Only the regions pertinent to a specific
frame buffer are mapped. Irrelevent region fields in the crt_frame_buffer_t

data structure are set to 0. Use of the arg parameter is implementation dependent
(see DEPENDENCIES below). The base addresses for frame-buffer regions are always
page aligned.

Cause access to the frame-buffer memory, graphics control, and possibly other device
regions to be removed from the requesting process. The parameter arg is ignored and
should be set to 0. Any attempt to access these memory regions after a successful
GCUNMAP call results in a memory fault and sends the signal SIGSEGV to the process.

Provide for exclusive use of the frame-buffer device by cooperating processes. The cal-
ling process either locks the device and continues or is blocked. Blocking in this case
means that the call returns only when the frame buffer is available or when the call is
interrupted by a signal. If the call is interrupted, it returns an error and errno is
set to EINTR. Waiting occurs if another process has previously locked this frame
buffer using the GCLOCK command and has not executed a GCUNLOCK command yet.
The GCLOCK command does not prevent other non-cooperating processes from writing
to the frame buffer; thus, GCLOCK is an advisory lock only. The parameter arg is
ignored and should be set to 0.

This call prevents the Internal Terminal Emulator (ITE) from corrupting the state of
the graphics hardware (see termio(7)). On some systems, as long as the frame buffer
is locked with a GCLOCK command, the ITE does not output text to it (see DEPENDEN-
CIES below). Any attempt to lock the device more than once by the same process fails,
and causes errno  to be set to EBUSY.

Provide for exclusive use of the frame-buffer device by cooperating processes. This
request has the same effect on the frame-buffer device as does the GCLOCK request.
However, this call does not wait for the frame buffer to be released by other processes.
If the frame-buffer device is locked, the process is not blocked; instead, the system call
returns an error and causes €rrno to be set to EAGAIN. The parameter arg is
ignored and should be set to 0.

Provide for exclusive use of the frame-buffer device by cooperating processes while
blocking all incoming signals for the calling process that otherwise might have been
caught. This call is a superset of the GCLOCK call. The parameter arg is ignored and
should be set to 0. When the display is acquired for exclusive use (and thus locked),
all signals sent to the process that otherwise would have been caught by the process at
the time of the GCLOCK call, are withheld (blocked) until GCUNLOCK is requested.
Any attempt to modify the signal mask of the process (see sigsetmask(2)) before a
GCUNLOCK request is made will not have any effect on these blocked signals. The sig-
nals are not blocked until the lock is actually acquired, and might be received while
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still awaiting the lock.

The signal SIGTSTP is also blocked whether or not it is being caught. The signals
SIGTTIN and SIGTTOU are also blocked on frame-buffer devices where the ITE does not
output to the device while it is locked. See DEPENDENCIES below.

Except for the three signals mentioned above, this call does not block signals that the
process did not expect to catch, nor does it block signals that cannot be caught or
ignored. This command does not prevent other non-cooperating processes from writ-
ing to the frame buffer.

GCLOCK_BLOCKSIG_NOWAIT

GCUNLOCK

GCRESET

GCDMA_OUTPUT

Section 7-34

Provide for exclusive use of the frame-buffer device by cooperating processes, while
blocking all incoming signals for the calling process that otherwise would have been
caught. This request has the same effect on the frame-buffer device as does the
GCLOCK_BLOCKSIG request. However, this call does not wait for the frame buffer to
be released by other processes. If the frame-buffer device is locked, the process is not
blocked, but the system call returns an error and causes €rrno to be set to EAGAIN.
The parameter arg is ignored and should be set to O.

Relinquish exclusive use of the frame-buffer device. If the device is locked with a
GCLOCK_BLOCKSIG or GCLOCK_BLOCKSIG_NOWAIT ioctl(2) request, the signal mask of
the calling process is restored to its state prior to the locking request.

Reset the graphic hardware associated with the frame-buffer device to a defined initial
state. The call enables the frame-buffer device to respond to the ioctl requests defined
here.

Send DMA output to the frame-buffer device. This system call is used to transfer data
from a user’s array to a rectangular area of the graphics frame-buffer, or optionally, to
the device's graphics control space.

The parameters for the DMA are passed in a “crt_dma_ctrl_t" data structure, which
includes the following fields:

char *mem_addr; [* Starting address of data
being transferred */

char *fb_addr; /* Address of framebuffer
destination */

int length; /* Number of bytes to transfer,
including those "skipped" */

int linelength; /* Number of bytes written
on each framebuffer row */

int skipcount; /* Number of source bytes to

ignore after each "linelength" */
unsigned int flags; /* Specified options to the driver */

To write to the graphics frame-buffer, set fb_addr to the address of the upper-left
corner of the rectangle to be drawn. The DMA will write linelength bytes on each
frame-buffer row, ignore the next skipcount bytes of memory data, then resume
writing at the same starting position on each succeeding frame-buffer row. This is
continued until length  bytes are either written or ignored.

To write to the graphics control space, set fo_addr to the address of the first
graphics control register to write. In this case, linelength and skipcount  are
ignored.

The flags  parameter specifies options for the DMA. Currently, there are no sup-
ported flags and this parameter should be set to zero, otherwise the system call will
fail and errno is set to EINVAL.

The DMA has the same effect on the frame-buffer device as using store instructions to
write the data. Thus, various graphics control registers may affect the results of the
DMA. It is the responsibility of the user program to perform any necessary set-up of
the frame-buffer device so that the DMA has the desired results.

The skipcount parameter allows the user to refresh a portion of a window image
that the user has stored in memory for those cases where only a portion of the image
needs to be refreshed. The window image is then a superset of the rectangle being
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GCDMA_DATAFLUSH

GCSLOT

GCSTATIC_MAP
GCVARIABLE_MAP

DEPENDENCIES
Series 700/800

framebuf(7)

updated, and might thus have different dimensions. The skipcount specifies the
portion of the row in the larger window image that is excluded from the rectangle.
Thus, linelength plus skipcount  would be the number of bytes in each row of
the larger window image array.

If a particular framebuffer device supports this system call, the CRT_DMA_OUTPUT
flag in the crt_attributes field of the crt_frame_buffer_t structure is
set. Some framebuffer devices supporting DMA might restrict alignment of the vari-
ous parameters, and are specified in the DEPENDENCIES section below. The kernel
ensures that these restrictions are obeyed, and if they are not the system call will fail
and set errno  to EINVAL.

It is the responsibility of the application to guarantee that the system's physical
memory is up-to-date by flushing the processor's data cache. One should use the
GCDMA_DATAFLUSH ioctl to ensure that the data is consistent before initiating a DMA
transfer.

Flush the specified data from the processor’'s data cache to the system’s main memory.
This system call is intended to be used before DMA to ensure that an up-to-date ver-
sion of the data is transferred to the framebuffer or to control space.

The parameters for the flush are passed in a crt_flush_t data structure, which
includes the following fields:

char *flush_addr; /* Starting address of data
to be flushed */
int flush_len; /* Number of bytes to flush */

The kernel ensures that the flush_len bytes starting at flush_addr are con-
sistent in main memory with respect to the cache.

Provide pertinent information about the calling process’s participation in the system-
wide graphics locking mechanism (see the discussion under GCLOCK above). The
GCSLOT request does not carry out any actual locking functionality. The lock informa-
tion is returned to the calling process in a crt_gcslot_t data structure. The
parameter is defined as crt_gcslot_t *arg; . The crt_gcslot_t data
structure is defined in the file <sys/framebuf.h >,

Prevent the Internal Terminal Emulator (ITE) from modifying the device's color map.
Allow the Internal Terminal Emulator (ITE) to modify the device's color map.

When requesting GCMAP, the parameter arg is ignored and should be set to 0.

All supported ITEs ignore the frame buffer lock for output.

Series 700

Among the device identification constants that can be returned both by the GCID call and in the
crt_id field of the crt_frame_buffer_t data structure by the GCDESCRIBE call are:

S9000_ID_98705
S9000_ID_98736

S9000_ID_A1659A
S9000_ID_A1439A

If a memory-mapped graphics co-processor is available, it is mapped in with other graphics regions as
the result of a GCMAP call, and its addres is recorded as the last entry in the crt region array returned
by the GCDESCRIBE call.

Series 800

The following device identification constants are returned both by the GCID call and in the crt_id
field of the crt_frame_buffer_t data structure by the GCDESCRIBE call:

S9000_ID_98720
S9000_ID_98730
S9000_ID_98550
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For the HP A1047A Interface Card, the fields of the crt_dma_info structure have the following res-
trictions:

mem_addr  32-byte aligned
fb_addr 16-byte aligned

length non-zero multiple of 32
skipcount 0

ERR?EF:(SBAIN] The operation would result in suspension of the calling process, but the request was either
GCLOCK_NOWAIT or GCLOCK_BLOCKSIG_NOWAIT.
- [EBUSY] Attempted to lock the device, which is already locked by the same process.
[EINTR] A call to ioctl(2) was interrupted by a signal.
f [EINVAL] An invalid ioctl (2) command was made.

[ENODEV] Attempted to use read(2) or write(2) system calls on the device.
[ENOMEM] Sufficient memory for mapping could not be allocated.
[ENOSPC] Required resources for mapping could not be allocated.
[ENXIO] The minor number on the device file refers to a nonexistent device.
[EPERM] Requested GCUNLOCK ioctl(2) command, but the device was locked by a different process.

AUTHOR

framebuf was developed by HP.

SEE ALSO
select(2), open(2), close(2), signal(2), sigsetmask(2), lockf(2), ioctl(2), mknod(1M), starbase(3G), termio(7).
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NAME
hil - HP-HIL device driver

SYNOPSIS
#include <sys/hilioctl.h>

DESCRIPTION
HP-HIL, the Hewlett-Packard Human Interface Link, is the Hewlett-Packard standard for interfacing a
personal computer, terminal, or workstation to its input devices. hil supports devices such as keyboards,
mice, control knobs, ID modules, button boxes, digitizers, quadrature devices, bar code readers, and
touchscreens.

On systems with a single link, HP-HIL device file names use the following format:

/dev/hil n
where n represents a single digit that specifies the physical HP-HIL device address, which ranges from 1 to
7. For example, /dev/hil3 is used to access the third HP-HIL device.
On systems with more than one link, HP-HIL device file names use the following format:
/dev/hil_ m.n h
where m represents the instance number, and n represents the physical HP-HIL device address. For exam-
ple, /dev/hil_0.2 would be used to access the second device on the link which has an instance number
of zero. Likewise, /dev/hil_12.7 references the seventh device on the link with instance number
twelve.

Note that HP-HIL device addresses are determined only by the order in which devices are attached to the
link. The first device attached to the link becomes device one, the second device attached becomes device
two, etc.

HP-HIL devices are classified as "slow" devices. This means that system calls to hil can be interrupted by
caught signals (see signal(5)).

hil  can only read HP-HIL keyboards in raw keycode mode. Raw keycode mode means that all keyboard
input is read unfiltered. HP-HIL keyboards return keycodes that represent key press and key release
events.

Use hilkbd(7) to read mapped keycodes from HP-HIL keyboards. Use the Internal Terminal Emulator
(1TE) described in termio(7) to read ASCII characters from HP-HIL keyboards.

System Calls
open(2) gives exclusive access to the specified HP-HIL device. Any previously queued input from the device
is discarded. If the device is a keyboard, it is opened in raw keycode mode. A side effect of opening a key-
board in raw keycode mode is that the ITE (see termio(7)) and mapped keyboard driver (see hilkbd(7)) lose
input from that keyboard until it is closed. Only device implemented auto-repeat functionality is available
while in raw keycode mode (see HILER1 and HILER?2).

The file status flag, O_NDELAY, can be set to enable non-blocking reads (see open(2)).

close(2) returns an HP-HIL keyboard to mapped keycode mode, making its input available to the ITE or
mapped keyboard driver (see hilkbd(7)).

read(2) returns data from the specified HP-HIL device, in time-stamped packets:

unsigned char packet_length;

unsigned char time_stamp[4];

unsigned char poll_record_header;

unsigned char data[ packet_lengt h - 6 ];

packet_length specifies the number of bytes in the packet including itself, and can range from six to twenty
bytes. time_stamp, when re-packed into an integer, specifies the time, in tens of milliseconds, that the sys-
tem has been running since the last system boot. The most significant byte of the time stamp is
time_stamp[0]. poll_record_header indicates the type and quantity of information to follow, and reports
simple device status information. The number of data bytes is device dependent. Refer to the text listed in
SEE ALSO for descriptions of the poll_record_header and device-specific data.

Usually two system calls are required to read each data packet, the first system call reads the data packet
length; the second system call reads the actual data packet. Some devices always return the same amount
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of data in each packet, in which case the count and the packet can both be read in the same system call.

If the file status flag, O_NDELAY, is set and no data is available, read(2) returns O instead of blocking.

write(2) is not supported by hil

select(2) can be used to poll for available input from HP-HIL devices. select(2) for write or for exception
conditions always returns a false indication in the file descriptor bit masks.

ioctl(2) is used to perform special operations on HP-HIL devices. ioctl(2) system calls all have the form:

int ioctl(int fildes, int request, char Carg);
The following request codes are defined in <sys/hilioctl.h >:
HILID Identify and Describe

HILPST

HILRR

HILWR

HILRN

HILRS

Section 7-38

This request returns the Identify and Describe Record in the char variable to which arg
points, as supplied by the specified HP-HIL device. The Identify and Describe Record is
used to determine the type and characteristics of each device connected to the link. The
Identify and Describe Record can vary in length from 2 to 11 bytes. The record contains at
least:

. A Device ID byte, and
. A Describe Record Header byte.

The Device ID byte is used to identify the general class of a device, and its nationality in
the case of a keyboard or keypad. The Describe Record Header byte describes the position
report capabilities of the device. The Describe Record Header byte also indicates if an 1/0
Descriptor byte follows at the end of the Describe Record. It also indicates support of the
Extended Describe and the Report Security Code requests. If the device is capable of
reporting any coordinates, the Describe Record contains the device resolution immediately
after the Describe Record Header byte. If the device reports absolute coordinates, the max-
imum count for each axis is specified after the device resolution. The I/O Descriptor byte
indicates how many buttons the device has. The 1/0O Descriptor byte also indicates device
proximity detection capabilities and specifies Prompt/Acknowledge functions. All HP-HIL
devices support the Identify and Describe request.

Perform Self Test

This request causes the addressed device to perform its self test, and returns the one-byte
test result in the char variable to which arg points. A test result of zero indicates a suc-
cessful test, non-zero results indicate device-specific failures. All HP-HIL devices support
the Self Test request.

Read Register

The Read Register request expects an HP-HIL device register address in the char variable
to which arg points, and returns the one-byte contents of that register in [arg. The
Extended Describe Record indicates whether a device supports the Read Register request.

Write Register

The Write Register request expects [arg to contain a record containing one or more packets
of data, each containing the HP-HIL device register address and one or more data bytes to
be written to that register. There are two types of Register Writes. Type 1 can be used to
write a single byte to each individual device register. Type 2 can be used to write several
bytes to one register. The Extended Describe Record indicates if a device supports either or
both types of register write requests.

Report Name

The Report Name request returns the device description string in the character array to
which arg points. The string may be up to fifteen characters long. The Extended Describe
Record indicates support of the Report Name request.

Report Status

The Report Status request returns the device-specific status information string in the char-
acter array to which arg points. The string can be up to fifteen bytes long. The Extended
Describe record indicates support of the Report Status request.
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HILED

HILSC

HILER1

HILER2

HILDKR

HILP1..HILP7

HILP

HILAL..HILA7

HILA
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Extended Describe

The Extended Describe request returns the Extended Describe Record in the character
array to which arg points. The Extended Describe Record may contain up to fifteen bytes
of additional device information. The first byte is the Extended Describe Header, which
indicates whether a device supports the Report Status, Report Name, Read Register, or
Write Register requests. If the device implements the Read Register request, the max-
imum readable register is specified. If the device supports the Write Register request, the
Extended Describe Record specifies whether the device implements either or both of the
two types of register writes and the maximum writeable register. If the device supports
Type 2 register writes, the maximum write buffer size is specified. The Extended Describe
Record can also contain the localization (language) code for a device. Support of the
Extended Describe request is indicated in the Describe Record Header byte.

Report Security Code

The Report Security Code request returns the Security Code Record in the character array
to which arg points. The Security Code Record can be between one and fifteen bytes of
data that uniquely identifies that particular device. Applications can use this request to
implement a hardware "key" that restricts each copy of the application to a single machine
or user. An application can read the Security Code Record from an HP-HIL ID Module and
then verify that the application is running on a specific machine or that the application is
being used by a legitimate user. Devices indicate support of the Report Security Code
request in the Describe Record Header.

Enable Auto Repeat Rate = 1/30 Second

This request is used to enable the "repeating keys" feature implemented by the firmware of
some HP-HIL keyboard and keypad devices. It also sets the cursor key repeat rate to 1/30
sec. This request does not use arg.

Enable Auto Repeat Rate = 1/60 Second

This request is used to enable the "repeating keys" feature implemented in the firmware of
some HP-HIL keyboard and keypad devices. It also sets the cursor key repeat rate to 1/60
sec. This request does not use arg.

Disable Keyswitch Auto Repeat

This request turns off the "repeating keys" feature implemented in the firmware of some
HP-HIL keyboard and keypad devices. This request does not use arg.

Prompt 1 through Prompt 7

These seven requests are supported by some HP-HIL devices to give an audio or visual
response to the user, perhaps indicating that the system is ready for some type of input. A
device specifies acceptance of these requests in the 1/O Descriptor Byte in the Describe
Record. These requests do not use arg.

Prompt (General Purpose)

This request is intended as a general purpose stimulus to the user. Devices accepting this
request indicate so in the I/0O Descriptor Byte in the Describe Record. This request does
not use arg.

Acknowledge 1 through Acknowledge 7

These seven requests are intended to provide an audio or visual response to the user, gen-
erally to acknowledge a user’s input. The 1/O Descriptor Byte in the Describe Record indi-
cates whether an HP-HIL device implements this request. These requests do not use arg.

Acknowledge (General Purpose)

The Acknowledge request is intended to provide an audio or visual response to the user.
Devices accepting this request indicate so in the 1/O Descriptor Byte in the Describe
Record. This request does not use arg.
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ERRORS
[EBUSY] The specified HP-HIL device is already opened.
[EFAULT] A bad address was detected while attempting to use an argument to a system call.
[EINTR] A signal interrupted an open(2), read(2), or ioctl(2) system call.
[EINVAL] An invalid parameter was detected by ioctl(2).
[ENXIQO] No device is present at the specified address; see WARNINGS, below.
[EIO] A hardware or software error occurred while executing an ioctl(2) system call.

[ENODEV] write(2) is not implemented for HP-HIL devices.

WARNINGS
An ENXIO error is returned by open(2) and ioctl(2) if any attempt is made to access a device while hil s
reconfiguring the link during power-failure recovery.

hil  cannot detect whether or not a device executed an ioctl(2) request.
HP-HIL devices have no status bit available to indicate whether they support the HILER1, HILER2, or
HILDKR requests.

AUTHOR
hil  was developed by the Hewlett-Packard Company.

FILES
Idev/hil[1-7]
/devihil_  O[1-7]

SEE ALSO
close(2), errno(2), fentl(2), ioctl(2), open(2), read(2), select(2), signal(5), hilkbd(7), termio(7).

For detailed information about HP-HIL hardware and software in general, see the HP-HIL Technical Refer-
ence Manual.
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NAME
hilkbd - HP-HIL mapped keyboard driver

DESCRIPTION
HP-HIL, the Hewlett-Packard Human Interface Link, is the Hewlett-Packard standard for interfacing a per-
sonal computer, terminal, or workstation to its input devices. hilkbd supplies input from all mapped key-
boards on a specified HP-HIL link.

hilkbd returns mapped keycodes, not ASCII characters. “Raw’ keycodes are the individual key downstrokes
and upstrokes, and are different for each type of keyboard. hilkbd maps the raw input into the keycodes
and protocol expected by the HP-UX, Pascal Workstation, and BASIC/UX operating systems. The hil(7)
driver can usurp a keyboard from hilkbd by changing it from mapped mode to raw mode.

System Calls
open(2) gives exclusive access to the keyboard. If there is an ITE (internal terminal emulator) associated
with the keyboard, the ITE loses input from the keyboard until the keyboard device is closed. Any previous
queued input for the keyboard device is flushed from the input queue.

close(2) returns control of the keyboard to the ITE, if present. Any unread input is discarded at that time.
read(2) returns data from the keyboard in time-stamped packets: h

unsigned char time_stamp[4];
unsigned char status;
unsigned char data;

time_stamp, when repacked into an integer data type of four or more bytes, specifies the time since an arbi-
trary point in the past (e.g., system start-up time). This point does not change between packets, but time
during a power failure may or may not be counted. The time is in units of tens of milliseconds.

The status byte encodes the state of the keyboard Shift and Ctrl keys:

0x8X  shift and control
0x9X  control only
OxXAX shiftonly

0xBX no shift or control

The data byte contains the actual keystroke.

If the file status flag O_NDELAY is set, read(2) returns O instead of blocking, when no data is available. The
read(2) system call on an HP-HIL keyboard is considered "slow"; that is, it can be interrupted by caught sig-
nals (see signal(2)).

write(2) is not supported by hilkbd.

select(2) can be used to poll for input to read from hilkbd devices. select(2) for write or for exceptional con-
ditions always returns a false indication in the bit masks.

ioctl(2) is used to perform special operations on the device. ioctl(2) system calls have the form:
int ioctl(int fildes, int request, char [arg);
The following hilkbd request codes are defined in <sys/hilioctl.h>:

KBD_READ_CONFIG
Read the configuration code.

This request returns a one-byte configuration code in the char variable to which arg points.
This contains a field, defined by KBD_IDCODE_MASK, which specifies the keyboard
identification code. The possible values of this field are defined in the header file, and this
identification code affects interpretation of the language code. All other fields in the
configuration code are currently undefined.

KBD_READ_LANGUAGE
Read the language code.

This request returns a one-byte language code, as read from the keyboard, in the char
variable to which arg points. If there is more than one keyboard, the language is taken
from the first keyboard on the link. Interpretation of the language code is affected by the
keyboard identification field within the configuration code.
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KBD_STATUS Read the keyboard status register.

This request returns a one-byte value containing bit flags specifying the state of the shift
and control keys in the char variable to which arg points:

KBD_STAT_LEFTSHIFT The left shift key is up
KBD_STAT_RIGHTSHIFT  The right shift key is up
KBD_STAT_SHIFT Both shift keys are up
KBD_STAT_CTRL The control key is up

Other bits are undefined.

KBD_REPEAT_RATE
Set the keyboard auto-repeat rate.

The one-byte value to which arg points is the negative of the repeat period, in tens of mil-
liseconds. The repeat rate is the reciprocal of the repeat period. A parameter of zero dis-
ables auto-repeat.

KBD_REPEAT_DELAY
Set the keyboard auto-repeat delay.

The one-byte value to which arg points is the negative of the repeat delay, in tens of mil-
liseconds.

KBD_BEEP Cause an audible beep.

The one-byte value to which arg points specifies the volume of the beep, within the range 0
through KBD_MAXVOLUME. Implementations with fewer than KBD_MAXVOLUME discrete
levels of volume will scale the parameter into the smaller range.

ERRORS
[EINVAL] An invalid parameter was detected by ioctl(2).
[EINTR] A signal was caught during a read(2) system call.
[ENXI0] No keyboard is present on the HP-HIL link specified by the minor number.
[ENODEV] An attempt was made to use write(2) using hilkbd.
[EBUSY] The device is already open.
AUTHOR

hilkbd was developed by the Hewlett-Packard Company.

FILES
/dev/hilkbdO

SEE ALSO
termio(7), hil(7), mknod(1M), select(2), signal(2).
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NAME
hpib - Hewlett-Packard Interface Bus driver (OBSOLETED AT 10.30)

SYNOPSIS
#include <sys/hpibio.h>

DESCRIPTION
HP-IB is Hewlett-Packard’s implementation of the Institute of Electrical and Electronic Engineers Standard
Digital Interface for Programmable Instrumentation (IEEE Std 488-1978). This section describes the use of
the HP-1B driver in the HP-UX system.

Auto-addressed Files vs. Raw Bus Files

A major distinction is made in the HP-UX driver between "auto-addressed" files and "raw bus" files. An
auto-addressed file is associated with a specified address on the HP-IB. The user need not be concerned
with any HP-IB addressing or commands; the driver handles device addressing and unaddressing during
data transfers. However, the user is limited to transactions to and from a single device. A raw bus file, on
the other hand, gives the user access to the entire HP-1B; responsibility for all commands and addressing
lies with the user. The raw bus file is typically used to access multiple devices on the same bus, as well as
provide universal device commands such as interface clear and parallel poll.

Although differences exist between auto-addressed and raw bus files, the user/driver interface is consistent
across both types. Therefore, each category of requests is presented with separate subsections for auto-
addressed and raw bus files.

Naming Convention
HP-IB device files are named according to the following format:

/dev/hpib/c #[t #d0O]

where c# specifies the card instance of the bus, t # specifies the HP-IB address on that bus, and dO
specifies a device unit of zero. A device file specifying only the card instance denotes the raw bus. Files
with the address suffix are auto-addressed.

Device Attributes
HP-IB attributes are classified into two groups, per-open and per-interface. File descriptors obtained from
separate open() requests have separate per-open attributes (see open(2)); changing an attribute from the
per-open group affects requests on that file descriptor only. Attributes in the per-interface group are
shared by all file descriptors on that interface; changing an attribute from one file descriptor affects all
users of the interface.

The per-open set of attributes and the driver requests to change them are listed in the following table. All
other attributes are per-interface.

Attribute Driver Request
timeout HPIB_TIMEOUT

write termination mode HPIB_EOI

read termination pattern HPIB_READ_PATTERN
read termination reason HPIB_TERM_REASON

signal mask HPIB_SIGNAL_MASK
lock count HPIB_LOCK
wait events HPIB_WAIT_ON_STATUS

Transfer Requests
The standard read() and write() requests are used for data transfer over HP-1B (see read(2) and
write(2)). However, their actions are slightly different for each type of file. Raw bus files place data
directly onto the bus. No addressing or unaddressing of devices is done by the driver; this is the user’'s
responsibility.

On the other hand, the driver does all addressing for transactions with auto-addressed files. The actual
sequence of events is:

UNL, <device addressing>, <data>, <terminator>

All write requests end when the specified number of bytes has been transferred over the bus. Optionally,
the HP-IB END message can be sent with the last byte written; this is controlled via the HPIB_EOI
request. All read requests end when the specified number of bytes has been read over the bus or when the
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device asserts EOI. In addition, a single character can be designated to end the read operation via the
HPIB_READ_PATTERNMequest.

Control Requests
Control requests cause some action on the bus. All such requests have the same format:

struct io_ctl_status {

int type;
int arg[3];
} hpib_control;
ioctl(fildes, 10_CONTROL, &hpib_control);
In the io_ctl_status structure, the type field specifies the type of control function required, while
the arg array holds any associated arguments. The defined values for type and their use are described

as follows:

HPIB_TIMEOUT  Set the timeout. If any transaction for this file takes longer than arg[0]
microseconds, it is aborted with a status of ETIMEDOUT returned to the user. This is
used mainly for detecting device failure. A timeout of O is equivalent to infinity; that
is, no transaction will time out.

HPIB_WIDTH Set the width of the interface. This request specifies the number of valid data lines on
transfers; arg[0] holds the desired interface width in bits. All future read requests
inspect only the least significant arg[0] data lines, and all future writes present
data on only those lines. The state of all other data lines is indeterminate.

HPIB_SPEED Set the transfer speed of the interface. The desired data transfer speed in kilobytes
per second is specified in arg[0] . Note that this value is advisory only, and is typi-
cally used by the driver to determine the method of data transfer.

HPIB_EOI Enable/disable EOI assertion on writes. If arg[0] is nonzero, all subsequent writes
end with EOI asserted on the last byte transferred. A zero arg[0] disables EOI
assertion.

HPIB_SYSTEM_CTLR
Make the interface system controller or non-system controller. If arg[O] is

nonzero, the interface becomes the system controller. A zero in arg[0] sets the
interface to non-system controller. This request is applicable to raw bus files only.

HPIB_READ_PATTERN
Enable or disable pattern matching on reads. If arg[0] is nonzero, all subsequent
reads terminate when the pattern specified in arg[l] is encountered in the input
stream. This termination condition is subject to all other termination conditions in
effect for the file. Only the n least significant bits of the pattern are used in the
match, where n is the interface’s current width, set via HPIB_WIDTH. A zero
arg[0] disables read pattern matching.

HPIB_SIGNAL_MASK
Define signaling events. This request allows the calling process to receive a signal
when some event occurs on the HP-1B. The event or events are specified by computing
the bitwise inclusive OR of the values from the list below, and placing the mask in
arg[0] . All of these events can be enabled on raw bus files, but only ST_SRQand
ST_PPOLL apply to auto-addressed files.

ST_SRQ Signal on assertion of Service Request (SRQ).
ST _PPOLL Signal when device responds to Parallel Poll.
ST _REN Signal when interface enters remote state.
ST_ACTIVE_CTLR Signal when interface becomes active controller.
ST_TALK Signal when interface is addressed to talk.

ST _LISTEN Signal when interface is addressed to listen.

ST _IFC Signal on assertion of Interface Clear (IFC).

ST _DCL Signal on receipt of Device Clear (DCL).
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ST _GET Signal on receipt of Group Execute Trigger (GET).

When any subsequent flagged event occurs, the process is sent SIGEMT. The user
should set up a handler to trap this signal via signal() or sigvector() (see
signal(2) or sigvector(2)). The reason for interrupt can be obtained via the
10_STATUS request HPIB_SIGNAL_MASK Each request overwrites the previous
mask for the file; therefore events can be disabled by using a zero arg[0]

If ST_PPOLL s flagged, the user supplies additional information in the arg array.
For raw bus files, the low-order bytes of arg[l] and arg[2] contain eight-bit
masks with each bit corresponding to a Data 1/O (D10) line and the least significant bit
mapped to DIO1. When a device responds to parallel poll, it asserts the appropriate
line; arg[l] 's bits indicate the parallel poll sense of this assertion. Bits set in
arg[2] indicate that the corresponding address is capable of responding to polling.
For auto-addressed files, arg[1] specifies the parallel poll sense of the assigned
device's response to parallel poll. Parallel poll interrupts can be enabled only if the
interface is the active controller.

HPIB_LOCK Lock or unlock the HP-IB interface. Setting arg[0] to LOCK_INTERFACHocks
the HP-IB interface, giving the calling process exclusive access to the card and bus.
The lock is incremental; that is, if the interface is already locked by the current pro-
cess, additional lock requests increment a per-open lock count maintained in the h
driver.

An arg[0] of UNLOCK_INTERFACHecrements the per-open lock count; when
the total interface lock count drops to zero, the lock is cleared. The lock can also be
cleared by setting arg[0] to CLEAR_ALL_LOCKSwhich removes all locks held by
the current process.

After a successful lock or unlock, arg[l] contains the current lock count for this
open, and arg[2] contains the total lock count on this interface.

While the interface is locked, other processes that attempt to access the bus or inter-
face are blocked until either the interface becomes unlocked or the process's per-open
timeout (set via HPIB_TIMEOUT) expires. However, if the O_NDELAYfile status
flag is set (see fcntl(5)), the user request fails and returns immediately with the
EACCES error. See the Summary of Privilege Requirements section for a list of user
requests that might block.

HPIB_ADDRESS Set the HP-1B address to which the interface responds when it is not the active con-
troller. The bus address is set via arg[0] , and must be between 0 and 30 decimal.
Two additional flags, HPIB_TALK ALWAYSand HPIB_LISTEN_ALWAYS can be
set by computing the bitwise inclusive OR of their values with the address. These
flags enable the interface to talk, and/or listen always, respectively. This request is
applicable to raw bus files only.

HPIB_RESET Reset the device or bus, depending on which of the following values is in arg[0]
DEVICE_CLR Address the device and send a selective device clear (SDC)
command. This applies only to auto-addressed files.
BUS CLR Assert Interface Clear (IFC) and Remote Enable (REN),
and clear Attention (ATN).
HW_CLR Reset bus interface card. The card is self-tested and if

the card is system controller, IFC is pulsed. All other
card state information is preserved. This applies to raw
bus files only.

HPIB_PPOLL_RESP

Control the interface's response to parallel poll. When the interface is not acting as
active controller, it can be enabled to respond to parallel polling by the current active
controller. If arg[0] is nonzero, the interface responds to parallel poll. arg[1]
specifies the DIO line on which the card responds; arg[l] has a value between O
and 7, with a value of O mapping to DIO1, 1 mapping to DIO2, and so forth. The
parallel poll sense of the response is determined by arg[2] . An arg[0] of zero
disables the interface's response to parallel poll.
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For auto-addressed files, the file's associated device address is configured, rather than
the interface.

HPIB_PPOLL_IST
Enable or disable response to parallel poll. 1f arg[0] is nonzero, the interface
responds to parallel poll. An arg[0] of zero disables the interface's response. This
differs from the previous request, because the parallel poll sense and address of the
interface’s response are unchanged. This request applies to raw bus files only.

HPIB_REN Place a device into or out of the remote state. For a raw bus file, this request merely
sets or clears the Remote Enable line, depending on whether arg[0] is nonzero or zero
respectively. For auto-addressed files, a nonzero arg[0] asserts the Remote Enable
line and addresses the device. If arg[0] is zero, the device is removed from the remote
state by sending it a Go-to-Local command (GTL).

HPIB_SRQ Request service. This request causes the interface to assert the Service Request line
(SRQ) until it is serially polled. At that time it responds with the status byte given in
arg[1] . Thisrequest applies to raw bus files only.

This request is normally used only when the interface is not the active controller.
Nonetheless, the active controller can assert SRQ, and the HPIB_BUS_STATUS
request will reflect the assertion; however, the SRQ line does not change state until
the interface passes control.

HPIB_PASS_CONTROL
Pass active control of the bus. If the interface is currently active controller, this
request relinquishes control of the bus, passing it instead to the device at the bus
address in arg[0] . Passing control should be done with care, since it is not possible
to detect whether the named device can indeed assume bus control. This request
applies only to raw bus files.

HPIB_GET_CONTROL
Become active controller. This request causes the interface to assert Interface Clear
(IFC) and Remote Enable (REN) as a means of regaining control of the HP-1B. It
applies only to raw bus files.

Transparent Bus Request
This request allows a user to send direct commands over the HP-IB; it should be used with care, since
improper use might place the bus in an unusable state.

The transparent bus request takes the following form:
struct hpib_command {

int length;
char bufferflMAX_HPIB_COMMANDS];
} hpib_cmd;
ioctl(fildes, HPIB_COMMAND,&hpib_cmd);

This call transmits length bytes of data in buffer over the HP-IB with Attention (ATN) asserted. On comple-
tion of the request, ATN remains asserted.

For commands sent through an auto-addressed file, buffer is surrounded with the appropriate device
addressing. What appears on the bus is:

UNL, TALK CIC, LISTEN device, buffer
This differs from the approach toward a raw bus file. For such files, the buffer is merely placed on the bus
with ATN asserted, with no addressing or unaddressing.

Status Requests
These requests are used to obtain information about the general state of a device or the HP-1B. Their cal-
ling sequence is similar to that of control requests:

struct io_ctl_status hpib_status;

ioctl(fildes, 10_STATUS, &hpib_status);
As with the data structure to control requests, the type field specifies the type of information requested,
while the arg array holds clarification data. The defined status requests for HP-IB and their use are
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described as follows:

HPIB_ADDRESS Return the bus address associated with the file in arg[0]
HPIB_TIMEOUT  Return the interface’s timeout in microseconds in arg[0]

HPIB_WIDTH Return the interface’s path width in bits in arg[0]

HPIB_SPEED Return the interface's data transfer rate in K-bytes per second in arg[0].

HPIB_READ_PATTERN
Return the interface’s read termination pattern in arg[0] ; if pattern matching is not
enabled, arg[0] holdsa-1.

HPIB_SIGNAL_MASK
Return the reason for the last signal. This request returns a mask in arg[0] , with
bits set indicating the reason(s) for the last SIGEMT sent to the user process. Bit
definitions are identical to those of the corresponding IO _CONTROLrequest.

HPIB_LOCK Return lock status. If the device is locked to a process, return that process ID in
arg[0] and the interface lock count in arg[l] . If the device is not locked,
arg[0] holdsa-1.
HPIB_TERM_REASON h

Return end conditions for the last read from this device or bus. This request returns a
byte in arg[0] , with a mask of reason(s) for the completion of the last read from the
device or raw bus. Applicable bits are:

TR_COUNT Read requested number of bytes.
TR_MATCH Detected specified match pattern.
TR_TIMEOUT Timed out.
TR_END Device asserted EOI.
TR_ERROR Detected bus error.
TR_NOTERM No read done since open.
HPIB_PPOLL Conduct a parallel poll. This request returns the bus response to parallel poll in the

least significant byte of arg[0] , with DIO1 corresponding to the least significant bit.
The driver delays at least 100 microseconds before reading the poll response, thus
allowing the use of HPIB_PPOLL on systems with extended buses. This request
applies to both auto-addressed and raw bus files.

HPIB_SPOLL Conduct a serial poll. For raw bus files, this request conducts a serial poll of the dev-
ice address in arg[l] ; the status byte returned by the device is available in
arg[0] . Auto-addressed files ignore any address in arg[1l] , polling instead the
device's predefined address.

HPIB_BUS_STATUS
Return the status of the HP-1B. This request, applicable to both types of files, returns
information related to the current bus state. On return, arg[0] holds a value with
bits set indicating:

ST_NDAC NDAC is being asserted.
ST_SRQ SRQ is being asserted.
ST _REN Interface is in the remote state.

ST_ACTIVE_CTLR Interface is active controller.
ST_SYSTEM_CTLR Interface is system controller.
ST_TALK Interface is addressed to talk.

ST _LISTEN Interface is addressed to listen.
ST_TALK_ALWAYS Interface is configured to talk always.

ST_LISTEN_ALWAYS
Interface is configured to listen always.
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HPIB_WAIT_ON_PPOLL
Wait (sleep) until a given device responds to parallel poll. This request blocks the user
until either the user’s device responds to parallel poll (for auto-addressed files) or until
any enabled devices respond (for raw bus files).

For a raw bus file, arg[1] and arg[2] contain eight-bit masks as defined in the
HPIB_SIGNAL_MASK request. The return value of the request in arg[0]  shows
which devices responded to parallel poll.

For an auto-addressed file, arg[l] specifies the sense of the particular device's
assertion. Successful completion of the request implies that the device responded.

HPIB_WAIT_ON_STATUS
Wait (sleep) until any of a set of given states is entered. The event(s) to await are
specified by computing the bitwise inclusive OR of the values from the list below, and
placing the mask in arg[0] . Applicable bits are:

ST_SRQ Wait until SRQ is asserted.
ST_ACTIVE_CTLR Wait until user is active controller.
ST_TALK Wait until user is addressed to talk.
ST _LISTEN Wait until user is addressed to listen.

Note that more than one bit can be set, thereby waiting for any of the events to occur.
The return value in arg[0] is modified to show the actual event(s) that ended the
wait. This is applicable to raw bus files only.

HPIB_INTERFACE_TYPE
Return the interface type. This returns one of two values in arg[0]

HPIB_INTERFACE The open file is a HP-1B raw bus file.
HPIB_DEVICE The open file is a HP-1B auto-addressed file.

Extended Status Request
If the user wants to obtain several status variables in one request, the following request can be used:

struct io_environment hpib_env;
ioctl(fildes, 10_ENVIRONMENT, &hpib_env);
where the i0_environment structure includes the following fields:

int interface_type;
int timeout;

int status;

int term_reason;

int read_pattern;
int signal_mask;

int width;

int speed;

int locking_pid;

Summary of Privilege Requirements
The following table summarizes which ioctl() requests can be performed under what circumstances
(see ioctl(2)). The first three columns indicate whether the interface must be in the controlling state given
to perform the request. An entry of Y means that the interface must be in that state, N means that the
interface must not be in that state, and — means that the state is irrelevant. The next two columns indicate
whether the request works for auto-addressed or raw bus files. The final column indicates whether the
request is subject to blocking while the interface is locked (see HPIB_LOCK).

If an entry is marked with an asterisk (* ), check the particular request for more information.
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Non- | Active | System | Auto | Raw Lock
Request Ctlr Ctlr Ctlr Addr | Bus | Enforced
I0_CONTROL
HPIB_TIMEOUT - - - Y Y N
HPIB_WIDTH - - - Y Y Y
HPIB_SPEED - - - N Y Y
HPIB_EOI - - - Y Y N
HPIB_SYSTEM_CTLR - - - N Y Y
HPIB_READ_PATTERN - - - Y Y N
HPIB_SIGNAL_MASK | ] - Y Y Y
HPIB_LOCK - - - Y Y Y
HPIB_ADDRESS - - - N Y Y
HPIB_RESET
DEVICE_CLR N Y - Y N Y
BUS_CLR - - Y Y Y
HW_CLR - - - N Y Y
HPIB_PPOLL_RESP N Y Y Y Y
HPIB_PPOLL_IST - - - N Y Y
HPIB_REN - - Y Y Y
HPIB_SRQ - ] - N Y Y
HPIB_PASS_CONTROL Y - N Y Y
HPIB_GET_CONTROL - - Y N Y Y
HPIB_COMMAND N Y - Y Y Y
I0_STATUS
HPIB_ADDRESS - - - Y Y Y
HPIB_TIMEOUT - - - Y Y N
HPIB_WIDTH - - - Y Y N
HPIB_SPEED - - - Y Y N
HPIB_READ_PATTERN - - - Y Y N
HPIB_SIGNAL_MASK - - - Y Y N
HPIB_LOCK - - - Y Y N
HPIB_TERM_REASON - - - Y Y N
HPIB_PPOLL N Y - Y Y Y
HPIB_SPOLL N Y - Y Y Y
HPIB_BUS_STATUS - - - Y Y Y
HPIB_WAIT_ON_PPOLL N Y - Y Y Y
HPIB_WAIT_ON_STATUS| - - - N Y Y
HPIB_INTERFACE_TYPE - - - Y Y N
10_ENVIRONMENT - - - Y Y Y

Default Configuration
The default configuration of any HP-IB file is:

Timeout Infinite

Path Width 8 bits

Transfer Speed 0

EOI Assertion Enabled
Pattern Match Disabled

Enabled Signals None

Locking Unlocked

Termination Reason TR_NOTERM

ERRORS
A -1 return value for a driver request indicates that an error occurred; errno is set to specify the reason.
In addition to errors defined in open(2), close(2), read(2), write(2), and ioctl(2), a driver request can fail if
any of the following conditions are encountered:

[EACCES] The interface is not in the active-controller or system-controller state.
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[EACCES] The interface is currently locked by another process via HPIB_LOCK.

[EACCES] A request to access the file would block and the O_NDELAYfile status flag is set for
the file descriptor.

[EINVAL] The request is not applicable to this type of file. Alternatively, type or arg has an
invalid value.

[EINTR] An interface power failure occurred during the processing of this request; the device
might have lost state.

[EINTR] A signal was received either while waiting for the interface to become unlocked, or
while waiting for a HPIB_WAIT_ON_PPOLL or HPIB_WAIT_ON_STATUS
request.

[EI0] An unclassified error occurred.

[EMFILE] The number of simultaneous open() requests on this interface exceeds the max-
imum allowed.

[ENXIO] No bus interface is associated with the device file.

[EPERM] An attempt was made to unlock an interface that was not locked.

[ERANGE] The interface lock count was exceeded.

[ETIMEDOUT] The transaction did not complete within the timeout specified.

WARNINGS
It is possible to circumvent the bus protection mechanisms afforded by the auto-addressed and raw bus
dichotomy. Specifically, a user of an auto-addressed file can send commands to any or all devices on the
bus with the HPIB_COMMANIBequest, if the proper device addressing is done within the data buffer.

The HPIB_LOCK request should be used with care. Since it provides an exclusive lock, invoking the
HPIB_LOCK blocks access to any system disk or swap device on the associated bus.

Processes that use HPIB_LOCK should clear all locks before exiting. The driver attempts to clear them if
the process terminates unexpectedly; however, a lock might be left outstanding if the locker dies after
creating new file descriptors (via fork() or dup() that refer to the same device file (see fork(2) or
dup(2)). Ensuring that all open file descriptors on a given interface are closed remedies the situation.

By default, some HP-IB peripherals respond to parallel poll on DIOn, where n has the value of 8 minus the
device's bus address. That is, a device at address 6 can respond on DIO2. Therefore, the results of an
HPIB_PPOLL request can be misleading if some devices are not remotely configured.

It is impossible to transfer data using a secondary address in a single driver request.
DEPENDENCIES
HP 27110B

The HPIB_SPEED and HPIB_SYSTEM_CTLRrequests are not supported; they are configured by
switches on the device adapter.

The HPIB_SRQ request can affect only the RQS bit of the serial poll response byte; all other bits are
masked to zero by the hardware.

AUTHOR
hpib was developed by HP.

FILES
/dev/hpib/*

SEE ALSO
fentl(5), ioctl(2), signal(2), sigvector(2), specific device documentation in section 7.
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NAME
inet - Internet protocol family

SYNOPSIS
#include <sys/types.h>
#include <netinet/in.h>

DESCRIPTION
The internet protocol family is a collection of protocols layered on top of the Internet Protocol (IP) net-
work layer, which utilizes the internet address format. The internet family supports the SOCK_STREAM
and SOCK_DGRAM socket types.

Addressing
Internet addresses are four byte entities. The include file <netinet/in.h > defines this address as the
structure struct in_addr

Sockets bound to the internet protocol family utilize an addressing structure called struct
sockaddr_in . Pointers to this structure can be used in system calls wherever they ask for a pointer to a
struct sockaddr

There are three fields of interest within this structure. The first is sin_family  , which must be set to
AF_INET. The next is sin_port , which specifies the port number to be used on the desired host. The
third is sin_addr , which is of type struct in_addr , and specifies the address of the desired host.

Protocols
The internet protocol family is comprised of the IP network protocol, Internet Control Message Protocol
(ICMP), Transmission Control Protocol (TCP), and User Datagram Protocol (UDP). TCP is used to support the
SOCK_STREAMOocket type while UDP is used to support the SOCK_DGRAMNbcket type. The ICMP mes-
sage protocol and IP network protocol are not directly accessible.

The local port address is selected from independent domains for TCP and UDP sockets. This means that
creating a TCP socket and binding it to local port number 10000, for example, does not interfere with creat-
ing a UDP socket and also binding it to local port number 10000 at the same time.

Port numbers in the range 1-1023 inclusive are reserved for use by the super-user only. Attempts to bind
to port numbers in this range by non-super-users fail and result in an error returned.

AUTHOR
inet was developed by the University of California, Berkeley.

SEE ALSO
tep(7P), udp(7P).
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NAME
iomap - physical 1/0 address mapping

SYNOPSIS
#include <sysf/iomap.h>

DESCRIPTION
The iomap mechanism allows the mapping (thus direct access) of physical 1/0 addresses into the user pro-
cess address space. For PA-RISC machines, the physical 1/0 address space begins at 0xXfO0O00000 and
extends to OXIfffffff .

The special (device) files for iomap devices are character special files using the dynamic major number
allocation scheme.

The minor number for iomap devices is of the form:
OXAAAASM

The physical 1/0 address is formed by prefixing OXAAAA with OxF, and by appending 0x000 (this forces the
1/0 address to be page-aligned). The size of the region to be mapped is given by the expression M*(2°S) 4K
pages. For example, the minor number for a device starting at O0xf4000000 that occupies 64MB is
0x4000e1l .

The iomap driver must be explicitly added to the /stand/system file, the kernel rebuilt, and the sys-
tem subsequently rebooted prior to first using iomap .

1/0 space is always mapped with both read and write access rights, regardless of the actual permissions on
the device special file.

Multiple processes can have concurrently a single iomap device opened and mapped. It is the responsibil-
ity of the processes to synchronize their access.

Successive calls to iomap to map the same 1/O space must be identical to the first mapping. Identical
mappings have the same address and size.

Note that a process can additionally share 1/0 space (mapped by iomap ) with a kernel driver. However,
this is only possible if the driver maps in the 1/O space with user read/write access rights using the
appropriate driver 1/0 mapping services. Any I/0 space mapped by drivers with kernel read/write access
rights cannot be concurrently mapped by processes using iomap .

Noread() orwrite()  system calls are supported by the iomap driver.

The ioctl() function is used to control the iomap device. The following ioctl() requests are defined
in <iomap.h >:

IOMAPMAP Map the iomap device into user address space at the location specified by the
pointer to which the (void **) third argument to ioctl() points. If the
argument points to a variable containing a null pointer, the system selects an
appropriate address. ioctl() then returns the user address where the device
was mapped, storing it at the address pointed to by the third argument (see
EXAMPLES below). Multiple processes can concurrently have the same iomap
device mapped.

IOMAPUNMAP Unmap the iomap device from the user address space.

close()  shuts down the file descriptor associated with the iomap device. If the close is for the last sys-
tem wide open on the device, the iomap device is also unmapped from the user address space; otherwise it
is left mapped into the user address space (see IOMAPUNMARbove).

WARNING ]
Be extremely careful when creating and using lIomap devices. Inappropriate accesses to 1/0 devices or
RAM can result in a system crash.

ERRORS
[EINVAL] The address field was out of range, or the ioctl request was invalid.
[ENOMEM] Not enough memory could be allocated for the mapping.
[EBUSY] Device was already mapped and this mapping was not identical to the initial mapping

(same address, size and access rights).
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[ENODEV] Read and write calls are unsupported.

[ENXI0] No such device at the address specified by the minor number.

[ENOSPC] Required resources for mapping could not be allocated.

[ENOTTY] Inappropriate ioctl request for this device type; fildes is not a file descriptor for an

iomap device file.

EXAMPLES
Consider the following code fragment:

#include <sysf/iomap.h>

int_fildes;
void *addr;
addr = REQUESTED_ ADDRESS:;
(void) ioctl(fildes, IOMAPMAP, &addr);
(void) printf("actual address = 0x%x\n", addr);

where fildes is an open file descriptor for the device special file and REQUESTED_ADDRESSthe
address originally requested by the program.

If addr is a null pointer, the system selects a suitable address then returns the selected address in addr. |

If the value in addr is not a null pointer, it is used as a specified address for allocating m