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.10 Laboratory Exercises

In these exercises, you use a command procedure called
HARMLESS_AUTOGEN.COM. This file can be found in a directory pointed
~ to by the logical name COURSE$V5SYSMGT.

HARMLESS_AUTOGEN mimics the actions of SYS$UPDATE:AUTOGEN.COM,

except that it does not create or modify system files or shut down the system.
Instead, it creates files in your default login directory (SYS$LOGIN:).

1. Create a file MODPARAMS.DAT in your default directory SYS$LOGIN:
(not in SYS$MANAGER:). Have it contain values for the following:

Preserve the values of parameters SCSNODE and SCSSYSTEMID
for this system. Use the values that appear in
SYS$SYSTEM:MODPARAMS.DAT.

Set LRPSIZE so that each large request packet (LRP) of nonpaged
pool is 512 bytes.

Set VIRTUALPAGECNT to allow a program to use 20 megabytes
(40960 pages) of virtual memory.

Set MAXSYSGROUP to decrease the maximum UIC group number
for a system user to four.

Set RJOBLIM to allow only four remote terminals to log in concur-
rently.

Increase the number of global sections by six, and the number of
global pages by 300.

Run HARMLESS_AUTOGEN so that it starts at the earliest possible
phase and ends with the phase that reports on system file sizes.
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5.1 Introduction

Essentially, every VMS system is a customized system. Not only does the
choice of hardware vary between installations, but this hardware may be con-
figured many ways. Module 1 covers many of these hardware options, includ-
ing many of the software choices for VMS systems. From these choices, you
configure your system and install software to meet user needs. Because stan-
dard hardware and software may not entirely satisfy user needs, you must
also customize the software on your system by:

® . Creating user accounts

¢ Establishing disk quotas

*  Creating user directories

e Initializing queues

*  Mounting disk volumes

* Modifying system parameters
*  Changing passwords

*  Setting up files and directories for standalone backup and for copying the
console volume

Previous modules cover many of the skills you use to customize the VMS sys-
tem environment, such as creating user accounts and queues. This module
discusses some other customizing skills, such as creating site-specific com-
mand procedures and modifying the DCL environment for the user. Using
all of the skills you learn in this course, you can also customize the system
to improve its performance and efficiency. Module 9 discusses performance
improvement in greater detail.
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5.2 Objectives

To customize a system, the system manager should be able to modify the
site-specific startup files and/or enter DCL commands interactively to:

Create batch and print queues

Identify the functions of the different system startup files
Create system logical names

Set device characteristics

Mount site-specific volumes

Install images

Create reports about the last system failure

Start local DECnet software

Announce system availability

5.3 Resources

AN A A

VMS System Generation Utility Manual

VMS Install Utility Manual

Guide to Setting Up a VMS System

VMS Installation and Operations Guide for your particular VAX system
VMS DCL Dictionary
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5.4 The User Environment
Two principal methods establish the default environment for all processes:

¢  Setting system parameters

¢ Issuing DCL commands

System parameters, which affect all processes, are usually set by the sys-
tem manager. These parameters control the structure of the VMS operating
system. The system generally uses the parameter values assigned before or
during the startup procedure. You can change some parameters while the
system is running, and the new values will be used. However, to use a new
value for most parameters, you must reboot the system. More information
about modifying system parameters is presented in Modules 6 and 9.

DCL commands are issued from the system startup files each time the system
is initialized. Like system parameters, they also affect all processes. The
system manager controls the contents of the system startup files. This module
discusses commands typically executed in the system startup files.

Other DCL commands are issued from the system and user login command
files each time a user logs in or when a batch job runs. These commands
further customize the process environment. The system manager controls the
contents of the system login files. Users control the contents of their own login
file. (Login files are discussed in Module 2.)

You can issue DCL commands to affect all processes interactively (such as
initializing queues or creating logical names). Unless you include the DCL
commands in the startup or login files, you must repeat them each time the
system is started and/or each time a user logs in. Table 5—1 describes the files
that automatically establish the VMS system environment at system startup
and at process creation.
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Table 5-1 Files Controlling the VMS System Environment
System File Information When Used
SYS$SYSTEM:VAXVMSSYS.PAR System parameters System startup
SYS$SYSTEM:STARTUP.COM DCL commands System startup
SYS$MANAGER:SYPAGSWPFILES.COM DCL commands and  System startup
possibly SYSGEN
commands
SYS$MANAGER:SYCONFIG.COM DCL commands System startup
SYS$MANAGER:SYLOGICALS.COM DCL commands System startup
SYS$MANAGER:SYSTARTUP_V5.COM DCL commands and  System startup
possibly INSTALL
commands
SYS$MANAGER:SYLOGIN.COM DCL commands Interactive or
batch process
creation
SYS$LOGIN:LOGIN.COM DCL commands Interactive or
batch process
creation
5.5 System Startup Files

When the VMS operating system is initialized, five startup command proce-
dures execute in the following order:

1. SYS$SYSTEM:STARTUP.COM (site-independent)

AN

SYS$SYSTEM:SYPAGSWPFILES.COM (site-specific)
SYS$SYSTEM:SYCONFIG.COM (site-specific)

SYS$SYSTEM:SYLOGICALS.COM (site-specific)
SYS$MANAGER:SYSTARTUP_V5.COM (site-specific)

The VMS operating system automatically invokes the command procedure
STARTUP.COM at system initialization. STARTUP.COM then invokes the
other procedures. All site-specific files are located in SYSSMANAGER and
have a prefix of SY to distinguish them from other system startup files.
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5.5.1 Site-Independent Startup File: STARTUP.COM

The startup files listed previously are distributed as part of the VMS operating
system. The file STARTUP.COM contains commands necessary to initialize
any VMS system. The other files, which are initially empty, are intended
to contain site-specific commands (commands that depend upon your partic-
ular system configuration). Later sections of this module contain detailed
descriptions of the site-specific command procedures.

All major releases, and some minor releases of the VMS operating system
delete and replace STARTUP.COM. If a command in STARTUP.COM does not
create the environment you want, it is better to override that command with
a command in SYCONFIG.COM, or SYSTARTUP_V5.COM, than to change
the command in STARTUP.COM itself.

STARTUP.COM uses a series of component files that accomplish many func-
tions, such as:

*  Agsigning logical names required by certain VMS system software
*  Agsigning logical names to the VMS gystem directories

* Starting up system processes such as JOB_CONTROL, OPCOM, and
ERRFMT

¢ Installing known images
* Connecting all standard devices

¢  Calling the site-specific startup command procedures

These component files are located in a set of directories associated with the
system-wide logical name SYS$STARTUP.

STARTUP.COM starts up the system in four basic phases. Three data files
located in SYS$STARTUP are involved in the phased startup:

e  VMS$PHASES.DAT (do not modify)
e  VMS$VMS.DAT (do not modify)
e VMS$LAYERED.DAT
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5.5.2

5.5.3

Never modify VMS$PHASES.DAT or VMS$VMS.DAT. These files contain im-
portant site-independent information that can change from one VMS system
release to the next. The data file VMS$LAYERED.DAT, managed through
the SYSMAN utility, contains information about the various layered soft-
ware products purchased for your system. For more information on these
component files, see the Guide to Setting Up a VMS System.

Installing Paging and Swap Files: SYPAGSWPFILES.COM

SYS$MANAGER:SYPAGSWPFILES.COM is the first site-specific startup file
invoked by STARTUP.COM. It is used to install page and swap files on disks
other than the system disk.

Before invoking SYPAGSWPFILES.COM, STARTUP.COM first activates the
following files (if they exist) in SYS$SYSTEM:

¢ PAGEFILE.SYS
* SWAPFILE.SYS
* SYSDUMP.DMP

After these files are activated, SYPAGSWPFILES.COM is invoked, allowing
the system manager to direct the system to activate other paging and swap
files on other disks. You might consider creating additional paging and swap
files if you have a large system with lots of memory and/or processes, or if you
want to distribute paging and swap file activity across multiple disks.

To activate additional paging and swap files, place whatever commands are
needed for the installation, including:

* INITIALIZE
e MOUNT
¢ SYSGEN

When SYPAGSWPFILES.COM completes execution, control is returned to
STARTUP.COM.

Configuring Devices: SYCONFIG.COM
SYS$MANAGER:SYCONFIG.COM is the second site-specific startup file in-

voked by STARTUP.COM. SYCONFIG.COM is used to connect special devices
to the system and load their I/O drivers.
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- 5.5.4

You can configure some devices or all devices from this file. Generally you con-
figure only nonstandard (special) devices within this command file. SYSGEN
commands are typically placed within this file, although you might also use
MOUNT and SET DEVICE commands to completely configure devices.

After SYCONFIG.COM completes execution, STARTUP.COM executes the
SYSGEN command AUTOCONFIGURE ALL which automatically configures
all known devices attached to the system according to parameters set in the

SYSGEN parameter file. You can suppress this autoconfiguration by setting
the following symbol within SYCONFIG.COM:

$ STARTUPSAUTOCONFIGURE_ALL == 0

If you set this symbol, the CONFIGURE section of STARTUP.COM does not
execute. You must ensure that all devices are properly configured within
SYCONFIG.COM.

Defining System-Wide Logical Names: SYLOGICALS.COM

SYS$MANAGER:SYLOGICALS.COM, the third site-specific command file
invoked by STARTUP.COM, is used to define system-wide logical names.
STARTUP.COM also defines system-wide logical names, so you only have to
define those logical names specific to your particular site. Table 5-2 lists some
of the logical names commonly defined in SYLOGICALS.COM for any given
VMS operating system site.
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Table 5-2 Some Standard Logical Names to Define in Site-Specific

Startup File

Name Definition

Function

SYS$SYLOGIN Name of system man-
ager’s login command
procedure

SYS$ANNOUNCE Line of text or name of
file containing text

SYS$WELCOME Line of text or name of
file containing text

The system executes this
procedure when it creates
a process.

The system displays this
line, or the contents of the
file, when the user presses
the RETURN key to log
in.

The system displays
this line, or the contents
of the file, after a user
successfully logs in (by
default, "welcome to vMs
vs5.2")

To create system-wide logical names, use one of the DCL commands shown in

Table 5-3.

Table 5-3 Assigning System Logical Names

Operation

Command Format/Examplet

Create or replace a
system logical name

Delete a system logical
name

$ ASSIGN/SYSTEM eqv-name log-name
$ DEFINE/SYSTEM log—-name eqv-name
$ ASSIGN/SYSTEM SYS$SYSTEM:NOTICE.TXT NOTICE

$ DEASSIGN/SYSTEM log-name
$ DEASSIGN NOTICE

TRequires SYSNAM privilege or a system UIT

Typically you would use the /NOLOG qualifier with either DEFINE or ASSIGN
to reduce the amount of printout on the console terminal during system

startup.
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Security considerations require you to define some system-wide logical names
as executive-mode logical names. Whenever you decide to define a system-
wide logical name, consider its use by privileged images, or in situations when
the integrity of the system could be compromised by incorrect logical names.

To define an executive-mode logical name, use the following command format:

$ DEFINE/SYSTEM/EXECUTIVE logical-name equivalence-name
$ DEFINE/SYSTEM/EXECUTIVE CLASSIFICATIONS SECURE:[ADMIN]CLASS.DAT

It is strongly recommended that executive-mode logical names be used for
system components and files. For example:

*  Public disks and directories
* SYSUAF.DAT

e RIGHTSLIST.DAT

e VMSMAIL.DAT

¢ NETPROXY.DAT

One executive-mode logical name commonly defined within SYLOGICALS.COM
is SYSUAF, a pointer to the site user authorization file (SYSUAF.DAT):

$ DEFINE/SYSTEM/EXECUTIVE/NOLOG SYSUAF SYS$SYSTEM:SYSUAF.DAT

Defining the SYSUAF logical name this way allows you to access SYSUAF.DAT
(using the Authorize utility) without having to set SYS$SYSTEM as your
default directory. Other examples of logical name definitions are shown in
Example 5-1.
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St

3! Assign site-specific logical names

St

$ ASSIGN /SYSTEM /EXEC DISKS$USER: [PUBLIC] SYS$PUBLIC

$ MASSIGN /SYSTEM /EXEC DISKSUSER: [TOOLS] SYSS$TOOLS

$ ASSIGN /SYSTEM /EXEC "This is the MENTOR system" SYS$ANNOUNCE
$ ASSIGN /SYSTEM /EXEC "@SYSS$SMANAGER :WELCOME . TXT" SYS$WELCOME
st

Example 5-1 Assigning Site-Specific System Logical Names (SYLOGICALS.COM)

For a complete discussion of logical names and the commands DEFINE and
ASSIGN, refer to the VMS DCL Dictionary.

5.5.5 General Site-Specific Startup Functions: SYSTARTUP_V5.COM

The final site-specific command procedure invoked by STARTUP.COM is
SYS$MANAGER:SYSTARTUP_V5.COM.

NOTE

Prior to VMS Version 5, this site-specific command file was called
STARTUP.COM. SYSTARTUP_V5.COM performs the same func-
tions as STARTUP.COM, with the exception of those functions per-
formed by the site-specific command files.

SYSTARTUP_V5.COM is used to accomplish functions not covered by the
other site-specific command files, such as:

*  Mounting public disks

*  Setting device characteristics

* Initializing and starting batch and print queues
¢ Installing known images

¢ Starting up DECnet software

*  Analyzing the most recent system failure

*  Purging unwanted operator log files

e  Starting up the LAT network
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e Defining the maximum number of interactive users
¢  Announcing that the system is up and available

¢  Allowing users to log in
Each of these functions is discussed later in this module.

Many different DCL and utility commands are used to perform the functions
listed above. A common mistake made by a new system manager is to place
all the necessary commands into SYSTARTUP_V5.COM. This results in a
single, lengthy command file. It is better to create SYSTARTUP_V5.COM as
a “shell” procedure that invokes one separate, independent command file for
each startup function. The benefits of this startup approach are:

*  You only need to edit a small command file to change the effects of any
startup function.

¢  Accidental editing is significantly minimized.

*  Modifications are easier to document. (Include an “edit history” in the
associated function command file.)

*  Functions can be separately executed after the system is started.

There are times during normal system operation when you need to execute
the commands found within a particular function command file. One exam-
ple of this is when, for some reason, the queue manager function of the JOB_
CONTROL process must be restarted. When this happens, you need to restart
the print and batch queues. If you put all the initialization and startup func-
tions for system queues in a separate command file, you only execute that
particular command file to restart your entire queue system. (This subject is
discussed in Module 3.)

Example 5-2 shows a sample SYSTARTUP_V5.COM procedure. The sec-
tions following the example discuss the procedures invoked from this sample
SYSTARTUP_V5.COM file. For more information on system startup files, see
the Guide to Setting Up a VMS System.

5.5.5.1 Mounting Public Disks

Mount the volumes that should be brought on-line each time the system is
initialized (using the DCL command MOUNT) in the site-specific startup pro-
cedure. These volumes usually include all public volumes (volumes accessible
to all users and controlled by the system manager). Module 4 describes public
volume management.
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In Example 5-3, commands from the sample MOUNTDSK.COM procedure
mount two public volumes. The commands include the /SYSTEM qualifier to
make these volumes available to all users and to store the specified logical
name in the system logical name table. By default, logical names for devices
are created with the concealed and terminal attributes. Because of the con-
cealed attribute, DCL commands display the logical name for the device, not
the real device name. This gives system managers the ability to load a volume
in any available device, without confusing the users, who simply specify the
logical name.

For example, users might be accustomed to seeing the device name WORK1
displayed as their default device name. If the manager moves their volume
to another drive, but still assigns it the name WORK1, the users do not know
that it was moved. They can continue to refer to the volume using the same
name as before. Because of the terminal attribute, the system does not try to
translate the real device name when it is returned to the equivalence string.
Instead, it terminates translation activities, thereby saving time. More infor-
mation on the MOUNT command can be found in Module 4 or in the VMS
DCL Dictionary.

When you issue the MOUNT command in SYSTARTUP_V5.COM (or a proce-
dure invoked from SYSTARTUP_V5.COM), the qualifier /NOASSIST is the de-
fault, rather than the usual /ASSIST default. This change enables the system
to start up even if you have not physically mounted all public volumes.
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SET NOON

SET NOCONTROL_Y

!4+

! SYSSMANAGER:SYSTARTUP_V5.COM

!

! This is a sample site-specific system startup command file
! =

!

! Create logical name for supporting command procedures
DEFINE/NOLOG STARTUP_PROCS SYS$SYSROOT: [SYSMGR.STARTUP]
!

! Mount site-specific volumes

@STARTUP_PROCS : MOUNTDSK .COM

!

! Set device characteristics
@STARTUP_PROCS:DEVICES.COM

!

! Initialize and start print and batch queues
@STARTUP_PROCS :QUEUES .COM

!

! Install known images

@STARTUP_PROCS: INSTALL.COM

!

! Start DECnet

@SYSSMANAGER: STARTNET . COM

!

! Start LAT network

@SYS$MANAGER : LTLOAD . COM

!

! Create reports about the last system failure
@STARTUP_PROCS:REPORT FAILURE.COM

!

! Purge old versions of operator log files
PURGE/KEEP=3 SYS$MANAGER:OPERATOR.LOG

!

! Set the maximum number of interactive users
STARTUPS$INTERACTIVE LOGINS == 40

!

! Announce availability of the system to all terminals
SUBMIT STARTUP_PROCS:START ANNOUNCE.COM

1

! End of SYS$MANAGER:SYSTARTUP V5.COM

EXIT

Example 5-2 SYSTARTUP_V5.COM Command Procedure
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$t

$! Mount public disk volumes

St

$ MOUNT /SYSTEM DBA2: DATAl3 DATADISK
$ MOUNT /SYSTEM DBA3: USER

Example 5-3 Mounting Site-Specific Volumes (MOUNTDSK.COM)

5.5.5.2 Setting Device Characteristics

The VMS operating system supports terminals that have a variety of physical
characteristics. When STARTUP.COM configures the VAX system hardware,
it determines the number of terminal lines the system can support, then sets
each terminal’s permanent characteristics according to the defined terminal
system parameters. Modules 6 and 9 discuss system parameter modifications.
Detailed information about terminal system parameters can be found in VMS
System Generation Utility Manual.

DCL commands must be added to the SYSTARTUP_V5.COM file to alter the
permanent characteristics associated with particular terminals. Table 54
shows how to use the DCL command SET TERMINAL/PERMANENT to set
permanent terminal characteristics.

For more information on setting terminal characteristics, see the command
description for SET TERMINAL/PERMANENT in the VMS DCL Dictionary.
Although users without special privileges can change the characteristics of
their own terminals, the VMS operating system resets the permanent char-
acteristics again when they log out.
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Table 5-4 Setting Permanent Characteristics of Terminais

SET TERMINAL/PERMANENT

Terminal Command Qualifiers and

Characteristic Examples? Comments

Line speed / SPEED/NOMODEM By default, all lines

for direct have the speed speci-

lines $ SET TERMINAL/PERMANENT - fied by system parame-
_$ /SPEED=9600/NOMODEM TTF5 ter TTY_SPEED.

Line speed /AUTOBAUD /MODEM The VMS operating

for lines system does not send

connected $ SET TERMINAL/PERMANENT - broadcast messages to

through _$ /AUTOBAUD/MODEM TTA1 autobaud lines unless

modems the terminal is logged

in.

Terminal type  /DEVICE_TYPE=type Among the recog-

for direct nized device types are:

linest $ SET TERMINAL/PERMANENT - LA36, L.A120, VT52,
$_ /DEVICE_TYPE=VT100 TTC2 and VT100. This one

qualifier is a substitute
for many individual
qualifiers, each of
which specifies one
characteristic.

TRequares LOG_IO or PHY_IO privilege.
{To list the available device types, enter the HELP SET TERMINAL/DEVICE_TYPE

command.

Terminals are not the only devices whose characteristics can be set in
SYSTARTUP_V5.COM. For example, printers, tape drives, and card readers
also have device characteristics. More information on setting device charac-
teristics can be found in the command descriptions for SET PRINTER, SET
MAGTAPE, and SET CARD_READER in the VMS DCL Dictionary.

Devices that are not shareable, such as terminals, have an owner UIC and
a protection code that determine what processes can allocate the device.
Table 5-5 shows how to use the DCL command SET PROTECTION/DEVICE

to control device ownership and protection.
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At most sites, the system manager owns all terminals (UIC=[SYSTEM]) and
the protection code is typically set so that only users in the SYSTEM or
OWNER protection category can allocate terminals.

Users in the SYSTEM category are those whose UIC is a system UIC. Users
in the OWNER category are those whose UIC is [SYSTEM]. Users with other
UICs cannot allocate these protected terminals. By restricting the ability to
allocate a terminal, you prevent users from displaying the Username: and
Password: prompts from a program to collect user passwords and violate the
security of the system. However, this protection code does not prevent users
from logging in to these terminals.

For more information on setting device protection, see the command descrip-
tion for SET PROTECTION/DEVICE in the VMS DCL Dictionary.

In Example 54, commands from the sample TERMINALS.COM file set the
characteristics of terminals and other devices.

Table 5-5 Establishing Ownership and Protection of Terminals and Other

Non-Shareable Devices

Command Examples

Operationt (Require OPER Privilege) Comments
Establishing $ SET PROTECTION=code/DEVICE - If you give read access to
protection _$ /OWNER_UIC=uic device a category of user, users in
ownership that category can allocate

$ SET PROTECTION=(S:R,0:R,G,W) ~- the terminal from a pro-

_$ /DEVICE/OWNER=[JONES] TTA3 gram. Other users can log in

to the terminal.

Allowing all $ SET PROTECTION/DEVICE device If you omit a user category,
users access $ SET PROTECTION/DEVICE TTA3 users in that category are
to a device allowed all types of access to

the device.

TBy defaulf, all terminals have the owner specified by the system parameter T1Y_OWNER, and the
protection specified by the system parameter TTY_PROT.
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$ SET TERMINAL/PERMANENT/DEVICE=LA120/NOLOWER TTCO: !HARDCOPY
$ SET TERMINAL/PERMANENT/NOMODEM/SPEED=9600/DEVICE=VT100 TTAO: !M.BROWN
$ SET TERMINAL/PERMANENT/NOMODEM/SPEED=1200/DEVICE=LA120 TTAl: !R. JONES
$ SET TERMINAL/PERMANENT/AUTOBAUD/MODEM TTA2: !DIAL-UP

Example 54 Setting Device Characteristics (TERMINALS.COM)

5.5.5.3 Initializing and Starting Queues

Create a separate, site-specific procedure containing commands to initialize
and start all print and batch queues for your system. Then, as shown in
Example 5-2, invoke that procedure from SYSTARTUP_V5.COM.

5.5.5.4 Installing Known Images

When you install an image, the VMS operating system stores information
about the image in system memory. The reasons for installing images include:

Reducing the time required to activate the image

Enabling the image to execute with privileges that the process running
the image lacks

Promoting the sharing of physical memory

Adding a user-written system service

Installing an image is a totally different task from installing the VMS oper-
ating system and its optional software products. When you install the VMS
operating system and optional products, you copy files to a disk. When you
install an image, you copy information to memory about a file on a disk. An
installed image is called a known image because the system knows informa-
tion (stored in memory) about the image that it usually would not know until
it is activated.

NOTE

Do not confuse the two different uses of the word "install": to install
known images (discussed here) or to install VMS operating system
or optional software, (see Module 7).

Install known images (discussed here)

Install VMS operating system or optional software (discussed in Module
7)
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You install images using commands in the Install utility. To invoke the Install
utility, enter the following command:

$ INSTALL

Example 5-5 shows a sample installation procedure, INSTALL.COM. Table
5-6 shows how to use the Install utility to install and manage known images.
Table 5-7 lists the qualifiers used to specify image installation parameters.

If an image you want to install is stored on a disk volume other than the
system disk, mount the volume that contains the image first. For more infor-
mation on installing known images, see the section on the Install utility in
the VMS Install Utility Manual.

The standard shutdown procedure removes all files installed by STARTUP.COM.
You must explicitly remove any other files by invoking the Install utility from
the site-specific SYSHUTDWN.COM procedure. Otherwise, you will not be
able to dismount the disks that contain the installed files. Module 6 contains
detailed information on the SYSHUTDWN.COM procedure.

s!

$§! Install known images, most frequently activated LAST
$!

$ INSTALL

CREATE SYSS$SSYSTEM:REPLY /PRIV=0OPER
CREATE SYS$SYSTEM:BLISS32 /OPEN /SHARED
CREATE SYS$SYSTEM:MACRO32 /OPEN /SHARED
CREATE SYS$SYSTEM:NCP /OPEN /SHARED

! Reinstall SHOW with WORLD privilege
1
REPLACE SYSS$SSYSTEM:SHOW /OPEN /SHARED /HEADER_RES -
/PRIV=(CMKRNL, WORLD , NETMBX)
!

! Reinstall the linker to be shared in memory
1

REPLACE SYS$SYSTEM:LINK /OPEN /SHARED /HEADER RES
!

Example 5-5 Installing Known Images (INSTALL.COM)
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Tabie 5-6 Functions of the Install Utility

Operation

Command Format

Comments

Installing a
known image
and specify-
ing optional
characteris-
tics

Installing a
new version
of a known
image with
the same
character-
istics as
the existing
versiont

Installing a
new version
of a known
image with
different
character-
istics than
the existing
version

Removing a
known image

Displaying
information
about a
known image
or about
INSTALL

INSTALL> CREATE [/qualifier(s)] file~

spec

INSTALL> CREATE/OPEN/SHARED EDT

INSTALL> REPLACE file-spec

INSTALL> REPLACE EDT

INSTALL> REPLACE [/qualifier(s)] file-

spec

INSTALL> REPLACE/OPEN/SHARED/HEADER

EDT

INSTALL> DELETE file-spec
INSTALL> DELETE EDT

INSTALL> LIST[/qualifier(s)] [file-

spec]

INSTALL> LIST/FULL
INSTALL> LIST/GLOBAL
INSTALL> HELP LIST
INSTALL> HELP ADD

INSTALL> HELP REPLACE/OPEN

Qualifiers used to specify
optional characteristics are
shown in Table 5-7.

Note that INSTALL uses the
following file specifier defaults:

Device and directory:
SYS$SYSTEM

File type: .EXE

Version number: highest

If you omit the file specifica-
tion, INSTALL displays all
known file entries. Qualifiers
used to display information
include:

/FULL

/GLOBAL

/STRUCTURE

TSpecilying a version number will produce unpredictable results when you use the known image.

Therefore, never specify a version number in the file specification.
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Table 5-7 INSTALL Command Qualifiers

Qualifier

Description

/ACCOUNTING

/EXECUTE_ONLY

/HEADER RES

/LOG

/NOPURGE

/OPEN

/PRIVILEGED= (priv, ...

/PROTECTED

/ SHARED

/WRITEABLE

Activates image level accounting for the installed image.
(Discussed in Module 9).

Installs the image with execution-only access permitted.

The header of the image file (native images only) re-
mains permanently resident in memory, saving one disk
I/O operation per file access. The image is implicitly
declared permanently open (/OPEN).

Lists the newly created known file entry along with any
associated global sections created by the installation.

Specifies that this image will not be deleted by the
INSTALL command PURGE.

Directory information on the image file remains per-
manently resident in memory, eliminating the usual
directory search required to locate a file.

Amplified privileges are temporarily assigned to any
process running the image (executable images only),
permitting the process to exceed its UAF privilege
restrictions during execution of the image.

A shareable image contains protected code (code that
runs in kernel or executive mode) but that can be
called by a user-level image. Protected images must
be declared /SHARED.

More than one user can access the read-only and
noncopy-on-reference read/write sections of the image
concurrently, so that only one copy of those sections
has to be in physical memory. The image is implicitly
declared permanently open (/OPEN).

Shared noncopy-on-reference writeable sections are
written back to the image file when removed from
physical memory (for paging reasons, or because no
processes are referencing to it). The image must also be
declared /SSHARED.
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5.5.5.5 Starting Local DECnet

The following command starts local DECnet (if you have purchased DECnet
for your system):

$ @SYSSMANAGER:STARTNET.COM

STARTNET.COM is a standard command procedure provided with the VMS
operating system. Include this command in the SYSTARTUP_V5.COM proce-
dure. (See Example 5-2). After you establish local DECnet communications
in this manner, users can execute the command SET HOST on your system if
they specify your system as the target host.

If your system is part of a large DECnet network, you can significantly de-
crease the time it takes to start up your system by executing the
STARTNET.COM procedure as a batch job (instead of invoking it directly
from within SYSTARTUP_V5.COM). Place the following command line in
SYSTARTUP_V5.COM (instead of the command shown above):

$ SUBMIT SYS$MANAGER:STARTNET.COM

5.5.5.6 Starting the LAT Network
The following command starts the LAT terminal server network software:
$ @SYS$MANAGER:LTLOAD.COM

LTLOAD.COM is a command file provided with the VMS operating sys-
tem. Include this command in the SYSTARTUP_V5.COM procedure, as
Example 5-2 shows. After you establish LAT network communications, users
can connect to your system through LAT servers, or access other services you
have defined for your LAT network. For more information on starting up a
LAT network on a VMS system, see the Guide to Setting Up a VMS System.
Detailed information about LAT software and networks can be found in the
VMS LAT Control Program (LATCP) Manual.

5,5.5.7 Creating Reports About the Last System Failure

Sudden system failures can result from a power loss, hardware errors, or
software errors. You can also force a system failure by using the console
subsystem. (Module 6 discusses how to intentionally cause the system to
fail.)
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Regardless of the reasons for system failure, the contents of memory are writ-
ten to the dump file before the system stops running. You can analyze the
contents of this file when you restart the system.

Analyze the dump file with the System Dump Analyzer utility (SDA). Invoke
the utility with the command ANALYZE/CRASH_DUMP, and create a listing
of the information in the file using SDA commands. (Module 8 discusses the
SDA utility in more detail.)

Since the system may fail again during, or immediately after the startup
procedure, you should include SDA commands to create the listing file when
SYSTARTUP_V5.COM executes. Example 5-6 lists the command file invoked
by the SYSTARTUP_V5.COM command file in Example 5-2.

User-written procedure to
analyze the most recent crash.
Invoked from SYSTARTUP_V5.COM.

Copy the dump file and create listing

“n v

ANALYZE/CRASH DUMP SYS$SYSTEM:SYSDUMP.DMP
COPY LIBSDISK: [SYSMGR.CRASH]SYSDUMP.DMP ! Save dump file
SET OUTPUT LIBS$DISK:[SYSMGR.CRASH]SYSDUMP.LIS ! Create listing from:
SHOW CRASH ! Display crash information
SHOW STACK/ALL ! Show current stack
SHOW SUMMARY ! List active processes
SHOW PROCESS/PCB/PHD/REGISTERS ! Display all current processes
SHOW SYMBOL/ALL ! Display system symbol table

EXIT
$ !
$ ! Get rid of old system dump files
$ PURGE/KEEP=2 LIBSDISK:[SYSMGR.CRASH]*.*
$ PRINT LIBSDISK:[SYSMGR.CRASH]SYSDUMP.LIS
$ EXIT

Example 5-6 System Failure Report Procedure (REPORT_FAILURE.COM)

5.5.5.8 Purging Unwanted Versions of Operator Log Files

Each time the system is rebooted, a new version of OPERATOR.LOG is cre-
ated. It is usually unnecessary to keep more that one version of this log file
on-line. Determine how many versions to keep on-line and purge the remain-
ing versions. As shown in the sample SYSTARTUP_V5.COM (Example 5-2),
use the PURGE/KEEP command to delete unwanted versions:

$ PURGE/KEEP=3 SYS$MANAGER:OPERATOR.LOG
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5.5.5.9 Setting the Maximum Number of Interactive Logins

The VMS operating system is distributed with a default interactive login value
of 64. This means that up to 64 users can be logged in to your system. You can
change this value by setting a special symbol within SYSTARTUP_V5.COM
(or in any command procedure called by it). For example, to set the maximum
number of interactive logins to 40, use the following command:

$ STARTUPSINTERACTIVE_LOGINS == 40

5.5.5.10 Announcing System Availability

Use the DCL REPLY command to announce the availability of the system.
Include various qualifiers depending on who you want to notify. Typically, as
in Example 5-7, you want to notify all users, so you would include the /BELL
and /ALL qualifiers. (Module 2 contains a detailed description of the REPLY
command.) REPLY is usually the last command in the site-specific startup
file. After this command is executed, you will see a logout message on the
console terminal. At this point, you can log in.

Some system managers like to log in, before other users have access to the
system. They check logical names and system devices to be sure everything is
set up correctly. For this reason, the sample SYSTARTUP_V5.COM procedure
in Example 5-2 executes a procedure containing the command REPLY as a
batch job. Example 5-7 displays the contents of a sample procedure. The WAIT
command gives the system manager time to log in at the console terminal
before the other users are aware that the system is available. The system
executes the REPLY command after 45 seconds.

§1

$! Announce that the system is available

$!

$ WAIT 00:00:45.00 ! Let things settle down a bit...
5!

$ REPLY/ALL/BELL "VMS system ISHAM is now available for use."

Example 5~-7 Announcing System Availability (START_ANNOUNCE.COM)
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5.6 Laboratory Exercises

1. Print the SYSTARTUP_V5.COM file and look at the output.

2. Create TERMINALS.COM in your own directory. This procedure should
set the permanent characteristics of the terminals on your system accord-
ing to the following information:

a.

&

B omomoo

[P
.

Assume that you have eight terminals.
Set up some fast terminals and some slow terminals.

Protect at least three terminals from allocation by processes other
than those with a [001,004] UIC.

Four of the terminals are VI'200-series terminals.
Three are VI'300-series terminals.

One is a hard-copy terminal (LA120).

The LA120 is attached through a modem.

The other terminals are attached through direct lines.

Include the name of the owner and office number where the terminal
is located in a comment for each terminal.

3. Run the Install utility:

List the currently installed images.
Choose one of the image names.

Find out how many times the image has been invoked since it was
installed.

Send a message to all users indicating that you intend to remove
that image from the installed list.

Remove the image.
List the installed images to see if it was removed.

Reinstall the image as it was originally installed. (Display the con-
tents of the SYSSMANAGER:VMSIMAGES.DAT file
to see how it was originally installed.)

Send a message to all users to inform them that the image has been
reinstalled.
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ADVANCED EXERCISE:

Create an alternate SYSTARTUP_V5.COM in your directory. Do not ex-
ecute this procedure to verify your work. Instead, look at the answers.
The procedure should include commands to do the following:

a. Mount the class disk (label = CLASS) on the device DRA1: Be sure
it is accessible to all users. Assign the disk the logical name CLASS_
DISK.

b. Assume that a directory named PROGRAMS.DIR has been created
on the system disk to contain site-specific programs. Define a system
logical name for this directory.

¢. Restrict the number of interactive users to 35.

d. Create and start the following queues. Be sure to start the queue
manager first.

SYS$PRINT (generic queue)
LPAO (print execution queue)

- Make sure the printer supports lowercase characters and in-
cludes a flag page on each job printed.

FORMS3 (logical queue)
SYS$BATCH (batch execution queue)

- Set the job limit at 2 and the priority at 3.
BIGJOB (batch execution queue)

- Set the job limit at 1 and the priority at 2.

- Do not start this queue.
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e. Invoke SYS$MANAGER:TERMINALS.COM
Define the logical names SYSSANNOUNCE and SYS$WELCOME.

g. Install the BACKUPEXE program. Cause the directory information
about the location of the program to remain permanently in memory.
Cause the header of the BACKUP.EXE file to remain in memory.

h. Change the default command interface for the Install utility so the
alternate command interface becomes the current interface.

i. Rename the second highest version of the operator log to
OPERATOR.OLD. Print OPERATOR.OLD, and have the system
delete the file after it has been printed.

). Send a message to all terminals telling users that the system is up
and ready.
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5.7 Solutions to Laboratory Exercises

1. $ PRINT SYS$SMANAGER: SYSTARTUP_V5.COM

Looking at the SYSTARTUP_V5.COM file familiarizes you with the con-
tents of this file as a whole. You may want to look at a copy of
SYS$SYSTEM:STARTUP.COM as well.

2. A sample TERMINALS.COM file is shown below. This procedure meets
the specifications of the problem, but it is not the only answer. If your
procedure contains similar statements, it is probably also correct.

$ | TERMINALS .COM

$!

$! This file sets up the permanent characteristics of the
$! terminals on this system. This procedure is typically
$! invoked from SYSTARTUP V5.COM.

St

$t--———————
$!

$ SET NOON

$!

$ SET TERM/PERM/NOMODEM-

/VT200/SPEED=300 TTAO: 1J.Smith E1l5

$ SET TERM/PERM/NOMODEM-

/VT200/SPEED=2400 TTAl: !N.Hae El6

$ SET TERM/PERM/NOMODEM-

/VT200/SPEED=9600 TTA2: !F.Chi E17

$ SET TERM/PERM/NOMODEM-

/VT200/SPEED=9600 TTA3: 'P.Jones El8

$ SET TERM/PERM/NOMODEM-

/VT300/SPEED=2400 TTA4d: 'A.Steel E19

$ SET TERM/PERM/NOMODEM-

/VT300/SPEED=9600 TTA5: !J.Howland FO1

$ SET TERM/PERM/NOMODEM-

/VT300/SPEED=9600 TTA6: !M.Carter FO02

$ SET TERM/PERM/MODEM-

/AUTOBAUD/LA120 TTA7: !D.Trevor Dial-up

$1

$! NOTE: For the LAl20 terminal, the speed is

$! set automatically by /AUTOBAUD to 9600.

5!

$1Give [001,004] ownership of three terminals:

51!

$ SET PROT=(S,0
$ SET PROT=(S,0
$ SET PROT=(S,0:R
$!

$! NOTE: All users can log in on these terminals, but users
5! with a UIC of [001,004] can also allocate them.

,G,W) /DEVICE/OWNER_UIC=[001,004] TTAO:
+G,W) /DEVICE/OWNER_UIC=[001,004] TTAS5:
;G,W) /DEVICE/OWNER UIC=[001,004] TTA7:

:R
R
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3. $ INSTALL

h.

INSTALL>LIST
Assume the DIRECTORY image is chosen.

INSTALL>LIST/FULL DIRECTORY

NOTE: The access count is initialized at 0 each time the image is
installed. (Images are installed each time the system is started by
the startup procedures.)

INSTALL>EXIT
$ REPLY/BELL/ALL "I am about to de~install the DIRECTORY image"

$ INSTALL/COMMAND MODE
INSTALL>DELETE DIRECTORY

INSTALL>LIST

(You should not see the DIRECTORY image listed.)

INSTALL>CREATE/OPEN/HEARDER/SHARED DIRECTORY
INSTALL>LIST

(You should see the: DIRECTORY image listed again.) INSTALL>EXIT

$ REPLY/BELL/ALL "The DIRECTORY image has been re-installed”

4. The following example is a sample SYSTARTUP_V5.COM. This proce-
dure meets the specifications of the problem, but it is not the only answer.
If your procedure contains similar statements, it is probably also correct.
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$! SYSTARTUP_V5.COM

$!

$! This procedure sets up the system environment according
$! to the resources available and functions performed on
$! this system.

$!

L e et
$1

$ MOUNT /SYSTEM DRAl: CLASS CLASS DISK

Y

$ ASSIGN/SYSTEM SYS$SYSDEVICE:PROGRAMS.DIR PROGRAMS

$1

$ SET LOGIN/INTERACTIVE=35

$1

$! NOTE: The SET LOGIN/INT command should be placed at the end
$! of the procedure, so users cannot log in while the
$! procedure is executing.

$!

$ START/QUEUE/MANAGER

$1

$! Start up PRINT and BATCH queues

S

$ INITIALIZE/QUEUE/GENERIC/START SYS$PRINT

st

$ SET PRINTER LPAO:/LOWER

$ SET DEVICE LPAO:/SPOOLED

st

$ INITIALIZE/QUEUE/FLAG/START LPAO

st

$ INITIALIZE/QUEUE/NOENABLE GENERIC FORM3 !1You cannot start a
$! logical queue until
St it has been assigned
$! to a physical queue.
$!

$ INITIALIZE/QUEUE/BATCH/JOB=2/PRIORITY=3/START SYSSBATCH

$1

$ INITIALIZE/QUEUE/BATCH/JOB=1/PRIORITY=2 BIGJOB

51

$ @SYSSMANAGER:TERMINALS.COM

$!

$ ASSIGN/SYSTEM "System number 239 - VAX/VMS " SYS$ANNOUNCE

$ ASSIGN/SYSTEM "Welcome to system 239" SYSSWELCOME

$!

$ RUN SYSSSYSTEM:INSTALL

CREATE SYSS$SYSTEM:BACKUP /OPEN/HEADER

EXIT

$!

$ RENAME OPERATOR.LOG;-1 OPERATOR.OLD

$ PRINT/DELETE OPERATOR.OLD

$!

$ REPLY/BELL/ALL "System 239 is ready for use"

5!

$LOGOUT/BRIEF
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6.1

Introduction

A VMS system usually remains running for long periods of time. Under cer-
tain circumstances, however, you must shut the system down. Such circum-
stances include:

*  Performing hardware or software maintenance
*  Backing up the system disk

*  Moving or reconfiguring system hardware

*  Upgrading or reconfiguring system software

* Losing electrical power or air conditioning

¢ Losing operating system response

The VMS operating system provides a command procedure that shuts the
system down at a time you specify and notifies system users as that time
approaches. Other shutdown methods are also available. You can use them
when the usual procedure is not effective.

There are many ways to start a VMS system. Because you can record your
standard system configuration, starting up your system can be as simple as
pressing a button. Using other startup methods, you can specify alternate
system configurations. Also, if you want to change to a different standard
system configuration, you can modify the configuration information the VMS
system reads on startup.

This module assumes that you have already configured VMS system software
to run on your system, as outlined in Module 7 and Module 5.
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6.2 Objectives

To use a VMS system, a system manager should be able to do one or more of
the following:

* Describe the phases of system startup
¢ Describe the functions of the various components of the console subsystem

* Boot the system from the default system device or from an alternate
device

*  Run standalone utilities or diagnostics

*  Use console commands at system startup and while the VMS system is
running

®* Use system parameters to build data structures, configure devices, or
customize the user interface

*  Customize the system configuration, using system parameters, boot com-
mand procedures, and startup command procedures

6.3 Resources

VMS System Manager’s Manual

Guide to Setting Up a VMS System

VMS System Generation Utility Manual

VMS Installation and Operation Guide for your specific VAX processor

- o
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6.4

Starting Up a VMS System

The system manager stores the image files, data files, and other files that the
VMS operating system requires for its own operation on a disk volume known
as the system volume. This volume is mounted on a disk drive known as
the system device.

To start up a VMS system, system software must be moved from the system
volume into memory to be executed. Also, the VMS database, which reflects
the system hardware and software configuration, must be built. The system
accomplishes this entire procedure, called system initialization or system
startup, in several phases, summarized below.

Phase 1: The primary bootstrap program, VMB.EXE, is moved into mem-
ory and executed. At this phase, you can request a conversational startup
where the system prompts you at Phase 3 for input about the system hardware
and software configuration.

Phase 2: The primary bootstrap program moves the secondary bootstrap
program, SYS$SYSTEM:SYSBOOT.EXE, into memory and executes it.

Phase 3: The secondary bootstrap program loads the executive images, in-
cluding SYS$SYSTEM:SYS.EXE, into memory and executes them. If you re-
quested a conversational startup at Phase 1, the system accepts input inter-
actively.

Phase 4: The executive images initialize the VMS operating system database
and prepare it to create processes. A message is printed on the console termi-
nal stating the VMS version and the date. Then the system initialization
process, which runs the image SYS$SYSTEM:SYSINIT.EXE, is created.

Phase 5: The system initialization process continues to initialize and build the
VMS system software. It creates a detached system startup process, which
executes the DCL commands in the system startup command procedures.
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Phase 6: The system startup process completes the construction of the VMS
system database and the configuration of the full VMS system. It also executes
the site-independent command procedure, SYS$SYSTEM:STARTUP.COM. This
procedure, provided with the system, contains commands common to all
VMS systems. It executes several site-specific command procedures, includ-
ing SYS$MANAGER:SYCONFIG.COM and SYS$MANAGER:SYSTARTUP_
V5.COM. These procedures contain commands that the system manager en-
ters. Module 5 discusses these procedures and their customization.

Phases 1, 2, and 3 are called bootstrapping the system. At the beginning of
phase 1, the contents of VAX memory are unknown. By the end of Phase 3,
enough software is running in memory for it to be called a VMS system.

Phases 2 through 6 are essentially the same for any VAX system processor.
However, each of the major kinds of VAX system processors accomplishes
Phase 1 differently, because each is hardware-dependent. This module covers
the basic, original VAX system processors, specifically the VAX-11/780, VAX-
11/750, and VAX-11/730. (The procedures described in this module are quite
similar to those used with other VAX processors. Detailed information about
startup procedures and options can be found in the VMS Installation and
Operation Guide for your particular processor.) Figure 6-1 illustrates the
sequence of startup phases and the image or command procedure executed at
each phase.
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HARDWARE.

VMB.EXE

SYSBOOT.EXE

SYS.EXE

SYSINIT.EXE

l

STARTUP.COM
SYSTARTUP_V5.COM

TTB_X0726_88

Figure 6-1 VMS System Startup Phases
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6.4.1 The VAX Console Subsystem

The component of VAX system hardware that enables you to exercise control
over the rest of the hardware is the console subsystem. Use it to accomplish
Phase 1 of system startup. The console subsystem consists of the following
parts, which are described in Table 6-1.

*  Console processor

* Console command language (CCL)
* Console terminal

¢ Console device

*  Front panel switches and lights

* Remote diagnosis port (optional)

Table 6-1 VAX Console Subsystem

Component Function

Console processor Interprets and executes console commands affecting VAX
system hardware. It does not require the presence of
VMS software.

Console command Expresses console commands affecting VAX hardware.

language (CCL)

Console terminal Enters CCL commands and displays responses (console

I/O mode). When the VMS system is running, it can
also serve as an interactive user terminal (program 1/0
mode).

Console device Holds console volume which may contain console pro-
cessor microcode, VAX microcode, and/or CCL command
files. Updates the VMS operating system, installs
optional VAX software, and runs diagnostics.

Front panel switches Controls system startup, recovers from system failure,
and lights displays system status, and performs remote diagnosis.
Keyswitch turns power on and off.

Remote diagnosis port Enables a terminal at the Digital Diagnosis Center to
function as a remote console terminal.
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6.4.2

The Front Panel Switches

Switches and lights on the VAX system front panel control the processor and
indicate its status. To start up a VMS system, you must set the front panel
switches correctly.

Table 6—2 describes the switches for three different processors. Notice that
even though the names of some switches vary between processors, their func-
tion is the same.

Table 6-3 describes the lights for these processors. Learn the light colors for
your processor so you can see at a glance whether your system is running or
not. Check the lights occasionally to catch problems that no one has reported.

Figure 6—2 shows the front panels of these processors. For more information
see the VMS Installation and Operation Guide for your particular processor.

Table 6-2 VAX System Front Panel Switches

Switch
Function VAX-11/780 VAX-11/750 VAX-11/730
Turns power on Key switch Key switch Key switch
and off. Enables
and disables
console terminal
and remote
diagnosis port
Affects recovery AUTORESTART POWER ON AUTORESTART/BOOT
from system ACTIONY
failure
Requests system BOOT INITIALIZE AUTORESTART/BOOT
initialization
Selects system Not done by BOOT DEVICE  Not done by switch
device at system switch for this for this processor
startup and processor

automatic restart

T Action taken on recovery i8 a choice of four, read counterclockwise from the top of the switch:
BOOT, RESTART/BOOT, HALT, RESTART/HALT.
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Table 6-3 VAX System Front Panel Lights

Panel Light

Function When Lit VAX-11/780 VAX-11/750 VAX-11/730
Processor is not run- ATTN (red) ERROR (red) —

ning. (May indicate a

problem)

Processor is running. RUN (green) RUN (green) RUN (red)

Processor is powered POWER (green) POWER (green) DC ON (red)
up. (Not lit when key '

switch is in the OFF

position.)

Remote diagnosis oper- REMOTE (red) See notet R/D (red)
ation is in progress.

TFor the VAX-T1/750, remote diagnosis is indicated by the lighting of one or more labels to the left
of the lights mentioned in this table. Figure 6-2 shows these block letter labels.
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Figure 6-2 VAX Console Control Panels
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6.4.3 The Console Processor and Console Device

The VAX system console processor accomplishes the first phase of system
startup. VAX processors have a separate console processor, such as the VAX
8600, the VAX-11/780, and the VAX-11/730. For others, such as the VAX-
11/750, the VAX CPU is used as a console processor as well as a system
processor. However, the CPU does only one function at a time.

During the first phase, the VAX-11/780 and 11/730 require access to certain
files on the console volume. This volume, which must be physically mounted
in the console device for startup to succeed, may contain:

®*  Processor microcode
*  Primary bootstrap program
e CCL command files

The VAX-11/780 console volume is a diskette. The diskette loads the RX01 disk
drive inside the VAX processor cabinet. The drive swings out on a pivot for
easy access. Because the console volume is necessary for startup and powerfail
recovery, it should remain in the console device, unless a procedure (such as
software installation) calls for removing it and loading another volume.

The VAX-11/730 console volumes are TU58 cartridge tapes. There are two
console devices on the VAX-11/730, both TUS8 cartridge drives. For one type
of VAX-11/730, these cartridge drives are on the front panel of the processor.
For the other type of VAX-11/730, one is inside the processor cabinet and
the other is on the front panel. One TU58 drive always contains the console
volume used to start the system. The second drive is available for installing
updates and optional software.

For some other processors, such as the VAX-11/750, you can use the console
volume (in a TU58 device) during the startup procedure, but it is not required.
Generally, you set the BOOT DEVICE switch on the front panel to boot the
system automatically using microcode stored in read-only memory (ROM).
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Each VAX-11/750 has at least two ROMs. Set the BOOT DEVICE switch
on the front panel to connect one at a time. This controls which device the
system boots when you press the INITIALIZE button. If you set the switch
to the "A" position, the system boots the console device. If you set the switch
to another position, the system boots the system device associated with that
position. Your Digital Field Service representative establishes which setting
boots which devices by installing ROMs that match your system in the front
panel. ROMs are normally provided for positions "A" (the console device) and
D (the default system device).

Booting the console volume starts the BOOT58 program on the volume. When
the BOOT58> prompt appears, you may enter BOOT58 commands. The
BOOT58 command language is an extension of CCL. Booting with the con-
sole volume is slower than booting with a ROM because the console device is
slow, but it is more versatile. For example, you can use BOOT58 commands
to boot system devices for which you do not have ROMs if the console volume
contains a command procedure for booting that device. Table 6-4 lists the
names and locations of the VAX console devices.

For more information about the BOOT58 program and commands, consult the
VMS Installation and Operation Guide for the VAX-11/750.

NOTE

The TU58 hardware records data on its tape cartridge in such a
manner that VMS software treats the cartridge as if it were a disk.
The storage capacity of the TU58 "disk" is approximately the same
as the capacity of an RX01 diskette. Thus, there are few differences
in the two console device types, other than that the TU5S8 is slower
than the RX01.
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Table 6-4 VAX Console Devices

Device
Processor  Console Device Location Name
VAX-11/780 RXO01 diskette drive Inside right door of processor CSALl:
cabinet, at bottom. Pivots out
for access.
VAX-11/750 TU58 cartridge tape  On console front panel. CSAl:
drive
VAX-11/730  Dual TU58 cartridge  On console front panel. CSALl:
tape drive
On one type of VAX-11/730 CSA2:

processor, the second drive is
inside the processor cabinet.
You must slide the processor out
of the cabinet to reach it.

On the other type of VAX-11/730
processor, the second drive is
located on the console front
panel next to the first drive.
Both types of processors boot
from the second console drive by
default.
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6.4.4 The Default System Device

Before you can start a VMS system, you must physically load the system
volume into the disk drive that will be the system device. VMS systems
support a variety of system devices. When you start the system, you must
specify the system device, or use the default.

At any VMS system installation, the same device usually serves as the system
device during each startup. For this reason, each VAX processor supports a
method of specifying a default system device. These methods are covered
later in this module. Once you specify the default system device, system
startup is almost automatic.

There are many ways to start a VMS system whose default device has been
specified. Table 6-5 describes one in detail for the three representative pro-
cessors. (For other VAX processors, a similar, if not identical method is used.)
There are three steps to start the processor:

1. Prepare the system for booting (by setting switches)
2. If the power is off, turn it on

3. Boot the system

You can include one final step to protect the console terminal and prepare the
system for automatic restart after a power failure, but you do not need it to
start the system. See Table 6-5, Step 4.

Examples 6-1, 6-2, and 63 show some console terminal listings that result
from startups described in Table 6-5. Most VAX processors perform self-
checking and memory tests before allowing user input. When the processor is
ready, you will see the “>>>” prompt on the console terminal. In each sample
listing, two asterisks mark this ready prompt (“>>>”). See Table 6-5, Step 3.

NOTE

When you start your system, your listing may contain more informa-
tional messages than any of these sample listings. The number and
content of the messages depend on the configuration of your system
and the content of your site-specific startup files.
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Table 6-5 Starting Up a VMS System from Power Off Using the Default

System Device
VAX-11/750
Step VAX-11/780 VAX-11/750 (using BOOT58) VAX-11/730
1 Set Set POWER ON Set POWER ON Set AUTORESTART/
AUTORESTART ACTION switch to ACTION switch to BOOT switch to
switch to OFF. Place HALT. Set BOOT HALT. Place console OFF. Place the

console volume in
console device.

Set key switch from
OFF to LOCAL.

Toggle BOOT switch
when the >>>

prompt appears
on console terminal.

Set key switch from
LOCAL to LOCAL
DISABLE. Set
AUTORESTART
switch to ON.

DEVICE switch to
default setting for
system device (B, C,
or D). The default
setting is usually D,
but this depends on
the configuration.

Set key switch from
OFF to LOCAL.

Set POWER ON
ACTION switch to
BOOT when the >>>
prompt appears on
console terminal.
Press INITIALIZE
button.

Set key switch from
LOCAL to SECURE.
Set POWER ON
ACTION switch to
RESTART/ BOOT.

volume in console
device. Set BOOT
DEVICE switch to
getting for console
device A.

Set key switch from
OFF to LOCAL.

Set POWER ON
ACTION switch to
BOOT when the >>>
prompt appears on
console terminal.
Press INITIALIZE
button when the
BOOT58> prompt
appears, type BOOT
then RETURN.

Set key switch from
LOCAL to SECURE.
Set BOOT DEVICE
switch to default
setting for system
device (B, C, or D),
and set POWER ON
ACTION switch to
RESTART/BOOT.

console volume
in the console
device.t

Set key switch
from OFF to
LOCAL.

Toggle
AUTORESTART/
BOOT switch
from OFF to
BOOT when the
>>> prompt ap-
pears on console
terminal .

Set key switch
from LOCAL

to LOC DSBL.
AUTORESTART/
BOOT switch is
set to ON.

FFor one type of VAX-11/730, the console volume (CSAZ:) is always loaded in the console drive located
inside the processor cabinet. You do not have to load the console volume on this type of processor.
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CPU HALTED, SOMM CLEAR, STEP=NONE, CLOCK=NORM
RAD=HEX, ADD=PHYS, DAT=LONG, FILL=00, REL=00000000
INIT SEQ DONE

HALTED AT 000000

(RELOADING WCS)
LOAD DONE, 0800 MICROWORDS LOADED
VER: PCS=01 WCS=OE-10 FPLA-OE CON=V07-00-L

*k S>>

CPU HALTED

INIT SEQ DONE
HALT INST EXECUTED
HALTED AT 200034F9

G 00000000E 00000200
LOAD DONE, 00005000 BYTES LOADED

VAX/VMS Version 4.6 23-JUN-1986 10:00

FEEEE%%%%%% OPCOM 3-JUN-1987 08:33:03 %3%3%%%3%%%
Logfile has been initialized by operator _OPAO:

Logfile is SYS$SYSROOT:[SYSMGR]OPERATOR.LOG; 9

%SET-I-INTSET, login interactive limit = 64, current interactive value = 0

SYSTEM job terminated at 3-JUN-1987 08:33:40.72
@
Example 61 Default Startup of a VAX-11/780 from Power Down
%%
00000000 16
**x S>>
%%
VAX/VMS Version 4.6 23-JUN-1986 10:00
EEEEE%%%%%% OPCOM 11-JUL-1987 10:21:34.36 $%3%%%%%%%%
Logfile has been initialized by operator _OPRAO:
Logfile is SYS$SYSROOT: [SYSMGR]OPERATOR.LOG;2
%SET-I-INTSET, login interactive limit = 50, current interactive value = 0
SYSTEM job terminated at 11-JUL-1987 10:21:53.85
$

Example 6-2 Default Startup of a VAX-11/750 Using the Default System
Disk from Power Down
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CONVO1l1
?27 READ ERROR DD1
VERSION 03.00
>>>@POWER . CMD
>>>L/C CONSOLE.CPU 1Version 55
>>>L/C/S:0800 MMIE.CPU 'Version 55
>>>L/C/S:0E00 POWER.CPU {Version 55
>>>8/C OB
>>>W
>>>@CODEO1 .CMD
>>>L/C/S:0E00 FP.CPU {Version 55
>>>L/C/S:1A00 BITFLD.CPU 1Version 55
>>>L/C/8:1D00 CM.CPU !{Version 55
>>>L/C/S:2200 BASIC.CPU !Version 55
>>>L/C/S:3B00 QUEUE.CPU Version 55
>>>L/C/S:4000 IDC.CPU {Version 55
>>>1
kk >SS
>>>@DDO0 :DEFBOO.CMD
>>>1
>>>D/G/L, 0 00A80003
>>>D/G/L 1 3
>>>D/G/L 2 3FB86
>>>SD/G/L 3 0
>>>D/G/L. 4 0
>>>D/G/L 5 0
>>>E SP
G 0000000E 00000200
>>>L/P/S:@ VMB.EXE
>>>8 @

VAX/VMS Version 4.6 23-JUN-1986 10:00

PLEASE ENTER DATE AND TIME (DD-MMM-YYYY HH:MM) 07-JUL-1988 18:55
FEEEEEE1%5%% OPCOM 7-JUL-1987 18:55:59.65 H3%%%3%%%%

Logfile has been initialized by operator _OPAO:

Logfile is SYS$SYSROOT: [SYSMGR]OPERATOR.LOG; 50

$SET-I-INTSET, login interactive limit = 64, current interactive value = 0
SYSTEM job terminated at 7~JUL-1987 18:57:40.34
$

Example 6-3 Default Startup of a VAX-11/730 from Power Down

The startup method is only slightly different if the power is already supplied to
the processor (keyswitch is not set to OFF). The VAX-11/780 and VAX-11/730
startup is somewhat faster in this case, because these processors already have
certain files in memory. They do not have to read the files from the console
volume. Table 6—-6 summarizes this startup method. Note that the two startup
methods are the same except for Step 3.
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Table 6-6 Starting Up a VMS System from Power On Using the Default

System Device
VAX-11/750 (us-
Step VAX-11/780 VAX-11/750 ing BOOT58) VAX-11/730
1 Set AUTORESTART ~ Set POWER ON Set POWER ON Set AUTORESTART/
switch to OFF. ACTION switch to ACTION switch to BOOT switch to
Place console vol- HALT. Set BOOT HALT. Place console OFF. Place the con-
ume in console DEVICE switch volume in console sole volume in the

device.

Set key switch to
LOCAL.

Toggle BOOT
switch. If noth-
ing happens at
console terminal,
type CTRL/P. When
>>> prompt ap-
pears, type HALT
then RETURN.
When >>> prompt
appears again,
type BOOT then
RETURN.

Set key switch from
LOCAL to LOCAL
DISABLE. Set
AUTORESTART
switch to ON.

to default setting
for system device
(B, C, or D). The
default setting is
usually D, but this
depends on the
configuration.

Set key switch to
LOCAL.

Set POWER ON
ACTION switch
to BOOT. Press
INITIALIZE but-
ton.

Set key switch
from LOCAL

to SECURE.

Set POWER ON
ACTION switch to
RESTART/ BOOT.

device. Set BOOT
DEVICE switch to
setting for console
device A.

Set key switch to
LOCAL.

Set POWER ON
ACTION switch

to BOOT. Press
INITIALIZE button.
When the BOOT58>
prompt appears,
type: BOOT then
RETURN.

Set key switch from

LOCAL to SECURE.

Set BOOT DEVICE
switch to default
setting for system
device (B, C, or D)
and set POWER ON
ACTION switch to
RESTART/ BOOT.

console device.t

Set key switch to
LOCAL.

Toggle AUTORESTART/

BOOT switch from
OFF to BOOT. If
nothing happens at
console terminal,
type CTRL/P. When
>>> prompt ap-
pears, type B then
RETURN.

Set key switch
from LOCAL to
LOC DSBL. Set
AUTORESTART
/BOOT switch to
ON.

TFor one type of VAX-11/730, the console volume (CSAZ:) is always loaded in the console dnive located
inside the processor cabinet. You do not have to load the console volume on this type of processor.
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6.4.5 The Automatic Restart

When a VAX processor is equipped with optional battery backup, the battery
power can maintain the contents of memory during a temporary loss of power.
When power is restored, the system automatically restarts itself. User pro-
cesses, batch jobs, and print jobs will resume at the point where they were
interrupted.

Each VAX processor supports a way to specify the system device for automatic
restart.

You can turn automatic restart off and on by using the console switches.
Table 6-7 shows how to set the console switches to choose the automatic
restart response of a VAX processor.

Remember that Step 4 in Table 6-5 and Table 6-6 prepares the system for
automatic restart.
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Table 6-7 Automatic Powerfail Recovery
Restart VAX-11/780 VAX-11/750 VAX-11/730
Response AUTORESTART POWER ON AUTORESTART
After Power ACTION /BOOT
Failure Switch Setting Switch Setting Switch Setting
If memory is
valid, try to ON RESTART/BOOT ON
recover from
system failure.
Otherwise,
perform fresh
startup.
If memory is
valid, try to — RESTART/HALT —
recover from
system failure.
Otherwise,
halt processor.
Halt processor

OFF HALT OFF
Perform fresh
startup — BOOT —
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6.4.6 Alternate System Devices

If the console volume is not customized for default startup, or if you want to
override the customized default, you can specify (at startup) the system device
you want to use.

To specify the system device explicitly when you start the system, follow the
steps in Table 6-8 for the processors listed. (The steps for other VAX pro-
cessors are similar, if not identical.) In Step 3, you must supply a code that
specifies the device type and unit number of the system device.

NOTE

These codes are not the standard VMS system device codes for inter-
active use. For example, although there are several standard VMS
system device codes (DB, DR) for different MASSBUS disks, a single
code (DB) applies to all MASSBUS disks at startup.

Table 6-9 lists some of the startup device codes for VMS system devices. The
letter S in the table indicates the devices each VAX processor supports as a
system device.
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Table 6-8 Starting Up a VMS System, Explicitly Specifying the System

Device
VAX-11/750
VAX-11/780 VAX-11/750 (using BOOT58) VAX-11/730
Step 1: Set Set POWER ON Set POWER ON Set AUTORESTART/
AUTORESTART ACTION switch to ACTION switch to BOOT switch to

switch to OFF. Place
console volume in
console device.

Step 2: Set key switch
to LOCAL.

Step 3: If >>> prompt
is not displayed on
console terminal,
obtain it by typing
CTRL/P. Type HALT
then RETURN. Then,
type BOOT ddu then
RETURN, where ddu
is the startup code for
system device.

Step 4: Set key
switch from LOCAL
to LOCAL DISABLE.
Set AUTORESTART
switch to ON.

HALT.

Set key switch to
LOCAL.

If >>> prompt is not
displayed on console
terminal, obtain it by
typing CTRL/P. Type
B ddcu then RETURN,
where ddcu is the
startup code for the
system device. (You
must have the ROM
for this device installed
first.)

Set key switch from
LOCAL to SECURE.
Set BOOT DEVICE
switch to default
getting for system
device B, C, or D,
and set POWER ON
ACTION switch to
RESTART/BOOT.

HALT. Place console
volume in console
device. Set BOOT
DEVICE switch to set-

ting for console device
A

Set key switch to
LOCAL.

Set POWER ON
ACTION switch

to BOOT. Press
INITIALIZE button.
When the BOOT58>
prompt appears on
console terminal, type
BOOT ddcu then
RETURN, where ddcu
is the startup code for
the system device.

Set key switch from
LOCAL to SECURE.
Set BOOT DEVICE
switch to default
setting for system
device B, C, or D,
and set POWER ON
ACTION switch to
RESTART/BOOT.

OFF. Place the con-
sole volume in the
console device.!

Set key switch to
LOCAL.

If >>> prompt is
not displayed on
console terminal,
obtain it by typing
CTRL/P. Type B
ddu then RETURN,
where ddu is the
startup code for the
system device.

Set key switch
from LOCAL to
LOC DSBL. Set
AUTORESTART/
BOOT switch to
ON.

TFor one type of VAX-11/730, the console volume (CSA2:) is always loaded in the console drive located
inside the processor cabinet. You do not have to load the console volume on this type of processor.
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Table 6-9 Device Codes Used at System Startup

Device VAX- VAX- VAX-
and 11/780 117750 11/730
Controller! Support? Support® Support? Device Code

UNIBUS

RA60 s S S DU
RA80 S S s DU
RAS1 S S S DU
RLO2 D D DL
RKO06 D DM
RKO7 S s D DM
MASSBUS

RPO5 S DB
RP06 S D DB
RPO7 s DB
RMo03 S S DB
RMO05 S S DB
RMS80 S S DB
IDC

RL0O2 S DQ
RAS0 S DQ

Console Device
RXo1 D CcS

TU58 D D cst

"8 = device supported as system device or data device. D = device supported as data device.

2 For VAX-11/780, VAX-11/730: the full device code format is ddu, where dd is the device code

and u is the unit number.

3 For the VAX-11/750, the full device code format is ddcu, where dd is the code in the above table, ¢
is the channel letter, and u is the unit number. The channel letter, which is hardware-dependent, is
usually A.

4 On VAX-11/750: specify CS when using BOOT58; otherwise, specify DD when using CCL.
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Examples 6—4, 6-5, and 6—6 show the console terminal listings that result from three
of the four startups described in Table 6—8. In these examples, the initial setting of
the power switch is not OFF.

>>>BOOT DBO

CPU HALTED

INIT SEQ DONE

HALT INST EXECUTED
HALTED AT 20003552

G O000000OE 00000200
LOAD DONE, 00005000 BYTES LOADED

VAX/VMS Version 4.6 23-JUN-1986 10:00

EEEEE55%%%% OPCOM  23-MAY-1987 08:38:22.82 $%¥%%%%%%%%
Logfile has been initialized by operator _OPAO:
Logfile is SYS$SYSROOT: [SYSMGR]OPERATOR.LOG; 2

$MOUNT-I-MOUNTED, BIG_BIRD mounted on _DRAl:
$MOUNT-I-MOUNTED, BERT mounted on _DRA2:
$MOUNT-I-MOUNTED, ERNIE mounted on DRA3:

Job STARTNET (queue SYSS$BATCH, entry 1166)_started on SYSS$SBATCH
$RUN-S-PROC_1ID, identification of created process is 00000089
FEFEEET¥%%% OPCOM  23-~-MAY-1987 08:39:33.82 $%%%%%3%%%%
Message from user SYSTEM

VAXsim El1.4 startup - Using SYS$SYSROOT: [SYSERR]VAXSIMDAT.DAT;1

Reply received from user SYSTEM at Batch 08:39:42
-- Ready for use.

%$SET-I-INTSET, login interactive limit = 64, current interactive value = 0
FEEEE5LE%%% OPCOM 23-MAY-1987 08:39:48.60 %%%%%%%%%%%

Message from user DECNET -

DECnet starting

SYSTEM job terminated at 23-MAY-1987 08:39:48.90

Example 64 Startup of a VAX-11/780 Specifying an RMO05 as System Device
from Power On




626 STARTING UP AND SHUTTING DOWN THE SYSTEM

>>>B DBAO
%%

VAX/VMS Version 4.6 23-JUN-1986 10:00

FEEEELE5%%%% OPCOM 3-JUN-1987 09:28:33.96 445555353 %%
Logfile has been initialized by operator _MOTHER$OPAO:
Logfile is SYS$SYSROOT: [SYSMGR]OPERATOR.LOG; 32

$MOUNT-I-MOUNTED, CSSEDISK mounted on _DRB1:

%RUN-S-PROC_ID, identification of created process is 00000048

Job STARTNET (queue SYS$BATCH, entry 152) started on SYS$SBATCH
$SET-I-INTSET, login interactive limit = 50, current interactive value = 0

Reply received on MOTHER from user SYSTEM at MOTHER Batch 09:30:12
VAX-11/750 System initialized

SYSTEM job terminated at 3-JUN-1987 09:30:12.52
EEEELEFEE%%%  OPCOM 3-JUN-1987 09:30:34.07 %3%%%%5%%5%%%
Message from user DECNET on MOTHER
DECnet starting

Example 6-5 Startup of a VAX-11/750 Specifying an RM03 as System Device
from Power On

>>B DMO

>>>@DD1:D, OBOO.CMD
>>>1
>>>D/G
>>>D/G
>>>D/G
>>>D/G
>>>D/G
>>>D/G
>>>E SP
G 0000000E 00000200
>>>L/P/S:@ VMB.EXE
>>>S@

FF20

Ut WN O
QOO WWwR

VAX/VMS Version 4.6 23-JUN-1986 10:00

55553 5%%%% OPCOM 3-JUN-1987 09:21:10.93 $3%%%%%%%%%
Logfile has been initialized by operator _OPAO:
Logfile is SYS$SYSROOT:[SYSMGR]OPERATOR.LOG; 4

$SET-I-INTSET, login interactive limit = 64, current interactive value = 0
SYSTEM job terminated at 3-JUN-1987 09:21:24.59

Example 6-6 Startup of a VAX-11/730 Specifying an RL02 as System Device
from Power On
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6.4.7 The Standalone Utilities and Diagnostics

You can run certain hardware diagnostics and VMS system utilities on a VAX
processor without running the VMS system. This is called running the di-
agnostic or utility standalone. For example, you can run the Backup util-
ity either under the VMS system or standalone. You must run standalone
BACKUP when the VMS system is being installed for the first time. Module
7 includes an example of starting standalone BACKUP.

Start standalone utilities and diagnostics, like the VMS system, by following
the steps in Table 6-8. Specify the system device, and the processor starts
using information from a volume loaded on that device. Volumes other than
those that can be loaded in a system device can store standalone utilities
and diagnostics. For example, the console device is not suitable as a system
device. However, you can boot standalone BACKUP from a volume loaded
in the console device. You can also start standalone utilities and diagnostics
from devices supported only for data storage.

When you start a standalone utility or diagnostic by following the steps listed
in Table 6-7, use the code for the device that Table 6—8 shows.

Table 6-10 VAX Processor and CCL Commands

Processor CCL Command
VAX-11/780 >>>BOOT CS1
VAX-11/750 >>>B DDAO
VAX-11/750 (BOOT58) BOOT58>BOOT CSAl

VAX-11/730 >>>B €81
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6.4.7.1 Additional References

¢  For more information on the VAX front panel lights and switches and the
VAX console subsystems, consult the VMS Installation and Operation
Guide for your particular processor.

*  For more information on the controls and indicators on typical system
disk drives, consult the VMS Installation and Operation Guide for your
particular processor.

*  For more information about the BOOT58 program and commands, con-
sult the VMS Installation and Operation Guide for the VAX-11/750.

* For more information about device names to use during startup proce-
dures, see the VMS Installation and Operation Guide for your particular
processor.
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6.5 Laboratory Exercises

1. Under the supervision of your course administrator, look at the front pan-
els of as many VAX processors as are available to you. Become familiar
with them.

2. Your course administrator will shut the system down for you and turn
the power off. (If he or she cannot shut the power off, go to problem 3. It
is really not a good practice to shut the power off and on very often, as it
can lead to hardware problems. However, if this is only done occasionally,
it should not harm the system.)

3. Start the system from power on, following the instructions in the VMS
Installation and Operation Guide for this type of processor.

4. If your course administrator agrees, and if your system has battery
backup, set up your system for an automatic restart and turn the power
off. Start the system from power off. (The system should have been
running before you began this problem and you should have been logged
in.)

5. Your course administrator will shut the system down for you. Start the
system, specifying the system device explicitly.
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6.6 Solutions to Laboratory Exercises

No solution needed.
No solution needed.

No solution needed.

e

No solution needed. If you set up your system properly, it should start
and you should be able to log in.

5. No solution needed.
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6.7.1

Console Commands

The command language of the VAX console subsystem is the console com-
mand language (CCL). Each VAX processor has its own CCL, that reflects
its hardware characteristics.

A discussion of CCL and its syntax is beyond the scope of this course.
Table 6—11 lists the functions of some of the most useful CCL commands for
the representative processors. Typically, you will use only the BOOT, HALT,
and CONTINUE commands. See the VMS Installation and Operation Guide
for your particular system.

Issuing Console Commands at System Startup

All the startup methods covered in this module allow you to enter CCL com-
mands in Step 3. If the console terminal does not display the CCL prompt
(>>>), you can obtain it by typing CTRL/P. After entering CCL commands,
you can continue Step 3 of startup. The console terminal serves as a CCL
command terminal while the system is starting up.

As already mentioned in this module, you can also enter commands to the
VAX-11/750 at startup using the BOOT58 command language, an extension
of CCL. Use the console volume for system startup. In this case, you can
enter BOOT58 commands in Step 3 of startup. See the VMS Installation and
Operation Guide for VAX-11/750.
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Table 6-11 Typical Console Commands

Command VAX- VAX-11/750 VAX-
Function VAX-11/780 11/750 (BOOT58) 11/730

Starting a BOOT B BOOT B
VMS or a

standalone

utility or

diagnostic

Examining EXAMINE E EXAMINE E
a processor

register or

memory

location

Placing data DEPOSIT D DEPOSIT D
in a processor

register or

memory

location

Initializing INITIALIZE I N/A 1
state of VAX
processor

Executing @file-spec N/A @file-spec @file-
commands in spec

a file

Reloading REBOOT N/A N/A N/A
and restart-

ing the con-

sole processor
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6.7.2 Issuing Console Commands While the VMS System is Running

When VMS system startup is complete, you can use the console terminal as
an interactive user terminal. Any user can log in at this terminal. For an
interactive user, the main difference between this terminal and any other
terminal is that the console terminal also displays messages from users and
VMS to system operators. However, this feature does not restrict its use to
system operators alone.

The SYSTEM process performs the last step in the VMS startup procedure by
executing the SYS$SYSTEM:STARTUP.COM command procedure. The last
command in this procedure is LOGOUT. When you see the logout termination
message on the console terminal for the SYSTEM process, you know that the
startup procedure is over (See Example 6-7). At this point, you may log in at
the console terminal.

"%SET—I—INTSET, login interactive limit = 64, current interactive value = 0
SYSTEM job terminated at 18-MAY-1989 20:16:46.67

€?Username: SYSTEM
Password:

Welcome to VAX/VMS Version 5.2
$

Example 6-7 Using the Console Terminal Interactively After Startup
Notes on Example 6-7:

© Terminal displays SYSTEM logout message
® User presses RETURN and receives the Username: prompt
® Userlogsin

When the console terminal functions as an interactive VMS system terminal,
it is said to be in program mode.

You can also use the console terminal to issue CCL commands while the VMS
system is running. At the console terminal, you can obtain the CCL prompt
by typing CTRL/P, as Example 68 shows. When you use the console terminal
as a CCL command terminal, it is said to be in console mode.




6-34

STARTING UP AND SHUTTING DOWN THE SYSTEM

$ SHOW DEFAULT
WORK1: [BIERLY]

$
$ SHOW TERMINAL
Terminal: _OPAO: Device Type: LA36 Owner: _OPAO:
Username: BIERLY
Input: 300 LFfill: (o] Width: 132 Parity: None
Output: 300 CRfill: 0 Page: 24
Terminal Characteristics:
Interactive Echo Type-ahead No Escape
No Hostsync TTsync Lowercase No Tab
Wrap Hardcopy No Remote No Eightbit
P
0>>>
@ >>>SET TERMINAL PROGRAM
Broadcast No Readsync No Form Fulldup
No Modem No Local echo No Autobaud No Hangup
No Brdecstmbx No DMA No Altypeahd Set_speed
Line Editing Overstrike editing No Fallback No Dialup
No Secure server No Disconnect No Pasthru No Syspassword
No SIXEL Graphics No Soft Characters No Printer Port Numeric Keypad
No ANSI_CRT No Regis No Block_mode No Advanced_video
No Edit_mode No DEC_CRT No DEC_CRT2 No DEC_CRT3

$
~p

© >>>SET TERMINAL PROGRAM

$

Example 68 Using the Console Terminal in Console Mode (VAX-11/780)
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Notes on Example 6-8:

o

(2]

The user is logged in at the console terminal and is entering DCL com-
mands. At any time, the user can press CTRL/P to enter console mode.

Each VAX processor has its own CCL command for returning from console
mode to program mode, as Table 6-12 shows. If you are logged in at the
console terminal, changing to console mode does not log you out. When
you return to program mode, you are still logged in.

The user has typed CTRL/P and the console terminal is now in console
mode. The console command SET TERMINAL PROGRAM returns the
console terminal to program mode (for VAX-11/780 processors). Other
VAX processors typically use the CONTINUE command to enter program
mode.

When the console terminal is in console mode, the VAX-11/750 and VAX-11/730
processors halt. The VAX-11/780 processor, however, continues to run. (To
halt the VAX-11/780 processor, you must enter the HALT command at the
CCL prompt.)
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To prevent unauthorized users from issuing CCL commands at the console
terminal, you can use the keyswitch to disable CTRL/P, as Table 6—13 shows.
See Table 6-5, Table 6-6, Step 4.

Table 6-12 Issuing Console Commands While the VMS System is

Running
Command VAX-11/780 VAX-11/750 VAX-11/730
Function CCL CCL CCL
Changing mode of = CTRL/P (does CTRL/P (halts CTRL/P
console terminal not halt VAX VAX processor) (halts VAX
from program processor) processor)
mode to console
mode
Changing mode of = SET TERMINAL C (restarts C (restarts
console terminal PROGRAM halted VAX halted VAX
from console mode processor) processor)
to program mode
Halting VAX HALT CTRL/P CTRL/P
processor
Restarting halted CONTINUE Not possible on Not possi-
VAX processor this processor ble on this
without taking processor
console terminal
out of console
mode
Table 6-13 Disabling Console Mode
Function of Key-
switch Setting VAX-11/780 VAX-11/750 VAX-11/730
Enables CTRL/P LOCAL LOCAL LOCAL
Disables CTRL/P LOCAL SECURE LOC DSBL

DISABLE
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6.7.3 Customizing Startup and Automatic Restart

On the VAX-11/750, the BOOT DEVICE switch selects the default system
device at startup and automatic restart. If you follow the optional startup
method by using the console volume, the file DEFBOO.CMD on the console
volume specifies the default system device.

On the VAX-11/780 and VAX-11/730, the file DEFBOO.CMD on the console
volume specifies the default system device. On the VAX-11/780, the file
RESTAR.CMD on the console volume enables automatic restart after a power
failure.

There are other files stored on the console volume besides DEFBOO.CMD.
The contents of these files are similar to the contents of DEFBOO.CMD. You
can use any of these other files as the default, or you can start the system
by referring to one of them directly. Each file contains CCL or BOOT58 com-
mands. You can invoke any file with the BOOT command while you are in
console mode. Table 6-14 lists the names of some of these files. Notice that
the name of a file corresponds to the system device name. For example, if you
enter the command BOOT DBO, the system executes the DBOBOO.CMD file.
Example 69 shows the contents of the DBOBOO.CMD file stored on a typical
VAX-11/780 console volume.

Table 6-14 CCL Command Files Used at Startup

Device Code Used Command Files on Console
at System Startup Volume Executed by BOOT
(See Table 6-9) Command

DB (11/750 and 11/780 only) DBnBOO.CMD (n = 0,1,...,7,A.B)
DM (11/750 and 11/780 only) DMnBOO.CMD (n = 0,1,2,3,A,B,)
DQ (11/730 only) DQnBOO.CMD (n = 0,1,2,3)

DU (11/780 and 11/730 only) DUOBOO.CMD

CS CS1BOO.CMD
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$ @SYS$SUPDATE :DXCOPY
Command file to copy files to/from the system
console storage medium and the current directory.

Is system console storage medium mounted (Y/N)?: N

Please place the system console medium in the consocle drive
and press RETURN when ready:

$MOUNT-I-MOUNTED, VAX console mounted on _CSAl:

Copy from console medium (Y/N)?: Y

Enter console file name: DBOBOO.CMD

$EXCHANGE-S-MOUNTED, th RT-11 volume _CSAl: has been mounted
$EXCHANGE-S-COPIED, CSA1l:DBOBOO.CMD copied to SYS$SYSROOT:[SYSMGR]DBOBOO.CMD; 3,
20 records

$MOUNT-I-MOUNTED, VAX console mounted on _CSAl:

$

$ TYPE SYS$SMANAGER:DBOBOO.CMD

!

! DBC BOOT COMMAND FILE - DBOBOO.CMD

!

HALT

HALT PROCESSOR
UNJAM UNJAM SBI
INIT INIT PROCESSOR
DEPOSIT/I 11 20003800 SET UP SCBB
DEPOSIT RO 0 DISK PACK DEVICE TYPE
DEPOSIT R1 8 MBA TR=8
DEPOSIT R2 O ADAPTER UNIT = O
DEPOSIT R3 O CONTROLLER UNIT = 0
DEPOSIT R4 O BOOT BLOCK LBN (UNUSED)

DEPOSIT R5 4000
DEPOSIT FP O
START 20003000

SOFTWARE BOOT FLAGS
SET NO MACHINE CHECK EXPECTED
START ROM PROGRAM

WAIT DONE WAIT FOR COMPLETION

EXAMINE SP SHOW ADDRESS OF WORKING MEMORY+2X200
LOAD VMB.EXE/START:@ LOAD PRIMARY BOOTSTRAP

START @ AND START IT

$

Example 6-9 File DBOBOO.CMD from a VAX-11/780 Console Volume

NOTE

The contents of DBOBOO.CMD on the VAX-11/780 console volume
are not the same as the contents of DBOBOO.CMD on the console vol-
ume of another processor. See The VMS Installation and Operation
Guide for your particular processor.
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To use a file as the default boot file, invoke the DCL command procedure,
SYS$UPDATE:SETDEFBOO.COM. This procedure copies the contents of a
specific file to the DEFBOO.CMD file on the console volume. (See Example
6-10).

You should change the contents of the default boot file whenever you change
the system configuration to use a different system device. If you do not change
the default procedure, you must always include the name of the system device
in the boot command to avoid errors.

Unlike DEFBOO.CMD, you usually do not have to customize the RESTAR.CMD
file. RESTAR.CMD restarts the system after a power failure or when other
conditions occur. Example 6-11 shows the file RESTAR.CMD as supplied on
the VAX-11/780 console volume.

$ @SYSSUPDATE:SETDEFBOO

Command file to set default boot command file.
Please place the system console medium in the consocle drive.
Is the console medium ready to be mounted? (Y/N): Y
$MOUNT-I-MOUNTED, VAX console mounted on _CSAl:
Enter name of default boot command file: DBOBOO.CMD

$EXCHANGE-S-MOUNTED, the RT-11l volume _CSAl: has been mounted
$EXCHANGE-S-DELETEPREV, previous copy of _CSAl:DEFBOO.CMD deleted
$EXCHANGE-S-COPIED, _CSA1:DBOBOO.CMD copied to _CSAl:DEFBOC.CMD, 2 blocks

Default boot command file now replaced with DBOBOO.CMD.
Are you satisfied with this file as the default boot command file? (Y/N): Y

%MOUNT-I-MOUNTED, VAX console mounted on _CSAl:
$ DISMOUNT CSAl
$

Example 6-10 Customizing the Console Volume
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$ @SYSSUPDATE :DXCOPY
Command file to copy files to/from the system
console storage medium and the current directory.

Is system console storage medium mounted (Y/N)?: N

Please place the system console medium on the console drive
and press RETURN when ready:

$MOUNT~I-MOUNTED, VAX console mounted on _CSAl:

Copy from console medium (Y/N)?: Y

Enter console file name: RESTAR.CMD

$EXCHANGE-S-MOUNTED, the RT-11 volume _CSAl: has been mounted
$EXCHANGE-S-COPIED, _CSAl:RESTAR.CMD copied to SYS$SYSROOT: [SYSMGR]RESTAR.CMD:1,
20 records

%MOUNT-I-MOUNTED, VAX console mounted on _CSAl:

$

$ TYPE RESTAR.CMD

!

RESTART COMMAND FILE - RESTAR.CMD

THIS COMMAND FILE IS INVOKED IN THE EVENT OF POWER RECOVERY AND

OTHER CONSOLE DETECTED RESTART CONDITIONS IF THE AUTO RESTART SWITCH

IS SET. 1IT CAN ALSO BE INVOKED MANUALLY WITH THE COMMAND:
@RESTAR.CMD

HALT HALT PROCESSOR
UNJAM UNJAM SBI
INIT INITIALIZE PROCESSOR

DEPOSIT/I 11 20003800
DEPOSIT RO O

SET ADDRESS OF SCB BASE
CLEAR UNUSED REGISTERS

DEPOSIT R1 3 UBA TR=3

DEPOSIT R2 O CLEAR UNUSED REGISTER
DEPOSIT R3 0 CLEAR UNUSED REGISTER
DEPOSIT R4 O CLEAR UNUSED REGISTER
DEPOSIT RS5 O CLEAR UNUSED REGISTER
DEPOSIT FP O NO MACHINE CHECK EXPECTED
START 20003004 START RESTART REFEREE

$

$ DISMOUNT CSAl

$

Example 6-11 File RESTAR.CMD from a VAX-11/780 Console Volume
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6.7.3.1 Additional References

* For more information on the console command language for the proces-
sors discussed, read the command descriptions in the chapters on the
Console Subsystem for your type of processor in the VMS Installation
and Operation Guide.

*  For more information on the BOOT58 program, read the section on Using
BOOT58 on a VAX-11/750 in the VMS Installation and Operation Guide
for the VAX-11/750.

¢  For more information on files of CCL commands on the VAX console vol-
ume, read the section on Selecting a Bootstrap Command Procedure in
the VMS Installation and Operation Guide for your particular processor.
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6.8 Laboratory Exercises

(Do each problem in this lab under the direct supervision of your course
administrator.)

1

Your course administrator will shut the system down for you. The console
terminal is now in program mode. Log in at the console terminal.

While you are logged in at the console terminal, change to console mode.
Do not enter any console commands.

Return to program mode and enter the DIRECTORY command.
Disable console mode. Try to enter console mode at the console terminal.

If this system boots by means of boot files, copy the default boot file from
the console volume to your directory and look at it. Notice that it boots
the default system device on your system (it should).
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6.9 Solutions to Laboratory Exercises

No solution needed.
When you see the >>> prompt, you know you have been successful.

When you see the $ prompt and can enter the DIRECTORY command,
you know you are in program mode.

4. You should not be able to enter console mode if you set the switch cor-
rectly.

Enable console mode again when you are done with this problem.

5. You must be in program mode to copy a file from the console volume. Use
the SYS$UPDATE:DXCOPY command procedure. If your default boot
file (DEFBOO.CMD) does not boot your default system device, inform
your course administrator.
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6.10 System Parameters

The VMS operating system builds its data structures, configures its peripheral
devices, and customizes its user interface each time the system starts up.
System parameters stored in the default parameter file control much of
this customization. The values of these parameters are established as part
of system installation. You can modify them after the system is installed
by using the SYSGEN utility or the AUTOGEN.COM command procedure.
(Both are discussed further in Module 9.) You can also modify them during
the startup procedure with the SYSBOOT utility.

6.10.1 The Conversational Startup

The system parameters stored in SYS$SYSTEM:VAXVMSSYS.PAR are called
the current system parameters. The current values initialize the system
at startup. Unsuitable values can prevent the VMS operating system from
starting. Values set for normal startup can not meet your current needs.
Therefore, the VMS operating system includes the option of examining and
modifying the system parameters in Phase 3 of startup, before the processor
uses them to customize the system. This option is called a conversational
startup.

When you start up a VMS system conversationally, the secondary bootstrap
program (SYS$SYSTEM:SYSBOOT.EXE) displays the SYSBOOT> prompt,
allowing you to affect the system parameters by entering SYSBOOT com-
mands. After entering these commands, you can complete Phase 3 of startup
by issuing the SYSBOOT command CONTINUE.

SYSBOOT supports a subset of the SYSGEN command language. Table 6-15
lists the principal SYSBOOT commands and their functions. In particular,
the SET command allows you to specify parameter values that override the
current system parameters. See the Guide to Setting Up a VMS System, or
the VMS Installation and Operation Guide for your particular processor.
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Table 6-15 Using SYSBOOT During Conversational Startup

Function

Command Format

Examining a system parameter or
group of parameters

Modifying a system parameter

Modifying a group of system
parameters (.PAR files should be
in SYS$SYSTEM)

Using an alternate DCL startup
file

Exiting SYSBOOT to continue the
startup procedure

SYSBOOT> SHOW parameter
SYSBOOT> SHOW /parameter—-group
SYSBOOT> SHOW MAXPROCESSCNT
SYSBOOT> SHOW /ALL

SYSBOOT> SET parameter value
SYSBOOT> SET UAFALTERNATE 1

SYSBOOT> USE parameter-file.PAR
SYSBOOT> USE CURRENT

SYSBOOT> USE DEFAULT

SYSBOOT> USE ALTPARAM.PAR

SYSBOOT> SET/STARTUP SYS$SYSTEM:startup-file
SYSBOOT> SET/STARTUP SYS$SYSTEM:ALTSTART

SYSBOOT> CONTINUE
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Figure 6-3 illustrates the effect of system startup on system parameters.

VAXVMSSYS.PAR

USE CURRENT

SET PARAMETER VALUE

A D
MEMORY
sYsBooT IMAGE
ARSI IAG VAXVMSSYS.PAR
EXECUTIVE v
(/ B

USE DEFAULT

SYSBOOT EXE USE PARAMETER-FILE.PAR
PARAMETER FILE

TTB_X0727_88

Figure 6-3 Effect of VMS System Startup on System Parameters
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Notes on Figure 6-3:

At Phase 3 of startup, SYSBOOT copies the current system parameter values
from SYS$SYSTEM:VAXVMSSYS.PAR to the SYSBOOT buffer.

If the startup is conversational, you can use the SYSBOOT utility to modify
the parameters in the SYSBOOT buffer.

*  You can modify the values of individual parameters. SET commands
specify the parameters and their new values.

*  You can replace all parameter values with values stored in a .PAR file
in SYS$SYSTEM. You create such files, which contain values for every
system parameter, by using the SYSGEN utility while the VMS system
is running. Module 9 discusses the SYSGEN utility further.

*  You can replace all parameter values with default values stored in the
SYSBOOT image.

*  You can replace all parameter values with the current system parameters
stored in SYS$SYSTEM:VAXVMSSYS.PAR. (This is the default action
SYSBOOT takes initially.)

After you issue the SYSBOOT command CONTINUE, the system copies the
system parameters from the SYSBOOT buffer to the executive image in mem-
ory. This copy of the system parameters configures the system during the
remaining phases of startup.

At Phase 5 of startup, the processor copies system parameters from the exec-
utive image in memory back to SYS$SYSTEM:VAXVMSSYS.PAR. Therefore,
after startup completes, the parameter values customized by SYSBOOT be-
come the current system parameters. Thus, they affect not only this startup
but every subsequent startup, unless you modify them. You can modify these

parameters in another conversational startup with SYSBOOT or with the
SY SGEN utility or AUTOGEN.COM while the system is running.

Table 6-16 lists the steps you use to start a VMS system conversationally.
The console volume supplies files required for conversational startup.
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Table 6-16 Starting Up a VMS System Conversationally
VAX-11/750

Step VAX-11/780 VAX-11/750 (using BOOT58) VAX-11/730

1 Set AUTORESTART Set POWER ON Set POWER ON Set AUTORESTART/
switch to OFF. ACTION switch to ACTION switch to BOOT switch to
Place console vol- HALT. Set BOOT HALT. Place console OFF. Place the
ume in console DEVICE switch to volume in console console volume
device. default setting for device. Set BOOT in the console

system device B, C, DEVICE switch to device.t
orD. setting for console
device A.

2 Set key switch to Set key switch to Set key switch to Set key switch to
LOCAL. LOCAL. LOCAL. LOCAL.

3 If >>> prompt If >>> prompt is Set POWER ON If >>> prompt
is not displayed not displayed on ACTION switch is not displayed
on console termi- console terminal, to BOOT. Press on console termi-
nal, obtain it by obtain it by typing INITIALIZE button. nal, obtain it by
typing CTRL/P. CTRL/P. Type B/1 When the BOOT58> typing CTRL/P.
Type HALT then then RETURN. prompt appears on Type @dduGEN
RETURN. Then, console terminal, then RETURN,
type @dduGEN type D/G 3 u then {(where ddu is the
then RETURN RETURN, @ddcGEN  startup code for
(where ddu is the then RETURN the system device).
startup code for the (where ddcu is the
system device). startup code for the

system device).

4 Set key switch from  Set key switch from Set key switch from Set key switch
LOCAL to LOCAL LOCAL to SECURE.  LOCAL to SECURE. from LOCAL to
DISABLE. Set Set POWER ON Set BOOT DEVICE LOC DSBL. Set
AUTORESTART ACTION switch to switch to default AUTORESTART/
switch to ON. RESTART/BOOT. setting for system BOOT switch to

device (B, C, or D), ON.

and set POWER ON
ACTION switch to
RESTART/BOOT.

FFor one type of VAX-11/730, the console volume {CSAZ:) i always loaded in the console drive located
inside the processor cabinet. You do not have to load the console volume on this type of processor.
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>>>@DBOGEN

!

! DBO CONVERSATIONAL BOOT COMMAND FILE - DBOGEN.

! BOOT FROM DBO AND STOP IN SYSBOOT TO ALTER PARAMETERS

HALT ! HALT PROCESSOR

CPU HALTED
UNJAM ! UNJAM SBI
INIT ! INIT PROCESSOR

INIT SEQ DONE
DEPOSIT/I 11 20003800 ! SET UP SCBB
DEPOSIT RO O ! DISK PACK DEVICE TYPE
DEPOSIT R1 8 ! MBA TR=8
DEPOSIT R2 O ! ADAPTER UNIT = O
DEPOSIT R3 O ! CONTROLLER UNIT = 0
DEPOSIT R4 O ! BOOT BLOCK LBN (UNUSED)
DEPOSIT R5 4001 ! SOFTWARE BOOT FLAGS (CONVERSATIONAL BOOT)
DEPOSIT FP O ! SET NO MACHINE CHECK EXPECTED
START 20003000 ! START ROM PROGRAM
WAIT DONE ! WAIT FOR COMPLETION

HALT INST EXECUTED
HALTED AT 20003552
!

EXAMINE SP ! SHOW ADDRESS OF WORKING MEMORY +2X200

G O000000E 00000200
LOAD VMB.EXE/START:@ ! LOAD PRIMARY BOOTSTRAP

LOAD DONE, 00005000 BYTES LOADED
START @ ! AND START IT
<@EOF>
<@EXIT>

@ sYSBOOT> USE ALTPARAM.PAR

@ sYSBOOT> SET UAFALTERNATE 1

© sYSBOOT> SET/STARTUP SYS$SYSTEM:ALTSTART
O sYSBOOT> CONTINUE

VAX/VMS Version 5.2 3-JUN-1989 08:31

Example 6-12 (Cont’'d on next page.) Typical Conversational Startup
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$E%55%E%%%% OPCOM 26-JUN-1989 20:17:24.90 S%¥L¥%%%%%%
Logfile has been initialized by operator _OPAO:
Logfile is SYS$SYSROOT:[SYSMGR]OPERATOR.LOG; 13

%$MOUNT~-I-MOUNTED, BIG_BIRD mounted on _DRAl:
$MOUNT-I-MOUNTED, BERT mounted on _DRAZ2:
$MOUNT-I-MOUNTED, ERNIE mounted on _DRA3:

$MOUNT-F-VOLINV, volume is not software enabled

Job STARTNET (queue SYSSBATCH, entry 259) started on SYSSBATCH
%RUN-S-PROC_ID, identification of created process is 0000008A
$%5%%%%%%%% OPCOM 26-JUN-1989 20:18:42.98 I%%%%4%%%%%
Message from user SYSTEM

VAXsim El1.4 startup - Using SYS$SYSROOT: [SYSERR]VAXSIMDAT.DAT;1

Reply received from user SYSTEM at Batch 20:18:52
The 13th VAX ~- THE SUPERSTITION -- Ready for use.

%$SET-I-INTSET, login interactive limit = 64, current interactive value = 0

SYSTEM

job terminated at 26-JUN-1989 20:18:59.26

FEEEELE¥%%Y  OPCOM  26-JUN-1989 20:19:05.73 F%¥¥%5%%5%%%
Message from user DECNET
DECnet starting

Example 6-12 Typical Conversational Startup

Notes on Example 6-12:

o

2]

(4]

Specifies the alternate system parameter file, ALTPARAM.PAR. This file
must already exist in the SYS$SYSTEM directory. Module 9 discusses
how to create parameter files.

Specifies the use of SYS$SYSTEM:SYSUAFALT.DAT, the alternate user
authorization file, instead of SYS$SYSTEM:SYSUAF.DAT, the standard
UAF. This alternate file must exist already. You can create it by copying
and modifying the standard file.

Specifies the use of SYS$SYSTEM:ALTSTART.COM, an alternate DCL
startup file, instead of SYS$SYSTEM:STARTUP.COM, the standard, site-
independent startup file. This alternate file must already exist before you
can specify it in SYSBOOT.

The CONTINUE command causes the startup to continue and finally
complete.

Note that the system uses alternate parameter values and files defined in
this example at all subsequent startups of this system, unless SYSGEN,
AUTOGEN.COM, or SYSBOOT subsequently alters them.
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6.10.1.1 Additional References

¢  For more information on the conversational bootstrap method of startup,
consult the Guide to Setting Up a VMS System, or the VMS Installation
and Operation Guide for your particular processor.

®* To learn more about the commands and qualifiers that you can enter
to the SYSBOOT utility, consult the VMS System Generation Utility
Manual.
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6.11 Laboratory Exercises

1

Your course administrator will create an alternate copy of the
SYS$SYSTEM:SYSUAF.DAT file and will modify your account in the new
file. The alternate copy is named SYS$SYSTEM:SYSUAFALT.DAT. Start
the system conversationally, specifying the alternate UAF file. Log in and
enter the SHOW PROCESS command to verify that the alternate file was
used. The display should contain the new values entered by your course
administrator. Check with your course administrator to verify this.

Your course administrator will shut the system down for you. Start it
conversationally, specifying the normal SYS$SYSTEM:SYSUAF.DAT file
as the UAF file. Log in and enter the SHOW PROCESS command. The

display should look normal.
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6.12 Solutions to Laboratory Exercises

1. Boot the system conversationally. Enter the commands SET UAFALTERNATE
1 and CONTINUE at the SYSBOOT> prompt.

2. Boot the system conversationally. Enter the commands SET UAFALTERNATE
0 and CONTINUE at the SYSBOOT> prompt.
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6.13 Specifying the System Configuration

As you have learned in this chapter, the VMS system configuration is cus-
tomized each time you start the system. In particular, at startup:

¢ The system device is selected.

* System parameters determine how the VMS system database is con-
structed.

¢ DCL commands create the system environment.

By default, the processor takes most of the information required to start up
the system from files on the system volume. The name of the default system
device is included in a default command file on the console volume for the
VAX-11/780 and VAX-11/730. For the VAX-11/750, define the default device
using the BOOT DEVICE switch on the front panel or by specifying it in the
default boot file on the console volume (not used unless you start the system
using the BOOT58 program on the console volume). To customize the default
system configuration, you must customize the files on the system volume and
the default boot file on the console volume. Table 6-17 lists the principal files
you must customize.

The following modules cover the ways to customize the files listed in Table 6-17:

* Module 5

(SYSTARTUP_V5.COM, SYCONFIG.COM)
* Module 6

(DEFBOO.CMD and VAXVMSSYS.PAR)
* Module 9

(VAXVMSSYS.PAR)
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Table 6-17 Customizing the System Configuration

Contents of Location of Utility Used for
Customize File File Customization
DEFBOO.CMD CCL (or Console volume SYS$UPDATE:
BOOT58) SETDEFBOO.COM
commands
VAXVMSSYS.PAR System parame- SYS$SYSTEM SYSBOOT,
ters SYSGEN, or
AUTOGEN
SYSTARTUP_ DCL commands SYS$MANAGER  Text editor
V5.COM (such as EDT)

SYCONFIG.COM
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6.14 Multiprocessing Systems

Until now, this course has described procedures for managing VAX systems
with a single VAX system processor. A system with only one processor is called
a uniprocessor system.

Systems comprising two or more processors within a single cabinet are called
multiprocessing systems. Older multiprocessing systems, such as the VAX-
11/782, are asymmetric multiprocessors. In these systems, one processor
acts as a primary processor and the other as an attached processor. (There
are only two processors in older, asymmetrical multiprocessing systems. The
primary processor in asymmetric multiprocessing systems is sometimes called
the master, and the attached processor is called the slave.)

In asymmetric multiprocessing systems, the primary processor schedules jobs
to run on either processor and performs all I/O tasks. If a job executing
on the attached processor requests an I/O function, the attached processor
suspends execution of the job and allows the primary processor to perform
the I/O function.

Another kind of multiprocessing system is called symmetric multiprocess-
ing (SMP). In SMP systems, there is one primary processor and one or more
secondary processors. The term symmetric comes from the fact that each
processor has equal access to the VMS system code and resources and can
perform all I/0 functions.

The primary processor is the processor that is logically or physically connected
to the console device. The primary processor performs initialization activities
at system startup and also serves as the system “timekeeper.”

NOTE
VMS Version 5 (and later versions) does not support asymmetric
multiprocessing systems, only symmetric multiprocessing systems.
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6.14.1 Starting Up Multiprocessing Systems

When you install the VMS system on an SMP system, you customize the
SYSGEN parameter file for multiprocessing startup. Certain system param-
eters for SMP systems declare which image is used to synchronize the system
processors, and which processors are to be brought in to the multiprocessing
environment at boot time (see Table 6-18).

To start up an SMP system, follow the same procédure that you use for a
uniprocessor system. Refer to Tables 6-5, 6-6, 68, and 6-16.

Table 6-18 SYSGEN Parameters for Multiprocessing Systems

Parameter Function

MULTIPROCESSING Determines which synchronization image is loaded
into the operating system at boot time.

SMP_CPUS Determines which processors are brought into the
multiprocessing environment at boot time.

6.14.2 Controlling Multiprocessing

Three DCL commands control the primary processor’s use of the attached
processor:

* START/CPU
* STOP/CPU
e SHOW/CPU

Table 619 explains the functions of these commands. Each command requires
a CPU identifier, a unique number assigned to each processor. The primary
processor is usually assigned the value 0. The secondary processors are as-
signed sequential numbers (starting with 1), depending on their positions on
the VAXBI bus.




Table 6-19 DCL Commands to Control Multiprocessing Systems

Commandt Function

START/CPU [cpu-id, ...] Starts the specified secondary processor or
processors

STOP/CPU [cpu-id, ...] Stops the specified secondary processor or pro-
cessors

SHOW CPU [cpu-id, ...] Displays the current state of the processors

TRequires CMKRNL pnivilege

When an SMP system is first powered up, processors that pass the initial
hardware power-up diagnostics become part of the system’s available set.
Processors that are directed to participate in system operations become the
active set. A processor can be in the available set, but not in the active
set. The START/CPU command places a processor in the active set. The
STOP/CPU command takes a processor out of the active set. The SHOW CPU
command can be used to inquire about the status of a particular processor.
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6.15 Shutdown

The introduction to this module lists typical reasons for shutting down a
VMS system. This section discusses the following three methods for system
shutdown:

*  Orderly shutdown
e Emergency shutdown from DCL
*  Emergency shutdown from CCL

6.15.1 Orderly Shutdown

When you use the orderly shutdown method, the VMS system attempts to
avoid interrupting any critical system operations. It warns users of the ap-
proaching shutdown, and makes every attempt to preserve all system and user
data. For this reason, you should always use the orderly shutdown procedure
if circumstances permit.

You accomplish an orderly shutdown by executing the command procedure
SYS$SYSTEM:SHUTDOWN.COM. You should log in as SYSTEM to exe-
cute this command procedure, but this is not required. However, you must
have either SETPRV privilege or the privileges CMKRNL, SYSNAM, OPER,
WORLD, SYSPRYV, and EXQUOTA to execute this procedure. Although you
can log in on any terminal, try to use the console terminal. (The console
terminal is typically a hard-copy terminal. Use it for all operator functions
including startup and shutdown procedures so you will have a paper copy of
any problems that might occur.)

SYS$SYSTEM:SHUTDOWN.COM is provided with your VMS system soft-
ware. An empty file, SYSSMANAGER:SYSHUTDWN.COM, is also provided.
If you want to issue site-specific DCL commands during an orderly shutdown,
add them to SYSHUTDWN.COM. Typically, you issue commands to turn off
site-specific devices and remove images you installed in the SYSTARTUP_
V5.COM file. You can also send extra messages to users, close files, or do
other site-specific jobs.
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During orderly shutdown, SYS$SYSTEM:SHUTDOWN.COM performs the
following functions:

Displays a notice on all terminals that a shutdown is planned, and re-
minds interactive users periodically as shutdown time approaches

Prevents users from logging in (unless they have OPER privilege)
Shuts down DECnet software

Stops batch and print queues

Executes site-specific DCL commands in SYSHUTDWN.COM
Stops user processes

Removes installed images

Dismounts mounted volumes other than the system disk (and, if re-
quested, spins down the volumes)

Closes the operator’s log file
Writes error log entries to disk

Causes the VMS system paging mechanism to record on disk any file
changes that have occurred in memory

Writes a dump header and error log allocation buffers to the dump file
For a multiprocessing system, shuts down the secondary processor(s)

Dismounts the system disk

Example 6-13 shows how to perform an orderly shutdown on a VAX-11/780
system.
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‘,Username: SYSTEM
Passwoxd:
Welcome to VAX/VMS version V5.2 on node SUPER
Last interactive login on Sunday, 23-APR-1989 08:20
Last non-interactive login on Sunday, 23-APR-1989 01:24

You have 7 new Mail messages.
® $ @SYS$SYSTEM: SHUTDOWN
SHUTDOWN ~- Perform an Orderly System Shutdown

GDHow many minutes until final shutdown [0]: 10
O Reason for shutdown [Standalone]: PREVENTIVE MAINTENANCE
O o you want to spin down the disk volumes [NO]? YES
O oo you want to invoke the site-specific shutdown procedure [YES]? YES
iiShould an automatic system reboot be performed [NO]? NO
© When will the system be rebooted [later]: AT 10:00
Shutdown options:
(0] REBOOT_CHECK Check existence of basic system files

Shutdown options [NONE]: NONE

SHUTDOWN message from user SYSTEM at _OPAO: 08:23:36

O SUPER will shut down in 10 minutes; back up AT 10:00.
PREVENTIVE MAINTENANCE

44 terminals have been notified.

$SHUTDOWN-I~-OPERATOR, This terminal is now an operator’s console.

55555 %%% OPCOM 23-APR-1989 08:28:44.11 %%%%%%%%%%%

Operator status for operator _OPAO:

CENTRAL, PRINTER, TAPES, DISKS, DEVICES, CARDS, NETWORK, CLUSTER, SECURITY,
REPLY, SOFTWARE, OPER1, OPER2, OPER3, OPER4, OPER5, OPER6, OPER7, OPER8S, OPERY,
OPER10, OPER11l, OPER12

%SHUTDOWN-I-DISLOGINS, Interactive logins will now be disabled.
ﬂ’%SET-I—INTSET, login interactive limit = 0, current interactive value = 3
%$SHUTDOWN-I-SHUTNET, The DECnet network willn ow be shut down.

SHUTDOWN message from user SYSTEM at _OPAO: 08:29:03

® SUPER will shut down in 5 minutes; back up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE

3 terminals have been notified.

SHUTDOWN message from user SYSTEM at _OPAO: 08:31:09
SUPER will shut down in 3 minutes; back up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE

3 terminals have been notified.

SHUTDOWN messagé from user SYSTEM at _OPAO: 08:32:15
SUPER will shut down in 2 minutes; back up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE

Example 6-13 (Cont'd on next page.) Performing an Orderly System
Shutdown on a VAX-11/780 System
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3 terminals have been notified.
$SHUTDOWN-I-STOPQUEMAN, The queue manager will now be stopped.

SHUTDOWN message from user SYSTEM at _OPAO: 08:33:24
SUPER will shut down in 1 minutes; back up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE

3 terminals have been notified.

SHUTDOWN message from user SYSTEM at _OPAQ: 08:34:30
SUPER will shut down in 0 minutes; kack up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE

3 terminals have been notified.

q@%SHUTDOWN-I=SITESHUT, The site-specific shutdown procedure will now be invoked.
%$SHUTDOWN-I~STOPUSER, All user processes will now be stopped.
$SHUTDOWN-I-REMOVE, All installed images willnow be removed.
$F535%%%%%% OPCOM 23-APR-1989 08:34:44.22 3%%%%%%%%%%
Message from user DECNET
DECnet shutting down

%$SHUTDOWN-I-DISMOUNT, All volumes will now be dismounted.
$SHUTDOWN-I-DISMOUNTDEV, Dismounting device DRAl:.
$SHUTDOWN-I-DISMOUNTDEV, Dismounting device DRAZ2:.
$SHUTDOWN-I-DISMOUNTDEV, Dismounting device _DRA3:.
%¥5%55%%%%%% OPCOM 23-APR-1989 08:35:03.13 $%%%%%%%%%%
Message from user SYSTEM

_OPAO:, SUPER shutdown was requested by the operator.

$555%5%%5%% OPCOM 23-APR-1989 08:35:03.69 $%%%%%%%%%%
Logfile was closed by operator _OPAO:
Logfile was SYS$SYSROOT: [SYSMGR]OPERATOR.LOG; 8

F¥E5E5%%%%% OPCOM 23-JUN-1988 08:35:03.82 $%¥%33%%%%%%
Operator OPAO: has been disabled, username SYSTEM

(4] SYSTEM SHUTDOWN COMPLETE ~ USE CONSOLE TO HALT SYSTEM
>>>H

HALTED AT 80008CES
>>>

Example 6-13 Performing an Orderly System Shutdown on a VAX-11/780
System
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Notes on Example 6-13:

®

©

o)

Log in as SYSTEM.
Execute the command procedure SYS$SYSTEM:SHUTDOWN.COM.

Your response to this question determines when the final phase of shut-
down begins.

Your response to this question becomes part of the shutdown notices
displayed on user terminals.

Your response to this question determines whether the system spins down
disk volumes other than the system volume when they are dismounted.
The VMS system will not spin down the system volume.

Your response to this question affects whether the site-specific shutdown
command procedure, SYSSMANAGER:SYSHUTDWN.COM, will be exe-
cuted or not.

If your response to this question is YES, the system starts up again
automatically as soon as the shutdown is complete. The next section
discusses automatic restart after a normal shutdown.

Your response to this question appears in the shutdown notices displayed
on user terminals. It has no effect on when the system actually starts up
again.

If you specify the REBOOT_CHECK option, the system will check the
system disk to be sure the basic files used for rebooting are available and
readable. This may take some time to do, so you may press the RETURN
key to avoid using this option.

The system sends a message to all terminals, specifying when the system
Will.be shut down, why it will be shut down, and when it will be available
again.

About five minutes before the shutdown completes, the system disables
all interactive logins. Users with the OPER privilege can still log in.
Before the terminal displays this message, you can completely cancel the
shutdown by typing CTRL/Y. You can still cancel the remaining shutdown
operations with CTRL/Y, but you must manually reverse any operation
that the system has already performed.

The system sends out messages periodically to remind the users that a
shutdown is in progress. It sends the first message when you invoke
the procedure, then it divides the time left in half and sends the next
message at the halfway point. It repeats this action until there are only
three minutes left, when it sends a message every minute.

The system performs these operations during the final phase of shutdown.
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® This message indicates that shutdown is complete except for one final
step. Go to the console terminal and type:

CTRL/P
>>>H

No matter what terminal SYS$SYSTEM:SHUTDOWN.COM is executed
from, the message sySTEM SHUTDOWN COMPLETE appears on the console ter-
minal. You can only use the console terminal to issue the CCL HALT
command. (HALT is not valid for some processors. See Table 6-12.)

Example 6-14 shows the shutdown notices that a user terminal displays
during orderly shutdown.
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Username: JONES
Password:
Welcome to VAX/VMS version 5.2 on node SUPER
Last interactive login on Friday, 21-APR-1989 08:47
Last non-interactive login on Sunday, 23-APR-1989 00:01
$ .
$ SHOW DEFAULT
WORK1: [JONES]
$
@ SHUTDOWN message from user SYSTEM at _OPAO: 08:23:36
SUPER will shut down in 10 minutes; back up AT 10:00.
PREVENTIVE MAINTENANCE

© s SHOW DEFAULT
WORK1: [ JONES]

$

SHUTDOWN message from user SYSTEM at _OPAO: 08:29:03

SUPER will shut down in 5 minutes; back up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE

5

SHUTDOWN message from user SYSTEM at _OPAO: 08:31:09

SUPER will shut down in 3 minutes; back up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE

3

SHUTDOWN message from user SYSTEM at _OPAO: 08:32:15

SUPER will shut down in 2 minutes; back up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE

$

SHUTDOWN message from user SYSTEM at _OPAO: 08:33:24

SUPER will shut down in 1 minutes; back up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE

$
SHUTDOWN message from user SYSTEM at _OPAO: 08:34:30

© SUPER will shut down in 0 minutes; back up AT 10:00. Please log out.
PREVENTIVE MAINTENANCE
@ s sHO

Example 6-14 User View of Orderly System Shutdown
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Notes on Example 6-14:

© All terminals display one shutdown notice when you first execute
SYS$SYSTEM:SHUTDOWN.COM. Periodic shutdown reminders are dis-
played only on logged in terminals.

This is the number of minutes specified in Example 6-13, number 3.

This is when you expect the system to be up again, specified in Example 6-13,
number 8.

This is the reason you are shutting the system down, as specified in
Example 6-13, number 4.

The user can continue working until the final phase of shutdown begins.

After this message, the final phase of shutdown begins.

OO0 e o9

In the beginning of the final phase, the system stops and deletes all user
processes. This user attempted to enter another command after the final
message, but was not allowed to complete it.

You can cancel the orderly shutdown at any time by pressing CTRL/Y at the
terminal where you executed it. However, you must manually reverse any
shutdown operations that the command procedure has already performed.
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6.15.1.1 Automatic Reboot After Normal Shutdown

You can modify some system parameters while the system is running. The
system will use the new values immediately. You can modify other parame-
ters, but the system will not use the new values until you reboot the system.
Therefore, a typical reason for shutting the system down in an orderly manner
is to establish new values for the latter type of system parameter.

When you shut down the system in an orderly manner, you can request that
the system reboot automatically. This automatic reboot will occur if you have
done the following:

1. Set the AUTORESTART switch to ON. (On the VAX-11/750, set the
POWER ON ACTION switch to RESTART/BOOT.)

2. Specified the system device in the default boot command procedure for
the VAX-11/780 and the VAX-11/730. For the VAX-11/750, set the BOOT
DEVICE switch to the system device setting (B, C, or D).

3. Answered YES to the automatic reboot question in the shutdown proce-
dure.

NOTE

The automatic reboot after a shutdown does not restore the system
to the state it was in prior to the shutdown (as it does in an auto-
matic reboot after a power failure). Instead, the system is simply
booted using the default system device. To create their interactive
processes, users must log in as they would on any system that has
just been booted.
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6.15.2 The Emergency Shutdown

You can execute SYS$SYSTEM:SHUTDOWN.COM, specifying the number of
minutes until shutdown as 0, to produce a fast orderly shutdown.

If some emergency makes an even faster shutdown necessary, or if the orderly
shutdown procedure fails, you can run the image SYS$SYSTEM:OPCCRASH.
Since this is a program, you can execute it from any terminal where you are
logged in. This image, which requires CMKRNL privilege, performs only the
following functions:

®  Writes error log entries to disk

¢ (Causes the VMS system paging mechanism to record on disk any file
changes that have occurred in memory

®*  Writes a dump header and error log allocation buffers to the dump file

* Dismounts the system disk
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OPCCRASH does not perform most of the cleanup performed during an orderly
shutdown. For this reason, data may be lost if you use this method.

When OPCCRASH finishes running, it displays the following message on the
console terminal:

SYSTEM SHUTDOWN COMPLETE - USE CONSOLE TO HALT SYSTEM
When this message is displayed, use the console terminal to type:

CTRL/P
When the terminal displays the console prompt, enter the H (HALT) command
as follows (not needed for processors that use the VAX CPU as a console

processor):

>>>H

6.15.2.1 Automatic Reboot After Emergency Shutdown

You should only use the emergency shutdown in emergencies, such as a head
crash or a memory failure. The system does not provide for an automatic
reboot in this case.

6.15.3 Forcing a Shutdown with CCL Commands

If your system will not respond to terminal input, you will have to shut it down
using CCL at the console terminal. The VAX-11/780 and VAX-11/730 console
volumes include the command file CRASH, which contains CCL shutdown
commands. On the VAX-11/750, you must enter the CCL commands manually.
Table 6—20 shows how to force a shutdown using CCL commands on these
processors.

No cleanup is performed during a CCL shutdown. Use this method only if
DCL shutdown methods fail.

A CCL shutdown writes a copy of physical memory to the crash dump file and
displays the contents of certain processor registers on the console terminal.
This file and listing are important in isolating and solving system problems,
as explained in Module 8.
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Table 6-20 Forcing a Shutdown Using CCL Commands

VAX-11/780 VAX-11/750 VAX-11/730

CTRL/P CTRL/P CTRL/P
>>>HALT >S>>E/GF . >>>QRCRASH
>>>@CRASH >>>E P

>>>E/I 0

>>>E/I 1

>>>E/I 2

>>>E/I 3

>>>E/I 4

>>>D/G F FFFFFFFF

>>>D P 1F0000

>>>C

6.15.3.1 Automatic Reboot After Forcing a Shutdown

Generally, you force a system to shut down from the console terminal (using
CCL commands) when it no longer responds to user input from other termi-
nals. Since there are many reasons why a system will not respond, you can
force a system failure and request an automatic reboot. Again, the system
does not return to the state it was in at the time of the forced system failure.
Instead, it just reboots for you automatically.

To request an automatic reboot after a forced system failure:

1. Set the AUTORESTART switch to ON. (For the VAX-11/750, set the
POWER ON ACTION switch to RESTART/BOOT.)

2. For the VAX-11/780 and VAX-11/730, specify the system device in the
default boot command procedure. For the VAX-11/750, set the BOOT
DEVICE switch to the system device setting (B, C, or D).

For more information on shutting down a VMS system, consult the Guide to
Setting Up a VMS System.
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6.16 Laboratory Exercises

You must perform the following exercises on a standalone system, under the
supervision of your course administrator, and then start the system up after
each exercise.

1. Use the orderly shutdown method to shut down your system.
2. Use the emergency DCL shutdown method to shut down your system.
3. Use the CCL method to force a shutdown.
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6.17 Solutions to Laboratory Exercises

See Example 6-13 and its keyed comments.

2. Follow these steps:
a. Login as SYSTEM on the éonsole terminal.
b. Issue the DCL command:

$ RUN SYS$SYSTEM:OPCCRASH

c. When the sysTem sHuTDOWN COMPLETE message is displayed, type:

>>>H

3. See the VMS Installation and Operation Guide for the system you are
using.
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6.18 Optional Laboratory Exercise

Complete the following exercise only under the supervision of your course
administrator. The purpose of this optional exercise is to show you that dif-
ferent errors can occur at different points during the startup process. Other
errors indicate a problem with the system disk. It could be corrupted, off-line,
write-locked, or certain files necessary for the startup process could be missing
or corrupted. Finally, errors could indicate problems with data disks, buses,
memory, or other parts of the system.

You can usually identify the problem by looking at the listing on the console
terminal. Certain errors occur at certain points in the startup process. For
example, if the console volume is missing, you will not be able to get to the
part of the listing where the system volume is read. If you cannot get to the
part where the console volume is read, the problem might be in memory or in
some area of the CPU.

If you are having problems starting up your system, first check to be sure you
are preparing it properly for startup. If you still cannot start it, show the
console terminal listings to a more experienced person or to a Digital Field
Service representative.

Use the following steps to force some common startup problems:

Shut the system down using the normal method.

2. Remove the console volume. (If this is not possible on your system, go
to Question 9. If you are working on a VAX-11/750 system, also set the
BOOT DEVICE switch to A.)

CAUTION

If your console volume is a diskette, do not remove it if you
hear a clicking noise from the drive. The noise indicates that
the system is using the volume. If you remove the volume while
the system is using it, you can damage the volume.

3. Attempt to boot the system by using the boot switch on the front panel
or by entering a command at the console terminal.

4. What are the results?
Place a scratch volume in the console drive.

6. Attempt to boot the system by using the boot switch on the front panel
or by entering a command at the console terminal.

7. What are the results?
8. Replace the console volume in the console drive.

Spin down the system disk.
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10.

11.
12.
13.

14.
15.

16.

17.

Attempt to boot the system by using the boot switch on the front panel
or by entering a command at the console terminal.

What are the results?
Spin up the system disk and write-protect it.

Attempt to boot the system by using the boot switch on the front panel
or by entering a command at the console terminal.

What are the results?

Write-protect a data disk that your site-specific command procedure nor-
mally loads.

Attempt to boot the system by using the boot switch on the front panel
or by entering a command at the console terminal.

What are the results?
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6.19 Solutions to Optional Laboratory Exercise

oo

o

10.
11.

12.
13.
14.

15.
16.
17.

Use the SHUTDOWN.COM procedure.
No solution needed.
No solution needed.

You should receive an error message at the console terminal. The content
of this message differs according to processors, but its meaning is the
same: The system cannot boot without the console volume.

No solution needed.
No solution needed.

You should receive an error message at the console terminal that is differ-
ent than the one you received when no volume was loaded. This second
message means that the system cannot boot without a proper system
console volume.

No solution needed.
No solution needed.
No solution needed.

You should see more messages on the console terminal this time before
you see an error message. This third error message means that the
system cannot read the system volume when it is not spun up. It must
be able to read the system volume to complete the startup process.

No solution needed.
No solution needed.

You should see an error message on the console terminal. This message
means that the startup process cannot complete unless it can both read
from and write to the system disk.

No solution needed.
No solution needed.

The startup process will complete if a data disk is not loaded, but you
will receive error messages at the console terminal. You should always
enter the SHOW DEVICES command after the system is up to check on
the status of all disk drives, or you should read the console listing to be
sure all were successfully mounted.







INSTALLING AND UPDATING
SYSTEM SOFTWARE






INSTALLING AND UPDATING SYSTEM SOFTWARE 7-3

7.1

7.2

Introduction

The manager of a VMS operating system must install and customize the sys-
tem software before users can log in and work. This module focuses on the
gkills needed to install, upgrade, and add maintenance updates or optional
software to your VMS operating system. Software installation, whether you
are installing the operating system or an optional product, involves two basic
steps:

*  Registering a Product Authorization Key (PAK). This key represents your
software license and allows the software to run.

* Installing the software itself. This means copying the software from a
distribution volume onto the system disk.

After you install your system, customize it using the skills discussed in the
other modules in this course.

Finally, run the User Environment Test Package (UETP) and make backup
copies of your system disk and console volume.

Objectives
To install and test a system, a system manager should be able to:

* Use the License Management Facility to manage the software license
database

* Install VMS system software
¢ Upgrade VMS system software
* Install optional software and maintenance updates

¢ Customize and save the contents of the system volume and the console
volume

* Run the User Environment Test Package (UETP) to test the hardware
and the software
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7.3 Resources

VMS Installation and Operation Guide for each processor
VMS Release Notes for the latest version VMS

VMS License Management Utiliiy Manual

VMS Backup Utility Manual

ol .
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7.4 Managing Product Licenses Using the License Management
Facility (LMF)

7.4.1 Overview of the LMF

Most Digital products now require installation of a license key in order to
operate on VMS V5.0 and later systems. Install the key by copying informa-
tion from a paper Product Authorization Key (PAK). These product keys
are entered into a cluster-wide database. As each node is started, licenses are
loaded into a volatile LMF database in memory. Products on any node in the
cluster check the volatile database to determine whether a specific use of the
product is licensed.

There are two basic licenses, with a third license possible when the two are
combined.

* The availability license allows the use of a product on a host node.

¢ The activity license allows a specific number of concurrent users to
access a product.

¢ The compound license requires a host license, and further licenses for
each concurrent user.

Products can also be grouped together under a single license, so that a single
key will enable several products.

7.4.2 LMF Features and Benefits
Features and benefits that support the goals of the LMF:

* Centralized license management, administration, and tracking

®* Management of products by the manipulation of license keys

e INCLUDE or EXCLUDE nodes for subcluster licensing

*  Concurrent user licensing distributed over the cluster

* Focuses on usage of product, rather than on the number of systems
* Spans the VAX system family

e Allows combination of license keys

®* Designed to support new technologies (such as distribution of software
and documentation on CD-ROM)
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The command procedure SYS$UPDATE:VMSLICENSE.COM assists you in
registering your keys in the LICENSE database.

The license management facility provides a convenient and extensible means
for ensuring that unlicensed Digital software, or other vendor’s software, will
not run on the VMS system.

Licensing information distinguishes between kinds of software (for example,
system or application) and the amount of usage units permitted (based, es-
sentially, on processor power). Usage may be permitted on a particular host
machine, or restricted to a certain number of usage units. These units are
like a pooled resource on the system, taken and returned dynamically as users
invoke and exit the software.

Although it is convenient to say that an activity license, with a centain number
of units, allows a specific number of concurrent users to use a product, it is
more correct to say that, based on the number of users and their processors,
a specific level of product usage is permitted.

The LICENSE database is used only when the product (layered or otherwise)
makes an inquiry. Most people have the impression that the LMF can auto-
matically stop software from running. This is not true. The software asks
for information from the database. Then the software runs or does not run
on behalf of a particular user. If the product (whether produced by Digital
or another vendor) does not query the database, LMF does not prevent the
product from running.
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7.4.3 Components of the License Management Facility (LMF)
There are four basic components of the LMF:

1. The License Unit Requirement Tables (LURTS):

e LURTSs contain the number of units required for each VAX model

number.

* The LURTs are specified by a letter table code in the PAK in either

the availability field, the activity field, or both.
2. The License Management utility:

Format:

$ LICENSE subcommand parameter

The License Management utility (LICENSE) is a DCL-level interface to
the License Management Facility (LMF) on the VMS operating system.

3. The LICENSE database holds all information about keys. The database

is managed by the License utility:

*  SYS$COMMON:[SYSEXE]LMF$LICENSE.LDB is the default loca-

tion of the database.

e Ifthere is more than one system disk in the cluster, the logical name
LMF$LICENSE should point to a single database for the cluster

containing all product licenses for all cluster hosts.

¢ If there is no disk accessible to all hosts, separate databases should
be maintained identically (see the VMS License Management Utility

Manual.)
4. SYS$UPDATE:VMSLICENSE.COM:

* A command procedure to assist in registering keys in the LICENSE

database.
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Table 7-1 Six License Unit Requirement Tables (LURTS)

Code LURT Type
VMS Capacity

VMS Server
VMS Concurrent User (for activity licenses)
VMS Workstation

System Integrated Products

Mmoo QW

Layered Products

7.4.3.1 License Units and License Unit Requirement Tables

It is helpful to know how to move software between processors during up-
grades or make changes in VAXcluster configurations.

Features of the license unit that provide ways to move software:

¢  Basic element by which Digital specifies how much product use a license
authorizes

* Each license key specifies the number of units purchased with the corre-
sponding license.

¢ Each processor has a series of license unit requirements, with higher-
performance processors requiring more license units.

*  Products query the LMF to determine if there are sufficient units avail-
able to activate the product. If the number of available units is greater
or equal to the units required, then the product may be used.
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7.4.3.2 License Unit Requirement Tables (LURTs)

* A LURT is a list of unit requirements for each supported processor for
specific products.

¢ A LURT for availability licenses specifies the number of units required to
load a product’s license key on a specific VAX gystem for unlimited use.

Example: Unlimited use of a product SORT on a VAX 6230 system might
require 1500 license units, while unlimited use of SORT on a MicroVAX
IT system might require only 200 units.

* A LURT for activity licenses specifies the number of units required for
each concurrent user of the product on a specific VAX system model.
Activity licenses are useful when the product is used infrequently or by a
small number of users on a large machine or cluster. Additional activity
licenses can be purchased, if the number of users increases.

— The user can be anywhere in the cluster.

— Different hosts in the cluster might require different numbers of
units per user.

— As each user activates the product, the number of available units
decreases according to the processor they are accessing the product
from.

— If there are not enough available units for another user on a partic-
ular host, that user gets an error message.

— When a user stops using the product, the units they were using
return to the general pool of available units.

*  Products licensed by activity licenses can also be licensed by availability
licenses if the use of the product increases beyond the point where an
activity license is cost effective.
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Table 7-2 Values for an Activity License LURT

Number of License Units

VAX Model Required per User
VAX 8650 75
VAX 8350 60
VAXstation 2000 30

A product QUERY has an activity license for 1000 units in a cluster consisting
of a VAX 8650, VAX 8350, and three VAXstation 2000 systems. Assume that
the activity license LURT has the values shown in Table 7-2 above.

As each user anywhere in the cluster accesses QUERY, the number of units
required per user by that host will be subtracted from the number of units
available to all other hosts in the cluster.

Eight users on the VAX 8650 require 600 units (8x75). If, at the same
time, there are five users on the VAX 8350, that would require an additional
300 units (5x60). This leaves only 100 available units. Each of the three
VAXstation 2000 systems can now have one QUERY user, requiring 90 units
(3x1x30). The next user attempting to access QUERY on the cluster would
receive an error message, because the 10 units remaining are not enough for
any users.

The three VAXstation 2000 users cannot access QUERY from either the VAX
8650 or the VAX 8350. With 100 units remaining, only one additional user
can use the product from either of the larger VAX system processors.

7.4.3.3 The License Management Utility (LICENSE)

LICENSE is a DCL-level interface to the License Management Facility (LMF)
on the VMS operating system. The following format is used to invoke the LMF:

$ LICENSE subcommand parameter
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To use the License Management utility (LICENSE), enter the LICENSE com-
mand and the desired LICENSE subcommand and qualifiers at the DCL
prompt ($). For example, you can enter short commands on one line:

$ LICENSE LIST VAX-VMS/AUTHORIZATION=USA12345

Or, you can enter long command strings followed by a a hyphen (-) before
pressing each RETURN:

3 LICENSE REGISTER FORTRAN /ISSUER=DEC /AUTHORIZATION=USA-1957 -
_$ /PRODUCER=DEC /UNITS=1200 /VERSION=4.6 -
_$ /AVAILABILITY=F /CHECKSUM=1-GEAD-MIDJ-IDNC-DLAC

Because LMF may return only a checksum error when you omit or incorrectly
enter information, carefully check the characters you entered before pressing
RETURN. The command procedure SYS$UPDATE:VMSLICENSE.COM elim-
inates much of the typing needed for the LICENSE REGISTER and LICENSE
AMEND commands.

The LICENSE commands (except LICENSE START, LICENSE LOAD, and
LICENSE UNLOAD) manipulate only the LMF database and require only
the privileges required to access the LICENSE database. Since the LICENSE
database is file-based, normal VMS file protection applies. The LMF provides
the database with a default file access of read and write privileges to system-
level processes (S:RW).

To enter the LICENSE START, LICENSE LOAD, and LICENSE UNLOAD
commands, you need the privileges CMKRNL, SYSNAM, and SYSPRV.

To display a listing of licenses registered in the LICENSE database, use the
LICENSE LIST command. To display the licenses active on the current node,
use the DCL command SHOW LICENSE.

In the future, some products may automatically register a license at installa-
tion. Although in this case you do not need to use the LICENSE REGISTER
command, you can use other LICENSE commands with these automati-
cally registered licenses. The automatically registered licenses appear in the
LICENSE database along with other licenses.

Table 7-3 lists the license subcommands used to invoke the License Management
utility.
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7.4.3.4 LICENSE Subcommand Overview

Table 7-3 LICENSE Subcommands

Subcommand ¥ Function

AMEND Changes a license currently in the LICENSE database.

CANCEL Specifies a new termination date for a product currently
in the LICENSE database.

CREATE Creates a LICENSE database with no license records.

DISABLE Disables an existing license in the LICENSE database.

ENABLE Enables an existing license in the LICENSE database
80 it can be activated with the LICENSE LOAD com-
mand.

ISSUE Produces a replica of a PAK that is sent to a file or dis-
played on your terminal (the default). This command
disables the license in the database.

LIST Displays information from the LICENSE database
about the specified license.

LOAD Activates a license or licenses making them available
for product authorization for the current node.

MODIFY Modifies a license for system management and license
sharing.

REGISTER Adds a new license to the LICENSE database.

START Sets up a memory table for your system, and activates
all licenses that are registered and enabled in the
LICENSE database.

UNLOAD Deactivates a license, making the product unavailable

from the current node.

TTo use LICENSE subcommands, enter the LICENSE command followed by the appropriate
subcommands and qualifiers.
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AMEND
AMEND changes a license currently in the LICENSE database.

Use LICENSE AMEND only when the software vendor provides amendment
information. (Currently, Digital does not issue amendments to licenses.)

Format:
LICENSE AMEND product-name
Example:

$ LICENSE AMEND XAMPLE /PRODUCER=DEC /ISSUER=DEC -
_$ /AUTHORIZATION=USA4321 -
_$ /CHECKSUM=1-GEAD-OODA-HIDN-PLAC /VERSION=2.3

This command amends the license for the Digital software product named
XAMPLE. Entering this command upgrades the existing XAMPLE license to
Version 9.3. The producer name, issuer name, authorization number, and
checksum number are entered exactly as they appear in the amendment
information.

CANCEL

CANCEL specifies a new termination date for a product currently in the
LICENSE database. You must use the TERMINATION=date qualifier.

Format:
LICENSE CANCEL /TERMINATION=date product-name

Example:

$ LICENSE CANCEL/AUTHORIZATION=USAl1776 -
_$ /TERMINATION=04-JUL-1989 VAX-VMS

Unless an earlier termination date exists, this command sets a new cancel-
lation date of July 4, 1989 for this license. Note that the product name is
entered with a hyphen (-) character as it was specified on the PAK.




7-14 INSTALLING AND UPDATING SYSTEM SOFTWARE

CREATE
CREATE creates a LICENSE database with no license records. LMF creates a
default LICENSE database in SYS$COMMON:[SYSEXEJLMF$LICENSE.LDB.
Thus you do not typically need to specify this command.
Format:
LICENSE CREATE
Example:
$ LICENSE CREATE/DATABASE=SYS$MANAGER:LMF$LICENSE.LDB

DISABLE
DISABLE disables an existing license in the LICENSE database. A disabled
license cannot be activated to authorize product use. The LICENSE DISABLE
command does not immediately affect any active processes. Active processes
are affected only if you enter a LICENSE UNLOAD command or if the system
shuts down.
Format:

LICENSE DISABLE product-name
Example:

$ LICENSE DISABLE VAXSET /PRODUCER=DEC

This command disables the license for VAXset, produced by Digital. Because
no database is specified, LMF uses the default database.

ENABLE
ENABLE enables an existing license in the LICENSE database. The en-
abled license can then be activated with the LICENSE LOAD command. This
command cancels the effect of the LICENSE DISABLE command. Newly
registered licenses are enabled by default.
Format:

LICENSE ENABLE product-name

Example:

$ LICENSE ENABLE VAXSET /PRODUCER=DEC
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ISSUE
ISSUE produces a replica of a PAK that is sent to a file or displayed on your
terminal (the default). If the terms and conditions of your license contract
allow it, you can then enter this PAK replica in the LICENSE database of an-
other processor. When you enter a LICENSE ISSUE command, LMF disables
the license in the current LICENSE database and marks the license ISSUED.
To enable a license that has been marked ISSUED, enter LICENSE ENABLE.
Format:
LICENSE ISSUE product-name

Example:

$ LICENSE ISSUE /OUTPUT=SYS$MANAGER:FORTRAN.PAK -
_$ /PRODUCER=DEC FORTRAN

LIST
LIST displays information from the LICENSE database about the specified
license or licenses. You can control the form, content, and location of informa-
tion displayed with the /BRIEF, /FULL, /HISTORY, and /OUTPUT qualifiers.
Format:

LICENSE LIST [product-name]

Example:

$ LICENSE LIST
Press CTRL/Z to exit, use arrow keys to scroll.

FORTRAN DEC
COBOL DEC
PASCAL DEC

[End of List]

Example 7-1 illustrates the /FULL and /HISTORY qualifiers to display addi-
tional information for the license database.

History records are written by every command that changes any fields in a
license record. These commands are AMEND, CANCEL, ENABLE, DISABLE,
ISSUE, and MODIFY.
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LOAD

Activates a license or licenses making them available for product authorization
for the current node. The product license or licenses must currently exist and
be active in the LICENSE database. If the license is already loaded, the LMF
returns an error message and makes no changes.

To use this command you need the privileges to change mode to kernel
(CMKRNL), to create system logical names (SYSNAM) and system privileges
(SYSPRV).
Format:

LICENSE LOAD [product-name]

Example:

$ LICENSE UNLOAD FORTRAN
$ LICENSE MODIFY/INCLUDE=MUSIC FORTRAN
$ LICENSE LOAD FORTRAN

Whenever a load is successful, the utility displays a message showing the
number of license units loaded. You can also use the DCL command SHOW
LICENSE to see what licenses are loaded.

MODIFY
Modifies a license for system management and license sharing purposes. The
LICENSE MODIFY command changes data in the LICENSE database imme-
diately, but the modifications do not affect a running system until you activate
the modified license with a LICENSE LOAD command.
Before using this command refer to your software license agreement to deter-
mine whether the modifications you want to make are valid under the terms
of the license.
Format:

LICENSE MODIFY product-name

Example:

$ LICENSE MODIFY /EXCLUDE=(DANCE, THEATR) -
_S /COMMENT="Modified to exclude nodes DANCE & THEATR 10/23/89" -
’$  FORTRAN

Example 7-1 shows a license history that has been registered and subse-
quently modified.
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$ LICENSE LIST /FULL /HISTORY FORTRAN
Press CTRL/Z to exit, PF3-PF4 for Previous-Next Screen and Arrow Keys to Scroll.

License Management Facility

LICENSE database File: ART: :SYS$COMMON: [ SYSEXE]LMFSLICENSE.LDB
Created on: 17-AUG-1988

Created by user: MONET

LMF Version: v1i.o0

Issuer: DEC

Authorization: USA-2468

Product Name: FORTRAN

Producer: DEC

Units: 2000

Version: va.7

Date: (none)

Termination Date: 10-DEC-1990
Availability: F (Layered Products)
Activity: 0

Options:

Hardware ID:

Revision Level: 2

Status: Active

Command : AMEND

Modified by user: DEGAS

Modified on: 19-AUG-1989 14:32:23.41
Include: ART

Issuer: DEC

Authorization: USA-2468

Product Name: FORTRAN

Producer: DEC

Units: 2000

Modified Units: 9999

Date: (none)

Version: v4.5

Termination Date: 20-AUG-1989
Availability: F (Layered Products)
Activity: 0

Options: MOD UNITS

Hardware ID: -

Revision Level: 1

Status: History

Command : AMEND

Modified by user: DEGAS

Modified on: 29-AUG-1988 12:12:27.33

[End of List]

Example 7-1 $ LICENSE/LIST/FULL/HISTORY Output
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REGISTER

REGISTER adds a new license to the LICENSE database. A Product Authorization
Key (PAK) provides the product name and information you need to register
the license. You must enter all information provided by your PAK exactly as
specified. See Example 7-2 for an illustration of a Product Authorization Key.

Often the command procedure SYS$UPDATE:VMSLICENSE.COM is used to
register a new product license. This provides a prompt-based interface to
LICENSE REGISTER.

Format:
LICENSE REGISTER product-name
Example:

$ LICENSE REGISTER FORTRAN /ISSUER=DEC /AUTHORIZATION=USA-10 -
_$ /PRODUCER=DEC /UNITS=400 /VERSION=4.6 -
_$ /AVAILABILITY=F /CHECKSUM=1-HIDN-INDA-COMP-DAHH

$ LICENSE REGISTER DVNETRTG /ISSUER=DEC -

_$ /AUTHORIZATION=USA-15 -

_$ /PRODUCER=DEC /UNITS=1000 /VERSION=4.0 -

_$ /AVAILABILITY=E /CHECKSUM=1-COOD-AGON-EFIC-HING

START

START sets up the License Unit Requirement Table (LURT) for your system,
and activates all licenses that are registered and enabled in the LICENSE
database. Because the VMS operating system issues a LICENSE START
command during system startup, you need this only if startup fails.

To use START you need the privileges to change mode to kernel (CMKRNL),
to create system logical names (SYSNAM) and system privileges (SYSPRV).

Format:

LICENSE START
Example:

$ LICENSE START

This command sets up the LURTs for your system, and activates all the
licenses that are registered and enabled in the LICENSE database.
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UNLOAD

UNLOAD deactivates a license, making the product unavailable from the cur-
rent node. The product license or licenses must be registered in the LICENSE
database, and must have been previously activated with an interactive or au-
tomatic LICENSE LOAD command. The LICENSE UNLOAD command has
no affect on active processes.

To use this command you need the privileges to change mode to kernel
(CMKRNL), to create system logical names (SYSNAM) and system privileges
(SYSPRV).

Format:

LICENSE UNLOAD product-name

Example:

$ LICENSE UNLOAD/PRODUCER=DEC FORTRAN
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1 T O T (O I LICENSE SOFTWARE PRODUCT | DOCUMENT ISSUE DATE |
Idlilgliltlall] PRODUCT AUTHORIZATION KEY | 18-MAY-1989

P | !

Digital Equipment Corporation
Maynard, MA.

ORDERED BY: Newton Scientific Inst.
Mr. Isaac Newton
Digital Equipment Corporation 128 Main St.

| LICENSE ADMINISTRATION LOCATION: |
| I
| |
| Maynard, Massachusetts | Newton, MA 03300
| I
I |
| |

% Je % de K A koK de ok ek ek ok ok ok e e ok ek ok ke ok ok ok ok ek ok ok sk ok sk ok b e ke ok ok e ke ok e ok ke ok ok ok ok R ok ok ok e ok e ok ok ok ok ke ok ek ko ok ok ok ok ok

PAK ID:
Issuer: DEC
Authorization Number: USA000877

PRODUCT 1ID:
Product Name: FORTRAN
Producer: DEC

NUMBER OF UNITS:
Number of units: 5000

KEY LEVEL:
Version: 5.0
Product Release Date: 18-APR-1989

KEY TERMINATION DATE:
Key Termination Date:

RATING:
Availability Table Code: F
Activity Table Code:

MISCELLANEOUS:
Key Options: MOD_UNITS
Product Token:
Hardware-Id:

Checksum: 1-CCLB-MNBO-KNNG-CBEH
hkhhhh AR ARk ke kdkh Ak kR AR KA KA R ARk dk kA kAR kAR AR AR AR A AR F Ak dek ok k Kok ook ok Aok kb ok ok ok ok

Example 7-2 Product Authorization Key
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Examples 7-3 and 7-4 illustrate an actual installation of the VMS License
Management utility, using the PAK information from Example 7-2.

$ SET DEFAULT SYS$SUPDATE
$ QVMSLICENSE.COM

VMS License Management Utility Options:

1. Register a Product Authorization Key

2. Amend an existing Product Authorization Key

3. Cancel an existing Product Authorization Key
4. List Product Authorization Keys

5. Modify an existing Product Authorization Key

9. Exit this procedure

Type ’?’ at any prompt for a description of the information
requested.

Enter one of the above choices [1]1: 1
Do you have your Product Authorization Key? [YES]: y

The REGISTER option allows you add a new license to a license
database. A Product Authorization Key (PAK) provides the product
name and information you need to register the license. You must
enter all the information provided by your PAK exactly as specified.

PAK ID:
Issuer [DEC]:
Authorization Number {]: USA000877

PRODUCT ID:
Product Name []: FORTRAN
Producer [DEC]:

NUMBER OF UNITS:
Number of Units []: 5000

KEY LEVEL:
Version []: 5.0
Product Release Date []: 18—APR—1989

KEY TERMINATION DATE:
Key Termination Date []:

RATING:
Availability Table Code []: F
Activity Table Code []:

Example 7-3 VMSLICENSE Session - Part I
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MISCELLANEOUS:
Key Options []: MOD_UNITS
Product Token {[]:
Hardware-Id []:
Checksum []: 1-CCLB-MNBO-KNNG-CBEH

License Database File: SYS$SCOMMON: [SYSEXE]LMFS$SLICENSE.LDB
Issuer: DEC
Authorization: USA000877
Producer: DEC
Product Name: DOCUMENT
Units: 5000
Date: 18-APR-1989
Version: 5.0
Termination Date:
Availability: F
Activity:
Options: MOD _UNITS
Token:
Hardware ID:
Checksum: 1-CCLB-MNBO-KNNG-CBEH

Is this information correct? [YES]:
Registering DOCUMENT license in SYS$COMMON: [SYSEXE]IMFS$LICENSE.LDB...

Do you want to LOAD this license on this system? [YES]:
$LICENSE~I-LOADED, DEC DOCUMENT was successfully loaded with 0 units

VMS License Management Utility Options:

1. Register a Product Authorization Key
. <other options omitted from this listing>

9. Exit this procedure

Enter one of the above choices [1]: 9

$

Example 74 VMSLICENSE Session - Part II

7.4.4 Messages
To ensure that LMF messages are displayed through the Operator’s Communication
Facility (OPCOM), you must define the logical name LMF$DISPLAY_OPCOM_
MESSAGE as follows:

$ DEFINE/EXEC/SYSTEM LMF$DISPLAY OPCOM MESSAGE TRUE
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7.5

Software Installation

The discussion of system startup in Module 6 assumes that the system you
are starting already has a VMS system volume customized for your site. The
process of creating a VMS Version 5.2 system volume and starting up VMS
with it for the first time is called installing the VMS Version 5.2 (V5.2) system.

If your system is already running an updated V5.0 system, then you have
probably already customized your system disk. As you create your V5.2 gys-
tem disk from your current system disk, you can preserve many customized
files, such as the user authorization file and the site-specific startup file. The
process of creating a VMS V5.2 system volume and starting up VMS V5.2
for the first time, while preserving as many customized files on the current
system volume as possible, is called upgrading the VMS operating system
volume.

Maintenance updates are distributed periodically to correct VMS system prob-
lems discovered in the current release. Applying these maintenance updates
to the system volume is called updating the VMS system volume. Note that
you must always apply maintenance updates in sequential order.

After the system installation, upgrade, or update is complete, you should
run the User Environment Test Package (UETP) to confirm that the system
volume was successfully built.

If you want to run optional Digital software on your system (such as compilers
and database managers) you must transfer this software from distribution kits
to your system volume. This process is called installing VMS system optional
software.

The VMS installation and upgrade procedures that create or modify a VMS
Version 5.0 system volume are highly automated. They require very little
user intervention. These procedures are included in the distribution kit you
receive to install, upgrade, update, or add optional software to the system.

Each distribution kit contains documentation to show you how to install the
software. A kit may also contain the distribution software on a distribution
medium (tape or disk volume). See the VMS Installation and Operation Guide
for your processor.
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7.5.1 Installing a Major Release of the VMS Operating System

7.5.2

There is one guide for each family of systems, for example:

e  VMS Installation and Operations: VAX 8820, VAX 8830, VAX 8840
e VMS Installation and Operations: VAX 6200 Series

*  VMS Installation and Operations: VAX 8200, VAX 8250, VAX 8300, VAX
8350

*  VMS Installation and Operations: VAX-11/780, VAX-11/785

Installing a Major Release

The distribution kit for a major release contains detailed installation instruc-
tions tailored to your system. They discuss your processor, your system disk
device, and the device where you will load the distribution media by name.

Each set of instructions covers the same basic steps:

1. Build a VMS system volume on a scratch disk:

a.

Load the scratch system volume in a disk device for data volumes
and run the Bad utility on the scratch volume if you have a VMS
gystem running a previous version of VMS. Module 4 discusses the
Bad utility in more detail.

Load the scratch system volume in the system device. See the VMS
Installation and Operation Guide for your processor.

Use standalone BACKUP to copy a portion of the VMS system from
the distribution medium to form a kernel VMS system. (A later
section of this module discusses standalone BACKUP in more detail.)

Start the kernel VMS system. (Module 6 discusses how to start a
VMS operating system.)

Watch the procedure use the Backup utility to copy the remainder
of VMS from the distribution medium to the scratch volume. The
result is a complete VMS system on the scratch volume.

Boot the system using the new system disk. You may want to load
it in the normal system drive first, or you can specify the name of it
in the boot command. (See Module 6 for more information on how
to boot using a specific device.)
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Customize the new system volume and the console volume for your site:

a.

Use the Authorize utility to add UAF records, proxy records, and
rights database information to the user authorization files. (Module
2 details how to do this.)

Use the SYSMAN utility to set up disk quotas on data volumes as
desired. (Module 2 details how to do this.)

Modify the site-specific startup command procedure file so the ap-
propriate queues will be created, volumes will be mounted, mes-
sages will be sent, and other startup chores will be done. (Module 5
discusses this in more detail.)

Change the passwords of the default accounts, especially the SYSTEM
account. (Module 8 discusses how to change passwords.)

Use the SYS$UPDATE:SETDEFBOO.COM command procedure to
change the contents of the default boot file on the console volume.

Do any other jobs that make your system volume useful to you and
to the users of your system.

Run the User Environment Test Package (UETP). You can run UETP
before or after you customize the system.

Use the SYS$UPDATE:CONSCOPY.COM command procedure to copy
the files from the console volume to a directory on the system volume.
Usually you create a spare console volume with CONSCOPY.COM at this
point as well.

Use standalone BACKUP to copy the system volume to another disk, to
a multivolume disk set, or te a multivelume tape set so you will have a
backup copy in case there is a problem with the system volume.

The VMS Installation and Operation Guide has informative sections on:

Contents of the distribution kits for Version 5.0.

How to use the disk devices on your system

Installing a base VMS system
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7.6 Optional Laboratory Exercise

Obtain a copy of the set of instructions for installing Version 5.0 (or later) on
your system. Under the supervision of your course administrator, follow these
instructions.
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7.7 Solution to Optional Laboratory Exercise

If you followed the instructions carefully, you should be able to boot your
system and log in. If you cannot do this, consult your course administrator.
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7.7.1 Upgrading the VMS Operating System tc Version 5.0

If your system is running Version 4.6 or higher, you can upgrade it to Version
5.0 by using the software in your distribution kit and the command proce-
dure SY, S$UPDATE:VMSINSTAL.COM. Before you begin the upgrade, back
up your system disk using the standalone Backup utlhty You should also read
the VMS Release Notes and Upgrading to Version 5.0 in the VMS Installation
and Operation Guide for your processor.

This section discusses how to prepare for and perform the upgrade by following
a set of steps. There are several phases of the upgrade procedure, the first of
which is slightly different for each processor. Therefore, be careful to follow
the steps listed for your processor.

NOTE

The VMS upgrade procedure is restartable. The system is started up
several times as part of the upgrade. If a power failure or other sys-
tem interruption occurs, the VMS Installation and Operation Guide
for each processor explains how to resume the upgrade from the last
startup you performed.

After you have completed the upgrade procedure, run the User Environment
Test Package (UETP) to test the installation. Then make a backup copy of the
new system volume. If you modified the console volume during the upgrade
procedure, use the SYSSUPDATE:CONSCOPY.COM command procedure to

make new copies of the console volume.

Read the section on upgrading the VMS operating system in the VMS Installation
and Operation Guide for your processor.
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7.8 Optional Laboratory Exercise

Under the supervision of your course administrator, follow the instructions

in the VMS Installation and Operation Guide to upgrade your system to a
Version 5.0 (or later) system.
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7.9 Solution to Optional Laboratory Exercise

After you have completed the procedure of upgrading your system to Version

5.0 (or later), you should be able to boot the system and log in. If not, consult
your course administrator.
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7.9.1 Installing Maintenance Updates

Maintenance updates are distributed periodically to correct problems discov-
ered in a major release. You must use the SYSSUPDATE:VMSINSTAL.COM
command procedure to copy the update software from the distribution medium
to your system disk. VMS Release Notes accompany each update and discuss
the VMSINSTAL procedure and the changes that were made to the software
to create an update. You should always read the release notes carefully, as
commands or methods of doing certain tasks may change.

NOTE

You must install maintenance updates in the proper sequence. For
example, it is normally not possible to update VMS directly from
V5.0 to V5.2. First, you must update V5.0 to 5.1; then you can
update 5.1 to 5.2.

Be sure to follow all of the listed instructions in the installation guide for
the update. When you finish the installation, run the User Environment Test
Package (UETP) to check the integrity of the system.

NOTE

When you build a new system volume, begin by installing the latest
major release. Each major release contains all of the VMS software
for that version. Then update the volume with each maintenance
update in sequential order.
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7.10 Optional Laboratory Exercise

Under the supervision of your course administrator, install a maintenance up-
date on your system volume by following the instructions in the release notes
for the update. Be sure the update you are installing is the next sequential
update for the volume. You must apply them in sequential order.
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7.11 Solution to Optional Laboratory Exercise

if you have followed the instructions carefully, you can boot, log in to, and use
your updated system. If you cannot do this, consult your course administrator.
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7.11.1 Running UETP

Run the User Environment Test Package (UETP) after installing the systém
to demonstrate that VMS hardware and software are working correctly. The
UETP tests system components including:

All standard peripheral devices

Various commands and operating system functions
The system’s multiuser capability

DECnet-VAX interface

The command procedure SYS$TEST:-UETP.COM controls the action of the
UETP. Log in using the UAF record SYSTEST (supplied with the system)
because UETP will run properly only in a process created with the values in
the SYSTEST record.

Steps to follow when running UETP:

1.
2.

Log in, using the user name SYSTEST.

Prepare all devices for testing, as desribed in the VMS Installation and
Operation Guide for your processor.

Execute the UETP with the DCL command @UETP.

Each time the UETP prompts you to input information about running
the test, press the RETURN key. This tells the UETP to use the default
response for the question. (The UETP prompts for four responses, so you
will press the RETURN key a total of four times.)

If the UETP completes successfully, run the Errorlog Report Formatter
(ERF) using the ANALYZE/ERROR_LOG command to check for hard-
ware problems that may have occurred during the UETP run. Module 8
discusses this utility.

If the UETP does not complete successfully, follow the troubleshoot-
ing instructions described in the section on Running the UETP After
Installation in your VMS Installation and Operation Guide.

The UETP consists of a number of phases. Each phase consists of a number
of tests. See the VMS Installation and Operation Guide for more information
on the organization of the UETP.

NOTE
The UETP does not test any layered products (optional software).
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7.12 Optierial Laboratory Exercise

After you have installed, upgraded, or updated your system, run the User
Environment Test Package by following the instructions in the section on
Running the UETP After Installation, in the VMS Installation and Operation
Guide.
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7.13 Solution to Optional Laboratory Exercise

If you have followed the instructions carefully when installing, upgrading, or
updating your system, the tests should be successful. If the tests are not
successful, consult your course administrator.
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7.13.1 Installing Optional (Layered) Products

A variety of optional software products are available to run under the con-
trol of the VMS system. Many of these are listed in the Programs and
Utilities section of Module 1. Another term used to describe these is layered
products.

Install optional products after installing the VMS system and running UETP.
Use SYS$UPDATE:VMSLICENSE.COM to register the Product Authorization
Key (PAK) for the product. Consult optional product’s software installation
guide for additional steps and further instructions. Some optional software
is part of the VMS system kit and requires no further installation. These
system integrated products include:

* DECnet-VAX software

*  VAXcluster software

¢ VAX Volume Shadowing
¢ RMS Journaling

For most products, you use SYS$UPDATE:VMSINSTAL to copy the product
software to the system disk.

Each of these layered products is distributed on one or more volumes of
the processor’s console medium (RX50 floppy or TK50 cartridge) or on one
or more volumes of magnetic tape. The VMSINSTAL command procedure,
SYS$UPDATE:VMSINSTAL.COM, copies software files from these distribu-
tion volumes to the system disk.

VMSINSTAL is a command procedure that loads and executes the optional
product’s installation procedure. Therefore, for different products, you will not
see the same questions or output as VMSINSTAL runs, nor will you enter the
same responses for each product. You should always refer to the installation
guide for the product so you can enter proper responses. Also, always execute
VMSINSTAL on a hard-copy terminal (usually the console terminal) so you
can refer to the output in the future or use it to solve problems during the
installation.
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The layered product software distribution kit may also include other mass
storage media such as an RK07 disk volume or RLO2 disk volume. VMSINSTAL
also controls the installation of files from this volume.

Each optional product requires space on a disk volume. You must determine
where the space is available (using the SHOW DEVICE/FULL command), and
indicate where the procedure (VMSINSTAL) should store the product’s files.
If there is no room available on the volumes currently used, do not install the
product. (As a general rule, try to leave at least one quarter of the system
disk free for the best performance.)

To completely install a layered product, you often need to do more than restore
software. You may need to modify limits in UAF records, create new direc-
tories and logical names, change SYSGEN parameters, and do other tasks.
To avoid problems later, complete all of the instructions listed in the optional
product’s installation guide before you allow users to work with the product.

One optional product is the FORTRAN compiler. In Example 7-5, the
VMSINSTAL procedure installs this product.
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$ QSYSSUPDATE:VMSINSTAL FORTO050 MUAO:
VAX/VMS Software Product Installation Procedure V5.0

It is 12-MAY-1988 at 12:11.
Enter a question mark (?) at any time for help.

* Are you satisfied with the backup of your system disk [YES]?

The following products will be processed:
FORT V5.0

Beginning installation of FORT V5.0 at 12:12

$VMSINSTAL-I-RESTORE, Restoring product saveset A ...
$VMSINSTAL-I-RELMOVED , The product’s release notes have been
successfully moved to SYSSHELP.

Product: FORTRAN
Producer: DEC
Version: 5.0

Release Date: 1-FEB-1988
* Does this product have an authorization key registered and locaded? YES
* Do you want to purge files replaced by this installation [YES]? [RETURN
* Do you want to install the VAX FORTRAN compiler [YES]? [RETURN

This kit contains an Installation Verification Procedure
(IVP) to verify the correct installation of the VAX
FORTRAN compiler. The IVP will be left in:

SYS$SYSROOT: [SYSTEST.FORTRAN]FORTRANSIVP .COM.
After the installation is complete, you can invoke the
command file at any time to reverify that VAX FORTRAN is
installed and working correctly.

Example 7-5 Using the VMSINSTAL Command Procedure to Install VAX
FORTRAN
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* Do you want to run the IVP after the installation [YES]?

This kit contains a file summarizing the new features,
changes, restrictions, and compatibility issues in this
release of VAX FORTRAN. The name of this file is
FORTO50 .RELEASE_NOTES and it is placed in SYS$HELP:.

This file contains information valuable to VAX FORTRAN
programmers. Please inform your wuser community of this
file’ s existence.

This kit also contains the file, FORTRANFIXES050.MEM,
summarizing the bug fixes made to the VAX FORTRAN
compiler since its last release. This file will be
placed in SYSS$HELP:.

* Would you like a copy of it printed now? [NO]? [RETURN]

In order to build your FORSYSDEF library, this procedure
requires at least 6000 blocks of available disk space,
most of which is used for temporary work files. The
FORSYSDEF library itself will take approximately 1200
blocks of disk space upon completion of this procedure
and will be placed in your SYSSLIBRARY area.

NOTE

Before installing FORSYSDEF, be sure to have read the
appropriate section of the installation guide which
addresses the question of when a new FORSYSDEF should
be built.

* Do you want to build a new FORSYSDEF.TLB [NO]? YES
* Do you want to install VAX FORTRAN help [YES]?

This kit contains two separate HELP files, a large
version (approximately 600 blocks) including information
on FORTRAN language features, and a smaller version
(approximately 100 blocks) describing only the FORTRAN
command .

* Do you want to install the larger version of VAX FORTRAN help [YES]?

All questions regarding the installation of VAX FORTRAN
have now been asked. Depending upon your configuration,
time estimates for the installation(s) have been provided.

VAX FORTRAN compiler: 3 to 60 minutes
FORSYSDEF .TLB: 10 to 120 minutes
FORTRAN HELP: 1 to 15 minutes

$VMSINSTAL~I-SYSDIR, This product creates system
disk directory VMISROOT:[SYSTEST.FORTRAN].
$CREATE-I-EXISTS, VMISROOT:[SYSTEST.FORTRAN] already exists

Example 7-5 (Cont.) Using the VMSINSTAL Command Procedure to Install
VAX FORTRAN
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Tt e +
| Installing the VAX FORTRAN V5 Compiler |
A e +
A e +
| Installing FORSYSDEF.TLB |
o +
T et e e e +
| Installing VAX FORTRAN HELP |
o +

Your VMS system will now be updated to include the
following new and modified file(s):

SYSSHELP:FORT050 .RELEASE NOTES [new]

SYS$SYSTEM: FORTRAN.EXE [new]
SYSSMESSAGE :FORTERR1.EXE [new]
SYS$MESSAGE : FORTERR2 .EXE [new]
SYSSLIBRARY :FORTV5CLD .CLD [new]
SYSSLIBRARY :DCLTABLES .EXE [modified]
SYSS$SHELP : FORTRANF IXES050 . MEM [new]
SYSSTEST : FORTRANSIVP .COM [new]
SYSSLIBRARY :FORSYSDEF .TLB [new]
SYSSTEST:FORSYSDEFTST .COM [new]
SYSSHELP:HELPLIB.HLB [modified]

$VMSINSTAL-I-MOVEFILES, Files will now be moved to their target directories...

| Verification Command Procedure for |
| VAX FORTRAN |

VAX FORTRAN V5.0-34 TEST PASSED
VMSINSTAL procedure done at 12:36

Example 7-5 (Cont.) Using the VMSINSTAL Command Procedure to Install
VAX FORTRAN

For more information on the VMSINSTAL command procedure, read the sec-
tion on VMSINSTAL in the VMS Installation and Operation Guide for your
processor.
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7.14 Optional Laboratory Exercise

Under the supervision of your course administrator, install one optional pred-
uct on your system by following the instructions in the product’s installation

guide.
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7.15 Solution to Optional Laboratory Exercise

If you have followed the instructions carefully, the self-test done by the prod-
uct’s installation procedure should be successful. If the procedure does not
include a self-test, test the product yourself. If the tests are not successful,
consult your course administrator.
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7.16 Customizing and Backing Up the Console Volume

After you have installed a VMS system, you should customize the boot envi-
ronment to match your system configuration. Setting up boot files is system-
dependent, and there are more systems than this course alone can cover. The
VMS Installation and Operation Guide contains precise instructions for set-
ting up the boot files, and you should read the chapter, Startup and Shutdown
Procedures.

If your system has a console volume, you must customize the boot environment
to match the system configuration. If necessary, modify the default bootstrap
command procedure and any other command procedures on console volume.

When backing up the console volume for systems with a removable console vol-
ume (VAX 8250, VAX 8350, VAX 8650, VAX-11/780, VAX-11/750, VAX-11/730)
use SYS$UPDATE:CONSCOPY.COM to copy the console volume. Follow di-
rections in your VMS Installation and Operation Guide.

* Use CONSCOPY.COM to copy the console files to a directory on the VAX
system.

*  Use CONSCOPY.COM to copy the files from the directory on the VAX

system to a new console volume.

For systems with a fixed console disk (VAX 8810, VAX 8820, VAX 8830, VAX
8840), the tape cartridges or diskettes shipped with your system serve as a
backup copy of the console volume. Follow directicns in the Console User’s
Guide if you need to reinstall the console files.

After you have installed a VMS system, customize the boot environment to
match your system configuration. Redefine the default boot command proce-
dure on your consecle volume if your system always boots using the console
volume. See Selecting a Default Bootstrap Command Procedure in the VMS
Installation and Operation Guide.

If needed, use the SYS$UPDATE:DXCOPY.COM procedure to modify the con-
tents of the default boot file first. Use this procedure to modify any command
procedure on the console volume. (Use the DXCOPY procedure to copy a boot
file to disk. Then modify the file using a text editor. Finally, the DXCOPY
procedure copies it back to the console volume.)

After you have customized the console volume, use the command procedure
SYS$UPDATE:CONSCOPY.COM to back it up. This procedure invokes the
EXCHANGE utility to copy the entire contents of the console volume to a file
on the system disk. For systems dependent on the console volume to boot,
create several copies of the console volume with the same procedure.
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NOTE

When you upgrade a system, the upgrade procedure typically mod-
ifies the files on the console volume. You will probably not be able
to boot the upgraded system using an earlier version of the console
volume. Therefore, you should always back up your console volume
on the system disk (using the CONSCOPY.COM procedure) when-
ever you upgrade the system or perform any update procedure that
modifies the console volume. Then you will be able to generate a
new copy of the console volume (in case the one you are using fails)

that matches the current version of the VMS system on your system
disk.

In this example, when you restore the disk, place a scratch diskette in CSA1.
After restoring to the scratch diskette, leave that disk in place and treat the
original diskette as the backup copy. As soon as possible, reboot the system
to test the new disk. Example 7-6 was generated on a VAX 8350 system.

5 @sys$update:conscopy
SYSSUPDATE : CONSCOPY.COM

Save or restore a VMS console medium.

Which CPU kit do you want to build?

78X includes 11/780, 11/782 and 11/785
8600 includes 8650
8200 includes 8300

[8600, 8200, 78X, 750 oxr 730, default 8200]:

A SAVE operation involves copying the console medium to
an RT-11 virtual volume, which is a Files-11 file that
is an image of the RT-11 console volume.

A RESTORE operation involves copying the entire contents
of a virtual volume to a console medium.

Do you want to SAVE or RESTORE your console RX50?: SAVE

Enter file name of virtual disk [default SYSS$SDISK:CONSOLE.DSK]:
Do you want log messages as files are copied? [Y/N, default Yes]: YES
Enter console device drive (DDCU:): CSAl:

Put your console RX50 into drive _CSAl:,
and type <RETURN> when ready:
$MOUNT-I-MOUNTED, VAX console mounted on _CSAl:

Example 7-6 Saving the Contents of the Console Volume
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%$EXCHANGE-S-INITIALIZED, the RT-11 volume WORK3: [MATTHEWS]CONSOLE.DSK;1
has been initialized ’

$EXCHANGE-S-MOUNTVIR, the RT-11 virtual volume CONSOLE_SAVE: has been mounted
using the file WORK3: [MATTHEWS]CONSOLE.DSK;1

%$EXCHANGE-S-MOUNTED,
$EXCHANGE-S-COPIED,
$EXCHANGE-S-COPIED,
$EXCHANGE—-S~COPIED,
$EXCHANGE-S~COPIED,
$EXCHANGE-S—-COPIED,
$EXCHANGE-S-COPIED,
$EXCHANGE-S-COPIED,
$EXCHANGE-S-COPIED,
$EXCHANGE-S-COPIED,
$EXCHANGE-S-COPIED,
$EXCHANGE-S—-COPIED,
$EXCHANGE-S-COPIED,

the RT-11 volume CSAl: has been mounted

_CSA1:FG81.VFO copled to CONSOLE_SAVE:FGB81l.VFO0, 0 blocks

CSAl BOOT58.EXE copied to CONSOLE __SAVE:BOOT58.EXE, 23 blocks

CSAl VMB.EXE copied to CONSOLE_ SAVE:VMB. EXE, 55 blocks

CSAl CI780.BIN copied to CONSOLE SAVE:CI780.BIN, 36 blocks
_CSAl CIBCA.BIN copied to CONSOLE_SAVE CIBCA.BIN, 65 blocks
_CSA1:CSABOO.CMD copied to CONSOLE_SAVE:CSABOO.CMD, 1 block
_CSA1:CIBOO.CMD copied to CONSOLE_SAVE:CIBOO.CMD, 2 blocks
_CSA1:KDBBOO.CMD copied to CONSOLE SAVE:KDBBOO.CMD, 2 blocks
_CSA1:CONSOL.HLP copied to CONSOLE_SAVE:CONSOL.HLP, 5 blocks

CSA1:CI78V5.BIN copied to CONSOLE SAVE:CI78V5.BIN, 36 blocks
_CSA1:CI78V6.BIN copied to CONSOLE_SAVE:CI78V6.BIN, 36 blocks
_CSA1:DEFBOO.CMD copied to CONSOLE SAVE:DEFBOO.CMD, 1 block

Directory of RT-11 volume CONSOLE_SAVE: 11-MAY-1988 12:13
using WORK3:[MATTHEWS]CONSOLE.DSK;1
Volume ID: 8200 console Volume Owner: MATTHEWS System ID: DECVMSEXCHNG
FG81.VFO 0 11-May-1988 BOOT58.EXE 23 11-May-1988
VMB.EXE 55 11-May-1988 CI780.BIN 36 11-May-1988
CIBCA.BIN 65 11-May-1988 CSABOO.CMD 1 11-May-1988
CIBOO.CMD 2 11-May-1988 KDBBOO.CMD 2 11-May-1988
CONSOL.HLP 5 11-May-1988 CI78V5.BIN 36 11-May-1988
CI78V6.BIN 36 11-May-1988 DEFBOO.CMD 1 11-May-1988

Total of 12 files, 262 blocks. Free space 526 blocks, largest 526.

The SAVE of

your console RX50 is complete.

Since the console device is now accessible to users, the
console should be remounted write-locked for protection.
Please place your console medium back in the console

device, and

it will be mounted with /SYSTEM /NOWRITE

protection to prevent access by unprivileged users.

Type <RETURN> when ready:
$MOUNT-I-MOUNTED, VAX console mounted on _CSAl:

Example 7-6 (Cont.) Saving the Contents of the Console Volume

The VMS Installation and Operation Guide for your processor has informative

sections on:

* Bootstrap command procedures

*  Customizing a default bootstrap command procedure

®* Making copies of your console volume
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7.17 Optional Laboratory Exercise

Under the supervision of your course administrator, use the
SYS$UPDATE:CONSCOPY.COM command procedure to create a spare copy

of the console volume.
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7.18 Solution to Optional Laboratory Exercise

Run the SYS$UPDATE:CONSCOPY.COM command procedure to save the
contents of the console volume. Then load a scratch volume in the console
device and use the same procedure to restore the contents from the system
disk to the scratch volume. If you followed the instructions carefully, you
should be able to boot the system using your copy of the console volume.
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7.19 Creating a New System Disk from Another System Disk

You can build a system disk at any time from a previously built system disk by
invoking the command procedure SYS$UPDATE:VMSKITBLD.COM, shown
in Example 7-7. You can run the VMS system from the disk you are copying
because this procedure does not affect the operation of the VMS system, it
simply copies system files to the output volume.

$ @SYSSUPDATE :VMSKITBLD

$! Copyright (c¢) 1988 Digital Equipment Corporation. All rights reserved.
Operation [BUILD,ADD,COPY,COMMON]? BUILD

Enter mounted SOURCE disk name (ddcu:): SYS$SYSDEVICE:

Enter SOURCE top level system directory [default = SYSO0]: VMS$COMMON
Enter TARGET disk name (ddcu:): KNIFESDUAO:

Enter the TARGET disk’s label [default = VAXVMSRL052}:

Enter TARGET disk top level system directory [default = SYSO]:
$DCL-I-ALLOC, _KNIFE$DUAO: allocated

The target disk will be initialized.

Target disk, KNIFESDUAO:, ready to be initialized? (Y/N): Y

Target disk, _KNIFESDUAO:, has been initialized.

$MOUNT-I-MOUNTED, VAXVMSRL052 mounted on _KNIFESDUAO:

Creating directories for system.

Creating SYSGEN files.

$SYSGEN-I-CREATED, KNIFE$DUAO:<SYSO.SYSEXE>SWAPFILE.SYS;1 created
$SYSGEN-I~CREATED, KNIFE$DUAO:<SYSO.SYSEXE>PAGEFILE.SYS;1 created
$SYSGEN-I-CREATED, KNIFESDUAO:<SYSO.SYSEXE>SYSDUMP.DMP;l created
Copying files from source disk.

Writing a boot block.

SIF ((EXIT_STATUS .EQ. 1) .AND. (.NOT. KIT)) THEN SAY "System disk complete."
System disk complete.

SEXIT EXIT STATUS

Example 7-7 Building a System Disk with VMSKITBLD.COM

For more information on how to use the VMSKITBLD procedure, read the
section on Building and Copying a VMS Operating System Disk in the VMS
Installation and Operation Guide for your processor.
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7.20 Standalone BACKUP

The VMS system uses the system disk constantly while the system is running.
If you try to copy the system disk using on-line BACKUP, the copy will not
be accurate, because on-line BACKUP runs from the system volume. To copy
any volume accurately, you should not use the volume during the backup
procedure.

To create an accurate copy of the system volume, you can do either of the
following:

¢  Shut the system down and reboot it using a system volume in a different
drive. Then mount the primary system volume as a data volume and use
on-line BACKUP (running on the alternate system volume) to copy it to
disk or tape.

*  Shut the system down and reboot it using the standalone BACKUP kit
on your console volume or system volume. Since you are booting the kit
instead of the normal VMS system, you can use standalone BACKUP to
copy the system volume to disk or tape.

Module 6 discusses how to shut down your system and reboot it specifying an
alternate system volume. Module 4 discusses how to use on-line BACKUP to
copy a disk to another disk or to tape.

If your distribution kit for installing a major release of the VMS system does
not contain a standalone BACKUP kit on console media, you will have to
create one. If the standalone BACKUP kit you are presently using becomes
corrupted, you will have to create another one. This module discusses how to
create and use a standalone BACKUP kit.

7.20.1 Creating a Standalone BACKUP Kit

Invoke the SYS$UPDATE:STABACKIT.COM command procedure to create a
stand alone BACKUP kit on console media. You will need several scratch
volumes of the console media supported by your processor to complete this
procedure. In Example 7-8, the procedure creates a standalone BACKUP kit
on the system disk. Read the notes following the example to learn more about
creating a BACKUP kit on console media.
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Creating a standalene kit on console media requires (minimum):

¢ Five RX01 diskettes
*  Four RX50 diskettes
*  One TK50 tape cartridge

®  The first time you build a kit, build all the volumes in the kit.

¢ If you choose the ANALYZE/MEDIA option to check the integrity of your
scratch volumes, it will check each volume (using about 15 minutes or
longer per volume).

e  After you have built the kit, remove the last volume from the console
drive and place your console volume in the drive. The procedure will
then mount your console volume as a protected volume. If you do not
want your console volume to remain mounted, shut the system down
and reboot it. (The boot procedure does not normally mount the console
volume.)

To create a standalone BACKUP kit on the system volume, you should also use
the SYS$UPDATE:STABACKIT.COM command procedure. This procedure
copies the kit to the [SYSEXE] directory on the root directory you specify.
The system software usually resides in the SYSO0 root directory, so you can
choose any other available root directory from SYS1 to SYSF. However, the
standard choice is the SYSE root directory. See the VMS Installation and
Operation Guide for more information.

7.20.2 Using a Standalone BACKUP Kit

Usually, you use a standalone BACKUP kit to back up your system volume.
Whether you boot the kit from the SYSE root directory on the system volume
or from the console volume, the software in the kit executes in system memory.
The kit does not use the normal system software (in the SYS0 root directory)
or scratch space on the system volume outside of the SYSE root directory.
Therefore, you will be able to create an accurate copy of the system software.
(Actually, whenever you boot from an alternate root directory, you are, in a
sense, booting a different system volume. The boot procedure for an alternate
does not use any of the software in the normal root directory.)
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$ @SYSSUPDATE:STABACKIT
STABACKIT-I-SYMDEL, all global symbols deleted

Enter the name of the device on which to build the kit: SYS$SYSDEVICE:

Sysgen parameters for standalone VMS have been placed in file
SYS$SYSROOT : <SYSUPD>VAXVMSSYS .PAR-TEMP-2080023D; 1
$COPY-S~COPIED, SYS$SCOMMON:<SYSEXE>STASYSGEN.EXE;1l copied to
BROWNYS$SDJAO :<SYSE .SYSEXE>SYSINIT.EXE;1 (92 blocks)
ECOPY—S—COPIED, SYS$COMMON : <SYSEXE>SYSBOOT.EXE; 2 copied to
BROWNYSDJAO : <SYSE .SYSEXE>SYSBOOT.EXE;1 (117 blocks)
¥COPY-S~-COPIED, SYS$SYSROOT:<SYSUPD>VAXVMSSYS.PAR-TEMP-2080023D;1 copied to
_BROWNY$DJAO : <SYSE . SYSEXE>VAXVMSSYS.PAR;1 (15 blocks)
$SET-I-ENTERED, BROWNYS$SDJAO:<SYSO>SYSCOMMON.DIR;1 entered as
_BROWNY$DJAO:<SYSE>SYSCOMMON.DIR;1
%COPY~-S—-COPIED, SYSS$COMMON:<SYSSLDR>DUDRIVER.EXE;1l copied to
_BROWNYSDJAO : <SYSE.SYSSLDR>DSDRIVER.EXE; 1 (35 blocks)
%$COPY-S~COPIED, SYSS$SCOMMON:<SYSEXE>STABACKUP.EXE;1l copied to
_BROWNYSDJAOQ : <SYSE . SYSEXE>STANDALON.EXE; 1 (429 blocks)
3DELETE-I-FILDEL, SYS$SYSROOT:<SYSUPD>VAXVMSSYS.PAR~TEMP-2080023D;1 deleted
(16 blocks)

Ending time 4-MAY-1988 16:49:07.89
Starting time 4-MAY-1988 16:48:20.82

The kit is complete.
$

Example 7-8 Creating a Standalone BACKUP Kit on Console Media

To boot the kit from the console volume, load the console volume in the console
drive and enter a boot command. (On the VAX-11/750, you either load the
console volume or the first volume in the standalone BACKUP kit, as shown
in Table 7-4). The command you choose depends on the kind of processor you
are using. In each case, you are asking the system to boot from the console
volume instead of from a system volume. When the boot procedure reaches
the point where it would normally use software on the system volume, it sends
a message to the console terminal to request that you load a console volume
containing the boot software (the first volume in the standalone BACKUP kit).

The system reads the software from the first volume in the kit, and loads the
software into system memory. The procedure then requests the next volume.
This continues until the system has processed all the volumes in the kit. Then
it displays the DCL prompt ($) at the console terminal. At this point, you
can enter standalone BACKUP commands. The VMS Backup Utility Manual
indicates which BACKUP qualifiers are also valid with standalone BACKUP.
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Table 7-4 Booting the Console Volume

Processor

Type Command Comments

VAX 8800/8700 >>>BOOT dddnnn Default boot command procedure uses the file

8600/8500 /R5 : data DEFBOO.COM if no device name is given.

VAX 8200/8300 B/25:800 CSA1 To start the BOOT58 program, make sure the con-
sole RX50 is in console diskette drive CSA1 before
entering this command.

VAX 6200 Series B/XMI:a/Bl:b DUu No console media.

VAX-11/780 >>>BOOT CS1 Load the console volume in the console drive before
entering this command.

VAX-11/750(CCL) >>>B DDAO Load the first volume of the standalone BACKUP kit
in the console drive before entering this command.
This processor containg microcode that performs the
first part of the boot procedure.

VAX-11/750 BOOT CSA1l To receive the BOOT58> prompt, you must set the

(BOOT58) BOOT DEVICE switch to position A, load the con-
sole volume in the console drive, and press the
INITIALIZE button.

VAX-11/730 >>>B CS1 Although the VAX-11/730 normally boots using the

console volume in the CSA2 device, use the CSA1 de-
vice in this case because you want the boot procedure
to use volumes that you will load into the CSA1 drive.

Before entering this command, be sure to load a
console volume into the CSA1 console device.
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The VMS Backup Utility Manual indicates which BACKUP qualifiers are also
valid with standalone BACKUP.

As of VMS system Version 5:

e Ifthe system has at least 2 Mb of memory, standalone BACKUP does not
need to page; so you can remove the volume you booted it from.

*  You don’t have to reboot standalone BACKUP between operations.
¢ Standalone BACKUP, like on-line BACKUP, performs tape label check-

ing.

7.20.3 Using a Standalone BACKUP Kit

To boot standalone BACKUP from the system disk, see your VMS Installation
and Operation Guide. Some systems already have a console command proce-
dure that boots standalone BACKUP. On other systems, you need to create a
new command procedure to boot the system from root [SYSE.]

Example 7-9 illustrates backing up the system volume to tape using a stan-
dalone BACKUP Kit.
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>>>BOOT CS1
CPU HALTED
INIT SEQ DONE
LOAD DONE, 00005000 BYTES LOADED
Please remove the volume "780 console" from the console device.

Insert the first standalone system volume and enter "YES" when ready: Y
Resuming load operation on volume "SYSTEM 1:", please stand by . . .
Please remove the volume "SYSTEM 1" from the cconsole device.

Insert the next standalone system volume and enter "YES" when ready: Y
Resuming load operation on volume "SYSTEM 2", please stand by . . .

VAX/VMS Version 4.7 20-MAY-1987 09:14
Insert the standalone application volume and enter "YES" when ready: Y

Resuming load operation on volume "BACKUP", please stand by . .

%$BACKUP-I-IDENT, Standalone BACKUP V4.0; the date is 10-JUN-1988 19:02:00.82
$

$ BACKUP/VERIFY/IMAGE DMAO: MTAO:SAVE.BCK

%$BACKUP-I-SOFTWERRS, 26 recoverable media errors occurred writing

MTAO: [000000] SAVE .BCK;

%BACKUP-I~-STARTVERIFY, starting verification pass

%BACKUP~I-SOFTRERRS, 1 recoverable media error occurred reading

MTAO: [000000] SAVE .BCK;

$BACKUP-I-RESUME, resuming operation on volume 2

$BACKUP -I-READYWRITE, mount volume 2 on _SALONESMTAO: for writing

Enter "YES" when ready: Y

%$BACKUP~-I~-SOFTWERRS, 19 recoverable media errors occurred writing

MTA) : [000000] SAVE.BCK;

$BACKUP-~I-STARTVERIFY, starting verification pass

$BACKUP-I~-SOFTRERRS, 2 recoverable media errors occurred reading

MTAO: [000000] SAVE.BCK;

$BACKUP-I-IDENT, Standalone BACKUP V4.0; the date is 10-JUN-1988 19:26:47.96
$

Example 7-9 Backing Up the System Volume to Tape Using a Standalone
BACKUP Kit
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The procedure for using standalone BACKUP consists of the following steps:

* If you are booting from a removable console volume, load the first stan-
dalone BACKUP volume into the console drive.

¢  Enter the appropriate boot command. (See your VMS Installation and
Operation Guide.

* Ifyou are booting from a removable console volume, standalone BACKUP
directs the loading operation. Load appropriate volumes into the console
drive as requested.

e  After standalone BACKUP is loaded, the DCL prompt appears on the
console terminal. At the DCL prompt, enter BACKUP commands.

It takes time to create a special boot command procedure to use a kit on
the system volume. This method is much faster to use for backups however,
because loading software into memory from a system volume (SYSE) is much
faster than loading software into memory from any type of console volume.

The VMS Installation and Operation Guide has informative sections on:

*  Building Standalone BACKUP on Console Media
* Using Standalone BACKUP on Disk

*  Creating a boot procedure
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7.21 Optional Laboratory Exercise

Use standalone BACKUP to copy the contents of cne disk to another. (If your
system has only one disk, perform a disk-to-tape BACKUP))

This laboratory exercise requires your exclusive use of the computer for 30 to
60 minutes. Inform the course administrator that you want to perform this
lab. If you are forced to delay until later, continue with the rest of the module,
but return to this lab as soon as possible.

Obtain a standalone BACKUP kit on console media from your course
administrator. If no kit is available, create one. Use Example 7-6 and
your VMS Installation and Operation Guide as references.

(If your course administrator prefers, create a standalone BACKUP kit on
the system disk instead. Use the discussion on booting from an alternate
root directory in this module and your VMS Installation and Operation
Guide as references. If you use a kit on the system disk, leave the normal
console volume containing the boot software in the console drive and
ignore the statements about the console volume in this lab.)

Obtain a scratch disk (or set of scratch tapes) and a sample data disk (or
sample system disk) from the course administrator. You will be copying
the entire data (or system) disk to the scratch disk (or set of tapes).

Shut down the computer using the SYS$SYSTEM:SHUTDOWN.COM
procedure. (Module 6 discusses this command procedure.)

Once the system is fully shut down, boot the standalone BACKUP pro-
gram. Use Table 7-1, Example 7-7, and your VMS Installation and
Operation Guide as references.

Issue the command to perform the BACKUP. Be sure to include the
/VERIFY qualifier.

NOTE

Before issuing any commands to the Backup utility, be sure you
know which disk is to be copied (the input disk) and which is
the output disk. It is a good idea to write-lock the input disk.
Also, have the course administrator check both volumes and
your BACKUP command before you press the RETURN key to
enter the command.
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Once the BACKUP operation is finished, unload the two scratch and
sample packs used for the lab and reload (if necessary) the normal system
and data packs.

Press the CTRL/P key sequence at the console terminal to prepare to boot
the system. Halt the computer if necessary.

Replace the BACKUP kit console media with the console media contain-
ing the boot software.

Boot the VMS operating system from power on. (If you copied the system
disk to an output disk, you might want to load the output disk and try to
boot from it. Module 6 discusses how to boot the system from the default
device or from a device you specify.)
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7.22 Solution to Optional Laboratory Exercise

If you performed a disk-to-disk backup of a data disk, and you can mount the
output copy and reference files and directories, you succeeded.

If you did a disk-to-disk backup of a system disk, and you can boot the new
disk, you were successful.

If you did a disk-to-tape backup, you should be able to restore the tapes to a
scratch disk and reference files on it or boot it (depending on the contents of
the original disk). Module 4 discusses how to restore tapes to a scratch disk.

The VMS Installation and Operation Guide has informative sections on:

*  Building Standalone BACKUP on Console Media
¢ Using Standalone BACKUP on Disk

¢ Creating a boot procedure
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8.1 Introduction

8.2

The system manager is responsible for coordinating both the maintenance
and security of the hardware and software on a system to establish system
integrity. Users should be able to modify data files, get access to devices, and
run long programs without fear that their work will be corrupted.

The manager has several tools to maintain system integrity. Some tools ana-
lyze the error data that the system collects, others establish security of data
files and programs. The manager must define the level of integrity required,
choose tools to maintain that level of integrity, and use these tools effectively.

When a problem occurs on a system, the manager must try to determine
whether a software or hardware error caused it by analyzing recent error
logs and running simple diagnostics. Some problems require more intensive
diagnostics that a field service specialist should run.

The system manager is not expected to identify and solve every VMS system
problem that arises. Rather, he or she should be able to:

* Investigate problems and collect information
¢  Use system documentation to research and solve elementary problems

¢ Pass more difficult problems on to Digital Field Service personnel or to
experienced Digital Software Services personnel

This module covers the tools that the system manager needs to maintain the
hardware and software, establish security, and diagnose problems.

Objectives
To collect useful troubleshooting information, the system manager must:

*  Perform regular hardware and software maintenance checks
* Ensure system security |
— For physical security of the computer
— In the software environment on the computer
*  Be able to use the Authorize utility
* Read system dump files using the System Dump Analyzer
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8.3 Resources

Guide toAMaintaining a VMS System

Guide to VMS System Security

VMS System Generation Utility Manual
VMS DCL Dictionary

VMS Error Log Utility Manual

VMS System Dump Analyzer Utility Manual
VMS Audit Analysis Utility Manual

Digital Site Preparation Guide
Self-Maintenance Handbook

© 0 NS gl WD

10. Site Management Guide
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8.4 Hardware Maintenance

The system manager must maintain the hardware connected to the system.
Hardware maintenance involves:

e Care of devices (CPU, disks, terminals, etc.)
*  Care of media (tapes, disks, line printer paper, etc.)

8.4.1 Handling and Storing Media

Each device and each type of media must be handled properly to maintain sys-
tem integrity. Most devices and media are sensitive to rough treatment, dust,
sudden impact, electrical noise, and other abuse. Therefore, only trained per-
sonnel should handle media or load media to decrease the chance of breaking
it. Also, keep unused media in closed cabinets (preferably metal) to decrease
loss of information caused by dirt or electrical noise.

If information on storage tapes or disks is valuable, consider off-site storage
in a fireproof vault as further protection. Digital Equipment Corporation has
several of these vaults available, referred to as Record Management Services
Centers.
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8.4.2 C(Cleaning Media

Maintaining devices and media also includes cleaning. A customer care
document is available for each peripheral shipped. This document details the
cleaning and maintenance procedures the manager or operator should perform
for each device. Typical tasks include:

¢ (Cleaning the heads, rollers, and vacuum area of a tape drive

¢ (Cleaning the outside cover of a disk drive (so dust and dirt will not fall
into it)
*  Changing printer ribbons

*  Wiping the face of a terminal screen

A Digital Field Service representative should do the more complicated and
delicate tasks, such as:

¢  Aligning a tape drive
¢ (Cleaning the inside of a disk drive

* Fixing print heads

A manager or operator should never do any task not listed in the customer
care document for a device.

Cleaning media (disks or tapes) is not included in the manager’s tasks (unless
the manager is trained and has specialized equipment). This job is normally
referred to a specialist. The manager should schedule appointments with the
specialist and ensure that the specialist has access to the media at that time.

Cleaning does not disturb the data on media, but the specialist also checks
the media for safety. If the media is unsafe to load in a drive (because it might
cause the drive to fail), the specialist will place a “reject” tag on it. Rejected
media cannot be recovered. Therefore, the manager must be sure to back up
all media before sending it to be cleaned.
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8.4.3

8.4.4

Maintaining the Environment

Hardware maintenance involves maintaining the environment. Equipment
fails more often in an improperly set up, and poorly maintained environment.
The Digital Site Preparation Guide contains detailed discussions on how to
get up and maintain a computer room environment, such as:

¢ Temperature

¢  Humidity

* Power

¢ Flooring

® Dust

¢ Electrical noise
¢ Lighting

* Fire and safety precautions

Understanding the effect the environment has on a computer will help pre-
vent, diagnose, and correct problems more easily.

Preventive Maintenance

The system manager should schedule regular appointments with the Digital
Field Service representative. The Field Service representative cleans devices
and runs diagnostics as a preventive measure (referred to as PM - preventive
maintenance). If these visits are not scheduled regularly, the system could
develop undetected problems, which might result in a system or disk failure.

It is especially important to keep all drives aligned properly. Disk and tape
drives normally become misaligned over a period of time. You may not no-
tice that they are misaligned because they can still read media they wrote.
However, if they become badly misaligned, they will not be able to read me-
dia produced on other, properly aligned drives. If you then align them, they
cannot read media they wrote previously. Also, if you realign all drives on
your system on the same day, it is possible that none of them will be able to
read previously written volumes. Therefore, schedule alignments often, rotate
the schedule so all are not aligned on the same day, and create your backup
volumes on the most recently aligned drive.
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The Field Service representative logs all cleaning done, diagnostics run, and
parts replaced in the Site Management Log (shipped with every system). The
manager should keep the log near the system so any Field Service or Software
Service representative can review the history at any time. The history often
helps a Digital representative locate the source of a problem quicker. Space is
also available in the log for the system manager to record any problems that
have been found or cleaning that has been done.

Some customers maintain their own hardware and find the Self-Maintenance
Handbook helpful. This handbook covers service planning, site preparation
and installation, remedial and preventive maintenance, and product upgrades.
It also enables users to develop a self-maintenance program, including:

¢  How to determine whether self-maintenance is the most economical ap-
proach

e  How to plan manpower needs
e  How to determine labor charges

e  How to schedule preventive maintenance

Software Maintenance
The system manager must maintain the software on the system, including:

* Maintaining the system files

* Maintaining user programs and data files

The system files include the operating system and layered product files as
well as the manager’s files. To maintain the former, install updates and up-
grades correctly, referring to the appropriate installation guide. Module 7
discusses software installation in more detail. To maintain the system files
such as SYSUAF.DAT, QUOTA.SYS and ACCOUNTNG.DAT, run the appro-
priate utilities on a regular basis to observe their contents. Keep all UAF
records up to date, and observe the contents of the other data files to ensure
that the system is being used effectively.

Back up system and user files on a regular basis. On many systems, the
system software is on a separate disk from the user software. You may choose
to establish a different backup schedule for each, but be sure every disk volume
you use is on the schedule. Follow full backups with several incremental
backups before doing another full backup. Read the chapter on BACKUP
in the {?uide to Maintaining a VMS System for more suggestions on backup
schedules.
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8.5.2

Users typically maintain the contents of their own files. However, some users
execute long, complicated programs that make many modifications to large
data files. These users should design their applications to recover from pro-
gram errors and system failures. However, errors sometimes occur from which
programs cannot successfully recover.

System Security
Different installations usually require different levels of security.

At one extreme, users can be allowed physical access to the computer as well
as all privileges to do whatever they choose. At the other extreme, the com-
puter and peripherals could be in a locked room accessible only to operators,
and users could have few or no privileges. Between these two extremes, the
manager may use the tools available to grant specific levels of access and
privilege to specific users. The manager has control over the level of security
implemented.

Physical Security

- You should consider the physical security of the computer first because a user

with access to the console terminal can bypass software controls. If dial-up
lines are available, users can attempt to break in to the system from outside,
presenting a security risk.

Media storage is also a security issue. Cabinets with locks are available for
storing sensitive media as well as less expensive cabinets.

To allow access to the room but not to the media, you must obtain the more
expensive cabinets. If users have no need to gain access to the computer or the
media, the room should remain locked to prevent unnecessary traffic (traffic
brings dust and dirt into the room) and to reduce the cost of maintaining
security.
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8.5.3 Software Security

When the computer itself is physically secure, the manager must maintain
some level of software security. Use common sense in employing the com-
mands and tools discussed in previous modules.

Keep the SYSUAF.DAT and NETPROXY.DAT files up to date by removing
old users.

Use the flags and hourly restrictions provided through the AUTHORIZE
utility to clearly define when and how each user can get access to the
system.

Insist on nontrivial passwords for all users (especially for sensitive ac-
counts) and encourage users to change passwords frequently.

Do not publicize dial-up numbers.

Do not permit WORLD access to SYSUAF.LIS. (Otherwise, users can see
what accounts have privileges, and try those user names with various
passwords.)

Encourage the use of file protection codes and ACLs.
Request secondary passwords in login files of sensitive, captive accounts.
Give users only the privileges they need and can use responsibly.

Create accounting reports periodically to check queue usage, peripheral
usage, etc.

Label disks and tape in a systematic manner. (Operators and users
should also do this.)

If your system needs to be more secure, choose any or all of the security tools
provided by the VMS system, including:

Erase-on-delete and erase-on-allocate characteristics for files and vol-
umes

Login security
Break-in detection

Security auditing
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8.5.3.1 Erase-on-Delete and Erage-on-Allocate

The terms erase-on-delete (EOD) and erase-on-allocate (EOA) refer to the
activity of the file system when a file is deleted, created, or extended. When
you delete a file that is set for erase-on-delete, the file system overwrites the
blocks that it used with zeros (or a pattern of your choice). This is done
synchronously with the delete so the blocks are not available for allocation
until they have been overwritten.

When you create or extend a file on a volume that is set for erase-on-allocate,
the file system (by default) overwrites blocks with zeros (or the pattern of your
choice) before allocating them to you.

These erasures prevent other users from allocating previously used disk blocks
and reading good data. Users may implement EOD on a file-by-file basis, and
managers may implement it on a volume-by-volume basis (see Table 8-1).
EOA (or high-water marking) is set automatically for each volume when you
initialize it. To improve performance on less security-sensitive or fragmented
volumes, disable high-water marking (EQA) with the command:

$ SET VOLUME/NOHIGHWATER MARKING
You can also initialize a volume for no high-water marking with the command:

$ INITIALIZE/NOHIGHWATER MARKING volume-name
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Table 8-1 Setting Erase-on-Delete for a File or Volume

Command/Qualifier

Function

$ SET FILE/ERASE ON_DELETE -

__$ file-name

$ SET FILE/ERASE_ON_DELETE -
_$ GOVERNMENT SECRETS.DAT

$ DELETE/ERASE ON DELETE -

_S$ file-name

$ DELETE/ERASE_ON_DELETE -
_$ MY SECRETS.DAT

$ PURGE/ERASE_ON_DELETE -
_$ file-name

$ PURGE/ERASE ON_DELETE -
_$ COMPANY SECRETS.*

3 INITIALIZE/ERASE_ON_DELETE -
_$ volume-name

$ INITIALIZE/ERASE_ON DELETE -
_$ SECURE_VOLUME:

$ SET VOLUME/ERASE_ON_DELETE -
_$ SECURE_VOLUME:

Sets characteristic of file so file system
performs an EOD when you delete it.

Tells the file system to perform an EOD
as you delete the specified file or files.

Tells the file system to perform an EOD
on each file it deletes during the purge.

Tells the file system to perform an EOD
for every file on this volume that users
delete.

Modifies the volume’s characteristic so
the file system now performs an EOD on
every file deleted from it.

For more information on erase-on-delete and erase-on-allocate, read the two
chapters on Disk Scavenging in the Guide to VMS System Security. Also
read the command description and the applicable qualifier descriptions for
the commands SET FILE, SET VOLUME, and INITIALIZE in the VMS DCL

Dictionary.
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8.5.3.2 Login Security

Users are normally assigned a user name and a password in the authorization
file, SYSUAF.DAT. They must enter both (unless the password is null) before
using the system.

You can define a secondary password for some accounts with the Authorize
utility, as described in Table 8-2. If a UAF record contains a secondary pass-
word, the system prompts anyone who logs in with the user name of that UAF
record for the secondary password, as shown in Table 84.

Table 8-2 Defining User Passwords

Commands Comments
$ RUN AUTHORIZE Modifies any user password with the
UAF> MODIFY SMITH - Authorize utility.

__ /PASSWORD=MARY

$ RUN AUTHORIZE To add a secondary password to a UAF
UAF> MODIFY SMITH - record, use the /PASSWORD qualifier with
_UAF> /PASSWORD= (""", SECOND) the MODIFY command. It does not affect

the current value of the primary password
if you specify a null first password string.

$ SET PASSWORD Modifies your own primary password.
$ SET PASSWORD/SECONDARY Modifies your own secondary password.
$ SET PASSWORD/GENERATE Requests or requires (using the qualifier

/FLAG=GENPWD in AUTHORIZE) that
the VMS system generate a random list
of passwords to choose from. If you enter
the /GENERATE qualifier and receive a
list, you must choose a password from
that list, or request another list. You do
not need the /GENERATE qualifier if
password generation has been set in your
UAF record.

For terminals in remote or sensitive locations, you can require a system pass-
word. Define the system password by using the SET PASSWORD/SYSTEM
command. Then, use the SET TERMINAL command to define certain termi-
nals as “system password required” terminals (see Tables 8-3 and 8-4).
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Table 8-3 Defining a System Password for a Terminal

Steps

Function

Step 1:

$ SET PASSWORD/SYSTEM

0ld password:
New password:
Verification:

]

Step 2:

$ SET TERMINAL -
_$ /SYSPASSWORD /PERMANENT -

_$ TXA2

Enter the old password in response to the first
prompt. Then enter the new password in response

to the next two prompts. None of the passwords

are echoed while being entered. This command
requires SECURITY and CMKRNL privileges.

Set the specified terminal to require the system
password to be used. To log in to this terminal
a user must press the RETURN key and enter

the system password (no prompt is given). If

successful, the user continues the normal login
procedure when the “Username:” prompt appears.

Table 8-4 Using Passwords

Situation Example Comments

Normal RETURN The system does not echo the password.
account - Username: SMITH Note that you can define the password to be
requires one Password: null. If you do that, you do not receive any
password password prompt.

Accounting RETURN Passwords are not echoed. Typically, one
requiring Username: SMITH person knows the primary password, while
primary and Password: another knows the secondary. Therefore,
secondary Password: both must be present whenever this account
passwords is used.

Terminal SYSPASSWORD You do not receive a prompt for the system
requiring RETURN password. To avoid excessive reports of

a system Username: SMITH broken terminals, make users aware of the
password Password: ones requiring a system password because

unless they enter it successfully, the system
will not display the Username: prompt.
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You can use the Authorize utility to modify other fields in UAF records that
affect passwords and login activity. You can set:

An expiration date on a UAF record. After this date, no user can log in
using that record.

A minimum password length. Users modifying their password with the
SET PASSWORD command must choose a password with this minimum
length.

An expiration date for the password. For several days before the pass-
word expires, the system displays a message each time the user logs in,
telling him or her to change the password. Finally, the system displays
a last chance message. If the user does not change the password during
that login period, the system disables logins for the account.

The password to be “preexpired” when you create the account. When
a user logs in to the system with the user name of a UAF record that
has a preexpired password, the system displays the last chance message.
The user must change the password during that first login perlod or the
system disables logins for that account.

Devices that are not shareable, such as terminals, have an owner UIC and
a protection code that determine what processes can allocate the device.
Table 8-5 shows how to use the DCL command SET PROTECTION/DEVICE

to control device ownership and protection.

NOTE

At many sites, the UIC owner of all terminals is the system man-
ager, and only users in the System and Owner categories are allowed
to allocate terminals. This level of protection prevents users from
allocating a terminal with the ALLOCATE command, but it does not
prevent them from logging in on any terminal.

You can also apply an access control list to terminals and to tape drives with
the SET DEVICE/ACL command to refine the limits on the user’s access.
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Table 8-5 Establishing Ownership and Protection of Terminals and Other

Nonshareable Devices

Format of $ SET PROTECTION/DEVICE

Command (Requires OPER

Operation privilege) Comments

Establishing $ SET PROTECTION=code/DEVICE- By default all terminals have the

protection _$/OWNER_UIC=[uic] device owner specified by the system pa-

ownership rameter TTY_OWNER, and the
protection specified by the system
parameter TTY_PROT.

Allowing all $ SET PROTECTION/DEVICE device The default value for TTY_PROT

users access $ SET PROTECTION/DEVICE TTA3: allows all users access to the device.

to a device If you do not specify a protection
code with this command, you are
assigning the default protection to
the device.

Establishing $ SET PROTECTION=(S:R,0:R,G,W) - Only system users can allocate

system users
as the owner

_$ /DEVICE/OWNER=[1,4] TTA3:

this terminal from a program. By
specifying that Group and World
users have no access, you protect the
terminal against password collection
programs run by users.
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8.5.3.3 Additional References

*  For more information about applying access control lists to devices, read
the section on protecting devices in the chapter, File Protection Features,
in the Guide to VMS System Security. Also read the discussion on device
protection in the VMS DCL Dictionary.

* For more information about applying UIC protection codes to devices
codes, read the section on devices in the chapter, File Protection Features,
in the Guide to VMS System Security. Also read the description for the
SET PROTECTION/DEVICE command in the VMS DCL Dictionary.

You can protect terminals from password-collecting programs by setting the
secure server characteristic on them (shown below):

$ SET TERMINAL/PERMANENT/SECURE_ SERVER/DISCONNECT TTC1:

The secure server ensures that the VMS login program is the only program
able to receive your user name and password. Once you have set this char-
acteristic for a terminal, users must press the BREAK key, not the RETURN
key, to receive the Username: prompt.

NOTE
The SECURE_SERVER characteristic has no affect on terminals
with the AUTOBAUD characteristic set.
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Break-In Detection at Login

Unauthorized users may attempt to gain access to an account on your system
by trying to guess the password of a valid user. Unless you restrict these users
by implementing break-in detection, they may guess the correct password and
gain entry to your system. If you have valuable data or programs, this breach
of security can be a serious problem.

When you implement break-in detection, the system records information about
login failures in suspect lists. When users fail to log in successfully, their
user names are recorded in the user name suspect list; the name of the
terminal they are using is recorded in the terminal name suspect list; and
the name of the node they are attempting to log in from is placed on the node
name suspect list.

If attempts continue to fail within a specified time period and exceed the
break-in limit set by the system manager, the user name, terminal name and
node name are placed on respective intruder lists. Intruders are subject to
evasive action by the system for a variable period of time. Evasive action in-
cludes responding to login attempts with false messages or with no messages.
Even if an intruder enters a correct user name and password, the system will
respond with an error message.

If a suspect enters a correct user name and password before he or she becomes
an intruder, the system allows him or her to log in.

The manager defines the level of break-in detection using two SYSGEN
parameters. Another parameter defines the amount of time intruders are
evaded, as described in Table 8-6.

Break-in information lists are kept in memory. If many suspects and intruders
are listed, there is less room for normal system activity, and system perfor-
mance will suffer. Therefore, if performance degrades suddenly on a system
with break-in detection established, the manager should suspect that a break-
in attempt may be occurring. To find out more information, the manager
should check the security log.
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Table 88 SYSGEN Parameters for Break-In Detection

Parameter Comments

LGI_BRK_DISUSER Once an intruder has been detected, the VMS system sets the
DISUSER flag in the account’s UAF record (if the parameter
is set to 1). Manual intervention by the system manager is
necessary to reactivate the account. Use this feature with
caution.

LGI_BRK_LIM Break-in limit defining the total number of consecutive lo-
gin failures allowed within a reasonable time limit before a
SUSPECT becomes an INTRUDER.

LGI_BRK_TERM Controls the association of terminals and user names for
counting failures. By default, the VMS system sets this
parameter to 1 so that terminals and user names are tracked
together. If you use terminal servers, set this parameter
to O (track only user names), since a LAT port (on the VAX
computer side) is generally not a useful indication of the
actual terminal being used.

LGI_BRK_TMO Timeout factor expressed in seconds (a delta time). Used in
conjunction with LGI_BRK_LIM to decide if a SUSPECT is
an INTRUDER. The larger this value, the more secure your
system.

LGI_HID TIM Time factor expressed in seconds. System uses this value in
an equation to determine the time interval during which an
INTRUDER is subject to evasive action. The time interval
calculated using LGI_HID_TIM is different for each instance,
so you never know exactly how long an INTRUDER will be

evaded.

LGI_RETRY LIM Limits the number of times a user can retry the login proce-
dure when coming in through dial-up lines. The default value
is 3.

LGI_RETRY TMO The number of seconds allowed between login attempts on

dial-up lines. The default value is 20 seconds. This means
the user must properly log in within 20 seconds of a failed
attempt, or the system will hang up the line.
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© rReETURN

(2] This is node TIDE

Username: JONES
© rassword:

User authorization failure
O Username: JONES

Password:

User authorization failure
eUsername: JONES

Password:

Welcome to node TIDE running V5.0

@ Last interactive login on Saturday, 11~-JUN-1988 08:59

(7] 2 failures since last successful login

Example 8-1 Break-in Suspect Logs in Successfully




MAINTAINING SYSTEM INTEGRITY 8-21

Notes on Example 8-1:

1]

© ® 0

User presses the RETURN key.
System displays the announcement message and “Username:” prompt.
User enters an incorrect password and fails to log in.

User presses RETURN again. This time the system displays no an-
nouncement message before displaying the “Username:” prompt. Two
SYSGEN parameters govern whether the announcement message ap-
pears or not: LGI_RETRY_TMO and LGI_RETRY_LIM. The value of the
first parameter determines how long the system waits between retries
(default is 20 seconds). The value of the second parameter determines
how many retries are allowed. These parameters affect dial-up users
primarily because the system breaks their connection after these limits
are reached, forcing the user to dial in again. The on-line user simply
presses RETURN and receives the announcement message as well as the
“Username:” prompt.

User presses RETURN, logs in successfully and receives the welcome
message and two other messages.

The first message tells the user when someone last logged in successfully
using that user name and password. If this message shows a login more
recent than the last time this user actually logged in, the user should
report it as someone may have guessed his or her password.

The second message tells the user how many login attempts were made
before the login was successful. If there is a difference between the num-
ber of failures reported and the number of times he or she actually caused
a failure, the user should report it as someone may be trying to break in
to the system.
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RETURN

THIS IS NODE TIDE

Username: WEBSTER
Password:

User authorization failure
Username: WEBSTER
Password:

User authorization failure
Username: WEBSTER
Password:

User authorization failure

RETURN

2]

This is node TIDE

Username: WEBSTER
Password:

User authorization failure
Username: WEBSTER
Password:

User authorization failure
Username: WEBSTER
Password:

User authorization failure

Example 8-2 Break-in Suspect Becomes an Intruder

Notes on Example 8-2:

© The user enters an incorrect password on three login attenipts and re-
ceives a user authorization failure message each time.

® The user presses the RETURN key and receives the announcement mes-
sage again because the LGI_RETRY_LIM parameter is set to 3 on this
system. A dial-up user loses the carrier after the third unsuccessful
attempt.

© The user enters an incorrect password and receives an error message. If
the password were correct, the user could still log in at this fourth attempt
because the value of the LGI_BRK_LIM parameter on this system is 5.

O The user enters the correct password, but since this is the sixth attempt,

the system begins evasive action. (Evasive action includes responding to
correct input with error messages for a variable period of time.) This user
name cannot be used for a while to log in. If a user reports being unable
to enter his or her account even after entering the correct password, an
intruder might be trying to break in to the system. Change the password
immediately and read the security audit reports on the console terminal.
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8.5.3.4 UIC and ACL Protection
VMS System Protection Using UICs

A group ususally consists of users who work in the same department or on
the same project. Group numbers are assigned by the system manager in
the group number part of their UICs. (The Managing Files module discusses
UICs in more detail.) When you log in, the system creates a process for you
and assigns the UIC defined in your UAF record to your process. Thereafter,
you have access to files or to other users based on the value of your UIC.

Therefore, before assigning UICs to users, analyze the extent to which the
user processes on your system need to:

¢  Share access to files, volumes, and devices on your system
* Communicate interactively with each other

e Affect or control each other

Table 87 suggests how to define groups based on user needs when you set
up their UICs. You can increase the ability of processes to interact and share
information by assigning them UICs in the same group, or you can decrease
this ability by assigning them UICs in different groups. Table 8-8 details the
effects of UIC group assignment on process interaction.
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Table 8-7 Dividing Users into Groups

User Situation

Course of Action

Result

Users should allow
some users access to
their files and struc-
tures, but deny access

to others on the system.

Users do not need to
protect files against
access by each other,
but you must protect
files from their access.
(System files usually
have a group number
from 0-10.)

Users do not need to
protect files, but should
divide them into groups
for accounting and
observation purposes.

Divide users into groups along project
or departmental lines. Assign a differ-
ent group UIC number to each group.
Leave room between each assigned
number for additions later.

Assign all users a UIC of [200,200] or
some other UIC.

Divide users into groupst. Either:

1) Modify the system parameter RMS_

FILEPROT to set the default protection
assigned to all new files so WORLD has
complete access.

2) Create a LOGIN.COM file for
each user and include the SET
PROTECTION/DEFAULT=(W:RWED)
command in it. Do not include this
command in your LOGIN.COM file.

Users within a group can
access each other’s files with
the access set for GROUP

in the protection code of the
accessed file. Users outside a
group can get access to files
belonging to a group member
with the access defined for
WORLD only.

All users own all user files

and have OWNER access to
all user files. Users cannot
access system files.

1) You can collect account-
ing information on separate
users (according to their
UICs), but since all files cre-
ated allow all users complete
access, the files are not really
protected. In this case, newly
created system files are not
protected either.

2) You can collect accounting
information on separate users
(according to their UICs).
Users can access all files on

. the system except your files

and system files.

T Do not assign a group number reserved for system users (typically 0-10). Modify the
MAXSYSGROUP parameter to set the upper limit of the group number for system users as needed.
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8.5.3.4 UIC and ACL Protection
VMS System Protection Using UICs

A group ususally consists of users who work in the same department or on
the same project. Group numbers are assigned by the system manager in
the group number part of their UICs. (The Managing Files module discusses
UICs in more detail.) When you log in, the system creates a process for you
and assigns the UIC defined in your UAF record to your process. Thereafter,
you have access to files or to other users based on the value of your UIC.

Therefore, before assigning UICs to users, analyze the extent to which the
user processes on your system need to:

*  Share access to files, volumes, and devices on your system
e Communicate interactively with each other

e Affect or control each other

Table 8-7 suggests how to define groups based on user needs when you set
up their UICs. You can increase the ability of processes to interact and share
information by assigning them UICs in the same group, or you can decrease
this ability by assigning them UICs in different groups. Table 8-8 details the
effects of UIC group assignment on process interaction.
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Table 8-7 Dividing Users into Groups

User Situation

Course of Action

Result

Users should allow
some users access to
their files and struc-
tures, but deny access

to others on the system.

Users do not need to
protect files against
access by each other,
but you must protect
files from their access.
(System files usually
have a group number
from 0-10.)

Users do not need to
protect files, but should
divide them into groups
for accounting and
observation purposes.

Divide users into groups along project
or departmental lines. Assign a differ-
ent group UIC number to each group.
Leave room between each assigned
number for additions later.

Assign all users a UIC of [200,200] or
some other UIC.

Divide users into groupst. Either:

1) Modify the system parameter RMS_
FILEPROT to set the default protection
assigned to all new files so WORLD has
complete access.

2) Create a LOGIN.COM file for
each user and include the SET
PROTECTION/DEFAULT=(W:RWED)
command in it. Do not include this
command in your LOGIN.COM file.

Users within a group can
access each other’s files with
the access set for GROUP

in the protection code of the
accessed file. Users outside a
group can get access to files
belonging to a group member
with the access defined for
WORLD only.

All users own all user files

and have OWNER access to
all user files. Users cannot
access system files.

1) You can collect account-
ing information on separate
users (according to their
UICs), but since all files cre-
ated allow all users complete
access, the files are not really
protected. In this case, newly
created system files are not
protected either.

2) You can collect accounting
information on separate users
(according to their UICs).
Users can access all files on
the system except your files
and system files.

T Do not assign a group number reserved for system users (typically 0-10). Modify the
MAXSYSGROUP parameter to set the upper limit of the group number for system users as needed.
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Table 8-8 Interaction Between Processes in Same Group

Interaction Available Comment

Can share files, volumes, and de- Accomplished by properly setting the pro-
vices, yet deny access to processes  tection codes of the files, volumes, and

in other groups devices.

Can communicate with each For example:

other by means of structures that ]

processes in other groups cannot *  Group logical names
access .

Group mailbox logical names
*  Group global section names

¢ Common event flag clusters

Can affect and control other Requires GROUP privilege
processes in group

VMS System Protection Using ACLs

Although you should divide system users into appropriate UIC groups, occa-
sionally a user in one group may need regular access to a certain file belonging
to another group. You could give the SYSPRV privilege to the user desiring
access, or you could change the protection on the file to allow World users more
access. However, these solutions are too broad for normal systems. Most man-
agers are reluctant to give the powerful SYSPRV privilege to users, and the
file owner may not want to allow access to all users.

While VMS system protection using UICs is usually sufficient for most files on
your system, the VMS operating system provides an additional layer of pro-
tection to solve this problem and others like it. Because this extra protection
is based upon identifiers, users must possess the required identifier to gain
access to the protected file, even if VMS protection admits them.

To enable this type of protection, record the access information for a file in
an Access Control List (ACL) for that file. Define the identifiers held by a
user in the rights database. When a user logs in, the VMS system creates an
access rights list (using the information in the rights database) consisting of
the identifiers he or she holds. When a user attempts to gain access to a file,
the VMS system compares the contents of the file’s ACL with the contents of
the user’s access rights list to determine the type of access to grant.
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For example, if the ACL for a file contains the identifier name CHEMISTRY,
the system examines your access rights list to see if you hold it. If you do, the
system examines the ACL on the file to see what type of access is allowed for
holders of that identifier. The access can be any combination of Read, Write,
Execute, and Delete, or it could be None.

If the type of access is None, the system does not allow you to gain access
to the file. (However, if you have a system UIC, or are the owner of the
file, the system allows you the access allowed for your user category in the
VMS system protection code on the file.) If the type of access is Read, Write,
Execute or Delete, you are allowed that type of access only. If you do not hold
the identifier CHEMISTRY or any others listed in the file’s ACL, the system
determines your access rights according to your UIC and the VMS system
protection code on the file, as shown in Table 8-9.

You can specify the access rights for users holding an identifier differently for
each file. For example, the ACL for FILE.DAT allows users holding the iden-
tifier CHEMISTRY to read FILE.DAT, while the ACL for DATA.DAT allows
users holding the same identifier to read, write, and delete DATA.DAT.
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Tabie 8-9 ACL- and UIC-Based Protection

File Name/
Owner-UIC Type of Protection Access Allowed
FILE.DAT UIC-based protection: System and Owner have
{200,011] (S :RWED, O:RWED, G:RWE, W) RWED access. Group users
have RWE access. World
users have no access.
PROGRAM.FOR UIC-based protection: System and Owner have
(S:RWED, O:RWED, G:RWE, W) RWED access. Group users
[200,011] have RWE access. Users
ACL allows users holding  holding the identifier name
the identifier name SMITH have READ access
SMITH to read the file. only (even if they are in
the Group category). Other
users have no access.
JUNK.DAT UIC-based protection: System and Owner users
[200,011] (S:RWED, O:RWED, G:RWE, W) have RWED access (even

ACL does not allow users
holding the identifier
name SMITH to have
any access to the file.

those holding the identifier
name SMITH). Group users
have RWE access except
those holding the identifier
name SMITH. World users
have no access.
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Table 8-10 Terminology Used to Discuss VMS System Access Control

Term Definition

Object Anything that exists in the system to which protection can be applied, such as
files and devices.

Agent Anything that generates a request for access to an object. The system checks
such requests to determine whether to grant access. Examples include a process
or a device.

Identifier A unique name used to identify a group to which one or more users belong. An

Access Rights
List

Access Control
List

Access Control
Entry

Holders

Access Allowed

Options

identifier is internally represented as a unique 32-bit number. It is externally
represented as an alphanumeric name. Both the system and the Authorize utility
define identifiers and store them in SYS$SYSTEM:RIGHTSLIST.DAT.

The list of identifiers belonging to a particular user. When you log in, the identi-
fiers you hold in the rights database (including your UIC) are copied into a rights
list that is part of your process. The rights list is the structure the VMS system
uses to perform all protection checks.

A collection of ACEs (Access Control Entries) that determine what access is to be
allowed to an agent for an object. Some aspects of ACLeg are:

. An ACL can contain one or more ACEs
. An object can have only one ACL

. For files, ACLs may or may not be propagated from a previous version of
the file, or from the parent directory

An entry in an Access Control List. Each entry has three parts: the identifier
name, the options, and the access allowed.

If an identifier is in the access rights list for a user, the user is a “holder” of that
identifier. If a user holding several identifiers attempts to gain access to a file
protected by an ACL, the system compares the user’s identifiers to the ACEs in
the ACL, and determines access according to the first match found.

Recorded after the ACCESS keyword in an ACE. Defines the type of access
allowed to an agent holding the identifier specified in the ACE. Types of access
include: Read, Write, Execute, Delete, and None.

Recorded after the OPTIONS keyword in an ACE. Specifies the characteristics of
an ACL.
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System-Defined and User-Defined Identifiers

The system creates several default identifiers for you at system startup and
adds them to the rights database. Their names are: LOCAL, DIALUP,
REMOTE, INTERACTIVE, NETWORK, and BATCH. These identifiers allow
you to control user access to a file according to how the user is logged in.
For example, if a file’s ACL contains the following ACE, the user holding the
MATH identifier has the specified access only when he or she is logged in at
a local terminal:

(IDENTIFIER=MATH+LOCAL,OPTIONS=NONE, ACCESS=READ+WRITE+EXECUTE)

The system also creates one identifier for each UAF record that contains a
unique UIC. It stores these identifiers in the rights database. The identifier
names are the same as the user names of the UAF records. Once an identifier
exists for a UIC value, you cannot create another with the same UIC value.
Therefore, when you create a new UAF record that has the same UIC value
as an existing record, the Authorize utility associates the identifier for that
UIC with the new record, as shown in Example 8-3.
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$ SET DEFAULT SYS$SYSTEM
$ SET PROCESS/PRIVILEGE=SYSPRV
$ RUN AUTHORIZE
UAF>

@ UAF>SHOW/ID/VALUE=UIC: [11,204]
unable to complete show command
%$SYSTEM-F-NOSUCHID, unknown rights identifier
UAF>

EDUAF>ADD TOM/UIC=[11,204] /ACCOUNT=VMS/DEVICE=WORK1/DIRECTORY=[TOM]
user record successfully added

© identifier TOM value: [000011,000204] added to RIGHTSLIST.DAT
UAF>

‘,UAF>ADD DICK/UIC=[11,204]/ACCOUNT=VMS/DEVICE=WORK1l/DIRECTORY=[DICK]
user record successfully added
unable to add DICK value: [000011,000204] to RIGHTSLIST.DAT
%SYSTEM-F~DUPIDENT, duplicate identifier
UAF>
UAF>ADD HARRY/UIC=[11,204]/ACCOUNT=VMS/DEVICE=WORK1/DIRECTORY=[HARRY]
user record successfully added
unable to add HARRY value: [000011,000204] to RIGHTSLIST.DAT
%$SYSTEM-F-DUPIDENT, duplicate identifier

UAF>
UAF>SHOW/BRIEF [11,204]
Owner Username UIC Account Privs Pri Default Directory
TOM [11,204] vMS Normal 4 WORK1 : [ TOM]
DICK [11,204] VMS Normal 4 WORK2: [DICK]
HARRY [11, 204} VMS Normal 4 WORK1 : [HARRY]
UAF>
G,UAF>SHOW/IDENTIFIER/VALUE=UIC:[11,204]
Name Value Attributes
TOM [000011,000204] NORESQURCE
UAF>
c’UAF>SHOW/IDENTIFIER/USER=TOM
Name Value Attributes
TOM [000011,000204] NORESOURCE
ﬁ'UAF>SHOW/IDENTIFIER/USER=HARRY
Name ’ Value Attributes
TOM [000011,000204] NORESOURCE
UAF>SHOW/IDENTIFIER/USER=DICK
Name Value Attributes
TOM [000011,000204] NORESOURCE
UAF>
UAF>EXIT

system authorization file modified

no modifications made to network authorization file
rights data base modified

$

Example 8-3 Authorize Utility Automatically Creates Identifiers
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Notes on Example 8-3:

©® No identifier exists with a UIC value of [11,204].

® This command adds a UAF record with the user name TOM and a UIC
value of [11,204].

©® The Authorize utility creates the identifier TOM with a value of
[000011,000204] and adds it to the rights database
SYS$SYSTEM:RIGHTSLIST.DAT.

O These commands add two UAF records with user names DICK and
HARRY. These have a UIC value of [11,204] also. Notice that the
Authorize utility does not create a new identifier for them because an
identifier name for the UIC value [11,204] already exists.

© The identifier name for the value [11,204] is TOM.
The UIC identifier belonging to the UAF record for TOM is TOM.

©@ The UIC identifier belonging to the UAF record for HARRY is TOM and
the UIC identifier belonging to the UAF record for DICK is TOM. Users
logging in to the DICK or HARRY accounts can gain access to any object
that users of the TOM account can gain access to.

®

Finally, the system creates one identifier for each UIC group represented in
the UAF and stores that identifier in the rights database. The name of a group
identifier is the same as the name in the account field of the UAF records
in that group. The value of a group identifier is a UIC value in the form
[group-number,177777]. For example, the UIC value for the group identifier
for group 11 is [000011,177777].

The system requires that each identifier has a unique value, so the ACL pro-
tection scheme will work properly. However, you need not be concerned about
what the values actually are. When you create a general identifier (such as
MATH or CHEMISTRY), the Authorize utility normally gives it a unique hex-
adecimal value. You can specify a different value, but since you only use the
identifier name in an ACL, it does not really matter what the value is (as
long as it is unique).

In Example 84, the Authorize utility displays some of the identifier names
and values stored in the rights database for a sample system. In Example 8-5,
the Authorize utility is used to create new identifiers and allow various users
to become holders of them. Read the notes following each example and refer
to Table 8-11 to better understand the commands used in the examples.
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Table 8-11 Managing the Rights Database Using the AUTHORIZE Command

Command

Function

UAF> ADD/ IDENTIFIER id-name
UAF> ADD/IDENTIFIER PAYROLL

UAF> SHOW/IDENTIFIER/FULL id-name
UAF> SHOW/IDENTIFIER/FULL PAYROLL

UAF> GRANT/IDENTIFIER id~name user-~name
UAF> GRANT/IDENTIFIER PAYROLL SMITH

UAF> SHOW/RIGHTS/USER=user-name
UAF> SHOW/RIGHTS/USER=TOM

UAF> SHOW/IDENTIFIER/USER=user-name
UAF> SHOW/IDENTIFIER/USER=SMITH

UAF> RENAME /IDENTIFIER old-name new-name
UAF> RENAME/IDENTIFIER PAYROLL NEWPAY

UAF> REMOVE/IDENTIFIER id-name
UAF> REMOVE/IDENTIFIER NEWPAY

UAF> REVOKE/IDENTIFIER id~name user-name
UAF> REMOVE/IDENTIFIER PAYROLL 