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Manual History

Revision System Version PSR Level Date

A 1.41 716  December 1988
\ 1.4.2 727 June 1989
C O’“ \ 151 739 December 1989

- Revision C documents support of the Mail/VE gateway to map X.400 protocol to
RFC822; a domain-wide directory for looking up addresses on remote hosts, notification
of users (with an active job) of incoming mail, and the administrator's capability to
delete and display letters in any mailbox. This revision obsoletes all previous editions.

The ADMINISTER _MAIL utility provides some new subcommands: CHANGE _
DISTRIBUTION _LIST, CREATE _DISTRIBUTION _LIST, DEFINE _DEFAULT_
GATEWAY_ADDRESS, DELETE _DISTRIBUTION _LIST, DELETE _LETTER,
DISPLAY_DEFAULT_GATEWAY_ADDRESS, DISPLAY_DISTRIBUTION _LIST, LIST_
MAIL, RETAIN _LETTER, and SELECT_LETTER. Its new mailbox and distribution
list subutility subcommands are ADD_ADDRESS, ADD _PERMISSION, DELETE _
ADDRESS, DELETE _PERMISSION, DISPLAY_ADDRESS _LIST, DISPLAY_
PERMISSIONS, END_CHANGE _DISTRIBUTION _LIST, END _CREATE _
DISTRIBUTION _LIST, and SET_ATTRIBUTES. It also supports the following new
functions: $ANY_MAIL, $DEFAULT_MAILBOX, $DISTRIBUTION _LIST_ATTRIBUTE,
$IDENTITY, $LETTER, $LETTER _ATTRIBUTE, $LETTER _LIST, $MAILBOX,
$MAILBOX _ATTRIBUTE, $MAILVE _USERS, $OWNED _DISTRIBUTION _LISTS, and
$OWNED _MAILBOXES.

The following are new Mail/VE maintenance commands: COMBINE _UPDATE _
LETTERS, GENERATE _ADDRESS_UPDATES, GENERATE _REMOTE _UPDATES,
INSTALL _MAIL _GATEWAY, SEND_ADDRESS_UPDATES, and UPDATE _REMOTE _
ADDRESSES. ACTIVATE _MAIL_GATEWAY and DEACTIVATE _MAIL_GATEWAY are
also described with the Mail/VE maintenance commands.

©1988, 1989 by Control Data Corporatlon
All rlghts reserved.
Printed in the United States of America.
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About This Manual

This manual documents installation and maintenance procedures for Mail/VE Version 2
which runs on the CONTROL DATA® Network Operating System/Virtual Environment
(NOS/VE).

Mail/VE Version 2 is a multihost electronic mail system that conforms-to the
internationally accepted standards described in the 1984 CCITT X.400 Recommendations
on Message Handling Systems.

Audience

This manual provides information for the system administrator responsible for
installing, configuring, and maintaining Mail/VE. In addition, the manual provides
information for the system administrator responsible for managing the NOS/VE user
validations that control access to Mail/VE. To use this manual, you should have a
working knowledge of the NOS/VE System Command Language (SCL) as described in
the NOS/VE System Usage manual.

Mail/VE Manuals

Mail/VE is supported by two manuals. This manual describes Mail/VE administration
activities: installation, configuration, and maintenance.

The Mail/VE Usage manual describes how to read, write, and send letters using either
screen or line mode. To use the Mail/VE Usage manual, you should be familiar with
NOS/VE concepts as presented in the Introduction to NOS/VE manual.

Conventions

The following conventions are used in this manual:

Boldface In a command format description, names and required parameters
are in boldface type.

Italics In a command format description, optional parameters are in
italie type. :

Numbers All numbers are decimal unless otherwise noted.

Examples Examples of user entries and computer responses are shown in a

font that resembles computer output.

Terminology This revision uses the term host instead of system and the term
mail system instead of mail service.
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Submitting Comments

There is a comment sheet at the back of this manual. You can use it to give us your
opinion of the manual's usability, to suggest specific improvements, and to report
errors. Mail your comments to:

Control Data

Technical Publications ARH219
4201 North Lexington Avenue
St. Paul, Minnesota 55126-6198

Please indicate whether you would like a response.

If you have access to SOLVER, the Control Data online facility for reporting problems,
vou can use it to submit comments about the manual. When entering your comments,
use MV2 as the product identifier. Include the name and publication number of the
manual.

If you have questions about the packaging and/or distribution of a printed ‘manual,
write to:

Control Data

Literature and Distribution Services
308 North Dale Street

St. Paul, Minnesota 55103-2495

or call (612) 292-2101. If you are a Control Data employee, call (612) 292-2100.

CYBER Software Support Hotline

Control Data's CYBER Software Support maintains a hotline to assist you if you have

trouble using our products. If you need help not provided in the documentation, or find
the product does not perform as described, call us at one of the following numbers. A

support analyst will work with you.

From the USA and Canada: (800) 345-9903

From other countries; (612) 851-4131
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Overview of Mail/VE | 1

Mail/VE Version 2 is a multihost electronic mail system that conforms to the
internationally accepted standards described in the 1984 CCITT X.400 Recommendations
on Message Handling Systems.

In conforming with the X.400 Recommendations, Mail/VE Version 2 utilities,
commands, subcommands, and parameters have names that refer to terms defined in
the recommendations.

For readers unfamiliar with X.400 terminology, this chapter presents a brief overview
of concepts and terms necessary for performing Mail/VE administration activities. The
rest of this manual describes Mail/VE administration activities:

® Chapter 2 describes installation and configuration tasks:

- Planning Mail/VE installations

— Installing Mail/VE

—~ Defining Mail/VE administrators
— Creating organizations and routes
-~ Creating mailboxes for users

In addition, it provides some procedures and examples for conﬁcurmg multihost
networks.

® Chapter 3 describes how to install and maintain a Mail/VE gateway.

© Chapter 4 describes Mail/VE maintenance tasks:

— Backing up and restoring Mail/VE directory files
~ Editing a file of update subcommands

— Converting Mail/VE Version 1 directory files

-~ Maintaining a domain-wide directory

This chapter also documents the maintenance commands and subcommands.

® Chapter 5 provides reference information on the AD’VIINISTER _MAIL utility, and
its subcommands and functions.
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Mail/VE and the X.400 Recommendations

Mail/VE and the X.400 Recommendations

This section describes the Mail/VE iinplementation of X.400 addresses and message
transfer agents (MTAs).

Mail/VE Addresses

In Mail/VE, each user is identified by a unique address in an address directory. To
transfer messages in a worldwide electronic mail system, all Mail/VE systems provide
the same hierarchy of X.400 address attributes:

® Global address attributes

® Local address attributes

Global Address Attributes

The global address attributes, also called interdomain attributes, are registered names
for the following:

¢ Country

Worldwide, each country registers a unique country code to identify itself. The
country code of the United Kingdom is UK, the country code of the United States
of America is US, and so on.

Administrative domain

Within each country, a designated authority registers the names of the
administrative domains (also called administrative management domains). The
administrative domain, in turn, has the authority to register the names of private
domains.

In countries that have a national telephone service, such as the United Kingdom,
that service usually acts as the only administrative domain and has the authority
to register the names of private domains.

In countries that have competitive telephone services, such as the United States of
America, the competitive telephone service will probably result in the existence of
several administrative domains.

Private domain

A private domain (also called a private management domain) can be a corporation
or any other group that wants to manage a private domain of mail users. For
example, Control Data Corporation could register a private domain name of CDC.

A private domain can be registered with more than one administrative domain in
any number of countries. ’

In addition, a private domain need not be registered with any administrative
domain. By mutual agreement, private domains can choose to be directly connected
with one another.
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Mail/VE and the X.400 Recommendations

Local Address Attributes

The. local address attributes, also called the intradomain attributes, identify
organizations within an administrative or private domain:

#® Organization name
® Organization units
® Personal name

The administrative or private domain registers the names of organizations, which can
consist of from one to four units. For example, Control Data, as a private domain,
could register the organization name ARH for its Arden Hills Operations and the name
SVO for its Silicon Valley Operation. Host names or departmental names could be
assigned as organization units.

A personal name is the unique name for a mailbox within a domain and organization.
A distribution list name is a unique name for a list of addresses within a domain and
organization.

X.400 Message Transfer Agents (MTAs)

The software that delivers mail to mailboxes and routes it fromm one mail system to
another is called the message transfer agent (MTA). The MTA is analogous to a post
office. That is, the MTA serves a group of mailboxes in the same manner as a post
office serves a group of post office boxes.

When you install Mail/VE on a host, you assign an MTA name to that Mail/VE
installation.
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Maii/VE Components

Mail/VE Components

The Mail/VE product includes the following components:

Component Description

EMAIL utility Provides the user interface to Mail/VE Version 2.
’ EMAIL is documented in the Mail/VE Version 2
Usage manual.

ADMINISTER _MAIL utility Provides subcommands and functions for Mail/VE
administration tasks. For reference information on
utility usage, see chapter 5. Before accessing this
utility, a user's MAILVE _ADMINISTRATION
validation must be set to ANALYST, SYSTEM, or
FAMILY. For information on Mail/VE validations, refer
to the next chapter.

Mail/VE maintenance Provides commands and utilities for maintaining

command library Mail/VE. The commands and utilities are described in
chapter 4. Before accessing the maintenance library, a
user's MAILVE _ADMINISTRATION validation must
be set to ANALYST. For information on Mail/VE
validations, refer to the next chapter.

Mail/VE directory files Provides directories of all mailboxes and distribution
lists in the mail system. For more information on
Mail/VE directory files including domain-wide directory
files, see chapter 4.

Mail/VE gateway Supports the exchange of mail between Mail/VE and
other mail systems on BITNet and Internet networks.
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Mail/VE Installation and Configuration = 2

This chapter provides step-by-step instructions for performing the following tasks:

® Planning Mail/VE installations

® Installing Mail/VE

® Creating Mail/VE adminisf:rators

® Defining organizations and routes

® Creating mailboxes for users

It then supplies more detailed procedures and examples for configuring multihost
networks:

® Configuring a mail network using NOS/VE hosts

e Configuring a mail network using NOS/VE and other X.400 hosts

This chapter also provides a brief summary of ongoing maintenance tasks.
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Planning Mail/VE Installations .

Planning Mail/VE Installations

Before beginning a Mail/VE installation, -you should prepare for the tasks required
during installation and configuration of Mail/VE by doing the following:

¢ Outline the installation and configuration steps
¢ Anticipate INSTALL _MAIL requirements

® Plan for application interdependencies

Installation and Configuration Overview

The basic Mail/VE installation and configuration steps apply to all Mail/VE
configurations:

® A NOS/VE host
® Multihost NOS/VE networks

® Multihost networks with at least one NOS/VE host and one or more other X.400
hosts '

® Single-host or multihost networks connected to BITNet, Internet, or another RFC822
E mail system.

Execute these basic steps only after reviewing the applicable sections.
1. Review the planning material.
2. Install Mail/VE using the INSTALL _MAIL command.

3. If either QTF or XTF is required, install the application in accordance with the
information in the planning section.

4. Activate Mail/VE using the ACTIVATE _MAILVE command.
5. Create at least one Mail/VE administrator.

6. Define routes and organizations using the CREATE _ROUTE and CREATE _
ORGANIZATION subcommands of the ADMINISTER _MAIL utility. (You may omit
this step on a Mail/VE configuration consisting of a single NOS/VE host.)

7. Create user mailboxes, if needed.

¢ 8. Install Mail/'VE gateway, if needed. For installation and maintenance information,
i see chapter 3.

The following sections contain information about performing most of these steps. The

sample configurations at the end of this chapter illustrate the steps and provide
additional detail for specific configurations.
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Planning Mail/VE Installations

Anticipating INSTALL _MAIL Requirements

The INSTALL _MAIL command requires that you specify the country code,
administrative domain, message transfer agent (MTA) name, and (optionally) private
domain with which the installation of Mail/VE is associated. Table 2-1 explains how to
select appropriate values for these parameters.

Table 2-1. INSTALL _MAIL Parameters

Parameter Value

- Explanation

MTA name

Administrative
domain

Private domain

Country code

Specify the MTA name selected for this Mail/VE system on the
MESSAGE _TRANSFER _AGENT parameter.

e Specify the name as a 1- through 12-character string of
alphabetic and numeric characters.

@ Specify a unique name for each Mail/VE system within the
interconnected hosts.

Control Data recommends that you specify MTA as the first
three characters in the MTA name.

Specify the administrative domain with which this Mail/VE
installation is associated on the ADMINISTRATIVE _DOMAIN
parameter. Administrative domains provide telecommunication
services. In the United States, Telenet, AT&T, Western Union,
MCI, and others offer administrative domain services.

® If this Mail/VE installation is not associated with an
administrative domain, enter a single space as the value for
the administrative domain.

© If the installation is associated with more than one .
administrative domain, select one and use it as the value of
the ADMINISTRATIVE _DOMAIN parameter.

Specify the private domain with which this Mail/VE installation
is associated on the PRIVATE _DOMAIN parameter If a private
domain is not specified, a Mail/VE network is classxﬁed as an
administrative domain.

When installing Mail/VE, determine which set of hosts makes up
your private domain and then use the same private domain
name for each mail system within the group. Perhaps in the
future, administrative domain authorities in each country w111
allot private domain names.

Select an appropriate country code from the list of countries and
their associated codes in appendix C. Enter this code on the
COUNTRY parameter.

60464515 C
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Planning Mail/VE Installations

Planning for Application Interdependencies

To transfer mail successfully between hosts, you must install the Queue File Transfer
Facility (QTF) and possibly the X.400 Transfer Facility (XTF), depending upon the

configuration.

Application Installation Guidelines

QTF If your mail network includes several interconnected NOS/VE
hosts, use QTF to transfer mail between the hosts.
Install QTF/QTFS (Queue File Transfer Facility/Queue File
Transfer Facility Server) on each of the hosts. Refer to the
NOS/VE Network Management manual for additional
information about installing and activating QTF/QTFS.

. XTF If your mail network includes one or more X.400 hosts other

. than NOS/VE, use XTF to transfer mail between one or more of
the NOS/VE hosts and the other X.400 hosts. (XTF is a
separately priced Control Data product.) Use QTF to transfer -
mail between the interconnected NOS/VE hosts.

In multihost networks with NOS/VE (at least one) and other
X.400 (at least one) hosts, installation of XTF requires entry of
the INSTALL _X400_TRANSFER _FACILITY (INSXTF)
command. The value of its MESSAGE _TRANSFER _AGENT
parameter must be the same as the value on the MESSAGE _
TRANSFER _AGENT parameter of the INSTALL _MAIL
command.

Install QTF/QTFS on each of the interconnected NOS/VE hosts.
Install XTF on at least one of the NOS/VE hosts.
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Installing Mail/VE

Installing Mail/VE

The NOS/VE Installation Handbook describes how to run the INSTALL _SOFTWARE
command. After the INSTALL_SOFTWARE command has been executed from the
system console, the Mail/VE Version 2 command library and binaries are available in
the $SYSTEM.MAILVE _V2 catalog. You can now install Mail/VE from the system
console.

If Mail/VE Version 2 has been previously installed, you should attempt to reinstall it
only when you believe users will not be accessing Mail/VE. Before beginning the
following procedure, enter the DEACTIVATE _MAILVE command to ensure the Mail/VE
server is deactivated.

1. Add the maintenance command library to the command list:

/create_command_list_entry ..
../entry=$system.mailve_v2.maintenance.command_1ibrary

2. Execute the INSTALL _MAIL procedure to initialize the Mail/VE directory files and
installation table file.

/install_mail message_transfer_agent="mtaname’ ..
../private_domain=‘privatedomain’ ..
../administrative_domain="administrativedomain’ ..
../country="code’

For additional information on INSTALL _MAIL, see the Anticipating INSTALL _
MAIL Requirements earlier in this chapter, and the command description in
chapter 3.

3. Activate the Mail/VE server:
/activate_mailve job_class=siteclassi

This command initiates the Mail/VE message transfer agent as a system batch. By
default, this job runs in the default batch job class of your NOS/VE system. If your
default batch job class has a low priority, use the JOB _CLASS parameter to select
a different job class for the message transfer agent.

You can add this command to the $SYSTEM.PROLOGS_AND_
EPILOGS.NETWORK _ACTIVATION _EPILOG so that Mail/VE is available when
the network is activated at every deadstart. For a description of the ACTIVATE _
MAILVE command, see Mail/VE Maintenance Commands in this chapter. For
information on system prolog and epilog files, see the NOS/VE System Performance
and Maintenance manual, Volume 2.
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Creating Mail/VE Administrators

Creating Mail/VE Administrators

The NOS/VE ADMINISTER _VALIDATIONS utility controls Mail/VE validations
including the creation of Mail/VE administrators. Mail/VE administrators perform
administrative tasks using the ADMINISTER _MAIL utility and Mail/VE maintenance
commands. You must create at least one Mail/VE administrator on each system. Only a
NOS/VE system or family administrator (that is, a user whose validation includes the
SYSTEM _ADMINISTRATION or FAMILY_ADMINISTRATION capability) can manage

¢ wvalidations. In addition to being properly validated, Mail/VE administrators need

: permission to access files related to Mail/VE operations.

Mail/VE Validation Fields

To create a Mail/VE administrator, you use the MAILVE _ADMINISTRATION field of
the NOS/VE ADMINISTER _VALIDATIONS utility. MAILVE _ADMINISTRATION is one
of four validation fields that control the usage of Mail/VE Version 2.

NOS/VE Validation Field Description -

MAILVE _ADMINISTRATION Controls access to the ADMINISTER _MAIL
utility and Mail/VE maintenance commands.
The following subsection describes the
available access levels.

MAILVE _DISTRIBUTION _LIST_LIMIT Controls the number of distribution lists
that a user can have.

MAILVE _MAILBOX _LIMIT Controls the number of mailboxes that a
user can have.

MAILVE _RETENTION _LIMIT Specifies the maximum amount of time that
a user's letters are retained.

MAILVE _ADMINISTRATION Access Levels
. MAILVE _ADMINISTRATION validation supports five access levels for a NOS/VE user:

Access Level Description

ANALYST Authorizes use of EMAIL, ADMINISTER MAIL and all
Mail/VE maintenance commands.

SYSTEM Authorizes use of EMAIL and ADMINISTER _MAIL.

FAMILY Authorizes use of EMAIL and ADMINISTER _MAIL

subcommands to create and change mailboxes for users of a
specific family.

i USER Authorizes use of EMAIL, including the subcommands to create
H and maintain mailboxes for one's own user name.

NONE Prevents use of EMAIL until a Mail/VE administrator creates a
mailbox for the user. This access level prohibits the user from
executing the EMAIL subcommands to create a mailbox for the
user's user name.
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Creating Mail/VE Administrators

Changing Validations

Using the NOS/VE ADMINISTER _VALIDATIONS utility, the NOS/VE administrator
can change these validations in two ways:

® To change validations for a specific user, the administrator enters the CREATE _
USER or CHANGE _USER subcommand (as appropriate).

For example, specifying the following while in the CHANGE _USER
subcommand makes the .user a Mail/VE administrator with an access level of
ANALYST.

CHAU/change_mailve_administration value=analyst

© To change the default values that apply to all users of a family, the administrator
enters the appropriate subcommand of the MANAGE _USER _FIELDS subcommand
as shown in these two examples:

Entering the following while in the MANAGE _USER _FIELDS subcommand
allows users to have a maximum of 4 mailboxes.

MANUF/change_limit_field ..
MANUF../field=mailve_mailbox_limit ..
MANUF . . /default_value=4

Entering the following while in the MANAGE _USER _FIELDS subcommand
allows users to create their own mailboxes.

MANUF/change_name_fieid ..

MANUF . ./field=mailve_administration ..
MANUF . ./delete_default_names=all ..
MANUF . . /add_default_names=user

Installing Permissions

The Mail/VE administrator must be able to edit and manage the MANAGE _MAIL _
DIRECTORY backup files as well as access other Mail/VE files. Entering the following
NOS/VE CREATE _CATALOG _PERMIT command establishes the necessary catalog
permissions.

/create_catalog_permit $system.mail_v2.mail ..
../group=user ..

../family=family ..

. ./user=username ..

. ./access_modes=(all cycle control)

In this example, family and username are the family and user names of the Mail/VE
administrator.
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Defining Organizations and Routes

Defining Organizations and Routes

Mail/VE uses organizations and routes to locate mailboxes and distribution lists in a
multihost environment. For single host environments, organizations can be defined, but
are not necessary. You use the CREATE _ORGANIZATION and CREATE _ROUTE
subcommands of the ADMINISTER _MAIL utility to define these organizations and
routes.

The MESSAGE _TRANSFER_AGENT parameter on the INSTALL__MAIL command
entered during installation identifies your Mail/VE system. The TITLE parameter on
the various MANAGE _MAIL_DIRECTORY and ADMINISTER _MAIL commands and
¢ subcommands refers to specific Mail/VE systems. In order for your mail to be routed
i properly, the TITLE parameters you specify on the CREATE _ORGANIZATION and
. CREATE _ROUTE subcommands must identify the appropriate Mail/VE systems.

Defining Organizations

To successfully transfer mail to all locations in a domain, all organizations in a domain
must be defined on each host in that domain.

Definition

An organization is identified by an organization name and/or an ordered set of
organization units. The set of organization units must be specified in ascending
sequence from the least significant organization unit (lowest in organization hierarchy)
to the most significant. .

A Mail/VE installation may serve a number of organizations, but an organization may
be served by only one Mail/VE installation. In other words, the organization definition
(composed of organization name and/or an ordered set of organization units) cannot

: span more than one NOS/VE host. (More than one organization can be installed on a
: host.)

In the following example, the organizations 1 and 2 are on different hosts.

Organization Organization Name Organization Unit(s)
1 Marketing (Accounting,Minneapolis,Midwest)
2 Marketing {Accounting,Seattle, Northwest)

Since the organizations are located on different hosts, the organization name,
marketing, spans the hosts. All users who are part of organization 1 are on the same
host, and all users of organization 2 are on a different host. (It is possible to define
two organizations on the same host. If organizations 1 and 2 were on the same host,
then all users with the organization name, marketing, would be on the same host.)

Before any user can use an organization definition for a mailbox or distribution list, a
Mail/VE administrator must issue a CREATE _ORGANIZATION subcommand spemfymg
that organization definition.
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Procedure

To define an organization on a host, use the CREATE _ORGANIZATION subcommand
of the ADMINISTER _MAIL utility:

1. Log in to the host with a Mail/VE administrator user name. Then, start the
ADMINISTER _MAIL utility:

/administer_mail
Admm/

2. For each organization on the host, use the CREATE _ORGANIZATION subcommand
to define the organization: include an organization name and/or from one to four
organization units. This subcommand associates the organization with an MTA name
for intradomain routing.

For example, to define an organization with the name Marketing and three
hierarchical units called Accounting, Seattle, and Northwest, and to associate it
with MTAYELLOW, enter:

Admm/create_organization ..

Admm. ./organization_units=(“accounting’,’seattle’, ‘northwest '>) ..
Admm../organization_name=‘marketing’ ..

Admm../title="mtayellow’

Admm/

NOTE

The order in which you list the organization units is significant. The host preserves
the order, and you must maintain that order in all subsequent references to the
units. For more information on the CREATE _ORGANIZATION subcommand, refer
to chapter 5.

3. Stop the utility by entering the following subcommand:

Admm/end_administer_mail

/
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Defining Routes

When you installed Mail/VE, the installation procedure defined an initial route entry
" for the MTA installed on this host.

For each additional host in the network, define a route entry using the CREATE _
ROUTE subcommand of the ADMINISTER _MAIL utility. The value for the
TRANSFER _SERVICE parameter is either QTF or XTF and the DESTINATION _
TYPE parameter is always MVE.

For example, if a Mail/VE multihost environment consisted of three hosts with the
MTA names MTAYELLOW, MTAGREEN, and MTAPINK, the following routes should
be defined. In this example, the Mail/VE installation is in the CDC private domain in
the United States (US), and it is not associated with an administrative domain.

Because all the hosts in this example reside in the same country and private domain,
Mail/VE uses these routes and the organization names and/or organization units that
senders specify for the recipients. Mail/VE matches the title associated with the
organization selected by a sender to a title associated with a route and then uses that
route to deliver the mail.

® On host YELLOW, routes must be added for hosts PINK and GREEN:

Admm/create_route ..

Admm. ./title="mtapink’ .

Admm. ./country=‘us’ .

Admm. ./administrative_domain=" ‘ ..
Admm. ./private_domain="cdc’ ..
Admm. ./transfer_service=qtf ..
Admm. ./destination_type=mve ..
Admm. ./transfer_title=pink

Admm/create_route ..
Admm../title="mtagreen’ ..

Admm. ./country=‘us‘ ..

Admm. ./administrative_domain=" - ..
Admm. ./private_domain=‘cdc’ .

Admm. ./transfer_service=qtf ..
Admm. ./destination_type=mve ..
Admm. ./transfer_title=green

2.10 Mail/VE Version 2 Administration 60464515 C



Defining Organizations and Routes

® On host GREEN, routes must be created for hosts YELLOW and PINK:

Admm/create_route .
Admm../title="mtayellow’ ..
Admm. ./country=‘us’

Admm. ./administrative_domain="
Admm. ./private_domain=‘cdc’
Admm. ./transfer_service=qtf ..
Admm. ./dest ination_type=mve ..
Admm. ./transfer_title=yellow

Admm/create_route ..

Admm. ./title="mtapink”’

Admm. ./country=‘us’

Admm. ./administrative_domain=‘ *
Admm. ./private_domain=‘cdc’
Admm. ./transfer_service=qtf ..
Admm. . /destination_type=mve ..
Admm. ./transfer_title=pink

® On host PINK, routes must be created for hosts YELLOW and GREEN:

Admm/create_route ..

Admm. ./title="mtayellow’

Admm. . /country=-us’

Admm. ./administrative_domain=‘"
Admm. ./private_domain="cdc”
Admm. ./transfer_service=qtf ..
Admm. . /dest ination_type=mve ..
Admm. ./transfer_title=yellow

Admm/create_route ..

Admm. ./title="mtagreen’

Admm. . /country=‘us’

Admm. ./administrative_domain=‘" -
Admm. ./private_domain=‘cdc”’
Admm. ./transfer_service=qtf ..
Admm. ./destination_type=mve ..
Admm. ./transfer_title=green

60464515 C Mail/VE Installation and Configuration 2-11



Creating Mailboxes for Users

Creating Mailboxes for Users

~ Mail/VE automatically registers users in the user directory at the time mailboxes are
created for the user. Depending upon how you set the Mail/VE validation default,
either the administrator or users create mailboxes.

User-Created Mailboxes

If you want the users at your site to be able to create and change mailboxes for their
own use, change the default MAILVE _ADMINISTRATION level to USER. Only users
with NOS/VE SYSTEM _ADMINISTRATION or FAMILY_ADMINISTRATION capability
can change this validation.

If the default for the MAILVE _ADMINISTRATION validation is USER, users are
automatically registered when they create their mailboxes.

Administrator-Created Mailboxes

You must create a mailbox for a user if that user's MAILVE _ ADMINISTRATION
validation is NONE. That is, a user is denied access to EMAIL until the Mail/VE
administrator creates the mailbox.

The following steps describe how you create user mailboxes.
1. Start the ADMINISTER _MAIL utility:

/administer_mail
Admm/

2. Enter a CREATE _MAILBOX subcommand for each user for whom you need to
create a mailbox. For example, to create a mailbox for user USER_1 of family
SALES, enter:

Admm/create_mailbox

Crem/select_user

Crem. ./user=user1

Crem../family=sales

Crem/set_attribute ..

Crem../personal_name=“Frank Smith” ..
Crem../organization_unit=(“accounting’,’seattlie’, ‘northwest’) ..
Crem../organization_name="marketing”’

Crem/end_create_mai 1box

Admm/

3. Stop the utility by entering the following subcommand:

Admm/end_administer_mail
/
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Configuring a Mail Network Using NOS/VE Hosts

This section contains a general procedure for configuring a mail network using
NOS/VE hosts, a detailed example, and discussion of configuration interrelationships.

General Configuration Procedure: Using NOS/VE Hosts

The following procedure describes how you configure a mail network using NOS/VE
hosts.

1. Verify that you have the following information available for your hosts.

@ MTA name

Administrative domain
Private domain

Country code (see appendix C)
Host name

2. Install Mail/VE.
For more installation information, see Installing Mail/VE in this chapter. Also see
chapter 4 for a description of the INSTALL _MAIL command.

3. Install QTF/QTFS.

See Planning for Application Interdependencies in this chapter and the NOS/VE
Network Management manual for additional information about installing and
activating QTF/QTFS.

4, Enter the ACTIVATE _MAILVE command.

/activate_mailve job_class=siteclass1
On the JOB _CLASS parameter, specify an appropriate class for your site.

5. Create at least one Mail/VE administrator. '
For more information, see Creating Mail/VE Administrators in this chapter.

6. Define organizations and routes.

For additional information, see Defining Organizations and Routes in this chapter.
Also see the descriptions of the CREATE _ORGANIZATION and CREATE _ROUTE
subcommands in chapter 5. o

7. Create user mailboxes, if needed.
For more information, see Creating Mailboxes for Users in this chapter.
If your site is installing a Mail/VE gateway to exchange mail with a BITNet or

Internet mail system, see chapter 3 for information on installing and maintaining a
Mail/VE gateway.
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Example: Using NOS/VE Hosts

Figure 2-1 shows a Mail/VE environment consisting of three NOS/VE hosts, YELLOW,

" GREEN, and PINK, interconnected by CDCNET. The MTA names assigned to Mail/VE
on these hosts are MTAYELLOW, MTAGREEN, and MTAPINK. All three hosts are in
the same private domain (CDC) in the United States (as shown by the country code
US), and are not associated with an administrative domain.

HOST GREEN HOST PINK HOST YELLOW

MalIVE MallVE Mall/VE
MTAGREEN MTAPINK MTAYELLOW

CDCNET

MO03718

Figure 2-1. Mail Network Example with NOS/VE Hosts

The following steps illustrate how some of the general configuration procedure steps
~ apply to host YELLOW shown in figure 2-1. The steps are repeated with appropriate
. parameter substitutions on the other two NOS/VE hosts. Enter the commands in these
: steps from the system console.

1. During installation of Mail/VE, MTAYELLOW is specified as the MTA name on the
INSTALL _MAIL command.

/install_mail message_transfer_agent="mtayellow’
../private_domain="cdc’
../administrative_domain=" “ ..

../country=‘us’

2. Install QTF/QTFS if you have not done so previously, and define these applications
: to NAM/VE as follows:.

/manage_application_definitions
mad/define_qtfs family_name=yellow
mad/define_qtf

mad/quit

/

3. Enter the ACTIVATE _MAILVE command.

/activate_mailve job_class=sitecliass1

On the JOB_CLASS pafameter, specify an appropriate class for your site.
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4. Define the routes to the other hosts using the CREATE _ORGANIZATION and
CREATE _ROUTE subcommands of the ADMINISTER _MAIL utility:

Admm/create_organization organization_unit=‘yellow_group’
Admm. ./title="mtayellow’

Admm/create_organization organization_unit=“green_group’
Admm. ./title="mtagreen”

Admm/create_organization organization_unit=’pink_group’
Admm. ./title="mtapink’

Admm/create_route title="mtagreen’
Admm. ./country=‘us’

Admm. ./administrative_domain=’ “
Admm. ./private_domain=‘cdc’ ..
Admm. ./transfer_service=qtf ..
Admm. . /dest ination_type=mve ..
Admm. ./transfer_t it le=green

Admm/create_route title=‘mtapink’
Admm. . /country=‘us’

Admm. ./administrative_domain="
Admm. ./private_domain=‘cdc”

Admm. ./transfer_service=qtf ..
Admm. . /dest ination_type=mve ..
Admm. ./transfer_title=pink

Note that the titles specified on these CREATE _ORGANIZATION and CREATE _
ROUTE subcommands correspond to MESSAGE _TRANSFER _AGENT parameters
supplied in INSTALL _MAIL commands. They are MTA titles/names. They identify
the message transfer agents (MTAs) that handle mail for the associated
organizations.

The names of the organization units in this example are derived from the host
names. Sometimes, departmental units or other names are used.
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Configuration Interrelationships

As indicated by the direction of the arrows, figure 2-2 shows a user on YELLOW
" sending mail to a user on PINK, in the same domain. The figure highlights the
correspondence between various command parameters for hosts YELLOW and PINK.

SYSTEM YELLOW SYSTEM PINK
Portions Mail/VE Mail/VE ! QTF Mail/VE  Mail/VE
of X.400 CREQ CRER ! DEFINE_QTFS CREO INSM
Address |
)
)
o 5 -~~>0RGANIZAT ION_NAME ! >ORGANTZAT ION_NAME
(¢ Fit--->0RGANIZATION_UNIT | >ORGANIZATION_UNIT
TITLE TITLE H TITLE----- >MESSAGE _ TRANSFER_AGENT
TRANSFER SERVICE=QTF |
TRANSFER_TITLE------- 1-—>FAMILY_NAME

Figure 2-2. YELLOW User Sending Mail to PINK User

On YELLOW, the user specifies the destination X.400 mail address, the relevant
portions of which are shaded. These portions of the X.400 address (organization name
and organization unit) are associated with an MTA name through the CREATE _
ORGANIZATION and CREATE _ROUTE subcommands. The MTA name identifies

¢ MTAPINK on host PINK as the one to receive the mail. The CREATE _ROUTE

. command indicates that MTAPINK is reached via QTF.

¢ Mail/VE on PINK receives the mail and examines the X.400 address. Using the values
of parameters specified on the CREATE _ORGANIZATION and INSTALL__MAIL
commands and saved in the route and organization tables, Mail/VE determines that the
¢ mail is destined for itself and distributes the mail to the proper user.

In this figure, parameters associated by arrows must have identical values. For
example, the following parameters must have the same value (mtapink in this
example).

Parameter Command or Subcommand System
TITLE : CREATE _ORGANIZATION YELLOW
TITLE -CREATE _ROUTE ‘ YELLOW
TITLE CREATE _ORGANIZATION PINK
MESSAGE _TRANSFER _AGENT INSTALL _MAIL PINK

Likewise, the following parameters must have the same value (pink in this example).

Parameter : Command or Subcommand System
{ TRANSFER_TITLE CREATE _ROUTE YELLOW
: FAMILY_NAME DEFINE _QTFS PINK

2-16 Mail/VE Version 2 Administration : . : 60464515 C



Configuring a Mail Network Using NOS/VE and Other X.400 Systems

Configuring a Mail Network Using NOS/VE and Other
X.400 Systems

This section contains a general procedure for configuring a mail network using
NOS/VE and other X.400 hosts. The procedure is followed by a detailed example and
discussion of configuration interrelationships.

General Configuration Procedure: Using NOS/VE and Other X.400
Systems

The following procedure describes how you configure a mail network using NOS/VE
and other X.400 hosts.

1. Verify that you have the following information available for your hosts.
® MTA name

® Administrative domain

® Private domain

® Country code (see appendix C)
® Host name

2. Install Mail/VE.

For more installation information, see Installing Mail/VE in this chapter. Also see
chapter 4 for a description of the INSTALL_ MAIL command.

3. Install QTF/QTFS and XTF.
See Planning for Application Interdependencies in this chapter.

NOTE

It is very important that the INSTALL _X400 _TRANSFER_FACILITY command is
executed before you define the routes.

4. Define OSI addresses.

a. Register the addresses of other X.400 hosts (non-NOS/VE hosts) using the
ADD_OSI_ADDRESS command.

You can add this command to the $SYSTEM.PROLOGS_AND_
EPILOGS.NETWORK _ACTIVATION _EPILOG so that OSI addresses of the other
X.400 hosts (non-NOS/VE hosts) are available when the network is activated at
every deadstart. For information on system prolog and epilog files, see the
NOS/VE System Performance and Maintenance manual, Volume 2. Also see the
description of the ADD_OSI_ADDRESS command in the NOS/VE Network
Management Usage manual.

b. Specify the ADD_NON _CDCNET_ADDRESS_PREFIX command in the
configuration file of each DI along the path to a non-NOS/VE host. For more
configuration information, see the CDCNET Configuration Guide.
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NOTE

To perform X.400 transfers using XTF, each DI on a path from XTF to a
non-NOS/VE host must support the OSI protocol stack. Use the SUPPORTED _
STACKS parameter of the CHANGE _PROTOCOL _STACK _SUPPORT command
to establish OSI as a supported protocol stack for each DI running

CDCNET 1.4.2:

/change_protocol_stack_support supported_stacks=all

or

/change_protocol_stack_support supported_stacks=osi

See the CDCNET Network Operations and Analysis manual for more
information on setting or changing protocol stacks.

5. Enter the ACTIVATE _MAILVE command.

/activate_mailve job_class=siteclassi

On the JOB _CLASS parameter, specify an appropriate class for your site.

6. Create at least one Mail/VE administrator.
For more information, see Creating Mail/VE Administrators in this chapter.

7. Create a permit for the Mail/VE administrator to the catalog containing the XTF
configuration file. Enter the following at the system console:

/create_catalog_permit ..
../catalog=$system.xtf ..
../group=user ..
../family_name=family ..
../user=username ..

. ./access_mode=(all,cycle,control) ..
. ./share_mode=none

In this example, family and username are the family and user name of the Mail/VE
administrator.
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8. Define organizations and routes.

For additional information, see Defining Organizations and Routes in this chapter.
Also see the descriptions of the CREATE _ORGANIZATION and CREATE _ROUTE
subcommands in chapter 5.

9. Create user mailboxes, if needed.
For more information, see Creating Mailboxes for Users in this chapter.

10. Activate XTF from the system console by entering ACTIVATE _XTF. This command
is on OSF$BUILTIN _LIBRARY.

You can add this command to the $SYSTEM.PROLOGS_AND _
EPILOGS.NETWORK _ACTIVATION _EPILOG so that XTF is available when the
network is activated at every deadstart. For information on system prolog and
epilog files, see the NOS/VE System Performance and Maintenance manual, Volume
2. Also see the description of the ACTIVATE _XTF command in the NOS/VE
Network Management Usage manual.

If your site is installing a Mail/VE gateway to exchange mail with a BITNet or
Internet mail system, see chapter 3 for information on installing and maintaining a
Mail/VE gateway. :

Example: Using NOS/VE and Other X.400 Hosts

Figure 2-3 shows a mail environment consisting of four hosts:

System Description ‘ MTA Name(s)

NOS/VE - The YELLOW, GREEN, and PINK systems are MTAYELLOW
interconnected by CDCNET. Each host has a
Mail/VE mail system. The three systems are in MTAGREEN
the same private domain (CDC) in the United

States (US), and are not associated with an MTAPINK
administrative domain. (The domains are not
shown in the figure.)

Other X.400 The XYZ host has a different inail system (not XYZMTA

system Mail/VE). Its system is connected to MTAYELLOW
by Ethernet and CDCNET. This system is in the
private domain (XYZ) in the United States (US),
and is associated with an administrative domain
(abemail). (The domains are not shown in the
figure.)
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HOST GREEN HOST PINK HOST YELLOW

MallINVE MallVE MaillVE XTF
MTAGREEN MTAPINK MTAYELLOW/] IMTAYELLOW

CDCNET

HOST XYZ

Mail
XYZMTA

Mo03717

Figure 2-3. Mail Network Example with NOS/VE and Other X.400 Hosts

In this example, the three Mail/VE mail systems (MTAYELLOW, MTAGREEN, and
MTAPINK) are in the same domain, and the XYZMTA mail system is in a different
domain. XTF is installed on only one of the NOS/VE hosts, YELLOW. The Mail/VE
mail service on YELLOW acts as a mail relay between the Mail/VE mail systems on
hosts GREEN and PINK and the mail system on host XYZ.

_ The following subsections show how some of the general configuration procedure steps
: apply to the three NOS/VE hosts shown in figure 2-3. Enter the commands in these
¢ steps from the system console.

Setting up Host YELLOW
To configure host YELLOW, perform the following steps:

1. Install Mail/VE. Specify MTAYELLOW as the MTA name on the INSTALL _MAIL
command. In this example, The country code is the US, and the private domain is
CDC. MTAYELLOW is not associated with an administrative domain.

/instali_mail ..
. ./message_transfer_agent="mtayeliow’ ..
../private domain=‘cdc’ ..
../administrative_domain=" * ..

" ../country=‘us’
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2. Install QTF/QTFS if you have not done so previously, and define these applications
to NAM/VE as follows:.

/manage_application_definitions
mad/define_qtfs family_name=yellow
mad/define_qtf

mad/quit

/

3. Install XTF. Specify MTAYELLOW as the MTA name on the INSTALL _X400_
TRANSFER _FACILITY command.

/instali_x400_transfer_facility ..
../message_transfer_agent=mtayellow ..
. ./password="cdcpw’

4, Define OSI addresses for host XYZ.

a. Define the OSI address for XYZMTA using the ADD _OSI_ADDRESS command.
Obtain the values for the NETWORK _ADDRESS, TRANSPORT_SELECTOR,
and SESSION _SELECTOR parameters from someone familiar with the values
required by host XYZ.

/add_osi_address title="xyzmta’ ..
. ./network_address=‘nnnnnn’ ..
../transport_selector="tttttttt’ ..
../session_selector="ssss’ ..
../title_identifier=xyzmta

b. Specify the ADD_NON _CDCNET_ADDRESS_PREFIX command in the ,
configuration file of each DI along the path to a non-NOS/VE host. Coordinate
the host and DI entries.

NOTE

To perform X.400 transfers using XTF, each DI on a path from XTF to XYZMTA
must support the OSI protocol stack. Use the SUPPORTED _STACKS parameter of
the CHANGE _PROTOCOL _STACK _SUPPORT command to establish OSI as a
supported protocol stack for each DI running CDCNET 1.4.2.:

/change_protocol_stack_support supported_stacks=all .
or

/change_protocol_stack_support supported_stacks=o0si

5. Enter the ACTIVATE _MAILVE command.

/activate_mailve job_class=siteclass]
On the JOB_CLASS parameter, specify an appropriate class for your site.

6. Create at least one Mail/VE administrator.
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7. Create a permit for the Mail/VE administrator to the catalog containing the XTF
configuration file. Enter the following at the system console:

/create_catalog_permit catalog=$system.xtf ..
../group=user ..

../family_name=family ..

../user=username ..
../access_mode=(all,cycle,control) ..

. ./share_mode=none

In this example, family and username are the family and user name of the Mail/VE
administrator.

8. Define the routes to the other hosts using the CREATE _ORGANIZATION and
" CREATE _ROUTE subcommands of the ADMINISTER _MAIL utility:

Admm/create_organization organization_unit=‘yellow_group’
Admm. ./tit1e="mtayel low”’

Admm/create_organization organization_unit=‘green_group’
Admm. ./title="mtagreen’

Admm/create_organization organization_unit=‘pink_group’ ..
Admm../title="mtapink”

Admm/create_route title=‘mtagreen’ ..
Admm. ./country=‘us’ ..

Admm. ./administrative_domain=" ‘ ..
Admm. ./private_domain="cdc’ ..

Admm. ./transfer_service=qtf ..

Admm. . /destination_type=mve ..

Admm. ./transfer_t 1t le=green

Admm/create_route title=’mtapink’ ..
Admm. ./country=‘us’ ..

Admm. ./administrative_domain="
Admm. ./private_domain="cdc’ ..

Admm. ./transfer_service=qgtf ..

Admm. . /destination_type=mve ..

Admm. ./transfer_title=pink

Admm/create_route title=‘xyzmta’ ..
Admm. . /country=‘us’

Admm. ./private domain="xyz‘’ ..

Admm. ./administrative_domain="abcmail’
Admm. ./transfer_service=xtf ..

Admm. . /password=‘Xyzpw’

9. Create user mailboxes, if needed.

10. Activate XTF from the system console by entering the ACTIVATE _XTF command.
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Setting up Host PINK

To configure host PINK, perform the following steps:

1.

Install Mail/VE. Specify MTAPINK as the MTA name on the INSTALL _MAIL
command. The country code, administrative domain, and private domain are the
same as on MTAYELLOW since both MTA names are in the same domain.

/install_mail message_transfer_agent="mtapink’ ..
../private domain="cdc’ ..
../administrative_domain=" ‘ ..

../country="us’

Install QTF/QTFS.

/manage_application_definitions
mad/define_qtfs family_name=pink
mad/define_qtf

mad/quit

/

XTF is not installed on this host.
Enter the ACTIVATE _MAILVE.command.

/activate_mailve job_class=siteclassi

On the JOB_CLASS parameter, specify an appropriate class for your site.

Create at least one Mail/VE administrator.
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6. Define the routes to the other hosts using the CREATE _ORGANIZATION and
CREATE _ROUTE subcommands of the ADMINISTER _ MAIL utility:

Admm/create_organization organization_unit="pink_group”
Admm. ./title="mtapink’

Admm/create_organization organization_unit="yellow_group’ ..
Admm. ./title="mtayellow’

Admm/create_organization -organization_unit="green_group’
Admm. ./tit1e="mtagreen’

Admm/create_route title="mtayeliow” ..
Admm. ./country=‘us’ ..

Admm. ./administrative_domain=" * ..
Admm. ./private_domain=‘cdc”’

Admm. ./transfer_service=qgtf ..

Admm. ./destination_type=mve ..

Admm. ./transfer_title=yellow

Admm/create_route title="xyzmta’

Admm. ./country=‘us’ ..

Admm. . /administrative_domain="abcmail’
Admm. ./private domain=‘Xxyz’

Admm. ./transfer_service=qtf ..

Admm. ./destination_type=mve ..

Admm. ./transfer_title=yellow

Admm/create_route title=’"mtagreen’ ..
Admm. ./country=‘us’ ..
Admm../administrative_domain=‘ -
Admm. ./private_domain=‘cdc’
Admm../transfer_service=qtf ..

Admm. ./destination_type=mve ..

Admm. ./transfer_tit le=green

7. Create user mailboxes, if needed.
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Setting up Host GREEN

To configure host GREEN, perform the following steps:

1.

Install Mail/VE. Specify MTAGREEN as the MTA name on the INSTALL _MAIL
command. The country code, administrative domain, and private domain are the
same as on MTAYELLOW since both MTA names are in the same domain.

/install_mail message_transfer_agent="mtagreen’ ..

../private_domain=‘cdc’ ..
../administrative_domain=" * ..
../country="us’

Install QTF/QTFS.

/manage_application_definitions
mad/define_qtfs family_name=green
mad/define_qtf

mad/quit

/

XTF is not installed on this host.
Enter the ACTIVATE _MAILVE command.

/activate_mailve job_class=siteclasst

On the JOB_CLASS parameter, specify an appropriate class for your site.

Create at least one Mail/VE administrator.
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6. Define the routes to the other hosts using the CREATE _ORGANIZATION and
CREATE _ROUTE subcommands of the ADMINISTER _MAIL utility:

Admm/create_organization organization_unit=‘green_group’
Admm. ./title="mtagreen’

Admm/create_organization organization_unit="pink_group’
Admm../title="mtapink’

Admm/create_organization organization_unit=‘yellow_group’
Admm. ./tit1e="mtayellow’

Admm/create_route title="mtapink”’
Admm. ./country=‘us”’

Admm. ./administrative_domain=‘ -
Admm. ./private_domain=‘cdc’

Admm. ./transfer_service=qtf ..
Admm. ./destination_type=mve ..
Admm. ./transfer_title=pink

Admm/create_route titlie="mtayellow’
Admm. ./country=‘us’ ..

Admm. ./administrative_domain="
Admm. ./private_domain=‘cdc’

Admm. ./transfer_service=qtf ..
Admm. ./dest inat ion_type=mve ..
Admm../transfer_title=yellow

Admm/create_route title=’xyzmta‘

Admm. ./country=‘us’ ..

Admm. ./private_domain=’xyz”

Admm. ./administrative_domain=“abcmail’
Admm. ./transfer_service=qtf ..

Admm. ./destination_type=mve ..

Admm. ./transfer_title=yeliow

7. Create user mailboxes, if needed.
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Configuration Interrelationships

As indicated by the direction of the arrows, figure 2-4 shows a user on YELLOW
sending mail to a user on XYZ, in a different domain. The figure highlights the
correspondence ‘between various command parameters for hosts YELLOW and XYZ.

SYSTEM YELLOW SYSTEM XvY2Z
Portions Mail/VE ) Mail/VE XTF NAM/VE
of X.400 CRER INSM INSXTF ADDOS1A

Address

TITLE TITLE MTA Name (xyzmta)
PASSWORD MTA Password
TRANSFER SERVICE=XTF
MTA----- >MTA Remote MTA Name (mtayellow)
PASSWORD Remote MTA Password

Figure 2-4. YELLOW User Sending Mail to XYZ User

On YELLOW, the user specifies the destination X.400 mail address, the relevant
portions of which are shaded. These portions of the X.400 address (country and private
domain) are associated with an MTA name (and corresponding password) through the
CREATE _ROUTE subcommand. That MTA name identifies XYZMTA on host XYZ as
the one to receive the mail.

The mail system on XYZ receives the mail and distributes it to the proper user. The
remote MTA name on host XYZ identifies MTAYELLOW as a host from which it
accepts mail.

In this figure, parameters associated by arrows must have identical values. For '
example, the following parameters must have the same value. (In this example, the
value of these parameters is xyzmta.)

Parameter Command or Subcommand System
TITLE CREATE _ROUTE YELLOW
TITLE ADD_OSI_ADDRESS YELLOW
(MTA Name) (host dependent) XYZ
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As indicated by the direction of the arrows, figure 2-5 shows a user on XYZ sending
mail to a user on YELLOW, in a different domain. The figure highlights the
correspondence between various command parameters for hosts XYZ and YELLOW.

...>Remote MTA Name-(mtayellow)
...>Remote MTA Password
MTA Name-(xyzmta)
MTA Password

SYSTEM XY2Z SYSTEM YELLOW

Portions ! XTF Mail/VE Mail/VE
of X.400 ! INSXTF INSM CRER
Address :

)

1
Gopntry H >COUNTRY
P 3RO I | >PRIVATE_DOMAIN

]

i

1

TITLE
PASSWORD
TRANSFER_SERVICE=XTF

Figure 2-5. XYZ User Sending Mail to YELLOW User

On XYZ, the user specifies the destination X.400 mail address, the relevant portions of
which are shaded. These portions of the X.400 address (country, and private domain)
are mapped into the remote MTA name (and corresponding password) as indicated by
the dotted arrows. That remote MTA name identifies MTAYELLOW on host YELLOW
as the one to receive the mail.

Mail/VE on YELLOW receives the mail and examines the X.400 address. Based on the
parameters on the INSTALL _MAIL command, it determines that the mail is destined
for host YELLOW and distributes the mail to the proper user. The TITLE parameter
on the CREATE _ROUTE subcommand identifies XYZMTA as a host from which it
accepts mail.

In this figure, parameters associated by arrows must have identical values. For
example, the following parameters must have the same.value. (In this example, the
value of these parameters is mtayellow.)

Parameter Command System

MESSAGE _TRANSFER _AGENT INSTALL _X400 _TRANSFER _ YELLOW
FACILITY

MESSAGE _TRANSFER _AGENT INSTALL _MAIL YELLOW

(Remote MTA Name) (host dependent) 3 - XYZ
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As indicated by the direction of the arrows, figure 2-6 shows a user on PINK sending
mail to a user on XYZ, in a different domain. The figure highlights the correspondence
between various command parameters for hosts PINK, YELLOW, and XYZ.

SYSTEM PINK SYSTEM YELLOW SYSTEM XY2Z
Portions Mail/VE I QTF Mail/VE Mail/VE XTF NAM/VE |
of X.400 CRER | DEFINE_QTFS INSM CRER INSXTF  ADDOSIA |
Address ' H
1 )
1 )
GRuntry >COUNTRY H >COUNTRY i
PrivatesDomain->PRIVATE_DOMAIN--| >PRIVATE_DOMAIN
TITLE i1 MTA >MTA \->Remote MTA Name (mtayellow)
TRANSFER_SERVICE | PASSWORD~~=-=~== \->Remote MTA Password
=QTF | TITLE===~=msmmm e e >TITLE~-~-}->MTA Name (xyzmta)
: PASSWORD: 1=>MTA Password
] 1
L} 1

TRANSFER_SERVICE=XTF
TRANSFER_TITLE--|->FAMILY_NAME

Figure 2-6. PINK User Sending Mail to XYZ User

On PINK, the user specifies the destination X.400 mail address, the relevant portions
of which are shaded. These portions of the X.400 address (country and private domain)
are associated with an MTA name through the CREATE _ROUTE subcommand. That
MTA name identifies MTAYELLOW on host YELLOW as the one to receive the mail.

Mail/VE on YELLOW receives the mail and examines the X.400 address. Based on the
CREATE _ROUTE subcommand, it determines that the mail must be sent to XYZMTA
on host XYZ.

The mail system on XYZ receives the mail and distributes it to the proper user. The
remote MTA name on host XYZ identifies MTAYELLOW as a host from which it
accepts mail.

In this figure, parameters associated by arrows must have identical values. For
example, the following parameters must have the same value (mtayellow in this
example).

Parameter Command or Subcommand System

TITLE CREATE _ROUTE PINK

MESSAGE _TRANSFER _AGENT INSTALL _MAIL - YELLOW

MESSAGE _TRANSFER _AGENT INSTALL _X400 _TRANSFER _ YELLOW
FACILITY

(Remote MTA Name) (host dependent) XYZ

Likewise, the following parameters must have the same value (yellow in this example):

Parameter Command or Subcommand System
TRANSFER _TITLE CREATE _ROUTE PINK
FAMILY_NAME DEFINE _QTFS YELLOW
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As indicated by the direction of the arrows, figure 2-7 shows a user on XYZ sending
mail to a user or PINK, in a different domain. The figure highlights the
correspondence between various command parameters for hosts XYZ, YELLOW, and

PINK.
SYSTEM XY2Z SYSTEM YELLOW SYSTEM PINK
Portions XTF Mail/VE Mail/VE Mail/VE Mail/VE QTF Mail/VE Mail/VE
of X.400 INSXTF  INSM CRER CREO CRER DEFINE_ CREO INSM
Address QTFS
COUNTRY COUNTRY COUNTRY
>PRIVATE_DOMAIN---=--=—--mmmmun >PRIVATE DOMAIN-- PRIVATE DOMAIN

Qriganiz :
...>Remote MTA Namg-----
...>Remote MTA Password-

>0RGANIZATION_UNIT ORGANIZATION_UNIT
-->MTA--=->MTA (mtayellow)
-=->PASSWORD '

]
1
]
'
1
|
1
1]
E
>ORGANIZATION_NAME--=-~------ e >0RGANIZAT ION_NAME
1
'
1
t
i
1
1
)
|
1)
1
1

MTA Name-(xyzmta)--=-|-=======--=cc-=me—c >TITLE
MTA Password >PASSWORD
TRANSFER_SERVICE=XTF
TITLE TITLE: TITLE-->MTA (mtapink)
TRANSFER_SERVICE !} .
=QTF |

TRANSFER_TI TLE-~{~>FAMI LY_NAME

Figure 2-7. XYZ User Sending Mail to PINK User

On XYZ, the user specifies the destination X.400 mail address, the relevant portions of
which are shaded. These portions of the X.400 address (country, private domain,
organization name, and organization unit) are mapped into the remote MTA name (and
corresponding password) as indicated by the dotted arrow shafts. That remote MTA
name identifies MTAYELLOW on host YELLOW as the one to receive the mail.

Mail/VE on YELLOW receives the mail. The TITLE parameter on the first CREATE _
ROUTE subcommand in figure 2-7 identifies XYZMTA as a host from which it accepts
mail. Mail/VE examines the X.400 address. Based on CREATE _ORGANIZATION and
CREATE _ROUTE subcommands and the parameters cn the INSTALL _MAIL command,
it determines that the mail must be sent to MTAPINK (on host PINK).

Mail/VE on PINK receives the mail and examines the X.400 address. Based on the
CREATE _ORGANIZATION subcommand and the parameters on the INSTALL _MAIL
command, it determines that the mail is destined for host PINK and distributes the
mail to the proper user.
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In this figure, parameters associated by arrows must have identical values. For
example, the following parameters must have the same value (mtapink in this
example).

Parameter Command or Subcommand System
TITLE CREATE _ORGANIZATION YELLOW
TITLE CREATE _ROUTE YELLOW
TITLE CREATE _ORGANIZATION PINK
MESSAGE _TRANSFER_AGENT INSTALL _MAIL PINK

Likewise, the following parameters must have the same value (pink in this example).

Parameter Command or Subcommand System
TRANSFER_TITLE CREATE _ROUTE YELLOW
FAMILY_NAME DEFINE _QTFS PINK
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Maintaining Mail/VE

After Mail/VE is installed, you are responsible for some ongoing maintenance tasks
! including monitoring output queue activity, repairing damaged database files, and
accommodating terminal differences.

Output Queue Activity

. Messages sent by users are put in the output queue with OUTPUT_DESTINATION _
USAGE set to MVE. Depending on the volume of messages generated at your site, you
may need to increase the size of the output queue. See the NOS/VE System
Performance and Maintenance Manual, Volume 1 for information on changing the size
of the output queue.

If a Mail/VE user attempts to send a message when the queue is full, the user receives
an error message. When this happens in screen mode, the user can save the text of the
i letter in progress by copying $LOCAL.MVFS$SLETTER to a file before reentering the

: WRITE _LETTER utility or Write Letter screen.

© Active Message Transfer Agent

Once in the output queue, messages are processed by the message transfer agent
activated by the ACTIVATE _MAILVE command. If the message transfer agent is not
active, messages accumulate in the output queue and can possibly fill it. Mail/VE does
not notify users when this situation exists.

You can remedy the situtation by executing the ACTIVATE _MAILVE command. This
command brings the message transfer agent up and processes the output queue.

Deferred Messages

If a message transfer agent cannot deliver a message, it usually sends a nondelivery
notice to the sender and discards the message. Certain circumstances cause the

. message transfer agent to defer a message by changing the OUTPUT_DEFERRED _
. BY_USER value to YES. The following errors produce deferred messages:

Type of Error Description

Internal MTA server errors Related to database files

Data errors Produced when the message transfer agent
cannot process the message protocol

: If your site has a large number of deferred messages, it indicates a serious problem
i requiring immediate action. Contact CYBER Software Support for assistance.

Repairing Damaged Database Files

If a system interrupt occurs while a database file is open and job recovery does not
take place, the file may be damaged. You must repair a damaged file before Mail/VE
can open it.
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System Database Files

To repair a Mail/VE V2 system database file, execute the following commands from the
system console:

task ring=4 ‘
copy_keyed_file i=database_file_name o=database_file_name.$next
taskend

For the variable database_file_name use the complete path name for the file. If you
attempt to execute these commands from a catalog other than that in which the file
resides, you must have CYCLE permission to the file.

If the data within the file is incomplete, you can delete and recreate the file. If your
site uses MANAGE _MAIL _DATABASE to maintain a backup of the system database,
you can use that utility to restore the database.

User Database Files

If the damaged file is a user database file (USER.MVF$ELECTRONIC _MAIL _
DATABASE), the user must enter the following Mail/VE command after the system
prompt:

compress_mail_database

This command performs a COPY_KEYED_FILE of the database to a new cycle. The
user must execute the command outside of Mail/VE, because it requires exclusive
access to the user's database.

If the data within the database file is incomplete, the user can request that the file be
restored from an archived copy. If the user is not concerned about the letter content,
the user can delete the database file and Mail/VE creates a new one the next time the
user enters EMAIL. To delete the user database, the user must have ring 4 privilege
or create a file permission granting access mode of CYCLE and CONTROL to a user
who does.

Terminal Differences: VT220

Sometimes, you may need to make modifications to accommeodate terminal differences.
For example when you are using Mail/VE, the VT220 terminal definition produces two
overlapping menu rows of function keys at the bottom of the screen. To correct this
problem, modify the definition by adding the following lines:

source_code_utility
use_library b=$system.cybil.osf$program_interface r=$null
edit_deck d=csm$dec_vt220 m=email_mod
locate_text t="" programmable function key input information‘
replace_text t="f10’ nt=""f10"
quit
expand_deck d=csm$dec_vt220 c=$1local.tdu_source
define_terminal i=$local.tdu_source b=tdu_binary
set_program_attributes al=tdu_binary
quit
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This modification blots out the F10 function key on your screen, making room for the
: remaining keys. To modify the master TDU (you must have READ and CYCLE

. permission for the libraries referenced), perform the following commands from user

© $SYSTEM:

create_object_library
add_library 1=$system.tdu.terminal_definitions
combine_module m=tdu_binary
generate_library 1=$system.tdu.terminal_definitions.$next
quit

. NOTE

Any site changes to the files $SYSTEM.TDU.TERMINAL _DEFINITIONS or
$SYSTEM.OSF$COMMAND _LIBRARY are eliminated by the installation of corrections

: to the subproducts TDU and NOSVE _INITIAL_LOAD, respectively. To determine

whether you need to reapply site modifications, refer to the documentation
. accompanying the correction. The ring attributes of files $SYSTEM.TDU.TERMINAL _
DEFINITIONS and $SYSTEM.OSF$COMMAND _LIBRARY should be (3,13,13).
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A Mail/VE gateway sup};orfs the exchange of mail between Mail/VE and other mail
systems on BITNet and Internet networks. A gateway performs two basic functions:

® Converts messages between the X.400 protocols used by Mail/VE and the RFC822
protocols used in the BITNet and Internet networks.

9 Routes mail between a Mail/VE network and the BITNet and Internet networks.

While the Mail/VE gateway -can -also support the relay of mail between BITNet and
Internet networks, this chapter focuses on the tasks that the Mail/VE administrator
- performs to support the basic functions. The.chapter describes how you install and
maintain a Mail/VE gateway.

Mail/VE Administrator Tasks

As Mail/VE administrator, you are responsible for installing and maintaining the
Mail/VE gateway. Your MAILVE _ADMINISTRATION validation must be set to
ANALYST, and you must have permission to access the $SYSTEM.MAILVE _V2 catalog
with an ACCESS_MODE of (ALL,CYCLE,CONTROL). Then you can perform the
following Mail/VE gateway installation and maintenance tasks:

o Install the Mail/VE gateway using the INSTALL _MAIL_GATEWAY command

© Define the Mail/VE gateway and the networks it represents to Mail/VE using the
CREATE _ORGANIZATION and CREATE _ROUTE subcommands of the
ADMINISTER _MAIL utility

© Obtain and update the DOMAIN _NAMES _FILE!

In addition to the general task descriptions in this section, this chapter provides the
following to help you perform the tasks:

© Mail/VE gateway installation procedure
® Reference descriptions of the DOMAIN _NAMES_FILE entries

® Routing examples

1. DOMAIN _NAMES_FILE is the default name for the file containing domain names. It is used throughout
this manual to specify this file. If you wish, you can’ specify a different name for the file on the DOMAIN _
NAMES_FILE parameter when you issue the INSTALL_MAIL_GATEWAY command.
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. Installing a Mail/VE Gateway , _ _
The Mail/VE gateway must have address information for each of the X.400, Internet,
: and BITNet networks connected to it. During the installation of the Mail/VE gateway,
you supply this information through the INSTALL _MAIL_GATEWAY command.

The INSTALL _MAIL_GATEWAY command provides the: followmg address information

¢ for the networks:

X.400 Address ‘ BITNet Address . Internet Address

Private domain ’ Mailer name ; Internet domain name
o o o ' .. .(subdomain.subdomain..)

Administration domain Node name '

Country " Default NTF statlon name

: Organization units
. Organization name

¢ The command also defines:

® The name (title) of the gateway. Other ’rriailisysterhs use this title when routing.
: mail to the gateway with QTF and XTF.

. The name of the file that will contain the domain names (by default, this is
$SYSTEM.MAILVE _V2.DOMAIN _NAMES _FILE). '

The procedure for installing the Mail/VE gateway is described later in this chapter.

Creating Gateway Routes and Organizations

: You define the gateway and its address with the CREATE _ROUTE and CREATE _

ORGANIZATION subcommands in the ADMINISTER _MAIL utility.

Subcommand Description

{ CREATE _ROUTE Identifies the gateway as a Mail/VE gateway
and associates its name with a specific
country, administrative domain, and private
domain. You specify the same value for the
TITLE - parameter of the CREATE _ROUTE
subcommand and the MAIL_GATEWAY_
NAME parameter of the INSTALL _MAIL _
GATEWAY command.

CREATE _ORGANIZATION 1. Associates an organization name and/or
units with the gateway.

2. Can be used to define X.400 addresses
for BITNet and Internet destinations.
You must add :x400. entries to the
DOMAIN _NAMES_FILE to translate
these X.400 addresses to their
corresponding BITNet or Internet
addresses.
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Maintaining a DOMAIN _NAMES _FILE

The Mail/VE gateway uses a DOMAIN _NAMES_FILE to translate addresses and route
mail through the networks. How you create and maintain your DOMAIN _NAMES _
FILE depends upon which mail systems you want to exchange mail with Mail/VE.2
There are three possibilities:

® BITNet mail systems
® Internet mail systems
© BITNet and Internet mail systems

As Mail/VE administrator, you must supply the information that the Mail/VE gateway
uses to make routing decisions and address mail to users of other mail systems in the
connected networks. To do this, you create entries for the mail systems exchanging
mail in a DOMAIN _NAMES _FILE.

The information you put in the DOMAIN _NAMES_FILE enables your Mail/VE users
to send mail to BITNet and Internet users. They can address the mail in either of two
ways:

® X.400 addresses (which the Mail/VE gateway converts to Internet or BITNet
addresses via :x400. entries) .

® RFC822 addresses
name@RFCB822_ADDRESS
For more information on addressing mail, see the Mail/VE Version 2 Usage manual.

For descriptions of the types of entries used in the DOMAIN _NAMES_FILE, see
DOMAIN _NAMES_FILE Entries.

2. For installation details, see the Installation Procedure for Mail/VE Gateway section.
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Installation Procedure for Mail/VE Gateway

This procedure contains three parts:

@ Setting up a DOMAIN _NAMES_FILE
® Installing a Mail/VE gateway
® Adding the Mail/VE gateway address to other NOS/VE hosts

Figure 3-1 shows the addition of a Mail/VE gateway to the example (figure 2-3) of the
mail network with NOS/VE and other X.400 hosts. The gateway communicates with
BITNet and Internet mail systems. The gateway and related additions are unshaded.

Gateway [
MGGREEN [

Internet

/ LAN
7 |

WORKS1 WORKS2
TETHYS.ANSECDC.COM| | HARRY.UDEV.COC.COM

BITNet

MO04101

Figure 3-1. Mail Network Example with Mail/VE Gateway

3-4 Mail/VE Version 2 Administration : : 60464515 C



Installation Procedure for Mail/VE Gateway

Setting Up a DOMAIN _NAMES _FILE

The following procedure outlines the steps you take in setting up a DOMAIN _
NAMES _FILE. How you proceed depends upon whether you want to communicate with
BITNet mail systems, Internet mail systems, or both.

Establishing BITNet Communications

If you are planning to exchange mail with BITNet mail systems, take the following
steps and refer to the BITNet portions of figure 3-1.

1. Create three entries in $SYSTEM.MAILVE _V2.DOMAIN _NAMES_FILE for an
organization (at least one) that will communicate with the BITNet mail systems.
The following examples illustrate how you create the :nick., :x400., and :internet.
enfries for this organization.

a. The :nick. entry tells the Mail/VE gateway which route to take to reach the
destination.

:nick .CDCARH ..
:route.du=local,ou="bitnet’,on="vearh’,pd=‘cdc’,c="us’ ..
X.400

b. The :x400. entry translates an X.400 address into an RFC822 addresé.

:x400.0u="bitnet’ ,on="vearh’,pd="cdc’,c="us’ ..
:internet .CDCARH

c. The :internet. entry translates an RFC822 address into an X.400 address.

:internet.CDCARH ..
:x400.ou="bitnet’,on="vearh’,pd=‘cdc’,c="us”’
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2. Create :nick., :x400., and :internet. entries for each X.400 organization recognized
by your Mail/VE system. The following entries are for the figure 3-1 organizations
defined in chapter 2.

:nick.GREEN-GROUP.CDC.COM ..
:route.du=local,ou="green-group’,pd="cdc’,c="us’
X.400

: X400 .GREEN-GROUP .CDC.COM ..

:internet .ou=“green-group’,pd=‘cdc’,c=us’

:internet .GREEN-GROUP.CDC.COM ..
:x400,0u="green-group’ ,pd=’cdc’,c=‘us’

:nick.YELLOW-GROUP.CDC.COM ..
:route.du=local,ou="yellow-group’,pd=‘cdc’,c="us’ ..
X.400

:X400.YELLOW-GROUP.CDC.COM ..

:internet .ou="yellow-group’,pd=‘cdc’,c="us’

:internet . YELLOW-GROUP.CDC.COM ..
:x400,0u="yellow-group’,pd="cdc’,c="uUs”

:nick .PINK-GROUP.CDC.COM ..
:route.du=1local,ou="pink-group’,pd="cdc’,c="us’
X.400 .

:X400.PINK-GROUP.CDC.COM ..
:internet.ou=’pink-group’,pd="cdc’,c=‘us’

:internet .PINK-GROUP.CDC.COM ..
:x400,0u="pink-group’,pd="cdc’,c="us’

:nick.XYZ.COM ..
:route.du=local,pd="xyz’,ad="abcmail’,c="us’
X.400

:x400.XYZ.COM ..

:internet .pd=“xyz’,ad=‘abcmail’,c="us’

:internet .XYZ.COM ..

: X400, pd="xyz’ ,ad="abcmail’,c=‘us’

3. Create :nick., :x400., and :internet. entries for the Mail/VE gateway. The domain
name of the :nick. entry for the Mail/VE gateway must match the value of the

. .  INTERNET_DOMAIN _NAME parameter specified on the INSTALL _MAIL _

GATEWAY command.

:nick .GREEN-GW.CDC.COM ..
:route.du=local
X.400

:x400.ou="green-gw’ ,pd="cdc’,c="us’ ..
:internet .GREEN-GW.CDC.COM

:internet .GREEN-GW.CDC.COM ..
:x400.0u="green-gu‘ ,pd="cdc’,c="us’
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4. Add an entry which defines where to send rejected rejection notices.
:nick. *<>* .
:route.du=local,pn="postmaster’,ou="green_group’,pn="cdc’,c="us’ ..
X.400
5. Add an entry which defines the default routing action.

:nick.*DEFAULT* :route.du=ntf BSMTP

6. Perform the procedures in Installing the Mail/VE Gateway section. When you have
installed and activated the gateway, continue with the following step.

7. Obtain copies of the DOMAIN NAMES and XMAILER NAMES files from the
BITNet Network Information Center by sending requests to 1istservebitnic: (If

your site is an established BITNet site, you may already have these files on your
NOS/VE host.)

a. To request a copy of the DOMAIN NAMES file, send the following message:
send DOMAIN NAMES

To request a copy of the XMAILER NAMES file, send the following message:
send XMAILER NAMES

The BITNet Network Information Center replies by sending you messages
containing these files.

b. Take the following steps and copy the messages that you receive to the NOS/VE
files listed below:

Messages Received NOS/VE File
Domain names $SYSTEM.MAILVE _V2.DOMAIN _NAMES _FILE.$EOI

Xmailer names $LOCAL.XMAILER _NAMES_FILE

1) Copy the domain names message to the end of your existing DOMAIN _
NAMES_FILE.

2) Reformat and append XMAILER_NAMES_FILE to DOMAIN _NAMES_FILE
by entering the following:

/create_command_list_entry ..
../entry=$system.mailve_v2.maintenance.command_library
/format_domain_names .. T )
../local_bitnet_node_name=nodename ..-
../input=$%$local.xmailer_names_file ..

. ./output=$system.mailve_v2.domain_names_file.$eoi
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Establishing Internet Communications

In order for the Mail/VE gateway to communicate with Internet mail systems, SMTP
must be installed on the same host as the gateway. You should verify that SMTP is
installed on the host you are working with before proceeding with the Mail/VE gateway
installation. For SMTP information, see the CDCNET TCP/IP Applications manual.

Creating Entries

If you are installing the Mail/VE gateway to exchange mail with Internet mail
systems, take the following steps and refer to. the Internet portions of figure 3-1:

1. Create a DOMAIN _NAMES_FILE which contains your local entries. For each local
organization and route recognized by your Mail/VE system, add three entries to the
DOMAIN _NAMES_FILE. The following examples illustrate how you create the
:nick., :x400., and :internet. entries for X.400 addresses. In this procedure, the
X.400 addresses are your Mail/VE addresses.

a. The :nick. entry tells the Mail/VE gateway which route to take to reach the
destination.

:nick.GREEN_GROUP.CDC.COM ..
:route.du=local,ou="green_group’,pd=‘cdc’,c="us” ..
X.400

b. The :x400. entry translates an X.400 address into an RFC822 address.

:xX400.0u="green_group’ ,pd=‘cdc’,c="us’ ..
:internet .GREEN_GROUP.CDC.COM

c. The :internet. entry translates an RFC822 address into an X.400 address.

:internet .GREEN_GROUP.CDC.COM ..
:X400.0ou="green_group’,pd="cdc’,c='us”’

The following entries are for the other figure 3-1 organizations defined in chapter 2.

:nick.YELLOW-GROUP.CDC.COM .. )
:route.du=1local,ou="yellow-group’,pd=‘cdc’,c="us’ ..
X.400

:x400. YELLOW-GROUP .CDC.COM ..

:internet .ou="yellow-group’,pd="cdc’,c="us’

:internet . YELLOW-GROUP.CDC.COM ..
:X400,0u="yellow-group’ ,pd="cdc’,c="us”

:nick .PINK-GROUP.CDC.COM ..
:route.du=1ocal,ou="pink-group’,pd=‘cdc’,c="us’ ..
X.400 '

:x400.PINK-GROUP.CDC.COM ..

:internet .ou=“pink-group’,pd="cdc’ ,c="us”

:internet .PINK-GROUP.CDC.COM ..
:x400,0u="pink-group’,pd="cdc’,c="us”

:nick . XYZ.COM ..

:route.du=local,pd=‘xyz’,ad="abcmail’,c="us’ ..
X.400
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:x400.XYZ.COM ..
:internet.pd="xyz’,ad="abcmail’,c="us’
:internet .XYZ.COM ..
:x400,pd="xyz’ ,ad=‘abcmail’,c="us’

2. Create :nick., :x400., and :internet. entries for the Mail/VE gateway. The domain
name of the :nick. entry for the Mail/VE gateway must match the value of the
INTERNET _DOMAIN _NAME parameter specified on the INSTALL _MAIL _
GATEWAY command.

:nick.GREEN-GW.CDC.COM ..
:route.du=local
X.400
:x400.0ou="green-gw’ ,pd="cdc’ ,c=‘us’
:internet .GREEN-GW.CDC.COM
:internet .GREEN-GW.CDC.COM ..
:X400.0u="green-gw’ ,pd="cdc’,c="us’

3. Add an entry which defines where to send rejected rejection notices.
:nick. *<>* |
:route.du=local,pn="postmaster’,ou=’green_group’,pn=’"cdc’,c="us’ ..

X.400

4. Add the following default entry to serve as a catchall for when none of the other
entries matches an address.

:nick.*DEFAULT* :route.du=smtp BSMTP

Configuring Internet Workstations

There are two basic ways to configure workstations connected by a LAN. The easiest
solution is to treat all workstations as an entity. To do this, you create a
mnick.*DEFAULT* entry:

:nick.*DEFAULT* :route.du=smtp BSMTP
The other solution is to create a separate :nick. entry for each:

.:nick.TETHYS.AHSE .CDC.COM :route.du=smtp BSMTP
:nick .HARRY.UDEV.CDC.COM :route.du=smtp BSMTP
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Establishing Both BITNet and Internet Communications

If you are planning to exchange mail with both BITNet and Internet mail systems as
. shown in figure 3-1, take the following steps:

1. Perform the steps in Establishing Internet Communications.

2. Create three entries in $SYSTEM.MAILVE _V2.DOMAIN _NAMES_FILE for an
organization (at least one) that will communicate with the BITNet mail systems.
The following examples illustrate how you create the :nick., :x400., and :internet.
entries for this organization.

a. The :nick. entry tells the Mail/VE gateway which route to take to reach the
destination.

:nick .CDCARH ..
:route.du=locai,ou="bitnet’,on="vearh’,pd="cdc’,c="us’ ..
X.400

b. The :x400. entry translates an X.400 address into an RFC822 address.

:x400.0u="bitnet’,on="vearh’,pd=“cdc’,c="us’ ..
:internet .CDCARH

¢. The :internet. entry tran.slates an RFC822 address into an X.400 address.

:internet .CDCARH ..
:x400.0u="bitnet’,on="vearh’,pd="cdc’,c="us’

3. Perform the procedures in Installing the Mail/VE Gateway section. When you have
installed and activated the gateway, continue with the following step.

: 4. Obtain copies of the DOMAIN NAMES and XMAILER NAMES files from the
BITNet Network Information Center by sending requests to listservebitnic: (If

your site is an established BITNet site, you may already have these files on your
NOS/VE host.)

a. To request a copy of the DOMAIN NAMES file, send the following message:
send DOMAIN NAMES
To request a copy of the XMAILER NAMES file, send the following message:
send XMAILER NAMES ‘

The BITNet Network Information Center replies by sending you messages
containing these files.
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b. Take the following steps and copy the messages that you receive to the NOS/VE
files listed below:

Messages Received NOS/VE File
Domain names $SYSTEM.MAILVE _V2.DOMAIN _NAMES _FILE.$EOI

Xmailer names $LOCAL.XMAILER _NAMES_FILE -

1) Copy the domain names message to the end of your existing DOMAIN _
NAMES_FILE.

2) Reformat and append XMAILER_NAMES_FILE to DOMAIN _NAMES_FILE
by entering the following: '

/create_command_list_entry ..

. ./entry=$system.mailve_v2.maintenance.command_1ibrary
/format_domain_names ..
../local_bitnet_node_name=nodename ..
../input=$iocal.xmailer_names_file ..

. ./output=g$system.mailve_v2.domain_names_file.$eoi

5. Delete the following BITNet Network Information Center entries from the
DOMAIN _NAMES_FILE.

:nick..COM :mailer.SMTPUSER@INTERBIT BSMTP
:nick..EDU :mailer .SMTPUSER@INTERBIT BSMTP
:nick. .GOV :mailer .SMTPUSER@INTERBIT BSMTP
:nick. .MIL :mailer.SMTPUSER@INTERBIT BSMTP
:nick. .NET :mailer .SMTPUSER@INTERBIT BSMTP
:nick. .ORG :mailer.SMTPUSER@INTERBIT BSMTP
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Installing the Mail/VE Gateway

When you have completed the DOMAIN _NAMES_FILE entries, you are ready to
install the Mail/VE gateway.

1. Install the Mail/VE gateway on a NOS/VE host from the system console:

a. Add the maintenance command library to the command list:

/create_command_list_entry ..
../entry=$system.mailve_v2.maintenance.command_library

b. Execute the INSTALL _MAIL_GATEWAY command. The following bexample uses
the recommended naming conventions:

/install_mail_gateway ..
../maili_gateway_name=MGGREEN ..
../private_domain="cdc’ ..
../administrative_domain=" * ..
../country="us’
../organization_units=‘green-gw’ ..
../internet_domain_name=‘green-gw.cdc.com’ ..
../bitnet_mailer_name=maijler ..
../bitnet_node_name=cdcarh

The following defaults are assumed in the example:

domain_names_file=$system.mailve_v2.domain_names_file
stat ion=automatic

Be sure to record the parameter values that you enter since you cannot display
them later. '

If you prefer, you can enter the command in a file and execute it. To do this,
use your editor to create a file, enter your INSTALL _MAIL_GATEWAY
command in the file, and then execute it with a NOS/VE INCLUDE _FILE
command. This method preserves a record of your parameter selections and
enables you to correct typographical errors later, if necessary.

Control Data recommends a specific naming scheme for the following INSTALL _
MAIL_GATEWAY parameters.
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Parameter Recommended Name
MAIL _GATEWAY_NAME MG prefix and the host name:
MGGREEN

INTERNET_DOMAIN _NAME Host name with a suffix of -gw plus the domain
in which the host resides:

green-gw.cdc.com

If you are using SMTP, you must also define
the name specified for this parameter in
$SYSTEM.TCP_IP.HOSTS as the primary name
of the NOS/VE host.

BITNET_MAILER _NAME Name Mail/VE uses to identify itself to other
BITNet mail systems:

mailer

Control Data recommends that you register this
name with the BITNet Network Information
Center.

For more information about the INSTALL _MAIL_GATEWAY comxﬁand, see the .
description in chapter 4.

¢. Define your site's BITNet node name as a local name to the Network Transfer
Facility (NTF) on the ADD_LOCAL_NAME subcommand of the MANAGE _
NTF_LOCAL_NAMES utility. Specify the same name for both the REMOTE _
NAME and LOCAL_NAME parameters on this subcommand as you did on the
INSTALL _MAIL _GATEWAY command for the BITNET_NODE _NAME
parameter as shown in the following example:

/use_ntf_utilities

usenu/manage_nt f_local_names

Mannin/add_local_name remote_name=cdcarh local_name=cdcarh
Mannin/quit

usenu/quit

This BITNet node name is the name of the Mail/VE system that your site
registered with the BITNet Network Information Center when it became part of the
BITNet network. For a description of the MANAGE _NTF_LOCAL _NAME utility,
see the Network Transfer Facility Usage Manual.

2. Execute the DEFINE _DEFAULT_GATEWAY_ADDRESS subcommand. Specify the
same values for this command as you did for the INSTALL _MAIL _GATEWAY
command.

/administer_mail

admm/def ine_default_gateway_address ..
admm../organization_units=’green-gw’ ..
admm. ./private_domain=‘cdc’ ..
admm../administrative_domain=" - ..
admm. ./country="us’

For a description of the DEFINE _DEFAULT_GATEWAY_ADDRESS subcommand,
see chapter 5.
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3. Define the following organizations and routes:
a. Define an organization and route for the Mail/VE gateway.

admm. ./create_organization .’
admm. ./tit1e=mggreen ..
admm. ./organization_unit=‘green-gw’

admm. ./create_route ..

admm. ./title=mggreen ..

admm. ./country=‘us’ ..

admm. ./administrative_domain=" * ..
admm. ./private_domain=‘cdc’ ..
admm. ./transfer_service=local ..
admm. ./dest inat ion_type=mg

b. If you are establishing BITNet communications and created three entries in
$SYSTEM.MAILVE _V2.DOMAIN _NAMES_FILE for an organization that will
communicate with the BITNet mail systems, enter the CREATE _
ORGANIZATION subcommand to define that organization.

admm. ./create_organization ..

admm. ./t it le=mggreen ..

admm. ./organization_unit="bitnet’ ..
admm. . /organization_name=’vearh”’

For additional information, see Defining Organizations and Routes in chapter 2.
Also see the descriptions of the CREATE _ORGANIZATION and CREATE _ROUTE
subcommands in chapter 5.

4. Enter the ACTIVATE _MAIL_GATEWAY command from the system console.
/act ivate_mail _Qgateway jOb_C'IaSS=Si teclassi

This command establishes the Mail/VE gateway as a system job. By default, this
job runs in the default batch job class of your system. If your default batch job
class has a low priority, you can use the JOB _CLASS parameter to select a
different class for the Mail/VE gateway job as illustrated by siteclasst in this
example. .

To verify that the Mail/VE gateway job is active, enter the following command:
display_job_status $name(’mai 1ve_mg’//$mainframe(1d))

You can add the ACTIVATE _MAIL_GATEWAY command to the
$SYSTEM.PROLOGS _AND _EPILOGS.NETWORK _ACTIVATION _EPILOG so that
the Mail/VE gateway is available when the network is activated at every deadstart.
For a description of the ACTIVATE _MAIL_GATEWAY command, see Mail/VE
Maintenance Commands in chapter 4. For information on system prolog and epilog
files, see the NOS/VE System Performance and Maintenance manual, Volume 2.
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Adding the Mail/VE Gateway to Other NOS/VE Hosts

After you have installed the Mail/VE gateway on one host, perform the following steps
on each of the other NOS/VE hosts in your network. In the network illustrated in
figure 3-1, you perform this procedure on PINK and YELLOW after you install the
Mail/VE gateway on GREEN.

1. Be sure Mail/VE is installed on the host.

2. Execute the DEFINE _DEFAULT_GATEWAY_ADDRESS subcommand. Specify the
same values for this command as you did for the INSTALL _MAIL_GATEWAY
command as shown in the following example:

/administer_mail

admm/def ine_default_gateway_address ..
admm. ./organization_units="green-gw’ ..
admm. ./private_domain=‘cdc’ ..

admm. ./administrative_domain=" * ..
admm. ./country=‘us’

3. Define an organization and route for the Mail/VE gateway.

admm. ./create_organization ..
admm. ./title=mggreen ..
admm. ./organization_unit="green-gw’

admm. ./create_route ..

admm. ./tit1e=mggreen ..

admm. . /country="us’ ..

admm. ./administrative_domain=" ‘ ..
admm. ./private_domain=‘cdc’ ..
admm. ./transfer_service=qtf ..
admm. ./destination_type=mg ..

admm. ./transfer_t it le=green
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DOMAIN _NAMES _FILE Entries

: A DOMAIN _NAMES_FILE contains entries that the Mail/VE gateway uses to
. translate addresses and route mail. There are four types of entries:

Entry Description
:nick. (standard) entry Supports BITNet routing only. (It is used by the

BITNet Network Information Center in the DOMAIN
NAMES file maintained there.)

. :nick. (extended) entry Supports local, Internet, X.400 (for example, Mail/VE),
and BITNet routing, including NTF and QTF options.
:x400. (extended) entry Translates X.400 addresses into RFC822 format.
:internet. (extended) entry Translates RFC822 addresses into X.400 format.

Entry Format

The standard and extended :nick. entries contain three fields as shown in this typical

entry:
:nick.UMASS.EDU :maller.SMTP@UMASS ' BSMTP
\ / N\ Vs / \_\/_/ ’
domain field routing field format field
M04283

The three fields (domain, routing, and format) are separated by white space. The
domain and routing fields are structured as :keyword.value. With the exception of the
format field, the :x400. and :internet. entries adhere to the same format as the :nick.
entries and have a :keyword.value structure in the first two fields. All four entries
contain lines of legible text with a case-insensitive syntax.

:nick. (Standard) Entry

: The standard :nick. entry specifies a route to a mail system identified in the domain
. field. In the following example, the Mail/VE gateway routes mail destined for the

© domain SATURN.UCC.UMASS.EDU to a mail transfer agent named SMTPUSER on a BITNet
node named UMASS. In addition, mail destined for SATURN.UCC.UMASS.EDU is sent in
BSMTP format.

:nick.SATURN.UCC.UMASS .EDU :mailer.SMTPUSER@UMASS BSMTP

Domain Field

{ What immediately follows :nick., in either a standard or extended :nick. entry, is the
i known part of a BITNet or Internet address. That is, the domain field contains the
:nick. keyword followed by a full domain name or a domain suffix. The example
illustrates this :keyword.value structure.

:nick.SATURN.UCC .UMASS .EDU

Given an address to which to deliver a message, the Mail/VE gateway searches the
DOMAIN _NAMES_FILE sequentially for the first :nick. entry that matches the
address or a suffix of it.
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Subdomain Order

The mail system stops searching for an entry when it finds a standard or extended
:nick. entry that matches at least a suffix of the address, in the subdomain order. The
DOMAIN _NAMES _FILE is organized so that :nick. entries with more specific
addresses appear before entries with less specific ones, as shown in the following
example:

:nick.SATURN.UCC.UMASS .EDU :mailer.SATURN@UMASS : BSMTP
:nick.UCC.UMASS.EDU :mailer.UCC@OUMASS BSMTP
:nick.UMASS.EDU :mailer.SMTP@UMASS BSMTP
:nick..EDU :mailer .SMTP@INTERBIT BSMTP

Although the four entries in this example include suffixes of the same address, they
identify different mail systems.

® The first is the host SATURN in the University Computing Center at UMASS
(University of Massachusetts).

© The second is a catchall for any unlisted host at the University Computing Center.

© The third is any department (not just the University Computing Center) at UMASS
(University of Massachusetts). This general address applies to all of the
departments in the university.

© The fourth entry is any institution in the EDU domain.

If these entries do not occur in the DOMAIN _NAMES_FILE in the exact order
specified, Mail/VE will route some messages incorrectly.

For example, if the order is rearranged as shown in the following example, the
Mail/VE gateway matches messages addressed to the second :nick. entry to the first
:nick. entry. The messages are misrouted because the address of the first entry matches
a suffix of the address in the subdomain order of the second entry and that first entry
occurs before the more specific one.

:nick.UCC.UMASS.EDU :mailer .UCC@UMASS BSMTP
:nick.SATURN.UCC.UMASS .EDY :mailer.SATURN@UMASS BSMTP
:nick.UMASS.EDU :mailer.SMTP@UMASS BSMTP
:nick..EDU :mailer .SMTP@INTERBIT BSMTP

Extra Periods

Some :nick. entries contain an extra period. When an address in the domain field
begins with a period as does .EDU in the following entry, it indicates that the address
is a proper suffix and only matches addresses that include additional subordinate
subdomains.

:nick. .EDU :mailer.SMTPUSER@INTERBIT BSMTP

The following address does not match the preceding :nick. entry because the address
does not include subdomains subordinate to the domain, EDU.

berteedu
The next address does contain a subdomain and, therefore, matches the :nick. entry:

bert@umass.edu
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Routing Field

The routing field of a standard :nick. entry identifies the address of the mail system
supporting the RFC822 address in the domain field. The routing field consists of the
:mailer. keyword and a value equaling the user name and BITNet node name of the
% destination mail system.

In the following example, the routing field identifies the BITNet name and address of
- the mail system, UCC@UMASS, that supports UCC.UMASS.EDU:

:nick .UCC.UMASS .EDU :mailer.UCCOUMASS BSMTP

The :mailer. keyword implicitly selects NTF as a delivery service.

Format Field

The format field specifies the message format expected by the mail system receiving

. the mail. Both the standard and extended :nick. entries use this field. The translation
: entries, :internet. and :x400., do not use it. The following list shows which values

. apply.

Entry Format Field Value

:nick. (standard) You can-use either of the values described below in the format
field:
BSMTP Mail/VE gateway routes the message in a BSMTP
" envelope addressed to the recipient(s).
BITNET Mail/VE gateway routes the message without a
BSMTP envelope.
:nick. (extended) You can use any of the values described below in the format
field: '
BSMTP Mail/VE gateway routes the message in a BSMTP
envelope addressed to the recipient(s).
BITNET Mail/VE gateway routes the message without a
BSMTP envelope.
X.400 Mail/VE gateway translates the message into

X.400 format.

:nick. Extensions

The standard :nick. entries do not accommodate the routing and address translation
. required by a gateway supporting mail exchange between Internet and X.400 networks.
. The following extensions meet these requirements:

® (extended) :nick. entry
.o :x400. entry

® internet. entry
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:nick. Entry

The extended :nick. entry with the :route keyword instead of :mailer in the routing
field identifies the route by which a destination domain can be reached.

The full format of this entry follows:

:nick.domain_name ..
:route.du=dest ination_usage, rout ing_parameters ..

format
Field Description
Domain Contains the :nick. keyword plus a known RFC822 domain
name,
Routing Contains the :route. keyword plus an output destination usage
and, if needed, routing parameters for the destination usage.
Table 3-1 lists the available destination usages, and table 3-2
summarizes the NTF routing parameters.
Format Contains one of the following:
BITNET
BSMTP
X.400

The Mail/VE gateway uses the first matching standard or extended :nick. entry to
route mail to an RFC822 address. In other words, the gateway matches the given
address to the domain field, and then uses the routing field (regardless of whether the
keyword is :mailer or :route) to send the mail to the appropriate mail system.

Default Entries

A default entry acts as a catchall when the Mail/VE gateway cannot match an address
to any other entry. In the following example, the gateway routes messages with
unmatched destination addresses through NTF.

:nick.*DEFAULT® :route.du=ntf BITNET

Rejected Rejection Notice Entry

The :nick.*<>* entry identifies an X.400 mailbox which serves as a deposxtory for
rejection notices that cannot be delivered to their senders.

:nick.*<>* .

:route.du=local,pn="postmaster’,ou=’green_group’,pn=‘cdc’,c="us’
X.400
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. Table 3-1. :route. Destinations for Extended :nick. Entry

Option

Description

:ROUTE . DU=SMTP

:ROUTE . DU=LOCAL

Indicates that messages are delivered using the Simple Mail
Transport Protocol (SMTP).

The full form of this routing field follows. BSMTP is allowed in the
format field, but is superfluous.

:route.du=smtp ..
BSMTP

Indicates that the matching address identifies an X.400 destination
to which messages are delivered using X.400 protocol. X.400 address
information may be supplied to specify the destination in X.400
terms.

The full form of this routing field follows. X.400 is allowed in the
format field, but is superfluous.

:route.du=local,ou=(‘out’,‘ou2‘,‘ou3’,’oud’), ..
on=‘organizat ionname’, pd=‘privatedomain’, ..
ad="administrationdomain’,c="country’ ..

X.400
ou Specifies the list of organization units.
on Specifies the organization name.
pd Specifies the private domain.
. ad Specifies the administration domain.
c Specifies the country code.

(Continued)
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Table 3-1. :route. Destinations for Extended :nick. Entry (Continued)

Option Description

The Mail/VE administrator can specify the X.400 address for the
matched RFC822 domain name suffix in as much detail as desired.
The Mail/VE gateway applies additional procedures to map the
unmatched parts of the RFC822 domain name to the X.400 format.

For example, if the Mail/VE gateway is matching the following
address and :nick. entry, the unmatched part of the domain name,
vesta, automatically is mapped to the ORGANIZATION _UNIT
parameter,

kej@vesta.ahse.cdc.com

:nick.ahse.cdc.com ..
:route.du=local,on="ahse’,pd="cdc’,c="us”’
X.400

:ROUTE . DU=QTF Identifies a QTF path to a mail system. For example, a QTF route
allows you to use existing QTF and CDCNET services to exchange
mail between Mail/VE and a NOS-resident mailer.

The full form o'f this routing field follows. The parameters between
brackets ([..]) are optional. '

:route.du=qtf,ode=output_destinationl[,rhd="nos parameters‘] ..
[BSMTP|BITNET]

For descriptions of the routing parameters, see the applicable host
manuals. For example, see System Commands, volume 3 of the NOS
2 Reference Set, for a description of the MFQUEUE command and
the parameters accepted by the NOS routing directive.

(Continued)
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Table 3-1. :route. Destinations for Extended :nick. Entry (Continued)

Option Description

Parameter

Description

ODE

RHD

Specifies the QTF title which is the output destination
for the message.

For example, if the destination is a NOS-resident
mailer, this name must match the title registered in
CDCNET by the NP gateway. For information on
configuring an NP gateway, see the CDCNET
Commands Reference manual for descriptions of the
DEFINE _NP_GATEWAY and ADD_GATEWAY_
OUTCALL _TITLE commands.

Specifies remote host directives containing the QTF
routing parameters.

:ROUTE . DU=NTF Identifies BITNet mail systems that deliver mail directly to
mailboxes without being processed by a message transfer agent.
(They do not use the :mailer.)

The full form of this routing field follows. The Network Transfer
Facility (NTF) parameters between brackets ([..]) are optional.

:route.du=ntf [,ode=nodell,s=scfsl[,rhd=’nje parameters’] ..
[BSMTP[BITNET]

Parameter

Description

ODE

RHD

Specifies the BITNet node name which is the output
destination for the message.

The default is the domain_name from the :nick.domain_
name field.

Specifies the station name used by the Mail/VE
gateway when routing files through NTF.

The default is AUTOMATIC which directs NTF to use
the AUTOMATIC _STATION _NAME specified at NTF
activation via the ACTIVATE _NTF command.

Specifies remote host directives containing NTF
routing parameters. Enter these parameters as name
or string values:

Name: rhd=’ddn=dataset”
String: rhd="ddn="-1dataset’ ‘"’

Table 3-2 lists the routing parameters you can use to
send mail directly to BITNet users. These parameters
are always sent with the mail; other NTF parameters
are not sent unless you specify them. For more
information about NTF parameters, see the Network
Transfer Facility Usage Manual.
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Table 3-2. NTF Routing Parameters

Parameter

Description

DDN

JOB

MCL

PGN

PGR

PIN

RSU

STN

UID

XWI

Specifies the data set name.

The default is the name of the Mail/VE gateway registered with
the BITNet Network Information Center. It is the value you
specify on the BITNET_MAILER _NAME parameter of the
INSTALL _MAIL _GATEWAY command.

Specifies the hold flag.
The default is NO.
Specifies the job name.

The default is the first 8 characters of the surname (last name)
of the user sending the message.

Specifies the message class.
The default is M.
Specifies the programmer's name.

The default is the first 8 characters of the surname (last name)
of the user sending the message.

Specifies the programmer's room number.

The default is the node name of the Mail/VE system registered
with the BITNet Network Information Center. It is the value
you specify on the BITNET_NODE _NAME parameter of the
INSTALL _MAIL _GATEWAY command.

Specifies the procedure invocation name.

The default is the first 8 characters of the surname (last name)
of the user sending the message. -

Specifies the destination remote name.

The default is the name of the user receiving the message (for
example, sheryl of sheryl@timbuktu).

Specifies the step name.
The default is the keyword MAIL.
Specifies the user name.

The default is the name of the user sending the message (for
example, sheryl of sheryl@timbuktu).

Specifies the external writer.

The default is the name of the user receiving the message (for
example, sheryl of sheryl@timbuktu).
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:x400. Entry

The :x400. entry defines a translation of X.400 (Mail/VE) addresses to RFC822
addresses. It is the inverse of the :internet. entry. You can use the :internet. keyword
with any RFC822 address including BITNet and Internet addresses.

The full format of this entry follows:
:x400.0ou=("oul’,’ou2’,“ou3”,’oud’),on="organizat ionname’ ,pd=‘privatedomain’,..

ad=‘administrativedomain’,c=‘country’ ..
:internet .domain_name

Field Description
:x400. Contains the :x400 keyword plus the X.400 (Mail/VE) address.
ou Specifies the list of organization units.
on Specifies the organization name.
pd Specifies the private domain.
ad Specifies the administration domain.
c Specifies the country code.
:internet. Contains the :internet. keyword plus the RFC822 domain name

that is equivalent to the Mail/VE address given in the :x400.
field. This address has the following format:

subdomain.subdomain. subdomain. .

As with :nick. entries, the Mail/VE gateway uses the first :x400. entry that matches
part of a given Mail/VE (X.400) address to translate the address. As a result, you must
arrange the :x.400 entries in your DOMAIN _NAMES_FILE in a most specific to most
general order. The following example, which shows the fields of various :x400 entries,
illustrates this order; it begins with the most specific, becomes less specific, and ends
with the most general.

:x400.ou=("oul’,‘ou2’,oud’, ‘ou4’) ,on="organizat ionname’,pd="privatedomain’, ..
ad="administrativedomain’,c="country”

:x400.on="organizat ionname” ,pd="privatedomain’,ad="administrativedomain’, ..
c=’country’

:x400.pd="privatedomain’,ad="administrativedomain’,c='country’

:x400.ad="administrativedomain’,c="country”’ :

:xX400.c="country”’
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:internet Entries

The :internet. entry defines a translation of RFC822 addresses to X.400 addresses. It is
the inverse of the :x400. entry. You can use the :internet. keyword with any RFC822
address including BITNet and Internet addresses.

The Mail/VE gateway uses this entry to assign an X.400 address to an RFC822
(Internet or BITNet) domain name. With an equivalent :x400. entry, an :internet. entry
allows an X.400 user to reply to mail from an RFC822 user via an X.400 address.

The full format of this entry follows:

:internet.domain_name ..
:x400.0u=(‘out’,“ou2’,‘oud’, ‘oud’),on="organizat ionname’,pd=‘privatedomain‘, ..
ad=“administrativedomain’,c="country”

Field Description

:internet. Contains the :internet. keyword plus an RFC822 domain name.
This address has the following format:

subdomain.subdomain.subdomain. .

:x400. Contains the :x400. keyword plus the X.400 (Mail/VE) address
that is equivalent to the RFC822 domain name given in the
domain field.

ou Specifies the list of organization units.
on Specifies the organization name.

pd Specifies the private domain.

ad Specifies the administration domain.

c Specifies the country code.
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Routing Examples

The routing examples in this section are based upon a Mail/VE gateway using the
installation information shown in figure 3-2, the DOMAIN _NAMES_FILE fragment
shown in figure 3-3, and the organizations and routes shown in figure 3-4.

install_mail_gateway ..
mail_gateway_name=mgcdc ..
country=-us’
administrative_domain="attmail”’
private_domain=‘cdc’
organization_name=‘cdc-gw’ ..
internet_domain_name=‘cdc-gw.arhops.cdc.com’
bitnet_mailer_name=mailer .
bitnet_node_name=cdcarh ..
-domain_names_file=$system.mailve_v2.domain_names_file

Figure 3-2. Sample INSTALL _MAIL_GATEWAY Command
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EEXEEXEXEEEEEEE XX EEERREREKE XS DOMAIN NAMES FILE ¥EEFLE XL RXEREXX XXX REREX

x

* Local X.400 Hosts

*

:nick .VESYS.ARHOPS.CDC.COM ..
:route.du=1ocal,ou="vesys’,on="vearh’,c='us’,ad="attmail’,pd=‘cdc”’
X.400

: X400 .0u="vesys’,on=‘"vearh’,pd=‘cdc’,ad=‘attmail’,c="us’

:internet .VESYS.ARHOPS .CDC.COM

:internet .VESYS.ARHOPS.CDC.COM ..

:x400.0u='vesys’ ,on=‘vearh’,pd="cdc’,ad="attmail’,c="us’

*

:nick .NETW.ARHOPS.CDC.COM ..
:route.du=local,on="cdcnet’,c="us’,ad="attmail’,pd="cdc”

X.400

:x400.on="cdcnet’,pd=‘cdc’,ad="attmail’,c="us’
:internet .NETW.ARHOPS.CDC.COM

:internet .NETW.ARHOPS.CDC.COM ..
:x400.0on="cdcnet’,pd="cdc’ ,ad="attmail’,c="us’

*

:nick . INTG.ARHOPS.CDC.COM ..
:route.du=local,ou=’sysc’,on="vearh’,ad="attmail’,pd="cdc’c="us”’,
X.400 :

: X400 .0ou="sysc’,on="vearh’,pd=‘cdc’,ad="attmail’,c="us”
:internet . INTG.ARHOPS.CDC.COM

:internet . INTG.ARHOPS.CDC.COM ..

:x400.0u=’sysc’,on="vearh’,pd="cdc’ ,ad="attmail’,c="us’

*

*The following set of entries are for BITNet usage.

*

:nick .CDCARH ..
:route.du=1local,ou="bitnet’,on="vearh’,c="us’,ad="attmail’,pd="cdc’
X.400

:x400.0u="bitnet’,on="vearh’,c="us’,ad="attmail’,pd="cdc’
:internet .CDCARH

:internet .CDCARH ..
:X.400.0u="bitnet’,on="vearh’,c="us’,ad="attmail’,pd="cdc”

£ 3

*The following entry is for the gateway itself.

*Note this :nick. entry supplies no X.400 address information.

x

:nick .CDC-GW.ARHOPS.CDC.COM .

:route.du=1ocal
X.400

=

:x400.0on="cdc-gw’ ,pd="cdc’,ad="attmail’,c="us’
:internet .CDC-GW.ARHOPS.CDC.COM

:internet .CDC-GW.ARHOPS.CDC.COM ..
:X400.0n="cdc-gw’ ,pd="cdc’ ,ad="attmail’,c="us’

Figure 3-3. DOMAIN _NAMES _FILE Fragment
. (Continued)
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(Continued)
x
* BSMTP BITNet Sites
t 3
:nick..CALGARY.EDU :mailer.CALMAIL@CALGARY BSMTP
. .
* Non-BSMTP BITNet Sites
*
:nick .HQTRS :route.du=ntf BITNET
*
* Define Default Route and Default Address
E 3
*By default, the Mail/VE gateway hands messages to SMTP:
.
:nick. ’DEFf\ULT* :route.du=smtp BSMTP
:n'ick.‘<>' ..

:route.du=local,pn=‘postmaster’,ou="sysc’,on="vearh’, ..
c="us’,ad="attmail’,pd="cdc’
X.400

Figure 3-3. DOMAIN _NAMES _FILE Fragment
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" . Define Organizations and Routes for Mail/VE Gateway

create_organization ..
title=mgcdc ..
organization_name="cdc-gw’
create_route ..
title=mgcdc ..
country="us’
administrative_domain="attmail’
private_domain="cdc’
transfer_service=local
destination_type=mg

create_organization ..
title=mtacdc ..
organization_name=‘vearh’
organization_unit="vesys’

"

create_organization ..
title=mtacdc ..
organization_name=‘vearh’
organization_unit=‘sysc”’

“

create_organization ..
title=mtacdc ..
organization_name=‘vearh’ ..
organization_unit="bitnet”

"

create_organization ..
title=mtacdc ..
organizat ion_name=‘cdcnet’

"

create_route ..
title=mtacdc ..
country=‘us”’
administrative_domain="attmail”
private_domain=‘cdc’
transfer_service=1ocal
destination_type=mve

Figure 3-4. Sample Organizations and Routes
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From Internet to X.400

¢ In this example, the Mail/VE gateway receives mail with the following Internet.
: addresses.

From: bob@ahse.cdc.com
To: jane.a.smithenetw.arhops.cdc.com

The recipient address matches a :nick. entry that directs the mail to the local X.400
network, Mail/VE. The routing field of the matching :nick. entry directs the message to
on=‘cdcnet’,pd="cdc’,ad="attmail’,c="us’, and the :x400. field of the matching
:internet. entry causes the recipient's RFC822-style address to be translated into the
appropriate X.400 address before delivery to the mailbox.

From X.400 to Internet
In this example, the Mail/VE gateway receives mail with the following X.400 addresses.

From: pn=‘jane a smith’,pd="cdc’,ou=‘cdcnet’,ad="attmail’,c="us’
To: pn=‘bobews1.acme.com’

. The address of the Mail/VE user sending the mail is translated to RFC822 format via
the matching :x400. entry to:

jane.a.smithenetw.arhops.cdc.com
Since there is no :nick. entry which explicitly matches the destination domain name,

ws1.acme.com, the :nick.*DEFAULT* entry is used. This causes the message to be
queued for delivery by SMTP.
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From BSMTP BITNet to X.400

In this example, the Mail/VE gateway receives mail with the following BSMTP BITNet
addresses.

From: bob@calgary
To: john.q.adams@CDCARH

The recipient address matches a :nick. entry that directs the mail to the local X.400
network, Mail/VE. The routing field of the matching :nick. entry directs the message to
ou=‘bitnet’,on="vearh’,c=‘us’,ad="attmail’,pd="cdc’, and the :x400. field of the
matching :internet. entry causes the recipient's RFC822-style address to be translated
into the appropriate X.400 address before delivery to the mailbox.

From X.400 to BSMTP BITNet

In this example, the Mail/VE gateway receives mail with the following X.400 addresses.

From: pn=‘john.g.adams’,pd="cdc’,on="vearh’,ou="bitnet’ad=‘attmail’,c="us’
To: pn=‘bob@vesta.calgary.edu’

The address of the Mail/VE user sending the mail is translated to RFC822 format via
the matching :x400. entry to:

John .Q.Adams@CDCARH
The destination domain name, vesta.calgary.edu matches a :nick. entry which causes

the message to be sent in a BSMTP envelope via NTF to a mail system with the
BITNet address, CALMAIL@CALGARY.
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From Non-BSMTP BITNet to X.400

In this example, the Mail/VE gateway receives a non-BSMTP message from NTF, and
the USER _INFORMATION output attribute of the message has the following value:

user_information="onn=hqtrs,orn=frank, ..
dnn=cdcarh,drn=tom’

The Mail/VE gateway uses this information to generate the following sender and
recipient addresses:

From: frankehgtrs
To: tom@cdcarh

The recipient address matches a :nick. entry which maps it to the local X.400
destination:

ou=‘bitnet’,on=’vearh’,pd="cdc’,ad="attmail’,c="us’

The recipient address also matches an :internet. entry. The :x400. field of the matching
:internet. entry allows the address to be translated to X.400 format before being
delivered to the recipient's mailbox.

From X.400 to Non-BSMTP BITNet

In this example, the Mail/VE gateway receives mail with the following addresses. The
first line is the sender's address (in X.400 format) and the second line is the recipient's
address (in RFC822 format).

From: pn=‘tom’,c="us’,ad="attmail’,pd="cdc’,on="vearh’,ou="bitnet”
To: frankehgtrs
The Mail/VE gateway finds an :x400. entry which matches the sender's address. This

causes the sender's address to be translated to RFC822 format:

tom@cdcarh

The Mail/VE gateway finds a :nick. entry which matches the recipient's address, hatrs.
This causes the message to be queued without a BSMTP envelope for delivery by NTF.
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This chapter provides reference information for the analyst who maintains Mail/VE
Version 2. This chapter discusses:

® Mail/VE files
® Backing up and restoring Mail/VE directory files
¢ Editing a file of update subcommands

® Converting Mail/VE Version 1 directory files

® Maintaining a domain-wide directory

The chapter also documents the following maintenance commands and subcommands:
® Mail/VE maintenance commands

¢ MANAGE _MAIL_DIRECTORY subcommands

® Mailbox and distribution list update subcommands
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Mail/VE Files

The Mail/VE files include configuration files, a central directory, and a distributed
database for messages.

Configuration Files

The following files are used in configuring a Mail/VE network.

¢ DOMAIN_NAMES_FILE

Contains commands that describe the translation of addresses between X.400 format
and the RFC822 format used in BITNet and Internet networks. These commands
also describe the destination networks for the recipients addressed by mail. In this
manual, the default name, DOMAIN _NAMES_FILE, is used for the file.

o MAIL_INSTALLATION _TABLE

Contains Mail/VE Version 2 configuration parameters.

¢ MAILVE _CONFIGURATION
Contains Mail/VE gateway configuration parameters.

Central Directory Files

The following files reside in the catalog named during the Mail/VE installation:

e ADDRESS_DIRECTORY

Contains up to three entries for each entity defined on the database. An entity is a
mailbox or a distribution list. The record definition includes a personal name,
organization name, and organization units (1 to 4).

¢ DISTRIBUTION _LIST_CONTENTS

Contains the address list for each distribution list defined on a database. There is
at least one entry in the directory for each distribution list.

¢ ENTITY_DIRECTORY

Contains an entry for each entity defined on this database. An entity is a mailbox
or a distribution list. The record definition contains all names associated with the
entity: organization name and units, description, and telephone number. For group
entities, the record also contains the number of permission entries. For information
on group mailboxes and distribution lists, refer to the Mail/VE Version 2 Usage
manual,
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¢ PERMISSION _DIRECTORY

Contains the list of permissions for each group entity on the database. A group
entity is either a group mailbox or group distribution list. There is at least one
entry for each group entity. For information on permissions, refer to the Mail/VE
Version 2 Usage manual.

¢ ROUTE _DIRECTORY
Contains an entry for each path in the mail network. The Mail/VE administrator is
responsible for adding routes to this directory.

* USER_DIRECTORY

Contains an entry for each user who owns a mailbox or distribution list on the
host. Each entry contains the user's NOS/VE user name, family name, default
mailbox, and number of owned entities (that is, number of owned mailboxes and
distribution lists).

Distributed Database Files
The MVF$ELECTRONIC _MAIL _DATABASE file resides in the master catalog of each

Mail/VE Version 2 user. This file contains the user's messages, message headers, and
various user options.
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Directory Backup and Restore

- The MANAGE _MAIL_DIRECTORY (MANMD) utility provides subcommands for

© backing up and restoring Mail/VE directory files that the users access. It does not

¢ process the DOMAIN _NAMES_FILE nor the MVF$ELECTRONIC _MAIL _DATABASE
i file. Only users whose MAILVE _ADMINISTRATION validation is set to ANALYST can
_access this utility.

Normally, you use the NOS/VE BACKUP_PERMANENT_FILES and RESTORE _
PERMANENT_FILES utilities to back up and restore the files you modify as Mail/VE
administrator before restoring the Mail/VE directory files. These files include the
DOMAIN _NAMES_FILE, MAIL_INSTALLATION _TABLE, and MAILVE _
CONFIGURATION file in the $SYSTEM.MAILVE _V2.MAIL catalog as well as the XTF
¢ configuration file in the $SYSTEM.XTF catalog.

To back up a directory, execute the GENERATE _DIRECTORY_UPDATE subcommand
during a MANAGE _MAIL_DIRECTORY utility session. The subcommand reads the
current directory entries and creates a file of update subcommands. There are four
update subcommands:

"UPDATE _ORGANIZATION
UPDATE _ROUTE
UPDATE _DISTRIBUTION _LIST
UPDATE _MAILBOX

If necessary, you can edit the file of update subcommands to change the value of
parameters on the subcommands. For additional information, see Editing a File of
Update Subcommands later in this chapter.

To restore a directory, execute the file of update subcommands during a MANAGE _
MAIL_DIRECTORY utility session. The following subsections describe how to back up
and restore a directory file.

WARNING

Using the MANAGE _MAIL_DIRECTORY utility ensures that Mail/VE directory files
are properly backed up and restored. Using the NOS/VE permanent file backup and
restore utilities may result in incorrect directory files. During a NOS/VE permanent
file backup, one or more of the Mail/VE directory files may be busy and therefore not
dumped. During a NOS/VE permanent file restore operation, any files that are not
backed up are not restored. If Mail/VE directory files are not backed up and restored
i as a group, the files may be incompatible.
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Backing Up Directory Files

To back up the Mail/VE directory files, you do not need exclusive access to the
directory files. To back up a directory file, follow these steps: -

1.

Log in to the host using a Mail/VE analyst user name. Then add the Mail/VE
maintenance commands to the command list:

/create_command_list_entry ..
../entry=$system.mailve_v2 .maintenance.command_1ibrary

Start the MANAGE _MAIL_DIRECTORY utility by entering the following
command:

/manage_mail_directory
Manmd/

Execute the GENERATE _DIRECTORY_UPDATE subcommand to translate the
current directory entries into MANAGE _MAIL _DIRECTORY update subcommands.
For example:

Manmd/generate_directory_update .. .
Manmd. . /output=$system.mailve_v2.mail.directory_backup

Stop the MANAGE _MAIL_DIRECTORY utility session:

Manmd/end_manage_mail_directory
/
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Restoring the Mail/VE Directory Files

To restore the directory files, perform the following steps at the system console. You
should attempt to restore the directory files only when you believe users will not be
accessing Mail/VE.

1. Obtain exclusive access to the directory files. The following procedure is an attempt
to obtain exclusive access to these files during the restoration.

a. Attempt to attach the Mail/VE user directory with exclusive access:’

/task ring=4

/attach_file ..
../file=g$system.mailve_v2.mail.user_directory ..
. ./share_mode=none

/taskend

If the attach is not successful because the directory file is busy,‘ you must wait
until existing users have finished using Mail/VE before re-entering the above
commands.

b.. Remove permits to the Mail/VE installation table file:

/delete_file_permit ..
../file=$system.mailve_v2.mail_installation_table ..
../group=public

c. Ensure that all permits to the installation table file have been removed. The
response to the following command should be NO PERMITS. If other permits
are displayed, delete them.

/display_catalog_entry ..
../fite=$system.mailve_v2.mail_installation_table ..
../display_options=permits

d. Deactivate the Mail/VE server:
/deactivate_mailve

For a description of the DEACTIVATE _MAILVE command, see Mail/VE
Maintenance Commands later in this chapter.

e. Release the user directory file by entering the DETACH _FILE command:

/detach_file ..
../file=$system.mailve_v2.mail.user_directory

2. Add the Mail/VE maintenance commands to the command list:

/create_command_list_entry ..
../entry=$system.mailve_v2.maintenance.command_library

3. Start the MANAGE _MAIL_DIRECTORY utility by entering the following
command:

/manage_mail_directory ..

../errors=$system.mailve_v2.mail.restore_errors
Manmd/
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4 Execute the update subcommands stored in the latest backup file. For example, to
execute the subcommands in file $SYSTEM. MAILVE _V2.MAIL.DIRECTORY_
BACKUP, enter:

Manmd/include_file ..
Manmd. ./file=$system.mailve_v2.mail.directory_backup

For information on using the INCLUDE _FILE command, see the NOS/VE System
Usage manual.

5. When the file of update subcommands has finished executing, exit the MANAGE
MAIL DIRECTORY utility session.

Manmd/end_manage_mail_directory
/

6. Examine the error file. If there are no errors or the -errors are tolerable, go to the
next step. If the Mail/VE database files are not usable (that is, are missing valid
mailboxes and distribution lists, routes to other mail systems, and so on), correct
the problems and repeat the necessary steps.

The utility creates new high cycles for every Mail/VE Version 2 directory file.
These files contain only the information provided by the file of update
subcommands.

7. Allow Mail/VE users to again access Mail/VE:

/create_file_permit ..
../file=$system.mailve_v2.mail_installation_table ..
../group=public

. 8. Activate the Mail/VE server:
/activate_mailve job_class=siteclassi

On the JOB _CLASS parameter, specify a value appropriate for your site. For a
description of the ACTIVATE _MAILVE command, see Mail/VE Maintenance
Commands later in this chapter.
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Editing a File of Update Subcommands

You may need to edit the file of update subcommands if you are restoring the Mail/VE
directory files or converting Mail/VE Version 1 directory entries. If so, you can use a
text editor such as the EDIT FILE utility to change parameter values on these
subcommands.

While editing a file of update subcomimands, follow ‘thesé guidélinies:

® Do not change any GLOBAL KEY values You can change any other parameter
values in the file. =’ .

© UPDATE _ORGANIZATION subcommands must precede all UPDATE _
DISTRIBUTION _LIST and UPDATE _MAILBOX subcommands. :

® When you modify any local address attributes (organization names, organization
units, and personal names), make sure that the address is still unique within the
private domain. For additional information on Mail/VE addresses, see chapter 2 of
the Mail/VE Version 2 Usage manual.

© Proofread your editing carefully.
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Converting Mail/VE Version 1 Directory Files

If your site had been using Mail/VE Version 1, you can convert its directory of
mailboxes and distribution lists for use with Mail/VE Version 2. (In this subsection,
Mail/VE is referred to as Mail/VE Version 2 to distinguish it from Mail/VE Version 1.)
Before you can perform the conversion: '

® Mail/VE Version 2 must be installed.
@ Your MAILVE _ADMINISTRATION level must be set to ANALYST.

To convert the Mail/VE Version 1 directory of mailboxes and distribution lists, perform
the following steps from the system console:

1. Add the Mail/VE Version 2 maintenance commands to your command library by
entering the following command: :

/create_command_list_entry ..
../entry=$system.mailve_v2.maintenance.command_library

2. Inform all Mail/VE Version 1 users that you intend to convert the directory files
for use with Mail/VE Version 2. Any changes they make after the conversion will
not be included in the Mail/VE Version 2 files.

3. Obtain exclusive access to the Mail/VE Version 1 directory files. The following
procedure is an attempt to obtain exclusive access to these files during the
conversion. You should take these steps only when you believe users will not be
accessing Mail/VE Version 1.

a. Attempt to attach the Mail/VE Version 1 family directory file with exclusive
access:

/task ring=4

/attach_file ..
../file=$system.mailve.mail.family_directory ..
. ./share_mode=none

/taskend

If the attach is not successful because the directory file is busy, you must wait
until existing users have finished using Mail/VE Version 1 before re-entering
the above commands.

b. Remove permits to the Mail/VE Version 1 directory catalog:

/delete_catalog_permit ..
../catalog=$system.mailve.mail ..
../group=public
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c. Ensure that all permits to the directory catalog have been removed. The
response to the following command should be NO PERMITS. If other permits
are displayed, delete them.

/display_catalog ..
../catalog=$system.mailve.mail ..
../display_options=permits

d. Release the family directory file by entering the DETACH _FILE command:

/detach_file .
.f/file=$system.mailve.mail.family_directory

Execute the CONVERT_MAILVE _DATABASE command and specify the catalog
that contains the Mail/VE Version 1 directory files, an output file, and an error ﬁle
as shown in the following example:

/convert_mailve_database ..
../database_catalog=g$system.mailve.mail ..
../output=¢$system.mailve_v2.mail.vi_update ..
../errors=g$system.mailve_v2.mail.error_file

The CONVERT_MAILVE _DATABASE command reads the Mail/VE Version 1
directory entries, translates the entries into MANAGE _MAIL _DIRECTORY
subcommands, and stores the subcommmands in the output file.

Allow users to again access Mail/VE Version 1.

/create_catalog_permit ..

../catatog=g¢system.mailve.mail ..

../group=pubtic ..
../access_mode=all

If you have created organizations, you need to edit the file of update subcommands
to include the organization names and/or units in the user mailbox and distribution
list definitions. For information on editing the file of subcommands, refer to Editing
a File of Update Subcommands earlier in this chapter.

Obtain exclusive access to the Mail/VE Version 2 directory files. The following

procedure is an attempt to obtain exclusive access to these files during the
conversion. You should take these steps only when you believe users will not be
accessing Mail/VE Version 2.

a. Attempt to attach the Mail/VE Version 2 user directory with exclusive access:

/task ring=4

/attach_file ..
../file=$system.mailve_v2.mail.user_directory ..
. ./share_mode=none

/taskend

If the attach is not successful because the directory file is busy, you must wait

until existing users have finished using Mail/VE Version 2 before reentering the
above commands.
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b. Remeove permits to the Mail/VE :Version 2 installation table file:

/delete_file_permit ..
../file=g$system.mailve_v2.mail_installation_table ..
../group=public

¢. Ensure that all permits to the installation file have been removed. The response
to the following command should be NO PERMITS. If other permits are
displayed, delete them.

/display_catalog_entry ..
../file=$system.mailve_v2.mail_installation_table ..
../display_options=permits

d. Deactivate the Mail/VE Version 2 server:
/déactivate_mailve

For a description of the DEACTIVATE _MAILVE command, see Mail/VE
Maintenance Commands later in this chapter.

e. Release the user directory file by entering the DETACH _FILE command:

/detach_fitle ..
../file=$system.mailve_v2.mail.user_directory

8. Start a MANAGE _MAIL_DIRECTORY utility session and execute the
GENERATE _DIRECTORY_UPDATE subcommand. For example:

/manage_mail_directory
Manmd/generate_directory_update ..

Manmd. ./output=$system.mailve_v2.mail.v2_update
Manmd/end_manage_mail_directory

/

9. Combine the two files of update subcommands produced by the CONVERT_
MAILVE _DATABASE and the GENERATE _DIRECTORY_UPDATE calls. For
example:

/copy_file ..
../input=$system.mailve_v2.mail.v1_update ..
. ./output=$system.mailve_v2.mail.v2_update.$eoi

NOTE

The Mail/VE Version 2 update subcommands must precede the Mail/VE Version 1
update subcommands in the resulting file.
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11.

4-12

Execute the subcommands in the output file during a MANAGE _MAIL _
DIRECTORY utility session. For example to execute $SYSTEM.MAILVE _
V2.MAIL.V2 _UPDATE, enter:

/manage_mail_directory

Manmd/include_file ..
Manmd../file=$system.mailve_v2.mail.v2_update
Manmd/end_manage_mail_directory

/

For information on using the INCLUDE _FILE command, see the NOS/VE System
Usage manual. K

When the MANAGE _MAIL _DIRECTORY utility session is ended, a new high cycle
of each Mail/VE Version 2 directory file is created.-The new cycles reflect both the
information from the converted Mail/VE Version 1 directory and the current
Mail/VE Version 2 directory.

Allow users to again access Mail/VE Version 2:

/create_file_permit ..
../file=$system.mailve_v2.mail_installation_table ..
../group=public

. Activate the Mail/VE Version 2 server:

/activate_mailve job_class=siteclassl
On the JOB _CLASS parameter, specify a value appropriate for your site. For a

description of the ACTIVATE _MAILVE command, see Mail/VE Maintenance
Commands later in this chapter.
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Maintaining a Domain-Wide Directory

The MANAGE _MAIL_DIRECTORY utility contains commands and subcommands for
maintaining a domain-wide directory. To execute these, you must have the MAILVE _
ADMINISTRATION validation set to ANALYST.

A domain-wide directory provides the addresses of all mailboxes and distribution lists
in a private domain. Within the central directory files on each host, the remote
addresses are intermixed with local addresses so that users can look up addresses,
display information about them, and address letters to them.

There are two ways to create remote addresses on each host within a private domain:
¢ Manually with the ADMINISTER _MAIL subcommands
® Semi-automatically with domain-wide maintenance commands

You create remote addresses manually with the CREATE _MAILBOX and CREATE _
DISTRIBUTION _LIST subcommands. To identify an address as remote, set the TITLE
parameter on the SET_ATTRIBUTES subcommand to the name of the message transfer
agent that serves a mailbox or distribution list. Mail/VE recognizes an address as
remote when the title does not match the name of the local message transfer agent.

Manually creating remote addresses is time-consuming and error-prone, particularly
when a number of hosts share addresses. Using the domain-wide maintenance
commands essentially automates the process to periodically exchange new or changed
addresses between hosts. This process can be run off-line from Mail/VE execution so
that the installation of remote address updates has little or no impact on Mail/VE
users.

Commands for Exchanging Remote Addresses

Each of the following MANAGE _MAIL_DIRECTORY commands performs a step in the
exchange of remote addresses. You may choose to use some or all of the commands
depending upon the requirements of your Mail/VE configuration and your site.
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Table 4-1. Commands for Exchanging Remote Addresses

Commands

Description

GENERATE _ADDRESS _UPDATES

SEND _ADDRESS _UPDATES

COMBINE _UPDATE _LETTERS

UPDATE _REMOTE _ADDRESSES

GENERATE _REMOTE _UPDATES

Compares the old and new update files and
creates a file of ADMINISTER _MAIL
subcommands that define the new or
changed addresses.

Sends the file of ADMINISTER _MAIL
subcommands (produced by GENERATE _
ADDRESS _UPDATES) to a mailbox on
another host. The file is sent as the
contents of a letter.

Combines the letters received from other
hosts into a file of ADMINISTER _MAIL
subcommands and deletes the letters from
the mailbox (produced by GENERATE _
ADDRESS _UPDATES).

Executes the GENERATE _REMOTE _
UPDATES subcommand on the file of
ADMINISTER _MAIL subcommands and
then executes the ADMINISTER _MAIL
command to install the remote mailbox and
distribution list addresses in ADDRESS _
DIRECTORY and ENTITY_DIRECTORY.

Removes any local address definitions from
the file of ADMINISTER _MAIL
subcommands. This command ensures that a
host does not receive its own addresses from
another host.
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Creating a File for Address Exchange

To create a file of ADMINISTER _MAIL subcommands for address exchange, follow
these steps.

1. Add the Mail/VE Version 2 maintenance commands to the command list by entering
the following command:

/create_command_list_entry ..
../e=$system.mailve_v2.maintenance.command_library

2. Start a MANAGE _MAIL _DIRECTORY utility session and execute the
GENERATE _DIRECTORY_UPDATE subcommand. For example:

/manage_mail_directory
Manmd/generate_directory_update ..
Manmd. ./output=$system.mailve_v2.mail.directory_backup.$next

3. Stop the MANAGE _MAIL_DIRECTORY utlhty session by entering the following
command:

MANMD/end_manage_mail_directory

4. Execute the GENERATE _ADDRESS _UPDATES command to create a ﬁle of
ADMINISTER _MAIL subcommands for address exchange:

/9enerate_address_updates ..
../new_directory_update_file=¢system.mailve_v2.mail. d1rectory backup.$high ..

../old_d1rectory_undate_f1le $system.mailve_v2.mail.directory_backup.$low ..

../output=$system.mailve_v2.mail.address_updates

/

If the DIRECTORY_BACKUP file does not already exist, then omit the OLD _
DIRECTORY_UPDATE _FILE parameter on the GENERATE _ADDRESS _UPDATES
command and the following step. In this case, the file of ADMINISTER _MAIL

subcommands contains all of the mailboxes and distribution lists in the
DIRECTORY_BACKUP file.

5. Delete the old cycle of the DIRECTORY_BACKUP file:

/delete_file $system.mailve_v2.mail.directory_backup. $low
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Sending the File to Another Host

i To distribute a file of ADMINISTER _MAIL subcommands created by the GENERATE _
ADDRESS _UPDATES command, follow these steps:

1. Determine the organization name and organization units for the host to receive the
ADMINISTER _MAIL subcommands file for address exchange.

2. Add the Mail/VE Version 2 maintenance commands to the command list by entering
the following command:

/create_command_list_entry ..
../e=$system.mailve_v2.maintenance.command_library

3. Execute the SEND_ADDRESS_UPDATES command to send the file to the remote
host. In this example, the organization name is orgname and the orgamzatlon units
are orgunit.

/send_address_updates ..’
../updates_file=$system.mailve_v2.mail.address_updates ..
../organization_name=‘orgname”
../organization_units=‘orgunit’

/

By default, the remote host receives thé file in a letter at the POSTMASTER
mailbox. The subject of the letter is MVF$MAIL _ADDRESS _UPDATES.

Installing Remote Addresses
: To install the remote addresses received from other hosts, follow these steps:

1. Add the Mail/VE Version 2 maintenance commands to the command library by
entering the following command:

/create_command_list_entry ..
../e=$system.mailve_v2.maintenance.command_library

2. Enter the COMBINE _UPDATE _LETTERS command to combine the address
exchange letters in the POSTMASTER mailbox into a file of ADMINISTER _MAIL
subcommands for address exchange. The subject of each of these letters is
MVF$MAIL _ADDRESS__UPDATES.

/combine_update_letters ..
../output=$system.mailve_v2.mail.remote_updates

3. Enter the UPDATE _REMOTE _ADDRESSES command to install the file of
ADMINISTER _MAIL subcommands produced by COMBINE _UPDATE _LETTERS.

/update_remote_addresses ..
../remote=¢$system.mailve_v2.mail.remote_updates
/

This step updates the local central directory files by adding the remote mailboxes
and distribution lists that are new or changed.
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Administering Remote Addresses

Some of the ADMINISTER _MAIL subcommands that apply to local mailboxes and
distribution lists also apply to remote mailboxes and distribution lists. These
subcommands enable you to perform the following activities:

® Delete remote mailboxes and distribution lists through the DELETE _MAILBOX and
DELETE _DISTRIBUTION _LIST subcommands.

® . Display a remote mailbox or distribution list (by specifying its address) using the
DISPLAY_MAILBOX and DISPLAY_DISTRIBUTION _LIST subcommands.

However, you cannot use the CHANGE _MAILBOX and CHANGE _DISTRIBUTION _
LIST subcommands to change address attributes of remote mailboxes or distribution
lists.

Displaying Address Attributes

Not all of the address attributes recorded for local mailboxes and distribution lists are
recorded for their remote counterparts. The following list details the differences:

Available Address Attributes Unrecorded Information

® Personal name and aliases ® Permitted addresses for group mailboxes

and distribution lists
¢ ' Organization name and organization

units ¢ Address list for distribution lists

® Telephone number ® User and family owning a mailbox or

distribution list
® Description

® Autoforward address for mailboxes
® Retention period for mailboxes

¢ Permit type

® Expand option for distribution lists
of FALSE

Enforcing Permissions

Mail/VE does not enforce permissions for remote mailboxes and distribution lists.
Instead, the receiving Mail/VE system enforces them. For example, a user who is not
permitted access to a remote group mailbox may try sending mail to the mailbox. The
Mail/VE system receiving this mail does not deliver it, but returns a nondelivery
notice.
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Mail/VE Maintenance Commands .

This section provides reference information for 13 Mail/VE maintenance commands.
¢ ‘These commands reside on the following two libraries:

¢ $SYSTEM.MAILVE _V2MAINTENANCE.COMMAND _LIBRARY
- COMBINE _UPDATE _LETTERS command
- CONVERT_MAILVE _DATABASE command
-~ GENERATE _ADDRESS _UPDATES command
-~ GENERATE _REMOTE _UPDATES command
— INSTALL_MAIL command
- INSTALL_MAIL _GATEWAY command
- MANAGE _MAIL_DIRECTORY command
- SEND_ADDRESS_UPDATES command
UPDATE _REMOTE _ADDRESSES command

o $SYSTEM.OSF$BUILTIN _LIBRARY
- ACTIVATE _MAIL _GATEWAY command

ACTIVATE _MAILVE command

DEACTIVATE _MAIL_GATEWAY command

DEACTIVATE _MAILVE command

To access the commands, your MAILVE _ADMINISTRATION validation level must be
set to ANALYST.
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ACTIVATE _MAIL _GATEWAY

Purpose Defines and activates a job for the Mail/VE gateway, which is responsible
for exchanging mail with Internet or BITNet networks.

Format ACTIVATE _MAIL _GATEWAY
JOB _CLASS =name
LOAD _MAP=file
STATUS =status variable

Parameters JOB _CLASS or JC
Specifies the job class under which the Mail/VE gateway runs.
The default is your system's default batch class.

LOAD _MAP or LM
Specifies the file to which the load map is written.
The default is file $NULL.

STATUS
Special attributes: VAR, BY_NAME
Specifies the completion status for this command.

Remarks ® This command is entered from the system console.

® This command should normally be entered only once per deadstart. If
you need to enter a DEACTIVATE _MAIL _GATEWAY command, then
you must enter the ACTIVATE _MAIL _GATEWAY command again to
reactivate the Mail/VE gateway.
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ACTIVATE _MAILVE

Purpose Defines and activates a system job for the Mail/VE server, which is
responsible for delivering mail.

¢ Format ACTIVATE _MAILVE
: JOB _CLASS =name
LOAD _MAP=file
STATUS =status variable
Y Pparameters JOB _CLASS or JC
Specifies the job class under which Mail/VE runs.
The default is your system's default batch class.

LOAD _MAP or LM
Specifies the file to which the load map is written.
The default is file $NULL. '

STATUS
Special attributes: VAR, BY_NAME
Specifies the completion status for this command.

Remarks ® This command is entered from the system console.

e This command should normally be entered only once per deadstart. If
you need to enter a DEACTIVATE _MAILVE command, then you must
enter the ACTIVATE _MAILVE command again to reactivate the
Mail/VE server.
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- COMBINE _UPDATE _LETTERS

Purpose

Format

Parameters

60464515 C

Reads the letters distributed by SEND_ADDRESS _UPDATES commands to
a mailbox, combines the files in them into a single file of ADMINISTER _
MAIL subcommands, and deletes those letters from the mailbox.

COMBINE _UPDATE _LETTERS or

COMUL , o
PERSONAL _NAME =record or string
ORGANIZATION _UNITS =string
ORGANIZATION _NAME =string
REMOTE _UPDATES =file
DELETE _UPDATE _LETTERS = boolean
STATUS =status variable

PERSONAL _NAME or PN

Specifies the name of the mailbox receiving the letter. Enter the name as
a 1- through 256-character string or a record of the following format:

record
surname: string i..40
given name: string 0..16
initials: string 0..5
generation qualifier: string 0..3
recend

If the name is specified as a record, the surname is required and the other

record elements are optional.
The default is POSTMASTER.

ORGANIZATION _NAME or ON

Specifies the name of the organization associated with the mailbox. Enter
the name as a 1- through 64-character string.

ORGANIZATION _UNITS or ORGANIZATION _UNIT or QU

Specifies the list of one to four organization units associated with the
mailbox. Enter each unit as a 1- through 32-character string. The order in