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About This Manual

This manual contains the formats, descriptions, and examples for the following
commands:

® Network operations
® Network Performance Analyzer (NPA)

® Dump Analyzer

Audience

This manual is written for the person performing Control Data Distributed
Communications Network (CDCNET) activities, such as starting and stopping
communication lines and displaying operational status of network components.
Communication support analysts may use some of the commands described within
during troubleshooting. Customer engineers may also use this manual for reference.

The reader should have knowledge of CONTROL DATA® NOS/VE (Network Operating
System/Virtual Environment) and/or NOS (Network Operating System) concepts and
operations, as well as an understanding of CDCNET's general purposes and concepts, as
described in the CDCNET Conceptual Overview.
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Organization

This manual documents CDCNET commands.

Chapter 1 contains an introduction of the manual contents.

Chapter 2 contains the network operations session control commands.
Chapter 3 contains the network operations ADD commands.

Chapter 4 contains the network operations CANCEL commands.
Chapter 5 contains the network operations CHANGE commands.
Chapter 6 contains the network operations DEFINE commands.
Chapter 7 contains the network operations DELETE commands.

Chapter 8 contains the network operations DISPLAY commands.

Chapter 9 contains the network operations EXEET, HELP, IDLSD, IDLTS, and KIL

commands.

Chapter 10 contains the network operations LOAD and RESUME commands.
Chapter 11 contains the network operations SENDD and SETDT commands.
Chapter 12 contains the network operations START commands.

Chapter 13 contains the network operations STOP commands.

Chapter 14 contains the network operations SYNC, UNLF, UNLM, and WRITM
commands.

Chapter 15 contains the terminal definition/user procedure commands.
Chapter 16 contains the load procedure commands.

Chapter 17 contains the configuration file management commands.
Chapter 18 contains the NPA commands.

Chapter 19 contains the dump analyzer commands.

The appendixes contain additional information about CDCNET commands.

@

CDCNET Commands

Appendix A contains a glossary of terms.

Appendix B contains the CDCNET (NLTERM, NLLIST, and NLPURGE) utility
commands.

Appendix C contains the CDCNET file and procedure management (NETFM,
NETBDF, NETMDF, and NETRDF) utilities.

Appendix D contains the Manage CDCNET Configuration (MANCC) utility
commands.

Appendix E contains the Network Configuration Utility (NETCU).

Appendix F contains the character set.
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® Appendix G contains the DI reset codes.

Conventions

The following conventions are used in this manual:

The terms CDCNET and network are used interchangeably.

Commands, parameters, or descriptive text that apply to only NOS or NOS/VE
operating systems are marked either NOS only or NOS/VE only.

The NOS operating system recognizes only the abbreviated form of command names

and parameters.

In general, all NPA commands on NOS/VE follow the standard System Command
Language (SCL). See the NOS/VE Commands and Functions manual.

All NPA commands on NOS are CYBER Control Language (CCL) commands (except
REFCLF) and follow the CCL syntax conventions (see the NOS Version 2.3 Screen
Formatting Reference manual).

On NOS/VE, a blank (space) may be used in place of a comma (,).

All numbers are decimal unless otherwise specified.

A vertical bar in the margin indicates a technical change.

The following typographical conventions are used:

boldface

italics

UPPERCASE

example

60000414 D

Command and subcommand names are shown in boldface type

" when illustrating a format. Required parameters are also in

boldface.

Optional parameters in a command or subcommand format are
shown in italics.

Uppercase indicates names of commands, subcommands, and
parameters (and their abbreviations). Names of variables, files,
and system constants are shown in uppercase when they occur
in text.

Examples, including user input, are printed in a typeface that
simulates computer output.
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Terminal Use

The terminal you use allows you to perform some procedures interactively in either
screen mode or line mode, or both.

If you have a video display terminal (VDT), you can choose to perform some procedures
in either screen or line mode. If you do not have a VDT, you are limited to performing
the procedures in line mode.

Screen mode operation (NOS only) provides you with a full screen menu display of
required and optional parameters. All you need to do is fill in the appropriate values
on the corresponding lines of the menu display.

Line mode operation allows you to enter the command and all the parameters at one
time.

Special Keyboard Entries

CDCNET supports a variety of terminals. Although the individual keys used in our
examples may not be present on your keyboard, your terminal contains keys that
provide similar functions.

See the CDCNET Terminal Interface manual for more information.
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Related CDCNET Manuals

Manual Abstracts

Following is a brief description of each CDCNET manual.

Conceptual Overview

Product Descriptions

Terminal Interface

Access Guide

TCP/IP Programming
Interfaces and
Applications

Batch Device User Guide

60000414 D

Discusses CDCNET in conceptual terms. It provides a broad
view of CDCNET that explains the theoretical nature of
this product. It does not attempt to define which particular
product capabilities and features are currently available
and which ones will follow in subsequent releases.

Provides reference, planning, and training information for
customers who own or are interested in owning CDCNET
products, and for Control Data personnel who use or work
on CDCNET. The manual describes hardware and software
products, provides information on how to select and use
various types of network cables, and provides network
configuration examples.

This is the primary manual for end-users who use
interactive terminals to access computer services connected
to CDCNET. The manual explains general terminal
interface concepts, terminal commands and attributes, and
connection attributes. For the advanced user, site
administrator, and network analysts it also covers more
advanced topics such as virtual and transparent modes,
resolving communications problems, and the various
terminal protocols supported by CDCNET.

This online manual guides the novice user through the
process of accessing and using computer services through
CDCNET. It includes procedures for connecting,
disconnecting, and managing connections; displaying and
changing terminal attributes; and terminal user exception
processing. The more experienced user can find additional
related information in the CDCNET Terminal Interface
manual.

Describes how to access the utilities that implement the
TCP/IP protocols through CDCNET. The manual assumes
the user is familiar with CDCNET terminal and connection
attributes; knows the service title to access; and has some
working knowledge and understanding of TCP/IP protocols.

Describes how to operate batch devices connected to
CDCNET. It assumes the user is familiar with NOS and/or
NOS/VE operating systems and with CDCNET access to
these operating systems. The manual defines the concepts
of I/O stations and provides the procedures for defining and
controlling these stations. The online manual is available
with NOS/VE and NOS operating systems.
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Hardware Installation

and Troubleshooting

Configuration Guide

DI Dump Analyzer

Network Operations and
Analysis

12 CDCNET Commands

Contains hardware installation procedures and
troubleshooting guidelines for CDCNET hardware products
and associated I/O cables. The manual is intended for
individuals who install and check out CDCNET hardware
products, operate them, add options to them, and maintain
them.

Documents how to configure CDCNET software after it is
installed on an operating system, and describes the
responsibilities of the CDCNET network administrator. This
manual also documents the Manage CDCNET Configuration
Utility (MANCC), a utility for creating and editing files
defining a CDCNET network.

This manual is an online version of the DI Dump Analyzer
section of the CDCNET Network Operations and Analysis
manual. The manual is for CDCNET analysts who are
familiar with Control Data host computer operating system
concepts and operations. The manual describes how to use
information from the Analyze CDCNET Dump (ANACD)
utility to help troubleshoot network problems. Available
with NOS/VE only.

This manual documents how to monitor, control, and
reconfigure CDCNET using the CDCNET Network Operator
Utility (NETOU). The Network Operations section walks an
operator through operations concepts, basic and advanced
operations activities, and elementary troubleshooting
decisions. :

The Network Analysis section describes the tools and
methods used to analyze CDCNET performance including:
instructions for using the CDCNET DI Dump Analyzer, a
list of DI reset codes, a map of fixed address memory, and
definitions of important system data structures.

The NPA section of the manual provides information on

how to generate various types of NPA reports and provides
examples and descriptions of all NPA reports.
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Diagnostic Messages This manual is for network operators, network analysts,
and programmers. The manual provides sorted lists of
diagnostic messages and command responses issued by the
CDCNET software. The primary sorted list of diagnostic
messages describes the event causing each message and the
appropriate user action. The primary sorted list of
command responses describes the event causing the
command response. Secondary sorted lists of diagnostic
messages and command responses provide a cross reference
of diagnostic message number and command response
number to the CDCNET software products that issue the
messages or command responses.

The printed version of this manual is no longer available.
However, a copy of the messages file can be printed on
site. Available with both NOS/VE and NOS operating
systems.

Commands This manual contains all of the CDCNET Operator/Analyst
commands. This manual is intended for operators, systems
analysts, support engineers, and other experienced users.

CDCNET Network This manual documents how to install, configure, and

Management Station operate the CDCNET Network Management Station. The
manual is for CDCNET operators and aministrators having
previous experience as a UNIX system administrator.

Manual History

Not all sites find it convenient or expedient to install each new ve.sion and PSR level
of CDCNET software. This presents a problem in maintaining sets of manuals that
reflect installed software when later versions of CDCNET software are available but
not installed. The following CDCNET Manual History table helps users to assemble
and maintain the appropriate documentation by indicating which manual revisions
support each release of CDCNET.

Manual/Audience Matrix

The CDCNET Manual/Audience matrix helps site planners, administrators, and users to
determine their CDCNET documentation needs. The matrix categorizes each manual
according to its type: overview, reference, tutorial, and so on. It then defines the
audience of each manual in general terms: customer, end-user, LAN installer, and so
on. Sites may have different audience designations for their audience, or may combine
user functions.
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CDCNET RELEASE DATE/VERSION/PSR LEVEL

TERMINAL INTERFACE
60463850

ACCESS GUIDE (ONLINE NOS)
CDCNETA

ACCESS GUIDE (ONLINE NOS/VE)
CDCNET_ACCESS
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CNETMSG
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14 CDCNET Commands

SHADED BOXES INDICATE THE LATEST REVISION LEVEL FOR THE MANUAL.
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AUDIENCE

Customer

CE Support Engineer

CDCNET
MANUAL/AUDIENCE
MATRIX
MANUAL g g z
CDCNET MANUALS TYPE 3 ‘g 3
Conceptual Overview Overview
Product Descriptions Reference
Terminal Interface User Guide
Access Guide User Guide
TCPNP Programming Interface and Applications Reference
Batch Device User Guide User Guide
Hardware Installation And Troubleshooting Maintenance
Configuration Guide Ref./Tutorial
DI Dump Analyzer Ref./Tutorial
Commands Reference
Network Operations And Analysis Ref./Tutorial

Diagnostics Messages

Reference

CDCNET Network Management Station

Ref./Tutorial

Referenced Manuals

The following manuals are referenced in this manual and may contain helpful

information.
Publication

Manual Number
Concurrent Maintenance Library for Virtual Environment 60000019
Network Access Method (NAM) Network Definition Language (NDL) 60480000
NOS Screen Formatting 60460430
NOS/VE System Usage 60464014
NOS/VE Commands and Functions 60464018
NOS Version 2 Analysis Handbook 60459300
NOS/VE Network Management 60463916
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Ordering Manuals

Control Data manuals are available through Control Data Sales Offices or from:
Control Data

Literature and Distribution Services ARHLDS

4201 Lexington Avenue N.

St. Paul, MN 55126-6198

You can also call (612)415-4478 or FAX your inquiry to (612)415-4359.

Submitting Comments

Control Data welcomes your comments about this manual. Your comments may include
your opinion of the usefulness of this manual, your suggestions for specific improvements,
and the reporting of any errors you have found.

You can submit your comments on the comment sheet on the last page of this manual. If
the comment sheet has already been used, you can mail your comments to:

Control Data

Documentation Services ARH219
4201 Lexington Avenue N.

St. Paul, MN 55126-6198

You can also submit your comments through SOLVER, an on-line facility for reporting
problems. To submit a documentation comment through SOLVER, do the following:

1. Select Report a new problem or change in existing PSR from the main SOLVER menu.
2. Respond to the prompts for site-specific information.
3. Select Write a comment about a manual from the new menu.

4. Respond to the prompts.

Please indicate whether or not you would like a written response.
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Customer Support Hotline

Control Data maintains a hotline to assist you in the use of our products. This hotline
service is available to you for each product you license and cover with a Control Data

software support agreement.

If you need help not provided by the documentation or find that a product does not perform
as described, contact the hotline through one of the following methods:

Mail

Mailing Address Shipping Address
Control Data Control Data

ARH213 Central Software Support
4201 Lexington Avenue N. 4233 Lexington Avenue N,

St. Paul, MN 55126-6198

Telephone

Telephone Number

Arden Hills, MN 55126-6198

Countries

800-345-6628
612-415-4272

Internet

Internet Address

USA and Canada (follow touchtone prompts)
Other countries

Support Area

epix@css.cde.com
irix@css.cdc.com
eplx@css.cdc.com
nos@css.cdc.com
nosve@css.cde.com
networks@css.cde.com
compilers@css.cdc.com
icem@css.cde.com
support@css.cdc.com
solveradm@css.cdc.com
solver@css.cde.com

60000414 H

EP/IX Operating System Support
IRIX Operating System Support
EP/LX Operating System Support
NOS Operating System Support
NOS/VE Operating System Support
Network Support

Compiler Support

ICEM Support

Miscellaneous

SOLVER Validations

Email interface to SOLVER

About This Manual 17




When you call or write the support hotline, please include the following information:
* Site Number (assigned for all hardware and software support requests)

¢ Operating system and level installed

e Machine type (for example, 4360-302, 910B-232)

¢ Product for which support is needed

o Details concerning the problem

This allows CSS to solve your problem as quickly and efficiently as possible.

SOLVER

As a Control Data support customer, you also receive a subscription to SOLVER, the online
support service. SOLVER is an interactive tool with menus and help for all functions and
prompts. After some initial interactive setup, a subset of SOLVER functions is also
available via email. Email in a prescribed format can be sent to solver@css.cdc.com for
automatic processing.

From SOLVER, you can report problems (PSRs) to Control Data, search with keywords to
find similar problem reports from other sites, monitor progress against a PSR (including
workarounds and fix availability), request software enhancements (RSEs), and write
comments against the documentation. SOLVER also includes Installation Bulletins that
document post-release highlights, warnings, and product update announcements.

For help with SOLVER or SOLVER validation information, contact CS& at the telephone
numbers listed above or email to solveradm@ecss.cdc.com.
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Introduction 1

This chapter gives an overview of the commands used to configure and analyze a
network. This includes the commands for:

® Network Operator Utility (NETOU)
- Session Control
- Network Operations
® Terminal Definition Procedure (TDP)
¢ Terminal User Procedure (TUP)
® Load Procedure
¢ Configuration File Management
® Network Configuration Utility (NETCU)
® Network Performance Analyzer (NPA)
¢ DI Dump Analyzer

Network Operator Utility (NETOU) Commands

The Network Operator Utility (NETOU) allows you to access CDCNET and run
network operations commands. These commands let you inspect and significantly alter
the network. Use these commands to:

® Monitor the status of network components.

¢ Change the operational state of network components.

® Manage network component failures.

® Configure network components logically.

Operations commands can be divided into the following types:

® Session control commands which are used to define and control your operations
environment and operations sessions, but do not control or change the network.
Since there are different operations environments for CDCNET on NOS/VE and

NOS, each operating system has its own set of session control commands and
activities.

® Network commands which are used to monitor, control, and dynamically change the
logical definition of network equipment.

You access NETOU to perform network operations activities from a remote terminal or
from a host console on NOS.

The command syntax is the same whether you are at an interactive terminal or host

console. However, some aspects of terminal and console command entry, display and
screen control are different. This chapter explains these differences.
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Network Operator Utility (NETOU) Commands

Starting a NETOU Session

NOS/VE and NOS differ when it comes to starting a NETOU session. Assuming you
are validated to use NETOU, you must first log onto the network host (NOS/VE or
NOS) on which you have validation.

Under NOS/VE, NETOU is a system command You can enter in response to the
NOS/VE system prompt. See the CDCNET Network Operations and Analysis manual
for descriptions of this command's optional PROLOG and STATUS parameters.

Under NOS, specify NETOU for the application; if you are already logged onto the
NOS IAF application, use one of the following commands to begin a NETOU session:

HELLO,NETOU
or

BYE,NETOU
or

APPSW,NETOU

A further distinction between using NETOU on NOS/VE and NOS is that under
NOS/VE, the host runs its own versions of some CDCNET software. This software
enables the host to manage a NETOU session between you and the network.

When using NETOU under NOS, you must establish a working relationship with a
Mainframe Device Interface (MDI). This MDI, which you designate the Command MDI,
coordinates your session with the other CDCNET systems on the network.

The SET_COMMAND _MDI Command (NOS only)

After you specify NETOU as the application, you see the NETOU banner and the
prompt to enter the SET_COMMAND _MDI (SETCM) command. A list of the available
MDIs is provided with the prompt. :

The NETOU banner message and prompt are formatted as follows:

WELCOME TO NETWORK OPERATOR UTILITY )
CDCNET - COPYRIGHT CONTROL DATA CORP, 1985, 1986, 1987, 1988.

STATUS OF CONNECTED MDIs
NODE  CURRENT  SYSTEM
NUMBER  STATE TITLE

089 AVAILABLE MDI_8B
088 AVAILABLE MTI_F
093 AVAILABLE MDI_A

More than one MDI available.

To select a DI, type: SETCM MDI=MDINAME
MDINAME is optional, if not specified,
default is MDI_8B

If more than one MDI is available to act as Command MDI, you must enter the

SETCM command to begin the NETOU session. A default Command MDI is assigned if
you enter the SETCM command without the MDI parameter.

1.2 CDCNET Commands 60000414 C



Network Operator Utility (NETOU) Commands

If there is only one MDI available to act as Command MDI, that MDI is selected for
you by default; the banner and prompt are formatted as follows:

WELCOME TO NETWORK OPERATOR UTILITY
CDCNET - COPYRIGHT CONTROL DATA CORP, 1985, 1986, 1987, 1988.

STATUS OF CONNECTED MDIs
NODE  CURRENT  SYSTEM
NUMBER  STATE TITLE

089 AVAILABLE MDI_8B
Only one MDI available, and is automatically selected.

When you are working from a NOS host, selecting the appropriate Command MDI can
be important. Two different MDIs connected to a NOS host may provide access to
networks that are not connected by CDCNET network solutions. These are called
disjoint networks.

If you are uncertain about whether different MDIs service disjoint networks, use
SETCM for each, in turn, and compare the displays from the DISPLAY_CATENET_
TITLES (DISCT) command for each. If the system titles are different for the two
displays, the networks served by the two MDIs are disjoint. Or, you can try to send
any command to the system in question; if the command completes successfully, the
two systems are on the same catenet.

You can monitor disjoint networks simultaneously if you use the RETAIN parameter on
the SETCM command. This parameter lets you retain your session with the current
Command MDI when you create a new session with another MDI. Any operator alarms
sent to either the retained or newly selected Command MDI are displayed immediately
to the operator. To return to the previous session, reissue the SETCM command,
naming the appropriate MDI.

Some NETOU commands are executed directly by the MDI you designated as the
Command MDI. Other commands (those that execute in a remote system or systems)
require you to use the SEND_COMMAND (SENC) command. Commands enclosed in a
SENC command are processed at the specified remote CDCNET system(s).

NOTE

For a more detailed description of NETOU, see the CDCNET Network Operations and
Analysis manual.

The SEND _COMMAND Command

The SENC command is used in NETOU on NOS/VE and NOS to package a NETOU
command for delivery to a remote system or systems, where it is then executed. The
format is as follows:

SEND_COMMAND COMMAND=‘command_string’ SYSTEM=(1ist 1..15 of name)

The command string to be executed by the remote system(s) must be enclosed in single
quotes.

The list of systems must be enclosed in parentheses (a single system name need not be
enclosed in parentheses, however). Under NOS/VE, the SYSTEM parameter is required.
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Network Operator Utility (NETOU) Commands

Under NOS, if you do not specify a system name or names, NETOU sends the
command to the destination system(s) of the most recent SENC command. If you have
not used the SENC command in the current NETOU session, NETOU sends the
command to the Command MDI for execution.

The NOS/VE version of SENC has two additional parameters: OUTPUT and STATUS.
OUTPUT lets you write command output to a specified file (the NOS-only ROUTE _
COMMAND _RESPONSE (ROUCR) command effectively gives you the option of an

alternative output file for your NOS-based NETOU session). STATUS is the standard
NOS/VE status variable.

NETOU accepts either the default system name or a valid alias when you are sending
commands to CDCNET systems. For example, if MDI_8B is a registered title for $DI_

08002510008B, you could send a command to this DI with either of the following
commands:

SENC ‘command_string” $DI_08002510008B

or

SENC ‘command_string”’ MDI_8B

Entering Characters Not Supported at a NOS Host Console

NETOU commands use a subset of the syntax for NOS/VE SCL commands. SCL uses
the ASCII character set, which has characters the NOS host console (CC545 and 721)
does not support. On the NOS host console, you must type two characters, or an escape
sequence, to designate the ASCII characters not supported on the console.

On the NOS host console screen, unsupported ASCII characters are designated by other
characters. For a character which represents more than one ASCII character when
displayed, such as the asterisk (*), the only way to know which ASCII character it
represents is by the display's context. Table 1-1 shows escape sequences for

unsupported ASCII characters and how these characters are represented on the console
screen.
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Table 1-1. NOS Host Console Escape Sequences and Displays

Escape
Sequence Displayed
Character Name On Keyboard On Screen As:
- Circumflex n 1
" Quotation Marks 2 12
# Number Sign 13 /3
$ Dollar Sign /4 /4
@ Commercial At /5 /5
; Semicolon /6 /6
? Question Mark I Vi
{ Opening Brace 8 /8
} Closing Brace 9 /9
- Underline Hyphen (-) or /0 -
[ Opening Bracket I X
1 Closing Bracket )] 1))
Greater Than I+ I+
Less Than /= 1=
! Aposotrophe I* *
/ Slant 1/ /
! Exclamation Point None
% Percent Sign None *
& Ampersand None +
\ Reverse Slant None *
B Grave Accent None *
| Vertical Line None *
- Tilde None *
Colon /,
- Minus, Hyphen /- -
a.z Lowercase /A.JZ A.Z
60000414 C
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Terminal Definition Procedure (TDP) Commands

TDP commands are used in Terminal Definition Procedures to define the characteristics
of terminal/workstation types and/or models. TDP procedures are initially developed by

Network Administrators and are a part of the DI configuration procedures that reside
on CYBER hosts.

TDPs execute separately from system configuration procedures, but they are referenced
in commands in the system configuration procedures. Typically, TDPs are referenced by
the DEFINE _LINE commands defining the communications lines connected to the DI,

If you need more information on how to use TDPs, see the CDCNET Configuration
Guide.
Terminal User Procedure (TUP) Commands

TUP commands are software procedures that end users write to modify the conventions
specified in the TDP. With TUPs, you can save operating conventions on an ongoing
basis. Alternatively, you can issue interactive commands to tailor your terminal
conventions session-by-session.

If you need more information on how to use TUPs, see the CDCNET Configuration
Guide.

Load Procedure Commands

Load procedure commands define information to be downloaded to a batch device, such
as a printer, or translate data to or from a device. Currently, CDCNET supports the
following types of load procedures:

® Initializaton Procedures (IPs)

® File Prefix Procedures (FPs)

® Code Set Procedures

® Vertical Format Unit (VFU) Load Procedures (VLPs)

If you need more information on how to use load procedures, see the CDCNET
Configuration Guide.

Configuration File Management Commands

These commands are used to access CDCNET configuration procedures such as TDP

and TUP. If you need more information on how to use these procedures, see the
CDCNET Configuration Guide.

Exception File Commands

Exception file commands specify the load process procedures for specific systems or the
default entries, which specify the load process procedures, for systems that do not have

an explicit system entry of their own. See the CDCNET Configuration Guide for more
information on exception file commands.

1-8 CDCNET Commands 60000414 C



Network Performance Analyzer (NPA) Commands

Network Performance Analyzer (NPA) Commands

NPA is a network analysis tool made up of flexible modular software components
resident in your CONTROL DATA® CYBER 170 or CYBER 180 Computer System. NPA
helps you analyze the performance of your network by producing a variety of reports.
These reports allow you to:

¢ Identify the configuration of your network

¢ Identify actual and potential hardware and software failures

¢ Identify potential congestion on communication lines

@ Determine if your network is performing correctly

¢ Evaluate network use

You may generate these reports individually to reflect a specific aspect of the network's
performance, or you may generate a group of reports that reflect an overall picture of
the network. You may also create reports that are tailor-made for your specific needs.
The standard set of reports is described in the CDCNET Network Operations and

Analysis manual.
If you need more information on how to use NPA, see the CDCNET Network
Operations and Analysis manual.

DI Dump Analyzer Commands

Under default operating conditions, a CDCNET DI dumps its memory to a host-resident
file whenever it is forced to reset as the result of an error condition (refer to DI Reset
Codes appendix for a complete list of reset codes). The Device Interface Dump Analyzer
is a host-resident tool that reformats the information in DI dump files.

Dump Analyzer subcommands let you display information about the conditions that
existed at the time of the reset, including:

® Important data structures
¢ Contiguous memory
® Program call chains

® Task control information

If you need more information on how to use the Dump Analyzer, see the CDCNET
Network Operations and Analysis manual.
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ACTIVATE _ALARMS (ACTA) .. .tiiiiiiiiiiiiiiiiiiiiii it iiiiresrnsasaasanas 2-2
CHANGE _ALARM _ENVIRONMENT (CHAAE) (NOS Only) ...........ccouenn. 2-3
DEACTIVATE _ALARMS (DEAA) ... .ottt ittt ieieaeannees 2-4
DISPLAY_ALARM_ENVIRONMENT (DISAE) (NOS Only) ..........ccvvinnatn, 2-5
DISPLAY_ALARM_HISTORY (DISAH) (NOS Only) .........cciivviiiiiennnnnes 2-6
DISPLAY_CATENET_TITLES (DISCT) (NOS Only) ..........cccvviiiiininininnn, 2-7
DISPLAY._ COMMAND _INFORMATION (DISCI) (NOS Only) .........cccoennneen. 2-9
DISPLAY_COMMAND _LIST (DISCL) ...oivitiiiiiiiiieiienannannensarennsens 2-11
DISPLAY_COMMAND _LIST_ENTRY (DISCLE) ..........cciiiiiiiinennnennns 2-13
DISPLAY_CONNECTED _MDI (DISCM) (NOS Only) ..........c.coviinininennn 2-14
EXECUTE _COMMAND _FILE (EXECF) (NOS Only) ............ccoienininnn 2-15
HELP (NOS Only) ..ottt it iiiieeia e iiiieeanaasenenanees 2-17
INCLUDE _FILE (INCF) (NOS Only) ...cciiiiiiii ittt 2-18
QUIT (QUI) .ottt ittt ias e ettt sreansenenanannssaneosss 2-20
RESTORE _ALARM _ENVIRONMENT (RESAE) (NOS Only) ................... 2-21
ROUTE _ALARM (ROUA) (NOS Only) ....coiiiiiiiiiiiiiiiiiiiiiiiiieneannes 2-22
ROUTE _COMMAND _RESPONSE (ROUCR) (NOS Only) ...........ccovnennnn.. 2-23
SEND_COMMAND (SENC) ..ottt iiaiiiiniasnneaanaanasns 2-24
SEND _COMMAND _SEQUENCE (SENCS) (NOS Only) .........ccoiviiiinant., 2-25
SET_COMMAND _MDI (SETCM) (NOS Only) ....cooviiiiiiiiiiiiiiiiineeeenn 2-27

** Command (NOS Only)
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This chapter provides complete descriptions of all session control commands for both
NOS/VE and NOS-based network operations environments. Command descriptions are
organized alphabetically by full command name.

Unless specified otherwise, all commands are valid in both NOS and NOS/VE
operational environments.

NOTE

Session control commands are not contained within a SEND_COMMAND.
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ACTIVATE _ALARMS (ACTA)
NETOU Command

Purpose Initiates receipt of alarms from DIs. This command must be entered after
invoking NETOU to allow alarms to be reported to you.

Format ACTIVATE _ALARMS
GROUPS = list of name
OUTPUT = file
STATUS = status variable (NOS/VE only)

Parameters GROUPS or GROUP (G)

Specifies the names of the alarm groups for which alarms are to be
collected. Default is CATENET. In this release of CDCNET, CATENET is
the only value accepted for this parameter.

OUTPUT (0)
Specifies the file to receive the alarm messages. Default is $OUTPUT.

STATUS (NOS/VE only)

See basic status concepts for NOS/VE System Command Language in the
NOS/VE System Usage manual.

Responses  --ERROR-- Alarms already active.

Remarks To ensure that alarms are activated each time you log in to NOS/VE and
access NETOU, include this command in your NETOU prolog.

Examples NOU/act ivate_alarms

Nou/
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CHANGE _ALARM _ENVIRONMENT (CHAAE) (NOS Only)
NETOU Command

Purpose

Format

Parameters

Responses

Examples

60000414 C

Changes the list of DIs from which you receive alarms. You may shut off
or again turn on the receipt of alarms from DIs. Use of this command does
not affect alarms received by other network operators, if your network has
more than one network operator.

If you disable receipt of alarms from a specific system, then you receive no
alarms from that system, regardless of the communities to which the
system belongs. If you disable receipt of alarms from a specific community,
however, you may receive alarms from any system that belongs to both the
disabled community and some other community not disabled. Disabling
alarms by system takes precedence over disabling alarms by community.

CHANGE _ALARM _ENVIRONMENT

DISABLE _SYSTEM = list 1..15 of name

ENABLE _SYSTEM = list 1..15 of name

DISABLE _COMMUNITY = list 1..15 of name

ENABLE _COMMUNITY = list 1..15 of name
DISABLE _SYSTEM (DS)
Name or names of DI or DIs for which receipt of alarms by the network
operator is to be shut off. Entry of a name already disabled is permitted.
ENABLE _SYSTEM (ES)

Name or names of DI or DIs for which receipt of alarms by the network

operator is to be turned back on. Entry of a name already enabled is
permitted.

DISABLE _ COMMUNITY (DC)

The community title or titles from which receipt of alarms is to be
disabled. Entry of a title already disabled is permitted. Currently, the only
allowed value for this parameter is CATENET, which specifies all the DIs
in the catenet.

ENABLE _COMMUNITY (EC)

The community title or titles from which receipt of alarms is to be
enabled. Entry of a title already enabled is permitted. Currently, the only
allowed value for this parameter is CATENET, which specifies all the DIs
in the catenet.

Alarm environment updated.

--ERROR-- Community <name> is not in the operator's domain of control.
--ERROR-- System <name> is not in the operator's domain of controi.

change_alarm_environment ds=engin_bld_tdi

Alarm environment updated.
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DEACTIVATE _ALARMS (DEAA)
NETOU Command

Purpose Terminates receipt of alarms from CDCNET DIs.

Format DEACTIVATE _ALARMS
STATUS = status variable (NOS/VE only)

Parameters STATUS (NOS/VE only)

See basic status concepts for NOS/VE System Command Language in the
NOS/VE System Usage manual.

Responses Alarms deactivated.
--ERROR-- Alarms not active.

Examples deactivate_alarms

Nou/
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DISPLAY_ALARM _ENVIRONMENT (DISAE) (NOS Only)
NETOU Command

Purpose

Format
Parameters

Responses

Examples

60000414 C

Displays the list of DI communities with your operations domain of control
from which receipt of alarms is enabled or disabled. This command also
lists the DIs from which alarms are disabled. Currently, the only
community that is displayed is CATENET, and the only domain of control
supported is the catenet.

DISPLAY_ALARM _ENVIRONMENT

None.

Alarm Environment.
(See example.)

display_alarm_environment
Alarm Environment

Community Alarm Status
CATENET Enabled

Disabled Systems
-None-
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DISPLAY_ALARM _HISTORY (DISAH) (NOS Only)
NETOU Command

Purpose Displays alarms received at your operations station since the start of your
command session, in chronological order. The limit for the display list is
50 display lines. If you receive more than 50 display lines, then new
display lines replace the oldest alarms on the display. (Because there is a
blank line between each a}_g%rg_x, you may see only 34 nonblank lines of
text.) T

Format DISPLAY_ALARM _HISTORY
DISPLAY_OPTION = keyword value

Parameters DISPLAY_OPTION (DO)
Specifies how many alarms are displayed.

Keyword Value Description

LAST Displays all alarms received since the last DISAH
command was entered.

PAGE Displays last page of alarms received.

ALL Displays all alarms that are in the buffer, which

has a limited buffer size.
Default is LAST.

Responses ALARM HISTORY REPORT
(Followed by a list of alarms. See example.)

No new alarms received since last DISPLAY_ALARM _HISTORY.

Examples display_alarm_history

ALARM HISTORY REPORT

*#xsxxx ALARM FROM MTI_83 85/10/10 13.38.51 619
==ERROR-~ Line: LINE31 down, connection timer expired

¢sssx& ALARM FROM MTI_83 85/10/10 13.38.55 202
--ERROR-~- Line: LINE23 down, auto-recognition failed

#sssxs ALARM FROM MTI_83 85/10/10 13.40.28 202
~-ERROR~-- Line: LINE23 down, auto-recognition fajled
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DISPLAY_CATENET_TITLES (DISCT) (NOS Only)

NETOU Command

Purpose Displays the system, community, and internal and external titles in the
catenet that are registered through the Directory Management Entity (ME).

Format DISPLAY_CATENET_TITLES
DISPLAY_OPTION = list of keyword value

Parameters DISPLAY_OPTION (DO)

Specifies what type (one or more) of titles to display. The following
keyword values are allowed.

Keyword Value

Description

SYSTEM (S)

COMMUNITY (C)

INTERNAL _SERVICE
as)

EXTERNAL_SERVICE
(ES)

ALL

Default is SYSTEM.

60000414 C

Displays titles of all CDCNET systems (DIs)
known in the CDCNET network. Searches the
entire catenet for the titles.

Displays titles of DI communities. The only
supported value is CATENET.

Displays titles of services that are known only
to network services and the command MDI.
Displays only the contents of the command
MDI/MTI directory. Internal titles are internal
to CDCNET and are not visible to network
users.

Displays titles of services that are known to
external users. The titles are known only to the
command MDI. Displays only the contents of the
command MDI/MTI directory. External titles are
available or visible to all the network operators
and network users.

Displays system, community, internal service,
and external service titles.

Session Control Commands 2-7



DISPLAY_CATENET_TITLES (DISCT) (NOS Only)

Responses Catenet Titles
(Followed by the titles display. See examples).

If a specified type is not registered through the Directory ME, the
following response is inserted in the display:

None were found.
Examples display_catenet_titles
Catenet Titles

comnunity titles
CATENET

system titles

NORTH_ENGIN_BLD_TDI SOUTH_ENGIN_BLD_TDI
ENGINEER_CYBER_MDI ADMIN_BLD_TDI_t1
ADMIN_BLD_TDI_2 ADMIN_BLD_NDI_TRUNK
HDQTRS_BLD_TDI_1 HDQTRS_BLD_TDI_2
HDQTRS_CYBER_MDI ENG_HDQTRS_NDI_TRUNK

internal_service titles
ENGINEERING HDQTRS

external_service titles
NP_GW_ENGINEERING NP_GW_HDQTRS
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DISPLAY_COMMAND _INFORMATION (DISCI) (NOS Only)
NETOU Command

Purpose

Format

Parameters

60000414 C

Displays parameters and parameter syntax information for a specified
session command. The specified command must be one of the available
session commands.

NOTE

On NOS/VE, this is a standard system command.

DISPLAY_COMMAND _INFORMATION
COMMAND = name
COMMAND (C)

Specifies the command for which the parameters are to be displayed. You
must provide either the full command name or the command abbreviation.
The specified command must be one of the following session commands.

ACTIVATE _ALARMS

BYE

CHANGE _ALARM_ENVIRONMENT
DEACTIVATE _ALARMS
DISPLAY_ALARM _ENVIRONMENT
DISPLAY_ALARM _HISTORY
DISPLAY_CATENET_TITLES
DISPLAY_COMMAND _INFORMATION
DISPLAY_COMMAND _LIST
DISPLAY_COMMAND _LIST_ENTRY
DISPLAY_CONNECTED _MDI
EXECUTE _COMMAND_FILE
GOODBYE

HELLO

HELP

INCLUDE _FILE

LOGIN

LOGOUT

QUIT

RESTORE _ALARM _ENVIRONMENT
ROUTE _ALARM

ROUTE _COMMAND_RESPONSE
SEND_COMMAND
SEND_COMMAND_SEQUENCE
SET_COMMAND _MDI
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Responses  List of parameter names, parameter abbreviations, and parameter syntax
for the specified command. (See example.)

-~-ERROR-- Parameter COMMAND is required but was omitted.

--ERROR-- The following parameter value, <string> is not a valid
command name.

Remarks The DISPLAY_COMMAND _INFORMATION session command is similar to
the network command of the same name, with two important differences:

® The session command displays only the session commands available to
the operator.

® The session command is not embedded within the SEND _COMMAND
network command.

Examples display_command_information command=incl ude_f1ile

file, fname = $required
username, unname = $optional
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DISPLAY_COMMAND _LIST (DISCL)

DISPLAY_COMMAND _LIST (DISCL)
NETOU Command

Purpose On NOS, this command displays the list of session control commands for
which you are validated.

On NOS/VE, this command returns fhe system command list established
for the operator. This list includes the NETWORK _OPERATOR _UTILITY.

Format DISPLAY_COMMAND _LIST
Parameters None.
Responses NOS/VE, system commands list.

NOS, alphabetical list of NETOU commands (see example).
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Examples  The following example shows a response generated by NOS NETOU.

display_command_1ist

activate_alarms

bye
change_alarm_environment
deactivate_alarms
display_alarm_environment
display_alarm_history
display_catenet_titles
display_command_information
display_command_1ist
display._command_1ist_entry
display_connected_mdi
execute_command_file
goodbye

hello

help

include_file

login

togout

quit
restore_alarm_environment
route_alarm
route_command_response
send_command
send_command_sequence
set_command_md1i

** command to exit SENCS mode
* escape character in SENCS mode
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DISPLAY_COMMAND _LIST_ENTRY (DISCLE)
NETOU Command

Purpose On NOS, this command displays the list of session control commands for
which you are validated. This command is an alias for the DISPLAY__
COMMAND _LIST command.

On NOS/VE, this command returns the list of session control commands.

Format DISPLAY_COMMAND _LIST_ENTRY

Parameters None.

Responses NOS/VE, list of session control commands (see example).

NOS, alphabetical list of session control commands.

Examples The following example shows a NOS/VE command list.

display_command_list_entry

activate_alarms deactivate_atlarms
quit send_command
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DISPLAY_CONNECTED_MDI (DISCM) (NOS Only)

DISPLAY_CONNECTED _MDI (DISCM) (NOS Only)
NETOU Command

Purpose Displays the coupler numbers, system titles, and operational status of the
MDIs and MTIs that are physically connected to the host mainframe.

On NOS, you can only control the network (by sending commands and
receiving responses through NETQU) through the MDI which you have
selected for communication with the network. This command is executed
automatically during the login process. This display contains one line for
each MDI or MTI connected to the host.

Format DISPLAY_CONNECTED _MDI

Parameters None.
Remarks MDIs may have the following operational states.
SELECTED You are currently communicating with this MDIL

ACTIVE MDI has been selected previously, and connection has
been retained.

AVAILABLE MDI is available for selection.

UNAVAILABLE MDI is not available for selection. This state indicates
that the MDI has started to establish communication
with NETOU but it is not yet ready to allow operator
sessions to be established. The system title is not
known at this time. If the MDI remains in this state,
the MDI is probably hung.

Responses STATUS OF CONNECTED MDIs
(See example.)

No path to CDCNET available.

Examples display_connected_mdi

STATUS OF CONNECTED MDIs
NODE  CURRENT  SYSTEM

NUMBER STATE TITLE
3 SELECTED MTI_83
5 ACTIVE MDI_84
6 AVAILABLE MDI_BA
7 UNAVAILABLE =—UNKNOWN--
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EXECUTE_COMMAND_FILE (EXECF) (NOS Only)

EXECUTE _COMMAND _FILE (EXECF) (NOS Only)
NETOU Command

Purpose

Format

Parameters

Remarks
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Directs NETOU to read the named file in your catalog. The INCLUDE _
FILE command is an alias for this command. The file may contain any
network operations commands, except the EXECUTE _COMMAND _FILE,
INCLUDE _FILE, and SET_COMMAND_MDI commands.

For example, you may construct a file that contains commands to select
the alarm messages for you. The file's contents are interpreted as one or
more commands. These commands may be any operator environment or
network commands that address systems or communities within your
domain of control.

NOTE

On NOS/VE, use the standard system command INCLUDE _FILE.

EXECUTE _COMMAND _FILE
FILE = name
USER _NAME = name

FILE (F)

Specifies the name of the file in your catalog or in the catalog of the
alternate user name, specified by the USER_NAME parameter.(described
next). The file name follows the NOS rules for file names. The file must
be an indirect access permanent file, residing on the default family.

USER _NAME (UN)

Specifies the user name of an alternate catalog in which the command file
is located. If the command file is in any catalog other than your own, you
must specify this parameter.

File contents can be in display code if you do not use characters that are
not supported in display code, such as * and @. If you do use nondisplay
code characters, file contents must use the ASCII 6/12 character code set.
Enter the NOS ASCII command prior to creating command files to ensure
this; otherwise, use the NOS FCOPY command to change the command
file's character code set from another set to the ASCII 6/12 character code
set. Reading of the file is terminated at the first end-of-record (EOR) or
end-of-file (EOF) encountered.

If you are going to access the command file from another user name with
the USER_NAME parameter, the file must be public, semiprivate, or
private with read access permitted to you.

Secondary user statements executed within IAF have no effect. The default
user name reverts back to the original login user name.

You may stop execution of the file by entering a user break 1 or 2
sequence.
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If a command inside the command file aborts or causes an error, execution
of the command file ceases. For example, if a ROUTE _COMMAND _
RESPONSE command in a command file gets a PFM error, execution of
the command file ceases.

Responses Command file <file_name> executing.

(This response is then followed by the responses to the commands in the
file (unless responses are routed to a file.)

Last command in command file is incomplete and is discarded.

-ERROR-- EXECUTE _COMMAND_FILE or INCLUDE ~FILE command
format error, <file_name> not specified.

--ERROR-- Command file <file_name> not found under username <un>.

-ERROR-- EXECUTE _COMMAND _FILE command is not valid in
command file. Processing of command file is terminated.

-<-ERROR-- SET_COMMAND _MDI command is not valid in command file.
Processing of command file is terminated.

-ERROR-- File <file_name> is a direct access file, should be indirect
access.

Examples The following command directs a file of statistics control commands called
NETSTAT to be read and executed:

execute_command_file file=netstat
Command file NETSTAT executing

(This section contains responses to the
commands in NETSTAT.)
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HELP (NOS Only)
NETOU Command

Purpose Displays a list of CDCNET network commands for which you are validated.
The commands are arranged in alphabetical order. Only the long form of
the command is returned.

NOTE
On NOS/VE, HELP is a standard system command.

Format HELP

Parameters None.

Responses  Displays an alphabetical list of network operator's commands (see example).

Examples help

activate_alarms

bye
change_alarm_environment
deactivate_alarms
display_alarm_environment
display_alarm_history
display_catenet_titles
display_command_information
display_command_1ist
diplay_command_list_entry
display_connected_mdi
execute_command_file
goodbye

hello

help

include_file

login

1ogout

quit
restore_alarm_environment
route_alarm
route_command_response
send_command
send_command_sequence
set_command_mdi

** command to exit SENCS mode
*  escape character in SENCS mode
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INCLUDE _FILE (INCF) (NOS Only)

INCLUDE _FILE (INCF) (NOS Only)
NETOU Command

Purpose Directs NETOU to read the named file in your catalog. This command is
an alias for the EXECUTE _COMMAND_FILE command. The file may
contain any network operations commands, except the EXECUTE _
COMMAND_FILE, INCLUDE _FILE, and SET_COMMAND_MDI
commands.

For example, you may construct a file that contains commands to select
the alarm messages for you. The file's contents are interpreted as one or
more commands. These commands may be any operator environment or
network commands that address systems or communities within your
domain of control.

NOTE
On NOS/VE, INCF is a standard system command.

Format INCLUDE _FILE
FILE = name
USER _NAME = name

Parameters FILE (F)

Specifies the name of the file in your catalog or in the catalog of the
alternate user name, specified by the USER_NAME parameter (described
next). The file name follows the NOS rules for file names. The file must
be an indirect access permanent file, residing on the default family.

USER _NAME (UN)

Specifies the user name of an alternate catalog in which the INCLUDE _
FILE is located. If the INCLUDE _FILE is in any other catalog than your
own, you must specify this parameter.

Remarks File contents can be in display code if you do not use characters that are
not supported in display code, such as * and @. If you do use nondisplay
code characters, file contents must use the ASCII 6/12 character code set.
Enter the NOS ASCII command prior to creating command files to ensure
this; otherwise, use the NOS FCOPY command to change the command
file's character code set from another set to the ASCII 6/12 character code
set. Reading of the file terminates at the first end-of-record (EOR) or
end-of-file (EOF) encountered.

If you are going to access the command file from another user name with
the USER_NAME parameter, the file must be public, semiprivate, or
private with read access permitted to you.

Secondary user statements executed within IAF have no effect. The default
user name reverts back to the original login user name.

You may stop execution of the file by entering a user break 1 or 2
sequence.
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Responses

Examples
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INCLUDE _FILE (INCF) (NOS Only)

If a command inside the INCLUDE _FILE aborts or causes an error,
execution of the INCLUDE _FILE ceases. For example, if a ROUTE _
COMMAND_RESPONSE command in an INCLUDE _FILE gets a PFM
error, execution of the INCLUDE _FILE ceases.

Command file <file_name> executing.
(This response is then followed by the responses to the commands in the
file, unless responses are routed to a file).

Last command in command file is incomplete and is discarded.

--ERROR-- INCLUDE _FILE command format error, <file_name> not
specified.

--ERROR-- Command file <file_name> not found under username <user_
name>.

-ERROR-- INCLUDE _FILE command is not valid in command file.
Processing of command file is terminated. ‘

--ERROR-- SET_COMMAND_MDI command is not valid in command file.
Processing of command file is terminated.

--ERROR-- File <file_name> is a direct access file, should be indirect
access.

The following command directs a file of statistics control commands called
NETSTAT to be read and executed.

include_file file=netstat
Command file NETSTAT executing

(This section contains responses to the
commands in NETSTAT.)

File NETSTAT complete
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QUIT (QUI)

QUIT (QUI)
NETOU Command

Purpose Terminates the Network Operator Utility (NETOU) session. After the
QUIT command executes, NETOU commands are not valid during a
command entry session.

Format QUuUIT
Parameters None.

Examples quit

Remarks The following NOS-only session control commands perform the same
function and are used in the same way as the QUIT command.

BYE
GOODBYE
HELLO
LOGIN
LOGOUT
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RESTORE_ALARM_ENVIRONMENT (RESAE) (NOS Only)

RESTORE _ALARM _ENVIRONMENT (RESAE) (NOS Only)
NETOU Command

Purpose Restores a changed alarm environment to the environment that was
defined at operator session login. Reenables receipt of alarms from DIs by
a network operator. Reenables disabled alarm communities.

Format RESTORE _ALARM _ENVIRONMENT
Parameters None.

Responses Alarm environment restored.

Remarks Use this command after your alarm environment has been changed by the
CHANGE _ALARM _ENVIRONMENT or DEACTIVATE _ALARMS
command to return to the original set of DIs that report alarms to you.

Examples restore_alarm_environment

Alarm environment restored.
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ROUTE_ALARM (ROUA) (NOS Only)

ROUTE _ALARM (ROUA) (NOS Only)
NETOU Command

Purpose

Format

Parameters

Responses

Remarks

Examples

Routes all alarms to a specified direct access file. If you enter this
command at the start of your operations session, all alarms that follow are
routed to a file. At the start of an operations session, routing to the
operations console display is assumed.

If a direct access file to receive alarms already exists, subsequent alarms
are appended to the end of the file. If the file does not exist, NETOU
defines the file. If the file is busy, or the named file is an indirect access
permanent file, the command fails. Both command responses and alarms
may be routed to the same file.

ROUTE _ALARM
FILE = list 1.2 of name and/or DISPLAY

FILE (F)

The name of the file to receive the alarms. The alarm file is a text file
that uses the ASCII 6/12 character code set. This file must be a NOS
direct access permanent file. You may define the same file to receive both
alarms and command responses. If the file does not exist, NETOU defines

the file. If the file already exists, NETOU appends subsequent alarms to
the end of the existing file.

The keyword DISPLAY indicates that you want alarms to be returned to
your terminal or console screen. Both a file name and DISPLAY may be
entered as a list in parentheses. In that case, alarms are both recorded in
the file and returned to your display. If you specify a file name and
DISPLAY, only one file name may be specified. The file name follows the
NOS rules for file names. If you specify no file name, the default DISPLAY
is assumed, and alarms are returned to your terminal or console screen.

Alarms routed to <file_name>.
Alarms routed to DISPLAY and <file_name>.

--ERROR-- Illegal ROUTE command, when more than one file is specified,
one must be DISPLAY.

--ERROR-- Illegal ROUTE command, DISPLAY specified more than once.

--ERROR-- File <file_name> is an indirect access file, should be direct
access.

Entering a second ROUTE _ALARM command terminates the alarm
routing from a previous command.

This example shows the ROUTE _ALARM command establishing that
alarms are to be routed to both a direct access file called TODLOG and to
the operations station display.

route_alarm file=(todlog,display)

Alarms routed to DISPLAY and TODLOG.
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ROUTE_COMMAND_RESPONSE (ROUCR) (NOS Only)

ROUTE _COMMAND _RESPONSE (ROUCR) (NOS Only)
NETOU Command

Purpose

Format

Parameters

Responses

Remarks

Examples

60000414 C

Routes all command responses to a specified direct access file. This
command is used only in NOS-based CDCNET operations. If you enter this
command at the start of your operations session, or make it part of your
operator's user prolog, all command responses that follow are routed to a
file. This command allows you to review lengthy responses, such as status
and configuration displays, using a listing of the responses.

ROUTE _COMMAND _RESPONSE
FILE = list 1..2 of name or DISPLAY

FILE (F)

The name of the file to receive the responses. This file must be a NOS
direct access permanent file. Note that both command responses and
alarms may be routed to the same file. A command response file is a NOS
direct access text file that uses the ASCII 6/12 character code set.

If the file does not exist, NETOU defines the file. If the file already exists,
NETOU appends subsequent command responses to the end of the file. If
the file name specified is DISPLAY, responses are routed to your
operations station. At the start of an operations session, routing to
DISPLAY is assumed. If you specify a file name and DISPLAY, only one
file name may be specified. If you specify no file name, the default
DISPLAY is assumed.

Command responses routed to <file_name>.
Command responses routed to DISPLAY and <file_name>.

--ERROR-- Illegal ROUTE command, when more than one file is specified,
one must be DISPLAY.

--ERROR-- Illegal ROUTE command, DISPLAY specified more than once.

--ERROR-- File <file_name> is an indirect access file, should be direct
access.

Entering a second ROUTE _COMMAND_RESPONSE command terminates
the command response routing from a previous command.

This example shows the ROUTE _COMMAND _RESPONSE command
establishing that command responses are to be routed to both direct access
file TODLOG and to the operations station display. This example and the
ROUTE _ALARM command example show messages being routed to the
same file (TODLOG).

route_command_response file=(todlog;display)

Command responses routed to DISPLAY and TODLOG.
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SEND_COMMAND (SENC)

SEND _COMMAND (SENC)
NETOU Command

Purpose

Format

Parameters

Examples

Sends a CDCNET command to a DI or list of DIs.
NOS Only

SEND _COMMAND
COMMAND = string
SYSTEM = list 1..15 of name

NOS/VE Only

SEND _COMMAND
COMMAND = string
SYSTEM = list of name
OUTPUT = file name
STATUS = status _variable

COMMAND (C)

The network operations command to be sent to the specified DI. Enter the
command as a string value enclosed by apostrophes (). You may use the
abbreviated form of the command. If the command you are sending
contains a string value (such as WRITE —TERMINAL_MESSAGE), you
must use two consecutive apostrophes at the beginning and end of the
string in order for the enclosed string to be recognized (see examples). You
cannot substitute the quotation mark character for two apostrophes.

SYSTEM (S) (NOS/VE only)

The logical or physical DI name or list of DI names to which the command
is to be sent. If a CDCNET command is sent to more than one CDCNET
system, a response must be received from each system for the command to

complete. If no response is received in 2 minutes, a timer terminates the
command.

SYSTEM (S)

The logical or physical DI name or list of DI names to which the command
is to be sent. If you omit this parameter, the name of the last DI or list of
DIs to which you sent a command is used. The default DI for the first use
of SEND_COMMAND during your session is the MDI through which you
are connected to the network.

OUTPUT (0O) (NOS/VE only)

The file to which a normal command response is written. Default value is
$OUTPUT.

STATUS (NOS/VE only)

See basic status concepts for NOS/VE System Command Language in the
NOS/VE System Usage manual.

senc c=‘dishs’,s=mdi83

send_command c='write_terminal_message,..

m=""Engineering’’’’s network will be down until 10:00°°~,..
s=tai)
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SEND_COMMAND_SEQUENCE (SENCS) (NOS Only)

SEND _COMMAND _SEQUENCE (SENCS) (NOS Only)
NETOU Command

Purpose

Format

Parameters

60000414 C

Allows you to send one or more commands to the same system(s) without
enveloping the command within a SENC command. This command puts you
in a special type of command entry mode (SENCS mode). You receive a
prompt after entering the SENCS command: /SENCS. All commands you
enter following the prompt are sent only to those systems specified in the
system parameter of the command. As you enter each command, the
command is sent to the specified system(s) for processing.

NOTE

When you are within SENCS mode, READY.. is the prompt at a K-display
system console. SENCS/ is the prompt at an operator console.

The SENCS command may be included in a prolog or command file. If so,

all subsequent commands are sent directly to the system specified by the
command.

To leave the SENCS mode, you enter ** If a prolog or command file
contains the SENCS command, all subsequent commands on that file are
sent to the specified system for processing until a ** is detected.

If you want to send a network command to other systems while in the
SENCS mode, use an escape character (a single asterisk *). To use the
escape character, type the escape character * followed by the network
command on the same line. This one command is then sent to the specified
systems and need not be encapsulated within the SENC command.
Subsequent commands are again processed in the SENCS mode unless they
are preceded with the escape character. When a command is continued on
more than one line, the * applies only to the first line. In other words, if *
is entered anywhere in the subsequent lines, it is treated as part of the
command text.

SEND _COMMAND _SEQUENCE
SYSTEM = list 1..15 of name

SYSTEM (S)

Specifies the logical or physical DI name or list of DI names to which the
command is to be sent. A maximum of 15 system titles may be specified.
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Responses  Entering SENCS mode, type ** to exit.
—~-ERROR-- Parameter SYSTEM is required but was omitted.

Examples  The following command sends a DISPLAY_DI_SYSTEM _STATUS
command to the DI named North _TDI_1.

send_command_sequence system = north_tdi_1
SENCS/display._di_system_status
SENCS/**

The following command sends a DISPLAY_DI_SYSTEM _STATUS
command to DIs North_TDI_1 and East_TDI_2.

send_command_sequence system=(north_tdi_1,east_tdi_2)

SENCS/display_di_system_status
SENCS/**
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SET_COMMAND _MDI (SETCM) (NOS Only)

SET_COMMAND _MDI (SETCM) (NOS Only)
NETOU Command

Purpose

Format

Parameters
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Selects the MDI (or MTI) through which you send commands to the
network and from which you receive responses and alarms from the
network. At any time, you can communicate with only one MDI. If only
one DI (MDI or MTI) is connected to a host, this command is not needed.
It is only needed in configurations supporting more than one MDI or MTI
per host. When you select an MDI for the first time, your user prolog
automatically executes. Subsequent, consecutive selection of the same MDI
causes recovery of the operator environment for that MDIL. Using this
command, you may switch communications from one MDI to another.
Whenever you select a different MDI, the session with the currently
selected MDI is broken. You may specify whether or not the operations
session should be terminated with the old MDI (using the RETAIN
parameter).

You receive responses only from the currently selected MDI. However, you
receive alarms from all MDIs with which you have active NETOU sessions.
If a session with a previously selected MDI is retained (see RETAIN
parameter) and the previously selected and currently selected MDI are in
the same catenet, you receive the same alarm twice, once from each MDI.
Because of this, the RETAIN parameter should only be used when
switching between MDIs belonging to disjoint catenets.

SET_COMMAND _MDI
MDI = name
RETAIN = boolean

MDI (M)

The system name of the MDI or MTI to which your operations session is
switched. If you omit this parameter, NETOU attempts to use the MDI
specified on the NETOU job statement as the default MDI to be selected, if
an MDI is specified and it is available. Otherwise, NETOU selects the
longest-connected available MDI as the default.

RETAIN (R)

Indicates whether or not the operations session with the currently selected
MDI or MTI should be retained. Possible values are YES, Y, NO, or N. If
you select YES, the current session is retained. You may subsequently
resume that session using another SET_COMMAND_MDI command. If you
select NO, the operations session with the MDI or MTI you have been
using is ended. If you are switching between MDIs or MTIs on disjoint
catenets, RETAIN should be set to YES. NETOU displays received alarms
for both the retained session and your currently selected session at your
operations session as well as sending them to the alarm history buffer.
You may also review the alarms for a retained session using the
DISPLAY_ALARM_HISTORY command. If you are switching between
MDIs or MTIs on a common catenet, RETAIN should be set to NO. This
prevents NETOU from displaying duplicate alarms for the new and
previous sessions. Default is NO.

Session Control Commands 2-27



SET_COMMAND_MDI (SETCM) (NOS Only)

Responses  MDI selected = <system_title>
-~-ERROR-- The value <value> is not valid as a RETAIN option.
--ERROR-- MDI not available, MDI = <system_name>.

Remarks This command cannot be contained in a CDCNET network operations
command file.

Examples set_command_mdi mdi=mdi_3

MDI selected = MDI_3
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** Command (NOS Only)

** Command (NOS Only)
NETOU Command

Purpose Terminates the SEND_COMMAND _SEQUENCE execution mode.

Format **

Parameters None.

Remarks Use this command when in SENCS mode. The command allows you to exit
(quit) the SENCS mode of execution begun when you entered the SENCS

command earlier in your session.

Examples SENCS/**
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ADD Commands 3

This chapter provides complete descriptions of all CDCNET Network Operations ADD
commands. Command descriptions are organized alphabetically by full command name.

Unless specified otherwise, all commands are valid in both NOS and NOS/VE
operations environments.
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ADD_ARP_REPORTED_NETS (ADDARN)

ADD_ARP_REPORTED_NETS (ADDARN)
DI Configuration Procedure/NETOU Command

Purpose

Format

Parameters

Responses

Informs Address Resolution Protocol (ARP) when the DI configured with
this command responds to ARP requests for IP networks accessible by this
DI. ADDARN applies only in a multi-LAN IP network environment.
ADDARN switches ARP from a mode in which a DI responds to ARP
requests from all IP networks/subnets to a mode in which the DI responds
to ARP requests from IP networks/subnets defined by ADDARN. ADDARN
limits the functionality of ARP proxy to prevent inefficient routing and
broadcast loops.

ADDARN is not required to configure ARP. Omitting it informs ARP to
answer ARP requests received on all Ethernets to which it connects.

ADD_ARP_REPORTED_NETS
SOURCE _IP_NETWORK = list 1..4 of 0..255
DESTINATION _IP_NETWORK = list 1..32 of list 1.4 of 0..255 or
keyword value

SOURCE _IP_NETWORK (SIN)

ARP requests received from this specified IP network/subnet are eligible
for a reply if the target IP address is on one of the specified destination IP
networks. (See DESTINATION _IP_NETWORK parameter.) The format is
similar to the decimal octet convention used by TCP/IP, except periods are
replaced with commas and the list is enclosed in parentheses. For example,
the IP network 192.2.53.0 is represented as (192,2,53,0) or (192,2,53).

DESTINATION _IP_NETWORK (DIN)

List of IP networks/subnets reportable via an ARP reply. Specify this
parameter as a list, or use keyword values NONE or ALL.
Keyword Value Description

NONE ARP proxy disabled. Only ARP requests with a
target IP address on the SOURCE _IP_NETWORK
are considered for a reply.

ALL ARP proxy in effect for all IP networks/subnets.
Default is ALL.

Reportable IP network/subnet is added for source IP network/subnet
<source _ip _network>.

--ERROR-- Reportable IP network/subnet is already defined for source IP
network <source_ip_network>.

--ERROR-- IP network <source_ip_network> is not defined.
--ERROR-- IP subnet <source_ip_network> is not defined.

--ERROR-- IP network/subnet <source_ip_network> is not directly
connected.

~-FATAL-- Not enough memory is currently available for required table
space.
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Remarks

Examples

ADD_ARP_REPORTED_NETS (ADDARN)

This command is useful to prevent ARP looping and to reduce Ethernet
traffic.

The following example shows how to use this command. Given the
configuration in figure 3-1, if the source host sends IP datagrams to a
destination host, a potential ARP broadcast loop can occur. ADD_ARP_
REPORTED_NETS can prevent the ARP broadcast loop.

NETWORK NETWORK NETWORK
1 2 3

HOST HOST

Dl 1 —1_
source | | D'3 -8 |opestinaTion
-—

M02896

60000414 E

Figure 3-1. ADD_ARP_REPORTED_NETS Example

The source host sends an ARP request on network 1 to determine the
destination host's Ethernet address. DI 1 and DI 2 propagate the ARP
request on network 2 to search for network 3 (the network where the
destination host resides). DI 3 sees both ARP requests and replies to both
DI 1 and DI 2, since it directly connects to network 3. However, DI 1 and
DI 2 see each others' ARP request and propagate it on network 1
searching for network 3. This cycle continues until the instigating ARP
request is answered.

If one of the DIs connecting networks 1 and 2 is disabled to respond to
ARP requests for network 3, the broadeast loop is avoided. This is done by
entering the following commands in DI 2's configuration file:

add_arp_reported_nets ..
source_1ip_network=1 ..
destination_ip_network=((1),(2))

add_arp_reported_nets ..
source_{ip_network=2 ..
destination_ip_network=((1),(2))

These commands inform DI 2 to process ARP requests received on either of
its connected Ethernet networks only for target networks 1 and 2. This
enables DI 1 to propagate only the ARP request on network 2. The source
host can use either DI 1 or DI 2 to reach the destination host.
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ADD_CLNS_FILTER (ADDCF)

ADD_CLNS _FILTER (ADDCF)
NETOU Command

Purpose

Format

Parameters

Creates a CLNS filter entry for the specified network. As CLNS datagrams
are received on the specified network, the source and destination NSAP
addresses are compared to CLNS filter entries. For the addresses to match,
only the address prefix portion must match. For the entry to be used, both
the source and destination addresses must match. The CLNS filter entry
specifies whether the matching CLNS datagram is to be routed or
discarded.

During filter processing, CLNS filter entries with longer source address
prefixes are tried first. For entries with equal source address lengths, the
longer destination address prefixes are used first. In this way, CLNS filter
entries with more specific (that is, longer) NSAP address prefixes will be
used sooner. The length of address prefixes specified as ANY are
considered to be zero.

ADD_CLNS_FILTER
NETWORK _NAME = name
SOURCE _ADDRESS _PREFIX = string 2..40 or ANY
DESTINATION _ADDRESS _PREFIX = string 2..40 or ANY
ACCESS _ALLOWED = boolean

NETWORK _NAME (NN)

Identifies the name of a network defined in this system. This is the
network to which the CLNS filter entry is added.

SOURCE _ADDRESS _PREFIX (SAP)

Specifies the NSAP address prefix used to match source addresses of
datagrams routed through the network. A source address match occurs if
any leading portion (including all) of the source NSAP address from the
datagram matches this value. ANY specifies that a match occurs for any
CLNS datagram whose destination address matches this CLNS filter entry.
The elements of the string defining an address prefix must be hexadecimal
digits. An address prefix must include an even number of hexadecimal
digits.

DESTINATION _ADDRESS _PREFIX (DAP)

Specifies the NSAP address prefix used to match destination addresses of
datagrams routed through the network. A destination address match occurs
if any leading portion (including all) of the destination NSAP address from
the datagram matches this value. ANY specifies that a match occurs for
any CLNS datagram whose source address matches this CLNS filter entry.
The elements of the string defining an address prefix must be hexadecimal

digits. An address prefix must include an even number of hexadecimal
digits.

ACCESS _ALLOWED (AA)

Specifies whether a CLNS datagram matching this entry is routed. If
TRUE, the datagram is forwarded. If FALSE, the datagram is discarded.
The default is TRUE.
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Responses The CLNS filter entry is added to network <network_name> as follows:

Source NSAP address prefix <source_NSAP_address_prefix>
Destination NSAP address prefix <destination _NSAP_address_prefix>
Access allowed <access_allowed >

--ERROR-- Network <network_name> is not defined.
-~-ERROR-- This CLNS filter definition is already defined.

--ERROR-- The NSAP address prefix <address_prefix> contains
non-hexadecimal characters.

--ERROR-- The NSAP address prefix <address_prefix> contains an odd
number of digits.

--FATAL- Not enough memory available for required table space.

Examples add_clins_filter network_name=NETWORK1 source_address_prefix=’00470023 ..
destination_address_prefix="0032004556’ access_allowed=TRUE

The CLNS filter entry is added to network NETWORK1 as follows

Source NSAP address prefix 00470023
Destination NSAP address prefix 0032004556
Access allowed TRUE

add_cins_filter network_name=NETWORK2 source_address_prefix=’00470023"
destination_address_prefix=“0032004556° access_allowed=TRUE

—-ERROR-- Network NETWORK2 is not defined.
add_cins_filter network_name=NETWORK1 source_address_prefix=00470023" .
destination_address_prefix="0032004556’ access_allowed=TRUE
--ERROR-- This CLNS filter definition is already defined.
add_clins_filter network_name=NETWORK2 source_address_prefix=-004700FG’ .
destination_address_prefix=/0032004556° access._allowed=TRUE

--ERROR-- The NSAP address prefix 004700FG contains non-hexadecimal
characters.
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ADD_CONS _INCALL (ADDCI)
DI Configuration Procedure/NETOU Command

Purpose Defines a CONS incall definition. An incall definition is from the
perspective of the CDCNET network. The incall information controls X.25
calls coming into the CDCNET network destined for CONS.

The source NSAP address associates the incoming call with the incall
definition. The source NSAP address is either specified in an X.25 facility
(the Address Extension Facility) for a 1984 PDN or is obtained from the
static mapping table defined by ADD_CONS_1980_X25_MAPPING for a
1980 PDN.

Format ADD_CONS_INCALL
ADDRESS _PREFIX = string 2..40
ACCEPT_PDN _CHARGES = boolean

Parameters ADDRESS_PREFIX (AP)

Specifies the address prefix of the peer's NSAP address (the source NSAP
address) for this incall definition. The address prefix can be any leading
portion of the NSAP address. The address prefix can associate the incall
definition with multiple NSAP addresses. If multiple ADD_CONS_INCALL
definitions exist that match a given NSAP address, the call definition
associated with the longest string is used. The elements of the string you
enter must contain an even number of hexadecimal digits.

ACCEPT_PDN _CHARGES (APC)

Specifies how calls initiated from the peer CONS user should be handled.
If TRUE, a call is accepted with either normal or reverse charging. If
FALSE, a call is accepted with only normal charging. Default is FALSE.

Responses  The information for CONS incall definition is added as follows:

NSAP address prefix = <address_prefix>
Accept PDN charges = <accept_pdn_charges>

--ERROR-- The CONS incall definition is already defined as follows:

NSAP address prefix = <address_prefix>
Accept PDN charges = <accept_pdn_charges>

—-ERROR-- The NSAP address prefix <address_prefix> contains
non-hexadecimal characters.

—-ERROR-- The NSAP address prefix <address_prefix> contains an odd
number of digits.

--FATAL-- Not enough memory availabie for required tabie space.
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Examples add_cons_incall address_pref ix='00470023' accept_pdn_charges=TRUE
The CONS incall definition is added as follows:

NSAP address pref ix 00470023
Accept PDN charges TRUE

add_cons_incall address_pref ix='00470023° accept_pen_charges=FALSE
--ERROR-- The CONS incall definition is already defined as

NSAP address prefix 00470023
Accept PDN charges TRUE

add_cons_incall address_prefix=‘004700FG’ accept_pdn_charges=TRUE

~-ERROR~- The NSAP address prefix 004700FG contains non-hexadecimal characters.
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ADD_CONS_OUTCALL (ADDCO)

ADD_CONS _OUTCALL (ADDCO)
DI Configuration Procedure/NETOU Command

Purpose Defines a CONS outcall definition. An outcall definition is from the
perspective of the CDCNET network. CDCNET uses the outcall information
to generate the proper CONS/X.25 call requests to the public data network.

The destination NSAP address associates the outgoing call with the outeall
definition. A CONS user internally specifies the destination NSAP address.
Indirectly, the destination NSAP address may have been configured by the
NAM/VE command ADD_OSI_ADDRESS or obtained by directory services.

There are multiple facility parameters. In addition to the facilities that can
be added by these parameters, there are other facilities that can be added
by the CONS entity. For 1980 and 1984 PDNs, the packet size facility can
be added, based on the setting of the SUBSCRIBED_FACILITIES
parameter of DEFINE _X25_INTERFACE. For 1984 PDNs, the expedited
data negotiation facility (with value FALSE) and the called and calling

address extension facilities (with values based on the corresponding NSAP
addresses) are added.

When you specify two or more categories, facility markers (two octets in
length) are automatically inserted between each of the categories of
facilities (X25_FACILITIES, LOCAL_NON _X25 _FACILITIES, REMOTE _
NON _X25_FACILITIES, and CCITT_DTE _FACILITIES).

Format ADD_CONS _OUTCALL
ADDRESS_PREFIX = string 2..40
REMOTE _DTE _ADDRESS = string 1..15
LOCAL _DTE _ADDRESS = string 1..15
ADD_REVERSE _CHARGES = boolean
ADD_FAST_SELECT = boolean
INTERFACE _STANDARD = key
X25 _FACILITIES = string 2..218
LOCAL _NON _X25 _FACILITIES = string 2..218
REMOTE _NON _X25 _FACILITIES = string 2..218
CCITT_DTE _FACILITIES = string 2..218
USER _DATA = string 2..256

Parameters ADDRESS _PREFIX (AP)

Specifies the address prefix of the peer's NSAP address (the destination
NSAP address) for this incall definition. The address prefix can be any
leading portion of the NSAP address. The address prefix can associate the
outcall definition with multiple NSAP addresses. If multiple ADD_CONS_
INCALL definitions exist that match a given NSAP address, the call
definition associated with the longest string is used. The elements of the
string you enter must contain an even number of hexadecimal digits.

REMOTE _DTE _ADDRESS (RDA)

Specifies the X.25-called DTE address used when a virtual circuit is

created in order to transmit data to the associated NSAP address. Specify
this parameter as a string of digits.
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For NSAP addresses where the next hop trunk is an X.25 trunk,

REMOTE _DTE _ADDRESS must be specified on the ADD_NON_CDC _
ROUTING _ENTRY or ADD_CONS_OUTCALL commands. If specified by
both, the ADD_CONS_OUTCALL command takes precedence. If specified
by neither, any CONS connect request to the NSAP is rejected. If the next
hop trunk is an X.25 trunk identified internally by dynamic routing by an
X.25 network solution, the other remote DTE address is the one defined by
DEFINE _X25_NET, not ADD_NON_CDC_ROUTING_ENTRY. The
default for Ether (LLC_2) and HDLC trunks is that the called DTE
address is zero length.

LOCAL _DTE _ADDRESS (LDA)

Specifies the X.25 calling DTE address used when creating a virtual circuit
to transmit data to the associated NSAP address. Specify this parameter as
a string of digits 0 through 9.

For NSAP addresses where the next hop trunk is an X.25 trunk, LOCAL _
DTE _ADDRESS can be specified on either the DEFINE _X25_INTERFACE
or ADD_CONS_OUTCALL commands. If specified by both, the ADD_
CONS_OUTCALL command takes precedence. If specified by neither, any
CONS connect request to the NSAP address has a zero length calling DTE.
The default for Ether (LLC_2) and HDLC trunks is that the calling DTE
address is zero length.

ADD_REVERSE _CHARGES (ARC)

Specifies whether to use the reverse charges facility for outgoing calls. If
TRUE, the reverse charges facility is included in outgoing calls. If FALSE,
reverse charging will not be requested. The default is FALSE.

ADD_FAST_SELECT (AFS)

Specifies whether to use the fast select facility for outgoing calls. If TRUE,
the fast select facility is included in outgoing calls. If user data is greater
than 16 octets, this parameter is automatically set to TRUE. Otherwise,

the default is FALSE.
INTERFACE _STANDARD (IS)
Specifies which X.25 standard to use when formatting the call for a given
trunk.
SAME _AS_INTERFACE

Specifies that CONS use the value defined for the actual trunk by the
DEFINE _X25_INTERFACE command (could be either CCITT_1980 or
CCITT_1984).

CCITT_1980

Specifies that CONS formats the call using the 1980 CCITT standard
no matter what value the DEFINE _X25_INTERFACE command
specifies. A CCITT_1980 call does not include certain facilities
(expedited data negotiation and address extension) that are present in a
CCITT_1984 call.

The default is SAME _AS_INTERFACE.
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X25 _FACILITIES (XF)

Specifies X.25 facilities options as defined by the X.25 CCITT protocol.
This parameter is specified as an even-numbered string of hexadecimal
digits. There is no additional validation performed on the string other than
to check that the length of all the facilities plus implied markers specified
by this command does not exceed 109 octets. The default is that no
additional facilities are generated for this category.

LOCAL _NON _X25 _FACILITIES (LNXF)

Specifies non-X.25 facilities options provided by the local network as
allowed by the X.25 CCITT protocol. This parameter is specified as an
even-numbered string of hexadecimal digits. There is no additional
validation performed on the string other than to check that the length of
all the facilities plus implied markers specified by this command does not
exceed 109 octets. The default is that no facilities are generated for this
category.

REMOTE _NON _X25 _FACILITIES (RNXF)

Specifies non-X.25 facilities options provided by the remote network as
allowed by the X.25 CCITT protocol. This parameter is specified as an
even-numbered string of hexadecimal digits. There is no additional
validation performed on the string other than to check that the length of
all the facilities plus implied markers specified by this command does not
exceed 109 octets. The default is that no facilities are generated for this
category.

CCITT _DTE _FACILITIES (CDF)

Specifies CCITT DTE facilities options as defined by the X.25 CCITT
protocol. This parameter is specified as an even-numbered string of
hexadecimal digits. There is no additional validation performed on the
string other than to check that the length of all the facilities plus implied
markers specified by this command does not exceed 109 octets. The default
is that no additional facilities are generated for this category.

USER _DATA (UD)

Specifies an even-numbered string of hexadecimal digits. This parameter
value overrides any user data specified by the CONS user (such as the
user data propagated from TPO as specified on the CHANGE _OSI _
TRANSPORT command) and places the string into the USER_DATA field

of the X.25 call. The default is to use the user data specified by the CONS
user.
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The CONS outcall definition is added as follows:

NSAP address prefix = <address_prefix>

Remote DTE address = <remote_dte_address>

Local DTE address = <local_dte_address>

Add reverse charging = <add_reverse _charges>

Add fast select = <add_fast_select>

Interface standard = <interface_standard>

X.25 facilities = <x25_facilities>

Local non-X.25 facilities = <local _non_x25_facilities>
Remote non-X.25 facilities = <remote_non_x25_facilities>
CCITT DTE facilities = <cecitt_dte_facilities>

User Data = <user_data>

--ERROR-- The CONS outcall definition is already defined as follows:

NSAP address prefix = <address_prefix>

Remote DTE address = <remote_dte_address>

Local DTE address = <local_dte_address>

Add reverse charging = <add_reverse_charges>

Add fast select = <add_fast_select>

Interface standard = <interface_standard>

X.25 facilities = <x25_facilities>

Local non-X.25 facilities = <local _non_x25 _facilities>
Remote non-X.25 facilities = <remote _non_x25_facilities>
CCITT DTE facilities = <ccitt_dte_facilities>

User Data = <user_data>

--ERROR-- The NSAP address prefix <address_prefix> contains
non-hexadecimal characters. ~-ERROR-- The NSAP address prefix
<address_prefix> contains an odd number of digits.

-ERROR-- DTE address <string> contains non-decimal characters.
--ERROR-- Facilities <string> contains non-hexadecimal characters.
--ERROR-- Facilities <string> contains an odd number of digits.

--ERROR-- Specified facilities total length of <number> octets exceeds the
maximum of 109 octets.

-ERROR-- User_data <string> contains non-hexadecimal characters.
--ERROR-- User_data <string> contains an odd number of digits.

--FATAL-- Not enough memory available for required table space.
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Examples

add_cons_outcall address_pref ix='00470023’ remote_dte_address=’ 123456789° ..

add_reverse_charges=TRUE remote_non_x25_facilities=’112233’

The CONS outcall definition is added as follows:

NSAP address pref ix
Remote DTE address

Local DTE address

Add reverse charging

Add fast select

Interface standard

X.25 facilities

Local non-X.25 facilities
Remote non-X.25 facilities
CCITT DIE facilities
User Data

00470023
123456789

None specif ied
TRUE

FALSE

SAME _AS_INTERFACE
None specif ied
None specif ied
112233

None specif ied
CONS user specified

add_cons_outcall address_pref ix='00470023‘ add_fast_select=TRUE ..
remote_non_x25_facilities='998877"

--ERROR-~ The CONS outcall definition is already defined as follows:

NSAP address pref ix
Remote DTE address

Local DTE address

Add reverse charging

Add fast select

Interface standard

X.256 facilities

Local non-X.25 facilities
Remote non-X.25 facilities
CCITT DTE facilities

User Data

00470023
123456788

None specif ied
TRUE

FALSE
SAME_AS_INTERFACE
None specif ied
None specif ied
112233

None specif ied
CONS user specified

add_cons_outcall address_prefix='004700FG’ user_data=‘03010100’

-~ERROR-- The NSAP address prefix 004700FG contains non-hexadecimal characters.
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ADD_CONS _1980 _X25_MAPPING (ADDC1XM)
DI Configuration Procedure/NETOU Command

Purpose Configures the information incoming from an X.25 PDN needed to route
CONS/TPO traffic to the proper destination.

ADD_CONS _1980_X25_MAPPING defines the following information:
® The destination NSAP address

® The destination (called) DTE address

® The source NSAP address

® The source (calling) DTE address

The ADDC1XM command can be entered repeatedly. This may be
necessary if more than one destination DTE/NSAP address and source
DTE/NSAP address association exists.

Format ADD_CONS_1980 _X25_MAPPING
DESTINATION _NSAP_ADDRESS = string 2..40
DESTINATION _DTE _ADDRESS = string 1..15
SOURCE _NSAP_ADDRESS = string 2..40
SOURCE _DTE _ADDRESS = string 1..15

Parameters DESTINATION _NSAP_ADDRESS (DNA)

Specifies the destination NSAP address used for all X.25 Incoming Call
packets containing called and calling DTE addresses matching the values
established by the DESTINATION _DTE _ADDRESS and SOURCE _DTE _
ADDRESS parameters of this command. These Call packets cause a
corresponding CONS connection to be made to the destination NSAP
address specified by this parameter.

The elements of the string you enter must contain an even number of
hexadecimal digits.

DESTINATION _DTE _ADDRESS (DDA)

Specifies the destination DTE address used for mapping the called DTE
address of X.25 Incoming Call packets to the destination NSAP address
specified by the DESTINATION _NSAP_ADDRESS parameter of this
command. Default is no called DTE address (Incoming Call packets that do
not contain a called DTE address are considered matching).

The called and calling DTE addresses of Incoming Call packets must match
the values established by the SDA parameter and this parameter before
the SDAP addresses specified by this command occur.

The elements of the string you enter must contain decimal digits.
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SOURCE _NSAP_ADDRESS (SNA)

Specifies the source NSAP address used for all X.25 Incoming Call packets
containing called and calling DTE addresses matching the values
established by the DESTINATION _DTE _ADDRESS and SOURCE_DTE _
ADDRESS parameters. These Call packets cause a corresponding CONS
connection to be made to the NSAP address specified by the
DESTINATION _NSAP_ADDRESS parameter. The source NSAP address
used for the CONS connection is the value specified by this parameter. The
default for this parameter is the NSAP address of this system.

The elements of the string you enter must contain an even number of
hexadecimal digits.

If an entry is given in which no source DTE address is supplied but a
source NSAP is supplied, and an incoming call contains no source DTE
address but a destination DTE address that matches this entry, then the

entry is considered found and the supplied NSAP address is used instead of
the default.

If the call source may be from two different systems, the correct NSAP
address should be entered because the Transport protocol, which states the
source NSAP address along with the source Transport reference number,
must be unique. If they are not unique, unexpected results such as
disconnects or hung connections may occur.

Also, the destination end system may require the correct source NSAP
address for validation purposes. For example, with the RTS (Reliable
Transfer Service) application on at the NOS/VE host, the incoming call is
validated by the source NSAP address. The source NSAP address given to

the RTS application must match the source NSAP address given on this
command.

For the RTS application on the NOS/VE host, the command, ADD_OSI _
ADDRESS (ADDOSIA), must be executed for the NSAP address of the
incoming call destination. For RTS to pass the incoming validation check,
the address given to ADDOSIA must match the source NSAP address. No
such requirement exists for FTAM.

Rorrd

SOURCE _DTE _ADDRESS (SDA)

Specifies the source DTE address used for mapping the calling DTE
address of X.25 Incoming Call packets to the source NSAP address
specified by the SNA parameter of this command. Default is no calling
DTE address (Incoming Call packets that do not contain a calling DTE
address are considered matching).

NOTE

B

Both the called and calling DTE addresses of Incoming Call packets must
match the values established by the DDA parameter and this parameter
before the mapping to the NSAP addresses specified by this command
occurs. :

The elements of the string entered must contain decimal digits.
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Responses

It is not required that an incoming X.25 Connect Request from an X.25
PDN contain a calling (source) DTE address. This information is needed if
the destined system needs to know the origination of the call and the
destination DTE address is not enough to determine this information. For
example, if this NDI expects to receive only incoming CONS/TPO traffic
over an X.25 PDN from one foreign system, then the source NSAP address
can be determined from the incoming called (destination) DTE address.

If this NDI expects to receive incoming CONS/TPO traffic over an X.25
PDN from more than one foreign system, but each foreign system is
sending data to a different destination system, the source NSAP address
can be determined from the destination DTE address.

If the incoming call contains a source DTE address, then it must be
supplied in order for this entry to match.

The information for routing incoming CONS/TPO traffic is added as follows:

Destination NSAP address = <destination_nsap_address>
Destination DTE address = <destination_dte _address>
Source NSAP address = <source_nsap_address>

Source DTE address = <source_dte_address>

--ERROR-- The NSAP address <nsap address> contains non-hexadecimal
characters.

--ERROR-- The NSAP address <nsap address> contains an odd number of
digits.

--ERROR-- The DTE address <dte address> contains non-decimal
characters.

--ERROR-- The information for routing incoming CONS/TP0 traffic is
already defined as follows:

Destination NSAP address = <destination_nsap_address>
Destination DTE address = <destination_dte _address>
Source NSAP address = <source_nsap_address>

Source DTE address = <source_dte_address>

--FATAL-- Not enough memory is currently available for required table
space.

36 CDCNET Commands 60000414 D



Examples

60000414 C

ADD_CONS_1980_X25_MAPPING (ADDC1XM)

add_cons_1980_x25_mapping dda=°1234567" ..
dna="39840f0 1bb7b0000000000000108002510008401~ . .
sda="789012° sna=’4700040003000120230110070001"

The information for routing incoming CONS/TPO traffic is
added as follows:

Destination NSAP address = 39840f01bb7b0000000000000108002510008401
Destination DTE address = 1234567

Source NSAP address = 4700040003000120230110070001

Source DTE address = 789012

add_cons_1980_x25_mapping ..
dna=“39840f01bb7b0000000000000 108002510008401~

The information for routing incoming CONS/TPO traffic is
added as follows:

Destination NSAP address = 398400 1bb7b0000000000000108002510008401

Destination DTE address = Not Specified
Source NSAP address = 39840f01bb7b0000000000000108002510007201

Source DTE address = Not Specified
addcixm dda=’1234567° dna=0000000008002510008G”
--ERROR-- The NSAP address 0000000008002510008G
contains non-hexadecimal characters.
addcixm dda=‘12345FF“ dna=“0000000008002510008G”
--ERROR-- The DTE address 12345FF contains non-decimal characters.
addcixm dda=’1234567
dna=“39840f01bb7b0000000000000108002510008401“

--ERROR-- The information for routing incoming
CONS/TPO traffic is already defined as follows:

Destination NSAP address = 39840f01bb7b0000000000000108002510008401
Destination DTE address = 1234567

Source NSAP address = 39840f01bb7b0000000000000108002510007201
Source DTE address = Not Specified
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ADD _EGP_REPORTED _NETS (ADDERN)
DI Configuration Procedure/NETOU Command

Purpose

Format

Parameters

Responses

Remarks

3-8 CDCNET Commands

Adds the specified IP network numbers to the list of local networks
reported by Exterior Gateway Protocol (EGP) to its peers for this DI. If the
list of local networks was previously empty, EGP would have reported all
local networks to its peers. ADDERN switches EGP from reporting all IP
networks to reporting only IP networks defined by this command.

ADD _EGP_REPORTED _NETS
IP_NETWORK = list 1..32 of list 1..3 of 0..255

IP_NETWORK (IN)

List of IP network numbers reported to EGP peers. The format is similar
to the decimal octet convention used by TCP/IP, except periods are replaced
with commas, and the list is enclosed in parentheses. In addition, the
address is a list of three numbers instead of four. Since the address is a
network address, the host portion is omitted. For example, the IP address
128.2.53.0 is represented as (128,2,53).

IP networks are added to the reported EGP list.

--FATAL-- Not enough memory is currently available for required table
space.

This command is useful for security. For example, you might want one
gateway not to know about another gateway.
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Examples  The following example shows how to use this command. Given the
configuration in figure 3-2, the best path for a DDN host to connect to a
host on 192.12.251 is through DI 1. Likewise, DI 4 is the best path for a
DDN host to connect to a host on 192.5.209. Since DI 1 can reach network
192.5.209, it could report to its EGP peer that 192.5.209 is reachable
through it. This would cause an inefficient route to 192.5.209.

/ 192.12.251 /7 / 192.5.209 /

/ 7 / ] 1 7
n IDIZ HD!S Dl 4

DDN

EGP
GATEWAY

M02897

Figure 3-2. ADD _EGP_REPORTED _NETS Example

To cause each gateway to report only its directly connected Ethernet, enter
the following commands in the DI 1 and DI 4 configuration files.

For DI 1:

add_egp_reported_nets ip_network=((192,12,251))
For DI 4:

add_egp_reported_nets ip_network=((192,5,209))
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ADD _INCOMING _SERVICE _ACCESS (ADDISA)
DI Configuration Procedure/NETOU Command

Purpose Adds the titles of servers that may be accessed coming in via the network
solution.

Format ADD _INCOMING _SERVICE _ACCESS
TITLE = list 1..15 of name or string 1..255
NETWORK _NAME = name

Parameters TITLE (T)

Title of a server that may be accessed coming in via the network solution.
The title may contain wildcard characters to specify a set of allowed titles
(see the CDCNET Network Operations and Analysis manual for
information on wildcard characters).

Title is case-sensitive when entered as a string. For example, if the
command defining a service specifies the service title in uppercase, it must

be specified in uppercase for the ADDISA command or it is seen as a
different title.

For more information on the use of service titles, see the CDCNET
Configuration manual.

NETWORK _NAME (NN)

Identifies the name of a currently defined network within this system. This
is the network solution upon which the accessible services are being
defined. Defaults to the previously defined network when on the

configuration file. It is required when the command is entered by the
operator.

Responses  Incoming service access added to network <network_name>.

~WARNING-- Incoming service access added to network <network_
name>,

Title <title> already added to network.
{Line repeats for each title already added to network}

--ERROR-- A network is not defined.
~-ERROR-- Network <network _name> is not defined.

-ERROR-- Title <title> may not appear more than once in the list of
specified titles.

--ERROR-- Expecting NAME or STRING, found <xxx>.

--FATAL-- Not enough memory is currently available for required table
space.
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In this example, an HDLC trunk links two separate sites (figure 3-3).
Assume that service access between the two sites must be limited to the
following:

® QTF/PTF file transfers in either direction.

e Site 1 has unrestricted interactive service access to site 2.

e Site 2 interactive service access to site 1 is limited to Host_1.
Add the following to the configuration file for NDI_1:

define_hdlc_net..
trunk_name=hdic_trunk_1,network_name=hdlc_net_1,..
network_id=3..
incoming_service_access=(f1ile_transfer)..
outgoing_service_access=(file_transfer, interactive)
add_incoming_service_access. .
title=host_1

The ADD_INCOMING _SERVICE _ACCESS command adds Host_1 as the
only site 1 host to which site 2 users can make an interactive connection.
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HOST 1

MDI_1 011 ™12 SITEY

/ / ESCI_NET_1

NDI_1

SITE2

NDI_21

/ / ESCI_NET_2

TDI_21 TDI_22 MDI_23

HOST_2

M04137

Figure 3-3. ADDISA Example
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ADD_IP_FILTER (ADDIF)
NETOU Command

Purpose

Format

Parameters

60000414 F

Creates an IP filter entry for the specified IP network. As IP datagrams
are received on the specified network, the system compares the protocol, IP
addresses, and port numbers to IP filter entries. The portions of the IP
addresses used are determined by the masks. When an IP datagram is
processed, a particular filter entry is selected if all its parameters match
the IP datagram. A value of ANY for a parameter specifies that any value
for that item from the datagram is a match. The ACCESS_ALLOWED
parameter from the IP filter entry specifies whether the matching IP
datagram is to be routed or discarded. When a datagram is discarded, a
statistics field and a MIB variable are incremented. The order of IP filter
entries used is the same as the order in which they are created. The
system administrator can use masks and change the order created to cause
different effects with similar addresses.

ADD_IP_FILTER
IP_NETWORK = list 1..4 of integer 0..255
SOURCE _IP_ADDRESS = list 1..4 of integer 0..255 or ANY
DESTINATION _IP_ADDRESS = list 1..4 of integer 0..255 or ANY
SOURCE _IP_MASK = list 1.4 of integer 0..255 or HOST
DESTINATION _IP_MASK = list 1..4 of integer 0..25 or HOST
PROTOCOL = integer 1..254 or keyword value
SOURCE _PORT_NUMBER = list 1..10 of integer 0..65535 or ANY
DESTINATION _PORT_NUMBER = list 1..10 of integer 0..65535 or

ANY

ACCESS _ALLOWED = boolean
NUMBER _DATAGRAMS _LOGGED = integer 0..255

IP_NETWORK (IN)

Identifies an IP network defined in this system. This is the network to
which the IP filter entry is added.

SOURCE _IP_ADDRESS (SIA)

Specifies the IP address used to filter source IP addresses from datagrams
received on this IP network. A source address match occurs if the source
IP address from the datagram matches this value after applying the
SOURCE _IP_MASK parameter. ANY specifies that any source IP address
in the datagram satisfies this part of the match.

DESTINATION _IP_ADDRESS (DIA)

Specifies the IP address used to filter destination IP addresses from
datagrams received on this IP network. A destination address match occurs
if the destination IP address from the datagram matches this value after
applying the DESTINATION _IP_MASK parameter. ANY specifies that any
destination IP address in the datagram satisfies this part of the match.

SOURCE _IP_MASK (SIM)

Specifies which parts of the SOURCE _IP_ADDRESS parameter are
compared to the IP datagram's source address to determine a source
address match. List items not included default to zeros. The keyword
HOST uses (255,255,255,255) to specify that the entire source IP address is
compared. This parameter is not used if the SOURCE _IP_ADDRESS
parameter is ANY. The default is HOST.
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DESTINATION _IP_MASK (DIM)

Specifies which parts of the DESTINATION _IP_ADDRESS parameter are
compared to the IP datagram's destination address to determine a
destination address match. List items not included default to zeros. The
keyword HOST uses (255,255,255,255) to specify that the entire destination
IP address is compared. This parameter is not used if the DESTINATION
IP_ADDRESS parameter is ANY. The default is HOST.

PROTOCOL (P)

Specifies the datagram protocol filtering to use for this entry. A protocol
match occurs if the protocol field in the IP datagram matches this value.
The keywords ICMP, TCP, and UDP specify corresponding protocol values;
ANY indicates that any protocol value matches. The default is ANY.

SOURCE _PORT_NUMBER (SPN)

Specifies ranges of source port number values used to filter the datagram's
source port field received on the specified IP network. A match occurs if
the source port number from the datagrams falls into any of the specified
ranges. ANY specifies that any source port number from the datagram
satisfies this part of the match. Only protocol TCP and UDP datagrams
include source and destination port numbers. For a filter entry to match a
datagram that does not include a source port number, the filter entry must
specify ANY. The default is ANY.

DESTINATION _PORT _NUMBER (DPN)

Specifies ranges of destination port number values used to filter the
datagram's destination port field received on the specified IP network. A
match occurs if the destination port number from the datagrams falls into
any of the specified ranges. ANY specifies that any destination port
number from the datagram satisfies this part of the match. Only protocol
TCP and UDP datagrams include source and destination port numbers. For
a filter entry to match a datagram that does not include a destination port
number, the filter entry must specify ANY. The default is ANY.

ACCESS _ALLOWED (AA)

Specifies whether an IP datagram matching this entry is routed. If TRUE,
the datagram is forwarded. If FALSE, the datagram is discarded. The
default is TRUE.

NUMBER _DATAGRAMS _LOGGED (NDL)

Specifies how many of the filtered IP datagrams should be logged in a
given statistics interval. The logging occurs only if DOD_INTERNET is
specified on the PROCESS parameter of the START_PROCESS _METRICS
command. The log message recording the filtered datagrams is log ID 1712.
The default is 0.
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The IP filter entry is added to network <ip_network> as follows:

Source IP address <source _ip_address>

Destination IP address <destination _ip_address>

Source IP mask <source _ip_mask>

Destination IP mask <destination _ip_mask>

Protocol <protocol >

Source port ranges <source _port_number>

Destination port ranges <destination_port__number>

Access allowed <access_allowed > i
Number datagrams logged <number _datagrams_logged>

--ERROR-- IP network <ip_network> is not defined.

--ERROR-- The IP Filter entry is already defined on IP network <ip_
network >,

--FATAL-- Not enough memory available for required table space.

add_ip_filter ip_network=(129,179,52) source_ip_address=(129,179) ..
destination_ip_address=(129, 179,63) source_ip_mask=(255,255) ..
destination_ip_mask=host protocoi=any source_port_number=1..126 ..
destinat ion_port_number=127..255 access_allowed=TRUE
number_datagrams_1logged=10

e

5

The IP filter entry is added to IP network 129,179,56 as follows:

Source IP address 129.179.000.000
Destination IP address 129.179.630.000
Source IP mask 255.255.000.000
Destination IP mask 255.255.255.255
Protocotl any

Source port ranges 1..126
Destination port ranges 127..255
Access allowed TRUE

o

Number datagrams logged 10

add_ip_filter ip_network=(129,179,54) source_ip_address=(129,179) ..
destination_ip_address=(129,179,63) source_ip_mask=(255,255)
destination_ip_mask=host protocol=any source_port_number=1..126 ..
destinat ion_port_number=127..255 access_allowed=TRUE ..
number_datagrams_logged=10

R

--ERROR-- IP network 179,179,54 is not defined.

add_ip_filter ip_network=(129,179,52) source_ip_address=(129,179) ..
destination_ip_address=(129, 179,63) source_ip_mask=(255,255) ..
destination_ip_mask=host protocol=any source_port_number=1..126 ..
destination_port_number=127..255 access_allowed=TRUE. .
number_datagrams_logged=10

Rliorai s d

--ERROR-- The IP filter definition is already defined on
IP network 129,179,52
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ADD_NON _CDC _ADDRESS _PREFIX (ADDNCAP)
DI Configuration Procedure/NETOU Command

Purpose

Format

Parameters

Responses

60000414 D

Defines information used to route traffic to a non-CDCNET OSI system.

This information includes a list of address prefixes of NSAP addresses in
one or more non-CDCNET systems which can be reached from the same

CDCNET boundary system.

ADD_NON _CDC_ADDRESS _PREFIX
ADDRESS _PREFIX = list 1..10 of string 2..40
NEXT_HOP = list 1.4 of 0..0FFFF, string of 12

ADDRESS _PREFIX (AP)

Specifies the address prefix of non-CDCNET NSAP addresses for which the
boundary system is being defined. The elements of each string defining an
address prefix must be hexadecimal digits. An address prefix must include
an even number of hexadecimal digits.

NEXT_HOP (NH)

Specifies information for up to four boundary systems, any of which can be
used to reach the non-CDCNET systems whose NSAP addresses are
identified via the AP parameter.

Information about each boundary system is specified by a subnet ID and
SNPA address pair. The subnet ID identifies a CDCNET subnet directly
connected to the boundary system. The SNPA address is the layer 1
address of the boundary system on this subnet. It is same as the system
ID of the boundary system.

The subnet ID is specified as an integer with a value between 0 and Offff.

The SNPA address is specified as a string containing 12 hexadecimal
digits.

The following header precedes the added address prefixes.

The NonCDCNET NSAP address prefixes are added as follows (see
example):

The following responses are error messages.

--ERROR-- The NonCDCNET NSAP address prefixes are already defined
as follows (see examples for the format):

--ERROR-- The NonCDCNET NSAP address prefix <address_prefix>
contains non-hexadecimal characters.

-~-ERROR-- The NonCDCNET NSAP address prefix <address_prefix>
contains an odd number of digits.

--ERROR-- SNPA <next_hop SNPA> contains non-hexadecimal
characters.

~-ERROR-- This command cannot be executed in a system whose routing
function is END SYSTEM.

~-FATAL-- Not enough memory is currently available for required table
space.
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Examples add_non_cdc_address_prefix ap="00470023’ nh = ((15,”0800271000EE*),
(1,°080027100123°))

The NonCDCNET NSAP address prefixes are added as follows:

NonCDCNET NSAP address prefix Subnet ID Boundary System SNPA
00470023 000F 080027 1000EE
0001 080027100123

add_non_cdc_address_prefix ap="004700FG’ nh=((15, ‘00EEFF3324EE‘))
~-ERROR-~ The NonCDCNET NSAP address prefix 004700FG contains
non-hexadecimal characters.
add_non_cdc_address_prefix ap=-004700FG’ nh=( (15, "00EEFG3324EE’))
--ERROR-- SNPA OOEEFG3324EE contains non-hexadecimal characters.

The NonCDCNET NSAP address prefix 004700FG contains
non~hexadecimal characters.
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ADD_NON _CDC _ROUTING _ENTRY (ADDNCRE)
DI Configuration Procedure/NETOU Command

Purpose

Format

Purpose

60000414 D

Configures the information needed to route traffic to a non-Control Data
system. This command is executed in a CDCNET boundary system. A
CDCNET boundary system is the last CDCNET system on the path to a
non-Control Data destination. It is connected to the same medium to which
a non-Control Data system is also connected. This non-Control Data system
is either the final destination or the first non-Control Data next hop on the
path to it.

Routing entries defined by the ADD_NON _CDC_ROUTING_ENTRY
command are automatically deleted if the next hop trunk associated with

these entries is cancelled using one of the CANCEL _XXX _TRUNK
commands.

NOTE

CDCNET supports routing to non-Control Data systems only through
Ethernet and HDLC trunks for CLNS traffic and through Ethernet and
X.25 trunks for CONS traffic.

ADD_NON_CDC_ROUTING _ENTRY
ADDRESS _PREFIX = list 1..10 of string 2..40
NEXT_HOP_TRUNK = name
NEXT_HOP_SNPA = string 1..15
DISTRIBUTE = boolean

ADDRESS _PREFIX (AP)

Specifies the address prefix of NSAP addresses for which the next hop is
being defined. The elements of each string must be an even number of
hexadecimal digits.

NEXT_HOP_TRUNK (NHT)

Specifies the logical name of the trunk which connects the local system to
the next hop non-Control Data system. It should be same as the name used
in the DEFINE _XXX_TRUNK command used to define the trunk.

NEXT_HOP_SNPA (NHS)

Specifies the SNPA address of the next hop system on the next hop trunk.
Its value is specified as a string. The size of the string depends on the
type of the medium associated with the next hop trunk.

For Ethernet, the SNPA address is the Ethernet station ID and is specified
as a string containing 12 hexadecimal digits.

For X.25 PDN, the SNPA address is the DTE address and is specified as a
string containing 1 to 15 decimal digits.

This parameter is not required if the next hop trunk is an HDLC trunk.
In this case, if a value is specified for this parameter, it is ignored.

Normally, this parameter is required if the next hop trunk is an Ethernet
trunk. However, a value for this parameter may not be specified if the
non-Control Data destination systems identified by the ADDRESS_PREFIX
parameter, support the ES-IS routing protocol and are directly connected to
the Ethernet trunk identified. by the NEXT_HOP_TRUNK parameter.
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Responses

Remarks

A value must be specified for this parameter if the next hop trunk is an
X.25 trunk.

DISTRIBUTE (D)

Indicates whether the specified address prefix(es) should be distributed by
the CDCNET IS-IS protocol to other CDCNET systems. If the address
prefix(es) are distributed, intermediate systems can learn the route to the
boundary system dynamically, as opposed to configuring intermediate
systems with ADD_NON _CDC_ADDRESS_PREFIX commands. The
default is TRUE.

The following header precedes the routing entry display (see example).
The routing entry is added as follows:

The following response appears if address prefixes are already defined (see
examples).

-~-ERROR-- The routing information for the NonCDCNET NSAP address
prefixes is already defined as follows:

The following headers indicate an error message.

--ERROR-- The NonCDCNET NSAP address prefix <address_prefix>
contains non-hexadecimal characters.

--ERROR-- The NonCDCNET NSAP address prefix <address_prefix>
contains an odd number of digits.

-ERROR-- Trunk <trunk_name> is not defined.

--ERROR-- LLC 2 trunk <trunk_name> may not be used as the
next_hop _trunk.

--ERROR-- SNPA <next_hop_snpa> contains non-hexadecimal
characters.

--ERROR-- SNPA <next_hop_snpa> for the X.25 trunk <next_hop_
trunk> contains non-decimal characters.

--ERROR-- SNPA <next_hop_snpa> for the ETHERNET trunk
<next_hop_trunk> must contain 12 digits.

--ERROR-- This command cannot be executed in a system whose routing
function is END SYSTEM.

--FATAL-- The maximum number of NonCDCNET NSAP address
prefixes is already defined.

--FATAL-- Not enough memory is currently available for required table
space.

In order to reach a non-Control Data system, routing information must be
configured by the ADD_NON_CDC_ROUTING _ENTRY command in each
boundary system through which the non-Control Data destination can be
reached. This routing information is dynamically distributed to other

systems through either the standard ES-IS protocol or the CDCNET IS-IS
protocol.
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ADD_NON_CDC_ROUTING_ENTRY (ADDNCRE)

When routing information defined by executing both ADD_NON_CDC_

. ROUTING_ENTRY and ADD_NON_CDC_ADDRESS_PREFIX commands

in the same system reaches the same destination, the information defined
by the ADD_NON_CDC_ROUTING_ENTRY command takes precedence.
The static routing information received by routing PDUs has lower
precedence than that statically configured in a given system.

For CLNS traffic, dynamic routing is attempted first; if it fails, static
routing is attempted. For CONS traffic, static routing is attempted first; if
it fails, dynamic routing is attempted.

The maximum number of non-Control Data address prefixes which may be
configured in a given boundary system is 71-N. N represents the number
of directly connected subnets. A minimum value of 10 is assumed for N.
Therefore, no more than 61 non-Control Data address prefixes can be
configured in a given CDCNET system. However, if the actual number of
directly connected subnets is greater than 10, then the actual number is

used for N resulting in a lower upper limit for the maximum number of
non-Control Data address prefixes.

add_non_cdc_routing_entry ap= (’00470023°, “390840’)..
nht = ethernet_trunk_one nhs = ‘080027 1000EE”

The routing entry is added as follows:

NSAP address prefixes 00470023

390840
Next hop trunk ethernet_trunk_one
Next hop SNPA address 080027 1000EE
Distribute TRUE

add_non_cdc_routing_entry ap= ‘004700EE’ nht = x25_trunk_1
nhs = 293117234053’ d=FALSE

The routing entry is added as follows:

NSAP address prefixes 004700EE
Next hop trunk x25_trunk_1
Next hop SNPA address 293117234053
Distribute FALSE

add_non_cdc_rout ing_entry ap=‘004700FG’ nht= $ESCIO1 nhs = ‘08002530413F’
--ERROR-- The NonCDCNET NSAP address prefix 004700FG contains
non-hexadecimal characters. '
add_non_cdc_rout ing_entry ap=°004700F’ nht= $ESCIO?1 nhs = ‘08002530413F~

--ERROR-- The NonCDCNET NSAP address prefix 004700F contains
an odd number of digits.
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ADD_NP_GW_OUTCALL (ADDNGO) (NOS only)
DI Configuration Procedure/NETOU Command

Purpose Creates a NOS Network Products (NP) gateway outcall definition. Qutcall
is from the perspective of the CDCNET network; that is, the call goes out
of CDCNET. Outcall information generates the proper call request into the
NOS host. An NP gateway outcall definition consists of an NP application
name and the corresponding CDCNET title by which the gateway is known
throughout CDCNET. Titles are site-definable and conform to CDCNET
title conventions. Example titles are PTFS$M80 and QTFS$LID.

See also the DEFINE _NP_GW command described in this manual, which
explains types of CDCNET titles.

Format ADD_NP_GW_OUTCALL
TITLE = any

NP_APPLICATION _NAME = string 1..7
GATEWAY_NAME = name

Parameters TITLE (T)

Title CDNA applications use to access a NOS application through this
gateway. The title supports calls from CDNA systems to the NOS host.
The title must be unique to the gateway (including titles specified on
DEFINE _NP_GW). The title can be of type name (up to 31 characters), or
type string (up to 255 characters, within apostrophes).

NP_APPLICATION-_NAME (NAN)

NOS application name accessed when a CDNA application (or gateway)
initiates a call connection with the corresponding CDNA title.

GATEWAY _NAME (GN)

NP gateway name (see DEFINE _NP_GW command described in this
manual) providing access to the NOS application. The gateway must be
previously defined. If this command is specified in a configuration file,
default is the previously defined NP gateway name.

If this command is entered by the network operator through the Network
Operator Utility (NETOU), this parameter is required.

Responses NP gateway title <title> added.
--ERROR-- Title <title> already defined.
-ERROR-- NP gateway <name> not defined.
-ERROR-- No NP gateway defined.
-ERROR-- <title> must be string or name type.

-FATAL-- Not enough memory is currently available for required table
space.

Examples add_np_gw_outcall title="PTFS$M80”’ ..
np_application_name=’PTFS”’

NP gateway title PTFS$M80 added.
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ADD_OUTGOING _SERVICE _ACCESS (ADDOSA)
DI Configuration/NETOU Command

Purpose

Format

Parameters

Responses

60000414 D

Adds the titles of servers that may be accessed going out via the network
solution.

ADD_OUTGOING _SERVICE _ACCESS
TITLE = list 1..15 of name or string 1..255
NETWORK _NAME = name

TITLE (T)

Title of a server that may be accessed going out via the network solution.
The title may contain wildcard characters to specify a set of allowed titles
(see the CDCNET Network Operations and Analysis manual for
information on wildcard characters).

Title is case-sensitive when entered as a string. For example, if the
command defining a service specifies the service title in uppercase, it must
be specified in uppercase for the ADDOSA command or it is seen as a
different title.

For more information on the use of service titles, see the CDCNET
Configuration manual.
NETWORK _NAME (NN)

Identifies the name of a currently defined network within this system. This
is the network solution upon which the offered services are being defined.
Defaults to the previously defined network when on the configuration file.
This parameter is required when the command is entered by the operator.
Outgoing service access added to network <network_name>.

-~-WARNING-- Outgoing service access added to network <network_
name>.

Title <title> already added to network.
{Line repeats for each title already added to network}

--ERROR-- A network is not defined.
--ERROR-- Network <network _name> is not defined.

—-ERROR-- Title <title> may not appear more than once in the list of
specified titles.

--ERROR-- Expecting NAME or STRING, found <xxx>.

--FATAL-- Not enough memory is currently available for required table
space.
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Examples  In this example, an HDLC trunk links two separate sites (figure 3-4).

Assume that service access between the two sites must be limited to the
following:

® QTF/PTF file transfers in either direction.

® Site 1 has unrestricted interactive service access to site 2.

® Site 2 interactive service access to site 1 is limited to Host_1.
Add the following to the configuration file for NDI_21.

define_hdic_net..
trunk_name=hdlc_trunk_1,network_name=hdlc_net_1,..
network_id=3..
incoming_service_access=(file_transfer, interactive)..
outgoing_service_access=(file_transfer)

add_outgoing_service_access title=host_1

The DEFINE_HDLC _NET command prevents interactive attempts from
going out on the network, thus eliminating extra traffic.

The ADD_OUTGOING _SERVICE _ACCESS command allows access to
HOST_1.
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Figure 3-4. ADDOSA Example
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ADD_RIP_SERVICE (ADDRS)

ADD_RIP_SERVICE (ADDRS)
DI Configuration Command/NETOU Command

Purpose

Format

Parameters

Adds Routing Information Protocol (RIP) support on directly connected IP
networks/subnets. When RIP is configured, CDCNET receives and/or sends
RIP datagrams over the network. The RIP datagrams received are used to
update the routing information in the DI for routing IP datagrams. When
processing received datagrams, RIP does not change existing route table
entries for statically configured routes (for example, owner = IPSR) or for
routes owned by EGP or ICMP.

The RIP datagrams sent contain routing information that other RIP hosts
on the network can use to route IP datagrams through the DI. RIP
datagrams are sent when requested by a RIP peer, either periodically
(every 30 seconds) on all directly connected networks with RIP configured,
or when an update received from a gateway on one network is relayed to
other directly connected networks.

RIP processes default routes (IP address = 0.0.0.0). RIP does not change a
statically configured default route. RIP sends a known default route, unless
excluded using the EXCLUDED_ROUTES parameter.

The User Data Protocol (UDP) must be configured by the DEFINE _UDP_
INTERFACE command before the RIP service is configured. IP broadcast
must also be enabled on the IP network for which RIP service is added.

Use the ENABLE _IP_BROADCAST parameter on the DEFINE _IP_NET
command.

ADD_RIP_SERVICE
IP_NETWORK = list 1..4 of 0..255
OPERATING _MODE = keyword value
TRUNK _COST = integer 1..15
TRUSTED_NEIGHBORS = list 1.5 of list 1.4 of 0..255
EXCLUDED_ROUTES = list 1..20 of list 1.4 of 0..255
INCLUDED_ROUTES = list 1..20 of list 1..4 of 0..255
DISABLE _ARP_ROUTING = boolean
POISONED_REVERSE = boolean

IP_NETWORK (IN)

Specifies the IP network number of the directly connected network for
which the RIP protocol is to be used. This network must have been defined
by a DEFINE _IP_NET command,

OPERATING _MODE (OM)

Specifies how RIP is used on this directly connected network. This
parameter deals with the processing of RIP update messages and not the
processing of RIP request messages. CDCNET responds to all RIP request
messages. The default is BOTH.
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The possible keyword values are:

Keyword Value Description

BOTH RIP update messages should be sent on this
network. Received RIP update messages should be
processed.

RECEIVE RIP update messages should be sent on this network

only when the update is requested from a peer.
Received RIP update messages should be processed.

SEND RIP update messages should be sent on this
network. Received RIP update messages should not
be processed.

TRUNK _COST (TC)

Specifies the RIP cost for this directly connected network. A RIP update
message received from a peer contains a cost value for each network
reported. The reported cost is incremented by this parameter value prior to
creating or updating the IP routing table information for the reported
network. The cost, which is stored in IP routing table entries created by
RIP, is the same as the HOP_COUNT value for routing table entries
statically configured by the DEFINE _IP_NET command. With RIP, a
network whose cost equals 16 (or greater) is considered unreachable. This
parameter is meaningful only if the OPERATING _MODE parameter is
BOTH or RECEIVE. The default is 1. You can use a value other than 1 to
show preference between directly connected networks that both provide
routes to the same remote network.

TRUSTED_NEIGHBORS (TN)

Specifies a list of IP addresses for neighbor hosts from which incoming RIP
updates are considered valid. Only updates from these neighbors are
candidates for inclusion in the local IP routing tables. This parameter is
meaningful only if the OPERATING _MODE parameter is BOTH or
RECEIVE. The default is ALL.

EXCLUDED_ROUTES (ER)

Specifies a list of IP network numbers not to be included in RIP update
messages sent on this directly connected network. This parameter is
meaningful only if the OPERATING _MODE parameter is BOTH or SEND.
The default is NONE.

INCLUDED_ROUTES (IR)

Specifies a list of IP network numbers to be included in RIP update
messages sent on this directly connected network. This parameter is
meaningful only if the OPERATING _MODE parameter is BOTH or SEND.
The default is ALL.

DISABLE _ARP_ROUTING (DAR)

Specifies whether ARP proxy routing should be disabled or remain enabled
on the network. A value of TRUE indicates ARP proxy routing is to be
disabled; FALSE indicates it should remain enabled. The default is TRUE.
This parameter should be TRUE unless situations call for both RIP and
ARP proxy routing to be enabled.
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POISONED_REVERSE (PR)

Specifies whether to use split horizon with poisoned reverse routing or
simple split horizon routing when issuing network information back to the
network that the data was received from. A value of TRUE indicates split
horizon with poisoned reverse when network information is issued with an
infinite metric. A value of FALSE indicates simple split horizon when
network information is not issued on these networks. The default is TRUE.

Responses  RIP service is added for IP network/subnet <ip_network>.

--ERROR-- UDP is not defined.

-ERROR-- RIP service is already defined for IP network/subnet <ip_
network >.

-ERROR-- IP broadcast is not enabled for the specified IP network.
-~-ERROR-- IP network <ip_network> is invalid.

-~-ERROR-- IP network <ip_network> is not defined.

--ERROR-- IP subnet <ip_network> is invalid.

-~-ERROR-- IP subnet <ip_network> is not defined.

~ERROR-- IP network <ip_network> is not directly connected.

~-ERROR-- IP address <trusted_neighbor> is not a host on this directly
connected network.

-ERROR-- IP host address <excluded_routes> cannot be specified as an
excluded route.

—~ERROR-- IP host address <included_routes> cannot be specified as an
included route.

~-FATAL-- Not enough memory is currently available for required table
space.

Remarks RIP service does not recognize RIP update messages for a default route.
The user must configure the DEFAULT ROUTE entries in the DI
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ADD_SNMP_COMMUNITY (ADDSC)
DI Configuration Command/NETOU Command

Purpose

Format

Parameters

60000414 D

Adds support for an SNMP community.

ADD_SNMP_COMMUNITY
COMMUNITY = string 1..32
IP_ADDRESS = list 1.4 of 0.255
SEND_TRAPS = boolean
ACCESS _MODE = keyword value

COMMUNITY (C)

Specifies the community name for which to add support. The SNMP agent
uses the list of supported community names upon receipt of a PDU in its
trivial authentication scheme.

IP_ADDRESS (IA)

Specifies the IP address associated with the input community name. If
there are no IP addresses associated with a particular community name,
all IP addresses are accepted, but no traps are sent to those IP addresses.
If there are IP addresses associated with a community name, only PDUs
from the IP addresses with that community name are deemed authentic.
Traps are sent only to IP addresses tconfigured with the SEND_TRAPS
parameter set to TRUE. The SNMP Agent allows PDUs from any IP
address that has a community name of public and READ_ONLY access.

SEND_TRAPS (ST)

Specifies whether the input IP_ADDRESS/COMMUNITY pair should be
sent SNMP Agent Traps. If TRUE, the SNMP Agent generates and sends a
cold start trap to the defined IP address and community.

ACCESS _MODE (AM)

Specifies the access mode the IP_ADDRESS/COMMUNITY pair is allowed.
If READ-ONLY, you cannot set any variables. If READ_WRITE, you can
set nonsensitive variables in MIB-II to READ_WRITE access. You cannot
set sensitive variables, such as variables in the IP Routing Table. The
default is READ-ONLY.
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Responses The SNMP community '<community>' has been added.

IP address <ip address> for SNMP community '<community>' has been
added.

--ERROR- The SNMP Agent is not defined.

--ERROR-- The SNMP community '<community>' has already been
defined.

—~-ERROR-- IP address <ip_address> for SNMP community
'<community >' has already been defined.

--ERROR-- IP_ADDRESS is a required parameter if SEND_TRAPS is
specified as TRUE.

--FATAL-- Not enough memory is currently available for required table
space.
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ADD_TCPIP_ACCESS (ADDTA) (NOS/VE Only)
DI Configuration Command/NETOU Command

Purpose

Format

Parameters

Responses

60000414 F

Adds TCP/IP services to a previously defined NOS/VE interface which
allows access to TCP/IP applications on a NOS/VE host.

NOTE

For NOS applications, use the DEFINE _TCPIP_GW command described in
this manual.

ADD_TCPIP_ACCESS
IP_ADDRESS = list 4 of 0..255
INTERFACE _NAME = name
MAX _LISTEN _PORTS = integer 1..10

IP_ADDRESS (IA)

Specifies the IP address of the NOS/VE CYBER host for which this access
provides service. This IP address must have been previously defined by a
DEFINE _IP_HOST command. The format of this parameter is similar to
the decimal octet convention used by the TCP/IP community, except that
the periods are replaced by commas, and the list is enclosed in
parentheses. For example, the IP address 128.2.53.7 would be represented
as (128,2,53,7).

INTERFACE _NAME (IN)

Specifies the logical name of the NOS/VE interface to be used for TCP/IP
access. Before executing this command, the NOS/VE interface must be
configured, either explicitly by using the DEFINE _VE _INTERFACE
command or implicitly by booting the DI system over the channel running
the NOS/VE interface.

This parameter is required if more than one MCI board exists in the DI.

MAX _LISTEN _PORTS (MLP)

Specifies the maximum number of listen sockets allowed per port when an
application from NOS/VE opens a TCP SAP. The lesser of two values, the
one specified by the TCP/IP application on the open SAP call and the other
the value of this parameter, is used. The default is 5.

TCP/IP access is added for VE interface <interface _name>.

--WARNING-- TCP/IP access is already added for VE interface <interface_
name>.

—~ERROR-- N¢ VE interface is defined.

-ERROR-- VE interface <interface _name> is not defined.

--ERROR-- Interface <interface_name> is not a VE channel interface.
--ERROR-- IP address <ip_address> is invalid.

--ERROR-- IP host address <ip_address> is not defined.

ADD Commands 2.22.8

RN




ADD_TCPIP_ACCESS (ADDTA) (NOS/VE Only)

—-ERROR-- IP host with address <ip_address> must be of host type
LOCAL or CDC_HOST.

--ERROR-- The Device Interface contains more than one CHANNEL board
the interface _name must be specified.

--FATAL-- Not enough memory is currently available for required table
space.
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Examples The first example uses a host with only one channel to a DI.

- e e o o e

I NOS/VE |

| HOST | <-ip_host address = 129.179.60.1
I
| <-interface name = nos_ve_1

| C180 |

] MDI | <-mci board in slot 4

| |
|

[ /

The following supporting configuration commands are used for the MDI.

define_ve_interface interface_slot=4 interface_name=nos_ve_1

define_ip_net ip_network=(129,179,60) trunk_name=nos_ve_1 ..
subnet_mask_size=22

define_tcp_interface

define_udp_interface

define_ip_host ip_address=(129, 179,60,1) host_type=1local

add_tcpip_access ip_address=(129,179,60,1) ..
interface_name=nos_ve_1

The second example uses a host with two channels to two DIs.

| NOS/VE |

ia = 129.179.60.1 -> | HOST | <-ia = 129.179.60.2
in = nos_ve_1 —> ] | <-in = nos_ve_2
ni = 0014(16) -> | | <-ni = 0015(16)
i Ciso | | C180 |
mci inslot 4 -> | MDI | | MDI | <~mci in slot 4
| 1 | 2 I
| |
/ /

The following supporting configuration commands are used for MDI 1.

defvi interface_slot=4 interface_name=nos_ve_1 ..
network_1id=0014(16)

define_ip_net ip_network=(129,179,60) trunk_name=nos_ve_1 ..
subnet_mask_size=22

define_tcp_interface

define_udp_interface

define_ip_host ip_address=(129,179,60,1) host_type=local

add_tcpip_access ip_address=(129,179,60,1) ..
interface_name=nos_ve_1
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The following supporting configuration commands are used for MDI 2.

defvi interface_slot=4 interface_name=nos_ve_2 ..
network_id=0015(16)

define_ip_net ip_network=(129,179,60) trunk_name=nos_ve_2 ..
subnet_mask_size=22

define_tcp_interface

define_udp_interface

define_ip_host ip_address=(129,179,60,2) host_type=iocal

add_tcpip_access ip_address=(129,179,60,2) ..

interface_name=nos_ve_2

The third example shows two hosts with one channel each to the same DI.

ia = 129.179.60.1 -> | NOS/VE | | NOS/VE | <-ia = 129.179.60.2

| HOST | | HOST |
in = nos_ve_1 -> | | <-in = nos_ve_2
ni = 0014(16) -> | | <-ni = 0015(16)

mci in slot 6 -> | C180 <-mci in slot 7

The following supporting configuration commands are used for the MDI.

defvi interface_slot=6 interface_name=nos_ve_1 ..
network_id=0014( 16)

defvi interface_slot=7 interface_name=nos_ve_2 .
network_id=0015( 16)

define_ip_net ip_network=(129,179,60) trunk_name=nos_ve_1 .
subnet_mask_size=22

define_tcp_interface

define_udp_interface

define_ip_host ip_address=(129,179,60,1) host_type=local

define_ip_host ip_address=(129,179,60,2) host_type=cdc_host

add_tcpip_access ip_address=(129,179,60,1) ..
interface_name=nos_ve_1

add_tcpip_access ip_address=(129,179,60,2) ..
interface_name=nos_ve_2
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ADD_TELNET_SERVER (ADDTS)
DI Configuration Procedure/NETOU Command

Purpose

Format

Parameters

60000414 F

Configures an instance of the TELNET Server into the DI. Each instance
of a TELNET Server is associated with a unique IP address and PORT
number. Multiple TELNET Servers can be configured into a DI.

The command DEFINE _TIP TN=TELNETTIP is used to configure the
TELNET TIP into the DI and must be executed before any ADD_
TELNET_SERVER commands. The DEFINE _TIP command is also used to
establish the default values for some of the parameters of the ADD_
TELNET_SERVER command.

ADD_TELNET_SERVER
SERVER _NAME = name
IP_ADDRESS = list 4 of 0..255
TCP_PORT_NUMBER = 0..65535
PROTOCOL = TELNET or NONE
TERMINAL _DEFINITION _PROCEDURE = name or none
TERMINAL _USER _PROCEDURE = name or none
PROCEDURE _FILE _OPTION = IP_ADDRESS _CONCATENATION

or none

CONNECTION _CONNECT_TIMEOUT = 20..1000 or INFINITE
CONNECTION _DISCONNECT _TIMEOUT = 0..1000 or INFINITE
USER _CONNECTION _LIMIT = 1..16
INITIAL _OPTION _NEGOTIATION = list 1.4 of keyword
VALIDATE _USERS = boolean
TCP_TIMEOUT = 0..65535 or INFINITE

SERVER _NAME (SN)

Logical name of the specified TELNET Server. This name is used in
subsequent commands that reference this TELNET Server. It also specifies
the line name for other terminal support commands such as WRITM.

IP_ADDRESS (IA)

IP address associated with this TELNET Server. The format is similar to
the decimal octet convention used by the TCP/IP community, except that
the periods are replaced with commas, and the list is enclosed in
parentheses. For example, IP address 128.2.53.7 is specified as (128,2,53,7).

TCP_PORT_NUMBER (TPN)

TCP port number associated with this TELNET Server. Default is 23
which is the standard value.

PROTOCOL (P)

Specifies the protocol used on the TCP connection. TELNET specifies that
TELNET protocol is used. For incoming terminal connections, select
TELNET. If lined is to be used on a UNIX system to connect to this
server for access to a CDCNET printer, select NONE. NONE specifies that
no protocol above TCP is used. Default is TELNET.
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TERMINAL _DEFINITION _PROCEDURE (TDP)

Specifies the TDP automatically executed for all users when they first
access this TELNET Server. NONE specifies that no TDP is to be
automatically executed. The default value for this parameter is derived
from the value of the DEFINE _TIP command parameter with the same
name.

TERMINAL _USER _PROCEDURE (TUP)

Specifies the TUP automatically executed for all users when they first
access this TELNET Server. NONE specifies that no TUP is to be
automatically executed. This parameter can be used only when the TDP
parameter has a value of NONE. The default value for this parameter is
derived from the value of the DEFINE _TIP command parameter with the
same name.

PROCEDURE _FILE _OPTION (PFO)

Specifies one of two options for qualifying the procedure name specified by
either the TDP or TUP parameter. Specifying IP_ADDRESS _
CONCATENATION causes the remote IP address identified within the
incoming connection to be concatenated with the name specified by either
the TDP or TUP in effect for this Server. If neither a TDP nor TUP is in
effect for this Server, this parameter is ignored. NONE selects no
concatenation. Default is NONE,

CONNECTION _CONNECT _TIMEOUT (CCT)

Defines how much time the TELNET user has to create the first
$input/$output connection. If no connection is established within that time,
the TELNET connection is terminated. It may be necessary to increase this
value if the VALIDATE _USERS parameter is TRUE. INFINITE indicates
an infinite time. The timer has a precision of +/- 2 seconds. Default is
120.

CONNECTION _DISCONNECT _TIMEOUT (CDT)

Defines how much time the TELNET user has to establish a new
$input/$output connection after the last such connection has been
disconnected. If no new connection is established within that time, the
user's connection terminates. INFINITE indicates an infinite time. Default
is 120.

USER _CONNECTION _LIMIT (UCL)

Defines the maximum number of interactive $input/$output connections
allowed at any one time by a TELNET user. Default is 4.

INITIAL _OPTION _NEGOTIATION (ION)

Specifies the set of TELNET options to be negotiated (transmitted) by this
TELNET Server during the initial startup of all TELNET connections. You
may specify any subset of the keywords, WILL_SGA, WILL_ECHO, DO_
SGA, and DO_TTYPE or the single keyword NONE. A list containing the
keyword NONE is treated as if NONE were the only keyword specified.
The keyword NONE specifies that no TELNET option negotiation is to be
initiated by this TELNET Server. This parameter is ignored when the
PROTOCOL parameter has a value of NONE. Default is (WILL _SGA,
WILL _ECHO).
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Keyword Value Description

DO_SGA The server asks the client to suppress the Go Ahead
option.
DO_TTYPE The server asks the client to negotiate terminal

type. The received terminal type is used as the
TERMINAL_MODEL terminal attribute.

WILL_ECHO The server offers to do character echoing.
WILL_SGA The server offers to suppress the Go Ahead option.
NONE The server negotiates no TELNET options.

VALIDATE _USERS (VU)

Specifies if the TELNET users accessing this TELNET Server are validated
when user validation is enabled by the DEFINE _USER _VALIDATION
command. If VU is TRUE, users are validated when validation is enabled.
The default value for this parameter is derived from the value of the
DEFINE _TIP command parameter with the same name.

TCP_TIMEOUT (TT)

Specifies the maximum number of seconds that TCP should wait for an
acknowledgment of data transmission. If an acknowledgment is not received
within the specified period, TCP aborts the connection. Entering a small
value (less than a few seconds) may cause frequent and unnecessary loss of
service during periods of network congestion. Entering a large value may
cause users to wait a long time after the host or network has failed. If you
enter INFINITE, the connection will not time out. The default value is 306
seconds.

The TELNET TIP uses this parameter to determine how often to send
TELNET NOP commands on inactive connections, ensuring the connection
aborts if the remote host is no longer available.

TELNET server <server_name> is added.

--ERROR-- The TELNET TIP must be defined prior to adding TELNET
servers.

--ERROR-- TELNET server <server_name> is already added.
-—-ERROR-- IP address <ip_address> is not defined.
--ERROR-- IP address and port <ip_address.port> is already in use.

--FATAL-- Not enough memory is currently available for required table
space.

add_telnet_server server_name=arhnet ip_address=(128,2,53,7)

TELNET server ARHNET is added.
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ADD_X25_GW_INCALL (ADDXGI)
DI Configuration Procedure/NETOU Command

Purpose

Format

Parameters

Defines calling DTE addresses that can access CDCNET and titles to which
they may connect. A title can be a NOS/VE application title, a Network
Products (NP) gateway title, or an X.25 A-to-A gateway title. The first
time a DTE address is specified on ADDXGI, an entry is made in a list of
incall validations the gateway performs. If a DTE address is specified that
has been specified previously, an error results.

ADD_X25_GW_INCALL
REMOTE _DTE _ADDRESSES = (list 1..31 of string 1..15) or
OTHER
GATEWAY_NAME = name
ALLOWED_TITLES = list 1..31 of (list 1..2 of (string or name or
keyword value) or boolean)

REMOTE _DTE _ADDRESSES (RDA)

One or more allowed DTE addresses. When the X.25 call is received, and
the calling DTE address is not in the list of DTE addresses of any
ADDXGI command, the call is cleared. OTHER indicates any DTE address
not specifically listed in any other INCALL command for the gateway.

GATEWAY_NAME (GN)

Name of the X.25 A-to-A gateway receiving incoming calls to be validated.
The gateway must be previously defined. This parameter value depends on
how ADDXGI executes.

If ADDXGI executes in a configuration procedure, this parameter is
optional, and the default network name is the previously defined X.25
gateway.

If ADDXGI is entered by a network operator, this parameter is required.

ALLOWED_TITLES (AT)

List of titles the caller can access, and, for each title, whether the caller
can use reverse charging. Titles can contain wildcard characters to specify
a set of allowed titles. The following rules apply to titles and wildcard
characters specified on ADDXGI:

® If ALL, the * wildcard character, or no titles are specified, calls to any
title are accepted.

® If a title or pattern is specified more than once, an error results.

® If an incoming title matches more than one allowed title pattern, the
first pattern that is matched is used.

The following keyword values on ALLOWED_TITLES specify whether or
not the caller can use reverse charging:
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Keyword Value Description
YES Service can be accessed with reverse charging

(reverse charging is accepted).

NO Calls with reverse charging are not accepted.
Default is NO.
Responses  X.25 incall added to gateway <gateway_name>.
--ERROR-- An X.25 gateway is not defined.
-ERROR-- X.25 gateway <name> is not defined.

-ERROR-- Remote_dte _address can not include <string>. A remote _dte__
address may include only digits 0 thru 9.

—-ERROR-- Address <string> is already specified as a remote _dte_
address.

-ERROR-- Title <string> is already specified as an allowed _title.
~-FATAL-- Not enough memory is available for required table space.

Examples The following example specifies that gateway X25GW accepts all incoming
calls accepted with reverse charging requested.

add_x25_gw_incall gateway_name=X25GW, ..
remote_dte_address=OTHER, allowed_titles = (ALL, YES)

The following example specifies that incoming calls from DTE addresses
408123, 408456, and 612789 to gateway X25GW can connect to any title
beginning with 'PTFS$'. Calls with reverse charging specified are not
allowed.

add_x25_gw_incall gateway_name=X25GW, ..
remote_dte_addresses=(’408123,°408456’,°612789°), ..
allowed_titles="PTFS$*’

The following example specifies that gateway X25GW accepts only
incoming calls from DTE addresses 4081234, 4083456, and 6126789 and
requesting titles beginning with PTFS$ and QTFS$ using reverse charging.
Calls from all other DTE addresses can connect to PTFS$PUBLIC and
QTFS$PUBLIC, without reverse charging.

add_x25_gw_incall gateway_name=X25GW, ..
remote_dte_addresses=(“4081234°, “4083456’,/6126789°), ..
allowed_titles=((“PTFS$*’,YES), (“QTFS$*‘,YES))

add_x25_gw_incall gateway_name=X25GW, ..

remote_dte_addresses=0THER, ..
allowed_titles=((‘PTFS$PUBLIC’), (“QTFS$PUBLIC’))

60000414 C ADD Commends 3-29



ADD_X25_GW_OUTCALL (ADDXGO)

ADD _X25_GW_OUTCALL (ADDXGO)
DI Configuration Procedure/NETOU Command

Purpose

Format

Parameters

Defines a gateway outcall definition. Outcall is from the perspective of the
CDCNET network; that is, the call goes out of CDCNET. Outcall
information generates the proper call request into the X.25 network. An
X.25 gateway outcall consists of a CDNA title, outcall addressing, and
connection parameters associated with an X.25 gateway. NOS/VE
applications or other gateways translate on this type of title to make direct
outgoing calls on X.25 without the application specifying X.25 addressing.
See also the DEFINE _X25_GW command description in this manual.

ADD _X25_GW_OUTCALL
TITLE = string 1..255
REMOTE _DTE _ADDRESS = string 1..15
PROTOCOL _ID = 0..255
GATEWAY_NAME = name
LOCAL _DTE _ADDRESS = string 1..15
FACILITIES = string 1..63
USER _DATA = string 2..248

TITLE (T)

Title CDNA applications use to access a particular remote application
through this gateway. The title supports calls from CDNA systems to
remote systems accessed through the X.25 network.

REMOTE _DTE _ADDRESS (RDA)

X.25 address of the destination X.25 system, specified as a string of digits
0 through 9.

PROTOCOL _ID (PI)

Protocol identifier required by the destination X.25 system. This value is
placed in the first octet of the protocol identifier field within the call user

data in a call request. Octets 2 through the protocol identifier field are set
to 0 by the gateway.

GATEWAY _NAME (GN)

Name of the X.25 gateway providing access to the remote application. The
gateway must be previously defined. If this command is specified in a
configuration file, default is the previously defined X.25 gateway name.

If this command is entered by the network operator through the Network
Operator Utility (NETOU), this parameter is required.

LOCAL _DTE _ADDRESS (LDA)

X.25 address of a local X.25 trunk, specified as a string of digits with
values from 0 through 9. The call request is attempted over the X.25
trunk with the matching DTE address. The call is rejected if no matching
trunk is found. Default is that the X.25 Packet Level selects a trunk to
make the call request.
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FACILITIES (F)

Facilities options as defined by the X.25 CCITT standard. For information
on X.25 facilities options, see CCITT Recommendation X.25. Specify this
parameter as an even-numbered string of hexadecimal digits.

USER _DATA (UD)

An even-numbered string of hexadecimal digits. This value is put at the
beginning of any "real" user data from the session indication, and the
concatenated string is then put into the USER _DATA field of the X.25
call. The call is rejected if the concatenated string exceeds the field size.
The maximum field size is 124 octets with the fast select facility, and 12
octets without the fast select facility.

X.25 gateway title <title> added.
--ERROR-- An X.25 gateway is not defined.

--ERROR-- Remote _dte_address can not include <string>. A remote_dte_
address may include only digits 0 through 9.

--ERROR-- Local _dte _address can not include <string>. A local _dte _
address may include only digits 0 through 9.

-ERROR-- Facilities can not include <string>. Facilities may include only
hexadecimal digits 0 thru 9 and a thru f.

--ERROR-- Facilities can only have an even number of hexadecimal digits.

--ERROR- User_data can not include <string>. User data may include
only hexadecimal digits 0 thru 9 and a thru f.

-~-ERROR-- User_data can only have an even number of hexadecimal
digits.

--FATAL-- Not enough memory is currently available for required table
space.

The following detailed example shows how the ADDXGO command builds a
call request.

add_x25_gw_outcall ..
title = ptfssvw .
gateway_name = x25_gateway ..
remote_dte_address=311061200046° ..
protocol_id=0c2(16) ..
facilities=420707430202”
user_data=’50544653245657

This example sends the following X.25 call request when an application
calls (connects) to title $PTFS$VW:

0B 0OC 31 10 61 20 00 46 06 42 07 07 43 02 02 ..
C2 00 00 00 SO 54 46 53 24 56 57

In a binary format, the call request looks like figure 3-5:
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REMOTE_DTE_ADDRESS
parameter

PROTOCOL_ID
parameter

USER_DATA
parameter

ﬁ

\
FACILITIES >
parameter length ’
FACILITIES $
parameter

HEx |—BINARY A\

8765 4321

X.25 Call Request
Packet Type ID

.0B_{ 0000 1011

N LOCAL_DTE_ADDRESS
parameter length 0(10)
and
REMOTE_DTE_ADDRESS
parameter length 12(10)

oC | 0000 1100
31 0011 0001
10 0001 0000
61 0110 0001
20 0010 0000
00 0000 0000

46 ! 0100 0110
06 0000 0110
42 0100 0010
07 0000 0111
07 0000 0111
a3 0100 0011
02 0000 0010
02 0000 0010
c2 1100 0010
) 0000 0000
00 0000 0000

.00 | 0000 ___ 0000 |
50 0101 0000
54 0101 0100
46 0100 0110
53 0101 0011
24 0010 0100
56 0101 0110
57 | 0101 | 0111

A Each group of 8 bits
Is catled an octet or
a byte.

Mo02888

Figure 3-5. X.25 Call Request Generated by ADDXGO Command

If no FACILITIES parameter is specified, the facilities length octet is zero:

0B OC 31 10 61 20 00 46 00 C2 00 00 00 50 54 46 53 24 56 57

If no USER_DATA parameter is specified, no call data is included:

0B OC 31 10 61 20 00 46 00 C2 00 00 00

If a LOCAL_DTE_ADDRESS parameter is specified, the calling DTE
address is included:

0B CC 31 10 61 20 00 46 31 10 40 80 01 46 06 42 07 07 43 02 02 .
C2 00 00 00 S0 54 46 53 24 56 57
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ADD_X25_GW_PVC (ADDXGP)
DI Configuration Procedure/NETOU Command

Purpose

Format

Parameters
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Defines PVCs for the given gateway. The PVCs can be for either incoming
calls or outgoing calls. When the X.25 gateway receives an outgoing call
(for example, an application call request), it determines the title based on
the user data supplied. If this title is associated with a PVC, it establishes
a PVC connection (for example, an X.25 reset request is sent with CAUSE
field set to REMOTE DTE OPERATIONAL) and discards any additional
user data. The application is responsible for initiating the connection to the
CDCNET DI. Once the application has established a connection, if a reset
is received with the CAUSE field set to OUT OF ORDER, the connection
is terminated. To disconnect the PVC, the application must terminate the
connection. This causes a reset to be sent with the CAUSE field set to
OUT OF ORDER. Any other resets received with other CAUSE fields
create a CDCNET session layer SYNCH request to be sent to the
application.

ADD_X25_GW_PVC
TITLE = name
PERMANENT_VIRTUAL _CIRCUIT = 1..4095
GATEWAY_NAME = name
PVC _PACKET _SIZE = 16..4096
PVC _WINDOW_SIZE = 1..127
TRUNK _NAME = name

TITLE (T)

Specifies the title that CDCNET applications can use to access a particular
remote application through this gateway. The title supports calls from
CDCNET systems to remote systems accessed through the X.25 trunk.

PERMANENT_VIRTUAL _CIRCUIT (PVC)

Specifies the permanent virtual circuit with which the given title is
associated. The value must be within the range of the PVC_RANGE
parameter defined on the DEFINE _X25_INTERFACE command. Its value
cannot overlap another defined PVC (for example, X25__ASYNCTIP or a
PVC given on a previously defined ADD_X25_GW_PVC).

GATEWAY _NAME (GN)

Specifies the name of the X.25 gateway that provides access to the remote
application. The gateway must be previously defined. Default is the
previously defined X.25 gateway when included in the configuration file.
This parameter is required when entered by an operator.

PVC _PACKET_SIZE (PPS)

Specifies the default packet size to be used for this PVC. The default is
the value specified on the DEFAULT_PACKET_SIZE parameter of the
associated DEFINE _X25_INTERFACE command. See the description of the
DEFINE _X25_INTERFACE command for allowed values.

PVC _WINDOW_SIZE (PWS)

Specifies the default window size to be used for this PVC. The default is
the value specified on the DEFAULT_WINDOW_SIZE parameter of the
associated DEFINE _X25_INTERFACE command.
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Responses

Examples

TRUNK _NAME (TN)

Specifies the trunk to be used for this PVC. This parameter is required if
a list of trunk names was specified on the DEFINI _X25 ~GW command. If
only one trunk name was specified on DEFINE _X¢ .. _.GW, that is the
default trunk and this parameter is not required.

PVC <pve> added for title <title>, X.25 gateway <gn>.
-~-ERROR-- An X.25 gateway is not defined.

--ERROR-- X.25 gateway <gateway_name> is not defined.
--ERROR-- X.25 gateway title <title> already defined.

--ERROR-- PVC packet size <pps> is not a valid X.25 packet size.

--ERROR-- PVC window size <pws> is greater than 7 and the DEFINE _
X25_INTERFACE PSN parameter is NORMAL for trunk <trunk _name>.

--ERROR-- Permanent Virtual Circuit number <pve> is not defined on
DEFINE _X25_INTERFACE, PR parameter.

--ERROR-- Permanent Virtual Circuit number <pve> is already assigned
by another X.25 user.

--ERROR-- Trunk name <trunk_name> not defined as an X.25 trunk on
the X.25 gateway <gateway_name>.

—-ERROR-- More than one trunk _name associated with X.25 gateway
<gateway_name>. Trunk_name must be specified.

--ERROR-- Permanent Virtual Circuit number <pvc> is already assigned
to title <title>, X.25 gateway <gateway_name>.

--ERROR-- X.25 Gateway command failed due to title processor error.
--FATAL-- Not enough memory available for required table space.

The following example associates a permanent virtual eircuit of 100 to title
PVCS$FRN.

add_x25_gw_pvc gateway_name=X25_GW title=PVC$FRN ..
permanent_virtual_circuit=100

PVC 100 added for title PVC$FRN, X.25 gateway X25_GW
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ADD_X25_INCALL (ADDXI)
DI Configuration Procedure/NETOU Command

Purpose

Format

Parameters
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Defines a general purpose X.25 incall definition. An incall definition is
from the perspective of the CDCNET network. The incall information is
used by the X.25 packet-level entity to control X.25 calls coming into the
CDCNET network destined for any X.25 user.

A trunk that has no X.25 incall definition does not validate incoming X.25
calls. This is the default situation. Each trunk is handled independently.
The means for associating the incoming call with the incall definition is
the combination of the remote DTE address (calling DTE address) and the
protocol identifier.

In general, the validation configured by ADD_X25_INCALL is independent
of the validation configured by any X.25 users. Most X.25 users do not
have their own incall validation. However, the X.25 gateway does, as
defined by ADD_X25_GW_INCALL. Incoming calls destined for the X.25
gateway are subject to validation by the X.25 packet level as well as the
X.25 gateway.

ADD_X25_INCALL
TRUNK_NAME = list 1..32 of name
REMOTE _DTE _ADDRESSES = list 1..31 of string 1..31 or
keyword value
DTE _ADDRESS _PROTOCOL _ID = list 1..7 of 0..255 or keyword
value
ACCEPT_PDN _CHARGES = boolean

TRUNK _NAME (TN)

Specifies the logical names of one or more X.25 trunks for this incall
definition. Each trunk must have been defined by a DEFINE _X25__
TRUNK or DEFINE_LLC_2_TRUNK command.

REMOTE _DTE _ADDRESSES (RDA)

Specifies one or more allowed calling DTE addresses. A DTE address can
contain wild card attributes (to associate the incall definition with multiple
DTE addresses) as follows:

[D1-D2] Within a bracketed group, a range of digits can be specified. D1
represents the low end of the range; D2 represents the high end.
Any value within the range can be used to match a digit in the
position specified in the address. For example, 1234[6-7]59
matches two DTE addresses: 1234659 and 1234759.

[...] Within a bracketed group, any list of single digits can be
specified. For example, 1234[179]59 matches three DTE
addresses: 1234159, 1234759, and 1234959.

* Any single * can be used to match a string of digits, including
the null string. For example, 1234* matches 1234, 12341,
1234562345, and so forth.

? Any single ? can be used to match a digit in the position

specified in the address. For example, 1234759 matches 10 DTE
addresses: 1234059, 1234159, 1234259 ... 1234959.
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If multiple ADD_X25_INCALL definitions exist that match a given DTE
address, the call definition associated with the most specific string is used.
For example, 123?56 is more specific than 123* in matching calling DTE
address 123456.

The keyword OTHER is used to define an incall definition for any DTE
addresses that do not match any other incall definitions for a given trunk.
Multiple incall definitions can exist with a REMOTE _DTE _ADDRESSES
value of OTHER (as well as any other value) as long as the DTE _
ADDRESS_PROTOCOL _ID values do not overlap.

DTE _ADDRESS _PROTOCOL _ID (DAPI)

Specifies one or more protocol identifiers to identify X.25 users associated
with the incall definition. The protocol identifier is the first octet of user
data in an X.25 call packet. This parameter may be either explicit protocol
identifiers or one of the keywords NULL, ANY, or NONE.

Keyword Value Description

NULL Value corresponding to incoming calls without user
data.

ANY Any value of the protocol identifier (including
NULL) is accepted.

NONE No value of the protocol identifier (including NULL)
is accepted.

The default is ANY.

ACCEPT_PDN _CHARGES (APC)

Specifies how incoming calls are to be handled. If TRUE, a call is accepted
with either normal or reverse charging. If FALSE, a call is accepted only
with normal charging. The default is FALSE.

Responses The X.25 incall definition(s) have been added.

-~-ERROR-- The X.25 incall definition for trunk <trunk _name> is already
defined as follows:

Remote DTE Addresses = <remote_dte_address>
DTE Address Protocol Id = <dte_address_protocol _id>
Accept PDN charges = <accept _pdn_charges>

--ERROR-- Trunk name <trunk_name> is not defined.
--ERROR-- Trunk name <trunk_name> is not an X.25 trunk.

-ERROR-- Trunk name <trunk_name> may not appear more than once
in the list of specified trunks.

--ERROR-- Remote DTE address <remote_dte_address> may not appear
more than once in the list of specified remote DTE addresses.

--ERROR-- The remote DTE address <remote_dte_address> contains
invalid characters.

--ERROR-- The remote DTE address <remote_dte _address> has an
invalid bracketed expression.
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ADD_X25_INCALL (ADDXI)

--ERROR-- DTE address protocol id <dte _address_protocol _id> may not
appear more than once in the list of specified DTE address protocol ids.

--FATAL-- Not enough memory available for required table space.

add_x25_incall trunk_name=X25_TRUNK remote_dte_addresses=’123745[5-7]165%" ..
dte_address_protoc1_id=(3,8..12) accept_pdn_charges=TRUE

The X.25 incall definition(s) have been added.

add_x25_incall trunk_name=X25_TRUNK remote_dte_addresses=’123?745[5-7165* ..
dte_address_protoc1_id=(6,22..32) accept_pdn_charges=FALSE

The X.26 incall definition(s) have been added.

add_x25_incall trunk_name=X25_TRUNK remote_dte_addresses=’123?45[5-7165%" ..
dte_address_protoc1_id=(3,55..66) accept_pdn_charges=TRUE
--ERROR-- The X.25 incall definition for trunk X25_TRUNK is already defined as follows:
Remote DTE Addresses 123?745 [5-7)65*

DTE Address Protocol Id 3, 8..12
Accept PDN charges TRUE

add_x25_incall trunk_name=X25_TRUNK remote_dte_addresses=’123545[5-11165+" ..
dte_address_protoci.id=(3,8..12) accept_pdn_charges=TRUE

--ERROR-- The remote DTE address <remote_dte_address> has an invalid bracketed expression.
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ADD_X25_SWITCH (ADDXS)

Purpose

Format

Parameters

Defines a general purpose X.25 switch definition. A switch is from the
perspective of the CDCNET network. The X.25 Gateway uses this switch
definition to route incoming X.25 calls to another X.25 Gateway within the
CDCNET network and ultimately out to a PDN or another X.25 trunk.
This command allows CDCNET to relay between PDNs or other X.25
trunks with a minimal amount of network administration. The switch is
transparent: the calling DTE address, facilities, and user data for the
outgoing side of the switch are the same as on the incoming side of the
switch. However, if the parameter NEW_CALLED_DTE _ADDRESS is
specified, the called DTE address in the packet is replaced with the value
of NEW_CALLED_DTE _ADDRESS. If the parameter NEW_CALLED_
DTE _ADDRESS is not specified, no substitution occurs, and the called
DTE address in the packet remains the same.

The switch decision is based only on the called DTE address. The switch
definitions have higher precedence than other X.25 definitions. In other
words, an incoming X.25 call is initially checked to see if it should be
switched. If switching is not required, it can be delivered based on a local
definition. This means it is possible to switch some X.25 AsyncTip traffic
(forward it to another PDN) while processing other X.25 AsyncTip traffic
locally. X.25 calls that are switched are subject to validation by the ADD_
X25_INCALL command but are not subject to validation by the ADD_
X25_GW_INCALL command.

CONS traffic can be switched through CDCNET without the use of this
command by using an ADD_NON _CDC_ROUTING_ENTRY command on
the outbound side of the switch. However, only user data is transparently
passed through the switch using this method.

If the LOCAL_DTE_ADDRESS parameter has been specified on the
DEFINE _X25_INTERFACE command for the outhound side of the switch,
there is no verification for switched calls. Switched calls are sent out on
the first defined X.25 trunk on the outbound side of the switch.

ADD_X25_SWITCH
GATEWAY_NAME = name
CALLED_DTE _ADDRESSES = list 1..31 of string 1..31 or OTHER
PEER _VE_OUTCALL _TITLE = name
NEW_CALLED_DTE _ADDRESS = string 1..15

GATEWAY_NAME (GN)

Specifies the name of the X.25 A-to-A Gateway that receives the incoming
X.25 calls to be switched. The gateway must be previously defined. This
represents the inbound side of the X.25 switch.

CALLED_DTE _ADDRESSES (CDA)

Specifies one or more called DTE addresses. A DTE address can contain
wild card attributes (to associate the switch definition with multiple DTE
addresses) as follows:
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[D1-D2] Within a bracketed group, a range of digits can be specified. D1
represents the low end of the range; D2 represents the high end.
Any value within the range can be used to match a digit in the
position specified in the address. For example, 1234[6-7159
matches two DTE addresses: 1234659 and 1234759.

[...] Within a bracketed group, any list of single digits can be
specified. For example, 1234[179]59 matches three DTE
addresses: 1234159, 1234759, and 1234959.

* Any single * can be used to match a string of digits, including
the null string. For example, 1234* matches 1234, 12341,
1234562345, and so forth.

? Any single ? can be used to match a digit in the position
specified in the address. For example, 1234?59 matches 10 DTE
addresses: 1234059, 1234159, 1234259 ... 1234959.

If multiple ADD_X25_SWITCH definitions match a given DTE address,
the call definition associated with the most specific string is used. For
example, 123756 is more specific than 123* in matching calling DTE
address 123456,

The keyword OTHER defines a switch definition for DTE addresses that do
not match any other switch definitions for a given X.25 gateway.

PEER _VE _OUTCALL_TITLE (PVOT)

Specifies a VE_OUTCALL_TITLE registered by the peer X.25 Gateway in
a DEFINE _X25_GATEWAY command. This represents the outbound side
of the X.25 switch.

NEW_CALLED_DTE _ADDRESS (NCDA)

Specifies a DTE address that is substituted for the called DTE address of
the incoming call packet when this packet is forwarded. No wild card

character is allowed for this parameter. The default is the original called
DTE address value.

The X.25 switch definition(s) have been added.

--ERROR-- The X.25 switch definition for X.25 gateway <gateway_name>
is already defined as follows: (see the command response example for the
format in which this information is displayed.)

--ERROR-- An X.25 gateway is not defined.
-~-ERROR-- X.25 gateway <gateway_name> is not defined.

--ERROR-- Called DTE address <called_dte_address> may not appear
more than once in the list of specified called DTE addresses.

--ERROR-- The called DTE address <called_dte_address> contains invalid
characters.

--ERROR-- The called DTE address <called _dte_address> has an invalid
bracketed expression.

--ERROR-- The new called DTE address may include only digits 0 through
9.
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--FATAL-- Not enough memory available for required table space.

Examples add_x25_switch gateway_name=X25_GW_SWITCH ..
called_dte_addresses=(’123?45[5-7165*", “23456789° ) ..
peer_ve_outcall_tit1e=0UTBOUND_SWITCH
new_called_dte_address=“23556789"

The X.25 switch definition(s) have been added.

add_x25_switch gateway_name=X25_GW_SWITCH ..
called_dte_addresses=(’987?45[5-7165*", ‘23456789’ ) .
peer_ve_outcall_tit1e=OUTBOUND_SWITCH_2

-~-ERROR-- The X.25 switch definition for X.25 gateway X25_GW_SWITCH
is already defined as follows:

Called DTE Addresses 23456789
Peer VE Outcall title OUTBOUND_SWITCH
New Called DTE Address 23556789

add_x25_switch gateway_name=X25_GW_SWITCH ..
called_dte_addresses=’123545[5-11165%* ..
peer_ve_outcall_tit1e=OUTBOUND_SWITCH_2

=-~ERROR-- The called DTE address 123545[5-11165* has an
invalid bracketed expression.
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ADD _X25_TERMINAL _GW_OUTCALL (ADDXTGO)
DI Configuration Procedure/NETOU Command

Purpose

Format

Parameters

60000414 C

Defines a X.25 terminal gateway outcall definition. Outcall is from the
perspective of the CDCNET network; the call is going out of the CDCNET
network. It allows the network administrator to configure X.25 outcall
information and associate it with a logical name (outcall name) to help the
end terminal user establish foreign connections. Also, the outcall
information maybe used to restrict access to certain DTE addresses that
are defined by the network administrator.

ADD _X25_TERMINAL _GW_OUTCALL
OUTCALL_NAME = name
REMOTE _DTE _ADDRESS = string 1..15
GATEWAY _NAME = name
LOCAL _DTE _ADDRESS = string 1..15
FACILITIES = string 1..126
USER _DATA = siring 1..248

OUTCALL _NAME (ON)

Specifies a logical name associated with the REMOTE _DTE _ADDRESS.
The logical name must be unique for each X.25 terminal gateway.
Optionally, this logical name is available to the terminal user to help
establish a foreign connection when the associated remote DTE address is
a complete address.

REMOTE _DTE _ADDRESS (RDA)

Specifies the X.25 address of the destination X.25 system. It is specified as
a string of digits 0 through 9 or the wildcard character *. If the DTE
address contains only digits, the associated outcall name is available to the
terminal user during connection establishment. The wildcard character *
alone allows you to enter any remote DTE address. You are not restricted
to those remote DTE address(es) added by the network administrator. For
example, RDA=*, implies that the user is authorized to enter any remote
DTE address. RDA="'302*', implies that the user is authorized to enter
remote DTE addresses that begin with 302. If the wildcard character is
specified, it must be the last character in the entered string. Only one
wildcard character may be entered.

GATEWAY_NAME (GN)

Specifies the name of the X.25 terminal gateway which provides access to
the remote application. The X.25 terminal gateway must be previously
defined. Defaults to the previously defined X.25 terminal gateway when
entered in a configuration file. It is required when the command is entered
by the operator.
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Responses

LOCAL _DTE _ADDRESS (LDA)

Specifies the X.25 address of a local X.25 trunk. It forces selection of a
specific trunk over which interactive X.25 connections to a remote DTE are
made. If specified, it is included in the call request passed to the X.25
Packet Level. It must match a LOCAL _DTE _ADDRESS value on the
DEFXI command. The call request is rejected by the X.25 Packet Level if
no trunk with a matching LDA is found or if the matching trunk is
DOWN. If not specified, and the gateway has been defined on multiple
trunks, the X.25 Packet Level selects the X.25 trunk. The parameter is
specified as a string of digits 0 through 9.

FACILITIES (F)

Specifies the facilities options as defined by the CCITT X.25
Recommendation. This parameter must be specified in order to use the fast
select facility or for calls with reverse charges. This parameter must be
entered as a string of an even number of hexadecimal digits.

USER _DATA (UD)

Specifies an even-numbered string of hexadecimal digits that are included
in the X.25 Call Request. The call is rejected if the concatenated string
exceeds the maximum call user data field size. The maximum field size is
124 octets with the fast select facility and 12 octets without the fast select
facility (exclusive of the X.25 Call Request packet protocol field). The X.25
terminal gateway automatically inserts the 4-byte protocol field at the
beginning of the user data.

X.25 terminal gateway outcall <outcall_name> added.
-ERROR-- X.25 terminal gateway <gateway_name> is not defined.

--ERROR-- Remote _dte _address can not include <string>. A remote_dte _
address may include only digits 0 thru 9 or *.

-ERROR-- Remote _dte _address may only include one wildcard character
(*).

--ERROR-- Remote _dte _address can not have digit(s) following wildcard
character (¥).

-ERROR-- Outcall _name <name> already exists for X.25 terminal
gateway <gateway_name>.

-~-ERROR-- Local _dte _address can not include <string>. A local _dte _
address may include only digits of 0 thru 9.

--ERROR-- Facilities can only have an even number of hexadecimal digits.

--ERROR-- User _data can only have an even number of hexadecimal
digits.

~-FATAL- Not enough memory available for required table space.
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ADD_X25_TERMINAL_GW_OUTCALL (ADDXTGO)

In this example, the FACILITIES parameter options are reverse charging
not requested and fast select not selected (to determine the packet size and
window size, see the CCITT X.25 Recommendation book).

add_x25_terminal_gw_outcall on=solver ..
rda=311061200260" ..
gn=telenet_terminal_gateway ..
f=-0100420707430202°

X.25 terminal gateway outcall SOLVER added.

add_x25_terminal_gw_outcall on=transpac_access .
rda=-208*" ..
gn=transpac_terminal_gateway ..

X.25 terminal gateway outcall TRANSPAC_ACCESS added.

The ADDXTGO command processor orders the outcall blocks based on the
length of the remote DTE address string and the presence of the wildcard

characters. Complete addresses are linked in descending size of the DTE
address.

Configuration file:

addxtgo,on=name1,rda="111111" gn=gw
addxtgo,on=name2, rda=’2222222° gn=gw
addxtgo,on=name3, rda=’33333333’ gn=gw
addxtgo,on=name4,rda=’444444’ gh=gw

The above outcalls are linked and checked for matching criteria in the
following order:

name3 33333333
name2 2222222
name4 444444
hame1 1111
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Any remote DTE address that contains a wildcard character is linked after
complete DTE addresses, in descending size of the entered DTE address,

Configuration file:

addxtgo,on=name5, rda=-3110** gn=gw
addxtgo,on=name6, rda=3110612*’ gn=gw
addxtgo,on=name7,rda=’3110408*‘ gn=gw
addxtgo,on=name8,rda=’1** gn=gw

addxtgo,on=name9, rda="*‘ gn=gw
addxtgo,on=name10,rda="*" gn=gw, 1da="311040800146"

Results in the following:

name3 33333333
name2 2222222
name4 444444
name1 111111
name7 3110408+
name6 3110612+
name5 - 3110+
name8 1=

name 10 *

name9 *

The outcall name NAMESY is never used to satisfy a matching DTE address

since NAME10 is the same string size but was entered after NAME9 and
therefore linked ahead of NAME9.

The concept of predefined outcall information mirrors the definition of X.25
Gateway outcall title blocks, except that instead of registering the title in
the directory, the outcall information is retained locally by the X.25
terminal gateway.
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This chapter provides complete descriptions of all CDCNET Network Operations
CANCEL commands. Command descriptions are organized alphabetically by full
command name.

Unless specified otherwise, all commands are valid in both NOS and NOS/VE
operations environments.
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CANCEL_CHANNEL_TRUNK (CANCT) (NOS MDI Only)

CANCEL _CHANNEL _TRUNK (CANCT) (NOS MDI Only)
NETOU Command

Purpose Cancels the configuration of a channel trunk. The trunk is identified by its
logical name.

Format CANCEL _CHANNEL _TRUNK
TRUNK_NAME = name

Parameters TRUNK_NAME (TN)

The logical name of the trunk, assigned by the DEFINE _CHANNEL _
TRUNK command that configured the trunk.

liesponses CHANNEL trunk <name> cancelled.
--WARNING-- Trunk <name> is not defined.
—-ERROR-- Trunk <name> active, cannot be cancelled.
--ERROR-- Trunk <name> is not a CHANNEL trunk.

—-ERROR-- VE interface <interface _name> cannot be cancelled by a
cancel _channel _trunk command.

-ERROR-- Channel trunk <trunk name> cannot be cancelled until NP
interface <interface name> is cancelled.

Examples cancel_channel_trunk trunk_name = cyber101_alt

CHANNEL trunk CYBER_101_ALT cancelled.
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CANCEL_DEVICE_OUTCALL_SERVICE (CANDOS)

CANCEL _DEVICE _OUTCALL _SERVICE (CANDOS)
NETOU Command

Purpose

Format
Parameters

Responses

Examples
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Cancels the definition of the Device Outcall Service. Because a DI supports
only one device outcall at a time, the command requires no parameter to
identify the service being cancelled.

NOTE

In future releases, this command will no longer be supported. You should

start using the CANCEL _OUTCALL_GATEWAY command as soon as
possible.

CANCEL _DEVICE _OUTCALL _SERVICE

None.
Device QOutcall Service cancelled.
--WARNING-- Device Outcall Service not defined.

cancel_device_outcall_service

Device Outcall Service cancelled.
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CANCEL_EGP_PEER (CANEP)

CANCEL _EGP_PEER (CANEP)
NETOU Command

Purpose Cancels the definition of a peer previously defined by the DEFINE _EGP_
PEER command. Reference the peer by its IP Address. The specified peer
must be stopped and in an idle state before it can be cancelled.

Format CANCEL _EGP_PEER
IP_ADDRESS = list 4 of 0..255

Parameters IP_ADDRESS (IA)
The IP address of the EGP peer gateway which is to be cancelled. This
peer must have been previously stopped and in an idle state before this
command executes.

Responses EGP peer <ip_address> is cancelled.
--ERROR-- EGP peer <ip_address> is not defined.
--ERROR-- EGP peer <ip_address> is not stopped.
~ERROR~ EGP peer <ip_address> is not yet idle.

Examples cancel_egp_peer ip_address = (128,5,0,3)

EGP peer 128.5.0.3 is canceled.
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CANCEL_ETHER_NET (CANEN)

CANCEL _ETHER _NET (CANEN)
NETOU Command

Purpose

Format

" Parameters

Responses

Examples
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Cancels the configuration of an Ethernet network. The network is identified
by its logical name.

CANCEL _ETHER _NET
NETWORK _NAME = name

NETWORK _NAME (NN)

The logical name of the network, assigned by the DEFINE _ETHER_NET
command that configured the network.

Ethernet network <network_name> cancelled for trunk <trunk_name>.
—~-WARNING-- Network <network_name> not defined.

--ERROR-- Network <network_name> is active. It must be stopped before
being cancelled.

--ERROR-- Network <network_name> is not an Ethernet network.

cancel_ether_net network_name=engin_bldg_net

Ethernet network ENGIN_BLDG_NET cancelled for trunk ENGIN_BLDG_TRUNK.
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CANCEL_ETHER_TRUNK (CANET)

CANCEL _ETHER _TRUNK (CANET)
NETOU Command

Purpose Cancels the configuration of an Ethernet trunk. The trunk is identified by
its logical name. The Ethernet trunk cannot be cancelled unless the
network has been previously cancelled.

Format CANCEL _ETHER _TRUNK
TRUNK_NAME = name

Parameters TRUNK _NAME (TN)

The logical name of the trunk, assigned by the DEFINE _ETHER_TRUNK
command that configured the trunk.

Responses ETHERNET trunk <name> cancelled.
--WARNING-- Trunk <name> not defined.

--ERROR-- Ether trunk <trunk name> cannot be cancelled until the Ether
network <network_name> is cancelled.

--ERROR- Trunk <name> is not an ETHERNET trunk.

Examples cancel_ether_trunk trunk_name=engin_bldg_nsouth

Ethernet trunk ENGIN_BLDG_SOUTH cancelled.
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CANCEL_FILE_SUPPORT (CANFS) (NOS MDI Only)

CANCEL _FILE _SUPPORT (CANFS) (NOS MDI Only)
NETOU Command

Purpose

Format

Parameters

Responses

Examples
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Cancels support for access of the specified file types from a MDI or MTI
connection to a NOS host. If all file types defined for the host are
cancelled, file access from the NOS host is terminated.

CANCEL _FILE _SUPPORT
FILE _TYPE = list 1..8 of keyword value
TRUNK _NAME = name

FILE _TYPE (FT)

A list of one or more file types to be cancelled. The following file types
are allowed.

EXCEPTION

BOOT

DUMP

LIBRARY
CONFIGURATION
TERMINAL _PROCEDURE
USER_PROCEDURE
LOAD_PROCEDURE

ALL

Default is ALL.

TRUNK _NAME (TN)

The trunk name of the logical link to the host for which support of the
specified file types is cancelled. The value for this parameter is determined
by the DI load process. Its use is not recommended. If TRUNK _NAME is
not specified, the default trunk is used. The default trunk is either the
trunk name as specified by a DEFINE _SYSTEM command or the trunk
over which the DI was loaded.

File Support for specified file_types is cancelled for trunk <name>.

--WARNING-- File Support for specified file _types is cancelled for trunk
<name>. <name> file_type was not defined.

--WARNING-- File Support was not defined for trunk <name>.
--WARNING-- File Support was not defined for the system.

--ERROR-- No default channel trunk is defined. A trunk name must be
specified.

cancel_file_support file_type=dump trunk_name=c170_trunk1

File Support for specified file_types is cancelled for trunk c170_trunk1
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CANCEL_HDLC_NET (CANHN)

CANCEL _HDLC _NET (CANHN)
NETOU Command

Purpose Cancels the configuration of an HDLC network. The network is identified
by its logical name.

Format CANCEL _HDLC _NET
NETWORK_NAME = name

Parameters NETWORK_NAME (NN)

The logical name of the network assigned by the DEFINE _HDLC_NET
command.

Responses HDLC network <network _name> cancelled for trunk <trunk_name>.

HDLC network <network_name> cancelled for trunks (<trunk _name>
<trunk-name>..).

--WARNING-- Network <network_name> is not defined.

--ERROR-- Network <network _name> is active. It must be stopped before
being cancelled.

--ERROR-- Network <network_name> is not an HDLC network.

Examples cancel_hdlc_net network_name = menlo_park_network

HDLC network MENLO_PARK_NETWORK cancelled for trunk MENLO_PARK_TRUNK .
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CANCEL_HDLC_TRUNK (CANHT)

CANCEL _HDLC _TRUNK (CANHT)
NETOU Command

Purpose

Format

Parameters

Responses

Examples
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Cancels the configuration of an HDLC trunk. The trunk is identified by its
logical name. The HDLC trunk cannot be cancelled unless the network has
been previously cancelled.

CANCEL _HDLC _TRUNK
TRUNK _NAME = name

TRUNK _NAME (TN)

The logical name of the trunk, assigned by the DEFINE _HDLC _TRUNK
command that configured the trunk.

HDLC trunk <name> cancelled.

~WARNING-- Trunk <name> not defined.

-ERROR-- Trunk <name> is not an HDLC trunk.
--ERROR-- Trunk <name> active, can not be cancelled.

--ERROR-- HDLC Trunk <trunk_name> cannot be cancelled until the
HDLC network <network_name> is cancelled.

cancel_hdlic_trunk trunk_name = menlo_park_{runk_1

HDLC trunk MENLO_PARK_TRUNK_1 cancelled.
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CANCEL_IP_HOST (CANIH)

CANCEL _IP_HOST (CANIH)
NETOU Command

Purpose Cancels the definition of an Internet Protocol (IP) host and its associated
routing information. The host is identified by its IP address.

Format CANCEL_IP_HOST
IP_ADDRESS = list 4 of 0..255

Parameters IP_ADDRESS (IA)

The IP address of the host, defined by the DEFINE _IP_HOST command
that configured the host. The format is similiar to the decimal octet
convention used by the TCP/IP community, except the periods are replaced
with commas and the list is enclosed in parentheses. For example, the IP
address 128.2.53.7 is represented as (128,2,53,7).

Responses IP address <ip_address> is cancelled.
-WARNING-- IP host address <ip_address> is not defined.
-ERROR-- IP address <ip_address> is invalid.

Examples cancel_ip_host ip_address=(128,2,53,7)

IP address 128.2.53.7 is cancelled.
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CANCEL_IP_NET (CANIN)

CANCEL _IP_NET (CANIN)
NETOU Command

Purpose

Format

Parameters

Responses

Examples

60000414 D

Cancels the definition of an Internet Protocol (IP) network and its

associated routing information. The network is referenced by its IP network
address.

CANCEL _IP_NET
IP_NETWORK = list 1.4 of 0..255

IP_NETWORK (IN)

The IP address of the network or subnetwork, assigned by a DEFINE _IP_
NET command that configured the network. The format is similar to the
decimal octet convention used by the TCP/IP community, except the periods
are replaced with commas and the list is enclosed in parentheses. For
example, the IP network 128.2.0.0 is represented as (128,2,0,0) or (128,2).

IP Network <ip_network> is cancelled.

IP subnet <ip_network> is cancelled.

--WARNING-- IP Network <ip_network> is not defined.
--WARNING-- IP subnet <ip_network> is not defined.

--ERROR-- IP Network <ip_network> is invalid. Only the network
number part of an IP address should be specified.

cancel_ip_net ip_network=(128,2,0,0)

IP network 128.2.0.0 is canceled.
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CANCEL_IP_X25_PDN_HOST (CANIXPH)

CANCEL _IP_X25_PDN _HOST (CANIXPH)
NETOU Command

Purpose Cancels the definition of an IP X.25 PDN host and its associated routing
information. The host is identified by its IP address.

Format CANCEL_IP_X25_PDN _HOST
IP_ADDRESS = list 4 of 0..255

Parameters IP_ADDRESS (IA)

Specifies the IP address of the host, as previously defined by the
DEFINE _IP_X25_PDN _HOST command that configured the host. The
format is similar to the decimal octet convention used by the TCP/IP
community, except that the periods are replaced with commas, and the list
is enclosed in parentheses. For example, the IP address 128.2.53.7 is
represented as (128,2,53,7).

Responses IP address <ip_address> is cancelled.
--ERROR-- IP address <ip_address> is invalid.
~-ERROR-- IP host address <ip_address> is not defined.

Examples cancel_ip_x25_pdn_host ip_address = (128,2,53,7)

IP address 128.2.53.7 is cancelled.
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CANCEL_LINE (CANL)

CANCEL _LINE (CANL)
NETOU Command

Purpose

Format

Parameters

Responses

Remarks

Examples
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Cancels the configuration of a communication line or a URI line. The line
is identified by its logical name.

CANCEL _LINE
LINE_NAME = name

LINE _NAME (LN)

The logical name of the line, assigned during configuration by the
DEFINE _LINE command.

Line <line_name> cancelled.
-~WARNING-- Line <line_name> not defined.
--ERROR-- Line <line_name> active, can not be cancelled.

--ERROR-- The device for line <line_name> is active and down, line
cannot be cancelled.

When a line active error occurs, the line must first be stopped using the
STOP_LINE command before the line can be cancelled. When a device is

active and down, the port testing must first be stopped using the STOP_
PORT_TEST command before the line can be cancelled.

cancel_line line_name=engin_1line_1

Line ENGIN_LINE_1 cancelled.
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CANCEL_LINE (CANL)
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CANCEL_NAME_RESOLVER (CANNR)

CANCEL _NAME _RESOLVER (CANNR)
NETOU Command

Purpose Causes the Domain Name Resolver to stop accepting requests from users.
Format CANCEL _NAME _RESOLVER

Parameters None.
Responses Domain Name Resolver is cancelled.

-WARNING -- Domain Name Resolver is not defined.

Examples cancel_name_resolver

Domain Name Resolver is cancelled.
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CANCEL_NP_INTERFACE (CANNI) (NOS MDI Only)

CANCEL _NP_INTERFACE (CANNI) (NOS MDI Only)
NETOU Command

Purpose Cancels the configuration of a NOS Network Products (NP) interface.

Format CANCEL _NP_INTERFACE
INTERFACE _NAME = name

Parameters INTERFACE_NAME (IN)

The logical name of the interface assigned by a DEFINE _NP_INTERFACE
command.

Responses NP interface <interface _name> cancelled for trunk <trunk_name>.
--WARNING-- NP interface <interface _name> is not defined.

--ERROR-- NP interface <interface_name> is active. It must be stopped
before being cancelled.

--ERROR-- NP interface <interface_name> has active users. They must
be cancelled before the NP interface can be cancelled.

Examples cancel_np_interface in=cyber_109

NP interface CYBER_109 cancelled for trunk $MCI2.
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CANCEL_NP_TERMINAL_GW (CANNTG)

CANCEL _NP_TERMINAL _GW (CANNTG)
NETOU Command

Purpose

Format

Parameters

Responses

Examples

60000414 C

Cancels the configuration of an NP terminal gateway. Cancels all titles
associated with the gateway.

CANCEL _NP_TERMINAL _GW
GATEWAY_NAME = name

GATEWAY_NAME (GN)

The logical name of the interface assigned by a DEFINE_NP_
TERMINAL _ GW command.

NP terminal gateway <gateway_name> cancelled.
-~-WARNING-- NP terminal gateway <gateway_name> is not defined.

--ERROR-- NP terminal gateway <gateway_name> is active. It must be
stopped before being cancelled.

cancel_np_terminal_gw gn = jvt_109

NP terminal gateway IVT_109 cancelled.
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CANCEL_OPERATOR_SUPPORT (CANOS) (NOS MD! Only)

CANCEL _OPERATOR _SUPPORT (CANOS) (NOS MDI Only)
NETOU Command

Purpose

Format

Parameters

Responses

Examples

Cancels support for the Operator Support Application in an MDI or MTI.
The Operator Support Application allows network operators to communicate
with the network DIs through a particular MDI or MTI, using the Network
Operator Utility (NETOU).

This command suppresses all responses to outstanding commands from
operators connected through the host.

CANCEL _OPERATOR _SUPPORT
TRUNK _NAME = name

TRUNK _NAME (TN)

The trunk name of the logical link to the host for which operator support
is cancelled. If this parameter is not specified, the default value is used.

Operator Support is cancelled for trunk <name>.
--WARNING-- Operator Support was not defined for trunk <name>.
--WARNING-- Operator Support was not defined for the system.

—-ERROR-- No default channel trunk is defined. A trunk name must be
specified.

--FATAL-- Unable to cancel Operator Support for trunk <name>.

cancel_operator_support trunk_name=c170_trunk1

Operator Support is cancelled for c170_trunk
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CANCEL_OUTCALL_GATEWAY (CANOG)

CANCEL _OUTCALL _GATEWAY (CANOG)
NETOU Command

Purpose Cancels the definition of the Outcall Gateway from a DI. Since there can
be only a single instance of the Outcall Gateway in a DI, the command
does not require any parameters to identify the Outcall Gateway being
cancelled.

Format CANCEL _OUTCALL _GATEWAY

Parameters None.

Responses  Qutcall Gateway is cancelled.
~WARNING-- Outcall Gateway is not defined.

--ERROR-- Outcall Gateway must be stopped before cancelling.

Examples cancel_outcall_gateway

Outcall Gateway is cancelled.
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CANCEL_PASSTHROUGH _SERVICE (CANPS)

CANCEL _PASSTHROUGH _SERVICE (CANPS)
NETOU Command

Purpose

Format
Parameters

Responses

Examples
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Cancels the definition of the passthrough service currently supported by a
DI. Because a DI supports only one passthrough service at a time, the

command requires no parameter to identify the passthrough service being
cancelled.

NOTE

In future releases, this command will no longer be supported. You should
start using the CANCEL_OUTCALL _GATEWAY command as soon as
possible.

CANCEL _PASSTHROUGH _SERVICE

None.
Passthrough service cancelled.
--WARNING-- Passthrough Service not defined.

cancel_passthrough_service

Passthrough service cancelled.
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CANCEL_RECORDER_LOG_GROUP (CANRLG) (NOS MDI Only)

CANCEL _RECORDER _LOG _GROUP (CANRLG) (NOS MDI Only)
NETOU Command

Purpose

Format

Parameters

Responses

Examples

60000414 C

Cancels the recording of a log group at an MDI or MTI connected to a
NOS host. The Independent Log Management Entity in the MDI no longer
records the cancelled group (the recorder DI no longer logs the source log
messages to the network log file on the host). If no groups are recorded by
an Independent Log ME, this command terminates the log recording
function. If no other recorders are defined for the log group, this command
always terminates the Independent Log ME log recording function for the
DI and the log group. The current CDCNET release supports only one log
group per MDI or MTIL

CANCEL _RECORDER _LOG _GROUP
LOG _GROUP = name
TRUNK _NAME = name

LOG _GROUP (LG)

Specifies the logical name of the log group for which support is to be
cancelled. The default log group supported for this release is CATENET. A
DI can belong to only one log group. Each recorder DI supports one named
log group.

TRUNK _NAME (TN)

The trunk name of the logical link to the host for which the specified log

groups are cancelled. If TRUNK _NAME is not specified, the default trunk
is used. The default trunk is the default channel trunk, as specified by the
DEFINE _SYSTEM command or if not specified on the DEFINE _SYSTEM
command, the channel trunk over which the DI was loaded.

Recorder log group is cancelled for trunk <name>.

-~-WARNING-- Specified recorder log group is cancelled for trunk <name>.
Recorder log group <name> was not defined.

--WARNING-- Recorder log groups were not defined for trunk <name>.
~WARNING-- Recorder log groups were not defined for the system.

--ERROR-- No default channel trunk is defined. A trunk name must be
specified.

cancel_recorder_log_group l1g=catenet tn=c170_trunk1

Recorder log groups are cancelled for trunk c170_trunk1.
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CANCEL_REMOTE _LINE_MONITOR (CANRLM)

CANCEL _REMOTE _LINE _MONITOR (CANRLM)
DI Configuration/NETOU Command

Purpose Cancels the selected Remote Line Monitor.

Format CANCEL _REMOTE _LINE _MONITOR

Parameters None.

Responses Remote Line Monitor cancelled, $LIM <lim> _PORT <port>.
Remote Line Monitor not defined for this DI.

Examples cancel_remote_line_monitor

Remote Line Monitor cancelled, $LIMS_PORTO.
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CANCEL_REMOTE_LOAD_SUPPORT (CANRLS)

CANCEL _REMOTE _LOAD _SUPPORT (CANRLS)
NETOU Command

Purpose Cancels support of the CDCNET system for loading and dumping systems
through the networks directly connected to the CDCNET system. The
command stops and deletes the Initialization Management Entity from the
system.

Format CANCEL _REMOTE _LOAD _SUPPORT

Parameters None.

Responses Remote Load Support is cancelled.

-~-WARNING-- Remote Load Support is not defined for this system.

Remarks For more information on the Initialization Management Entity, see the
DEFINE _REMOTE _LOAD _SUPPORT command in this manual.

Examples cancel_remote_load_support

Remote Load Support is cancelled.
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CANCEL_SERVER_TELNET_GW (CANSTG)

CANCEL _SERVER _TELNET _GW (CANSTG)
NETOU Command

Purpose Cancels the definition of a server TELNET gateway. The gateway must be

stopped using the STOP_SERVER_TELNET_GW command before it can

{ be cancelled with this command.

Format CANCEL_SERVER _TELNET_GW
GATEWAY_NAME = name

Parameters GATEWAY_NAME (GN)

The logical name of the server TELNET gateway defined by a DEFINE _
SERVER_TELNET_GW command.

Responses  Server TELNET gateway <gateway_name> is cancelled.
--WARNING-- Server TELNET gateway <gateway_name> is not defined.

--ERROR-- Server TELNET gateway <gateway_name> is active. It must
be stopped before being cancelled.

Examples cancel_server_telnet_gw gateway_name=gw_to_cyber

Server TELNET gateway GW_TO_CYBER is cancelled.
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CANCEL_SLIP_GW (CANS®)

CANCEL _SLIP_GW (CANSG)
NETOU Command

Purpose

Format

Parameters

Responses

Examples

60000414 F

Cancels the definition of a SLIP gateway and the associated SLIP host
entries. Use the STOP_SLIP_GW command to stop the gateway before
cancelling it with this command.

CANCEL _SLIP_GW
GATEWAY_NAME = name

GATEWAY_NAME (GN)

The logical name of the SLIP gateway defined by a DEFINE _SLIP_GW
command. This parameter is required.

SLIP gateway <gateway_name> is cancelled.
—-ERROR-- SLIP gateway <gateway_name> is not defined.

~-ERROR-- SLIP gateway <gateway_name> is active. It must be stopped
before being cancelled.

cancel_slip_gw gateway_name=slip_gw

SLIP gateway SLIP_GW is cancelled.
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CANCEL_SLIP_HOST (CANSH)

CANCEL _SLIP_HOST (CANSH)
NETOU Command

Purpose Deletes the specified SLIP entry.

Format CANCEL _SLIP_HOST
HOST_NAME = name
GATEWAY_NAME = name

Parameters HOST_NAME (HN)
The name of the SLIP host entry to delete. This parameter is required.

GATEWAY_NAME (GN)

The logical name of the SLIP gateway for which this entry was used. This
parameter is required.

Responses  SLIP host <host_name> is deleted from gateway <gateway_name>.
--ERROR-- SLIP host <host_name> not found.
--ERROR-- SLIP gateway <gateway_name> is not defined.

Examples cancel_slip_host gateway_name=slip_gw host_name=host_1

SLIP host HOST_1 is deleted from gateway SLIP_GW.
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CANCEL_SNMP_AGENT (CANSA)

CANCEL _SNMP_AGENT (CANSA)
NETOU Command

Purpose Cancels the SNMP Agent previously defined by the DEFINE _SNMP_
AGENT command. As part of the cancellation, the communities previously
added by ADD_SNMP_COMMUNITY are deleted.

Format CANCEL _SNMP_AGENT

Parameters None.

Responses The SNMP Agent has been cancelled.
~WARNING-- The SNMP Agent is not defined.

Examples cancel_snmp_agent

The SNMP Agent has been cancelled.
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CANCEL_SOURCE_ALARM_GROUP (CANSAG)

CANCEL _SOURCE _ALARM _GROUP (CANSAG)
NETOU Command

Purpose

Format

Parameters

Responses

Examples

60000414 C

Cancels the alarm group(s) that the Dependent Log ME belongs to.

CANCEL _SOURCE _ALARM _GROUP
ALARM _GROUP = list 1..15 of name

ALARM _GROUP (AG)

Specifies the alarm group or list of alarm groups to be cancelled from the
Dependent Log ME alarm environment. Default is CATENET.

Source alarm groups cancelled.

--WARNING-- Specified source alarm groups cancelled. Source alarm group
<name> was not defined.

--WARNING-- No source alarm groups defined.
--ERROR-- Duplicate alarm group <name> specified.
cancel_source_alarm_group alarm_group = catenet

Source alarm groups cancelled.
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CANCEL_SOURCE _ALARM_MESSAGE (CANSAM)

CANCEL _SOURCE _ALARM _MESSAGE (CANSAM)
NETOU Command

Purpose Cancels the reporting of specified alarm messages by a DI. The message

numbers specified are removed from the list of alarms to be sent from a
DL

Format CANCEL_SOURCE _ALARM _MESSAGE
MESSAGE _NUMBER = list 1..63 range of 1..32999

Parameters MESSAGE _NUMBER (MN)

Specifies alarm message numbers of one or more alarm messages to be
cancelled. See the online CDCNET Diagnostic Messages manual for the
complete list of alarm messages and their identifier numbers.

Responses  Source alarm messages cancelled.
Examples cancel_source_alarm_message mn=(3,42..45,87)

Source alarm messages cancelled.
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CANCEL_SOURCE_LOG_GROUP (CANSLG)

CANCEL _SOURCE _LOG _GROUP (CANSLG)
NETOU Command

Purpose

Format

Parameters

Responses

Examples

60000414 C

Cancels the current definition of the logging function for DIs acting as
sources of log messages. This release allows definition of only one log
group per system; therefore this command cancels all logging by a DI. To
reenable logging, a DEFINE _SOURCE _LOG_GROUP command should
immediately follow a CANCEL_SOURCE _LOG_GROUP command.

CANCEL _SOURCE _LOG_GROUP
LOG _GROUP = name

LOG _GROUP (LG)

The logical name for the log group to cancel from reporting. The default
log group is CATENET.

Source log group cancelled.

--WARNING-- Specified source log group cancelled. Source log group
<name> was not defined.

--WARNING-- No source log groups defined.
cancel_source_log_group log_group=catenet

Source log group cancelled.
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CANCEL_TCPIP_GW (CANTG)

CANCEL _TCPIP_GW (CANTG)
NETOU Command

Purpose Cancels the definition of an application interface gateway for TCP/IP
applications such as FTP and SMTP. The gateway must be stopped using
the STOP_TCPIP_GW command before it is cancelled with this command.

Format CANCEL_TCPIP_GW
GATE\_VAY_NAME = name

Parameters GATEWAY_NAME (GN)

The logical name of the TCP/IP application gateway defined by a
DEFINE _TCPIP_GW command.

Responses TCP/IP gateway <gateway_name> is cancelled.
-~-WARNING-- TCP/IP gateway <gateway_name> is not defined.

--ERROR-- TCP/IP gateway <gateway_name> is active. It must be
stopped before being cancelled.

Examples cancel_tcpip_gw gateway_name=ftp_ow

TCP/IP gateway FTP_GW is cancelled.
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CANCEL_UDP_INTERFACE (CANUI)

CANCEL _UDP_INTERFACE (CANUID)
NETOU Command

Purpose Cancels the definition of the user datagram protocol (UDP) interface layer.
Format CANCEL _UDP_INTERFACE
Parameters None.
Responses UDP interface is cancelled.
-~-WARNING-- UDP interface is not defined.

--ERROR-- UDP interface is active. It must be stopped